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Preface

Intended Audience

Welcome to Release 3.0 of the Oracle Governance, Risk and Compliance Intelligence User’s
Guide.

This guide is intended for information technology personnel and privileged users
responsible for using and configuring the GRC Intelligence application. It assumes the
reader is familiar with Oracle applications.

See Related Information Sources on page x for more Oracle E-Business Suite product
information.

Deaf/Hard of Hearing Access to Oracle Support Services

To reach Oracle Support Services, use a telecommunications relay service (TRS) to call
Oracle Support at 1.800.223.1711. An Oracle Support Services engineer will handle
technical issues and provide customer support according to the Oracle service request
process. Information about TRS is available at
http://www.fcc.gov/cgb/consumerfacts/trs.html, and a list of phone numbers is
available at http://www.fcc.gov/cgb/dro/trsphonebk.html.

Documentation Accessibility

Our goal is to make Oracle products, services, and supporting documentation accessible
to all users, including users that are disabled. To that end, our documentation includes
features that make information available to users of assistive technology. This
documentation is available in HTML format, and contains markup to facilitate access by
the disabled community. Accessibility standards will continue to evolve over time, and
Oracle is actively engaged with other market-leading technology vendors to address
technical obstacles so that our documentation can be accessible to all of our customers.
For more information, visit the Oracle Accessibility Program Web site at



http://www.oracle.com/accessibility/.

Accessibility of Code Examples in Documentation

Screen readers may not always correctly read the code examples in this document. The
conventions for writing code require that closing braces should appear on an otherwise
empty line; however, some screen readers may not always read a line of text that
consists solely of a bracket or brace.

Accessibility of Links to External Web Sites in Documentation

Structure

This documentation may contain links to Web sites of other companies or organizations
that Oracle does not own or control. Oracle neither evaluates nor makes any
representations regarding the accessibility of these Web sites.

About Governance, Risk, and Compliance Intelligence
Dashboards

Enterprise Governance, Risk and Compliance Dashboards
Enterprise GRC Manager Reporting

Subject Areas for EGRCM

Application Access Control Dashboards

Application Access Controls Governor Reporting

Subject Areas for AACG

A Modifying Reports and Dashboards

O NO OGS WN-=

Related Information Sources

Oracle Governance, Risk and Compliance Intelligence, Implementation Guide, Release
3.0 Part No. E16336-01

Do Not Use Database Tools to Modify Oracle E-Business Suite Data

Oracle STRONGLY RECOMMENDS that you never use SQL*Plus, Oracle Data
Browser, database triggers, or any other tool to modify Oracle E-Business Suite data
unless otherwise instructed.

Oracle provides powerful tools you can use to create, store, change, retrieve, and
maintain information in an Oracle database. But if you use Oracle tools such as
SQL*Plus to modify Oracle E-Business Suite data, you risk destroying the integrity of
your data and you lose the ability to audit changes to your data.

Because Oracle E-Business Suite tables are interrelated, any change you make using an
Oracle E-Business Suite form can update many tables at once. But when you modify
Oracle E-Business Suite data using anything other than Oracle E-Business Suite, you
may change a row in one table without making corresponding changes in related tables.



If your tables get out of synchronization with each other, you risk retrieving erroneous
information and you risk unpredictable results throughout Oracle E-Business Suite.

When you use Oracle E-Business Suite to modify your data, Oracle E-Business Suite
automatically checks that your changes are valid. Oracle E-Business Suite also keeps
track of who changes information. If you enter information into database tables using
database tools, you may store invalid information. You also lose the ability to track who
has changed your information because SQL*Plus and other database tools do not keep a
record of changes.
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About Governance, Risk, and Compliance
Intelligence

What is Governance, Risk, and Compliance?

Worldwide, legislators, regulators and investors are placing increasing mandates on
businesses to improve transparency and controls over financial and compliance
reporting. Laws such as the U.S. Sarbanes Oxley Act, Canadian Bill 198, OMB Circular
123A, and Japanese SOX (J-SOX), are forcing organizations to adopt rigorous
approaches to documenting and testing internal processes and controls. Oracle's
Governance, Risk and Compliance Intelligence solution is designed to enhance your
visibility into the organization's compliance readiness and responsiveness by providing
certification, controls, issues, risks, and testing diagnostics and out-of-the-box
management reports.

Governance, Risk, and Compliance Intelligence Explained

Oracle Governance, Risk and Compliance Intelligence (GRCI or GRC Intelligence),
Release 3.0, is an intelligence reporting application that extracts data from Oracle
Enterprise Governance, Risk and Compliance Manager (EGRCM or Enterprise GRC
Manager), Release 8.0, and Oracle Application Access Control Governor (AACG),
Release 8.5.

Note: AACG, Release 8.5 is one of the products within Oracle's
Governance, Risk and Compliance Controls Suite (GRCC).

By using Oracle Governance, Risk and Compliance Intelligence, you can drill from
high-level to detailed information to effectively plan, model, report, and analyze
governance, risk and compliance (GRC) activities. You can identify potential issues
early and take informed and timely corrective actions.

About Governance, Risk, and Compliance Intelligence 1-1



GRCI 3.0 Solution Overview

GRCI 3.0 delivers the following major features:
¢ Dashboards There are two Dashboards out of the box.

e Financial Governance

® Audit Scoping

* Reports For further information, please refer to the chapter on Reports.

* Presentation Catalog Oracle Business Intelligence Answers provides solutions to
business questions. It presents data visually in charts, pivot tables, and reports to
enable you to explore and interact with information.

Users can save, organize, and share results. Requests created with Oracle Business
Intelligence Answers can be saved in the Oracle BI Presentation Catalog and
integrated into any Oracle Business Intelligence home page or Interactive
Dashboard. Results can be enhanced through charting, result layout, calculation,
and drill-down features.

What are the User Roles for the Business Processes?
The GRCI dashboards in 3.0 are primarily targeted for the following two roles:

¢ Financial Compliance Officer
* Audit Manager

They may also be used by:

e Internal Auditors
¢ Compliance Managers
e IT Auditors

® Corporate Officers

About Languages

Oracle Governance, Risk and Compliance Intelligence, Release 3.0, is available in
English only for Oracle Enterprise Governance, Risk and Compliance Manager, Release
8.0, and Oracle Application Access Controls Governor, Release 8.5.

1-2 Oracle Governance, Risk and Compliance Intelligence User's Guide



Related Oracle Publications

You can choose from many sources of information, including User Guides related to
this product, as well as training, and support services, to increase your knowledge and
understanding of Oracle Governance, Risk and Compliance Intelligence.

You can access other application information, for example about Oracle Business
Intelligence Enterprise Edition and Oracle Fusion Middleware documentation updates,
on Oracle Technology Network at: http://www.oracle.com/technology

Oracle EGRCM Publications

Title Part Number

Oracle Enterprise Governance, Risk and E15287-01
Compliance Manager User's Guide, Release 1

Oracle Enterprise Governance, Risk and E15288-01
Compliance Implementation Guide, Release
8.0

Oracle AACG Publications

Title Part Number

Oracle Application Access Controls Governor  Not Applicable
User's Guide, Release 8.5

Oracle Application Access Controls Governor  Not Applicable
Implementation Guide, Release 8.5
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Dashboards

About Dashboards

Oracle GRC Intelligence provides dashboards that present a summarized view of key
information such as risks, controls, assessments, and issues. The dashboards highlight
potential trouble areas such as ineffective controls, processes that are certified with
issues, and unmitigated risks.

Dashboards and the reports contained on them are fully customizable. To customize a
dashboard, select Edit Dashboard from the Page Options menu. Once on the Edit
Dashboard page, refer to the online help for detailed information on editing the
dashboard

Many dashboards also have page-level prompts that you can use to view all reports on
the dashboard by Period, Organization, and SOD Policy.

Dashboard Options
On every report on all dashboards, you have the following options:
* Modify: Select to customize the current report. After you select the Modify link,
refer to the online help for details on modifying the report.

* Refresh: Select to update the report with the most current data.

e Download: Select to download the current report to Excel, PowerPoint, Excel 2000,
Data, or to a Web Page (MHTML)

e Add to Briefing Book: If your organization licensed Oracle BI Briefing Books, select
this link to store a static snapshot of dashboard pages or individual requests in one
or more briefing books. You can then download and share briefing books for
viewing offline.

Dashboards 2-1
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Enterprise Governance, Risk and
Compliance Dashboards

This chapter covers the following topics:
¢ Financial Governance Dashboard

® Audit Scoping Dashboard

Financial Governance Dashboard

The Financial Governance Dashboard consists of three tabs:

e (Certifications
e [ssues

* Analysis

ORACLE' Interactive Dashboards My Dashboard  Audit Scoping  Financial Governance  SOD Poficy  SOD Poicy - Auditor

50D Policy - Owner 50D Policy Conflicts

Finandial Governance Welcome, Administratort  Dashboards - Answers - Wore Products ~ - Seftings ~ - Log Out

Page Options ~

Certifications | Issues | Analysis

>

Year Quarter

Certifications Tab

The Financial Governance Dashboard Certifications Tab consists of the following
reports by default, but you can customize the page to add custom reports if desired.
You can also choose to limit the reports by Organization, Financial Compliance

Accounts, Major Process, Standards & Framework, Laws & Regulation, and Period
using the dashboard prompts:

¢ Compliance Status:

Enterprise Governance, Risk and Compliance Dashboards 3-1



This report displays the status of certifications for the current cycle by various
dimensions, including by Organization, Major Process, Standard & Regulation,
Framework, and Period.

A
. ?
Compliance Status
Select Perspective | Organization Level 1 Name b
Compliance Status
8
E 3
=2 Count
= Cartifiad
o
=
=
= 4
E B Mo of lasues
(&1
1=
z
Q
2
o
Onganization
Organization Leval 1 Mame
Organization Level 1 Count No of Quarter Ago Certified Assessment
Hame Certified lzzues Count
o 0 0 6
Organization
6 6 0

Overdue Assessments:

This region displays current Assessments that are overdue.
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Overdue Assessments ?
Select Perspective | Organization Level 1 Name lv;
2
£
g
S
5
g
]
[}
1taf
Cabegory
Organization Financial Governance |Assessment Days Assessment
Level 1 Hame Assessment Hame Process Hame Result Due Date Overdue | Count
N~ BH_Component_01 Adhoc
Organization 20001112 16:29:16.0 BH_Component_01 11M3/2008 5 1
Aszessment Results Completion Date Sid is null
and Assessment Results Object Type Code iz equal to GRC_FIN_PROCESS
Modi

Control Assessment Results:
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-
&\ Control Assessments Results

£
]
b
i

Grganization

Select Perspective | Organization Level 1 Hame v
B Open Issues by Severity
-
%
F Financia
i Govemance
£ Coniol Pass
¥ Count

Organizstion Level 1 Name

T e R Total Financial Governance Control Tested | Financial Governance Control Pass | Financial Governance Control Fail | % Pass % Fail
- Hame Count Count Count
BH_Contro_NIS01 Adhoc 2008-12-09
Hehen 1 o o 0.00 0.00
BH_Contro_NIS01 Adhoc 2008-12-09
0331210 ! ’ ’ 000 o
BH_Contro_NIS01 Adhoc 2008-12-08
I 1 0 0 0.00 0.00
BH_Control_IS_01 Adhoc 2009-12-08
HEree 1 0 0 0.00 0.00
BH_Control_IS_01 Adhoc 2009-12-09
e 1 o o 0.00 0.00
o BH_Control_IS_01 Adhoc 2009-12-09
_Control_I5_ oc X
e 1 o o 0.00 0.00
SM_CONTROL1 Adhoe 2008-12-09
T 1 o o 0.00 0.00
SM_CONTROL1 Adhoc 2008-12-09
e 1 o 1 0.00 100.00
SM_CONTROL2 Adhoc 2008-12-09
e 1 ] ] 0.00 0.00
SM_CONTROL2 Adhoc 2008-12-09 " . . o o

16:18:45.0

@ [ %) Records 1-10

Assessment Results Object Type Code is equal to GRC_FIN_CONTROL

This displays the results of control assessments.

e Top Assessments by Control Cost:

This region displays the top assessments by control costs.
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Issues Tab

Top Assessments by Control Costs

Select Perspective | Organization Level 1 Name ~
g Assessments by Control Costs
§  som
H
]
4000
Financisl
2000
u fverage
Finandal
£ 20w Gommarce
H
£ 1w
H
)
§ o -
g Crganzation
Onganizaion Lave 1 Nama
Financial Financial Financial Risk | Financial Risk | Financial Financial ‘Average Financial
Organization Governance Risk | Risk CurrentInherent | Currentin Use Residual | Current Target Residual | Risk Current Overall Governance Governance Control
Name |Levelilame  |Name Risk Level Risk Level Risk Level Control Count Cost
SM_COMP2 Adhoc
2009-12-09 16:00:23.0 Organization SM_RISK_2 16.00 -1.00 Medium 1 4000.00
SM_COMP2 Adhoc
2009-12-00 16:00:48.0 Organization SM_RISK_2 16.00 -1.00 Medium 1 4000.00
SM_COMP2 Adhoc
2009-12-00 16:01:14.0 Organization SM_RISK_2 16.00 -1.00 Medium 1 4000.00
SH_COMP2 Adhoc
2009.12-09 16:01:39.0 Organization SM_RISK_2 16.00 -1.00 Medium 1 4000.00
SH_COMP1 Adhoc .
005.12.00 160713, | Oresnization SH_RISK_2 16.00 -1.00| Medium 1 4000.00
SH_COMP1 Adhoc .
3005.12.00 1607420 | Orosnization SH_RISK_2 16.00 -1.00| Medium 1 4000.00
SM_COMP1 Adhoc
2009-12-09 16:08:04.0 Organization SM_RISK_2 16.00 -1.00 Medium 1 4000.00
SM_COMP1 Adhoc
20081209 16:08:24.0 Organization SM_RISK_2 16.00 -1.00 Medium 1 4000.00
SM_CONTROLZ Adhoc ) ‘AdHoc_Risk_01 48.00 -1.00 Medium 1 4000.00
= Organization
2009-12-09 16:18:28.0 SM_RISK 2 16.00 -1.00 Medium 1 4000.00

The Financial Governance Dashboard Issues Tab consists of the following reports by

@™ [ [®*) Records1-10

AVG{ IFNULL(Financial Govemanes Control Cost, 0)) is in top 10

and Financial Governance Risk Name is not equal to / is not in Not Available

default, but you can customize the page to add custom reports if desired. You can also

choose to limit the reports by Organization, Financial Compliance Accounts, Major

Process, Standards & Framework, Laws & Regulation, and Period using the dashboard

prompts:

e Open Issues by Severity:

This region displays the open issues by severity.

Enterprise Governance, Risk and Compliance Dashboards
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Issue As of Date

2008-12-16 | B

?
ﬁ Open Issues by Severity )

sﬂm| Organization Level 1 Name hd

40

Count of lssues

i““uuww

Minor Gap, Organization

Count of lssuas, Count of Opan lssuas
o &

Dafr:,lanc.y Urganlzallnn
Deficlency, Organization Diocumentation
Ondy, Organization

Financial Governance lssue Severity Meaning. Organization Level 1 Name

Financial Governance lssue Organization Level | Count of Count of Open | lIssue Related

Severity Meaning ~ 1 Hame lssues™ Issues Component Count
Significant Deficiency Organization 12 12 9
Deficiency Organization 19 19 14
Minor Gap Organization 13 ] 12
Documentation Only Organization T 4 [

Financial Governance lesue Date is less than or egual to 2009-12-16
and Perspective tems - Prompt Filter View

Modify - Refresh

Assessment Issues by Likelihood of Recurrence:

This report displays the Issues identified during Assessment by Likelihood of
Recurrence.
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2005-12-08 16207-13.0
IARER [k [ke) mecords1-10
Assessment I Is nol egual fa /! s nol In -1.00

and Tims - Prompt Fitter
and Perspective iems - Prompt Fitber
oty - Refresn

View
View

Impact of Issues:

ﬂ Assessment |ssues by Likelihood of Recurrence ?
Selact | CvgEnization Level 1 Name w
B}
-
£
i,
il
= Count of lssues
=
1
4
i B Couml of Opan lssies
E
&
E‘ 15
P S - [—
Hgh Madum Low
Fnancal Govermance lssue Lineihond Seaning
setsct | OTgEIZE Ll 1 Name w
Financisl Financial Governancs Count of
Organlzation Governancs Risk Issue Likslihood Countof | Opsn
Lewel 1 Nams AsssEEment Nams Hams Meaning = IBEUSE ™ | IEEUSE
RH_Process ADIC
T E 201209 EMITD | i L L
R¥_Process ADIC
2005-12-09 16705040 il L L
argan FRK_RIsk11210 Adnoc Mg
-0 zrsEsan |- 1210 L g
RE_Risk11210 Adnoc
Crrgantzation 12103 o RE_Rlsk11210 Low 1 1
BH_Contnal 15 01 BH_RkK I5 01 2 z
Cirgantzation Adnoc 2009-12-09
O3-2308.0 Adtoc_Risk 01 2 2
SM_COMP2 Adnoz
20051208 15 013R0 | Sh- o] ! !
SM_CONTROL1 Adhoc
B2 1AL | ] L L
Crganization
SM_CONTROU AN | L oo - .
2005-12-08 16:16206.0 - =
EM_COMET Ao RIS 2 1 1

This report displays the Issues identified and the related Impact.
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Organization
Lewvel 1 Hame

Organization
Organization

Organization

Organization

~ % Impact of Issues

Select | Organization Level 1 Name hd
50
40
_ @
5
3
a
=1
g xn
10
o - . - . - R
0.75-1 0.25-0.5 0-0.25 -
Impuact Cost Category
Financial
Financial Governance
Financial Governance lssue Governance Issue Impact
Name Process Name Cost
RK_Process AuditTest lzsuel RK_Process 1000.00
RK_Process Certify_lz=uel RK_Process 500.00
RE_Rigk11210_Certifylzzue Mot Available 30.00
New lzsue comp_mama_report
BH_Component_IS_01
1501
Mot Available
BH_Component_|S_01
1502
Mot Available
BH_Component_IS_01
1503
Mot Available

AEEN [ [»*) Records1-10

Impact

Impact Cost Cost
Percentile Category

1.000.75-1
0.50 025-05
0.00 0-0.25

Financial Governance lzzue State Code is not equal to / iz not in CLOSE, HEW

and Time - Prompt Filter
and Perspective tems - Prompt Filter

Modify - Refresh

¢ Issues by Certifications in Progress:

View
View

This region displays the issues identified for the certifications that are in progress

and not yet complete.
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4% @ lssues by Cetifications in Progress

Selec:‘ll Organization Level 1 Name hd

Count of |saues
B Count of Open kaues

Organization

Z5

Count of lssues, Count of Opan lssues

t

Organization Leval 1 Name

Organization Level 1 Hame | Certification Count| Count of lssues | Count of Open Issuesl
COrganization 11 11 9

Aszeszsment Results Sid is not equal to / iz notin 1
and Assezsment Results Activity Code is equal to CERTIFY
and Aszezsment Result Completion Date i null
and Perspective ltems - Prompt Filter View

Modify - Refresh

Analysis Tab

The Financial Governance Dashboard Analysis Tab consists of the following reports by
default, but you can customize the page to add custom reports if desired. You can also
choose to limit the reports by Organization, Financial Compliance Accounts, Major
Process, Standards & Framework, Laws & Regulation, and Period using the dashboard
prompts:

e  Control Count Trend:

This region displays the trend of Count of Controls over time.
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e ull ?
éu Control Count Trend
Select Perspective | Organization Level 1 Name b
25
1 ]
20
E
é 15
E
5
[&]
m
& 10
=
£
=
Q
5
o
008 2010
Year
Organization Level 1 Year Cumulative Control % over Prior
Hame - Quarter ~ Count Period
COrganization Third Quarter 4 100.00%
L 2008 Fourth
COrganization Quarter 24 20.00%
COrganization 2010|Firzt Quarter 24 0.00%

¢ Controls by Risk Class:

This report displays the Controls by Risk Class, and by Organization, Major
Process, Standards & Framework, Laws & Regulation, and Period.

3-10 Oracle Governance, Risk and Compliance Intelligence User's Guide



o
. ?
Controls by Risk Class
Select Perspective | Organization Hierarchy Name i
20
16
£
g
S
2
E 12
8
5
E
§ 8
k|
2
2
Ll |
o l -
Flnanckal Governance Risk Mot Avallable
Financial Govemnance Risk Class Name
Organization Financial Governance Risk Financial Governance Quarter Ago Financial % Owver Prior
Hierarchy Name Clasz Hame Control Count Governance Control Count Period
o Financial Governance Risk 19 3 533.33
Organization
Mot Available 3 1 200.00

* Risk Level Reduction by Control:

This report displays the Risk Level Reduction by Organization, Major Process,
Standards & Framework, Laws & Regulation, and Period.
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£ RiskLevel Reduction by Control ?
Ssisct parepactiys | SIS 370 FIaMENOM Name ~
"
8
E o
&
A
&
o
RSk
Framswork Nams Control Cisss Nams. Risk Cisss Hams Risk Nams Currsnt inherant Risk Level In Uss Restusl Risk Laval Target Reskdusl Risk Levsl
Adrios_Risk_ 01 00 100
~ o BH_Fisk_I5_01
:aceo TR GOl el Goemance Corirol | Flancial GoRmenos RsE | R iseria Prise a0 1w
Spie I mematonal
CommodRy Mkt = =T
Adtios sk 01 400 100
CmpIEC WRLE | ot Gosmmance Coriral | Financlal Govemanos Rk B <
na Reguamon
a0 100
Elchenss = FINENOE| GORMENGE COMDl | FINGNGIal GORMEn0s FIEK
efickncy
w0 100

e Treatment Cost Benefit:

This report displays the Treatment Cost Benefit by Organization, Major Process,

R

[ [23 Reoorss 1-10

Standards & Framework, Laws & Regulation, and Period.
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7
Treatment Cost Benefit )
Select Perspective | Organization Level 1 Name v
10
8
3 e
B
£
g
E 4
|
2
2
o
Organization
Drganization Level 1 Name
Select Metric Select metric
4 | Financial Governance Rizk Current Inherent Impact A | 2 | Financial Governance Rigk Current In Use Qualitative Residual Impact A |
Total
‘Organization Financial Governance Financial Governance Risk | Financial Governance Risk Current | Treatment
Level 1 Hame Rizk Class Name Current Inherent Impact In Use Qualitative Residual Impact | Cost
High High
Low Low
Mediurm
Medium Medium Low
Organization Financial Governance Risk = =
. . Medium High
Medium High
Medium
Medium Low Medium High

(EE II)@ Records 1-10

Financial Governance Risk Clazs Name is not equal to / iz not in Not Available

Audit Scoping Dashboard
The Audit Scoping Dashboard consists of two tabs:

® Scope Coverage

* Scope Analysis
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ORACLE" Interactive Dashboards Ny Dashboard  Audit Scoping ~ Financial Governance ~ SOD Policy  SOD Policy - Auditor  SOD Policy - Owmer 80D Policy Confiicts

Audit Scoping Welcome, Administratort  Dashboards - Answers - Wore Products v - Seftings v - Log Out
Scope Coverage | Scope Analysis Page Options ~
S

Organization Financial Governance Accounts Name trol Flag
LGo] (Go]

Financial Governance Control Audit Testing Flag
v Go

Scope Coverage Tab

The Audit Scoping Dashboard Scope Coverage Tab consists of the following reports by
default, but you can customize the page to add custom reports if desired. You can also
choose to limit the reports by Organization, Financial Compliance Accounts, Major
Process, Standards & Framework, Laws & Regulation, and Period using the dashboard
prompts:

¢ Top Processes by Account Statistics:

This report displays the top Processes by Account Statistics, and allows users to
update the In Scope flag.

Count of Process Open Issues >
Count of Control Open Issues >

[ce]

4 ?
& Top Processes by Account Statistics ‘

Organization Level 1 Name v

E
8
-
&
g
2w
3
H
£ s
o
Organtzation
Grganization Level 1 Name
Organization Level | Financial Governance Financial Governance Process | Financial Governance Financial Governance | Financial Governance Control | Financial Governance Control
1 Hame Process Hame Open Issue Count ™ Accounts Level 1 Name Control Name Open Issue Count~ Treatment Stratification Meaning
6 SM_CONTROL1 2 Monitoring
SH_COMPZ Finaneial Compliance Accounts
6 SM_CONTROL2 2 Compensating
Organization
& SM_CONTROL1 2 Monitoring
SW_COMP1 Financial Compliance Accounts
6 SM_CONTROL2 2 Compensating
Organization RK_Process 4|Financial Compliance Accounts | RK_Control 0 Key
Organization BH_Component IS_01 1 Financial Compliance Accounts | BH_Control_IS_01 4 Compensating
Organization CPNIS_001 1|Financial Compliance Accounts | BH_Contro_NIS01 3 Mtigating
Organization Not Available 0|Financial Compliance Accounts | BH_Contral_IS_01 4 Compensating
Organization BH_Component_NIS_01 0|Financial Compliance Accounts | BH_Contro_NIS01 3 Monitoring
Organization Not Available 0|Financial Compliance Accounts | SM_CONTROLZ 2 Redundant

Financial Governance lssus Open Count is in top 10
and | " Fact-lssues”"GRID_COMPONENTS_WL_1 Open lssue Count' » ‘@{Process_lssue_Cnt}'
or " Fact - lssues""GRLD_CONTROLS_VL_1 Open lssue Count" > ‘@{Control_lssue_Cnt}'

e Top Processes by Organization:

This report displays the top Processes by Count of Open Issues, and allows users to
update the In Scope flag.
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Top Processes by Organization

select Perspective | Organization Level 1 Name b

Open Issues by Process

&
E
=
i
]
£ &
[=
o
o
a
[
: .
o
3
5
E
§ 2
.
c
T8
o
SM_COMP1 cmProcess| Waot Avallable
SM_COoMPe2 BH Cosnpanent 15 01 BH Cosnpanent WIS 01

Financial Governance Process MName

Fi ial
Governance
Financial Control
Governance Financial Treatment
Organization Financial Governance | Process Open | Governance Stratification
Level 1 Name | Process Name Izsue Count™ | Control Hame Meaning

6|SM_CONTROLZ Compenzating
6| SM_CONTROL1 Monitoring
6| SNM_CONTROLA1 Monitoring
6|SNM_CONTROLZ2 Compenzating

SM_COMP1

Organization SHM_COMP2

SM_COMP1 6 Not Available
SM_COMP2 6 Not Available
Organization cmProces=1 2| cmControl Key
COrganization BH_Component_IS_01 1|BH_Control_IS_01 |Compensating
o Not Available 0|BH_Control_I1S_01 |Compensating
Organization
BH_Component_MNIS_01 0|BH_Contro_MIS01  Monitoring

Financial Governance k=sue Open Count iz in top 10

e Top Processes by Risk Level & Significance:

This report displays the top Processes by Risk Level & Significance, and allows
users to update the In Scope flag.
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Top Processes by Risks Level & Significance

Select Perspective | Organization Level 1 Name v
Top Risks by Process
g2
et Not Avallable
g ety
] s sz
3 = mRigk1
] )
i s Rk 15 01
g T e
H B Adhoo Rl ot
)
3
S
4 o 1 2 3
Finsncil Govermance Risk Curent In Use Reskal Risk Leve
Financial Governance | Financial Financial Risk | Financial Financial Financial Financial
Organization | Financial Governance | Process Openlssue | Governance Risk | Current In Use Residual | Risk Context Model | Risk Current Overall | Risk Current Overall | Risk Open Issue
Level1Name | Process Name Count~ Hame Risk Level Hame Risk Rating Count ™
&[Nt Avaiable E Not Avaible Not Avalable 5
. Finencial Governance |
T 8|su_RisK_1 Medium High 0
Fnancial Governance
6|sH_RisK_2 Tnonce High 3
Organization
6|Not Avaiable E ot Avaiable Not Avaiable 5
Financial Governance
enET &|sH_RisK_1 Megium Thence High 0
| — FinancilGovernance | w
Cont
Organization cmProcess1 2| cmRisk1 E‘;‘:t"“‘ COETEE b 63
Organization BH_Component_IS_01 1| BH_Risk_IS_01 Medium Low Fnancial Governance  pgn a7
Financial Governance
Organization BH_Component_NS_01 0|BH_Risk_NIS_01 Thence High “
Fnancial Governance
Organization Not Avaiable 0| AdHoe_Risk 01 Medium P High s
Financial Governance lssue Open Count is in top 10
o g . .
.
e Certifications in Scope:
&\ ceninications in Scope
Seleot Perspective | Oroanization Level 1 Name | select Metric | Financial Governance lssue Open Count |
Certifications In Scope
P
e
i w
8
-
3
1
& 10
°
orgenzston
Organizaton Leve 1 Namme
Financial Related | Financial
Financial Governance Risk | Financial Financial Financial Governance Financial Relasted | Related | Control
Organization | Governance | ContextModel | Governance | Governance | Control Treatment Process | Risklssue|lssue | Issue Open
Level 1 Name | Process Name | Code Riskllame | Conirol Name Meaning| Hame initiate Date | Issue Count | Issue Count| Count | Count | Count
€I5_001 Adhoc
cpis_0o1 1 Ris_001 ci5_001 Monioring 2008-12-17 e 1 0 0 1
21:47:28.0 N
Organization T
x oc
cpis_002 1/Ris_002 c5_002 Compensating 2008-12-17 loizo0e 1 0 0 1
gl 9:57:33 Pl

max("- Assessme

Scope Analysis Tab

ssessment Initate Date” by " GRID_CONTROLS_VL_1
and "- GR_D_CONTROLS_VL_1""GR_D_CONTROLS_VL_1 Assessment Flag" NOT IN
and " GRLD_CONTROLS_VL_1""GRLD_CONTROLS VL _1 Audt Testing Fiag” NOT IN (-, N

GRID_

CONTROLS_VL_1 Name'

)
i

" Assessment” "Assessment Inilate Date”

The Audit Scoping Dashboard Scope Analysis Tab consists of the following reports by
default, but you can customize the page to add custom reports if desired. You can also
choose to limit the reports by Organization, Financial Compliance Accounts, Major

Process, Standards & Framework, Laws & Regulation, and Period using the dashboard
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prompts:
¢ Controls not in Scope by Issues:

This report displays the top Controls not in Scope by Count of Issues encountered
during the Last Assessment Period.

#
- ?
Controls not in Scope by Issues
Select Perspecti Organization Level 1 Name b
5
4
E
=
S
g
B 3
a
8
c
£
E 2
|
5
=
5
a
Organization
COrganization Level 1 Mame
Fi ial
Financial Governance In Count
Governance Financial Control In Scope - Scope Last Last Count OF
Control Governance Treatment Control Management - For Assessment Assessment OF Open
Class Name Control Name  Strafification Cost Assessment Audit Name Date Issues Issues
MSL
MITIGATING $400.00 N N - ment o 0
BH_Contro_MNIS01 =
Financial MONITORING | $400.00 N N - ment ] 0
Governance =
Control
cmControl KEY F200.00 N N . —h o 0
SM_CONTROL1 |MONMORING | §3,000.00 N N SEL 0 0
- R Assessment
Azzessment I equal to any MAX({Assessment Id) in Last Assessment for Control
and Financial Governance Control Azzezzment Flag iz equalto N
and Financial Governance Control Audit Testing Flag is equalto N

e Controls not in Scope by Risk Level & Significance:

This report displays the top Controls not in scope by Risk Level & Significance.
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6\5 Controls not in Scope by Risk Level & Significance

Count | In
Scope | In Scope -

- For

»

Select Perspective | Organization Level 1 Name w
75
1]
]
§
=
3 a
8
2
g
]
3 0
¥
&
=
T
o
[1} 1 2 3 4 5
Financial Governance Risk Significance
Financial
Financial Financial Governance | Financial Last Count | Of
Governance Governance | Risk Governance | Last Assessment| OF Open
Control HName | Risk Name Significance | Risk Level | Assessment Date lssues | lssues
) ) MSL 12162008
BH_Risk_NIS_01) High Azsessment | 70453 PM C
BH_Contro_NIS01 = et
RIS Hi Azsessment | 70453 PM C
) ) MSL 12162005
cmControl cmRisk1 High Assessment | 7:04:53 PM 0
) MSL 12M6/2005
SHM_CONTROL1 | SM_RISK_1 High Pt | 0

0N

0N

0N

0N

Aszsezsment Id equal to any MAX{Assessment Id) in Last Assessment for Control
and Financial Governance Control Azzezzment Flag iz equalto N

and Financial Governance Control Audit Testing Flag is equal to N

¢ Risks not in Scope by Issues:

?
Management
Audit | Assessment
N
N
N
N

This report displays the top Risks not in Scope by Count of Issues encountered

during the Last Assessment Period.
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@ Risks not in Scope, by Issues )
Select Perspective | Organization Level 1 Name d

z
g
&
=
2
o
= Count Of
2 Ralated
5 Controls
a
£
g B CountOf
o Opan lssues
g
k|
]
-4
&
5
a
o
[
BH_Risk NIS_01
Financial Governance Risk Name
Financial Financial Financial Financial
Financial CountOf | Last Last Count | Count Of
Governance Risk Context Risk Risk Inherent Risk Residual Related A A of Open
Risk Name Model Name Significance Risk Level Risk Level Controls Hame Date Issues |lssues
Financial BH_Rigk_NIS_01 212
BH_Rigk_NIS_01 | Governance Medium 1| Adhoc 2008-12-09 ;'SD'SEEE\)M 1 1
Context 07:30:57.0 o

Azsessment Id equal to any MAX{Assessment Id) in Last Assessment for Risk
and Financial Governance Control Assessment Flag is equal to N
and Financial Governance Control Audit Testing Flag is equalto N

¢ Components not in Scope by Issues:

This report displays the top Components not in Scope by Count of Issues
encountered during the Last Assessment Period.
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ﬂ Components not in Scope by Issues )
Select Perspective | Oroanization Level 1 Name ljJ
2
i
L B
=
5
a
o -
CPMIS_ D01
Financial Govermnance Process Mame
Financial In
Governance | In Scope-For Scope- | Last Last Count | Count
Process Management |For Azzeszsment | Assessment | OFf Open
Hame Aszszeszment | Audit Hame Date: lzsues | lssues
CPNIS_ 001 23009
CPMIS_001 N N Adhoc 2009-12- 1_25;_{}5"“” 1 1
18 01:23:05.0 o
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4

Enterprise GRC Manager Reporting

This chapter covers the following topics:
¢ Introduction

¢ Assessments Report Folder

* Audit Scoping Reports Folder
e Compliance Reports Folder

¢ Components Report Folder

¢ Controls Report Folder

® Issues Reports Folder

® Perspectives Report Folder

* Risk Report Folder

¢ Ad hoc Report Folder

Introduction

From each of several EGRCI folders, you can run reports that document your use of
Governance, Risk, and Compliance Intelligence.

Assessments Report Folder

Several reports provide information about assessments generated by policies.

Assessments Reports Description

Assessment Activity Detail This report displays all the details related to a
set of activities included in an Assessment.
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Assessment Cycle Time

Assessment Detail

Control Assessments Results

Control Test Results

Overdue Assessments

Process Count by Assessment

This report displays the cycle time from start
to end for each Assessment.

This report displays all the details related to a
set of assessments.

This region displays the status of assessments
of Controls in scope for the current cycle.

This report displays the test results for
controls.

This region displays current Assessments that
are overdue.

This report displays process counts related to
a set of assessments.

Audit Scoping Reports Folder

Several reports provide information about audit scoping.

Audit Scoping Reports

Certifications in Scope

Components not in Scope by Issues

Controls not in Scope by Issues

Controls not in Scope by Risk Level &
Significance

Last Assessment for Component

Description

This report displays the Certifications in
scope.

This report displays the top Components not
in scope by Count of Issues encountered
during the Last Assessment Period.

This report displays the top Controls not in
scope by Count of Issues encountered during
the Last Assessment Period.

This report displays the top Controls not in
scope by Risk Significance & Level.

This is used for filtering the data in
'Components not in Scope Report'.
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Last Assessment for Control This report gets the maximum assessment
date for controls.

Last Assessment for Risk This is a drill report for the report for
obtaining the latest assessment for risk.

Risks not in Scope by Issues This report displays the top Risks not in scope
by Count of Issues encountered during the
Last Assessment Period

Top Processes by Account Statistics This report displays the top Processes by
Account Statistics, and allows the user to use
the report as a basis for scoping audits.

Top Processes by Organization This report displays the top Processes by
Count of Open Issues, and allows the user to
use the report as a basis for scoping audits.

Top Processes by Risk Level & Significance This report displays the top Processes by Risk
Level & Significance, and allows the user to
use the report as a basis for scoping audits.

Compliance Reports Folder

This report provides information about the status of compliance.

Compliance Reports Description

Compliance Status This report displays the status of certifications
for the current cycle by various dimensions,
including: By Organization, Major Process,
Standard & Regulation, Framework, & Period.

Components Report Folder

This report provides information about the details related to components.

Component Reports Description
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Component Detail

This report displays all the details related to a
set of components.

Controls Report Folder

Several reports provide detailed information about controls.

Controls Reports

Control Analysis by Account

Control Analysis by Organization

Control Assertion Detail

Control Count Trend

Control Detail

Controls by Risk Class

Issue Count by Control

Risk Level Reduction by Control

Description

This report displays the analysis of controls by
Account.

This report displays the controls with various
attributes, for each organization.

This report displays all the details related to a
set of controls.

This region displays the trend of Count of
Controls over time.

This report displays all the details related to a
set of controls.

This report displays the Controls by Risk
Class, and by Organization, Major Process,
Standard & Regulation, Framework, and
Period.

This report displays the issue counts related to
a set of controls.

This report displays the Risk Level Reduction
By Organization, Major Process, Standard &
Regulation, Framework, and Period.

Issues Reports Folder

Several reports provide detailed information about identified issues.
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Issues Reports

Assessment Issues by Likelihood of

Recurrence

Impact of Issues

Issue Detail

Issue Detail - As of Date

Issue Remediation Cycle Time

Issues by Certifications in Progress

Open Issues by Severity

Risks by Open Issues

Description

This report displays the Issues identified
during Assessment by Likelihood of
Recurrence.

This report displays the Issues identified and
related Impact.

This report displays all the details related to a
set of issues.

This report displays all the details related to a
set of issues as of certain date.

This report displays the cycle time
information for remediating the issues.

This region displays the issues identified for
the certifications that are in progress and not
complete.

This region displays the open issues by
severity

This report displays the Risks associated with
each open issue.

Perspectives Report Folder

These reports provide further perspectives on risks and balances associated to reports.

Perspectives Reports

Account Assertions by Risk Level &
Significance

Account Balance by Volatility

Description

This report displays the Risks related to each
open issue.

This report displays the Account balances by
volatility.
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Risk Report Folder

These reports provide information on risks related to reports.

Risk Reports Description

Related Controls by Risk This report displays the related controls to a
set of risks.

Risk Detail This report displays all the details related to a
set of risks.

Treatment Cost Benefit This report displays the cost benefits by
Organization, Major Process, Standard &
Regulation, and Framework.

Ad hoc Report Folder

Ad hoc Reporting

As part of managing objects such as risks, controls and business objectives, you can
create Ad hoc reports. Depending on the report you are creating, you can include some
or all of the following user-defined object types.

Configurable Objects
You can configure some objects that are delivered with the product for:

1. User Defined Attributes (UDA) User-defined attributes are used to provide
additional attributes to both user-defined and base objects.

Occasionally you might need to specify additional information for a component to
better suit your requirements and to better illustrate the components within your
organization. To accomplish this, you can create user-defined attributes (UDA) to
provide additional classification or other clarifying information specific to your
business. When creating a user-defined attribute the user has the ability to select
properties, such as Data Type and so forth.

2. User Defined Types (UDT) User-defined object types are used to change the
characteristics of base business objects, behavior and relationships to other objects.
UDTs are additional business components that you can create as necessary to
complete the requirements for any GRC business initiative.

You can add additional attributes to both user-defined and base objects. These
additional attributes automatically display on the object Create, Edit and Manage
pages in the Additional Information region. GRCI 3.0 supports UDTs created in
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EGRCM.

GRCI 3.0 supports UDTs created in EGRCM 8.0. Out of the box, GRCI 3.0 supports
five (5) UDTs: Components, Risks, Control, Issues, and seven (7) UDTs of
Perspectives.

The UDT associations defined in the EGRCM 8.0 application are brought into GRCI
3.0.

Examples of UDT Reports in GRCI

Below are three examples of reports that include user-defined object types and
attributes.

1.

2.

Assessments by Business Objective, Risk Impact

This report displays the risks related to each open issue by Assessments by Business
Objective and Risk Impact.

Dashboards - Answers - More Products ings * - Log Out

Modify | | Create iBot |

Assessments by Business Objective, Risk Impact

Select Perspective | Business Objective Level 1 Name v
Business Financial Financial Financial A A
Objective Governance Risk Governance Risk Governance Risk Activity Resp
Level 1 Name Class Name Hame Impact Model Name Assessment Hame Hame Hame
Financial Governance |Import and Export Adhoc 2009- )
mport and Export | o ltative Model 12-14 02:58:42.0 Cerify i
Raw Material Price Adhoc 2009- ,
12-11 09:19:44.0 . A
o Financial Governance Raw Material Price Adhoc 2008- X
Rawi Waleral Pcs | o ltative Model 12-11 09:20:48.0 Certity na
Raw Material Price Adhoc 2009 -
1211 09:21:35.0 Certity A
Financial ) Rizks to Key People |Financial Governance |Risks to Key People and Aszsets Certity "
Business Governance Risk | and Assets Qualitative Model Adhoc 2009-12-14 03:11:11.0
Objective
SK_Control_Test_VL1 Adhoc " " .
008-17-09 05-45-15.0 Audit Test Pass with exception
Spike in Spike in International Commodity
Intuernatwunﬁl Financial Governance Markets Adhoc 2008-12-11 Audit NA
itati .23
Commodity Markets Qualitative Model 08:53:22 0
Spike in International Commodity
Markets Adhoc 2008-12-11 Certify NA
08:53:54.0
Not Avaiable Not Available Not Available SK_Control Test VL1 Adhoe o it Test Pass with exception

2009-12-09 05:45:15.0
Modify - Refresh - Print - Dewnload - Add to Briefing Book - Copy

powsred by CRACLE

Control Assertions by Period, Business Objectives, Accounts, Risks

This report displays the Control Assertions by Period, Business Objectives,
Accounts, and Risks.
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Create iBot

Control i by Period, i Objectives, A Risks

Business Objective Level 1 Name

v

Business Objective Level 1 Financial Governance Accounts Level 1 Financial Governance Risk
Name Name Name

Import and Export

Business Objective Financial Compliance Accounts

Not Available

Raw Material Price

a

Modify - Refresh - Print - Download - Add to Briefing Book - Copy

Financial Governance Control
Name

Documentary collection for importers

Documentary credit for Importers

Without recourse financing

Cover business overheads.

Financial Governance Control Assertion

Meaning

Completeness

Existence or Occurrence
Presentation and Disclosure
Rights and Obligations
Valuation or Allocation
Completensss

Existence or Occurrence
Presentation and Disclosure
Rights and Obligations
Valuation or Allocation
Completeness

Existence or Occurrence
Fresentation and Disclosure
Rights and Obligations
Valuation or Allocation
Completeness

Existence or Occurrence
Presentation and Disclosure
Rights and Obligations
Valuation or Allocation
Completeness

Existence or Occurrence

and Disclosure

trol_01

[ (%) Records1-25

Rights and Obligations
Valuation or Allocation

3. Risk Level and Significance by Period, Business Objectives, Accounts

powsrsd by ORACLE

This report displays the Risk Level and Significance by Period, Business Objectives,

and Accounts.

Create iBot

Risk Level and Significance by Period, Business Objectives, Accounts

Select Perspective | Busness Objective Level 1 Name v

Risk Heat Map

e

£

]

i [* ]

:

£

B oe

: 0

-3

2 30

L

3

.
i ;
Financial Gavarmancs Risk Currant Overall Significance

Business Objective Financial Governance Accounts Financial Governance Risk Financial Governance Risk Current
Level 1 Name Level 1 Hame Name Inherent Risk Level

Import and Export
Raw Material Price
Risks to Key People and
Assets

Spike in International
Commodity Markets

Business Objective Financial Compliance Accounts.

Modify - Refresh - Print - Download - Add to Briefing Book - Copy.
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Subject Areas for EGRCM

This chapter covers the following topics:

¢ Answers Start Page Overview

* Financial Governance Module Overview

® Subject Area — Financial Governance Module
* EGRC Details Overview

* Subject Area — EGRC Details

Answers Start Page Overview

Answers: Start Page

This page appears after you click the Answers link.

ORACLE" Answers
Catalog

=¥ My Folders

nswers - More Products

This folder s empty. This i the start page for Answers. Retum to this page by elicking the Answers Subject Areas
23 Shared Folders link. (21
&= AGEO
& EGRCI @ EGRC Details
This subject area has detailed information of EGRC.
ST R Browse(Saved REI]IJES'S @ Einancial Governance Module
& My Filters To view requests as stored in the Presentation Catalog, use the Catalog tab. To view Linancial bovernance Module
- requests organized by Dashboards, use the Dashboards tab. Click a request name to This subject area has detailed information of Financial Governance Module
Shared Filters view or modify i & so-oeta
This subject area has the detailed information of SOD.
@ 50D Conflicts
This subject area has the overview information of Conflicts.
Create New Request
To create a new request, select a Subject Area. @ 50D Policy
This subject area has the overview information of SOD Policy.
@ 50D Policy Conditions
N This subject area has the overview information of SOD Policy Conditions.
Manage Briefing Books
To download or edit a Briefing Book, click on its name in the Briefing Books section of @ 50D Policy Review

the Catalog tab. This subject area has User Access information.

Direct Database Request

[§ Create Dircct Reguest
Create a new SOL request that wil be Sent directly to the database. The resubs of the
request, if any, can be displayed and manipulaied within Answers, and subsequently
incorporated into Interactive Dashboards and Delivers.

Copyright © 1987, 2007, Oracle. Al rights reserved. The Programs (which include bath the saffware and documentation) contain propristary information; they are provided under 8 license agreement containing
restrictions on use and disciosure and sre also protectad by copyright, patent, and other intellectus! and industis| propery laws. dissssembly, or of the Programs, except to the
‘extent raquirad o cotain interopersbility with other indapendantly reatad softwars o a5 spacifisd by aw, is prohibited.

powsrad by ORACLE

1. The selection pane contains requests and other objects saved in the Oracle Business
Intelligence Presentation Catalog.
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2. You can select subject areas to begin creating a request or to create a direct request.
3. Links provide access to Oracle Business Intelligence functions.
4. The search text box enables you to find saved requests.

The Oracle BI Presentation Catalog contains personal and shared requests, personal and
shared filters, and briefing books (if your organization licensed this feature).

Briefing books are static snapshots of dashboards or individual Answers requests that
can be stored and viewed offline.

Subject Areas

Oracle Business Intelligence presents data in subject areas, which usually have names
that correspond to the types of information they contain. A subject area is a set of
related information with a common business purpose. It can be thought of as a logical
grouping that encloses tables and columns to prevent users from building requests that
combine unrelated data.

Select a subject area to create a request. The selection pane (on the left side of the screen)
shows content saved in the Oracle BI Presentation Catalog. The workspace (to the right
of the selection pane) initially shows the subject areas that you can work with to build
requests.

To create error free reports and interactive dashboards, you need to understand the
ways to consume the facts and dimensions in the respective subject areas. This chapter
describes most of the possible combinations for using facts and dimensions effectively
to generate reports.

In GRCI 3.0, on the Oracle Answers Start Page, you see two subject areas for EGRCM.
The Subject Areas include:

¢ Financial Governance Module: This subject area has detailed information of the

Financial Governance module.

* EGRC Details: This subject area has detailed information of Enterprise GRC
Manager.

Financial Governance Module Overview

The Financial Governance Module is a collection of user defined component types (for
example, Financial Governance Risk, Financial Governance Controls, Financial
Governance Process) that is configured to depict the underlying information model of
the GRC solution, such as a financial governance model.

The Financial Governance Module:

1. Identifies the set of component types that are necessary to solve a specific GRC
business initiative (for example, process, risk, and control component types that are
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necessary to address a financial compliance initiative.)

2. Defines the process flows required for the application module to enable the specific
GRC Business Initiatives.

3. Can be pre-populated with content specific to the business initiative.
4. The components that are available for use in an application module are dependent

on the component configuration. Components are configured to identify which
options are appropriate for a specific module.

ORACLE' Answers l iteria I Results I s ] T Dashboards - Answers - hore Products * - Seftings = - Log
Financial Governance ) ) -
Mo (=)() s oys

= Columns Columns
) sy LT Click on column names in the selection pane to add them to the request. Once added, drag-and-drop columns ta reorder them. Edit a column's format, formula and filters by clicking the butions
belowits name. (21

Assessment Details  There are no |
| coumnsin |
7 Filters | this request. |
& MyFitters  Geemeeeeee
& EGRCI
Filters
LRl Add filters to the request criteria by holding down the CTRL key and clicking on column names in the selection pane, or by clicking on the filter button below included columns. Add a saved filter by
Reload Server lMetadata clicking on its name in the selection pane. 2

Combine with Similar Request

Subject Area - Financial Governance Module

The Financial Governance module is a delivered module that is used to address
financial reporting mandates.

The Financial Governance Module subject area has the following structure.

¢ Common Dimensions: The common dimensions folder include the following
dimensions:

ORACLE" Answers N critersa | Resuits | prompts | Advanced Dashboards - Answers - More Products.
Financial Governance Module

(2l Untitied Analysis 1]
. @@= ) O&G

Common Dimensions Columns
Time

O — Click on column names in the selection pane to add them to the request Once added, drag-and-drop columns to reorder them. Edita
Financial Governance Rigk column's format, fermula and filters by dlicking the buttons below its name. [2)

Financial Governance Control
Parent Control

Fact - Association Financial Governance Risk Currency Code [41]
Perspective Details

nrol Details (=[] [¥x]

Issue Details

Financial Governance Risk

Assessment Details Display Results | | Remove All
¥ Filters g

=1 My Filters Filters

=1 EGRCH

Add fiters to the request criteria by holding down the CTRL key and clicking on column names in the seleciion pane, or by dlicking on
the fiter button below included columns. Add a saved filter by clicking on its name in the selection pane. (21
Refresh Display

Reload Server Wetadata

Combine with Similar Request

e Time: The time dimension is used with dimensions and facts from all of the
folders.
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ORACLE Answers

Financial Governance Module

B Columns
B common Dimensions
B Time
* Time Key
Create Date
Time Date
Day Name
Day Number
Last Update Date
Last Day In Month Indicator
Manth
Month Humber
Guarter
Quarter Number
“ear Month
Year
Week End Date
Week Start Date
Week Number
Day Number Owverall
Day of Week
Holiday Indicator
Weekday Indicator
Day Abbreviated
Month Humber Owverall
Month Abbreviated
“ear Quarter
Week Number Overall
* Quarter Number Ohverall

¢ Financial Governance Process: The business process dimension must have an
associated Organization perspective. You define the organization for the process
and then, when a risk is related to the process, the organization perspective of that
process becomes the organization perspective for the risk. Likewise, when a control
is related to the risk, the control receives the organization perspective from the risk.
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ORACLE Answers

Financial Governance Module

8 Columns
B common Dimensions
Time
Financial Governance Process

=

Financial Governance Process Id

Financial Governance Process Name

Financial Governance Process Description
Financial Governance Process Azse=zment Flag
Financial Governance Process Audit Testing Flag
Financial Governance Process Clags Code
Financial Governance Process Detailed Description
Financial Governance Process Gre Bpel id
Financial Governance Process Last State Code
Financial Governance Process Last State Dezcription
Financial Governance Process Lazt State Meaning
Financial Governance Procezs Revizion Date
Financial Governance Process State Code
Financial Governance Process State Date
Financial Governance Process State Dezcription
Financial Governance Process State Meaning
Financial Governance Process Object Class Name
Financial Governance Process Object Clazs Description
Financial Governance Process Link

Financial Governance Procezs Name Link

Object Description

Object Mame

Object Type Code

Source System id

Language

Source Language

Effective Start Date

Effective End Date

Effective Sequence

— U=zer Defined Column —

String Men Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans 5

Mumber 1

Mumber 2

Mumber 3

Mumber 4

Mumber 5

Date 1

Date 2

Date 3

Date 4

Date 5

String Tranz 1

String Trans 2

String Trans 3

String Trans 4
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¢ Financial Governance Risk: The risk dimension is defined as the chance of an
event occurring that will have a positive or negative impact on the objectives of the
organization or a division.
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Financial Governance Module

B Columns
H Common Dimensions

Time

Financial Governance Process

E Financial Governance Risk
* Financial Governance Rizk id
* Financial Governance Rizk Name
* Financial Governance Rizk Description
® Financial Governance Rigk Currency Code
* Financial Governance Risk Current Indicator
* Financial Governance Rizk Current Inherent Impact
* Financial Governance Rizsk Current Inherent Likelihood
* Financial Governance Rizk Current Overall Significance
® Financial Governance Rizk Current Inherent Rizk Level
* Financial Governance Risk Current In Use Qualitative Residual Impact
® Financial Governance Rigk Current In Uze Rezidual Rigk Level
* Financial Governance Rizsk Current In Use Qualitative Rezidual Likelihood
* Financial Governance Rizk Current In Uze Quantitative Rezidual Impact Reduction
® Financial Governance Rizk Current In Uze Quantitative Re=zidual Likelihood Reduction
* Financial Governance Rizk Current Overall Rizk Rating
® Financial Governance Rigk Current Related Control Cost
* Financial Governance Rizsk Current Target Qualitative Residual Impact
* Financial Governance Rizk Current Target Rezidual Rizk Level
* Financial Governance Rizk Current Target Treatment Plan Cost
* Financial Governance Rizk Current Target Qualitative Rezidual Likelihood
® Financial Governance Rigk Current Target Quantitative Residual Impact Reduction
* Financial Governance Rizk Current Target Quantitative Residual Likelihood Reduction
" Financial Governance Rizk Total Treatment Cozst
* Financial Governance Rizk Context Model Name
* Financial Governance Rizk Effective Status
® Financial Governance Rigk Impact Model Name
* Financial Governance Risk Last State Code
* Financial Governance Rizk Last Status Code
* Financial Governance Rizk Likelihood Model Name
" Financial Governance Rizk Link To Control Cost
® Financial Governance Rizk Revizion Date
* Financial Governance Rizk Clazs Code
* Financial Governance Rigk Context Model Code
* Financial Governance Rizk State Code
* Financial Governance Rigk State Date
® Financial Governance Rizk Status Code
* Financial Governance Rizk Status Date
® Financial Governance Rigk Comments
* Financial Governance Rizsk Currency Name
* Financial Governance Rizk Context Model De=cription
* Financial Governance Rizk Last State Description
* Financial Governance Rizk Last State Meaning
® Financial Governance Rigk Last Status Description
* Financial Governance Rizk Last Status Meaning
* Financial Governance Rizk Clazs Mame
* Financial Governance Rizk Detailed Description
* Financial Governance Rizk State Description
® Financial Governance Rigk State Meaning
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¢ Financial Governance Control: The control dimension is an existing process,
policy, device, practice or other action that acts to minimize negative risk or
enhance positive opportunities.
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Financial Governance Module

B Columns
H commeon Dimensions

Time

Financial Governance Process

Financial Governance Risk

E Financial Governance Control
* Financial Governance Control id
* Financial Governance Control Mame
* Financial Governance Control Description
* Financial Governance Control Detailed Description
* Financial Governance Control Cost
* Financial Governance Control Co=t Currency
* Financial Governance Control Type
* Financial Governance Control Method
* Financial Governance Control Frequency
* Financial Governance Control Azsezsment Flag
* Financial Governance Control Audit Testing Flag
* Financial Governance Control Gre Bpel Id
* Financial Governance Control Effective Status
* Financial Governance Control Audit
* Financial Governance Control Class Code
* Financial Governance Control Clazs Name
* Financial Governance Control Clazs Description
* Financial Governance Control Last State Code
* Financial Governance Control Last Status Code
* Financial Governance Control Revision Date
* Financial Governance Control Key
* Financial Governance Control State Code
* Financial Governance Control State Date
* Financial Governance Control Status Code
* Financial Governance Control Status Date
* Financial Governance Control Target System
* Financial Governance Control Last State Description
* Financial Governance Control Last State Meaning
* Financial Governance Control Last Status Dezcription
® Financial Governance Control Last Status Meaning
* Financial Governance Control State Description
* Financial Governance Control State Meaning
* Financial Governance Control Status Description
* Financial Governance Control Status Meaning
* Financial Governance Control As=sertion Code
* Financial Governance Control A==ertion Dezcription
* Financial Governance Control Azsertion Meaning
* Financial Governance Control Treatment Level
* Financial Governance Control Treatment Stratification
* Financial Governance Control Treatment Level Meaning
* Financial Governance Control Treatment Level Description
* Financial Governance Control Treatment Stratification Description
* Financial Governance Control Treatment Stratification Meaning
* Financial Governance Control Link
* Financial Governance Control Name Link
* Object De=cription
* Object Name
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e Parent Control: The parent control dimension is at the top of a perspective
hierarchy, and cannot be certified until all of its subordinate controls are certified.
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Financial Governance Module

B Columns
H Commeon Dimensions
Time
Financial Governance Process
Financial Governance Risk
Financial Governance Control
E Parent Control
* Control id
* Control Hame
® Control Description
* Control Detailed Description
* Control Clazs Code
* Control Method
* Control Type
* Control Cost Currency
* Control Cost
* Control Effective Status
* Control A=z=ez=ment Flag
* Control Audit Te=sting Flag
* Control Frequency
* Control Revizion Date
* Control Class Description
* Control Clazs Mame
* Control Object Dezcription
® Control Object Name
* Control Object Type Code
* Control Audit
* Control State Code
* Control State Date
* Control State Description
* Control State Meaning
* Control Status Code
* Control Status Date
* Control Status Description
* Control Status Meaning
* Control Last State Code
* Control Last State Description
® Control Last State Meaning
* Control Last Status Code
* Control Last Status Description
* Control Last Status Meaning
* Control Grc Bpel id
* Control Key
* Control Target Sy=tem
* Language
* Source Language
® Spurce Sy=stem id
* Effective End Date
* Effective Sequence
* Effective Start Date
* — U=er Defined Attributes —
* Date 1
" Date 2
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e Fact - Association
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Financial Governance Module

B Columns
EH common Dimensions

Time
Financial Governance Process
Financial Governance Risk
Financial Governance Control
Parent Control
E Fact - Association

Association Sid

Component Metricg——————
Financial Governance Process Count
MP_TEST_PROC_ASSERTION Count
Procezs Asz=ertion Count
GRCI Component_Invalid Count
GRCI Component Count

Component Ago Metriceg———————
Month Ago Financial Governance Process Count
Month Age MP_TEST_PROC_ASSERTION Count
Month Ago Process Azsertion Count
Month Ago GRCI Component_Invalid Count
Month Ago GRCI Component Count
Quarter Ago Financial Governance Process Count
Quarter Ago MP_TEST_PROC_ASSERTION Count
CQuarter Ago Process Aszzertion Count
Quarter Ago GRCI Component_Invalid Count
Quarter Ago GRCI Component Count
ear Ago Financial Governance Procezs Count
YWear Ago MP_TEST_PROC_ASSERTION Count
Wear Ago Procezs Assertion Count
ear Ago GRCI Component_Invalid Count
ear Ago GRCI Component Count

Rizk Metricg—mM—
Financial Gowvernance Rizk Count
TEST RISK Count
MP ObjectTest Count
GRCI Rizk_Invalid Count
GRCI Test Rigk Count

Rizk Ago Metriceg——
Month Ago Financial Governance Rizk Count
Month Agoe TEST RISK Count
Month Ago MP ObjectTest Count
Month Ago GRCI Rizk_Invalid Count
Month Ago GRCI Test Rizk Count
Quarter Ago Financial Governance Rizk Count
Quarter Ago TEST RISK Count
Quarter Ago MP ObjectTest Count
Quarter Ago GRCI Rizgk_Invalid Count
Quarter Ago GRCI Test Rizk Count
Wear Ago Financial Governance Rizk Count
Year Ago TEST RISK Count
ear Ago MP ObjectTest Count
Year Ago GRCI Rizk_Invalid Count
Year Ago GRCI Tezst Rizk Count
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® Perspective Details: Perspective details provide hierarchical shape, structure and
organization for core business components such as risks, controls and GRC
components. They also support key user activities such as analytics and reporting.
Perspective management provides a centralized interface for users to define
different views into the GRC data.

The perspective hierarchy contains the structure and the relationships between the
perspective items with references to the perspective items themselves. This enables
perspective items to be in multiple hierarchies.

Perspective details consist of the following:

Peere esine ] Prompee T Advances
Financial Governance Module | @ @

= Columns

Common Dimensions Columns
B Perspective Details
Organization Click on column names in the selecion pane to add them to the request. Once added, drag-and-drop columns 1o rearder them. Edita
Financial Gavernance Accounts column's format, formula and fiters by clicking the butions below its name. (2)
Laws and Regulations Financial Governance Risk

Major Process
Standards and Framework Financial Governance Risk Currency Code 11

MP Test Perspective

Business Objective ﬁﬂﬂﬂ

Organization Detail

Financial Governance Accounts Detail bospmeynoss)] (emove au]

Laws and Regulations Detail

Major Process Detail Filters

fﬂ‘;’;ﬁeﬂs'f;;"‘sig;'\:‘:;';:a T Add filters to the request criteria by holding down the CTRL key and dicking on column names in the selection pane, or by clicking on
e the filter button below included columns. Add a saved filter by clicking on its name in the selection pane. (21

Organization Hierarchy Detail

Financial Governance Accounts Hierarchy Detail

[ Laws and Regulations Hierarchy Detail Combine with Similar Request

Major Process Hierarchy Detail

Standards and Framework Hierarchy Detail

MP Test Perspective Hierarchy Detail

Business Objective Hierarchy Detail

H Control Details

Issue Details

Assessment Details

¥ Filters
£ My Fitters
= EGRCI

Refresh Display.
Reload Server Wetadata

* Perspective items: The element that is associated to a component.
* Perspective hierarchy: The structure or arraignment of the perspective items.

¢ Organization:

5-14 Oracle Governance, Risk and Compliance Intelligence User's Guide



ORACLE Answers |

Financial Governance Accounts

Financial Governance Module

B Columns
Common Dimensions
B Perspective Details
H Organization

Organization id
Organization Name
Organization Hierarchy Id

Organization Hierarchy Name
Organization A==ociated Object Type Code

Organization Level 1 Name
Organization Level 1 Sid
Organization Level 2 Name
Organization Level 2 Sid
Organization Level 3 Name
Organization Level 3 Sid
Organization Level 4 Name
Organization Level 4 Sid
Organization Level 5 Name
Organization Level 5 Sid
Organization Level & Name
Organization Level & Sid
Organization Level ¥ Mame
Organization Level 7 Sid
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Financial Governance Module

B Columns
Common Dimensions
H Perspective Details
Organization
E Financial Governance Accounts
* Financial Governance Accounts Id
Financial Governance Accountz Name
Financial Governance Accounts Hierarchy id
Financial Governance Accounts Hierarchy Name
Financial Governance Accounts Aszociated Object Type Code
Financial Governance Accountz Level 1 Name
Financial Governance Accounts Level 1 Sid
Financial Governance Accounts Level 2 Name
Financial Governance Accountz Level 2 Sid
Financial Governance Accounts Level 3 Name
Financial Governance Accounts Level 3 Sid
Financial Governance Accounts Level 4 Name
Financial Governance Accountz Level 4 Sid
Financial Governance Accounts Level 5 Name
Financial Governance Accounts Level 5 Sid
Financial Governance Accountz Level 6 Name
Financial Governance Accounts Level 6 Sid
Financial Governance Accounts Level 7 Name
Financial Governance Accounts Level 7 Sid

e Laws and Regulations
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Financial Governance Module

B Columns
Commeon Dimensions
B perspective Details

Organization

Financial Governance Accounts

B Laws and Regulations
Laws and Regulationz Id
Laws and Regulationz Name
Laws and Regulationz Hierarchy id
Laws and Regulationz Hierarchy Name
Laws and Regulations As=ociated Object Type Code
Laws and Regulations Level 1 Name
Laws and Regulations Level 1 Sid
Laws and Regulationz Level 2 Name
Laws and Regulations Level 2 Sid
Laws and Regulationz Level 3 Name
Laws= and Regulationz Level 3 Sid
Laws and Regulationz Level 4 Name
Laws and Regulationz Level 4 Sid
Laws and Regulations Level 5 Name
Laws and Regulations Level 5 Sid
Laws and Regulations Level & Name
Laws= and Regulationz Level & Sid
Laws and Regulations Level 7 Name
Laws and Regulationzs Level 7 Sid

Major Process
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Financial Governance Module

B Columns
Commeon Dimensions
B Perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
B Major Process
* Major Process id
* Major Procezs Name
" Major Process Hierarchy id
* Major Proce=s Hierarchy Name
Major Process Associated Object Type Code
Major Process Level 1 Name
Major Process Level 1 Sid
Major Process Level 2 Name
Major Process Level 2 Sid
Major Process Level 3 Name
Major Process Level 3 Sid
Major Procesz Level 4 Name
Major Process Level 4 Sid
Major Process Level 5 Name
Major Process Level 5 Sid
Major Procezsz Level § Name
Major Process Level 6 Sid
Major Process Level 7 Name
Major Process Level 7 Sid

e Standards and Framework
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Financial Governance Module

B Columns
Common Dimensions
B Perspective Details
Organization
Financial Governance Accounts
Laws= and Regulations
Major Process
B standards and Framework

Standards and Framework id
Standards and Framework Mame
Standards and Framework Hierarchy id

Standards and Framework Hierarchy Name

Standards and Framework As=ociated Object Type Code

Standards and Framework Level 1 Name
Standards and Framework Level 1 Sid
Standards and Framework Level 2 Name
Standards and Framework Level 2 Sid
Standards and Framework Level 3 Name
Standards and Framework Level 3 Sid
Standards and Framework Level 4 Name
Standards and Framework Level 4 Sid
Standards and Framework Level 5 Mame
Standards and Framework Level 5 Sid
Standards and Framework Level 6 Name
Standards and Framework Level & Sid
Standards and Framework Level ¥ Mame
Standards and Framework Level 7 Sid

Business Objective
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Financial Governance Module

B Columns
Commeon Dimensions
B Perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
H Business Objective
' Business Objective Id
* Buz=inezs Objective Name
* Business Objective Hierarchy id
* Businezs Objective Hierachy Name
Buzinezz Objective Azzociated Object Type Code
Buzinezz Objective Level 1 Name
Business Objective Level 1 Sid
Businezs Objective Level 2 Name
Buzinezz Objective Level 2 Sid
Buzinezz Objective Level 3 Name
Business Objective Level 3 Sid
Businezs Objective Level 4 Name
Buzinezz Objective Level 4 Sid
Buzinezz Objective Level 5 Name
Busziness Objective Level 5 Sid
Bus=inezs Objective Level § Name
Buzinezz Objective Level § Sid
Buzinezz Objective Level 7 Name
Busziness Objective Level 7 Sid

e Organization Detail
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Financial Governance Module

B Columns
Commeon Dimensions
B perspective Details
Organization

Financial Governance Accounts

Laws= and Regulations
Major Process

Standards and Framework
MP Test Perspective
Business Objective

o

rganization Detail

Organization id

Organization Name
Organization De=cription
Organization External Value
Organization Root
Organization Gre Bpel id
Organization Revizion Date
Organization Class Code
Organization Class Name
Organization Claze Dezcription
Organization Lazt State Code

Organization Last State Description
Organization Last State Meaning

Organization State Code
Organization State Date
Organization State Description
Organization State Meaning
Organization Link
Organization Name Link
Object Type Code

Object Type Name

Object Type Desc

Effective Start Date
Effective End Date
Effective Sequence
Source Language

Source System id
Language

— Uzer Defined Attributes —
String Mon Trang 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Tranzs 5

MNumber 1

Mumber 2

MNumber 3

Mumber 4

Number 5

Drate 1

Date 2

Date 3
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¢ Financial Governance Accounts Detail
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Financial Governance Module

B Columns
Common Dimensions
B perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
B Financial Governance Accounts Detail
' Financial Governance Accounts Id
* Financial Governance Accountz Name
* Financial Governance Accounts Description
* Financial Governance Accountz External Value
Financial Governance Accountz Root
Financial Governance Accountz Gre Bpel d
Financial Governance Accounts Revizion Date
Financial Governance Accounts Clazs Code
Financial Governance Accountz Clazs Mame
Financial Governance Accounts Class De=zcription
Financial Governance Accountz Last State Code
Financial Governance Accountz Last State Description
Financial Governance Accountz Lazt State Meaning
Financial Governance Accountz State Code
Financial Governance Accounts State Date
Financial Governance Accounts State Dezcription
Financial Governance Accountz State Meaning
Financial Governance Accounts Link
Financial Governance Accountz Name Link
* Object Type Code
' Object Type Name
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
" Source Language
* Language
' — Uzer Defined Attributes —
String Men Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Mumber 1
* Mumber 2
" Mumber 3
* Mumber 4
* Number 5
* Date 1
' Date 2
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e Laws and Regulations Detail
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Financial Governance Module

B Columns
Common Dimensions
B Perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
Financial Governance Accounts Detail
Laws and Regulations Detail

Lawsz and Regulationz id

Law= and Regulations Name

Law= and Regulations De=scription
Law= and Regulations External Value
Laws and Regulations Root

Law= and Regulations Gre Bpel id
Law= and Regulations Revizion Date
Law= and Regulations Class Code
Laws and Regulationz Class Name
Law=s and Regulations Class De=scription
Law= and Regulation=s Last State Code
Law= and Regulations Last State Description
Laws and Regulationz Last State Meaning
Law=s and Regulations State Code
Law= and Regulations State Date
Law= and Regulations State Description
Laws and Regulationz State Meaning
Law= and Regulations Link

Law= and Regulation= Mame Link
Object Type Code

Object Type Name

Object Type De=sc

Effective Start Date

Effective End Date

Effective Sequence

Source System id

Source Language

Language

— Uzer Defined Attributes —

String Men Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans S

Mumber 1

Mumber 2

Mumber 3

Mumber 4

Mumber 5

Date 1
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* Major Process Detail
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Financial Governance Module

B Columns
Commeon Dimensions
B Perspective Details

Organization

Financial Governance Accounts
Laws= and Regulations

Major Process

Standards and Framework
MP Test Perspective
Business Objective
Organization Detail

Financial Governance Accounts Detail
Laws and Regulations Detail
Major Process Detail

* Major Proces= Id

* Major Process Name

* Major Procezs Description

Major Process External Value
Major Process Root

Major Process Gre Bpel id

Major Process Revizion Date
Major Process Clazs Code
Major Process Clags Name
Major Process Class Description
Major Process Last State Code
Major Process Last State Dezcription
Major Process Last State Meaning
Major Process State Code

Major Process State Date

Major Process State Dezcription
Major Process State Meaning
Major Process Link

Major Process Name Link

' Object Type Code

* Object Type Name

* Object Type Desc

Effective Start Date

Effective End Date

Effective Sequence

Source System id

* Source Language

' Language

* — U=er Defined Atftributez —
String Won Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans 5

* Number 1

* Number 2

" Number 3

" Number 4

* Number 5
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e Standards and Framework Detail
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Financial Governance Module

B Columns

Common Dimensions

H perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
Financial Governance Accounts Detail
Laws and Regulations Detail
Major Process Detail
Standards and Framework Detail

Standards and Framework id

Standards and Framework Mame

Standards and Framework Dezcription
Standards and Framework External Value
Standards and Framework Revizion Date
Standards and Framework Root

Standards and Framework Gro Bpel id
Standards and Framework Class Code
Standards and Framework Class Mame
Standards and Framework Claze Description
Standards and Framework Last State Code
Standards and Framework Last State Description
Standards and Framework Last State Meaning
Standards and Framework State Code
Standards and Framework State Date
Standards and Framework State Description
Standards and Framework State Meaning
Standards and Framework Link

Standards and Framework Name Link
Object Type Code

Object Type Desc

Object Type Name

Effective Start Date

Effective End Date

Effective Sequence

Source System id

Source Language

Language

— Uszer Defined Attributes —

String Men Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans S

Number 1

Number 2

Mumber 3

Mumber 4
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* Business Objective Detail
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ORACLE Answers

Financial Governance Module

B Columns
Commeon Dimensions
B perspective Details

Organization

Financial Governance Accounts
Laws and Regulations

Major Process

Standards and Framework

MP Test Perzpective

Business Objective

Organization Detail

Financial Governance Accounts Detail
Laws= and Regulations Detail
Major Process Detail

Standards and Framework Detail
MP Test Perspective Detail
Business Objective Detail

* Business Objective Id

* Businezs Objective Name

* Businezs Objective Description

' Businezs Objective External Value
Buzinesz Objective Revigion Date
Busziness Objective Root

Businezs Objective Gre Bpel Id
Buzinezz Objective Clazz Code
Buzinezz Objective Clagz Name
Busziness Objective Class Description
Businezz Objective Last State Code

Buzinezs Objective Last State Meaning
Busziness Objective State Code
Businezz Objective State Date
Buzinezz Objective State Dezcription
Buzinezs Objective State Meaning
Busziness Objective Link

Businezs Objective Mame Link

' Object Type Name

* Object Type Code

* Object Type Desc

Effective Start Date

Effective End Date

Effective Sequence

Source System id

* Source Language

' Language

* — U=er Defined Atftributez —
String Won Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans 5

* Number 1

* Number 2

Buzinezz Objective Last State Dezcription
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* Organization Hierarchy Detail
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ORACLE Answers

Financial Governance Module

O Columns
Commeon Dimensions
H perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
Financial Governance Accounts Detail
Laws and Regulations Detail
Major Process Detail
Standards and Framework Detail
MP Test Perspective Detail
Business Objective Detail
B Organization Hierarchy Detail
* Qrganization Hierarchy id
* Organization Hierarchy Mame
" Qrganization Hierarchy Dezcription
Organization Hierarchy Gre Bpel id
COrganization Hierarchy Revigion Date
Organization Hierarchy Data Source Code
Organization Hierarchy Last State Code
Organization Hierarchy Last State De=scription
COrganization Hierarchy Last State Meaning
Organization Hierarchy State Code
Organization Hierarchy State Date
COrganization Hierarchy State Description
Crganization Hierarchy State Meaning
Organization Link
Organization Hierarchy Mame Link
* Object Type Code
" Object Type Name
* Object Type Dezc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
' Source Language
* Language
* — Us=er Defined Attributes —
String Mon Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Number 1
* Number 2
" Number 3
* Number 4
* Number &
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¢ Financial Governance Accounts Hierarchy Detail

5-34 Oracle Governance, Risk and Compliance Intelligence User's Guide



ORACLE Answers

Financial Governance Module

B Columns
Common Dimensions
B perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
Financial Governance Accounts Detail
Laws and Regulations Detail
Major Process Detail
Standards and Framework Detail
MP Test Perspective Detail
Business Objective Detail
Organization Hierarchy Detail
H Financial Governance Accounts Hierarchy Detail
* Financial Governance Accounts Hierarchy Id
" Financial Governance Accountz Hierarchy Mame
* Financial Governance Accountz Hierarchy Description
* Financial Governance Accounts Hierarchy Gro Bpel d
Financial Governance Accountz Hierarchy Revizion Date
Financial Governance Accountz Hierarchy Data Source Code
Financial Governance Accountz Hierarchy Last State Code
Financial Governance Accountz Hierarchy Last State Description
Financial Governance Accounts Hierarchy Last State Meaning
Financial Governance Accountz Hierarchy State Code
Financial Governance Accountz Hierarchy State Date
Financial Governance Accountz Hierarchy State Description
Financial Governance Accountz Hierarchy State Meaning
Financial Governance Accounts Link
Financial Governance Accountz Hierarchy Mame Link
* Object Type Code
* Object Type Name
' Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
" Source Language
* Language
* — Uszer Defined Attributes —
String Mon Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Mumber 1
" Mumber 2
* Mumber 3
* Mumber 4
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e Laws and Regulations Hierarchy Detail
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ORACLE Answers

Financial Governance Module

B Columns
Commeon Dimensions
B perspective Details
Organization
Financial Governance Accpunts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
Financial Governance Accounts Detail
Laws and Regulations Detail
Major Process Detail
Standards and Framework Detail
MP Test Perspective Detail
Business Objective Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
H Laws and Regulations Hierarchy Detail
' Lawse and Regulationg Hierarchy Id
* Laws and Regulationz Hierarchy Name
* Laws and Regulations Hierarchy Description
* Laws= and Regulations Hierarchy Gre Bpel Id
' Lawse and Regulationg Hierarchy Revizion Date
* Laws and Regulation= Hierarchy Data Source Code
* Laws and Regulations Hierarchy Last State Code

* Laws= and Regulations Hierarchy Last State Description
" Lawse and Regulationz Hierarchy Last State Meaning

* Laws and Regulationz Hierarchy State Code
* Laws and Regulations Higrarchy State Date
* Laws= and Regulations Hierarchy State Dezcription
' Lawse and Regulationg Hierarchy State Meaning
* Laws and Regulationz Link

* Laws and Regulations Higrarchy Mame Link
* Object Type Code

' Object Type Name

" Object Type Desc

Effective Start Date

Effective End Date

Effective Sequence

Source System id

" Source Language

* Language

* — U=er Defined Attributez —

String Mon Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans S

* Number 1

* Number 2

* Number 3
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* Major Process Hierarchy Detail
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ORACLE Answers

Financial Governance Module

B Columns
Commeon Dimensions
B perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
Financial Governance Accounts Detail
Laws and Regulations Detail
Major Process Detail
Standards and Framework Detail
MP Test Perspective Detail
Business Objective Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
B Major Process Hierarchy Detail
* Major Process Hierarchy id
* Major Process Hierarchy Mame
* Major Process Hierarchy Description
Major Process Higrarchy Gre Bpel id
Major Process Hierarchy Revizion Date
Major Process Higrarchy Last State Code
Major Process Higrarchy Data Source Code
Major Process Hierarchy Last State Description
Major Process Hierarchy Last State Meaning
Major Process Higrarchy State Date
Major Process Hierarchy State Code
Major Process Higrarchy State Description
Major Process Hierarchy State Meaning
Major Process Link
Major Process Hierarchy Mame Link
' Object Type Code
* Object Type Name
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
* Source Language
' Language
* — U=er Defined Atftributez —
String Won Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Number 1
* Number 2
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¢ Standards and Framework Hierarchy Detail
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ORACLE Answers

Financial Governance Module

B Columns
Commeon Dimensions
B perspective Details

Organization

Financial Governance Accounts

Laws and Regulations

Major Process

Standards and Framework

MP Test Perspective

Business Objective

Organization Detail

Financial Governance Accounts Detail

Laws= and Regulations Detail

Major Process Detail

Standards and Framework Detail

MP Test Perspective Detail

Business Objective Detail

Organization Hierarchy Detail

Financial Governance Accounts Hierarchy Detail
Laws= and Regulations Hierarchy Detail

Major Process Hierarchy Detail

Standards and Framework Hierarchy Detail

* Standards and Framework Hierarchy id

* Standardz and Framework Hierarchy Name

" Standards and Framework Hierarchy Description

* Standards and Framework Hierarchy Grc Bpel id

* Standards and Framework Hierarchy Revigion Date

* Standards and Framework Hierarchy Data Source Code
" Standards and Framework Hierarchy Last State Code
* Standards and Framework Hierarchy Last State Description
* Standards and Framework Hierarchy Last State Meaning
* Standard= and Framework Hierarchy State Code

' Standards and Framewaork Hierarchy State Date

* Standards and Framework Hierarchy State Description
* Standards and Framework Hierarchy State Meaning

* Standards and Framework Link

" Standards and Framework Hierarchy Mame Link

* Object Type Code

* Object Type Name

* Object Type Dezc

Effective Start Date

Effective End Date

Effective Sequence

Source System id

' Source Language

* Language

* — U=er Defined Attributes —

String Mon Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans 5

* Nurnber 1
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* Business Objective Hierarchy Detail
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ORACLE Answers

Financial Governance Module

O Columns
Common Dimensions
H Perspective Details
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Organization Detail
Financial Governance Accounts Detail
Laws and Regulations Detail
Major Process Detail
Standards and Framework Detail
MP Test Perspective Detail
Business Objective Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws= and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
B Business Objective Hierarchy Detail
* Business Objective Hierarchy id
* Businezs Objective Hierarchy Name
* Business Objective Hierarchy Description
' Business Objective Hierarchy Gre Bpel Id
Buzineszz Objective Hierarchy Revigion Date
Buziness Objective Higrarchy Data Source Code
Businezz Objective Hierarchy Last State Code
Buzinezz Objective Hierarchy Last State Description
Buzinezs Objective Hierarchy Lazst State Meaning
Busziness Objective Hierarchy State Code
Businezs Objective Hierarchy State Date
Buzinezz Objective Hierarchy State Description
Buzinezs Objective Hierarchy State Meaning
Busziness Objective Link
Businezz Objective Hierarchy Mame Link
' Object Type Code
* Object Type Name
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
* Source Language
' Language
* — U=er Defined Atftributez —
String Won Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
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* Control Details: Control details are used with an existing process, policy, device,
practice or other action that acts to minimize negative risk or enhance positive
opportunities; the process is designed to provide reasonable assurance regarding
the achievement of objectives.

Control details consist of the following;:

ORACLE" Answers N criteria | Resutts | Prompts | Advanced Dashboards - Answers - More Progucts = - Settings * - Log Out
Financial Governance Module @ @ -
Untitied Analysis ]y (el
e | =
Common Dimensions Columns
Perspective Details
Bl Click on column names in the selection pane o addhem 1o the request. Once added, drag-and-drop columns to reorder them. Edita
Contral Test Plan colum's format, formula and filters by clicking the buttons below its name. (2
Contral Test Instruction Financial Governance Rigk
Control Test Step
Fact Control Association Details Financial Governance Risk Currency Code 17
 Issue Details £l
© Assessment Details gl
¥ Filters Display Results | [ Remove Al

& My Filters
&1 EGRCI

Filters

Add filters to the request criteria by holding down the CTRL key and clicking on column names inthe selection pane, or by clicking on
the filter button below included columns. Add a saved filter by clicking on its name in the selection pane. (2

Combine with Similar Request

* Viewing Metrics: On the dashboard, control metrics can include control counts by
class or trend, as well as other reports that are available to your business.

* Creating New Controls: Create a new control when you require a policy,
procedure or other action to mitigate risks.

¢ Creating Control Test Plans and Instructions: A control test is used to test the
effectiveness of the control and to determine if additional treatment is required. The
test plan and instructions document the steps to follow to perform the actual
testing.

* Creating Control Assessments: A control assessment is the review of policies and
procedures that is performed to ensure that the controls are still effective and

appropriate.

* Creating Control Issues: Create an issue to document any potential defects or
deficiencies with the control itself or with specific assessment activities.

e Control Test Plan:
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ORACLE Answers

Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
B control Details
B control Test Plan

Te=t Plan id

Test Plan Type

Test Plan Name

Test Plan Description

Test Plan Freguency

Te=t Plan Control id

Test Plan Activity Code

Test Plan Activity Mame

Test Plan Activity De=scription
Te=t Plan As=ociation Status
Test Plan Effective Status
Test Plan Gre Bpel id

Te=t Plan Last State Code
Te=t Plan Last Status Code
Test Plan Revizion Date

Te=t Plan State Code

Te=t Plan State Date

Te=t Plan Status Code

Test Plan Status Date

Test Plan Lazt State Dezcription
Test Plan Last State Meaning
Test Plan Last Status Description
Te=st Plan Last Status Meaning
Test Plan State Dezcription
Test Plan State Meaning
Test Plan Status Description
Te=t Plan Status Meaning
Effective End Date

Effective Sequence
Effective Start Date
Language

Source Language

Source System id

Current Indicator

— U=zer Defined Altributes —
Murmber 1

Mumber 2

Mumber 3

Mumber 4

Mumber 5

Date 1

Date 2

Date 3

Date 4

Date 5

String Won Trans 1

String Mon Trans 2

String Mon Trans 3
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¢  Control Test Instruction:
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ORACLE Answers

Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
B control Details
Control Test Plan
B control Test Instruction

Test Ingtruction id

Test Inztruction Mame

Test Ingtruction De=scription

Test Instruction Sample Size

Test Ingtruction Test Plan d

Test Inztruction Type

Test Ingtruction As=ociation Status
Test Instruction Revizion Date
Test Ingtruction Effective Status
Test Ingtruction Failure Action

Test Ingtruction Failure Template
Test Instruction lzsue Template
Test Ingtruction Last State Code
Test Ingtruction Lazt State Dezcription
Test Ingtruction Last State Meaning
Test Instruction Last Status Code
Te=st Instruction Last Status Description
Test Ingtruction Last Status Meaning
Test Ingtruction State Code

Test Instruction State Date

Te=st Instruction State Dezcription
Test Ingtruction State Meaning
Test Ingtruction Status Code

Test Instruction Status Date

Te=st Instruction Status Description
Test Ingtruction Status Meaning
Test Ingtruction CMS Info Direction
Test Instruction CMS Policy Id

Test Ingtruction CMS Service Code
Test Ingtruction CMS Service id
Effective End Date

Effective Sequence

Effective Start Date

Language

Source Language

Source System id

— U=zer Defined Altributes —
Current Indicator

Mumber 1

Number 2

Mumber 3

Murber 4

Number &

Date 1

Date 2

Date 3

Date 4
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¢ Control Test Step:

ORACLE Answers

Financial Governance Module

B Columns
Common Dimensions
Perspective Details
B control Details
Control Test Plan
Control Test Instruction
B control Test Step
Test Step id
Tezt Step Dezcription
Test Step Order
Test Step Revizion Date
Test Instruction id
Test Step Aszzociation Status
Test Step Effective Status
Effective End Date
Effective Sequence
Effective Start Date

e  Fact - Control Association Details:

ORACLE Answers

Financial Governance Module

B Columns
Common Dimensions
Perspective Details
B control Details
Control Test Plan
Control Test Instruction
Control Test Step
B Fact Control Association Details
' Asspciation Sid
Batch id
Created By
Creation Date
Last Updated By
Last Update Date
Last Update Login
Object Type Code
Source System id
Test Instruction Sid
Test Plan Sid
Te=st Step Sid

* Issue Details: Issue Details report defects or deficiencies against any business
component such as risk, control, GRC Component, or perspective items.

Issues typically have a shorter life cycle than risks and controls. Risks and controls
tend to be more enduring given the nature of the enterprise's strategy, as well as the
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market and geographic segments in which an enterprise operates.

Issue Details consist of the following:

ORACLE" Answers | rearEr DD A= ore Prondict= = - Sei et
Financial Gevernance Module . @ @ . » -~

. . @ Untitied Analysis -!E 2y o]
= Columns &l 4

Common Dimensions.

Perspective Details Columns
o Click on column names in the selection pane to add them 1o the request Once added, drag-and-drop columns to reorder them. Edit a
B Issue Details column's format, formula and filters by clicking the buttons below its name. (@
Financial Governance Issue T ERET T
Fact - Issues
Object Types - Activity Type Financial Governance Risk Currency Code [+1]
Object Types PRI
Bl Assessment Details e

¥ Filters Display Resuits | [ Remove Al
& My Filters
& EGRCI Filters.

Refresh Displ Add filters to the request criteria by holding down the CTRL key and clicking on column names in the selection pane, o by clicking on

the filter button below included columns. Add a saved filter by clicking on its name in the selection pane. (2
Reload Server Metadata

Combine with Similar Request

¢ Can be associated with any component (risk, control, GRC Component).

* Are assigned to other users for validation and disposition which may require
remediation.

¢ Financial Governance Issue:
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ORACLE" Answers

Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
Control Details
B Issue Details
H Financial Governance Issue
* Financial Gowvernance lzzue Sid
* Financial Gowvernance lzsue Id
* Financial Governance lzsue Name
' Financial Governance lezue Description
* |lz=ue Object Type Code
Financial Governance lzsue Class Code
Financial Governance lezue Remediation Flag
Financial Governance lzzue Date
Financial Governance lezue Severity Code
Financial Governance lzsue Likelihood Code
Financial Governance lezsue Currency Code
Financial Governance lzzue Impact Cost
Financial Governance lezue Reazon Code
Financial Governance lzsue State Code
Financial Governance lzzue Last State Code
Financial Governance lzzue State Date
Financial Governance lezue Open Date
Financial Governance lzsue Valid Date
Financial Governance lz=ue Hold Date
Financial Governance lzzue Remediation Date
Financial Governance lzzue Clozed Date
Financial Governance le=ue Originator
Financial Governance le=ue Originator User
Financial Governance lzzue Source Code
Financial Governance lzzue Incident Flag
Financial Governance le=ue Origin Object Type
Financial Governance lesue Origin Object Id
Financial Governance lzzue Action Code
Financial Governance lzsue Revizion Date
Financial Governance lzsue Detailed Description
Financial Governance lzzue Comments
' |zzue Object Name
* |lz=ue Object Description
Financial Governance lzsue Object Class Name
Financial Governance lesue Object Clazs Dezcription
Financial Governance lzzue Severity Meaning
Financial Governance lkesue Severity Description
Financial Governance lzsue Likelihood Meaning
Financial Governance lzzue Likelihood Dezcription
Financial Governance lzzue Currency Mame
Financial Governance lgzue Currency Description
Financial Governance le=ue Reason Meaning
Financial Governance lzzue Reazon Description
Financial Governance lzzue State Meaning
Financial Governance lzzue State Description
Financial Governance lesue Last State Meaning
Financial Governance lzsue Last State Description

5-50 Oracle Governance, Risk and Compliance Intelligence User's Guide



e Fact - Issues:

ORACLE" Answers

Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
Control Details
B Issue Details
Financial Governance lssue
B Fact - Issues
" lzzue Sid
Azzociation Sid
Mode Sid
lz=zue Id
Object id
lz=ue Object Type Sid
lzzue Object Type Code
lzzue Clazs Code
Object Type Sid
Object Type Code
Object Claze Code
Baze Object Type id
Aszze=zzment Sid
Azzeszment Result Sid
Activity Object Type Sid
lz=zue Date Sid
Impact Cost
Source System id
Created By User
Last Updated Uzer
Financial Governance lzsue Count
GRCI lzzue_Invalid Count
GRCI lzzue Count
MNew lz=ue UDT Count
GRI_D_ISSUES_VL_S Count
lz=ue Related Component Count
Financial Governance lzzue Open Count
GRCl lz=zue_Invalid Open Count
GRCl lz=ue Open Count
Mew lzzue UDT Open Count
GRI_D_ISSUES_VL_S Open Count
Financial Governance Process Open lzsue Count
Financial Governance Control Open lesue Count
Financial Governance Rigk Open lzzue Count
Financial Governance lzzue Open Count (Azzezement)
Financial Governance lzzue Count (Azzez=zment)

e Object Types - Activity Type:

Subject Areas for EGRCM
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ORACLE" Answers

Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
Control Details
H Izssue Details
Financial Governance Issue
Fact - Issues
B object Types - Activity Type
Object Type d
Object Type Code
Object Mame
Baze Object Name
Base Object Type Id
Leading Object Flag
Leading Object Name
Leading Object Type id
Object Application Module
Object Base Table Mame
Object Clazs Type
Object Core Flag
Object Deleg Model Code
Object Description
Object De=scription Column Mame
Entity Object Name
Object Id Column Mame
Object In Use Flag
Object lz=ue Flag
Object Avlailable For As=zezements Flag
Object Loo=ely Coupled Flag
Object Owning Module id
Object Page Definition Code Edit
Object Page Definition Code View
Object Perzpective Flag
Object Tazkflow
Object Title Column Mame
Object Type Sid
Object UDA Entity Object Mame
Object UDA Flag
Object UDT Flag
Object Uzername
Object Version Flag
Object View MName
Object View Object Definition Path
Object Worklist Category Code
UDA Object
View Object Mame
Source System id
Created By User
Last Updated U=ser
Batch d
Created By
Creation Date
Current Indicator
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Object Types:

ORACLE Answers

Financial Governance Module

B Columns
Common Dimensions
Perspective Details
Control Details
H Izsue Details
Financial Governance lzsue
Fact - Issues
Object Types - Activity Type
H Object Types
' Object Type d
Object Type Code
CObject Name
Basze Object Name
Baze Object Type Id
Leading Object Flag
Leading Object Name
Leading Object Type Id
Object Clazs Type
Object Core Flag
Object Deleg Model Code
Object Description
Object De=scription Column Mame
Object Application Module
Object Base Table Mame
Entity Object Name
Object id Colurmn Mame
Object In Uze Flag
Object le=ue Flag
Object Avlailable For Azse=zzments Flag
Object Loo=sely Coupled Flag
Object Owning Module id
Object Page Defintion Code Edit
Object Page Definition Code View
Object Perzpective Flag
Object Tazkflow
CObject Title Column Mame
Object UDA Entity Object Mame
Object UDA Flag
Object UDT Flag
Object Username
Object Wersion Flag
Object View Mame
Object View Object Definition Path
Object Worklist Category Code
UDA Object
View Object Name
Source System id
Created By User
Last Updated U=ser
Current Indicator
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* Assessment Details: A business process and its risks and controls require periodic
review of how they are defined and implemented to ensure that the appropriate
level of documentation and control is in place. An assessment is used to evaluate
the validity and effectiveness of controls, risks, and the business process to find out
if any element is missing, out of place, or has changed. You can perform

assessments on a single or multiple risks, controls and a combination of risk and
controls.

Assessment details consist of the following:

ORACLE" Answers N criteria | results | Prompts | Advanced Dashboards - Answers - More Products + - 5
Financial Gevernance Module @

untitled Analysis
= coums | L)

mmon Dimensions Columns
rspective Details . -
S Click on column names in the selection pane to add them to the request Once added, drag-and-drop columns to reorder them. Edit
e column's format, formula and filters by elicking the buttons below its name. (21

B Assessment Details

Financial Governance Risk
Asssessment

Assessment Result Financial Governance Risk Currency Code |11

Assessment Activity Component Results %] X

Assessment Activity Control Results ﬁ J JJ

Assessment Activity Risk Results

Assessment Perspective Item Results Dspiay Rosulls Remove AL

Assessment Test Instruction Results

Assessment Test Plan Results Filters

=t Add filters to the raquest criteria by holding down the CTRL key and clicking on column names in the selection pane, or by clicking on
¥ Filters

the filter button below included columns. Add a saved filter by clicking on its name in the selection pane. (2l

& My Fitters
& EGRCI

Combine with Similar Request

¢ Creating assessment templates

¢ Creating assessment plans

* Assigning delegates to assessment templates and plans
e Initiating and completing assessments

* Reviewing assessment results

¢ (losing assessments

e Assessment
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ORACLE" Answers

Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
Control Details
Issue Details
B Assezsment Details
B Asssessment

Aszze=zzment Plan Id

Aszze=zzment Template Id

Aszze=zment id

Azzeszment Name

Aszze=zzment Mame Link

Aszzezzment Description

Aszze=zment Plan Name

Azzezzment Plan Description

Azzezzment Template Name

Aszzezzment Template Description
Azzesament Survey Prefi Mame
Azzezzment Type Code

Azzezzment Type Meaning

Aszzezzment Type Description
Aszze=zment Initiate Date

Azzezzment Resultz Entry Start Date
Azzezzment Resultz Entry Due Date
Aszze=zzment Resultz Entry Completion Date
Azezesament Source Completion Object Type Code
Azzezzment Source Completion Object Type Description
Azzezzment Source Completion Object Type Mame
Asz=e=zment State Date

Aszze=zment State Code

Azzezzment State Meaning

Azzezzment State Description
Asz=ze=zzment Last State Code

Azezeszment Last State Meaning
Azzezzment Last State Description
Aszze=zzment Plan Effective End Date
Aszze=zzment Plan Effective Sequence
Aszze=zment Plan Effective Start Date
Azzezzment Template Effective End Date
Azzezzment Template Effective Sequence
Asz=e=zzment Template Effective Start Date
Created By Uszer

Last Updated User

Source System id

e Assessment Result
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ORACLE Answers

Financial Governance Module

O Columns

Commeon Dimensions

Perspective Details

Control Details

Izssue Details

B Assessment Details

Asssessment
B Assessment Result
' Azsezament Rezultz Response Code

Azzezzment Resultz Rezponze Dezcription
Azzezzment Results Response Name
Aszze=zzment Results Response User
Azzezzment Resuliz Activity Code
Azzezzment Resultz Activity Description
Azzezzment Results Activity Mame
Azzeszment Result Due Date
Azzezament Resultz Due Date Sid
Azzezzment Result Completion Date
Azzezzment Results Completion Date Sid
Azzezzment Resultz Start Date
Azzezzment Resulte Object id
Azzezzment Resultz Object Type Code
Azzezzment Results Object Mame
Aszzezzment Results Object Dezcription
Azzezzment Resultz Note
Azzezzment Resultz Samplez Collected
Aszze=zzment Resultz State Date
Azzeszment Resultz State Code
Azzezzment Hesultz State Meaning
Azzezzment Resuliz State Dezcription
Aszze=zzment Results Last State Code
Aszze=zzment Resultz Last State Meaning
Azeezzment Hesultz Last State De=scription
Azzezzment Results Sid

e Assessment Activity Component Results
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ORACLE" Answers

Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
Control Details
Issue Details
B Assezsment Details
Asssessment
Assessment Result
H Assessment Activity Component Results
" Result id
Source System id
* Language
* Source Language
" Date 1
* Date 2
* Date 3
" Date 4
" Date 5
* Date &
" Date ¥
" Date &
" Date 9
* Date 10
* Date 11
" Date 12
" Date 13
* Date 14
* Date 15
* Date 16
" Date 17
* Date 18
* Date 19
* Date 20
' Date 21
* Date 22
* Date 23
" Date 24
" Date 25
* Date 26
* Date 27
* Date 23
' Date 29
* Date 30
* Mumber 1
* Mumber 2
" Mumber 3
* Mumber 4
* Number 5
* Mumber &
" Mumber 7
* Mumber &
* Number &
" Mumber 10
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* Assessment Activity Control Results
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Financial Governance Module

B Columns
Common Dimensions
Perspective Details
Control Details
Issue Details
B Assessment Details
Asssessment
Assessment Result
Aszszezzment Activity Component Results
B Assessment Activity Control Results
* Result id
Source System Id
" Language
" Source Language
* Date 1
' Date 2
* Date 3
* Date 4
* Date 5
' Date &
" Date ¥
* Date &
" Date 9
* Date 10
* Date 11
* Date 12
* Date 13
" Date 14
' Date 15
* Date 16
* Date 17
' Date 18
' Date 19
* Date 20
* Date 21
' Date 22
' Date 23
* Date 24
* Date 25
' Date 26
* Date 27
* Date 28
* Date 29
* Date 30
" Mumber 1
* Mumber 2
* Mumber 3
" Mumber 4
" Mumber 5
* Mumber 6
" Mumber 7
" Mumber 2
" Mumber 9

Subject Areas for EGRCM  5-59



* Assessment Activity Risk Results
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Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
Control Details
Issue Details
B Assezsment Details
Asssessment
Assessment Result
Asszsesszment Activity Component Results
Azzeszament Activity Control Results
B Assessment Activity Risk Results
* Result id
Source System id
' Language
" Source Language
* Date 1
* Date 2
' Date 3
* Date 4
" Date 5
" Date &
" Date ¥
* Date &
" Date 9
" Date 10
' Date 11
* Date 12
* Date 13
" Date 14
" Date 15
* Date 16
* Date 17
" Date 13
" Date 19
* Date 20
* Date 21
* Date 22
' Date 23
* Date 24
* Date 25
* Date 26
" Date 27
* Date 28
* Date 29
* Date 30
" Mumber 1
* Mumber 2
* Number 3
" Mumber 4
" Mumber 5
* Mumber &
" Number 7
" Mumber &
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e Assessment Perspective Item Results
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Financial Governance Module

B Columns
Commeon Dimensions
Perspective Details
Control Details
Issue Details
B Assessment Details
Asssessment
Assessment Result
Aszsesszment Activity Component Results
Assessment Activity Control Results
Asszeszment Activity Risk Results
B Assessment Perspective ltem Results
* Result id
" Src Syd id
* Language
' Source Language
* Date 1
* Date 2
" Date 3
' Date 4
* Date 5
* Date &
" Date 7
' Date &
* Date 9
* Date 10
* Date 11
" Date 12
* Date 13
* Date 14
" Date 15
" Date 16
* Date 17
* Date 18
* Date 19
" Date 20
* Date 21
* Date 22
* Date 23
" Date 24
* Date 25
* Date 26
* Date 27
' Date 28
* Date 29
* Date 30
* Mumber 1
" Mumber 2
* Mumber 3
* Number 4
" Mumber 5
" Mumber &
* Mumber 7
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e Assessment Test Instructions Results
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Financial Governance Module

B Columns
Common Dimensions
Perspective Details
Control Details
Issue Details
B Assezsment Details
Asssessment
Assessment Result
Asszesszment Activity Component Results
Azzezzment Activity Control Results
Aszseszment Activity Risk Results
Assesszment Perspective ltem Results
B Assessment Test Instruction Results
" Result id
Source System id
* Language
* Source Language
" Date 1
* Date 2
* Date 3
' Date 4
' Date 5
* Date &
" Date ¥
' Date &
' Date 9
* Date 10
* Date 11
" Date 12
" Date 13
* Date 14
* Date 15
" Date 16
* Date 17
* Date 18
* Date 19
" Date 20
' Date 21
* Date 22
* Date 23
" Date 24
" Date 25
* Date 26
* Date 27
' Date 28
* Date 29
* Date 30
* Mumber 1
" Mumber 2
" Mumber 3
* Number 4
* Mumber &
" Mumber &
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e Assessment Test Plan Results

ORACLE" Answers

Financial Governance Module

B Columns
Common Dimensions
Perspective Details
Control Details
Issue Details
B Aszessment Details
Asssessment
Assessment Result
Assessment Activity Component Resulis
Azzessment Activity Control Results
Aszsessment Activity Risk Results
Assessment Perspective ltem Results
Aszssessment Test Instruction Results
B Assessment Test Plan Results
" Result Id
Source System id
* Language
' Source Language
* Date 1
* Date 2
" Date 3
' Date 4
* Date &
* Date &
" Date 7
' Date &
* Date &
* Date 10
* Date 11
" Date 12
* Date 13
* Date 14
* Date 15
" Date 16
* Date 17
* Date 18
* Date 19
* Date 20
* Date 21
* Date 22
* Date 23
" Date 24
* Date 25
* Date 26
* Date 27
' Date 28
* Date 29
* Date 30

e Fact - Assessment
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Financial Governance Module

B Columns
Common Dimensions
Perspective Details
Control Details
Iszue Details
B Assessment Details
Asssessment
Assessment Result
Azzeszament Activity Component Results
Aszsesszment Activity Control Results
Asseszment Activity Risk Results
Asszesszment Perspective ltem Results
Azzeszzament Test Instruction Results
Aszseszment Test Plan Results
B Fact - Assessment
* Certified Az=zezzment Count
Total Financial Governance Control Tested Count
Financial Governance Control Pass Count
Financial Governance Control Fail Count
Last Certified On
Month Ago Certified Aszeszsment Count
Quarter Ago Certified Az=zezzment Count
Year Ago Certified Azzessment Count
Total Financial Governance Rizk Tested Count

WA ra o o

EGRC Details Overview

Enterprise Governance, Risk and Compliance Manager help reduce the cost and
complexity of compliance and help leverage compliance efforts to create new process
efficiencies. A set of self-contained, loosely coupled functional modules called
Application Modules collectively provide an integrated system of components
necessary to manage Governance, Risk, and Compliance objectives.

EGRC Details:
1. Business initiatives are documented processes that include metrics and time frames

and are used to define business goals.

2. The GRC Framework is the foundation that provides core services and application
business components (that is, the building blocks), from which all business
initiative specific application modules are built.

3. All GRC business initiatives share common building blocks that are defined by
industry standard frameworks such as COSO, COBIT, ITIL, and ISO.

4. GRC Framework provides the basic building blocks necessary to create a GRC
Manager Application Module to suit the requirements of any GRC business
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ORACLE" Answers
EGRC Details

= Columns
Common Dimensions
rspective Details

Details

[ criteria | Results | Prompts | Advanced

Blece — T
Columns

Click on column names in the selection pane to add them to the request. Once added, drag-and-drop columns ta reorder them. Edit a column's format, formula and flters by clicking the buttons
below its name. (21

¥ Filters
This folder is empy.

Refresh Display
Reload Server Metadata

{ There are no |
! comnsin |
! this request. |

Filters

Add filters to the request criteria by holding down the CTRL key and clicking on column names in the selection pane, or by clicking o the filter button below included columns. Add a saved filter by
clicking on its name in the selection pane. [

Combine with Similar Request

Subject Area — EGRC Details

EGRC Details is a delivered module that is used to address a collection of user defined
component types (for example, Time, Financial Governance Risk, Financial Governance
Controls, GRC Components) that is configured to depict the underlying information

model of the GRC solution.

The EGRC Details subject area has the following structure.

¢ Common Dimensions: The common dimensions folder include the following

dimensions:

FBEaaT ric | o | vosced
EGRC Details | @ @

st 5] ) |

= Common Dimensions
Time.
GRI_D_COMPONENTS_VL_1
MP_TEST_PROC_ASSERTION
Process Assertion
GRCI Component_Invalid
GRCI Component
Financial Governance Risk
TEST RISK
MP ObjectTest
GRCI Risk_Invalid
GRCI Test Risk
Financial Governance Control
GRCI Control_invalid
GRCI Contral
GRI_D_CONTROLS_VL 4
GRI_D_CONTROLS_VL &
Parent Control
Fact - Association

&1 Columns
Columns

the buttons below its name. (21

Filters

saved filter by dlicking on its name in the selection pane. 2

Combine with Similar Request

Assessment Details

W Filters
This folder is empty.

Refresh Display
Relosd Server Meladsta

Click on column names in the selection pane to add them to the request Once added, drag-and-drop columns to reorder them. Edit a column’s format, formula and filters by clicking

Addfilters to the request criteria by helding down the CTRL key and clicking on column names in the selection pane, or by clicking on the filter button below included columns. Add a

e Time: The time dimension is used with dimensions and facts from all of the

folders.
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EGRC Details

B Columns
B Common Dimensions
B Time

Time Key

Create Date
Time Date

Day Name

Day Number

Last Update Date

Lazt Day In Month Indicator

onth

Manth Humber
Quarter

Quarter Number

ear Month

Year

Week End Date

Week Start Date
Week Number

Day Number Overall
Day of Week

Holiday Indicator
Weekday Indicator
Day Abbreviated
Menth Mumber Cwverall
Month Abbreviated
Year Quarter

Week Number Overall
Quarter Number Owerall

e Process Assertion:
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EGRC Details

B Columns
B commeon Dimensions

Time

GRI_D COMPONENTS_VL_1

MP_TEST_PROC_ASSERTION

B Process Assertion

* Process A=sszertion Id

Process As=ertion Name
Process As=zertion Description
Process Aszertion Assezament Flag
Process Azzertion Audit Testing Flag
Process As=ertion Class Code
Process As=zertion Detailed Description
Process Aszertion Gre Bpel id
Process Az=ertion Last State Code
Process Assertion Last State Description
Process As=ertion Last State Meaning
Process Az=ertion Revizion Date
Process Az=ertion State Code
Process As=ertion State Date
Process As=ertion State Dezcription
Process Aszertion State Meaning
Process Azzertion Object Clazs Description
Process Assertion Object Class Name
Process Assertion Link
Process A==ertion Name Link
Object De=zcription
CObject Name
Object Type Code
Source System id
Language
Source Language
Effective Start Date
Effective End Date
Effective Sequence
—U=zer Defined Attributes—
Date 1
Date 2
Date 3
Date 4
Date 5
Mumber 1
Mumber 2
Mumber 3
Mumber 4
Mumber 5
String Mon Trans 1
String Mon Trans 2
String Non Trans 3
String Mon Trans 4
String Mon Trans 5
String Trans 1
String Tranz 2
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GRC Component: This dimension is used for general-purpose objects that can
be defined as needed.

Managing GRC Components can include the following tasks:

* Creating new GRC components

Creating new GRC components

* Viewing a matrix of components and the objects to which they are related
* Creating action items

* Managing versions and revisions

¢ Creating issues

* Managing assessments

* Viewing metrics on the GRC Overview dashboard, including action item
activity, overdue activities, and another reports that are available to your

business

* Managing GRC component classes
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EGRC Details

B Columns
H commeon Dimensions
Time
GRIL_D COMPONENTS_VL_1
MP_TEST_PROC_ASSERTION
Process Assertion
GRCI Component_lnvalid
B GRCI Component
* GRCI Component id
* GRCI Component Name
* GRCI Component Dezcription
* GRCI Component Azzezzment Flag
* GRCI Component Audit Testing Flag
* GRCI Component Clazz Code
* GRCI Component Detailed De=cription
* GRCI Component Gre Bpel id
* GRCI Component Last State Code
* GRCI Component Last State Description
* GRCI Component Lazst State Meaning
* GRCI Component Revizion Date
* GRCI Component State Code
* GRCI Component State Date
* GRCI Component State Description
* GRCI Component State Meaning
* GRCI Component Object Class Description
* GRCI Component Object Class Name
" GRCI Component Link
* GRCI Component Name Link
* Object Description
* Object Name
' Object Type Code
" Source System Id
* Language
* Source Language
* Effective Start Date
* Effective End Date
* Effective Sequence
* — Uzer Defined Atftributes —
* Date 1
* Date 2
* Date 3
* Date 4
* Date 5
* Number 1
* Number 2
* Mumber 3
* Number 4
* Number 5
String Men Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans S
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¢ Financial Governance Risk:
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EGRC Details

B Columns
B common Dimensions
Time
GRI_D_COMPONENTS_VL_1
MP_TEST_PROC_ASSERTION
Process Assertion
GRCI Component_Invalid
GRCI Component
B Financial Governance Risk
* Financial Governance Rizk id
* Financial Gowvernance Rizk Name
* Financial Governance Rigk Dezcription
' Financial Governance Rizk Currency Code
Financial Governance Rigk Current Indicator
Financial Governance Rizk Current Inherent Impact
Financial Governance Rizk Current Inherent Likelihood
Financial Governance Rizk Current Owerall Significance
Financial Governance Rizk Current Inherent Rizk Level
Financial Governance Rizk Current In Use Qualitative Residual Impact
Financial Governance Rizk Current In Use Residual Rizk Level
Financial Governance Rizk Current In Use Qualitative Rezidual Likelihood
Financial Governance Rizk Current In Use Quantitative Residual Impact Reduction
Financial Governance Rizk Current In Uze Quantitative Rezidual Likelihood Reduction
Financial Governance Rizk Current Owerall Rizk Rating
Financial Governance Rizk Current Related Control Cost
Financial Governance Rizk Current Target Qualitative Residual Impact
Financial Governance Risk Current Target Regidual Rizk Level
Financial Governance Rizk Current Target Treatment Plan Cost
Financial Governance Rizk Current Target Qualitative Rezidual Likelihood
Financial Governance Rizk Current Target Quantitative Residual Impact Reduction
Financial Governance Rizk Current Target Quantitative Residual Likelihood Reduction
Financial Governance Rizk Total Treatment Cost
Financial Governance Rizk Context Model Name
Financial Governance Rizk Effective Status
Financial Governance Rigk Impact Model Mame
Financial Governance Rizk Last State Code
Financial Governance Rizk Lazt Status Code
Financial Governance Rizk Likelihood Model Name
Financial Governance Rizk Link Te Control Cost
Financial Governance Rizk Revizion Date
Financial Governance Rizk Clazs Code
Financial Governance Rizk Context Model Code
Financial Governance Rizk State Code
Financial Governance Rizk State Date
Financial Governance Rizk Status Code
Financial Governance Rizk Status Date
Financial Governance Rizk Commentz
Financial Governance Rigk Currency Name
Financial Governance Rizk Context Model De=zcription
Financial Governance Rizk Last State Description
Financial Governance Rizk Last State Meaning
Financial Governance Rizk Last Status Dezcription
Financial Governance Rizk Last Status Meaning
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¢ Financial Governance Control:
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EGRC Details

B Columns
B Ccommon Dimensions
Time
GRIL_D COMPONENTS_VL_1
MP_TEST_PROC_ASSERTION
Process Assertion
GRCI Component_lnvalid
GRCI Component
Financial Governance Risk
TEST RISK
MP ObjectTest
GRCI Risk_Inwvalid
GRCI Test Risk
B Financial Governance Control
* Financial Governance Control id
* Financial Governance Control Name
* Financial Governance Control Description
* Financial Gowvernance Control Detailed Description
Financial Governance Control Cost
Financial Governance Control Cost Currency
Financial Governance Control Type
Financial Governance Control Method
Financial Governance Control Freguency
Financial Governance Control Azsezzment Flag
Financial Gowvernance Control Audit Testing Flag
Financial Governance Control Gre Bpel Id
Financial Governance Control Effective Status
Financial Governance Control Audit
Financial Gowvernance Control Class Code
Financial Governance Control Clazs Name
Financial Governance Control Clazs Dezcription
Financial Governance Control Last State Code
Financial Gowvernance Control Last Status Code
Financial Governance Control Revizion Date
Financial Governance Control Key
Financial Gowernance Control State Code
Financial Gowvernance Control State Date
Financial Governance Control Status Code
Financial Governance Control Status Date
Financial Governance Control Target System
Financial Gowvernance Control Last State Description
Financial Governance Control Last State Meaning
Financial Governance Control Last Status Dezcription
Financial Governance Control Last Status Meaning
Financial Gowvernance Control State Description
Financial Governance Control State Meaning
Financial Governance Control Status Dezcription
Financial Governance Control Status Meaning
Financial Governance Control Azsertion Code
Financial Governance Control Az=sertion Description
Financial Governance Control Az=zertion Meaning
Financial Governance Control Treatment Level
Financial Gowvernance Control Treatment Stratification

5-76 Oracle Governance, Risk and Compliance Intelligence User's Guide



e Fact - Association
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EGRC Details

B Columns
B Common Dimensions

Time

GRI_D_COMPONENTS_VL_1

MP_TEST_PROC_ASSERTION

Process Assertion

GRCI Component_Invalid

GRCI Component

Financial Governance Risk

TEST RISK

MP ObjectTest

GRCI Risk_Invalid

GRCI Test Rizsk

Financial Governance Control

GRCI Control_lnvalid

GRCI Control

GRI_D_COMNTROLS_VL_4

GRI_D_COMNTROLS_VL_&

Parent Control

E Fact - Association

' Asspciation Sid
' ————————Component Metricg———

GRI_D_COMPOMENTS_WL_1 Count
GRI D_COMPOMENTS_WL_2 Count
GRI_D_COMPOMENTS_WL_3 Count
GRI_D_COMPOMENTS_WL_4 Count
GRI_D_COMPOMENTS_WL_S Count
* ————————Component Ago Metrices———————
Month Ago GRI_D_COMPOMENTS_VL_1 Count
Month Ago GRI_D_COMPOMNENTS_WL_2 Count
Month Ago GRID_COMPONENTS_WVL_3 Count
Moenth Age GRILD_COMPONENTS_VL_4 Count
Month Ago GRI_D_COMPOMNENTS_WL_S Count
Quarter Ago GRI_D_COMPONENTS_VL_1 Count
Quarter Ago GRI_D _COMPOMENTS_VL_2 Count
Quarter Ago GRL_D _COMPOMENTS_VL_3 Count
Quarter Ago GRI_D_COMPONENTS_VL_4 Count
Quarter Ago GRI_D_COMPOMENTS_VL_S Count
Year Ago GRI_D_COMPOMENTS_VL_1 Count
Year Ago GRI_D_COMPOMENTS_VL_2 Count
Year Ago GRI_D_COMPOMENTS_VL_3 Count
Year Ago GRI_D_COMPOMENTS_VL_4 Count
Year Ago GRI_D_COMPOMENTS_VL_5 Count
* - Rizk Metricg———
GRI_D_RISKS_WL_1 Count
GRILD_RISKS_VL_2 Count
GRI_D_RISKS_VL_3 Count
GRID_RISKS_VL_4 Count
GRI_D_RISKS_VL_5 Count
" —Rigk Ago Metriceg——m——
Month Ago GRID_RISKS_VL_1 Count
Menth Age GRLD_RISKS_VL_2 Count
Month Ago GRI_D_RISKS_VL_3 Count
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Perspective Details:

Perspective Details consist of the following;:

CLE" Answers N citeria | Results | prompts | Advanced
EGRC Details

£ columns

ommen Dimensions

_D_PERSP_ITEMS_VL_7 Detail
Organization Hierarchy Detail

Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
Major Process Hierarchy Detail

Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
Business Objective Hierarchy Detail
Organization

Financial Governance Accounts

Laws and Regulations

Y Filters
This folder is empty.

Refresh Display
Reload Server Meladata

Dashboards - Answers - More Products = - Settings * - Log Out

Columns

Click on columin names in the selection pane to add them to the request. Once added, drag-and-drop columns to reorder them. Edit 2
column’s format, formula and filters by clicking the buttons below its name. (2

Filters

Add filters to the request criteria by holding down the CTRL key and clicking on column names in the selection pane, or by clicking on the
filter bution below included columns. Add a saved filter by dicking on its name in the selection pane. (21

Combine with Similar Request

For further information on Perspective Details, please refer to the same area in the
Financial Governance Module section in this chapter.

User Defined Perspective Items Detail:
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EGRC Details

B Columns
Common Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_& Detail
E GRI_D_PERSP_ITEMS_VL_7 Detail
" GRI_D_PERSP_TEMS VL _7 id
* GRI_D_PERSP_MEMS_WVL_T Mame
* GRI_D_PERSP_MEMS_WL_T Description
* GRI_D_PERSP_MEMS_VL_T7 External Value
* GRI_D_PERSP_TEMS_WL_T7 Revizion Date
* GRI_D_PERSP_MEMS_WL_7 Root
* GRI_D_PERSP_MEMS VL 7 Grc Bpel d
* GRI_D_PERSP_MEMS_VL_7 Clags Code
* GRI_D_PERSP_TEMS_VL_7 Clags Name
* GRI_I* PERSP_MEMS_VL_7 Clazs Dezcription
* GRI_D_PERSP_MEMS_WL_T7 Last State Code
* GRL_D_PERSP_TEMS_VL_T Last State Dezcription
* GRI_D_PERSP_TEMS_WL_T Last State Meaning
* GRI_D_PERSP_MEMS_VL_T State Code
* GRI_D_PERSP_MEMS WL_T7 State Date
* GRI_D_PERSP_TEMS_VL_7 State Dezcription
* GRI_D_PERSP_TEMS_VL_T State Meaning
* Bus=inezs Objective Link
* Business Objective Mame Link
* Object Type Name
' Object Type Code
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
" Source Language
* Language
* — U=er Defined Atftributez —
String Wen Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Number 1
" Mumber 2
* Number 3
" Number &
" Number &
" Date 1
* Date 2
* Date 3
* Date 4
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* Organization Hierarchy Detail:
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EGRC Details

B Columns
Commeon Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_& Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
* GRI_D_PERSP_TREES WL_1 Higrarchy Id
* GRI_D_PERSP_TREES WL_1 Hierarchy Mame
" GRI_Iv_PERSP_TREES VL_1 Hierarchy Dezcription
* GRI_D_PERSP_TREES_VL_1 Hierarchy Gre Bpel id
" GRI_O* PERSP_TREES VL_1 Hierarchy Revizion Date

* GRI_D_PERSP_TREES_VL_1
* GRI_D_PERSP_TREES_VL_1
* GRI_D_PERSP_TREES_VL_1
* GRI_D_PERSP_TREES_VL_1

Hierarchy Data Source Code
Hierarchy La=st State Code
Hierarchy La=st State De=scription
Hierarchy Last State Meaning

* GRI_D_PERSP_TREES WL_1
* GRI_D_PERSP_TREES WL _1
* GRI_D_PERSP_TREES WL _1
* GRI_D_PERSP_TREES WL_1
* Organization Link

" Qrganization Hierarchy Name Link
* Object Type Code

" Object Type Name

* Object Type Dezc

Effective Start Date

Effective End Date

Effective Sequence

Source System id

' Source Language

* Language

* — Us=er Defined Attributes —
String Mon Trans 1

String Mon Trans 2

String Mon Trans 3

String Mon Trans 4

String Mon Trans 5

* Number 1

* Number 2

" Number 3

* Number 4

* Number &

* Date 1

* Date 2

* Date 3

* Date 4

* Date 3

* String Trans 1

* String Trans 2

Hierarchy State Code
Hierarchy State Date
Hierarchy State De=scription
Hierarchy Siate Meaning
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e Financial Governance Accounts Hierarchy Detail:
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EGRC Details

B Columns
Common Dimensions
B Perspective Details
GRI_I PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_DI PERSP_ITEMS_VL_4 Detail
GRI_I PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_& Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
H Financial Governance Accounts Hierarchy Detail
* GRI_D_PERSP_TREES_VL_2 Higrarchy Id
* GRI_D_PERSP_TREES WL_2 Hierarchy Mame
* GRI_O PERSP_TREES VL_2 Hierarchy De=cription
* GRI_D_PERSP_TREES WL_2 Higrarchy Grc Bpel id
* GRL_D_PERSP_TREES_VL_2 Hierarchy Revizion Date
" GRI_D PERSP_TREES VL_2 Hierarchy Data Source Code
* GRI_I PERSP_TREES VL_2 Hierarchy Last State Code
" GRI_O PERSP_TREES VL_2Z Hierarchy Last State Description
* GRI_ O _PERSP _TREES_VL_2 Hierarchy Last State Meaning
* GRI_D_PERSP _TREES WL_2 Hierarchy State Code
* GRI_D_PERSP_TREES VL_2 Hierarchy State Date
" GRI_O PERSP_TREES VL_2 Hierarchy State Description
* GRI_D_PERSP_TREES_VL_2 Hierarchy State Meaning
* Financial Governance Accounts Link
* Financial Governance Accountz Hierarchy Mame Link
* Object Type Code
* Object Type Name
' Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
" Source Language
* Language
* — Uzer Defined Attributes —
String Men Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Number 1
* Number 2
" Mumber 3
* Number 4
* Number 5
* Date 1
' Date 2
* Date 3
* Date 4
* Date 3
* String Trans 1
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e Laws and Regulations Hierarchy Detail:
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EGRC Details

B Columns
Commeon Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D PERSP_ITEMS _VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D PERSP_ITEMS VL_6& Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
H Laws and Regulations Hierarchy Detail
* GRI_D_PERSP_TREES_VL_3 Higrarchy id
* GRI_D_PERSP_TREES _WL_3 Hierarchy Mame
* GRI_I* PERSP_TREES VL_3 Hierarchy Description
* GRI_D_PERSP _TREES VL_3 Hierarchy Gre Bpel id
" GRI_D* PERSP_TREES VL_3 Hierarchy Revizion Date
* GRI_D» PERSP_TREES VL_3 Hierarchy Data Source Code
* GRI_[* PERSP_TREES VL_3 Hierarchy Last State Code
* GRI_Ir PERSP TREES VL_3 Hierarchy Last State Description
" GRI_Dv_PERSP_TREES VL_3 Hierarchy Lazt State Meaning
* GRI_D_PERSP_TREES_VL_3 Hierarchy State Code
* GRI_D_PERSP_TREES_WL_3 Hierarchy State Date
* GRI_ O PERSP TREES VL_3 Hierarchy State Dezcription
" GRI_Dx_PERSP_TREES VL_3 Hierarchy State Meaning
* Lawse and Regulations Link
* Laws and Regulations Hierarchy Name Link
* Object Type Code
' Object Type Name
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
" Source Language
* Language
* — U=er Defined Atftributez —
String Men Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Number 1
* Number 2
* Number 3
" Number 4
" Number &
* Date 1
* Date 2
* Date 3
* Date 4
* Date 5
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* Major Process Hierarchy Detail:
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EGRC Details

B Columns
Commeon Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_& Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
H Major Process Hierarchy Detail
" GRI_D_PERSP_TREES_VL_4 Higrarchy Id
* GRI_D_PERSP_TREES WL_4 Hierarchy Mame
* GRI_Ir PERSP_TREES VL_4 Hierarchy Description
* GRI_D_PERSP_TREES_VL_4 Higrarchy Gro Bpel id
" GRI_[» PERSP_THEES VL_4 Hierarchy Revizion Date
* GRI_[x PERSP_TREES VL_4 Hierarchy Last State Code
* GRI_Or PERSP_TREES VL_4 Hierarchy Data Source Code
* GRL D PERSP _TREES_V\L_4 Hierarchy Last State Description
" GRI_O*_PERSP_THEES VL_4 Hierarchy Lazt State Meaning
* GRI_D_PERSP_TREES VL_4 Hierarchy State Date
* GRI_D_PERSP_TREES WL_4 Hierarchy State Code
* GRL O PERSP_TREES_VL_4 Hierarchy State Dezcription
" GRI_[* PERSP_TRHEES VL_4 Hierarchy State Meaning
* Major Proce=s=s Link
* Major Process Hierarchy Mame Link
* Object Type Code
' Object Type Name
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
" Source Language
* Language
* — U=er Defined Atftributez —
String Wen Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Number 1
* Number 2
* Number 3
" Number &
" Number &
* Date 1
* Date 2
* Date 3
* Date 4
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e Standards and Framework Hierarchy Detail:

Subject Areas for EGRCM  5-89



ORACLE Answers

EGRC Details

B Columns
Common Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_I PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_WVL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_I PERSP_ITEMS_VL_& Detail
GRI_D PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
Major Process Hierarchy Detail
B standards and Framework Hierarchy Detail
* GRI_D_PERSP_TREES_VL_5 Higrarchy id
* GRI_D_PERSP_TREES WL_5 Hierarchy Mame
* GRI_ O PERSP TREES VL_5 Hierarchy Dezcription
* GRI_D_PERSP_TREES VL_5 Higrarchy Gre Bpel id
" GRI_D_PERSP_TREE= VL_5 Hierarchy Revizion Date
" GRI_[* PERSP_TREES VL_5 Hierarchy Data Source Code
* GRI_O_PERSP_TREES VL_5 Hierarchy Last State Code
" GRI_D PERSP_TREES VL_5 Hierarchy Last State Dezcription
* GRI_D_PERSP_TREES VL_5S Hierarchy Last State Meaning
* GRI_D_PERSP_TREES WL_5 Hierarchy State Code
* GRI_D_PERSP _TREES VL_5 Higrarchy State Date
" GRI_I* PERSP_TREES VL_5 Hierarchy State Dezcription
* GRI_D_PERSP_TREES VL_5 Hierarchy State Meaning
* Standards and Framework Link
* Standardz and Framework Hierarchy Mame Link
' Object Type Code
* Object Type Name
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
* Source Language
' Language
* — U=er Defined Atftributez —
String Men Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
String Mon Trans &
* MNurmber 1
* Number 2
" Number 3
* Mumber 4
* Number 5
* Date 1
* Date 2
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EGRC Details

B Columns
Commeon Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_& Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
H Business Objective Hierarchy Detail
* GRI_D_PERSP_TREES_VL_7 Higrarchy id
* GRI_D_PERSP_TREES WL_T Hierarchy Mame
* GRI_Or PERSP_TREES VL_7 Hierarchy Description
* GRI_D_PERSP_TREES_VL_7 Higrarchy Gro Bpel i
" GRI_I* PERSP_TREES VL_7 Hierarchy Revizion Date
* GRI_[* PERSP_TREES VL_T Hierarchy Data Source Code
* GRI_Or PERSP_TREES VL_T Hierarchy Last State Code
* GRL D PERSP _TREES_VL_T Hierarchy Last State Description
" GRI_D*_PERSP_TRHEES VL_7 Hierarchy Lazt State Meaning
* GRI_D_PERSP_TREES_WL_7 Hierarchy State Code
* GRI_D_PERSP_TREES WL_7 Hierarchy State Date
* GRL D PERSP_TREES_VL_T Hierarchy State Dezcription
" GRI_I*_PERSP_TREES VL_7 Hierarchy State Meaning
* Bus=inezs Objective Link
* Business Objective Hierarchy Mame Link
* Object Type Code
' Object Type Name
* Object Type Desc
Effective Start Date
Effective End Date
Effective Sequence
Source System id
" Source Language
* Language
* — U=er Defined Atftributez —
String Wen Trans 1
String Mon Trans 2
String Mon Trans 3
String Mon Trans 4
String Mon Trans 5
* Number 1
* Number 2
* Number 3
" Number &
" Number &
* Date 1
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EGRC Details

B Columns

Commeon Dimensions

B Perspective Details
GRI_D_PERSP_ITEMS VL_1 Detail
GRI_D_PERSP_ITEMS VL_2 Detail
GRI_D_PERSP_ITEMS VL_3 Detail
GRI_D_PERSP_ITEMS VL_4 Detail
GRI_D_PERSP_ITEMS_ VL_5 Detail
GRI_D_PERSP_ITEMS_VL_6 Detail
GRI_D_PERSP_ITEMS VL_7 Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
Business Objective Hierarchy Detail
B Organization

GRI D TREES VL_1d

GRI D TREES_WVL_1 Name

GRI D TREES_WL_1 Hierarchy id
GRID_TREES WL_1 Hierarchy Mame
Organization As=ociated Object Type Code
Organization Level 1 MName
Organization Level 1 Sid
COrganization Level 2 Mame
Organization Level 2 Sid

Organization Level 3 Sid

Organization Level 4 Name
Organization Level 4 Sid

Organization Level 5 Name
Organization Level 5 Sid

Organization Level & Name
Organization Level & Sid

COrganization Level 7 Mame
Organization Level 7 Sid

Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Control Details
Issue Details
Assessment Details

" Filters
This folder iz empty.

e Financial Governance Accounts:
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EGRC Details

B Columns

Common Dimensions

B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_& Detail
GRI_D_PERSP_ITEMS_VL_7 Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws= and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
Business Objective Hierarchy Detail
Organization
B Financial Governance Accounts

GRI D TREES WL_2 d

GRI D_TREES WL_2 Mame

GRI D_TREES WL_2 Hierarchy id
GRI_D_TREES_WL_2 Hierarchy Mame

Financial Governance Accounts Associated Object Type Code

Financial Governance Accounts Level 1 Name
Financial Governance Accounts Level 1 Sid
Financial Governance Accounts Level 2 Name
Financial Governance Accounts Level 2 Sid
Financial Governance Accounts Level 3 Name
Financial Governance Accounts Level 3 Sid
Financial Governance Accounts Level 4 Name
Financial Governance Accounts Level 4 Sid
Financial Governance Accounts Level 5 Name
Financial Governance Accounts Level 5 Sid
Financial Governance Accounts Level § Name
Financial Governance Accounts Level § Sid
Financial Governance Accounts Level 7 Name
Financial Governance Accounts Level 7 Sid

Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Control Details
Issue Details
Assessment Details

v Filters
This folder is empty.

Laws and Regulations:
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EGRC Details

B Columns
Common Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D _PERSP_ITEMS_VL_2 Detail
GRI_D PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D _PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_6 Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
Business Objective Hierarchy Detail
Organization
Financial Governance Accounts
B Laws and Regulations
" GRI_D TREES V0L_3d
" GRI_D_TREES_VL_3 Mame
* GRI_D _TREES_VL_3 Hierarchy id
* GRLD_TREES_VL_3 Hierarchy Mame
" Laws and Regulations As=sociated Object Type Code
* Laws and Regulations Level 1 Name
* Laws and Regulations Level 1 Sid
= Laws and Regulations Level 2 Name
" Laws and Regulations Level 2 Sid
" Laws and Regulations Level 3 Name
" Laws and Regulations Level 3 Sid
® Laws and Regulations Level 4 Name
* Laws and Regulations Level 4 Sid
* Laws and Regulations Level 5 Name
" Laws and Regulations Level 5 Sid
* Laws and Regulations Level & Name
" Laws and Regulations Level & Sid
= Laws and Regulations Level 7 Name
* Laws and Regulations Level 7 Sid
Major Process
Standards and Framework
MP Test Perspective
Business Objective
Control Details
Issue Details
Assessment Details

" Filters
Thiz folder iz empty.

* Major Process:
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EGRC Details

B Columns

Common Dimensions

B perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_6& Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
Business Objective Hierarchy Detail
Organization
Financial Governance Accounts
Laws and Regulations
B major Process

GRID_TREES_WL_4 id
GRI_D_TREES_VL_4 Name

GRI_D_TREES_WVL_4 Hierarchy Id
GRI_D_TREES_WL_4 Hierarchy Mame
Major Procezs Azzociated Object Type Code

Major Process Level 1 Mame
Major Process Level 1 Sid
Major Process Level 2 Mame
Major Process Level 2 Sid
Major Process Level 3 Mame
Major Process Level 3 Sid
Major Process Level 4 Mame
Major Process Level 4 Sid
Major Process Level 5 Mame
Major Process Level 5 Sid
Major Process Level 6 Mame
Major Process Level 6 Sid
Major Process Level T Mame
Major Process Level 7 Sid

Standards and Framework
MP Test Perspective
Business Objective

Control Details

Issue Details

Assessment Details

" Filters
Thiz folder iz empty.

e Standards and Framework:
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EGRC Details

B Columns
Commaon Dimensions
B Perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_& Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws= and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
Business Objective Hierarchy Detail
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
H standards and Framework
" GRI.D TREES WL S5id
* GRI_O_TREES_WL_5 Mame
* GRI D _TREES WL_5 Higrarchy id
* GRI_D_TREES WL_5 Higrarchy Mame
* Standards and Framework A==ociated Object Type Code
* Standards and Framework Level 1 Name
" Standards and Framework Level 1 Sid
* Standards and Framework Level 2 Name
* Standards and Framework Level 2 Sid
* Standards and Framework Level 3 Name
* Standards and Framework Level 3 Sid
* Standards and Framework Level 4 Name
* Standards and Framework Level 4 Sid
= Standards and Framework Level 5 Name
" Standards and Framework Level 5 Sid
* Standards and Framework Level & Name
* Standard= and Framework Level & Sid
* Standards and Framework Level 7 Mame
* Standards and Framework Level 7 Sid
MP Test Perspective
Business Objective
Control Details
Issue Details
Assessment Details

" Filters
This folder iz empty.

¢ Business Objective:
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EGRC Details

B Columns

Common Dimensions

B perspective Details
GRI_D_PERSP_ITEMS_VL_1 Detail
GRI_D_PERSP_ITEMS_VL_2 Detail
GRI_D_PERSP_ITEMS_VL_3 Detail
GRI_D_PERSP_ITEMS_VL_4 Detail
GRI_D_PERSP_ITEMS_VL_5 Detail
GRI_D_PERSP_ITEMS_VL_6 Detail
GRI_D_PERSP_ITEMS_VL_T Detail
Organization Hierarchy Detail
Financial Governance Accounts Hierarchy Detail
Laws and Regulations Hierarchy Detail
Major Process Hierarchy Detail
Standards and Framework Hierarchy Detail
MP Test Perspective Hierarchy Detail
Business Objective Hierarchy Detail
Organization
Financial Governance Accounts
Laws and Regulations
Major Process
Standards and Framework
MP Test Perspective
B Business Objective

GRI D TREES VL _7id

GRI D_TREES_WVL_7 Name

GRI D TREES_VL_7 Hierarchy id
GRI D TREES_VL_T7 Hierachy Name
Business Objective Associated Object Type Code
Bu=inezs Objective Level 1 Name
Bu=inezs Objective Level 1 Sid
Buzinez=z Objective Level 2 Name
Bu=inezs Objective Level 2 Sid
Business Objective Level 3 Name
Bu=inezs Objective Level 3 Sid
Bu=inezs Objective Level 4 Name
Businezs Objective Level 4 Sid
Bu=inezs Objective Level 5 Name
Businezs Objective Level 5 Sid
Bu=inez=s Objective Level & Name
Bu=inezs Objective Level & Sid
Business Objective Level T Name
Bu=inezs Objective Level 7 Sid

Control Details
Izssue Details
Assessment Details

W Filters
This folder iz empty.

e Control Details:

Control Details consists of the following;:
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EGRC Details

£ Columns
El

[ criteria | Resuits | Prompts | Advanced
Comman Dimensions Columns
Perspective Details

ntrol Details

Click on column names in the selection pane o add them to the request Once added, drag-and-drop columns to reorder them. Edita
Control Test Instructions

Control Test Plans

Control Test Stey

Fact Control Association Details
Issue Details

Assessment Details

¥ Fitters y
s folder is cmpty. Filters
Add flters to the request criteria by holding down the CTRL key and clicking on column names in the selection pane, or by dlicking on the
Refresh Display

filter button below included columns. Add a saved filter by clicking on its name in the selection pane
Reload Server Wetadats

Combine with Similar Request

For further information on Control Details, please refer to the same area in the
Financial Governance Module section in this chapter.

e Control Test Instructions:
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EGRC Details

B Columns

Common Dimensions

Perspective Details

E Control Details

B control Test Instructions

Tezt Ingtruction id
Te=t Inztruction Name
Test Instruction Description
Te=st Instruction Sample Size
Tezt Ingtruction Tezt Plan id
Te=t Instruction Type

Teszt Ingtruction Revizion Date
Tezt Ingtruction Effective Status
Te=t Inztruction Failure Action
Test Instruction Failure Template
Te=st Instruction lzzue Template
Tezt Ingtruction Last State Code

Teszt Ingtruction Last Status Code

Test Instruction State Code

Teszt Ingtruction State Date

Tezt Ingtruction State De=scription
Tezt Instruction State Meaning
Test Instruction Status Code

Test Ingtruction Status Date

Tezt Ingtruction Status De=scription
Teszt Instruction Status Meaning
Test Instruction CMS Info Direction
Te=st Instruction CMS Policy Id
Teszt Ingtruction CMS Service Code
Teszt Instruction CMS Service Id
Effective End Date

Effective Sequence

Effective Start Date

Language

Source Language

Source System id

— U=zer Defined Attributes —
Current Indicator

Mumber 1

Mumber 2

MNumber 3

Mumber 4

Mumber &

Date 1

Date 2

Date 3

Date 4

Date 5

Test Instruction Association Status

Te=t Instruction Last State Dezcription
Test Instruction Last State Meaning

Tezt Ingtruction Last Status De=scription
Tes=t Inztruction Last Status Meaning
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=

EGRC Details

B Columns
Common Dimensions
Perspective Details
B control Details
Control Test Instructions

Control Test Plans

Te=t Plan id

Test Plan Type

Te=t Plan Name

Te=t Plan Description

Tezt Plan Frequency

Te=t Plan Control id

Test Plan Activity Code

Te=st Plan Activity Name
Tezt Plan Activity Description
Test Plan Aszzociation Status
Test Plan Effective Status
Te=t Plan Gre Bpel d

Tezt Plan Last State Code
Test Plan Last Status Code
Te=t Plan Revizion Date
Tezt Plan State Code

Tezt Plan State Date

Test Plan Status Code

Test Plan Status Date

Te=st Plan Last State Description

Tezt Plan Lazt State Meaning

Test Plan Last Status Description

Test Plan Last Status Meaning
Te=t Plan State De=zcription
Tezt Plan State Meaning
Test Plan Status Description
Test Plan Status Meaning
Effective End Date
Effective Sequence
Effective Start Date
Language

Source Language

Source System id

Current Indicator

— Uzer Defined Attributes —
Mumber 1

Murnber 2

Mumber 3

Mumber 4

Mumber 5

Date 1

Date 2

Date 3

Date 4

Date 5

String Mon Trans 1

String Mon Trans 2
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ORACLE Answers

EGRC Details

8 Columns
Common Dimensions
Perspective Details
B Control Details
Control Test Instructions
Control Test Plans
B control Test Step
Test Step id
Test Step Description
Te=st Step Order
Test Step Revizion Date
Test Ingtruction id
Test Step As=ociation Status
Test Step Effective Status
Effective End Date
Effective Sequence
Effective Start Date
Fact Control Association Details
Iszue Details
Assessment Details

" Filters
Thiz folder iz empty.

e Fact Control Association Details:

ORACLE Answers

EGRC Details

B Columns
Common Dimensions
Perspective Details
B control Details
Control Test Instructions
Control Test Plans
Control Test Step
B Fact Control Association Details
' Assopciation Sid
* Object Type Code
* Te=st Instruction Sid
* Test Plan Sid
' Test Step Sid
Izsue Details
Assessment Details

" Filters
Thiz folder iz empty.

5-104 Oracle Governance, Risk and Compliance Intelligence User's Guide



Issue Details:

Issue Details consists of the following:

EGRC Detail . )
@ Co\u::ﬁsls () untitied Analysis

Common Dimensions.

Perspective Details. Columns
Controt Detats Click on column names inthe selection pane to add them to the request Once added, drag-and-drop columns 1o reorder them. Edit a
 Issue Details column's format, formula and filters by dlicking the butions below its name. (2
ancial Governancelssue
€l Issue_Invalid {There are o |
ClIssue | counnsin |
w s sue UDT | this request. |
1_D_ISSUES_VL 5
u
@ Fact - Issues Filters.
Object Types - Activity Type Add iters 1o the request criteria by holding down the CTRL key and dicking on column names in the selection pane, or by dlicking on the
e filter button below included columns. Add a saved filter by dlicking on its name in the selection pane. [z
‘Assessment Details
¥ Filters

“This folder i empty.

Combine with Similar Request

Refresn Display.

Reload Server Wetadsta

For further information on Issue Details, please refer to the same area in the
Financial Governance Module section in this chapter.

Financial Governance Issue:
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EGRC Details

B Columns
Commeon Dimensions
Perspective Details
Control Details
B Izsue Details
B Financial Governance Issue
* Financial Gowvernance lzsue Id
* Financial Governance lzsue Name
' Financial Governance lezue Description
* |lz=ue Object Type Code
Financial Governance lzsue Class Code
Financial Governance lezue Remediation Flag
Financial Governance lzzue Date
Financial Governance lezue Severity Code
Financial Governance lzsue Likelihood Code
Financial Governance lezsue Currency Code
Financial Governance lzzue Impact Cost
Financial Governance lezue Reazon Code
Financial Governance lzsue State Code
Financial Governance lzzue Last State Code
Financial Governance lzzue State Date
Financial Governance lezue Open Date
Financial Governance lzsue Valid Date
Financial Governance lz=ue Hold Date
Financial Governance lzzue Remediation Date
Financial Governance lzzue Clozed Date
Financial Governance le=ue Originator
Financial Governance le=ue Originator User
Financial Governance lzzue Source Code
Financial Governance lzzue Incident Flag
Financial Governance le=ue Origin Object Type
Financial Governance lesue Origin Object Id
Financial Governance lzzue Action Code
Financial Governance lzsue Revizion Date
Financial Governance lzsue Detailed Description
Financial Governance lzzue Comments
' |zzue Object Name
* |lz=ue Object Description
Financial Governance lzsue Object Class Name
Financial Governance lesue Object Clazs Dezcription
Financial Governance lzzue Severity Meaning
Financial Governance lkesue Severity Description
Financial Governance lzsue Likelihood Meaning
Financial Governance lzzue Likelihood Dezcription
Financial Governance lzzue Currency Mame
Financial Governance lgzue Currency Description
Financial Governance le=ue Reason Meaning
Financial Governance lzzue Reazon Description
Financial Governance lzzue State Meaning
Financial Governance lzzue State Description
Financial Governance lesue Last State Meaning
Financial Governance lzsue Last State Description
Financial Governance lzzue Action Meaning
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EGRC Details

B Columns
Commeon Dimensions
Perspective Details
Control Details
B Izsue Details
Financial Governance lssue
GRCI Issue_lnvalid
B GRCllIssue
* GRCI lz=ue Sid
* GRCI lz=ue id
* GRCI lz=zue Hame
* GRCI lzzue Description
' |zzue Object Type Code
* GRCIlz=ue Clazz Code
* GRCI l=zue Remediation Flag
* GRCI lzzue Date
' GRCI lzsue Severity Code
* GRCI lz=ue Likelihood Code
* GRCIlzsue Currency Code
* GRCI lzzue Impact Cost
* GRCI lzzue Reazon Code
* GRCI lz=ue State Code
* GRCI l==ue Last State Code
" GRCI lz=ue State Date
' GRCIlz=ue Open Date
* GRCI lz=ue Valid Date
* GRCI lz=ue Hold Date
* GRCI lz=ue Remediation Date
* GRCIlzzue Clozed Date
* GRCI lz=ue Originator
* GRCI lz=ue Originator User
" GRCI lz=ue Source Code
" GRCI lz=ue Incident Flag
* GRCI lz=ue Origin Object Type
* GRCI lzzue Origin Object id
" GRCI lz=ue Action Code
* GRCI lzzue Revizion Date
* GRCI lz=ue Detailed Description
* GRCI lz=ue Comments
* lzzue Object Name
' |z=ue Object Description
* GRCIlz=ue Object Clazs Name
* GRCI lz=ue Object Class Description
* GRCI lzzue Severity Meaning
' GRCI lz=ue Severity Description
* GRCIlz=ue Likelihood Meaning
* GRCI lzzue Likelihood Description
* GRCI lzzue Currency Mame
' GRCI lz=ue Currency Description
* GRCIlz=ue Reazon Meaning
* GRCI lzzsue Rea=zon Description
* GRCI lzzue State Meaning
' GRCI lz=ue State Dezcription
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e [Issue:
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EGRC Details

B Columns
Common Dimensions
Perspective Details
Control Details
H Issue Details
Financial Governance lssue
GRCI Issue_Invalid
GRCIIssue
New Issue UDT
GRI_D_ISSUES_VL_5
B Izsue
" lzzue Sid
" lz=ue id
' |lzzue Name
' |z=ue Description
* lz=ue Object Type Code
* lzsue Class Code
* lzzue Remediation Flag
* lzzue Date
" l==ue Severity Code
* Izsue Likelihood Code
* Currency Code
' |zzue Impact Cost
" lzzue Reazon Code
* lzsue State Code
' |lzzue Last State Code
* lzzue State Date
* |lz=zue Open Date
* lzsue Valid Date
' |zzue Hold Date
* lzzue Remediation Date
* Izzue Clozed Date
* lz=ue Originator
* lzzue Originator User
* lzzue Source Code
* lz=ue Incident Flag
* lz=ue Origin Object Type
* lz=ue Origin Object Id
* lzzue Action Code
* Izzue Revizion Date
* |z=ue Detailed Description
' |zzue Commentz
' |lzzue Object Name
* |lz=ue Object Dezcription
* lz=ue Object Clazs Name
* lzzue Object Clazs Dezcription
' |lz=ue Severity Meaning
* lz=ue Severity Description
* lz=ue Likelihood Meaning
* Iz=zue Likelihood Deszcription
* Currency Mame
* Currency Description
* |lz=ue Reason Meaning
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ORACLE Answers

EGRC Details

B Columns
Common Dimensions
Perspective Details
Control Details
H Issue Details
Financial Governance lssue
GRCI Issue_Invalid
GRCIIssue
New Issue UDT
GRI_D_ISSUES_VL_5
Issue
B Fact - Issues
" lzzue Sid
' |z=ue id
lz=zue Clazz Code
Azzociation Sid
Mode Sid
Object d
lzzue Object Type Sid
lzzue Object Type Code
Object Type Sid
Object Type Code
Object Clazs Code
Baze Object Type id
Aszeszzment Sid
Azzeszment Result Sid
Activity Object Type Sid
lz=zue Date Sid
Impact Cost
Source System Id
Created By Uzer
Last Updated Uzer
Financial Governance lzsue Count
GRCI lzzue_Invalid Count
GRCI lezue Count
Mew lzzue UDT Count
GRI_D_ISSUES_VL_S Count
lz=zue Related Component Count
Financial Governance lzzue Open Count
GRCl e=ue_Invalid Open Count
GRCl lesue Open Count
MNew lzzue UDT Open Count
GRI_D_ISSUES_VL_S Open Count
Total lzzue Count
* Total lz=ue Open Count
Object Types - Activity Type
Object Types
Assessment Details

" Filters
Thiz folder iz empty.

Subject Areas for EGRCM
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* Object Types - Activity Type
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ORACLE Answers
EGRC Details

B Columns
Commeon Dimensions
Perspective Details
Control Details
B Issue Details

Financial Governance lssue
GRCI lssue_Invalid

GRCl Issue

Hew Ilz=sue UDT
GRID_ISSUES_VL_5

Issue

Fact - Issues

Object Types - Activity Type

* Object Type d

Object Type Code

Object Mame

Baze Object Mame

Baze Object Type id

Leading Object Flag

Leading Object Name

Leading Object Type id

Object Application Module
Object Baze Table Name

Object Clazs Type

Object Core Flag

Object Deleg Model Code
Object Description

Object Description Column Mame
Entity Object Name

Object id Colurmnn Mame

Object In Use Flag

Object lz=zue Flag

Object Aviailable For Azzesamentz Flag
Object Loo=zely Coupled Flag
Object Owning Module Id
Object Page Definition Code Edit
Object Page Defintion Code View
Object Perspective Flag

Object Taskflow

Object Title Column Name
Object Type Sid

Object UDA Entity Object Mame
Object UDA Flag

Object UDT Flag

Object Uzernams

Object Ver=ion Flag

Object View Name

Object View Object Definition Path
Object Worklizt Category Code
Source System id

UDA Object

View Object Name

Created By Uszer

Subject Areas for EGRCM
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* Object Types:
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ORACLE" Answers

EGRC Details

B Columns
Commeon Dimensions
Perspective Details
Control Details
B Issue Details

Financial Governance lssue
GRCI Izsue_Invalid

GRCl Issue

Hew lssue UDT
GRI_D_ISSUES_VL_5

Issue

Fact - Issues

Object Types - Activity Type
Object Types

* Ba=e Object Type id

Object Type d

Object Type Code

Object Mame

Baze Object Name

Leading Object Flag

Leading Object Name

Leading Object Type Id

Object Clazs Type

Object Core Flag

Object Deleg Model Code
Object Description

Object De=scription Column Name
CObject Application Module
Object Base Table Name

Entity Object Name

Object Id Column Mame

CObject In Use Flag

Object lz=zue Flag

Object Avlailable For Azzezzmentz Flag
Object Loozely Coupled Flag
Object Owning Module id
Object Page Definition Code Edit
Object Page Definition Code View
Object Perzpective Flag

Object Taskflow

Object Title Column Name
Object UDA Entity Object Mame
Object UDA Flag

Object UDT Flag

Object Uzername

Object Ver=ion Flag

Object View Name

Object View Object Definition Path
Object Worklist Category Code
UDA Object

View Object Name

Source System id

Created By User

Subject Areas for EGRCM
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e Assessment Details:

Assessment Details consists of the following:

ORACLE' Answers [ criteria | Results | prompts | Advanced Dashboards - Answers - lore Products =
EGRC Details
co
=

erspective Details Columps
antrol Details Click on column names in the selection pane to add them o the request Once added, drag-and-drop columns to rearder them. Edita
etails column's format, formula and filters by clicking the buttons below its name. 21

&l Assessment Details
Assessment
Assessment Resuit
@ Assessment Activity Component Results
Assessment Activity Control Results
Assessment Activity Risk Results
GRI_D_ASMT_ACTVRSLT_UDA_PERSP_VL Filters.
i e he Add filters to the request riteria by holding down the CTRL key and clicking on calumn names in the selection pane, or by clicking on the
Bl Ceseoem e iR filter button below included columns. Add a saved filter by clicking on its name in the selection pane. [
Fact - Assessment

W Filters
This folder i empty.

Combine with Similar Request

Refresn Display.

Reload Server Netadata

For further information on Assessment Details, please refer to the same area in
the Financial Governance Module section in this chapter.

e Assessment
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ORACLE Answers

=

EGRC Details

B Columns
Common Dimensions
Perspective Details
Control Details
Issue Details
B Assessment Details

Assessment

* Az=zez=ment Plan id

Azzeszment Template id

Azze=zment id

Aszze=zzment Name

Aszze=zzment Mame Link

Azzeszment Description

Azze=zment Plan Name

Azzezzment Plan Description

Aszze=zzment Template Name

Azzeszment Template Description
Azzezzment Survey Prefi Name
Azzezsment Type Code

Aszze=zzment Type Meaning

Azzeszment Type Description

Azze=zment Initiate Date

Azzeszment Resultz Entry Start Date
Aszze=zzment Resultz Entry Due Date
Azzeszment Resultz Entry Completion Date
Azzezzment Source Completion Object Type Code
Azzessment Source Completion Object Type Description
Aszze=zzment Source Completion Object Type Name
Aszze=zment State Date

Azze=zment State Code

Azzezzment State Meaning

Aszsze=zzment State Description

Aszze=zment Last State Code

Azzezzment Last State Meaning
Azzezsment Last State Description
Aszze=zzment Plan Effective End Date
Azzeszment Plan Effective Sequence
Azze=zment Plan Effective Start Date
Azzezsment Template Effective End Date
Asz=ze=zment Template Effective Sequence
Azzeszment Template Effective Start Date
Language

Source Language

Created By User

Lazt Updated Uszer

Source System id

Assessment Result

Asszsessment Activity Component Results
Azzeszament Activity Control Results
Aszsessment Activity Risk Results

GRI_D ASMT_ACTVRSLT_UDA_PERSP_VL
Aszsszessment Test Instruction Results
Aszzeszment Test Plan Results

Subject Areas for EGRCM
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e Assessment Result

ORACLE" Answers
EGRC Details

B Columns
Commeon Dimensions
Perspective Details
Control Details
Issue Details
H Aszessment Details
Assessment
B Assessment Result
' Assezzment Rezults Sid
Azzeszment Hesuliz Rezponze Code
Azzezzment Resultz Rezponse Description
Azzezzment Results Response Name
Aszze=zment Results Response User
Azzesament Resuliz Activity Code
Azzezzment Results Activity Description
Azzezzment Results Activity Name
Azzeszment Result Due Date
Aszzezament Resultz Due Date Sid
Azzezzment Result Completion Date
Azzezzment Resultzs Completion Date Sid
Azzezzment Resultz Start Date
Azezesament Resulte Object id
Azzezzment Resultz Object Type Code
Azzezzment Results Object Mame
Aszze=zzment Results Object Dezcription
Azzezzment Resultz Note
Azzezzment Results Samplez Collected
Aszze=zzment Resultz State Date
Azzeszment Resultz State Code
Azzesazment Hesultz State Meaning
Azzezzment Resultz State Description
Aszze=zament Results Last State Code
Aszze=zzment Resultz Last State Meaning
Azzeszment Hesultz Last State Description
Created By User
* Last Updated User
Asszsesszment Activity Component Results
Azzeszament Activity Control Results
Aszseszment Activity Risk Results
GRIL_D ASMT_ACTWVRSLT_UDA_PERSP_VL
Aszseszment Test Instruction Results
Aszzezzment Test Plan Results
Fact - Assessment

" Filters
Thiz folder iz empty.

e Assessment Activity Component Results
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ORACLE Answers

EGRC Details

B Columns
Commaon Dimensions
Perspective Details
Control Details
Issue Details
B Assessment Details
Assessment
Assessment Result
H Assessment Activity Component Results
" Result id
Source System id
* Language
* Source Language
" Date 1
* Date 2
* Date 3
" Date 4
" Date 5
* Date &
" Date ¥
" Date 8
' Date 9
* Date 10
* Date 11
* Date 12
* Date 13
* Date 14
* Date 15
* Date 16
" Date 17
* Date 18
* Date 19
* Date 20
' Date 21
* Date 22
* Date 23
* Date 24
' Date 25
* Date 26
* Date 27
* Date 28
' Date 20
* Date 30
* Mumber 1
" Mumber 2
" Mumber 3
* Mumber 4
* Mumber 5
* Mumber &
" Mumber 7
* Mumber &
* Mumber 9
* Mumber 10
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* Assessment Activity Control Results
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ORACLE Answers
EGRC Details

B Columns
Common Dimensions
Perspective Details
Control Details
Izsue Details
B Assessment Details
Assessment
Assessment Result
Aszszezament Activity Component Results
B Assessment Activity Control Results
* Result id
Source System id
' Language
" Source Language
* Date 1
* Date 2
" Date 3
* Date 4
* Date 5
" Date &
" Date 7
* Date &
" Date 9
* Date 10
* Date 11
* Date 12
* Date 13
" Date 14
' Date 15
* Date 16
* Date 17
* Date 12
* Date 19
* Date 20
* Date 21
* Date 22
' Date 23
* Date 24
* Date 25
* Date 26
* Date 27
* Date 28
* Date 25
* Date 30
" Murmber 1
* Mumber 2
* Mumber 3
" Mumber 4
" Mumber 5
* Mumber 6
" Mumber ¥
* Mumber 2
" Mumber 9
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* Assessment Activity Risk Results
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ORACLE Answers

EGRC Details

B Columns
Commaon Dimensions
Perspective Details
Control Details
Izzue Details
B Assessment Details
Assessment
Assessment Result
Aszszezzment Activity Component Results
Aszseszment Activity Control Results
H aAssessment Activity Risk Results
" Result id
Source System id
* Language
" Source Language
" Date 1
' Date 2
* Date 3
* Date 4
" Date 5
' Date &
* Date ¥
* Date &
" Date 9
* Date 10
* Date 11
* Date 12
' Date 13
" Date 14
* Date 15
* Date 15
" Date 17
' Date 18
* Date 19
* Date 20
' Date 21
' Date 2
* Date 23
* Date 24
' Date 25
' Date 26
* Date 27
* Date 28
' Date 20
* Date 30
* Mumber 1
* Mumber 2
" Mumber 3
" Mumber 4
* Mumber 5
* Mumber &
" Mumber 7
" Mumber 2
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e Assessment Test Instructions Results
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ORACLE Answers

EGRC Details

B Columns
Common Dimensions
Perspective Details
Control Details
Issue Details
B Assessment Details
Assessment
Assessment Result
Assessment Activity Component Results
Asszsessment Activity Control Results
Azszezzment Activity Risk Results
GRI_D ASMT_ACTWVRSLT_UDA_PERSP_VL
H aAssessment Test Instruction Results
" Result id
Source System id
* Language
" Source Language
" Date 1
' Date 2
* Date 3
* Date 4
" Date 5
' Date &
* Date ¥
* Date &
" Date 9
* Date 10
* Date 11
* Date 12
' Date 13
" Date 14
* Date 15
* Date 15
" Date 17
' Date 18
* Date 19
* Date 20
' Date 21
' Date 2
* Date 23
* Date 24
' Date 25
' Date 26
* Date 27
* Date 28
' Date 20
* Date 30
* Mumber 1
* Mumber 2
" Mumber 3
" Mumber 4
* Mumber 5
* Mumber &
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e Assessment Test Plan Results
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ORACLE Answers
EGRC Details

B Columns
Common Dimensions
Perspective Details
Control Details
Izsue Details
B Assessment Details
Assessment
Assessment Result
Aszszeszament Activity Component Results
Aszsesszment Activity Control Results
Assessment Activity Risk Results
GRI_D ASMT_ACTVRSLT_UDA_PERSP_VL
Azzezament Test Instruction Results
B Assessment Test Plan Resulis
" Source System Id
Language
Source Language
Date 1
Date 2
Date 3
Date 4
Date 5
Date 6
Date 7
Date 8
Date 9
Date 10
Date 11
Date 12
Date 13
Date 14
Date 15
Date 16
Date 17
Date 18
Date 19
Date 20
Date 21
Date 22
Date 23
Date 24
Date 25
Date 26
Date 27
Date 28
Date 29
Date 30
AzemiTPRELTSUDAT
MNurnber 2
MNumber 3
Number 4
Number 5
Nurmber &
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e Fact - Assessment

ORACLE Answers

EGRC Details

B Columns
Common Dimensions
Perspective Details
Control Details
Issue Details
B Assessment Details
Assessment
Assessment Result
Aszessment Activity Component Results
Aszessment Activity Control Results
Aszsessment Activity Risk Results
GRI_D_ASMT_ACTVRSLT_UDA_PERSP_VL
Aszessment Test Instruction Results
Aszzessment Test Plan Results
B Fact - Assessment
" Certified Azsezsment Count
* Last Certified On
" Menth Agoe Certified Az=zezsment Count
* Quarter Ago Certified A=z=ze=zment Count
" Year Ago Certified Az=zessment Count
® Total Financial Governance Risk Tested Count

W Filters
Thiz folder iz empty.

Refresh Dizplay
Reload Server Metadata
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6

Application Access Control Dashboards

SOD Policy Dashboard

The SOD Policy Dashboard consists of two tabs:

e Qverview

e Details

ORACLE' Intoractive Dashboards My Dashboard AudiScoping  Financial Governance  SOD Policy  SOD Policy - Auditor  SOD Policy - Owner  SOD Policy Conflicts

50D Policy Welcome, Administrator!  Dashboards - Answers - More Products = - Seffings ~ - Log Out

Overview | Details Page Options ~

A

Year TInstance Name Platform Name Policy Type ?
=

Overview Tab

The SOD (Segregation of Duties) Policy Dashboard Overview Tab consists of the
following reports by default, but you can customize the page to add custom reports if
desired. You can also choose to limit the reports by Year, Instance Name, Platform
Name, and Policy Type using the dashboard prompts:

¢ Policy Distribution by Application:

This report details by application area the distribution of SOD Policies for the
current and prior year as well the percent change. This report drills to the SOD
Policy Summary - Active in Current Year report.
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B

(Drill on count to view SO0 Policy Detail)

Select view

Year Ago Policy Count

p Policy Distribution by Application 2

O 2008, Oracle Approval Required

] 2008, Dracle, Monior

O 2008, PeopleSoft, Approval Required
[ | 2010, 0racle Approval Required
(] 2010,0racle,Monior

] 2010, PeoplaSoft, Approval Required

Policy Status iz equal to Active
and (Policy Count - IFNULL(ear Ago Policy Count, 0}) / Policy Count * 100.0 iz not null

Modify - Refresh - Download

* SOD Policy Summary — Active in Current Year:

This report provides an overall summary view of an SOD Policy covering the policy
name, owner, status, and priority. This report drills to the SOD Policy Exclusions

report.

S0D Policy Welcome, Administr
., SOD Policy Summary - Active in Current Year o
= '/ (Drill on SOD Pelicy Prierity to See Associated Exclusions) :

Platform llame| llame| Policy Type ‘ Policy ID| Policy Name | Policy Version i Policy Status | Policy Owner User Name | Policy Priority
Oracle OracleEBS11i Approval Reguired 2 Test EBS Pol 01 4 Active admin 1

Policy Status is equal to Active
and YEAR(™- Policy”."Policy Effective Start Date™) <= "- Time"."rear”
and Instance Name iz equal to OracleEBS11i
and “ear iz egual to 2009
and Policy Type is equal to Approval Required
and Policy ID Link is equal to <a href="http:/laj whaq. htmil? policyld=3"TARGET=my -3 <la>

and Policy Name is equal to Test EBS Pol 01

* SOD Policy Exclusions:
This report details by SOD Policy the exclusions associated with the policy and the
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type of exclusions (Policy Level or Global).

SOD Policy Trend:

This report shows the trend of the number of SOD Policies by policy type and
access point type.

P

SOD Policy Trend

Select View Type | Policy Type hd |

Select View

20 10.00%

E
2 1& £.00%
3 9% Change
=
o L
=
o
o

_gn i [ E‘ B Policy Count
-1 =
;] - a
» F
5 & 4.00% Yaar Ago
a Palicy Count
s
& L
=}
a

4 2.00%

i} . 0.00%

Approval Required Monitor Prevent
Policy Type

"~ Time" "Year” = year(CURRENT_DATE}
Modify - Refresh - Download
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SOD Policy Trend

Select View Type | Access Point Type v |

Select View

10 10.00%

- & £00%

=

§ L

. e

S 6 6.00% + Change

= L

o o

'% 4 4.00% = W Policy Count
m

] r &

> 2 200%

g I L Year Ago

a Policy Count

: BN E N R

= 3 g - & 2] 2 &

a a5 & LA F & F

25 & &
o N -
& PO
o -
&
g

Access Point Type

"- Time"."Y'ear” = year(CURRENT_DATE)
Modify - Refresh - Download

* SOD Policy Count:

This report details the distribution of SOD Policies over key dimensions (for
example, SOD Policy Type, Risk, Process). This report drills to the SOD Policy
Summary report.
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Details Tab

L

.

S0OD Policy Count
(Drill on Policy Count to view the SOD Policy Summary report)

Select Dimension
Select View

1 | | | I | | Palicy Count
a

PeogleSoft PeaplesofFINED Financial
Fr...

Polizy Count

Oracle,OraclkeEBS1 11, Regulaiory
Comglian...

Oracle, OracleEBS1 11, Thedt of
Azaels

Platform Mama,Instance Name,Risk

Modify - Refresh - Dewnload

e SOD Policy Summary:

p

This report provides an overall summary view of an SOD Policy covering the policy
name, owner, status, and priority. This report drills to the SOD Policies Exclusions

report.
A
+ 50D Policy Summary
'/ (Drill en SO0 Policy Pricrity to See Azszociated Exclusions)

Platform Instance Policy | Policy Version Policy Policy Owner User | Policy
Name Name Policy Type |ID Number Policy Hame | Status Name Priority
Oracle OrackeBstii | ~Pproval 5 q[TestORCLPOl - e |admin 1

Required 01

. |Approval Test EBS Pol . X

Oracle OracleEBS11i Required (] 3 % Active admin 3

Approval Test PSFT Pol . .
PeopleSoft PeoplesoftFINED Required 1 2 01 Active admin 1

Approval Test PSFT Pol . .
PeopleSoft PeoplesoftFINGS Required 3 1 04 Inactive | admin 1
PeopleSoft | PeoplesoftFINGS Monitor 4 1 ;?t B el athr 2

(El (Il D@ Records 1-5
Modify - Refresh - Download
The SOD Policy Details Tab displays the following reports by default, but you can
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customize the page to add custom reports if desired. You can also choose to limit the
reports by Year, Instance Name, Platform Name, and Policy Type using the dashboard
prompts:

¢ Entitlement Exposure by SOD Policy Count:

This report shows the top ten SOD Policy entitlements that are associated with an
SOD Policy. This report drills to the Policy Detail report.

b

Entitlement Exposure by S0D Policy Count
L [Drill on Entitlement Count to Yiew Detail Ertitlement Information)

Select View

U
A
=
sy
g\ 3
= Entitarnent
a Count
E
= 200
=
|
100
i - — L _|
Oracle sallake ag1_5102 Monlbor Oracle sallake ag1_5102 Frevant
Oracle sallake ag1_5102,Approval
Requl._.

Flatform Mama, Instance Marme, Falicy Typse

Ertitlerment Count iz intop 10
Madify - Refresh - Download

¢ Policy Detail:

This report is the drill report from Entitlement Exposure by SOD Policy Count and
contains the Policy Details.
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S0D Policy Welcome,

?
= 7 Policy Detail )

Platform Name| Instance Hame | Policy Type Policy Name | Policy ID| Policy Owner User Name | Entitlement Name | Access Point Name
PeopleSoft PeoplesoftFINES  Approval Required Test PSFT Pol 01 1 admin Not Available ADJUST BLLS
PeopleSoft PeoplesoftFINGS  Approval Required Test PSFT Pol 01 1 admin Test PSFT Ent 01 Chief Financial O fficer
PeopleSoft PeoplesoftFINGS  Approval Required Test PSFT Pol01 1 admin Test PSFT Ent 01 FIN_REPORTING
PeopleSoft PeoplesoftFINGS  Approval Required Test PSFT Pol 01 1 admin Test PSFT Ent 01 Financial Analysis

“ear iz equal to 2010
and Platform Name iz equal to People Soft
and Instance Mame iz equal to PeoplesoftFING9
and Policy Name iz equal to Test PSFT Pol 01
and Policy Type is equal to Approval Required

SOD Policy Effective Date Tracking:

This report tracks when an SOD Policy will become effective and provides a
counter of days remaining until the SOD Policy becomes active.

A
. . . ?
S0D Policy Effective Date Tracking
Policy Type| Policy ID| Policy Hame | Priority| Effective Date | Days Till Effective Date ~
Monitor 3 Future Date Policy 5 2M52010 12:00:00 AN 61

TIMESTAMPDIFF( SQL_TSI_DAY , CURRENT_DATE , Policy Effective Date) iz greater than 0
and CAST (Policy Id AS VARCHAR ( 50 )) | CAST (Policy Version Number AS WVARCHAR ( 10 }) equal to any Policy Id and Version Number
in 50D Policy Effective Date Tracking - Max version filter
Modify - Refresh - Download

High Priority SOD Policies By Business Processes:

This report shows High Priority SOD Policies, policy type, priority and associated
business processes.

A
! ?
p High Priority 50D Policies By Business Processes :
Process | Policy Type Policy Hame Policy Priority| Policy Owner User Name | Generic Dim Type
Capital and Rigk Monitor Test PSFT Pol 04 2 admin Busziness Process
Financial Close and Reporting | Approval Required Test PSFT Pol 01 1 admin Buszinezs Process
Human Resources Prevent Test EBS Pol 02 1) admin Busziness Process
Logistics Prevent Test EBS Pol 03 2 admin Businezs Process
Manufacturing Prevent Test EBS Pol 02 1 admin Businezs Process
Order to Cash Prevent Test EBS Pol 02 1 admin Busziness Process
Procure to Pay Approval Required | Test EBS Pol 01 1 admin Businezs Process
Support Services Monitor Test PSFT Pol 03 2 ssamudra Business Process

Request contains no fiters
Modify - Refresh - Download

Top 10 Policy Exclusions:

This report details the top 10 policy exclusion types (and their values) associated
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with SOD Policies and the count of policies for each exclusion type. This report
drills to the Top 10 Policy Exclusions - Policy Summary report.

B

. - Top 10 Policy Exclusions
f g / [Crill ©n Report Values To View Detail Information)

Select View

3
Conditions
| | | Count

Prevent TESTA_PS, User Monitor, Policy 001, User Monitor, Palicy
001, Accass Point

E-

Conditions Counit
ta

Palicy Type,Policy Name,Exclusion Type

Global Condition Value Flag iz equalto H
and Policy Court iz in top 10
and Policy Mame iz not equal to £ iz not in Hot Available

hadity - Refresh - Download

e Top 10 Policy Exclusions — Policy Summary:

This report is displayed when the user drills on report values to view detail
information from the Top 10 Policy Exclusions report.

6-8 Oracle Governance, Risk and Compliance Intelligence User's Guide



S0D Policy - Owner

— ?

G li Top 10 Policy Exclusion - Policy Summary i
Policy ID| Policy Hame Policy Version Number| Policy Type Policy Status | Policy Description| Policy Priority
1 Test PSFT Pol 1 2 Approval Required Active Test PSFT Pol 01 1
3 Test EBS Pol 01 4 Approval Required Active Test EBS Pol 01 1
4 Test EBS Pol 02 4 Prevent Active Test EBS Pol 02 1

Return - Modify - Refresh - Download - Create Bookmark Link

SOD Policy - Auditor Dashboard

Overview Tab

The SOD Policy - Auditor Dashboard consists of three tabs:

e QOverview
e Details

e SOD User Review

ORACLE" Interactive Dashboards My Dashboard  Audit Scoping ~ Financial Governance  SOD Policy  SOD Policy - Auditor  SOD Policy - Owner  SOD Policy Conflicts

50D Policy - Auditor Welcome, Administrator!  Dashboards - Answers - More Products v - Seftings ~ - Log Out

Overview || Details | SOD User Review Page Options ~

A

Year Instance Hame: Platform Name Policy Type Access Point Type ?
v co v col Vol v col v co

The SOD Policy - Auditor Overview Tab displays the following reports by default, but
you can customize the page to add custom reports if desired. You can also choose to
limit the reports by Year, Instance Name, Platform Name, Policy Type and Access Point
Type using the dashboard prompt:

* SOD Policy Conflicts by User:

This report provides a multi-drill path capability to analyze SOD Policy conflicts by
User, Access Point and SOD Policy. Users can select specific Application User(s)
using the report prompt. This report drills to the SOD Policy Conflicts by User —
Policy Access Point & Role report.
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B

Application User Name

e ©

»  S0D Policy Conflicts by User
= '/ (Drrill on count to view SOD Policy Conflictz by User - Policy Access Point & Role report)

Application User Name| Policy Type Policy Violation Count™
ADB Approval Required 1
BSC Approval Required 1
MFG Approval Required 1
OPK Approval Required 1
FJM Approval Required 1
SFM Approval Required 1
SVP Approval Required 1
ALAN Approval Required 1
ER14 Approval Required 1
HEMS Approval Required 1

(EE II:I@ Records 1 - 10

Modify - Refresh - Download

e SOD Policy Conflicts by User — Policy Access Point & Role:

This report provides capability to analyze SOD Policy Conflicts by Application User
and Policy Type. The data can be viewed by Policy Name, Access Point Name -
Privilege, or Access Point Name - Role by selecting the desired dimension from the
LOV.

S0D Policy - Auditor

i ; ?
s f 50D Policy Conflicts by User - Policy,Access Point & Role )

select Dimension | Access Point Name - Privieges % |

Application User HName | Policy Type | Access Point Hame - Privilege=| Policy Violation Count
COLOMBLA Approval Required ABC Groups 2
COLOMBLA Approval Reguired  Procurement Card Transactions 2
COLOMBLA Approval Reguired | System Controls 1

Policy Type iz equal to Approval Required
and Related User Name iz equal to COLOMBIA

* SOD Policy Violation by Policy Type and Role:

This report shows SOD Policy conflicts by Access Point Name - Role and Policy
Type.
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»

Access Point Name - Role

E / SOD Policy Violation by Policy Type and Role ?
Access Point Name - Role Policy Type Policy Violation Count ™~
Project Owner Moniter 211
Application Developer-Application Object Library Approval Required 164
General Ledger, Vigion Operations (USA)-General Ledger Approval Reguired 33
Payables, Vigion Operations (USA}-Payables Approval Required 33
Inventory, Vizion Operations (USA)-Inventory Approval Required 34
Order Management Super User, Vision Operations (USA)-Order Management | Approval Reguired 34
Inwentory Progress UK Super User-Inventory Approval Reguired 32
Payables Super User (Process Operations }-Payables Approval Required 30
General Ledger Super User (Process Operations)}-General Ledger Approval Reguired 30
Inwentory Super User (Process Operations}-inventory Approval Required 30

(E (I| II)@ Records 1 - 10

Modify - Refresh - Download

Distribution of Business Processes Across SOD Policies:

This report shows the distribution of Policy Counts by Process and Policy Type for
an organization.

®

: -/ Distribution of Business Processes Across SOD Policies

Process Policy Type Policy Count Total Policy Count Percentage of policies
Order to Cash | Prevent 1 5 20.00%
Procure to Pay Approval Required 1 5 20.00%
. Approval Required 1 5 20.00%

Unassigned
Monitar 1 5 20.00%

Modify - Refresh - Download

Distribution of Access points Across SOD Policies:

This report details the distribution of Access points distribution across SOD
Policies. This report is shown as a Table view and then a Chart view. It drills to the
SOD Policy Summary report.
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., Distribution of Access points Across SOD Policies
= _f (Drill on Policy Count to view 30D Policy information)

Select Dimension | Policy Type b |

Select View

Policy Type | Policy Count| Total Policy Count| Percentage of policies |
1 3 33.33

Approval Required
1 3 33.33

Monitor

Policy Status is equal to Active
and Policy Count ig in top 10

Maodify - Refresh - Download
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»  Distribution of Access points Across 50D Policies

:- / (Drill on Policy Count to view SOD Policy information)

Select Dimension | Access Point Type v |

Select View

B

3
Lz
5
‘_3 Policy Count
g
3
a
1
o I
Functian Manu Responsiblility
Access Point Type
Policy Status is equal to Active
and Policy Count is in top 10
Modify - Refresh - Dewnload
SOD Policy Summary:

This report provides an overall summary view of an SOD Policy including the
policy name, owner, status, and priority. This report drills to the SOD Policy

Exclusions report.

S0D Policy - Auditor

~ . SO0D Policy Summary
= '/ (Drill on SOD Policy Priority to See Associated Exclusions)

Welcome, Administrz

?

(El (I' II) @ Records 1-5

SOD Policy Exclusions:

Platform Ilamel Instance Hame | Policy Type ‘ Policy II)| Policy Version Number | Policy Name Policy Status | Policy Owner User Name | Policy Priority
Oracle OracleEBS11i Approval Reguired 22 1 Test EBS Pol 05 Active ssamudra [
Oracle OracleEBS11i Approval Required 2 4 Test EBS Pol M Active admin 1
Oracle OracleEBS11i Prevent & 1 Test EBS Pol 03 Active admin 2
PeopleSoft People=oftFINES  Approval Required 1 2 Test PSFT Pol 01 Active admin 1
PeopleSoft PeoplesoftFINGS  Approval Required 21 1 Test PSFT Pol 05 Active admin 5

This report details by SOD Policy the exclusions associated with the policy and the

type of exclusions (Policy Level or Global).
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Details Tab

S0D Policy - Auditor welcome, Administrato
4
= . . ?
4/ 7 S0D Policy Exclusions

Exclusion Type | Policy Type Policy Hame | Policy ID| Policy Priority| Policy Status | Policy Owner User Name | Policy Exclusion Flag Global Exclusion Flag

Access Point  Approval Reguired Test EBS Pol 01 2 1 Active admin No N

Platform Name is equal to Oracle
and Instance Name is equal to OracleEBS11i
and Policy Type is equal to Approval Required
and Policy Mame is equal to Test EBS Pol 01
and Policy Priority i= equal to 1
and Policy Status is equal to Active
and Policy Owner User Name is egual to admin
and Policy ID Link is equal to <a href="1 whaq ul LandingUl.html?uicontextid=16048 policyld=3"TARGET=mywin>J </a>

The SOD Policy - Auditor Details Tab displays the following reports by default, but you
can customize the page to add custom reports if desired. You can also choose to limit
the reports by Year, Instance Name, Platform Name, Policy Type and Access Point Type
using the dashboard prompts:

Conflict Count for Application User:

This report shows the conflict Path Count and App User Conflict Count by Policy
Type and Application User. This report drills to the SOD Conflict Path Detail —
Application User report.
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>

Application User Name

B B

= +  Conflict Count for Application User
= ;J/ ( Drill on Total Conflict Path Count to view SOD Conflict Path Detail - Application User report)

50D Conflict | Year Ago Year Ago App
Year |Global User | Application Policy Policy | Path Conflict Path | App User User Conflict
- Name User Hame Type Count |Count™ Count Conflict Count | Count

2009|DATAMERGE | DATAMERGE  |-PProval 1 3 0 1 0
Required

2009 ALAN ALAN I 1 3 0 1 o
Required

2009 RWOHL RWOHL Gl 1 6 0 1 0
Required

2009 JPALMER JPALMER R 1 & 0 1 0
Required

2009 FRANCE FRANCE e 1 5 0 1 0
Required

2009 EBUSINESS | EBUSINESS LRI 1 5 0 1 0
Required

2008|NETHERLANDS | NETHERLANDS |SPProval 1 5 0 1 0
Required

2009 DRUANE DRUANE EETEE 1 5 0 1 ]
Required

2008/ JAPANCORP | JAPANCORP  |APPOVEl 1 5 0 1 0
Required

2003|OPERATIONS | OPERATIONS  |SPProval 1 4 0 1 o
Required

0 (0] DB Resoras1-10

Modify - Refresh - Download

SOD Conflict Path Detail - Application User:

This report shows the SOD Policy Conflict Path detail information relating to the
conflict (e.g., application user, conflict path, run date, status, etc.).
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50D Policy - Auditor Welcome, Administrator!

f_“ SOD Conflict Path Detail - Application User ?
Policy Type Policy ID| Policy Name | Run Date| Run Id Conflict Path ID| Global User Name | Related User Name | Total Conflict Path Count| Conflict Path Status
Approval Required 22 Test EBS Pol 05 4/16/2009 22 2104 DATAMERGE DATAMERGE 1 Pending
Approval Required 22 Test EBS Pol 05 4/16/2009 DATAMERGE DATAMERGE 1/ Pending
Approval Required 22 Test EBS Pol 05 4/16/2009 DATAMERGE DATAMERGE 1/ Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 DATAMERGE DATAMERGE 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 DATAMERGE DATAMERGE 1/Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 DATAMERGE DATAMERGE 1/ Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 DATAMERGE DATAMERGE 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2008 1|256 DATAMERGE DATAMERGE 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1|257 DATAMERGE DATAMERGE 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1/258 DATAMERGE DATAMERGE 1/ Pending

(:lcl II)@ Records 1-10

Year is egual to 2009
and Policy Type is equal to Approval Required
and Related User Name is equal to DATAMERGE
and Global User Name is equal to DATAMERGE

e Top 10 Offending Access Points - Privileges:

This report shows the Top 10 offending Access Points by Privileges. Users can select
a specific application user name(s) using the report prompt. This report drills to the
SOD Contflict Path Detail — Privilege report.
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B

Access Point Name - Privileges

= »  Top 10 Offending Access Points - Privileges -
= "/f (Drill on Conflict Path value to view detail information) .
Policy Access Point Hame - | Total Policy | Policy Total Conflict Path | App User

Type Privileges Count Count Count ™~ Conflict Count
Approval e Groups 6 1 2974 322
Required

Appruj'l val F‘rncurerr.bent Card g 1 1701 333
Required Trangactions

Moniter Project Owner 6 1 211 211
Prevent Invoices [ 1 205 32
Approval

Required System Controlzs i1 1 204 153
Prevent Void Payments Report 6 1 90 43
Prewvent Define Alert 6 1 32 prac]
Prevent Apply Holds 6 1 ] 8
Approval

Required System Types i1 1 1 1
Prevent Purchasing 6 1 1 1

Total Conflict Path Count ig in top 10
Modify - Refresh - Download

SOD Conflict Path Detail - Privilege:

This report shows the SOD Policy conflict detail information relating to the conflict
(e.g., user, conflict path, run date, status, etc.).

S0D Policy - Auditor

4 ?
é] SOD Conflict Path Detail - Privilege i

Policy Type | Run Date| Run Id| Conflict Path ID| Access Point Name - Privileges | Total Conflict Path Count| Conflict Path Status |
Monitor 416/2009 23(2169 Project Owner 211 Monitor

Policy Type iz equal to Monitor

and Access Point Name - Privileges is equal to Project Owner

Top 10 Offending Access Points - Roles:

This report summarizes the number of SOD Conflicts, SOD Conflict Paths, and SOD
Policies that relate the Access Point to the Role. Users can select a specific access
point name - privileges using the report prompt. This report drills to the SOD
Conflict Path Detail — Role report.
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»

Access Point Name - Role

I

»  Top 10 Offending Access Points - Roles

= ",-/ (Drill on Conflict Path Count to View Detaily

= g g
5]
18 g |
12
12 L " Total Conflict
Path Count
]
& ) | |
=
o
= 4 B App User
d Conflict Count
wl :
1]

VAV U cl = s L S S R P 8
TS g B PP P

E o ol T
2 0 08" 08" o8 o8 8% o5 o o o o o
F P A A S A o 8 L &

&

'*d.\d.\d‘\d'xd‘\d‘\ G AT T T T
o e
Palicy Type, Access Point Name - Rale

Total Conflict Path Count iz in top 10
Modify - Refresh - Download

e  SOD Conflict Path Detail — Role:

This report shows the SOD Policy conflict detail information relating to the conflict
(e.g., user, conflict path, run date, status, etc.).

S0D Policy - Auditor Welcome, Administrator!
- . . ?
> SOD Conflict Path Detail - Role
Policy Type | Policy Id| Run Date| Run Id | Confiict Path ID| Access Point Name - Role Total Conflict Path Count| Conflict Path Status
Approval Required 3 3/24/2009 1|39 General Ledger, Vigion Operations (USA)-General Ledger 19 Pending
Approval Required 3 3/24/2009 2438 General Ledger, Vizion Operations (USA)-General Ledger 19 Pending
Approval Required 3 34242009 3816 General Ledger, Vision Operations (USA)-General Ledger 19 Pending
Approval Required 3 342472009 5/1233 General Ledger, Vision Operations (USA)-General Ledger 18 Pending
Approval Required 3 32572009 81606 General Ledger, Vision Operations (USA)-General Ledger 18 Pending

Access Point Name - Role is equal to General Ledger, Vision Operations (USA)-General Ledger
and Policy Type is egual to Approval Required
and Policy i is equalto 3
and Policy Name is equal to Test EBS Pol 01

e SOD Policy Violations By Conflict Run:

This report shows all approved SOD Policy conflict paths by Access Point and SOD
Policy Type and by the person assigned to resolve the SOD Policy conflict. This
report drills to the SOD Conflict Path Detail report.
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B

. o SO0D Policy Violations By Conflict Run 2
= / (Drill on table report values to view 50D Conflict Path Detail report) )

Select View

200
E] 0.8
& 1e0
3 L
T a5 "mea0D Policy
3y Count
= |
=]
';;- 0.4
R | B Taotal Conflict
Q Count
=
g 0.2
& Ao
= |
o
wl — Q

1]
1. Approveal 3, Approval & Approval 22 Approval
Required Required Required Required
2 Approval S.Approveal 8 Prevent 23, Mandar
Required Required

Run id,Palicy Typs

Modify - Refresh - Download

e SOD Conflict Path Detail:

This report shows the conflict path detail information by person assigned to resolve
(e.g., user, conflict path, run-date, privilege, etc.). This report drills to the Pending
Conlflicts That Are Outstanding report.

SOD Policy - Auditor Welcome, Administratori  Dashboards - Answers - Mc
SOD Conflict Path Detail o
= (Drill on Confiict Path Status to View DaysOutstanding) ‘
Related User Name| Assigned to User| Policy ID| Policy Hame | Policy Type | Conflict Path ID| Total Confiict Path Count| Run Date| Run Id| Privileges Conflict Path Status
ABOASE admin 3 Test EBS Pol 01 Approval Required 1557 1 30252009 8 Procurement Card Transactions Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1568 1 30252009 8 ABC Groups Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1569 1 3/252009 8 Procurement Card Transactions Pending
ABOASE admin 3 Test EBS Pol 01 Approval Requirsd 1570 1/ 30252009 & ABC Groups. Pending
ADB admin 3 Test EBS Pol 01 Approval Required 1571 1/30252008 8 Procurement Card Transactions Pending
ADB admin 3 Test EBS Pol 01 Approval Required 1572 130252009 8 ABC Groups Pending
ADB admin 3 Test EBS Pol 01 Approval Required 1573 130252009 8 ABC Groups Pending
ADB admin 3 Test EBS Pol 01 Approval Required 1574 1 30252009 & Procurement Card Transactions Pending
ADB admin 3 Test EBS Pol 01 Approval Required 1575 1/30252009 & ABC Groups. Pending
ADB admin 3 Test EBS Pol 01 Approval Requirsd 1576 1/ 30252009 & ABC Groups. Pending
g & [ [#) Records1-10
Run d s equalto &
and Policy Type is equal to Approval Required
and Policy Id is equalto 3

¢ Pending Conflicts That Are Outstanding:

This report shows all pending SOD Policy conflict paths by the person assigned to
resolve the SOD Policy conflict and how long the SOD Conflict has had the status of
pending.

Application Access Control Dashboards 6-19



SOD User Review Tab

The SOD User Review Tab displays the following reports by default, but you can
customize the page to add custom reports if desired. You can also choose to limit the
reports by Platform Name, Instance Name, and Access Point Name using the

dashboard prompts.
e List of Roles Accessible by Users:

This report displays the roles assigned to each user.

Application User Name

List of Roles Accessible by Users

Application User Name Access Point Name - Role
Preferences S5WA-Oracke Procurement
Service Contracts Oniine Aceeptance-Service Contracts
CRI Wireless Contacts-CRH Foundation
Compensation ManagerIncentive Compensation
GASB34 Reporting-General Ledger
Inventory, Vision Banking-Inventory
Prefersnces SSWA-Oracle Procurement

11 Pureniasing Buyer-Purefiasing
Purchasing, Vision China-Purchasing
Ri_FE|_ODHinventory
R1_SM_TESTING-Inventory
Sourcing Suppler-Sourcing
T_Ri-hventory
CRHM Wireless Contacis-GRM Foundation

Assignment Start Date Assignment End Date
312112003
712312003
2192001
712012008
10/12/2008
712012008
812112003
812112009
812112009
812912008
10/12/2008
81312009
911612008
2192001

Enterprise Planning and Budgeting Business Process Administrator-Enterprise Planning and Budgeting 72012009

] & [ %) Records 1-15

Refresh - Download

e List of Users by Role:

This report displays the list of users that have access to a particular role.

Access Point Name - Role
1.1 | o

List of Users by Role

Access Point Hame - Role Application User Name Start Date End Date
PROCESS 1112002
(Obsolete) CRM Administrator, Vision Process-CRM Foundation SVPTRADE 1112002
TRADECPG 11112002
007100.PRESIDENT HOLMGSS 21912003
010100.P OF ACADEMIC AFFARS HAMM14 21912003
021100.PROVOST DUNGES4 21912003
070100./P BUSINESS AND ADMINISTRATION CBROWNING 11111999
1.C6 Executive. LIACOBS 2182001
1.C6 Financial Accountant. PGRIGES 282001
1.CG Project Accountant VROWLANDS 211312000
1.C6 Purchasing Clerk. SCROWTHER 282001
1.HC Executive. LBART 2082001
ABOASE 2082001
1.HC Financial Accountant. CMARSHALL 112512002

JMARTIN

@@ 3] Records

Refresh - Download

SOD Policy - Owner Dashboard

The SOD Policy - Owner Dashboard consists of two tabs:

e QOverview

6-20 Oracle Governance, Risk and Compliance Intelligence User's Guide

112512002
1-18



ORACLE’ Interactive Dashboards

Details

My Dashboard  Audit Scoping ~ Financial Governance  SOD Policy  SOD Policy - Auditor ~ SOD Policy - Owner  SOD Policy Conflicts

Welcome, Administrator!  Dashboards - Answers - More Products ~ - Settings ~ - Log Out

S0D Policy - Owner Y
Page Options ™

Overview Tab

Overview | Details

Year Policy Owner Folicy Type Instance Name Platform Hame ?
v |l Go| v |l Go| v |l Go ~ ] Go| v Go

The SOD Policy - Owner Dashboard Overview Tab displays the following reports by
default, but you can customize the page to add custom reports if desired. You can also
choose to limit the reports by Year, Policy Owner, Policy Type, Instance Name, and
Platform Name using the dashboard prompts.

Distribution of SOD Policy Conflicts:

This report shows Distribution of Assigned SOD Policy Conflicts by the person to
whom they are assigned. This report drills to the Distribution of SOD Policy

Conlflicts by Policy Type report.

A
[ Distribution of 50D Policy Conflicts -
= ./ (Drill an chart view to "Distribution of SOD Policy Conflicts by Policy Type' report) )
Select View
Platform Hame| Instance Namel ACG User - Assigned Tol Policy Type | Policy Name | App User Conflict Count| % of Total |
Oracle OracleEBS11i admin Approval Required Test EBS Pol 01 157 93.45%
Oracle OracleEBS11i admin Prevent Test EBS Pol 02 6.55%

Modify - Refresh - Download

Distribution of SOD Policy Conflicts by Policy Type:

This report shows SOD policy conflicts by app user conflict count and policy type.
This report drills to the SOD Conflict Path Detail report.
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S0D Policy - Owner

= »  Distribution of 50D Policy Conflicts by Policy type 2
= f (Drill on App Uzer Conflict Count to view SOD Conflict Path Detail report) :

Select View

S
0D
E
=
[=]
o
= App User
8 Conflict Count
]
n
% 200
100
G I l
Approval Feguired Pravant Monitor
Policy Type

Uzer Name iz egual to admin

e SOD Conflict Path Detail:

This report shows the conflict path detail information by person assigned to resolve
(e.g., user, conflict path, run-date, privilege, etc.). This report drills to the Pending
Conlflicts That Are Outstanding report.

S0D Policy - Owner Welcome, Administrator! Dashboards - Answers - Nor

50D Conflict Path Detail ?

—-97 (Dril on Conflict Path Status to View DaysOutstanding) ‘

Related User Name| Assigned to User| Policy 1| Policy Name | Policy Type Conflict Path ID| Total Conflict Path Count| Run Date| Run Id| Privileges Conflict Path Status
ABOASE admin 2 Test EBS Pol 05 Approval Required 2102 14162009 22 System Controls Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1 1|3r2472009 1 Procurement Card Transactions Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1194 1/312412009 5 Procurement Card Transactions Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1195 1/ar2412009 5 ABC Groups Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1156 1|3m2412009 5 Procurement Card Transactions Fending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1157 1|3r2412009 5 ABC Groups Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1557 1|32572009 & Procurement Card Transactions Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1558 1|32572009 & ABC Groups Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1569 1/3125/2009 8 Procurement Card Transactions Pending
ABOASE admin 3 Test EBS Pol 01 Approval Required 1570 1|3m5/2009 8 ABC Groups Pending

] & [ [»£) Records1-10

User Name is equal to admin
and Policy Type is equal to Approval Required

* Pending Conflicts That Are Outstanding:

This report shows all pending SOD Policy conflict paths by the person assigned to
resolve the SOD Policy conflict and how long the SOD Conflict has had the status of
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pending.

S0D Policy - Owner Welcome, Adi

o
L5 Pending Conflicts That Are Qutstanding ’
Policy Owner User Name| Assigned To| Conflict Path Status| Conflict Path ID| Days Outstanding ~ | Run Date
admin admin Pending 1196 22 302472009

Conflict Path Status is equal to Pending
and User Name iz equal to admin
and Conflict Path ID Link is equal to <a href="http:/lajolla.whq.l n:10080/agsivisualizer Pconflictpathlds=1196" TARGET=mywin>1196</a>
and Run Id iz equalto 5
and Related User Name is equal to ABOASE
and Policy Type is equal to Approval Required
and Policy Name is equal to Test EBS Pol 01

Return - Modify - Refresh - Download - Create Bookmark Link

SOD Policy Conflicts - Top 10 Application Users:

This report shows the Top 10 Application Users who have violated SOD Policies on
a current and year ago basis by Access Point Type and SOD Policy Type. This
report drills to the SOD Policy Conflicts — Top 10 Application Users — Detail report.
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B

i + 50D Policy Conflicts - Top 10 Application Users
E / (Drill on App U=er Conflict Count to view detailz by Policy TypelAccess Point Type)

App User Year Ago App
Conflict Count | User Conflict
Year | Global User Name | Application User Hame | - Count

200%|EBUSINESS EBUSIMESS 2 0
2009 | WIZARD WIEZARD 2 0
200%| TREASURER TREASURER 2 0
2009 | ABOASE ABOASE 1 0
200%|ADB ADB 1 0
2009 AGENTO AGENTIM 1 0
2009 | AGENTO2 AGENTOZ2 1 0
2009 | ALAN ALAN 1 0
2009 AMONTEIRD ANMONTEIRO 1 0
2009 | ANTON ANTON 1 0

{E (Il E}@ Records 1 - 10

App User Conflict Count iz in top 10
Modify - Refrezh - Download

* SOD Policy Conflicts — Top 10 Application Users — Detail:

This report shows the Top 10 Application Users who have violated SOD Policies on
a current and year ago basis by Access Point Type and SOD Policy Type.
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S0D Policy - Owner

:_- _/ 50D Policy Conflicts - Top 10 Application Users - Details

Select Dimension | Policy Type b |

select View

3
App User
Conflict Count

B Year Ago App

User Conflict
Count

| I I

1]

2009, Approval Required 2008, Prevent

App User Conflict Count,Year Ago App User Conflict Count
X

ear, Policy Type

“ear iz equal to 2009
and Related Uzer Name iz equal to FRANCEZ
and Global Uzer Mame iz equal to FRANCEZ2
and App User Conflict Count iz in top 10

Return - Modify - Refrezh - Download - Create Bookmark Link

SOD Policy Violations By Conflict Run:

This report shows all approved SOD Policy conflict paths by Access Point and SOD
Policy Type and by the person assigned to resolve the SOD Policy conflict. This
report drills to the SOD Conflict Path Detail report.
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>

.~ . 50D Policy Violations By Conflict Run 2
= _'-/ (Drill on table report values to view S0OD Conflict Path Detail report)

select View

200
E 0.8
& 180
3 L
E o "= S00 Palicy
§ 120 Count
= L
-]
E— L]
ER | B Total Conflict
a Count
-
g 0.2
& 40
= L
=]
) P 1]

1]
1. 8pproval 3 Approval B, Approval 2 Approval
Required Required Required Requied
2 Approval S.Approval 8, Prevent 23, Mondior
Required Required

Run 4, Policy Type

Modify - Refresh - Download

e SOD Conflict Path Detail:

This report shows the conflict path detail information by person assigned to resolve
(e.g., user, conflict path, run-date, privilege, etc.). This report drills to the Pending
Conlflicts That Are Outstanding report.

SOD Policy - Owner Welcome, Administratort  Dashboards - Answers - 1t
SOD Conflict Path Detail P
» 7 (Dril on Confict Path Status o View DaysOutstanding) ‘

Related User Name | Assigned to User| Policy ID| Policy Hame | Policy Type Conflict Path ID| Total Conflict Path Count| Run Date| Run Id| Privileges Conflict Path Status

ABOASE admin 3 Test EBS Pol 01 Approval Required 1194 1 312412009 5 Procurement Card Transactions Pending

ABOASE admin 3 Test EBS Pol 01 Approval Required 1195 1 312412009 5 ABC Groups Pending

ABOASE admin 3 Test EBS Pol 01 Approval Required 1156 132412009 5 Procurement Card Transactions Pending

ABOASE admin 3 Test EBS Pol 01 Approval Required 1157 1 32412009 5 ABC Groups. Pending

ADB admin 3 Test EBS Pol 01 Approval Required 1158 132472009 5 Procurement Card Transactions Pending

ADB admin 3 Test EBS Pol 01 Approval Required 1159 1 312472009 5 ABC Groups Pending

ADB admin 3 Test EBS Pol 01 Approval Required 1200 1 32472009 5 ABC Groups Pending

ADB admin 3 Test EBS Pol 01 Approval Required 1201 1 312472009 5 Procurement Card Transactions Pending

ADB admin 3 Test EBS Pol 01 Approval Required 1202 1 312412009 5 ABC Groups Pending

ADB admin 3 Test EBS Pol 01 Approval Required 1203 1 312412009 5 ABC Groups Pending

[N [ %) Records1-10

Run id is equalto 5
and Policy Type is equalto Approval Required
and Policy I is equalto 3

¢ Pending Conflicts That Are Outstanding:

This report shows all pending SOD Policy conflict paths by the person assigned to
resolve the SOD Policy conflict and how long the SOD Conflict has had the status of
pending.
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»

“n Application Access Status
@ (Drill on App User Conflict Count value to view Application Access Status - Conflict Detail report)

Select View

+
E
2 240
5]
]
=
[=
[=]
a
Apgp Usar
E = Conflict Count
=5
o
o
§a B Previous Run
& m App User
w5 an
-] Conflict Count
%u
& | | % Change
£
F
4] Q ]
k]
5
o
2 -B0
3 OraclaEES11i2222 | OracleEBRS11i3,8 | OrecleEBS11,35 | PeopleschFINESS 23
OrackEBS11 33 OmckEES11i32  OreckEBRSTI6E

Instance Mame,Policy 1d,Run kd

(App User Conflict Count - IFNULL{Previous Run App User Conflict Count, 0)) / App User Conflict Count *
100.0 iz in top 10

and Platform Code iz not equalto / iz notin -
Modify - Refresh - Download

Top 10 Policy Exclusions:

This report details the top 10 policy exclusion types (and their values) associated
with SOD Policies and the count of policies for each exclusion type. This report
drills to the Top 10 Policy Exclusion — Policy Summary report.
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Details Tab

B

- Top 10 Policy Exclusions
j ﬁ / [Drill On Report alues To Wiew Detail Information]

Select View

3
Conditions
I | I Count

Frevent, TEST3_PS,User Monitor Policy 001, User Maonitor. Palicy
001 Access Point

Conditions Counit
2

-

Falicy Type,Policy Name,Exclusion Type

Global Condition Walue Flag iz equalto H
and Policy Court is intop 10
and Folicy Mame iz not equal to iz not in Hot Available

Modify - Refrezh - Dovwenload

Top 10 Policy Exclusion — Policy Summary:

This report gives the summary for the policies that are connected to the exclusion
drilled from.

S0D Policy - Owner

— ?
_ﬂ Top 10 Policy Exclusion - Policy Summary )

Policy ID| Policy Name | Policy Version Number| Policy Type | Policy Status | Policy Description| Policy Priority
4 Test EBS Pol 02 4 Prevent Active Test EBS Pol 02 1

The SOD Policy - Owner Dashboard Details Tab displays the following reports by
default, but you can customize the page to add custom reports if desired. You can also
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choose to limit the reports by Year, Policy Owner, Instance Name, Platform Name and
Policy Type using the dashboard prompts:

* SOD Policy Modification Tracking;:

This report tracks all SOD policies by SOD Policy Owner that have been modified
during a given year. This report drills to the Policy Detail report.

»

. o SOD Policy Modification Tracking P
(Drill on Pelicy Count value to view Policy Detail) )

Select View:

10
]
B
£
=1
a
=
g
£ a4
| I
o
Appraval Reguired Prevant Maonitor
Palicy Type

Modify - Refresh - Download

¢ Policy Detail: This report is the drill down from SOD Policy Modification Tracking
and contains policy details and information.

S0D Policy - Owner Welcome, Administrator!
. r ?
v Policy Detail

Platform Name‘ Instance Name Policy Type Policy Name | Policy ID| Policy Owner User Name| Entitlement Name | Access Point Name

Oracle OracleEBS11i Approval Required Test EBS Pol 01 3 admin Not Available ABC Groups

Oracle OracleEBS11i Approval Required Test EBS Pol01 3 admin TestEBSEnt 01 Procurement Assistant.4

Oracle OracleEBS11i Approval Required Test EBS Pol 01 3 admin Test EBSEnt 01 Procurement Card Transactions

Oracle OracleEBS11i Approval Required Test EBS Pol 01 3 admin Test EBSEnt 01 Procurement Cards (Full Access)}-Payables

Policy Name is equal to Test EBS Pol 01
and Policy Type is equal to Approval Required

¢ Conflicts by SOD Policy:

This report shows the total conflict count by run id and date, and policy details and
information. This report drills to the Conflicts by SOD Policy and Application
report.
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Conflicts by 50D Policy
- (Drill on Total Conflict Count to view "Conflictz by SOD Policy and Application’ report

Select View | Table w

Run Id| Run Date| Policy Type Policy Name | Policy Id| Policy Priority | Total Conflict Count

1| 3/24/2009 Approval Required | Test EBS Pol 01 3 1
1| 324/2009 Prevent Test EBS Pol 02 4 1

Wodify - Refresh - Download

¢ Conlflicts by SOD Policy and Application:

This drill down report shows the application user conflict count and conflict path
count by run, and policy and platform/instance. This report drills to the SOD

Conlflict Path Detail - Application User report.

50D Policy - Owner

5 3/24/2009 Approval Required 3 Test EBS Pol 1 1 Oracle OracleEBS11i

Policy Name is equal to Test EBS Pol 1
and Policy Type is egual to Approval Required
and Run Id iz equalto 5
and Time Date is equal to date "2009-03-24"
and Policy W is equalto 3

e SOD Conflict Path Detail - Application User:

This drill down report shows the SOD Policy Conflict Path detail information

5]

F

Welcome, Administrator!

Conflicts by SOD Policy and Application -
» (Drill on Total Conflict Path Count value to view SOD Conflict Path Detail - Application User report) °
Run Id | Run Date | Policy Type Policy ID| Policy Name | Policy Priority ~ | Platform Name | Instance Name| App User Conflict Count| Total Conflict Path Count

344

relating to the conflict including: policy type, id, and name; run date and id; conflict

path id; global user name and related user's name; and conflict status.
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50D Policy - Owner ‘Welcome, Administrator!
- . . - ?
é‘ SOD Conflict Path Detail - Application User
Policy Type Policy ID| Policy Name | Run Date| Run Id Conflict Path ID| Global User Name| Related User Name | Total Conflict Path Count Conflict Path Status
Approval Required 3 Test EBS Pol 01 3/24/2009 ABOASE ABOASE 1 Pending
Approval Reguired 3 Test EBS Pol 01 3/24/2009 JBLAKE JBLAKE 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 LBART LBART 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 NDANIELS NDANIELS 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 ABOASE ABOASE 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 BALLEN BALLEN 1 Pending
Approval Required 3 Test EBS Pol 01 224/2009 CMOORE CMOORE 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 CMORRIS CMORRIS 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 JBLAKE JBLAKE 1 Pending
Approval Required 3 Test EBS Pol 01 324/2009 5(1185 JWEBB JWEBB 1 Pending
@@ DD reconsi-n0
Policy Type is equal to Approval Required
and Platform Name is equal to Oracle
and Instance Name ig equal to OracleEBS11i
and Policy ID Link is equal to <a href="t j whq I n: LandingUL.html?uicontextid=16043 policyld=3"TARGET=mywin=>3 </a>
and Policy Name is equal to Test EBS Pol 01
and Run Id is equalte §
and Policy i is equalte 3
and Time Date is equal to date '2009-03-24"
* SOD Policy Conflicts with Approved Status:
This report shows all approved SOD Policy conflicts paths by Access Point Type
and also provides a count of conflict path.
A

: / 50D Policy Conflicts with Approved Status

Select Dimension | &4C0ess Point Type | %

Policy Owner Application User | Access Point | Total Conflict Year Ago Total

U=ser Hame Hame Type Path Count Conflict Path Count
aclmin HESY SADN Function 1
acimin HRMZ Function 4
admin QRSP Function 4
acimin Sy SADMIR Function =

Conflict Path Status iz equal to Approved

Madity - Refresh - Download

e SOD Conflict Burndown:

This report shows by conflict analysis run the current and previous number of
conflicts, the difference and the % change.
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-M SOD Conflict Burndown

Select Dimension | Policy Name b

select View
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= Conflict
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Paolicy Narme,Fun Id

Modify - Refresh - Download

* SOD Policy Effective End Date Tracking;:

This report tracks when an SOD Policy is to become effective and provides a
counter of days remaining until the SOD Policy becomes active.

p SOD Policy Effective End Date Tracking

Policy Qwner User Name | Policy ID| Policy Name | Priority| Effective Date Policy Effective End Date | Days Till Expiration Date ~
acmn 1 Test PSFT Pol 01 1/3/24/2008 1200:00 Al 312412009 10:08:36 AW @5)
acmin 2 Test PSFT Pol 02 1/3/24/2008 12.00:00 Al 312412009 10:15:43 AW @)
acmin 3 Test EBS Pol 01 1/3/24/2008 12.00:00 Al 312412009 10:17:16 AW @5)
acmin 3 Test EBS Pol 01 1/3/24/2008 12.00:00 Al 302412009 229:51 Pl @)
acmin 3 Test EBS Pol 01 1/3/24/2008 12.00:00 Al 302412009 250:27 Pl @5)
acmin n Test EBS Pol 02 1/3/24/2008 12.00:00 Al 302412009 10:21:10 AW @)
acmin n Test EBS Pol 02 1/3/24/2008 1200:00 Al 312412009 4:27:02 Pl @5)
ssamuara s Test PSFT Pol 03 2|312412008 12:00:00 AW 3242009 6:25:57 Pul @)
acmin z TestEBS Pol 04 1/47272008 12:00:00 AW | 21272008 9:54:22 AW @)

TMESTAMPDIFF( SQL_TSL DAY , CURRENT_DATE , Policy Effective Date) is less than or equal fo -1
and TMESTAMPDIFF( SQL_TSI DAY, CURRENT_DATE , Policy Effective End Date} i less than 0
and Policy Effective End Date is not equal to / s not in 12/3113999 12:00:00 AM

Modify - Refresh - Downioad

SOD Policy Conflicts Dashboard

The SOD Policy Conflicts Overview Dashboard consists of two tabs:
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e QOverview

e Details

ORACLE" Interactive Dashboards My Dashboard  Audit Scoping ~ Financial Governance  SOD Policy  SOD Policy - Audtor  SOD Policy - Owner  SOD Policy Conflicts

50D Policy Conflicts Welcome, Administrator!  Dashboards - Answers - More Products = - Seffings = - Log Out

Overview | Details Page Options ~

A

Year Instance Name Platform Name Access Point Type ?

Overview Tab

The SOD Policy Conflicts Dashboard Overview Tab displays the following reports by

default, but you can customize the page to add custom reports if desired. You can also
choose to limit the reports by Year, Platform Name, Instance Name, and Access Point

Type:

e Application Access Status:

This report shows by application (e.g., Oracle or Peoplesoft) the current and
previous application user conflict counts and the percentage change.

It shows the Top 10 rows for policy-run for a platform and/or instance with highest

percent change. This report drills to the Application Access Status — Conflict Detail
report.
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»

“n Application Access Status 2
@ (Drill on App User Conflict Count value to view Application Access Status - Conflict Detail report) )

Select View

+
E
2 240
5]
]
=
[=
[=]
a
Apgp Usar
E = Conflict Count
=5
o
o
§a B Previous Run
& m App User
w5 an
-] Conflict Count
%u
& | | % Change
£
F
4] Q ]
k]
5
o
2 -B0
3 OraclaEES11i2222 | OracleEBRS11i3,8 | OrecleEBS11,35 | PeopleschFINESS 23
OrackEBS11 33 OmckEES11i32  OreckEBRSTI6E

Instance Mame,Policy 1d,Run kd
(App User Conflict Count - IFNULL{Previous Run App User Conflict Count, 0)) / App User Conflict Count *

100.0 iz in top 10
and Platform Code iz not equalto / iz notin -

Modify - Refresh - Download

e Application Access Status — Conflict Detail:

This report shows the conflicts for an application user within a platform for a policy
for a specific run.

6-34 Oracle Governance, Risk and Compliance Intelligence User's Guide



S0D Policy Conflicts 1
Application Access Status - Conflict Detail ?

App User
Platform Hame Instance Hame Policy ID Policy Hame RunId Global User Name Related User Hame Conflict Count

Al Approver (AL)

Anna Anderzon (EB1)

Anne Approver (ANNE)

Anthony Marienella (BIA3)

Art Approver (ART)

Bank Manager (TRBM1)

Becker Angela (EGM1)

Becker, Chrigtine (4PAZ)

Beeler Thomas (GLA3Z)

Betzy Maertens (SSC2)

Blake,Scott (POS1)

Bob U. Young (BOBYOUNG)
PeopleSoft PeoplesoftFINES 2 Test PSFT Pol 04 23 Al Approver (AL)  Boyer,Sarah (INA3)

Brown, James (EGD1)

Bukau Hans (APS4)

Buyer Accountant (BUYACCT)

Buyer Approver 1 (BUYAPPR1)

Buyer Approver 2 (BUYAPPRZ)

Buyer Approver 3 (BUYAPPR3)

Buyer Match Manager (BUYMTCH)

Buyer Treasurer (BUYTREAS)

Callis, Betty (INS1)

Camilla Contact (CAMILLA)

Caroline Contact (CAROLINE)

Cash Manager (TRCM1)

G (:| II) @ Records 1- 25

Platform Name iz equal to PeopleSoft
and Instance Name ig equal to PeoplesoftFINGS
and Run d is equal to 23
and Policy i is equal to 8

and Platform Code is not equalto / is not in -

Conflicts by Access Point:

This report shows by Access Point (Role & Privilege) and Policy Type the total
conflict paths and their percentage breakdown.
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f ?
p Conflicts by Access Point )
Access Point Name - Privileges v
% of Total % of Total App
Policy Access Point Name - | Conflict Path | Conflict Path | App User User Conflict
Policy Type | Name Privileges Count Count Conflict Count | Count
Approval TestEBS | Procurement Card
Required Pol 01 Tranzactions 22 Ll =4 g2 %
Prevent Ui 2Es Cancel Orders 11 3.29% " §.51%
Pol 02
Prevent TestEBS |Order Entry Vizion Spain- 1

Pol02 Order Entry

Maodify - Refresh - Download

¢ Distribution of SOD Policy Conflicts:

This report shows by the person assigned to resolve an SOD Policy conflict the
distribution of assigned SOD Policy conflicts. This report drills to the SOD Conflict
Path Detail report.

>

., Distribution of SOD Policy Conflicts o
= .}/ (Orill 2n chart view to ‘Distribution of SO0 Policy Conflicts by Policy Type' report) :
Select View
750
&00
H
2
o
% =0 App User
8 Conflict Count
g 200
150

adimin
ALCG User - Azsigned To

Modify - Refresh - Download

e SOD Conflict Path Detail:

This report shows the conflict path detail information by person assigned to resolve
(e.g., user, conflict path, run date, privilege, etc.).
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50D Policy Conflicts Welcome, Administrator!

é‘- | SOD Conflict Path Detail - Application User ?
Policy Type | Policy 10| Policy Name | Run Date| Run Id| Confiict Patn ID| Global User Name | Related User Name Total Conflict Path Count| Conflict Path Status
Approval Required 2 Test EBS Pol 01 3/24/2009 1\273 ANTON ANTON 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 ANTON DIANA KROYTOR 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1 ANTON DI&NA_KROYTOR 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1 ANTON DK_ABM 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 1 ANTON DK_NEW_ORA 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1 ANTON ER14 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1 ANTON ANTON 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1 ANTON DI&NA KROYTOR 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1 ANTON DIANA_KROYTOR 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 142 ANTON DK_ABM 1 Pending

] & (D] Records 1- 10

Policy Type is equal to Approval Required
and Policy Name is equal to Test EBS Pol 01
and Run id is equalto 1
and Global User Name is equal to ANTON
and Policy Id is equalto 3
and Time Date is equal to date "2009-03-24"

¢ Pending Conflicts That Are Outstanding:

This report shows all pending SOD Policy conflict paths by the person assigned to
resolve the SOD Policy conflict and how long the SOD Conflict has had the status of
pending.

S0D Policy Conflicts Welcome, Adi

?
A‘ Pending Conflicts That Are Qutstanding )

Policy Owner User Name| Assigned To| Conflict Path Status | Conflict Path ID| Days Outstanding * | Run Date
=szamudra admin Pending 2105 4/16/2009

Instance Name is equal to OracleEBS11i
and Platform Name iz eqgual to Oracle
and Conflict Path Status is equal to Pending
and User Name is equal to admin
and Confict Path ID Link iz equal to <a href= jolla.whaq.logi com:10080/agsivi izer?confli 2105" TARGET=mywin>2105</a>
and Run id iz equal to 22
and Related User Name iz equalto AOLCLASS
and Policy Type iz equal to Approval Required
and Policy Name is equal to Test EBS Pol 05

e SOD Conflict Burndown:

This report shows by conflict analysis run the current and previous number of
conflicts, the difference and the % change.
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.# S0D Conflict Burndown

Select Dimension | Policy Name i

Select View
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Modify - Refrezh - Download

¢ Conflicts by Status:

This report shows the global user conflict count, and the related status by run,

policy, and global user. This report drills to the SOD Conflict Path Detail —
Application User report.
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Conflicts by Status 2
-# (Drill on Total Conflict Count to view "S0D Conflict Path Detail - Application User’ report :

Run Id| Run Date| Policy Type Policy Name | Policy Id| Conflict Status | Global User Name| Total Conflict Count

1| 3/24/2009 Approval Required Test EBS Pol 01 3|Pending ABDASE 1

1| 324/2009 Approval Required Test EBS Pol 01 3|Pending ADB 1

1| 324/2009 Approval Required Test EBS Pol 01 3|Pending ALAN 1

1| 324/2009 Approval Required Test EBS Pol 01 3|Pending AMONTEIRO 1

1| 324/2009 Approval Required Test EBS Pol 01 3|Pending ANTON 1

1| 324/2009 Approval Required Test EBS Pol 01 3|Pending ARABIC 1

1| 32472009 Approval Required Test EBS Pol 01 3|Pending ARGENTINA 1

1| 32472009 Approval Required Test EBS Pol 01 3| Pending BAISHENGCHANG 1

1| 32472009 Approval Required Test EBS Pol 01 3|Pending BALLEN 1

1| 32472009 Approval Required Test EBS Pol 01 3| Pending BANKING 1

CE ':II II) @ Records 1- 10

Modify - Refresh - Download

¢ SOD Conflict Path Detail - Application User:

This report shows the SOD Policy Conflict Path detail information relating to the
conflict (e.g., application user, conflict path, run date, status, etc.).

S0D Policy Conflicts Welcome, Administrator!
< ?
é\_‘ .. 50D Conflict Path Detail - Application User i
Policy Type | Policy ID| Policy Hame | Run Date | Run id| Confiict Path ID| Global User Name | Related User Name| Total Conflict Path Count| Conflict Path Status
Approval Required 3 Test EBS Pol 01 3/24/2009 122 AMONTEIRO AMONTERO 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 124 AMONTEIRO AMONTERO 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 123 AMONTEIRO AMONTEIRO 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1|31 AMONTEIRO AMONTERO 1 Pending
Approval Required 2 Test EBS Pol 01 3/24/2009 1|33 AMONTEIRO AMONTERO 1 Pending
Approval Required 3 Test EBS Pol 01 3/24/2009 135 AMONTEIRO AMONTEIRO 1 Pending
) N

Policy Type is equal to Approval Required
and Policy Name is equal to Test EBS Pol 01
and Run id is equal to 1
and Global User Name is equal to AMONTEIRO
and Policy W is equalto 3
and Time Date is equal to date "2009-03-24'

Detail Tab

The SOD Policy Conflicts Dashboard Detail Tab displays the following reports by
default, but you can customize the page to add custom reports if desired. You can also
choose to limit the reports by Year, Platform Name, Instance Name, and Access Point

Type:
* SOD Policy Conflicts with Approved Status:

This report shows all approved SOD Policy conflicts paths by Access Point Type
and also provides a count of conflict path.
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i

L f S0D Policy Conflicts with Approved Status

Select Dimension | Access Poirt Type W |

Policy Owner | Application User | Access ‘ Total Conflict Year Ago Total
Uzer Hame Hame Point Type Path Count Conflict Path Count
acmin HESY S A0 Function 1

acmin HREM= Function 4

acmin OISR Function 4

acmin Sy S A0 Function G

Conflict Path Status is equal to Approwved

Modify - Refresh - Dovwnlosd

¢ Pending Conflicts That Are Outstanding:

This report shows all pending SOD Policy conflict paths by the person assigned to
resolve the SOD Policy conflict and how long the SOD Conflict has had the status of

pending.
2
ﬁ‘. Pending Conflicts That Are Outstanding
Policy Owner |Assigned |Conflict Path | Conflict Days Run
User Hame To Status Path 1D Outstanding > | Date
acdmin Scdmin Pending 134773 M 202005

admin admin Pending 118427 511 202003
admin admin Pending 127179 81 202003
acimin acimin Pending 180142 [OOSR 51 272005
admin admin Pending 180750 811202008
admin admin Pending 130226 M 202003
acimin acimin Pending 153553 511 202008
acmiin acimin Pending 120512 M 22008
acimin acimin Pending 159402 11 202008
admin admin Pending 204557 511 202003
{E{E E}@ Recards 1 - 10

Conflict Path Status iz equal to Pending

—=
[
[
b
[
o
o

hodity - Refresh - Download

* SOD Policy Conflicts by User:
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This report provides a multi-drill path capability to analyze by user SOD Policy
conflicts by the name of the application user, type of policy approval required, and
the count of policy violations. This report drills to the SOD Policy Conflicts by User
—Policy, Access Point & Role report.

®

SOD Policy Conflicts by User -
7/’ (Drill en count to view SOD Policy Conflictz by User - Policy,Accezs Point & Rele report) :
Application User Name | Policy Type Policy Violation Count ™
RBORDEN Approval Reguired 3
SPANISH Approval Reguired 3
UTILMGR Approval Reguired 3
COLOMBLA Approval Reguired 3
FCELESTE Approval Reguired 3
HCSYSADM Approval Reguired 3
JAPANESE Approval Regquired 3
MAINTAIN Approval Reguired 3
NDANIELS Approval Regquired 3
PORTUGAL Approval Reguired 3

=

0

(E (I| II) @ Records 1 -

Maodify - Refresh - Download

SOD Policy Conflicts by User — Policy, Access Point & Role:

This drill down report provides capability to analyze SOD Policy Conflicts by
Application User and Policy Type. The data can be viewed by Policy Name, Access
Point Name - Privilege, or Access Point Name - Role by selecting a dimension from
the LOV.

50D Policy Conflicts

p ?
f S0D Policy Conflicts by User - Policy,Access Point & Role )

Select Dimension | Access Point Name - Privieges |

Application User Name | Policy Type | Access Point Hame - Privileges| Policy Violation Count
UTILMGR Approval Required System Controls 1

Policy Type iz equal to Approval Required
and Related User Name iz egual to UTILMGR
and Policy Name iz egual to Test EBS Pol 05

Top 10 Access Points by SOD Policy Conflict Paths:

This report shows the Top 10 Access Points, the count of SOD Policy conflict paths,
and the percentage breakdown.
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= _f Top 10 Access Points by SOD Policy Conflict Paths

Select Access Point | Access Point Name - Privileges %

Privilege Hame | Conflict Path Count ™ | Total Conflict Path Count %
ABC Groups 2974 52.24%
Procurement Card Transactions 1701 29.88%
Project Owner 211 3.71%
Invoices 205 3.60%
System Controls 204 3.58%
Schedule Orders 110 1.93%
Cancel Orders 108 1.90%
Void Payments Report 50 1.58%
Purge 44 0.77%
Define Alert 32 0.56%

Total Conflict Path Count iz in top 10
Modify - Refresh - Download
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7

Application Access Controls Governor

Reporting

This chapter covers the following topics:

Introduction

Introduction

Conflict Report Folder
Exclusions Report Folder

Policy Reports Folder

SOD User Review Reports Folder

From each of several folders, you can run reports that document your use of
Governance, Risk, and Compliance Intelligence.

Conflict Report Folder

Several reports provide information about conflicts generated by policies.

Conflict Reports Description

Application Access Status This report shows by application (e.g. Oracle

or Peoplesoft) the current and previous
application user conflict counts and the %
change. It shows the top 10 rows for
policy-run for a platform/instance with
highest % change.
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Application Access Status - Conflict Detail

Conflict Count by Role and Application User

Conflict Count for Application User

Conflicts by Access Points

Conflicts by SOD Policy

Conflicts by SOD Policy and Application

Conflicts by Status

Conflicts That Are Outstanding

Distribution of SOD policy Conflicts

Distribution of SOD policy Conflicts by Policy
type

Pending Conflicts That Are Outstanding

This report shows the conflicts for an
application user within a platform for a policy
for a specific run.

This report shows the application user conflict
count by role and user.

This report shows the Conflict Path Count and
App User Conflict Count by Policy Type and
Application User.

This report shows by access point (Role and
Privilege) the count of conflict paths and
application user conflict count and their
percentage breakdown.

This report shows the global user conflict
count by run, and policy.

This report shows the application user conflict
count and conflict path count by run, policy,
and platform/instance.

This report shows the global user conflict
count and the related status by run, policy,
and global user.

This report shows all SOD Policy conflict
paths by status and how long the SOD
Conflict has had the status.

This report shows SOD policy conflicts by
assignee.

This report shows SOD policy conflicts by
assignee and policy type.

This report shows all the pending SOD Policy
conflict paths by the person assigned to
resolve the SOD Policy conflict and how long
the SOD Conflict has had the status of
pending.
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SOD Conflict Burndown

SOD Conflict Path Detail

SOD Conflict Path Detail - ACG User

SOD Conflict Path Detail - Application User

SOD Conflict Path Detail - Privilege

SOD Conflict Path Detail - Role

SOD Policy Conflicts - Top 10 Application

Users

SOD Policy Conflicts - Top 10 Application

Users - Details

SOD Policy Conflicts by User

SOD Policy Conflicts by User - Policy, Access
Point & Role

This report shows the number of conflicts for
Current and Previous runs, the difference, and
% change.

This report shows the conflict path detail
information by person assigned to resolve
(e.g. user, conflict path, run date, privilege,
etc.).

This report shows the SOD Policy conflict
detail information relating to the conflict (e.g.
user, conflict path, run date, status, etc.).

This report shows the SOD Policy Conflict
Path detail information relating to the conflict
(e.g. application user, conflict path, run date,
status, etc.).

This report shows the SOD Policy conflict
detail information relating to the conflict (e.g.
user, conflict path, run date, status, etc.).

This report shows the SOD Policy conflict
detail information relating to the conflict (e.g.
user, conflict path, run date, status, etc.).

This report shows the Top 10 Application
Users who have violated SOD policies on a
current and year ago basis.

This report shows the Top 10 Application
Users who have violated SOD policies on a
current and year ago basis by Access Point
Type and SOD Policy Type.

This report provides capability to analyze
SOD Policy Conflicts by Application User and
Policy Type.

This report provides capability to analyze
SOD Policy Conflicts by Application User and
Policy Type. The data can be viewed by
Policy, Access Point Privilege, or Role.
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SOD Policy Conflicts with Approved Status

SOD Policy Conflicts with Approved Status -
Details

SOD Policy Violation by Policy Type and Role

SOD Policy Violation by Policy Type and Role

- Details

SOD Policy Violation by Conflict Run

Top 10 Access Points by SOD Policy Conflict

Paths

Top 10 Offending Access Points - Roles

Top 10 Offending Access Points - Privileges

This report shows Conflict Path Count and the
App User Conflict Count for Approved
Conlflict paths. The report can be viewed by
Access Point Type and SOD Policy Type and
by the person assigned to resolve the conflict.

This report shows all approved conflict paths
by Assignee, Access Point Type, and Policy

Type.

This report shows SOD Policy conflicts by
Role and Policy Type.

This report shows SOD Policy conflicts by
Role and Policy Type. The report can be
viewed by Policy Name, Access Point, or User
Name.

This report shows the Global user Conflict
Count by Run and Policy.

This report shows the Top 10 Access Points
(e.g. menu, function, role) and the count of
SOD Policy conflict paths and the percentage
breakdown.

This report summarizes the number of SOD
Conflict Paths, and SOD Policies that relates
the Access Point - Role.

This report shows the Top 10 Offending
Access Points by Privileges.

Exclusions Report Folder

Several reports provide information about exclusions generated by policies.

Exclusions Reports

SOD Policy Exclusion Detail

Description

This report provides detail information about
the SOD Policy that the exclusions are
associated with.
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SOD Policy Exclusions

Top 10 Policy Exclusions - Policy Summary

Top 10 Policy Exclusions

This report details by SOD Policy the
exclusions associated with the policy and the
type of exclusions (Policy level or Global).

This report gives the summary for the policies
that are connected to the exclusion drilled
from.

This report details the Top 10 policy exclusion
types (and their values) associated with SOD
Policies and the count of policies for each
exclusion type.

Policy Reports Folder

Several reports provide information about policies generated by detail and date.

Policy Reports

Distribution of Access points Across SOD
Policies

Distribution of Business Processes Across

SOD Policies

Entitlement Exposure by SOD Policy Count

Entitlement Policy Detail

High Priority SOD Policies By Business
Processes

Policy Detail

Description

This report details the distribution of Access
Points across SOD Policies.

This report shows the distribution of SOD
Coverage by business process for an
organization.

This report shows the Top 10 SOD Policy
entitlements that are associated with an SOD
Policy.

This report shows entitlements that are
associated with an SOD Policy.

This report shows High Priority SOD Policies,
policy type, priority and associated business
processes.

This report is the drill report from Entitlement
Exposure by SOD Policy Count and contains
the Policy Details.
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Policy Distribution by Application

Policy Summary for % Change

SOD Policy Count

SOD Policy Coverage by Entitlement

SOD Policy Effective Date Tracking

SOD Policy Effective Date Tracking (Policy
Status: Inactive)

SOD Policy Effective Date Tracking - Max
version filter

SOD Policy End Date Tracking

SOD Policy Entitlement

SOD Policy Modification Tracking

This report details by application area the
distribution of SOD Policies for the current
and prior year as well as the percent change.
This report drills to the SOD Policy Summary
report.

This report provides an overall summary view
of an SOD Policy covering the policy name,
owner, statuses, and priority. This report drills
to the SOD Policy Exclusions report.

This report details the distribution of SOD
Policies over key dimensions (e.g. SOD Policy
Type, Risk, Process).

This report shows the bottom ten SOD Policy
entitlements that are associated with an SOD
Policy.

This report tracks when an SOD Policy is to
become effective and provides a counter of
days remaining until the SOD Policy becomes
active.

This report tracks inactive SOD policies which
are about to become effective but with an
inactive status.

This report lists the policy id along with their
max versions.

This report tracks when an SOD Policy has
expired and is no longer active, it also
provides the count of days since when the
SOD Policy is no longer active.

This report shows all SOD Policy the
associated entitlements and their effective
dates.

This report shows all SOD Policies by SOD
Policy Owner that have been modified during
a given year.
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SOD Policy Overview This report provides an overview of an
organization's SOD Policies organized by key
dimensions.

SOD Policy Summary This report provides an overall summary view
of an SOD Policy covering the policy name,
owner, status, and priority. This report drills
to the SOD Policy Exclusions report.

SOD Policy Summary - Active in Current Year This report provides an overall summary view
of an SOD Policy covering the policy name,
owner, status, and priority. This report drills
to the SOD Policy Exclusions report.

SOD Policy Summary - Active in Previous This report provides an overall summary view

Year of an SOD Policy covering the policy name,
owner, status, and priority. This report drills
to the SOD Policy Exclusions report.

SOD Policy Trend This report shows the trend of the number of
SOD Policies by access point over time.

SOD User Review Reports Folder

Several reports provide information about policies generated by application user and

role.

SOD User Access Reports Description

Conflicts by User This report displays the conflict information
by application user.

Conflicts by User, Role This report displays the conflict information
by application user and role.

Instance Synchronization Information This report provides information on Instance
Synchronization

List of Roles Accessible by Users This report displays the roles assigned to each
user.
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List of Users by Role This report displays the list of users that have
access to a particular role.
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8

Subject Areas for AACG

This chapter covers the following topics:

Introduction

Introduction

Subject Area — SOD Policy

Subject Area — SOD Policy Conditions
Subject Area — SOD User Review
Subject Area — SOD Conlflicts

Subject Area — SOD Detail

Common Dimensions Explained
Conditions Explained

Path Conditions Explained

Subject Areas

In GRCI 3.0, on the Oracle Answers Start Page, you see five subject areas for AACG.
The Subject Areas include:

SOD Policy: This subject area has an overview of information in SOD Policy.

SOD Policy Conditions: This subject area has an overview of information in SOD
Policy Conditions.

SOD User Review: This subject area has User Access information.
SOD Conflicts: This subject area has an overview of information in Conflicts

SOD Detail: This subject area has an overview of information of SOD Details.
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Subject Area - SOD Policy

The SOD Policy subject area has the following structure.

Policy: Policy is defined from a group of entitlements and access points in
combination. This dimension provides detail information in relation to Segregation
of Duties (SOD) policies that have been established within AGS 8.0.

Policy Dimensions

Column Name

Description

Policy Name

Policy Id Link

Policy Version Number

Policy Status

Policy Type

Policy Priority

Policy Description

Policy Comments

Policy Expression

Policy Effective Date

Policy Status Code

Policy Type Code

Policy Current Indicator

This is the policy name.

This is the link column to drill down to the
source system.

This is the identification number for the
policy version.

This indicates policy status to be active or
inactive.

This indicates policy type to be Approval
Required, Monitor, or Prevent.

This is the policy priority.

This is the policy description.

This is the policy comment.

This is the policy expression.

The effective date is the date from which the
policy is effective.

This is the policy status code.

This is the policy type code.

This is the current indicator.
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Column Name

Description

Policy Effective Start Date

Policy Effective End Date

Policy Modified by User Name

Policy Modified by User Status

Policy Owner User Name

Policy Owner User Status

Policy Modified by Email Address

Policy Owner Email Address

Multi Instance Count

Multi Instance Flag

Process

Risk

This is the effective start date for the policy.

This is the effective end date for the policy.

User name for policy modified by user.

User status for policy modified by user.

This is a user name for the policy owner.

This is a user status for the policy owner.

This is the work email address of a person.

This is the work email address of the policy
owner.

This gives the number of instances the
policy is connected with.

This flag shows whether or not the policy is
spanning across multiple instances.

This is a process name associated with the
policy.

This is a risk name associated with the
policy.

® Access Point: The access point dimension is used with other dimensions and facts

in the current folder.

Access Point Dimension

Column Name

Description

Access Point Name

The access point name in the source Oracle
E-Business Suite/Peoplesoft (EBS/PSFT).
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Column Name

Description

Access Point Description

Access Point Type

Access Point Start Date

Access Point End Date

The access point description in source
EBS/PSFT.

The access point type name, such as Menu,
Function.

This is the start date for the access point.

This is the end date for the access point.

e Entitlement: The entitlement dimension is used with other dimensions and facts in

the current folder.

Entitlement Dimension

Column Name

Description

Entitlement Name

Entitlement Version Number

Entitlement Status

Entitlement Description

Entitlement Effective Date

Effective Start Date

Effective End Date

Entitlement Modified by User Name

Entitlement Owner User Name

This is the entitlement name.

This is the entitlement version number.

This is the entitlement status.

This is the entitlement description.

This is the effective date for an entitlement.

This is the effective start date for the
entitlement.

This is the effective end date for the
entitlement.

This is the modified by user entitlement
name.

This is the owner name for the entitlement.

e Instance: The instance dimension is used with other dimensions and facts in the

8-4 Oracle Governance, Risk and Compliance Intelligence User's Guide



current folder.

Instance Dimension

Column Name

Description

Platform Name

Platform Version

Instance Name

Instance Description

Instance Location

Instance Schema Name

Instance Status Description

Instance Host Name

Instance User Name

Instance Port

Instance URL

Instance Status

This is the platform for the instance
EBS/PSFT.

This is the platform version of the instance.
This is the instance name.

This is the instance description.

This is the instance location.

This is the instance schema name.

This is the instance status description.

This is the instance host name.

This is the instance user name.

This is the instance port.

This is the instance URL.

This is the instance status.

Instance Synchronization Date This is the instance sync date.

Time Day - Policy Date: This is the role-playing version of the time dimension and
can be used with other dimensions and facts in the current folder.

Time Day - Policy Date Dimension

Column Name and Description

Time Key
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Column Name and Description

Create Date

Time Date

Day Name

Day Number

Last Update Date

Last Day in Month Indicator

Month

Quarter

Quarter Number

Year Month

Year

Week Start Date

Week End Date

Week Number

Day Number Overall

Day of Week

Holiday Indicator

Weekday Indicator

Day Abbreviated

Month Number Overall
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Column Name and Description

Month Abbreviated

Year Quarter

Week Number Overall

Quarter Number Overall

® Fact - SOD Policy: The SOD Policy fact has measures derived around all the

dimensions in this subject area.

Fact - SOD Policy

Column Name

Description

Total Policy Count

Total Active Policy Count

Policy Count

Entitlement Count

Detail Type

Access Point Count

Instance Count

Process Count

Risk Count

~ Time Series Metrics ~

Month Ago Policy Count

The total count of SOD policies.

The total count of SOD active policies.

The count of SOD active policies.

The count of entitlements.

This is the detail type: access point or
entitlement.

The count of access points.

The count of instances.

The count of processes.

The count of risks.
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Column Name Description

Month Ago Entitlement Count

Month Ago Access Point Count

Month Ago Instance Count

Quarter Ago Policy Count

Quarter Ago Entitlement Count

Quarter Ago Access Point Count

Quarter Ago Instance Count

Year Ago Entitlement Count

Year Ago Access Point Count

Year Ago Policy Count

Year Ago Instance Count

Subject Area — SOD Policy Conditions

The SOD Policy Conditions subject area has the following structure.

¢ Common Dimensions: The common dimensions include Run, Policy, Instance, and
Access Point.

Note: Please refer to the common dimension tables in the SOD
Policy section for specific column names and description for Policy,
Instance, and Access Point.
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Run Dimension

Column Name

Description

Run Id

Run End Date

Latest Run Flag

This is the identification number for the run.

The end date for the conflict analysis run.

This is the latest run flag information: Yes or
No.

¢ Conditions: The conditions enforced include SOD Condition Type, SOD Condition

Value, and Fact - SOD Conditions.

Fact - SOD Conditions

Column Name

Description

Policy Count

Access Point Count

Condition Start Date

Condition End Date

Application User Count

Condition Value Start Date

Condition Value End Date

The number of polices that are associated
for this condition (Type/Value).

The number of access points that are
associated for this condition (Type/Value).

This is the start date of the condition type
applied for policy.

This is the end date of the condition type
applied for policy.

The number of users that are associated for
this Condition (Type/Value).

This is the start date for a condition value
applied for policy.

This is the end date for a condition value
applied for policy.
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Column Name

Description

Conditions Count

Global Condition Flag

Policy Same Flag

Global Condition Value Flag

Global Same Flag

The number of condition types available
that can be applied for a policy or set of
policies.

This flag indicates whether a condition type
is excluded at global level or not. In
Reports, you use this flag to indicate that
the same flag in the AACG application is
applied for a condition type that spans
across all policies.

Use this flag to indicate that the same flag is
used in the AACG application is applied for
a policy with condition type. If the policy
same flag is set to Yes, it means that for a
policy the same flag in AACG has value set
to Yes for the associated condition type.

This flag indicates whether conditions are
excluded at the global level or not. In
Reports, you use this flag to indicate that
the same flag in the AACG application is
applied for a condition value that spans
across all policies.

In Reports, you use this flag to indicate that
the same flag in the AACG application is
applied for a condition type that spans
across all policies. With this flag, you do not
associate any single policy for the condition
type. If the global same flag is set to Yes, it
means that for a policy the same flag in
AACG has value set to Yes for the
associated condition type. This condition
type is applied across all policies.
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SOD Condition Type Dimension

Column Name

Description

Condition Type Start Date

Condition Type End Date

Condition Type

Condition Type Description

Condition Type Status

This is the start date of the condition type
applied for policy.

This is the end date of the condition type
applied for policy.

This explains the type of condition. Types
may be: users, access points, SOD, etc.

Description for particular condition.

This status explains if the condition type is
Active, Inactive, or NA.

SOD Condition Value Dimension

Column Name

Description

Condition Value

Condition Value Status

Condition Value Start Date

Condition Value End Date

This is the value of the exclusion type,
users, access points, SOB, OU, etc.

This status explains if the condition value
(exclusion value) is Active, Inactive or NA.

This is the start date of the condition value
applied for policy.

This is the end date of the condition value
applied for policy.

e Path Conditions: The path conditions enforced include Access Point - From,
Application User - From, and Fact - SOD Path Condition.
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Access Point - From Dimension

Column Name Description

Access Point Name — From It shows the access point name in source
EBS/PSFT.

Access Point Description — From This explains the access point description in
source EBS/PSFT.

Access Point Type — From The access point type names, such as Menu,

Function etc.

Access Point Start Date — From Start date of the access point.

Access Point End Date — From End date of the access point.

Access Point Code — From It shows the access point code in source
EBS/PSFT.

Application User - From Dimension

Column Name Description
Global User Name This is a global user identification number.
Related User Name User's name in source system EBS/PSFT for

the instance.

Display Name Displayed name for the application user.
First Name First name of User in an application.

Last Name Last name of User in application.

User Status This status indicates whether user is active

or inactive.

Email Address Work email address of the user.
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Column Name

Description

Employee Id

User Start Date

User End Date

User Effective Start Date

User Effective End Date

Employee identifier for user.

Start date of user in that application.

End date of user in that application.

Application users effective start date.

Application users effective end date.

Fact - SOD Path Conditions

Column Name

Description

Condition Path Start Date

Condition Path End Date

Condition Path Action

Condition Path Status

Access Point Name

Access Point Type

Access Point Name — From

Access Point Type — From

Instance Name

This is the start date for the condition set at
the global level.

This is the end date for the condition set at
the global level.

This is the exclusion path action
information.

This is the exclusion path status
information.

This is the access point name in source
system EBS/PSFT.

The access point type names in source
EBS/PSFT, such as Menu, Function etc.

Name of access point from which it is
excluded.

Type of access point type name, such as
Menu, from which it is excluded.

Name of the instance.
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Column Name

Description

Instance Description

Description of the instance.

Subject Area — SOD User Review

The SOD User Review subject area has the following structure.

® Application User: This dimension provides detail information relating to

application users in the source system for the instance.

Application User Dimension

Column Name

Description

Global User Name

Related User Name

Display Name

First Name

Last Name

User Status

Email Address

Employee Id

User Start Date

User End Date

User Description

This is a global user identification number.

User's name in source system EBS/PSFT for
the instance.

Displayed name for the application user.

First name of User in an application.

Last name of User in application.

This status indicates whether user is active
or inactive.

Work email address of the user.

Employee identifier for user.

Start date of user in that application.

End date of user in that application.

User description in the source system
EBS/PSFT for the instance.
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Column Name Description

Related User Id This is a related user identification number.

® Access Point - Role: This dimension provides information relating to access points
in the source system for the instance.

Access Point - Role Dimension

Column Name Description

Access Point Name — Role It shows the access point name in source
EBS/PSFT.

Access Point Description — Role This explains the access point description in
source EBS/PSFT.

Access Point Type — Role The access point type names, such as Menu,

Function etc.

Access Point Start Date — Role Start date of the access point.

Access Point End Date — Role End date of the access point.

Access Point Code — Role It shows the access point code in source
EBS/PSFT.

Access Point Id — Role Access point identifier in AG 8.0

Access Point Type Code — Role Access point type value, e.g. Menu,

Function etc.

¢ Instance: This dimension provides information on instances in the source system.
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Instance Dimension

Column Name

Description

Instance Id

Instance Code

Platform Name

Platform Version

Platform Code

Instance Name

Instance Description

Instance Location

Instance Schema Name

Instance Status Description

Instance Host Name

Instance User Name

Instance Port

Instance URL

Instance Status

Instance Password

Instance Synchronization Date

This is the identification number for the
instance.

This is the instance code.

This is the platform for the instance
EBS/PSFT.

This is the platform version of the instance.

This is the platform code of the instance..

This is the instance name.

This is the instance description.

This is the instance location.

This is the instance schema name.

This is the instance status description.

This is the instance host name.

This is the instance user name.

This is the instance port.

This is the instance URL.

This is the instance status.

This is the password of the instance.

This is the instance sync date.

¢ Time - Assignment Start Date: This is the assignment start date dimension, a
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role-playing dimension of time. This dimension covers all aspects of time relating to
SOD User Access (e.g. Year, Month etc.).

Time Day - Assignment Start Date Dimension

Column Name and Description

Time Key

Create Date

Time Date

Day Name

Day Number

Last Update Date

Last Day in Month Indicator

Month

Month Number

Quarter

Quarter Number

Year Month

Year

Week Start Date

Week End Date

Week Number

Day Number Overall

Day of Week
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Column Name and Description

Holiday Indicator

Weekday Indicator

Day Abbreviated

Month Number Overall

Month Abbreviated

Year Quarter

Week Number Overall

Quarter Number Overall

* Fact - User Access: This fact captures the relationship between the user and the

assigned access points.

Note: The term Sid is an abbreviation for surrogate identifier, as in

User Sid.

Fact - User Access

Column Name

Description

Access Point - Role Sid

User Sid

Instance Sid

Assignment Start Date Sid

Assignment Start Date

This is the access point granted to a user in
the application.

User surrogate identifier.

Instance/Data Source surrogate identifier.

Access point assignment start date
surrogate identifier.

Access point assignment start date.
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Column Name

Description

Assignment End Date

Delete Flag

Source System Id

Application User Count

Access Point - Role Count

Month Ago Application User Count

Quarter Ago Application User Count

Year Ago Application User Count

Month Ago Access Point - Role Count

Quarter Ago Access Point - Role Count

Year Ago Access Point - Role Count

Access point assignment end date.

This flag indicates if the user-access point
association exists in source application or
not.

Source system identifier.

Count of all application users with
assignments.

Count of all access points assigned to users.

Count of all application users with
assignments given a month ago.

Count of all application users with
assignments given a quarter ago.

Count of all application users with
assignments given a year ago.

Count of all access points assigned to users
a month ago.

Count of all access points assigned to users
a quarter ago.

Count of all access points assigned to users
a year ago.

Subject Area - SOD Conflicts

The SOD Conflicts subject area has the following structure.

e Common Dimensions: These dimensions (Policy, Run, Time Day - Run Date) are
commonly used with SOD Conflict Analytics.

Note: Please refer to the common dimension tables in the SOD
Policy section for specific column names and description for Policy
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and Time dimensions. And, refer to the common dimension tables
in the SOD Policy Conditions section for specific column names
and description for Run dimensions.

SOD User Conflict Specific Analytics: This folder contains the Fact - Global User
Contflict. This fact joins with all dimensions in the Common Dimensions folder
namely the Policy, Run and Time; the Global User Conflict fact should not be used

in combination with any other dimensions as errors will result. The measures in this

fact are related to global users and not related users from the application user

dimension.

Fact - Global User Conflict

Column Name

Description

SOD Policy Count

Total Conflict Count

Global User Count

Run Count

Number of Days Outstanding

Approved Conflict Count

Monitor Conflict Count

Total Conflict Count

Pending Conflict Count

Prevented Conflict Count

Rejected Conflict Count

~ Time Series Metrics ~

The count of SOD Policies.

This is the total count of SOD conflicts.
This is the count of global users.

This is the count of run.

The number of days that an SOD conflict
has been identified but not resolved.

This is total the count of approved conflicts.
This is total the count of monitor conflicts.

This is total number of policy conflicts that
occurred in the current run.

This is total the count of pending conflicts.

This is total the count of prevented conflicts.

This is total the count of rejected conflicts.
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Column Name

Description

Month Ago Run Count

Year Ago Run Count

Month Ago Total Conflict Count

Month Ago Approved Conflict Count

Month Ago Monitor Conflict Count

Month Ago Pending Conflict Count

Month Ago Prevented Conflict Count

Month Ago Rejected Conflict Count

Quarter Ago Total Conflict Count

Quarter Ago Run Count

Quarter Ago Approved Conflict Count

Quarter Ago Monitor Conflict Count

Quarter Ago Pending Conflict Count

Quarter Ago Prevented Conflict Count

Quarter Ago Rejected Conflict Count

This is the count of run a month ago.

This is the count of run a year ago.

This is the count of total conflicts a month
ago.

This is the count of approved conflicts a
month ago.

This is the count of monitor conflicts a
month ago.

This is the count of pending conflicts a
month ago.

This is the count of prevented conflicts a
month ago.

This is the count of rejected conflicts a
month ago.

This is the count of total conflicts quarter
ago.

This is the quarter count of the runs.

This is the count of approved conflicts
quarter ago.

This is the count of monitor conflicts quarter
ago.

This is the count of pending conflicts
quarter ago.

This is the count of prevented conflicts
quarter ago.

This is the count of rejected conflicts quarter
ago.
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Column Name Description

Year Ago Total Conflict Count This is the count of total conflicts a year ago.

Year Ago Approved Conflict Count This is the count of approved conflicts a
year ago.

Year Ago Monitor Conflict Count This is the count of monitor conflicts a year
ago.

Year Ago Pending Conflict Count This is the count of pending conflicts a year
ago.

Year Ago Prevented Conflict Count This is the count of prevented conflicts a
year ago.

Year Ago Rejected Conflict Count This is the count of rejected conflicts a year
ago.

* SOD Conflict Path Specific Analytics: This folder contains the following facts and
dimensions:

Note: Please refer to the dimension tables in the SOD Policy section
for specific column names and description for Instance and
Entitlement dimensions. And, refer to the dimension tables in the
SOD Policy Conditions section for specific column names and
description for Application User, Access Point - Role, and Access
Point - Privileges dimensions.

¢ Instance

e Application User

¢ Entitlement

* Access Point - Role

e Access Point — Privileges

e ACG User - Assigned To
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ACG User -Assigned To Dimension

Column Name

Description

User Name

First Name

Last Name

User Address

User Group Name

User Status

Email Addressl

Email Address2

Mobile Phone

This is a user identification number.

First name of user in an application.

Last name of user in application.

This is the home address for the ACG
user assigned to.

Group naming convention for users.

This status indicates whether user is
active or inactive.

Work email address 1 of the ACG user.
Work email address 2 of the ACG user.

This is the cell phone number for the
ACG user assigned to.

e Fact - Conflict

Please refer to the section on Subject Area - SOD Detail for further information on
the facts and dimensions listed for this folder.

Fact - Conflict

Column Name Description

Conflict Path Id This is the conflict path identifier.

Source System Id This is the source system identifier.
Conflict Generation Flag Indicates whether the participating policies

generated conflicts or not.
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Column Name

Description

Conflict Path Status

Latest Policy Run Flag

Conflict Path Id Link

SOD Policy Count

Total Conflict Path Count

Entitlement Count

Application User Count

Run Count

Role Count

Privilege Count

Assigned To User Count

Approved Conflict Path Count

Monitor Conflict Path Count

Pending Conflict Path Count

Prevented Conflict Path Count

Rejected Conflict Path Count

~ Time Series Metrics ~

Month Ago Run Count

Indicates status, such as monitor, prevent,
reject, pending, approved.

This flag indicated if a run is the latest for a
given policy.

The conflict path id link can be used to drill
down to source system for viewing the
conflict path.

The count of SOD policies

The count of total conflict paths.

The count of entitlements.

The count of application users.

The count of runs.

The count of roles.

The count of privileges.

The count of assigned to users.

The count of approved conflict paths.

The count of monitor conflict paths.

The count of pending conflict paths.

The count of Prevented conflict paths.

The count of Rejected conflict paths.

The count of runs a month ago.
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Column Name

Description

Year Ago Run Count

Number of Days Outstanding

Month Ago Total Conflict Path Count

Month Ago Approved Conflict Path Count

Month Ago Monitor Conflict Path Count

Month Ago Pending Conflict Path Count

Month Ago Total Conflict Path Count

Month Ago Approved Conflict Path Count

Month Ago Monitor Conflict Path Count

Month Ago Pending Conflict Path Count

Month Ago Prevented Conflict Path Count

Month Ago Rejected Conflict Path Count

Quarter Ago Total Conflict Path Count

Quarter Ago Approved Conflict Path Count

The count of runs a year ago.

The number of days that an SOD conflict
has been identified but not resolved.

The count of total conflict paths a month
ago.

The count of approved conflict paths a
month ago.

The count of monitor conflict paths a month
ago.

The count of pending conflict path a month
ago.

This is the count of total conflict paths a
month ago.

This is the count of approved conflict paths
a month ago.

This is the count of monitor conflict paths a
month ago.

This is the count of pending conflict paths a
month ago.

This is the count of prevented conflict path s
a month ago.

This is the count of rejected conflict paths a
month ago.

This is the count of total conflict path s
quarter ago.

This is the count of approved conflict paths
a quarter ago.
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Column Name

Description

Quarter Ago Monitor Conflict Path Count

Quarter Ago Pending Conflict Path Count

Quarter Ago Prevented Conflict Path Count

Quarter Ago Rejected Conflict Path Count

Year Ago Total Conflict Path Count

Year Ago Approved Conflict Path Count

Year Ago Monitor Conflict Path Count

Year Ago Pending Conflict Path Count

Year Ago Prevented Conflict Path Count

Year Ago Rejected Conflict Path Count

~ App User Conflict Metrics ~

App User Conflict Count

Month Ago App User Conflict Count

Quarter Ago App User Conflict Count

This is the count of monitor conflict paths a
quarter ago.

This is the count of pending conflicts a
quarter ago.

This is the count of prevented conflict paths
quarter ago.

This is the count of rejected conflict paths
quarter ago.

This is the count of total conflict paths a
year ago.

This is the count of approved conflicts a
year ago.

This is the count of monitor conflict paths a
year ago.

This is the count of pending conflict paths a
year ago.

This is the count of prevented conflict paths
a year ago.

This is the count of rejected conflict paths a
year ago.

This app user conflict count is the total
number of policy conflicts by an application
user. This is a distinct count of the user
surrogate key and policy surrogate key.

The number of application user conflicts
that occurred a month ago.

The number of application user conflicts
that occurred a quarter ago.
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Column Name Description

Year Ago App User Conflict Count The number of application user conflicts
that occurred a year ago.

SOD Conflict Analytics By Run: This folder contains the following facts and
dimensions:

¢ Time Day - Previous Run Date

Note: Please refer to the dimension table in the SOD Policy
section for specific column names and description for Time Day
dimensions.

e Previous Run

Previous Run Dimension

Column Name Description

Run Id This is the identification number for the
run.

Run End Date The end date for the conflict analysis

previous run.

Total Conflict Count Total policy conflict counts for the
previous run.

Total Conflict Path Count Total policy conflict path counts for the
previous run.

* Fact - Policy Previous Run
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Fact - Policy Previous Run

Column Name

Description

Conflict Generation Flag

Previous Run Conflict Generation Flag

Conflict Path Generation Flag

Previous Run Conflict Path Generation
Flag

Latest Policy Run Flag

~ Conflict Metrics ~

Approved Conflict Count

Monitor Conflict Count

Pending Conflict Count

Prevented Conflict Count

Rejected Conflict Count

The flag indicates whether the
participated policy generated conflicts in
the current run or not.

The flag indicates whether the
participated policy generated conflicts in
the previous run or not.

The flag indicates whether the
participated policy generated conflicts in
the conflict path or not.

The flag indicates whether the
participated policy generated conflicts in
the conflict path in the previous run or
not.

The flag indicates if a run is latest for a
given Policy (Y/N) The flag is derived on
Policy Id and the run surrogate key (not
on Policy Surrogate Key).

This is the approved conflicts for the
current run.

This is the monitor conflicts for the
current run.

This is the pending conflicts for the
current run.

This is the prevented conflicts for the
current run.

This is the rejected conflicts for the
current run.
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Column Name

Description

Total Conflict Count

Previous Run Total Conflict Count

Previous Run Approved Conflict Count

Previous Run Monitor Conflict Count

Previous Run Pending Conflict Count

Previous Run Prevented Conflict Count

Previous Run Rejected Conflict Count

~ Conflict Path Metrics ~

Total Conflict Path Count

Approved Conflict Path Count

Monitor Conflict Path Count

Pending Conflict Path Count

Prevented Conflict Path Count

Rejected Conflict Path Count

This is the total conflicts for the current
run.

This is the count of total conflicts for
previous run.

This is the count of approved conflicts for
previous run.

This is the count of monitor conflicts for
previous run.

This is the count of pending conflicts for
previous run.

This is the count of prevented conflicts for
previous run.

This is the count of rejected conflicts for
previous run.

This is the total conflict paths for the
current run.

The count of approved conflict paths for
the current run.

The count of monitor conflict paths for
the current run.

The count of pending conflict paths for
the current run.

The count of prevented conflict paths for
the current run.

The count of rejected conflict paths for the
current run.
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Column Name

Description

Previous Run Total Conflict Path Count

Previous Run Approved Conflict Path
Count

Previous Run Monitor Conflict Path
Count

Previous Run Pending Conflict Path
Count

Previous Run Prevented Conflict Path
Count

Previous Run Rejected Conflict Path
Count

~ App User Conflict Metrics ~

App User Conflict Count

Previous Run App User Conflict Count

This is the count of total conflicts for
previous run.

This is the count of approved conflict
paths for previous run.

This is the count of monitor conflict paths
for previous run.

This is the count of pending conflict paths
for previous run.

This is the count of prevented conflict
paths for previous run.

This is the count of rejected conflict paths
for previous run.

The application user conflict count is the
total number of policy conflicts by an
application user. This is a distinct count
of user surrogate key and policy
surrogate key.

This is the number of application user
conflicts that occurred in the previous
run.

Subject Area — SOD Detail

The SOD Detail subject area includes the following folders:

¢ Common Dimensions: These dimensions (Policy, Run, Time, Day) are commonly
used with SOD Conflict Analytics, Conditions, and Path Conditions.

e SOD User Conflict Specific Analytics: This folder contains the Fact - Global User
Conlflict. This fact joins with all dimensions in the Common Dimensions folder
namely the Policy, Run and Time; the Global User Conflict fact should not be used
in combination with any other dimensions as errors will result. The measures in this
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fact are related to global users and not related users from the application user
dimension.

SOD Conflict Path Specific Analytics: This folder contains the following facts and
dimensions.

e Instance Dimension: The Instance dimension in SOD Conflict Path Specific
Analytics folder can also be used with dimensions and facts from the following
folders:

¢ SOD Conflict Analytics by Run
e SOD Conflicts

* SOD Policy

e Conditions

e Path Conditions

Do not use the Instance Dimension with Fact - Global User Conflict as the defined
facts are not instance specific.

Application User Dimension: The Application user dimension in SOD Conflict
Path Specific Analytics folder can also be used with dimensions and facts from the
following folders:

e SOD Conflicts

* 50D Policy

e Conditions

e Path Conditions

The Application User Dimension should not be used with the facts and dimensions
in the SOD Conflict Analytics by Run folder. The Application User Dimension
should be used with the Fact - Global User Conflict only; use it with reference to the
attribute — global user name.

Access Point — Role Dimension: The Access Point — Role dimension (Role playing
version of access point dimension) present in SOD Conflict Path Specific Analytics
folder can also be used with dimensions and facts from the current folder and
common dimensions only.

Access Point — Privileges Dimension: The Access Point — Privileges dimension
(Role playing version of access point dimension) present in SOD Conflict Path
Specific Analytics folder can also be used with dimensions and facts from the
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current folder and common dimensions only.

¢ Entitlement Dimension: Entitlement is a group of access points in various
combinations to define a policy. The entitlement dimension in SOD Conflict Path
Specific Analytics folder can also be used with dimensions and facts from SOD
Policy and common dimension.

Note: The entitlement dimension should not be used with
dimensions and facts from folders.

e Conditions
e Path Conditions

e SOD Conflict Analytics by Run

* ACG User - Assigned To Dimension: ACG users are auditors and policy owners.
This dimension is used only in SOD Conflict Path Specific Analytics (current
folder).

® Fact - Conflict: The conflict fact joins with all the dimensions from Common
Dimensions folder namely the Policy, Run and Time. All the measures calculated or
derived in the conflict fact are specific to application user specific (Related user) and
instance or platform. This fact should only be used in combination with any other
dimensions in the current folder and common dimensions.

e SOD Conflict Analytics by Run: This folder contains the following facts and
dimensions which can be used in combination with Common dimensions only.

¢ Previous Run: The previous run dimension joins with the Fact — Policy
Previous Run to provide the previous run details.

e Time Day - Previous Run Date: This dimension joins with the Fact — Policy
Previous Run to provide the date of the previous run with respect to the current
run.

® Fact - Policy Previous Run: The measures defined in this fact are with respect
to current run (from common dimensions) and previous run (from previous run
dimension) combination and also the time dimensions of Time Day - Previous
Run Date and Time (from common dimensions).

* SOD Policy: This folder contains Fact - SOD Policy. This fact joins with all the
dimensions in from Common Dimensions folder namely the Policy, Run and Time.
They should not be used in combination with any other dimensions as they result in
error data.
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Conditions: The conditions enforced include Fact - SOD Conditions, SOD
Condition Type, and SOD Condition Value.

Path Conditions: The path conditions enforced include Access Point Path
Conditions, Access Point, Access Point - From, Application User - From, Fact - SOD
Path Conditions.

SOD User Review: This folder includes Fact - User Access. This fact captures the
relationship between a user and the assigned access points

Common Dimensions Explained

There is a common dimension folder in the following subject areas:

Subject Area — SOD Policy Conditions: The common dimensions are Policy, Run,
Instance and Access Point.

Subject Area — SOD Conflicts: The common dimensions are Policy, Run and Time.

Subject Area — SOD Detail: The common dimensions are Policy, Run and Time.

Using Common Dimensions

The common dimensions include Run, Policy and Time. These dimensions can be used

across all the other folders. For example, you can use Policy dimension from Common
dimensions folder with facts and dimensions in Conditions folder. You should only use
the common dimensions with any one of the other folders. For example, you should not
select dimensions from Common Dimensions, Conditions and also Path conditions. You
should use dimensions from Common Dimensions and Conditions or dimensions from
Common Dimensions and Path Conditions.

Policy Dimension: Policy is defined from a group of entitlements and access points
in combination. The Policy dimension is used with dimensions and facts from all
the folders.

® SOD user conflict specific analytics
*  SOD conflict path specific analytics
* 50D Conflict Analytics by Run

* 50D Conflicts

* 5S0D Policy

e Conditions
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e Path Conditions

¢ Run Dimension: The run dimension is used with dimensions and facts from all the
folders. Do not use the run dimensions with folder SOD Policy.

® 50D user conflict specific analytics
*  S0D conflict path specific analytics
e SOD Conflict Analytics by Run

e SOD Conflicts

¢ Conditions

e Path Conditions

e Time Dimension: The time dimension is used with dimensions and facts from all
the folders.

® 50D user conflict specific analytics
¢ SOD conflict path specific analytics
¢ SOD Conflict Analytics by Run

e SOD Policy

¢ Conditions

e Path Conditions

Conditions Explained
AACG enforces conditions for a policy or a set of policies:

e Policy level conditions - The conditions are applied using the Same flag for the
policies. This is the policy level conditions. The Same flag can hold values (Yes, No)
to be set on the condition type for a policy.

¢ Global level conditions - Enforces a condition across all polices using the global
condition as they are enforced on a given instance (EBS or Peoplesoft).

* Global path conditions - Enforces conditions at the path level. For example, we can
set conditions for one access point with reference to another access point or user.
These are called global path conditions. Global conditions refer to conditions that
are not based on a policy.
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In GRC], you can report on condition that is set for a policy at:

* Condition Type level (For E.g. Access Point, User, SOB, OU etc)
* Condition Value level (For E.g. Values of Access Point, User, SOB, OU etc)

* Condition Paths (Apply condition on an Access point with respect to another access
point or users)

Flags in the reports show how the conditions are applied in AACG:

* Policy Same Flag — In the reports we use this flag to indicate that the Same flag in
the AACG application is applied for a policy with Condition type. If the Policy
Same Flag is set to 'Yes' it means that for a policy, the same flag in AACG has value
set to "Yes' for the associated Condition type.

* Global Same Flag — In the reports we use this flag to indicate that the Same flag in
the AACG application is applied for a Condition type that spans across all policies.
We do not associate any single policy for the Condition type. If the Global Same
Flag is set to 'Yes' it means that the same flag in AACG has value set to 'Yes' for the
Condition type. This condition type is applied across all policies.

* Global Condition Flag — This flag indicates whether condition type is excluded at
global level or not. In the reports, we use this flag to indicate that the Same flag in
the AACG application is applied for a Condition type that spans across all policies.
The difference between Global Same Flag and Global Condition Flag is that Global
Same Flag contains value of same flag across all the polices while the Global
Condition Flag mentions that If the condition type is excluded globally or not.

¢ Global Condition Value Flag - This flag indicates whether condition value is
excluded at global level or not. In the reports, we use this flag to indicate that the
Same flag in the AACG application is applied for a Condition value that spans
across all policies.

Using Start and End Dates for Conditions

Using the start and end dates we capture when the Condition Value is applied for a
policy or is removed from a policy, or again introduced for a policy. If a condition
value/type is applied for a policy, the start date has the date when the condition was
effective for a policy and end date has an infinite date. If the applied condition
value/type is removed from the policy, then the end date is updated from infinite date
to the date when the condition value/type is removed from the policy. Again, if the
condition is applied for a policy, a new row is created with the start date has the date
when the condition was effective for a policy and end date has an infinite date.

To see the dates in the reports use the following attributes:

e Condition Value Start Date
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¢ Condition Value End Date
¢ Condition Type Start Date

¢ Condition Type End Date

Conditions Metrics

The following metrics are specific to the Conditions and Path Conditions:

* Policy Count — The number of polices that are enforced with this Condition
(Type/Value)

e Access Point Count - The number of access points that participated with this
Condition (Type/Value)

¢ Application User Count - The number of users that participated with this Condition
(Type/Value)

* Conditions Count — This measure provides the number of Condition Types
available that can be applied for a policy or set of policies.

Path Conditions Explained

This is applicable at the access point level. Here the access point is excluded from
another access point or user. All path conditions are set at the global level or instance
level. The action is set to 'Excluded’ this means that the access point is excluded from
the related user or access point. The status is set to 'Active’ or 'Inactive'. This means that
the condition is 'Active’ or 'Inactive'. The Condition Path Start Date and Condition Path
End Date attributes explain when the path condition was set for an access point.

In AACG application, you can create global path conditions. Each excludes one access
point from another, such as an Oracle function from a menu or a responsibility. A path
including those points would be excluded from conflict generation. If, for example, a
global path condition excluded functionl from responsibilityl, an access policy set
functionl in conflict with function2, and a user had access to both functions, no conflict
would occur if the user's access to functionl came from responsibility1.

This information can be viewed in our reports by using the facts and dimension in the
Path Conditions folder.
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Modifying Reports and Dashboards

This appendix covers the following topics:

Modifying Report Titles
Creating Report Prompts
Modifying Charts
Creating Formulas within Reports
Modifying Tables
Modifying Pivot Tables
Conditional Formatting
Modifying Data Formats
Using Filters

Printer Friendly Reporting
Modifying Dashboards

Modifying Report Titles

To modify a report title:

1.

2.

3.

4.

Select the Modify link on any report.
Select the Results tab.

From the drop down menu, choose Title.

You can edit the report title, subtitle or image.
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Rigk Heat Map - Business Processes = EN

Criteria | Results | Prompts | Advanced

Title: [ =
Dizplay Saved Mame

Logo |fmap:Imagesfrepor‘[_activﬂies ] | E
Optional - URL of & title image. Mote: When running in g secired enironment, anly resodrces that are lacated on
the Oracle B Presenitation Server may be used. These resources are referenced nsing a relative path prefixed
with “frnap™.

Suttle | =

Started Time | Do not dizplay e |@

HelpURL | |

Optional - URL for & document providing help on this reguest. Note: WAen rupning in @ secired enviranment, aniy
resonrces that are located on the Oracle BI Presentation Senver may be nsed. These resolrces are referenced
HEing & relative path prefixed with “fmap.

[¥] Display Results

=~

5. Select the Save icon when you are finished making changes to your title.

Tips on Modifying Report Titles

¢ The name you give the report when you save it is the title that will be displayed
when the report is executed.

* When saving your report, enter a description for the report. The description
appears as a tooltip when you "hover" the mouse over the report title in Answers
and on Dashboards.

e If your chart or table is drillable, add a subtitle such as "(Drill on chart for details)"

e If desired, set the 'Started Time' to 'Display date & time'. Note that this may not
always be desirable and can clutter up the title.

* Adding an image to a report:

¢ Image names are always prefixed with "fmap:Images/"

* The image should appear to the left of the title.

To add an image to the report, find the image you wish to use in the following table,
then enter that image's reference in the Logo field.
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fmap:imagesieport_service_profitibiliy.jpg

fmaplmagesireport_serviceRequest.jpg

Tman:imagesfeport_targetActual.jpg

Tmap:lmagesfeport_tradepromo.jpg

map:imagesreport_trends.jpg
fmap:lmagesieport_uniersal_queuve.jpg

fmap:imagesfeport_win_lossDeals.jpg

Creating Report Prompts

Use prompts to obtain user input before showing the report. To create a report prompt:

1. Select the Modify link on any report.

2. Select the Prompts tab.

3. From the Create Prompt menu, choose one of the following:

®  Column Filter Prompt: A column filter prompt provides general filtering of a
column within a request. A column filter prompt can present all choices for a
column, or it can present constrained choices for a column. For example, if a
request contains a Region=East filter, constraining choices for the City column
restricts the selections to cities in the East region only. This eliminates the
selection of a mutually exclusive filter that could result in no data.
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Column Filter Prompt Properties

Caption |

Dezcription |

Fitter on Column | Rizk Significance b |
Operatar | iz equalto Fizin hd |

How should the user choose a value or values?
() Select it from a drop-down list
{:} Browwze through choices andiar type in directly

Single Yalue Only

What values should be shown to the user?

) hone

&) Al values
i Limited Walues

O 6L Resutts |
[(The walues returned by this SQL statement)
Other options

Chioices per page |:|

[leave blank for automatic setting)

[ ] Allavwe uzer ta constrain chaoices

|:| Allawy uzer to skip prompt

ﬂ Cancel

Image Prompt: An image prompt provides an image that users click to select
criteria for a request. For example, in a sales organization, users can click their
territories from an image of a map to see sales information, or click a product
image to see sales information about that product. Users who know how to use
the HTML <map> tag can create an image map definition.
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Image Map Prompt Properties

Caption |

Description |

Image URL |

HTML Image Map

HThL

Extract mage Magp from HThL

ﬂ Cancel

4. Select the Save icon when you are finished creating your report prompt.

Tips on Creating Report Prompts

* Prompts allow the user to provide input which filters large amounts of information
in order to get meaningful output.

¢ Example of a Column Filter Prompt as it would appear in a report:

Week
| B¢] week of 92972003 - 10/5/2003
Add Another Value Week of 10/6/2003 - 10/12/2003

Wesek of 10/1 372003 - 10152003
Week of 1052002003 - 10/26/2003

Wesk of 1002772003 - 117272003
< q ==

o]

Modifying Charts
To modify a chart:

1. Select the Modify link on any report.
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2. Select the Results tab.

3. From the drop down menu, choose Chart.

Dashboards - Answers - hore Products = - Settings = - Log Out

Criteria | Results | Prompts | Advanced

2 Risk Heat Map - Business Processes

|£ iI’% E_‘_ @ @ Graph |Line v| Type |Defau|t | Style
L o=

Measure

Labels

Measure [+]

Lakels D D . ~

Risk ) -

Rizk 5 , .

Significance D D q

Risk 4 ! o o

Ukihood 1 O O 8 i
=

Facts - 2 3 s O Risk

Risk S Significance ()
o

Risk X 2@ o

Likelihoad ooano =

Risk

Significance D D

Mumber of 0

7] )
Processes D D Med-Low.2 Medium.d Med-High. 1 High,2 -
Med-Low.g Med-High.2 Med-High,3 High,1 i
H
Risk Significance, Mumber of Processes
Redraw | | Clear H e [+]

4. Make changes as appropriate.

5. Select the Save icon when you are finished making changes to your chart.

Tips on Modifying a Chart

*  When creating a report that will show a chart, include only the columns that you
need to render the chart. Columns included in the criteria but not shown are still
run and aggregated, which can adversely affect performance.

® Leave the chart size as initially displayed. Generally, the chart should be the size
needed to successfully achieve its purpose. It is okay if a summary chart is smaller
than a detailed one. Charts of different sizes will also lend some visual interest to
the page.

¢ In general, a light background color on a chart can add empbhasis to the chart and
visual interest to a page. For example:
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e Chart test
il

CHICAGD DISTRICT

CIMCINMATI DISTRICT

DETROIT DISTRICT . :
KAMSAS CITY DISTRICT 4.55% -‘I‘I"“" I T i
MIKKNEAPOLES DISTRICT
EOSTON DESTRICT ML S — - _}?..-ﬁ
HEW ¥YORK DISTRIGT —
PHILADELPHIA CISTRICT e
YOLUNGETOWS CISTRICT AAg —

ATLANTA DISTRIGT 1.78% —

CHARLOTTE CASTRICT

DALLAS DISTRICT a¥%
JACHEONVILLE DISTRICT

MEMPHIS DISTRICT A5
DEMVER DISTRICT
LOS ANGELES DISTRIET 5.5%
PORTLAND DISTRICT

SAM FRANGCESCD DESTRICT

The Worlds Greatest Chart Title

11.03%

¢ If displaying multiple charts in a report, enter a title for each chart for better
usability.

¢ Place legends in the appropriate location for the chart type displayed. As horizontal
space is usually the limiting dimension, a top or bottom location often works best.
This should be applied consistently by page.

* Include axis titles where necessary.

¢ Try to mix use of different chart types, for example, Vertical Bar, Horizontal Bar,
Line Bar Combo, and Pareto. Variety is good, but use the chart types which are best
suited to illustrate different types of data. For example, use lines for trends, bars for
comparison between series, stacked to show contributions to a whole.

¢ If using many Vertical Bar or Horizontal Bar graphs, try to mix use of different
styles, such as Rectangle, Cylinder and Gradient.

* Make charts to further detail reports, but try to keep drilling to 2 levels (parent
report to child report) to prevent confusing navigation.

* For gauges, use the default colors and gauge attributes:

Criteria | Results | Prompts | Advanced

2 Risk Mitigatic
s :f': \}'"f 4 & | Gauge Type Size W Clear |

e For Line Graphs or Line Bar Combo Graphs, turn off line symbols:
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Format Chart Data

| Posttional | [ Conetional |

Chart Component
Uze Default Position Line Symbol
Color Type Width (px) Type Color
O 1| | | Detaut v|[- |  forr v |

Creating Formulas within Reports

Avoid creating new formulas within reports (for example, CASE statements or
calculations), instead, define formulas as metrics. This prevents the need to recreate
metrics that can be reused in other reports.

Modifying Tables

To modify a table:
1. Select the Modify link on any report.
2. Select the Results tab.
3. From the drop down menu, choose Table.
4. Make changes as appropriate.
Criteria | Results | Prompts | Advanced Dashboards - Angwers - More Procu ettingz = - Log Out
2 Humber of Controls Failures By Risk Type 558 2 [ E
Z ﬁ gﬂ DARNISTE RN Heacler Toolbars with Results
| H[Z ﬁﬂﬂ|¢f z ﬁﬂﬂpf z ﬁﬁﬂ| [z ﬁﬁﬂl it ﬁﬁ£|| it ﬁﬂﬂ|n ﬁﬂ£||¢f z ﬁﬂﬂ|
Count of Failed
Account Level Control Control Failed
2 Hame Process Type | Control Type RiskType Tests Count Control % Period Hame
Accounting Process Corrective Financial Fraud 3 2 BE 673 %2008
Accourting Frocess Detective Financial Fraud 8 2 EE E7% 20081
Accounting Process Freventive Financial Fraud 5 3 S50.00% 520051
Sccourting Pracess Preventive R HETRY 1 1 100.00% *2008G1
Compliance
5. Select the Save icon when you are finished making changes to your table.
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Tips on Modifying Tables

*  When creating a report, always place the parent attribute in the left-outer-most
column followed by the respective children in hierarchical order.

e If an Enterprise Analytics Applications has Logical Column Names that are
identical within the same Subject Area, rename and prefix both columns so
end-users can differentiate between the two columns (for example, Finished Goods
Product Name and BOM Product Name).

e For large tables with many columns and rows, use bar shading to make the table
more readable. Note, however, that in some cases, the addition of the shaded bar
format will render a table less usable if the grouping with the value suppression
option is turned off.

Edit View
Paging Controls Bottom
Fowws per Page 10
Dizplay Column & Table Headings Only column headings A
Enable atternating row "green bar" styling
Enable column zorting in Dashboards
& B5
Cell

Horizontal &lignment | Default | Background Color I:I
Yertical Alignment Default

Border

Pozition | Default Border Style | Defaut »

I— Border Colar I:I

H Additional Formatting Options

ﬂ Cancel

® Left-justify labels if displaying labels in a column.

¢ Change the number of records displayed to vary the height of a table. The default is

25 rows per page.

® Select the Table View Properties button to enable column sorting in Dashboards.
Column sorting in Dashboards works best when there is a small set of records
(fewer than 100) in an analysis.
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Edit View
Paging Controls

Dizplay Column & Table Headings | Only column headings W

Enable atternating rowe "green bar" styling
Enable column sarting in Dazhboards

& B
Cell

Horizortal Alignmerit Background Color Ij
Yertical Alignment

Border

Position Border Style

I Border Color Ij

Additional Formatting Options

ﬂ Cancel

Modifying Pivot Tables
To modify a Pivot table:

1. Select the Modify link on any report.
2. Select the Results tab.
3. From the drop down menu, choose Pivot Table.

4. Make changes as appropriate.
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5.

Criteria | Results | Prompts | Advanced

() [pwot e <] ] 2

&4 ] [W]Show Contrals | [[]Chart Pivoted Results

Pages |E Excluded
Risk Significance = |
Sections || |44 Facts - Risk d
Risk Likelihood ==
A4 Columnz [
Risk COMCAT(Risk Likelihood, * ... &+t

Measure Labels =

Rowes |& heasures
Risk Facts - Issue Control Issues 2

Risk Significance &) |+1]

[ Display Results

Low Likelihood Medium Likelihood [High Liketinood | NN

Risk Significance Cortrol Issues Cortrol lssues Cortrol |ssues Cortrol lssues
Med-Low 1 1

Med-High 1 1 8

Medium 8

Select the Save icon when you are finished making changes to your pivot table.

Tips on Modifying Pivot Tables

When creating the criteria for a pivot table, only include the columns that you
absolutely require to render the pivot table.

Conditional formatting is carried over to pivot tables except for conditional
formatting based on another column. Conditions must be based on the column to
which they apply.

Use the pivot table functionality to create "% of total" columns where needed.

Make creative use of pivot tables. Create mini pivot tables as summary tables on top
of a report.

Conditional Formatting

To add conditional formatting to a table:

1.

2.

3.

Select the Modify link on any report.
Select the Results tab.

From the drop down menu, choose Table.
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4. Select the Column Properties button.

Criteria | Results | Prompts | Advanced LBy
2 Reguiatory ¢
Z ﬁ gﬂ T | Dizplay |Header Toolbars with Results V|

I Z [ 6 X[+ Z [ ] [ A [ [ 3t 5] [x]

Account Level Total Control | Total Test

2 Hame Process Type | Count Count Control % ™
Accounting Process 13 G 53.85% 0
SalesAccounting Process 1 1 0.00% o

5. Make changes as appropriate on the Conditional Format tab. Refer to the online

help for details.

6. Select the Save icon when you are finished making changes.

Tips on Conditional Formatting

¢ If you use graphics, remember to use the "null" images for the conditions that are
not met, so alignment of text and numbers is preserved. In the following example,
when there are no failed controls, a green circle is displayed, which keeps the
column properly aligned.

Modifying Reports and Dashboards A-13



F

Regulatory Compliance Status

L [Drill on ditnenzion to zee detail infarmation)
| Accourt Level 2 Name W |

Account Level 2 Process Total Control | Total Test | Failed Period |
Hame Tvpe Count Count Control %™ |Hame
Accounting Process 13 B 5385% 0 Y 20051
Salesicoounting Process 1 1 0.00% o Y 20050
Accounting Process 1 1 0.00% 0 Y2008C3
Accourting Process 1 1 0.00% 0 Y 200501
Accounting Process v 5 0.00% o Y 20052

Madify - Refresh - Dowwnload - Add to Briefing Book

¢ Display legends to explain the conditional formatting using the Legend option.

z v -5 s = - Log Out

Criteria | Results | Prompts | Advanced

El Controls Summary

EA) |cCaptions |Right & | |Legend tems perrowe |3 | |1
Tite | | E4

ttems

Captian E Sample Text
1. | | |Contr0l Failures = 50% | 4 [x] [+]
3 | | |C0ntr0l Failures = 25% | 4 [x] (=] =]
) | | |C0ntr0l Failures < 25% | f4 [x]

Add Itemn |

[

[¥ Display Results

* Conditional formatting allows conditions on other columns in your report, not just
the column with the formatting. For example, if you are doing comparisons with
historical data, you can try using the red down arrows and blue up arrows to
indicate trends.

Modifying Data Formats
To modify data formats in a table:

1. Select the Modify link on any report.
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2. Select the Results tab.
3.  From the drop down menu, choose Table.
4. Select the Column Properties button.

5. Make changes as appropriate on the Data Format tab. Refer to the online help for
details.

6. Important: When you select the Save button, make sure that you save as the
system-wide default for your specific metric. Do not save as the system-wide
default for this data type; this can cause formatting of other metrics to change and
can cause a lot of rework. For example:

Edit Column Format Helg

[=tyle | [ Column Format | | Data Format | [ Conditional Formeat |

Cwverricde Default Data Format

Treat Mumbers Az | Mumber b
Megative Format Minus; -123 w
Decimal Places ] W

|:| 22 1000'z Zeparator

Save M oo the system-wide default for '"COUMNTIDISTINCT "Facts - Rizk" "Process Key'")'
as the system-wide default for this data type

Using Filters
To add a filter to a report:

1. Select the Modify link on any report.
2. Select the Critera tab.

3. To add a new filter, select the Filter button for the appropriate column.
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Criteria | Results | Prompts | Advanced

(@) (@) (&) (=)

Columns

Click on column names in the selection pane to add them to the «
Edit a column's format, formula and filters by clicking the buttons

Account Control Tests Control
1 Control Type

4 ] (¥ ] [ [ [ [

Display Results | Remove All |

4. Make changes as appropriate.

Create/Edit Filter Help
Column Control Test Type Match: | bedins with V| |

Dperator |is ecjual to iz in V| All Choices Limited Choices
Walue | |ﬂ

Add » || Clear Values

Advanced F ﬂ Cancel

5. Select Ok when you are done making changes, then save your work.

Tips on Using Filters

* For dynamic data, analyses should only contain "Is Prompted" filters (that is,
nothing should be hard-coded).

¢ Saved filters should be used when you wish to filter a lot of reports by a set number
of filtered columns. For example, if you wish to filter to the current year, create then
reference a Shared Filter called "Current Year" instead of Year = 2008, or create a
Shared Filter called "Current Year Prompted” instead of Year is prompted.

¢ Try to include column selectors in your reports. Add labels for column filters, such
as "Select View". For example:
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g ﬂ Controls Count - Summary

Select
Dimension | Account Lewvel 2 Mame b

Select
Metric | Fey Control Count b

To use repository variables in your filters, select Add -> Variable in the Create/Edit
Filter screen, then enter the variable name. The following is a list of repository

variables that you can use in your filters:

CURRENT_DAY
CURRENT_FSCL_MONTH
CURRENT_FSCL_QUARTER
CURRENT_FSCL_YEAR
CURRENT_FSCL_WEEK
CURRENT_JULIAN_DAY_NUM
CURRENT_MONTH
CURRENT_QUARTER
CURRENT_YEAR
CURRENT_WEEK
LAST_REFRESH_DT
NEXT_FSCL_MONTH
NEXT_FSCL_QUARTER
NEXT_FSCL_YEAR
NEXT_FSCL_WEEK
NEXT_MONTH
NEXT_QUARTER
NEXT_YEAR

NEXT_WEEK
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¢ PREVIOUS_FSCL_MONTH

e PREVIOUS_FSCL_QUARTER
e PREVIOUS_FSCL_YEAR

e PREVIOUS_FSCL_WEEK

¢ PREVIOUS_MONTH

¢ PREVIOUS_QUARTER

¢ PREVIOUS_YEAR

e PREVIOUS_WEEK

Printer Friendly Reporting

Add Global Header and Footer to reports that you expect a user to print. To add a
header and footer:

1. Select the Modify link on any report.

2. Select the PDF and Print Control button.

Criteria | Results | Prompts | Advanced

|Cnmpuund Layout ""| 2
W T | Add view: B Zm b Wl v

3. Select the Include Header and/or Include Footer check boxes.

4. Select the Edit button to specify how you want the header or footer to appear.
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POF and Print Condrol
Page Settings
Paper Zize |Uszer Default w
Criertstion | Portrait W
Prirt Rows | Wisikle »
Header and Footer
Inciude Hesder w

Include Footer | Edit

ﬂ Cancel

Select the Save icon when you are finished making changes.

Modifying Dashboards

To modify a dashboard, select Edit Dashboard from the Page Options menu. When
modifying a dashboard, keep the following suggestions in mind:

On a Dashboard page with multiple columns and rows, summarized analyses are
typically shown first. End-users should be able to quickly view a summarized
analysis, uncover a problem or opportunity and drill-down into details.

Try not to place too many reports per dashboard. Remember that performance will
suffer if there are a large number of reports embedded within a dashboard.

Try to make dashboards look symmetric both vertically and horizontally. For
example, fill available space, but leave some white space between content.

To provide variety in Dashboard layout, use the "Insert Column Break" function on
a column to obtain spanning columns. Or, use the "Horizontal Alignment" option
for a section; this distributes a section's content horizontally as opposed to
vertically.

Enter descriptions for dashboards and pages. Descriptions appear as tooltips when
you hover the mouse over the dashboard links in the top banner and page tabs.

Remember to add links to Modify, Refresh, Download and Print to your reports.
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