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Installation Overview

Oracle Retail applications can be deployed in a High Availability environment, utilizing
WebLogic Server (WLS) active-active clustering and Oracle Real Application Cluster
(RAC) databases to provide high availability and scalability. This configuration allows
lower-cost commodity systems to be combined into a single scalable, fault-tolerant
computing environment.

There are many options for configuring an Oracle Retail environment, and these options
can have a significant impact on how the environment is configured and built. The intent
of this case study is not to provide exhaustive documentation on all possible ways to
configure a suitable environment for Oracle Retail, but rather to document a specific
configuration that was used for verification purposes. Because of this, the specific
installation steps documented in this case study apply in their entirety only to the exact
hardware and software configuration described in this case study.

= Install Oracle WebLogic Server 10.3.6 environment for FORMS
— Install WebLogic 10.3.6 Software — Clustered.

— Install Oracle Forms 11.1.2.2 for RMS, RWMS, ARI forms use. Configure
forms.

= Install Oracle Weblogic Server 12.1.3 for MOM applications
— Install Java applications (such as, RPM, Alloc, RelM, SIM).
— Apply patch as per Weblogic 12.1.3

=  Configure SSO for Forms.

=  Configure SSO for Applications

Note: This document uses the hostnames appserverl and
appserver?2 for different hosts in the cluster. You should
substitute the appropriate names of the hosts for your
installation. In some cases, the screenshots show msp00Oacs
and msp00acf, which are appserverl and appserver2,
respectively. The hostnames idmhostl and idmhost2 are for
different hosts in the cluster where you have OID/OAM and
WebTier components installed. You should substitute the
appropriate names of the hosts for your installation. In some
cases, the screenshots show msp00acz.us.oracle.com and
msp00ada.us.oracle.com, which are idmhostl and idmhost2,
respectively.

Before proceeding to Next sections kindly ensure that:

LDAP Server is accessible using Loadbalancer url.

E.g. Idap:// msp00acz-ada-vip.us.oracle.com:3060

Oracle WebTier has been configured and accessible using Loadbalancer url.

E.g. http:// msp00acz-ada-vip.us.oracle.com:7777
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Directory Structure

APPDomain (for Retail Applications) — WebLogic 12.1.3 (needed for Web Tier):
APP_WEBLOGIC_HOME=/u00/webadmin/product/wls_retail

APP_WEBLOGIC_DOMAIN_HOME=
/u00/webadmin/config/domains/wls_retail/ <App>DOMAIN

Eg: /u00/webadmin/config/domains/wls_retail/REIMDOMAIN

ClassicDomain (for Forms) — WebLogic 10.3.6, Forms 11gR2 (frmrpts_11.1.2.2):
FORMS_WEBLOGIC_HOME=/u00/webadmin/product/wls_forms

FORMS_WEBLOGIC_DOMAIN_HOME=
/u00/webadmin/config/domains/wls_forms/ClassicDomain

Java for APPDomain, ClassicDomain - JDK 1.7.0+:
JAVA_HOME=/u00/webadmin/product/jdk_java
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Installing WebLogic Server for FORMS

This chapter describes how to install WebLogic Server Release 10.3.6.

Install WebLogic Release 10.3.6

Complete these steps on all two application server systems - appserverl and appserver2.
The installations on appserverl and appserver2 are clustered together. The appserverl
host Admin and managed_serverl and appserver2 host managed_server2.

To install the WebLogic Server:
=  Create a directory to install the WebLogic (this will be the WLS_HOME):

$ mkdir -p /u00/webadmin/product/wls_forms

= Copy thejava distribution locally, set JAVA_HOME and add it to the PATH.
$ cp -r <Path_to_Java_Distro>/jdk1.7 /u00/webadmin/product/jdk_java
$ export JAVA_HOME=/u00/webadmin/product/jdk_java
$ export PATH=$JAVA_HOME /bin:3PATH

= Start the installer, make sure DISPLAY variable is set.
$ java jar <Path_to_WebLogic_Distro>/wls1036_generic.jar

= The Welcome screen of the WebLogic 10.3.6 Installer opens. Click Next.

= Oracle Installer - WebLogic 10.3.6.0 - X
Welcome

Thisz installer wdll quide you through the installation of
WeblLogic 10.3.6.0

ORACLE’

Instructions

Clickthe Next button to proceed to the next screen. If you want
to change entries in a previous screen, click the Previous
button. Yow may quit the installer at any time by clicking the
Exit buttaon.

ORACLE’

(o] e |
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The Specify Middleware Home Directory window opens. Click Next.

Choose Middleware Home Directory
Specify the Middleware Home where wou wish to install

ORACLE
weblogic 10.3.6.0.

Middleware Horne Type

(® Create a new Middleware Home

Middleware Home Directory

| fscratchfu00fwebadmin/productsfwls_forms

|§r0wse...| | Reset

The Email Registration window opens. Uncheck the receive security box, and
then Click Yes to bypass. Click Continue, and then click Next.

Oracle Installer - WebLogic 10.3.6.0

cd

- X
Register f

)
Pravide your e Connection failed x Nall=4

1o initiate conf]

If necessary, specify proxy server infarmation. Otherwise click Cancel and
checkyour network connection.
Proxy Server:

Prozxy Port:
N

Proxy Username:

Proxy Password:

If this machine has no internet connection, select the checkbox below and
click Continue.

I'mizh to remain uninformed of security issues in my
configuration or this machine has nao Internet access.

| Cancel | | Continue |

Exit Previous Mext |

The Choose Install Type window opens. Select Typical, and click Next.
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Oracle Installer - WebLogic 10.3.6.0

Choose Install Type
Select the type of installation you wizh to perform. DRACLE

® Typical

@ Install the following product{s) and componentis):

& Weblogic Server
# Oracle Coherence
O Custom

@g Choose software products and components ta install and perform
aptional configuration.

* The JDK Selection window displays. By default, it will select the JDK in your
JAVA_HOME setting. Ensure the JAVA_HOME points to JDK 1.7.0+. Click Next

IDK Selection
JDK(s) chosen will be installed. Defaults will ORrRACLE

be used in script string-substitution if installed.

T Discard Changes

Bundled |DEK: Approximate installed size®

Highlighted iten:

All selected bundled |DK's: 0.0 KB
Total of all selected items: 690.2 MB

*¥Installer requires free disk
approximately 2x this total

Local |Dk:
Oracle 1.7.0_85 ifscratch/u00fwebadrmin/products/jdk_java)

Erowse. ..

= The Choose Product Installation Directories window opens. Retain the default
values, and click Next.

Oracle Retail High Availability Case Study — Retail Applications Installation
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Choose Product Installation Directories
Praovide the directaries where ywou wish to install ORrRACLE

Wweblogic 10.3.6.0.

7 Discard Changes

Middleware Home Directory

fscratchiud0fwebadrminsproductswls_forms

Product Installation Directories

The Product Home might contain shared utilities and any products or components far which
unique directaories are not set.
WebLogic Server:

| fscratchfud0fwebadmin/productsfwls_formsfwlserver_10.3 || Browse... |

Oracle Coherence:

|fscratchfuoUfwebadminfproductsfwIs_formsfcoherence_S.? || Browse. .. |

Installation Summary

The following Products and [DKs will be installed. ORACLE

The Installation Summary window opens. Click Next.
Oracle Installer - WebLogic 10.3.6.0 - x

7] WeblLogic Server Description
[ core application server Implements JEE technologies, Web services, and other
D Administration Conzale leading Internet standards, to provide a reliable framework
D Configuration Wizard and Upgrade
[ web 2.0 HTTP Pub-Sub Server
[ webLogic sCA
[ webLogic JDBC Drivers
[ Third Party JDBC Drivers
D wieblogic Server Clients
D WeblLogic Web Server Plugins
D UDDI and Xquery Support
D Evaluation Database
"] Oracle Coherence

for highly available, scalable, and secure applications.

Approximate Installed Size

D Coherence Product Files Highlighted item: £93.9 MB
I ] lz‘ Total of all selected items: 690.3 MB
L}

The product install will begin. Once finished, the Installation Complete window
opens. Uncheck Run Quickstart, and click Done.



Oracle Installer - WebLogic 10.3.6.0

Installation Complete

Click the Dione button to exit the installer.

ORACLE

ORACLE’

=T

~ Message

Congratulations! Installation is complete.

[ Run Guickstart

o] (o]

= The installation is complete.

= Similarly, install weblogic in appserver2 using above steps.

Install and Configure Forms

This section describes how to install and configure forms.

Install Oracle Forms 11.1.2.2

To install Oracle forms 11.1.2.2:

Note: Root access is needed twice during this install, once on

initial install and then again with the patch.

=  Apply Patch 20836354 as the FR 11.1.2.2 PREREQ CHECK will not fail on
ORACLE LINUX 7 X86-64BIT OS
— Copy to the some media directory and unzip it.
—  Unzip -d PATCH_TOP p20836354_111220_Generic.zip

=  Goto forms installer location and run the installer from the same user WebLogic is
installed as. ./runInstaller

PREREQ_CONFIG_LOCATION=/u00/webadmin/media/PATCH_TOP/prere
q/ $ ./runInstaller

13 Oracle Retail High Availability Case Study — Retail Applications Installation
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E Oracle Forms and Reperts Installation - Step 1 of 15

Welcome

(o] & ==

OoORACLE 11g

( FUSION MIDDLEWARE

-\%- Welcome
|

¥ Install Software Update
|

)T\ Install and Configure
T Prerequisite Checks

L Installation Location

|
A Configure For Deploym

| .
A Create Domain

| .
Security Updates
\TJ

| X
Configure Components
M

| .
Lonfigure Forts
¢ Configure Ports

Welcome to Oracle Fusion Middleware 119 R2 Farms and Repaorts

Installer version 11.1.2.2.0.

This installer can be usedto install a newForms and Reports Oracle
Home or to update an existing Forms and Reports Oracle Home.

Context-sensitive help is available by clicking Help.

Click Next to begin the installation.

Copyright {c) 1982, 2013, Oracle andjor its affiliates. All rights reserved.

. .
¢ Specify Proxy Details

| ;
L Installation Summary

Installation Progress

I
T
I

Configuration Progresg ™
[+]

Cancel

|Elapsed Time: Om 19s

= (Click Next.

Install Software Updates

Welcome =
T ——
"?" Skip Software Updates
|
)T\ Install and Configure
Prerequisite Checks
i
Installation Location
\TJ

| .
Canfigure For Deploym

),i,\ Create Domain
T Security Updates
)T\ Canfigure Caomponents
T Configure Ports

¥ Specify Praxy Details

¥ Installation Summary

Installation Progress

|
T
|

Configuration Pt|’-:|gr|ess| i
4

E Oracle Ferms and Reports Installation - Step 2 of 15

(=] & ==

OoRrACLE’ 1 1

( FUSION MIDDLEWARE

@' Skip Software Updates
O Search My Oracle Support for Updates

O Search Local Directory for Updates

Cancel

|Elapsed Time: Om 44s




= The Select Installation Type window opens. Select Install Software — Do Not
Configure, and click Next.

[=] Oracle Forms and Reports Installation - Step 3 of 15 =N =N
- ORACLE’
Select Installation Type 11g
{ FUSION MIDDLEWARE
¢ Welcome
| -
¥ Skip Software Updates () Install and Configure

Installs binaries in an ORACLE HOME and configures working

T
S Install Only instance in an INSTANCE HOME.

|
¢ Prerequisite Checks

¢ Installation Location

|
¢ Security Updates

| . = .
‘T’ Installation Summan @ Install ngtwa.re Do Mot Canfigure . .

0 Eefore these installed components will work, they must be configured
T Installation Progress by running the configuration wizard.

|

2 Installation Complete

Installs software anly. After installation iz complete, use config.sh from
------ é bin directory in SRACLE HOME to configure waorking instances of these
installed components.

I [Elapsed Time: 2m 295

= The Prerequisite Checks window opens. Click Next.

[=] Oracle Forms and Reports Installation - Step 4 of 9 =] =
. OoRACLE
Prerequisite Checks g
( FUSIDN MIDDLEWARE
rREICRE Selection Check | Progress | Status
; Skip Software Updates Checking aoperating system certific... 100% o
/;\ Install Qnly Checking recommended operating... 100% J
.\L. Prerequisite Checks Checking kernel parameters 100% B
T
I Installation Location Checking Recommended glibc ver... 100% w
T C
; Security Updates Checking physical memary 0%
I Installzticn Summany Checking for LD_ASSUME_KERMEL ... 0%
T B !
|
T Installation Progress
|
~ Installation Complete
1 [[»
[+ Checking aperating system certification
+ Checking recommended operating system packages
+" Checking kernel parameters
+" Checking Recommended glibc versian
H st Lo Lei L i 1
I |EIapsedTime:3m 9s

Oracle Retail High Availability Case Study — Retail Applications Installation



= The Specify Installation Location window opens. Select the same directory as the
WebLogic install.

Example: /u00/webadmin/product/wls_retail
Click Next.
E Oracle Forms and Reports Installation - Step 5 of 9 EI'E”E

Specify Installation Location ORACLE 11

( FUSION MIDDLEWARE

¥ Welcome

\IIJ Skip Software Updates
/\:;\ Install Only

\]I; Prerequisite Checks

I
L Installation Location

+ SEcurity Updates e R CTT G T bdminfpmdUCtS;"'Ms_formﬂ - | | Browse
I .
;Ta Installation Summ al Oracle Home Directory: |as_1| |

Installation Progress

I
I
- Installation Complete

The Oracle home will be created under the Oracle Middleware Home location
with the given name.

| Hew | [ <gack | New> | [ cancel

| |Elapsed Time: 2m 55s

= The Specify Security Updates window opens.

-

E Oracle Forms and Reports Installation - Step 6 of 9 EI =] @

Specify Security Updates ORACLE 11g

( FUSION MIDDLEWARE

Welcome
Provide your email address to be informed of security issues, install the

Skip Software Updates product
and initiate configuration manager. Yiew details.
Install Only

Prerequisite Checks

Em ail:

Easier foryou if you use your My Oracle
Installation Location Support email address/username.

Security Updates
|:| | wish to receive security updates via My Oracle Support.
Installation Summary

Installation Progress

I T 0 e

Installation Complete

| Help < Back ” Mext = i | Cancel

| |Elapsed Time: 4m 195




= Click Yes if you do not want to be informed of the critical security issues in your
configuration.

-

2] My Oracle Support Username/Email Address Not Specified =3

You have not provided an emall address.

Do wou wish to remain uninformed of critical security
issues in your configuration?

.Its|'ﬂu|

* The Installation Summary window opens. Click Install. The Installation Progress
window opens. The installation may take 5-15 minutes.

E Oracle Forms and Reports Installation - Step 7 of 9 E@@I
- ORACLE’
Installation Summary 7115'

- FUSION MIDDLEWARE
I
‘X

b Welcome [=h-Type: Oracle Forms and Reports Installation =

\:, Skip Software Updates EH-Disk Space

Reguired: 3600 MEB
Available: 816752 MB
Free After Install: 813152 ME

|
A Install Only

|
Prerequisite Checks
\]J

I - ficaii

° Installation Location [=}-Selected Applications
! Farms

L Security Updates Reports

) Installation Summary Forms Builder

I I — Reports Builder
stallation Progress
} nstallation Progr [=H-System Components

Installation Complete OHS —
-
F it
Save Installation Configuration: Save

Click Install to accept this configuration and start the installation.
To change the configuration before the installation,select the topic to change in
the left pane,or use the Back button.

| Help | | < Back | | Install | | Cancel |

| |Elapsed Time: 5m 44s

=  After the installation is complete, the Installation Progress window opens. A
confirmation window opens as above. Click OK to run a script as root.

Oracle Retail High Availability Case Study — Retail Applications Installation
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a Oracle Forms and Reports Installation - Step 8 of 9 [ ===

Installation Progress

T
I
AT

I
T
I
T
I
T
I
T
I

s
1

| Installat

o e

s
Progress
100% |
Checks

Install QOnly

Prerequisite

oORACLE’ 11 g
FUSION MIDDLEWARE

Installati

Security

Installati

oracleRoot.sh confirmation dialog @ 1log

A configuration script needs to be run as root befare installation can
proceed. Leaving this window open, open another window and run
‘Yscratch /ul0 fwebadmin/products fwis_formsfas_1/oracleRoot.sh' as root.

Lo d

nce

| Cancel |

|Elapsed Time: 11m 45s

= Run oracleRoot.sh before confirming dialog. Run the command as root user:

Example: sudo /u00/webadmin/product/wls_forms/as_1/oracleRoot.sh

= Click OK when the script is complete.

= Click Finish once the installation is completed.

* Repeat this installation on appserver2.

Note: Forms do not Compile on Oracle Linux 7, after
successful installation of Forms 11.1.2.2 on Oracle Linux 7 as
the new version of motif library libXm.so0.3 is not available
on Oracle Linux 7. As a solution, a sym link with older
version of motif library must be made as below:

*In -s /usr/lib64 /1libXm.s0.4.0.4 libXm.s0.3"

Note: Forms do not Compile on Oracle Linux 7, after
successful installation of Forms 11.1.2.2 on Oracle Linux 7 as
the new version of motif library libXm.so.3 is not available
on Oracle Linux 7. As a solution, a sym link with older
version of motif library must be made as below:

*In -s /usr/lib64 /libXm.s0.4.0.4 libXm.so0.3"

Note: If Error in invoking target 'agent nmb nmo nmhs
tclexec' in oracle 11g installation

When installing Oracle 11g you may get the following error:




Error in invoking target 'agent nmb nmo nmhs tclexec' of
makefile

'/u01/app/oracle/product/11.1.0/db_1/sysman/lib/ins_e
magent.mk

Solution:

Within the file detailed in the error edit it and find the line
that reads '$(MK_EMAGENT_NMECTL)' change this to
'$(MK_EMAGENT_NMECTL) -Innz11'

It will look like:
$(SYSMANBIN)emdctl:
$(MK_EMAGENT_NMECTL) -Innz11

Edit this file while you still have the installer open, once you have changed it just click
retry.

Configure Forms

This section describes the steps to configure forms.

Configure Forms on appserver1

To configure forms on appserverl:

= Run the following command:

(/u00/webadmin/product/wls_forms/as_1/bin/config.sh)
$ ORACLE_HOME/bin/config.sh

= The Welcome window opens.

E Oracle Forms and Reports Installation - Step 1 of 10 EI =] @
ORACLE’
Welcome
FUSIDN MIDDLEWARE
T Welcome
| CE G ITE R PE e Welcome ta Qracle Fusion Middleware 11g R2 Forms and Reports
"I’\ e Installer version 11.1.2.2.0.
w Installation Location
T This installer can be used to install a new Forms and Reports Oracle
A Create Domain Home orto update an existing Forms and Reports Oracle Home.
1
A Configure Companents Context-sensitive help is available by clicking Help.
1
w Configure Ports . . . .
T Click Mext to begin the installation.
Specify Proxy Details
T
Installation Summary
¥

Configuration Progress

_ Installation Complete
Copyright {c) 1982, 2013, Oracle andfor its affiliates. All rights reserved.

| Help | ﬁext>| Cancel

| [Erapsed Time: 15863m 585
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E Oracle Forms and Reports Installation - Step 2 of 10 El =] @

Configuration Type ORACLE 11

FUSION MIDDLEWARE

¥ Welcome
I - .
2| Configure For Deploymer (®) Configure For Deployment
This option canfigures Forms and Reports Servers.

| A .
T s taliat uilCocaHon: OHS and Oracle Enterprise Management Agent are included.

| ;
A Create Domain

|
Configure Compaonents
Jp. Sonfla '

| )
Configure Ports
T

| Specify Proxy Details () Configure For Development

T This option configures Forms and Reports Builders.

¥ Installation Summary OHS and Oracle Enterprise Management Agent are not included.

|

T Configuration Progress

|

- Installation Complete
This option configures Forms and Reports Servers. OHS and Oracle Enterprise
Management Agent are included.

£l [1»]
| Help | | = Back " Mext = | | Cancel |

| [Elapsed Time: 15865m 13s

= The Specify Security Updates window opens. Enter the email id and support
password, and click Next.

Note: The rest of this document assumes ClassicDomain is
used for Domain Name.

E Oracle Forms and Reports Installation - Step 3 of 11 EI =] @

Specify Security Updates ORACLE 11

FUSION MIDDLEWARE

¥ Welcome
| Provide your email address to be informed of security issues, install the
A Configure For Deployment | product
T and initiate configuration manager. View details.

e Security Updates

| i
¢ Installation Location Email:
| Easier for you if you use your My Oracle

A Create Domain Support email address/username.

|
A Configure Components
| |:| | wish to receive security updates via My Oracle Support.
L] Configure Ports

Specify Proxy Details

|
T
T Installation Summary
T Configuration Progress
|

Installation Complete

[1»]
| Help | < Back " Mext = J | Cancel

| |Elapsed Time: 5m 9s




= (Click Yes in the confirmation window.

E by Crracle Support Username/Email Address Not Specified @

You have not provided an email address.

_ Do you wish to remain uninformed of critical security
issues inyour configuration?

e [ ]

= The Installation Location window opens. Verify the directories, and click Next.

E Oracle Farms and Reports Installation - Step 4 of 11 EI = IEI

Installation Location

~ FUSION MIDDLEWARE

Welcome
\r’

| )
C= CaRIG RIS 0 bIE PSR
A Configure For Deploym ent

| : ,
¥ Security Updates Oracle Middlewars Home
Location:

e Installation Location

| i :
A e — Oracle Home Directory:

| .
M Configure Components Weblogic Server Location: |.."scratch,."uljlj,"webadmin.."produ4| Erowse |

+ Configure Ports
| ion: ) i
¢ Gy Foersy RS Qracle [nstance Location: |fscratchfu'3'3fwvebadm|nfprodu4| Erowse |

| .
¥ InsisllaHzolstmme Oracle Instance Mame: |asinst_1 |

T Configuration Progress
|
Installation Complete

The Cracle Instance name may only contain alphanumeric and underscore ()
characters, it must begin with an alphabetic {a-z or A-Z) character, and must be
from 4 to 30 characters in length.

[1r]

| = Back " Mext = J | Cancel |

[Elansed Time: 2m 3s
= The Prerequisite Checks window opens. Verify the prerequisites are installed,
and click Next.

=  The Create Domain window opens.
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E Oracle Farms and Reports Installation - Step 5 of 11

Select Domain

=] ® =
ORACLE’ 11 g

FUSION MIDDLEWARE

P

Welcome
\IJ e

| (3) Create Domai
A Configure For Deployment & Lreate Jomain

| .
¢ Security Updates Username:

| : .
¢ Installation Location
User Password:

I
o Create Domain

T : ) -
A Configure Components ol S

I i N
¢ Configure Ports Domain Mame:

|
¢ Specify Proxy Details Domain Location:

|
¢ Installation Sum mary .
() Extend Domain
Configuration Progress .
I () Expand Cluster

|web|0gic |

|CIassicDomain |

|1|."c0nfigl."d0m ains fwis_forms | | Browse

~ Installation Complete

1]

| Help | | < Back " Mext > | | Cancel

|Elapsed Time: 4m &8s

= Enter WebLogic user a password, and Click Next.

* The Configure Components window opens. Select the options as shown in the

screenshot, and click Next.

Note: The rest of this document assumes defaults are used
for Oracle Instance Name, asinst_1 and asinst_2 for
appserverl and appserver2 respectively.

E Oracle Forms and Reports Installation - Step 6 of 11

Configure Components

(= N =

ORACLE’ 11
r FUSION MIDDLEWARE

Welcame
\IJ LbSE S,

| )
Configure For Deployment
T
Security Updates
\IJ

| . .
¢ Installation Location

Server Compaonents

QOracle Forms

: ["] oracle Reports

E |:| Developer Toaols

. [] oracle Forms Builder
[] oracle Reports Builder

|
A Create Domain

I
S Configure Components

|
¢ Configure Ports

|
A Application |dentity Store

Management Components
Enterprise Manager

|

b Access Control System Components

| ; “-[w] Oracle HTTP Server

[+-[ ] [pracle Forms and Reports 11g R2 Z

<l

Ld Installation Summary
Clustered

Configuration Progress

|
!
— Installation Complete

[«

I[+]

| Help | < Back " Mext = i | Cancel

|Elapsed Time: 7m 285



= The Configure Ports window opens. Click Next.

E Oracle Forms and Reports Installation - Step 7 of 12 El =] @

Configure Ports ORACLE 11

FUSION MIDDLEWARE

¥ Welcome

|
A Configure For Deployment

| .
T 2ecurity Updates () Auto Port Configuration

| : .
» Installation Location
| ;
A Create Domain

| () Specify Ports using Configuration file
A Configure Coampongnts

I
iw! Configure Ports File name: |atchqulJ,fwebadmin,fmedia,"staticpor‘ts.ini| | Erowse
T

|
Application ldentity Store
M PR i

|
" Access Control
|

| ViewyEdit File

Configuration Progreass

. Installation Summary
|
T
|

Installation Complete This information must be provided in a file with the same format as
staticports.ini, you can either edit this file and supply your custom port
numbers, ar create a newfile altogether. The installer will assign the ports which
are provided in this file. Any port which is not provided will be computed and
assigned automatically.

L]

]

| Help | | = Back || Mext = | | Cancel

| |Elapsed Time: 13m 4s

= The Specify Proxy Details window opens. Click Next.

= The Specify Application OID window opens. Clear the Use Application Level
Identity Store checkbox, and click Next.

E Oracle Forms and Repaorts Installation - Step & of 12 EI [=] @

Application ldentity Store ORACLE 11

- FUSION MIDDLEWARE

¢ Welcome | |Use Application Identity Store

|
Configure For Deployment
A ] play

| i Specify 01D Credentials
¥ Security Updates

|
g Installation Location
|
Create Domain
g A
Configure Components
T
Configure Ports
T
S Application Identity Store
| .
Installation Summary
i
T Configuration Progress
|
~ Installation Complete

Enter Oracle ldentity Credentials

I»]
| Help | < Back || Mext = J Cancel

| |Elapsed Time: 14m 285
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= The Installation Summary window opens. Click Configure.

E Oracle Forms and Reports Installation - Step 9 of 11

Installation Summary

¥ Welcome

/\i,g\ Configure For Deployment
T Security Updates

T Installation Location

/T\ Create Domain

/T\ Configure Compaonents
T Configure Ports

A Application |dentity Store

T
(e Installation Summary

Configuration Progress

——

~ Installation Complete

]

f=l = =
ORACLE 11g

( FUSION MIDDLEWARE

[»

[E}-Type: Oracle Forms and Reports Installation
[:_}---Diret:tclr)r Details
Middleware Home Location:/scratch/ud0 fwebadmin/products fwds

Oracle Home Location: fscratchful0/webadmin/products fwis_for

Oracle Instance: fscratch/ulo fwebadmin/products fwis_forms fasi
Domain Location:/scratch/u00 fwebadming/config/domains fwls_fo
[} Disk Space —
Required: 460 ME

Available: 336004 MB
“-Free After Install: 335544 ME
[Z-Selected Applications -

Save Response File: Save

Click Configure to accept this configuration.

To change the configuration,select the topic to change in the left pane,or use
the Back buttan.

| < Back | | Configure || Cancel

|Elapsed Time: 15m 53s

= The Configuration Progress window opens.

E Oracle Farms and Reports Installation - Step 10 of 11

Configuration Progress

ome

T
/;\ Configure For Deployment
; Security Updates
; Installation Locatio
/;\ Create Domain
/;\ Configure Components
; Configure Ports
/;\ Application ldentity Store

|

T Installation Summary

I
L Configuration Progress
|
L

Installation Complete

]

=] & =)

ORACLE’ g
r FUSION MIDDLEWARE 1 1

LConfiguration Tools

Mame | Status |

[F-Application Configuration 100%

[»

~Creating Domain
-Creating Managed Server: WLS_FORMS

~Deploying Enterprise Manager

~Restarting AdminServer
~Applying Oracle JRF Template
-Starting Managed Server: WLS_FORMS

£44%4%

4

Configuration Log Location:
Suldjforalnventory flogs/finstall2015-04-15_04-56-50AM.log

[F- o Application Configuration

| Mext = i

|Elapsed Time: 42m 4s

=  The cluster and managed servers are created. Click Next.
=  The Installation Complete window opens.



E Oracle Forms and Reparts Installation - Step 11 0f 11 EI E ||mEdm

ORACLE’ 11g

FUSION MIDDLEWARE

Installation Complete

If

T Welcome E-Type: Oracle Forms and Reports Installation =
/;\ Configure For Deployment E+-Configuration Options
I . ~-Middleware Home Location: /scratch /u00/webadmin/products /wis|
I Sy LpEEes --Oracle Home Location: /scratch/u00/webadmin/products /wls_for
T Installation Location ~-Q0racle Instance Location: fscratch/ul0jwebadmin/products/fwis_f]
L Oracle Instance: asinst_1
s Create Domain R — . |
i ption: Create Domain
A Configure Components --Domain Mame: ClassicDomain
. Configure Ports ~~Domain Home: fscratch/ul0 fwebadmin/config/domains fwis_form
] ~-Domain Host Mame: msplQacs.us.oracle.com
“re -~Domain Port No: 7121 -
Installation Summary ol lser Mame- wehloai |

4]

|
|
¥ Configuration Progress

I
@ Installation Ci

Save Installation Configuration:| Save

Oracle 119 R2 Forms and Reports configured successfully.

]

| Hep | | <Back | | Finish |

[4]

| [Elapsed Time: 24m 3s
= Save the configuration log because this includes the url addresses.

= Verify the installation by logging into the WebLogic Admin Console.
http:<hostname.us.oracle.com>:7001<port used>/console

The classic domain and managed server exist once the installation is done.

Configure Forms on appserver2:
To configure forms on appserver2:
* Run the following command:
$ORACLE_HOME /bin/config.sh
* The Welcome window opens. Click Next.

[=] Oracle Farms and Reports Installation - Step 1 of 10 EI = @

ORACLE’ 1 1
FUSION MIDDLEWARE

Welcome

‘T’ Welcome
| ‘Welcome to Oracle Fusion Middleware 11g R2 Forms and Reports

Configure For Deplayment o B
A Installer version 11.1.2.2.0

| .
L Installation Location

This installer can be used to install a new Forms and Reports Oracle

|
Create Domain Home orto update an existing Forms and Reports Oracle Home
o> S
| .
A Configure Compaonents Caontext-sensitive help is available by clicking Help.

Configure Ports N ) .
T Click Mext to begin the installation.
Specify Proxy Details
Installation Summary

Configuration Progress

C——C—&—&—

Installation Complete
Copyright (c) 1982, 2013, Oracle and/or its affiliates. All rights reserved.

[1»]

| Help | ﬂext>| Cancel

| [iapsed Time. 15863m 5as
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E Oracle Forms and Reports Installation - Step 2 of 10 El = @

Configuration Type ORACLE 11

FUSION MIDDLEWARE

¥ Welcome
I - .
x| Configure For Deploymer (%) Configure For Deployment
This option canfigures Forms and Reports Servers.

| A .
T nsialEromEocaHon OHS and Oracle Enterprise Management Agent are included.

| ;
A Create Domain

|
Configure Compaonents
Jp. Lonfla '

| )
Lontigure Fors
¥ Configure Ports

| Specify Proxy Details () Configure For Development
T This option configures Forms and Reports Builders.
|
¥ Installation Summary OHS and Oracle Enterprise Management Agent are not included.
|
T Configuration Progress
|
~ Installation Complete
This option configures Forms and Reports Servers. OHS and Oracle Enterprise
Management Agent are included.
£l [1»]
| Help | | = Back " Mext = | | Cancel
| [Flapsed Time: 15865m 13s
= The Specify Security Updates window opens. Uncheck I wish to receive
security updates via My Oracle Support, and click Next.
E Oracle Forms and Reports Installation - Step 3 of 11 EI = @

Specify Security Updates ORACLE’ 11

FUSION MIDDLEWARE

i

¥ Welcome
| Provide wour email address to be informed of security issues, install the

e Canfigure For Deplayment product

and initiate configuration manager. View details.

I
o Security Updates

I ) ) -
¢ Installation Location Email:

I Easier foryou if you use your My Oracle
M Create Domain Support email address/username.
1
M Configure Components
I |:| | wish to receive security updates via My Oracle Support.
L] Configure Ports

|
T Specify Proxy Details

Installation Summary
i
T Configuration Progress
|

Installation Complete

| Help | = Back " Mext > J | Cancel

| |Elapsed Time: Sm 9s




E My Oracle Support Usernarme/Email Address Mot Specified @

You have not provided an email address.

Dayouwish to remain uninformed of critical security
issues inyour configuration?

Lyes J[ 8o |

= The Specify Installation Location window opens.

Note: This will create a new instance name as it needs to be
different than the one on appserverl. The rest of this
document assumes that asinst_2 is used for Oracle Instance
Home.

= (Click Next.

E Oracle Forms and Reports Installation - Step 4 of 11

E=N Nl =
ORACLE’ 11 g

FUSION MIDDLEWARE

Installation Location

Welcome

Configure For Deployment

27

Security Updates

-

lw Installation Location
T
|

Expand Cluster

—3

),r\ Configure Companents
T Configure Ports

T Specify Proxy Details
Ld Installation Summary

Configuration Progre

|
I
Installation Comp

[1»]

Oracle Middleware Home
Location:

Oracle Home Directory:

Weblogic Server Location: |jucts,."'u\ds_formsf'Mserver_lDE| | Browse |
Oracle lnstance Location: |1|."pr0ductsl."'v\ds_form sl."asinst_1| | Browsg |
Cracle Instance Name: |asinst_2| |

The Oracle Instance name may only contain alphanumeric and underscore ()
characters, it must begin with an alphabetic (a-z or A-Z) character, and must be
from 4 to 30 characters in length.

| < Back " Mext = | Cancel

|Elapsed Time: 8m 58s

= The Prerequisite Checks window opens. Click Next.

= The Select Domain Window opens. Select Expand Cluster, enter the Host name,
Admin console port, Weblogic user, and password of Appserverl, and click

Next.
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E Oracle Forms and Reports Installation - Step 5 of 11 EI =

Select Domain ORACLE 11

( FUSION MIDDLEWARE

Welcome
T () Create D i
reate Domain
/grg\ Configure For Deployment =
| Extend Domain
L Security Updates Okx
|
¥ Installation Location | EEr B
Ny . R
haicS Expand Cluster Hostname: |mspDDacs.us.0racIe.com |
I
A Configure Components
I Port: |?121 |
T Configure Ports
|
Specify Proxy Details -
} Username: |weblog|c |
Installation Summary
!
T Configuration Progress UEE FEEaE tessnnes |
|

Installation Complete

[1»]

Cancel

I [Elapsed Time: 3m 8s

®= . The Configure Components window opens. Select Oracle HTTP Server, and
click Next.

E Oracle Farms and Reports Installation - Step 6 of 11 EI =]

Configure Components ORACLE’ 11

( FUSION MIDDLEWARE

Welcome
S E||:| Qracle Forms and Reports 11g R2

| . :
A Configure For Deploym ent & Server Components

| .
¢ Security Updates Qracle Forms
| H
& Installation Lacation B[] Developer Tools
¢ te[] Oracle Forms Builder
System Components

Oracle HTTP Server

|
Expand Lluster
A Expand Cluster

T
}?’{ Configure Components

|
T Configure Ports
A Application ldentity Staore

|
¢ Access Control

| .
L Installation Summ ary

Configuration Progress

|
I
o Installation Complete | ... & At Ie_ast ohe server component or developertool must be selected to
= configure

I

Cancel

I |Elapsed Time: 5m 43s

* The Configure Ports window opens. Click Next.



E Oracle Farms and Reports Installation - Step T of 12 EI [=] @

Configure Ports ORACLE 11

- FUSION MIDDLEWARE

T Welcome

/T\ Configure For Deployment
T Security Updates

¢ Installation Location

|
Create Domain
Jp Lreate Domain

(") Auto Port Configuration

i () Specify Parts using Configuration file
A Configure Components

T
|

Application |dentity Store
s PR Y

i Configure Ports File name: |1tchful]l]fwebadmin;’media,"staticpor‘ts.ini| | Browse

| view/Edit File
Access Contraol

Configuration Progress

|
T
Installation Summary
T Installation Summ al
T
|

Installation Complete This information must be provided in a file with the same format as
staticports.ini, you can either edit this file and supply your custom port
numbers, or create a new file altogether, The installer will assign the ports which
are provided in this file. Any port which is not provided will be computed and
assigned automatically.

[[»]

| Help | | = Back || Mext > | | Cancel

| |Elapsed Time: 13m 4s

= The Specify Proxy Details window opens. Click Next.

= The Specify Application OID window opens. Uncheck Use Application Level
Identity Store, and click Next.

E Oracle Forrms and Reports Installation - Step & of 12 EI = @

Application Identity Store ORACLE 11

~ FUSION MIDDLEWARE

¢ Welcome | ]Use Application ldentity Store

|
A Configure For Deployment
| . Specify 0ID Credentials
Security Updates
T
T- Installation Location
Create Domain
Ap Lreate Domain

|
Configure Components
Ap. Lonfig :

\:,- Configure Parts

):..{ Application ldentity Store
+ Installation Summary

; Configuration Progress

1 Installation Complete

Enter Oracle ldentity Credentials

[»]
| Help | | < Back || Mext = J Cancel

| |EIapsedTime:14m 29s

* The Installation Summary window opens. Click Configure.
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= The installation will take some time. Once complete, the Configuration Progress
window opens. Click Next.

E Oracle Farms and Reports Installation - Step 10 of 11 EI =

Configuration Progress ORACLE’ 11

( FUSION MIDDLEWARE

Welce
I VR EEE Configuration Toals
M Caonfigure For Deployment P | B |
; Security Updates E-Application Configuration 100% |
i H - . .
T Installation Location Rotiounngliom=i) &
| Creating Managed Server; WLS_FORMS1 o E
/l\ E (i Applying Oracle |RF Template o
A4, Configure Components tarting Managed Server: WLS_FORMS1 o
; Configure Ports Creating Oracle WebLogic Server Scripts o
| topping Managed Server: WLS_FORMS1 —
A Application ldentity Store pring g - & -
|
T Installation Summary
T " P F—
. Configuration Progress Configuration Log Location:
} Julddjforalnventory flogs/finstall2016-04-29_02-09-00AM.log
w Installation Complete
[#} o Application Configuration
]
| |Elapsed Time: 27m 53s

* The Installation Complete window opens. Click Finish.

E Oracle Forms and Reports Installation - Step 11 of 11 EI = -

OoORACLE 1 1

Installation Complete
( FUSION MIDDLEWARE

T Welcome El-Type: Oracle Forms and Reports Installation =
/;\ Configure For Deployment El- Configuration Options
T e S Middleware Home Location: fscratch//uld fwebadmin/productswis
] sscunlindsicol (S Oracle Home Location: Jscratch/udd faebadmin/products fwis_for
1 Installation Location | b Oracle Instance Location: /scratch/ul0/webadmin/products wis_f
R - asi
4, Expand Cluster Oracle Instance: asinst_2
} ----- Domain Option: Expand Cluster —
AT Configure Components | L. Domain Mame: ClassicDomain
; Configure Pots [ i Domain Home: fscratch/uldwebadmin/config/domains fwis_form
(R e ool Domain Host Name: msp00acs.us.oracle.com
Application Identity Store
g = ESELREEE | Domain Port No: 7121 ||
T Installation Summary | .. llcer Mamea wehlonic | i
| 1 " | L4 |
¥ Configuration Progress . . .
Save Installation Configuration;
I
i Installation Complete
Oracle 11g R2 Forms and Reports configured successfully.
Kl 1]
| [Elapsed Time: 28m 33s
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= The installation is complete.

* Loginto Admin Console to verify new servers have been added to cluster
http:/ /<Hostname>:<port>/console

Understanding the Forms Post Installation Tasks

= Change to:
$ClassicDomain_path/AdminServer/security

= Create a file boot.properties with the following two lines:
username=Weblogic
password=<password for Weblogic>
The password will be encrypted after the first start.

= Create the boot.properties file in all the other security directories for managed
servers, so they can be started from the command line.

appserverl:
$ClassicDomain_path/servers/WLS_FORMS/security

appserver2:
$ClassicDomain_path/servers/WLS_FORMS1 /security

= Start the managed server of the appserver2

ORACLE Webtag Sre b i )

ame o Chster

= Configure rms_help server and start the servers after adding boot.properties.
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ORACLE Weblogie Sorver® Adwin

g, Welcom:, weblogic | Esrnected Lu: ClassicDomale

Servers (Filtered - Hore Columsns Exit)

Click the Lok & S button o the Change Certer fo actrvte ol the Bultses o this pige

M Chister

Servers are in running state.

Finalize Forms Installation

32

To finalize forms installation, complete the following steps on both servers:

Change directory to:
$WLS_HOME/asinst_[12]/config/FRComponent/frcommon/guicommon/tk/a
dmin/

Note: asinst_[12] will be asinst_1 on appserverl, and asinst_2
on appserver2.

Edit the Tk2Motif.rgb file.

Uncomment and change the following line:
'Tk2Motif*fontMapCs: is08859-2=EE8ISO8859P2 To:

Tk2Motif*fontMapCs: is08859-2=AL32UTF8

Copy the same file to
/u00/webadmin/product/wls_forms/as_1/guicommon/tk/admin and
$WLS_HOME/as_1/frcommon/templates/tk/config/ in both the host.

Also check in
$WLS_HOME/asinst_1/config/FRComponent/frcommon/guicommon/tk/ad
min/

Update tnsnames.ora in $WLS_HOME/asinst_1/config (or
$WLS_HOME/asinst_2/config) and SORACLE_HOME /network/admin

retaildb =

(DESCRIPTION =

(ADDRESS_LIST =

(ADDRESS = (PROTOCOL = TCP)(HOST = scan.domain)(PORT = 1521))



)
(CONNECT DATA =(SERVICE_NAVE = retaildb))
)

Scan.domain is the same from the RAC installation document.

Example:

We have tnsnames.ora file under /dba/network/extproc_1521/tnsnames.ora so we
need to create a soft link.

[webadmin@msp52777 configl$ In -s /dba/network/extproc_1521/tnsnames.ora ./
[webadmin@msp52777 config]$ pwd

/u00/webadmin/products/wls_forms/asinst_1/config

[webadmin@msp52777 config]$ Is -1tr

total 24

drwx——-——— 3 webadmin rgbudba 4096 Apr 15 05:15 OPMN
drwxr-x--- 2 webadmin rgbudba 4096 Apr 15 05:16 JPS

drwx——-——— 3 webadmin rgbudba 4096 Apr 15 05:16 OHS

drwx——-——— 4 webadmin rgbudba 4096 Apr 15 05:16 FRComponent
drwx——-——— 3 webadmin rgbudba 4096 Apr 15 05:16 FormsComponent
drwx——-——— 3 webadmin rgbudba 4096 Apr 15 05:16 EMAGENT

Invxrwxrwx 1 webadmin rgbudba 38 Apr 15 23:01 tnsnames.ora —>
/dba/network/extproc_1521/tnsnames.ora

[webadmin@msp52777 admin]$ pwd
/u00/webadmin/products/wls_forms/as_1/network/admin
[webadmin@msp52777 admin]$ Is -ltr

total 8

-rW-r-———-— 1 webadmin rgbudba 187 May 7 2007 shrept.Ist
drwxr-x--- 2 webadmin rgbudba 4096 Jan 23 04:40 samples
Irvxrwxrwx 1 webadmin rgbudba 38 Apr 15 22:56 tnsnames.ora ->
/dba/network/extproc_1521/tnshames.ora

Same changes need to be done for appserver2.
Entry of tnsnames.ora file:

dolrcO4 =
(DESCRIPTION =
(ADDRESS _LIST =
(ENABLE = broken)
(LOAD_BALANCE = yes)
(ADDRESS = (PROTOCOL = TCP)(HOST = mspOOavyp-r)(PORT = 1521))

)
(CONNECT_DATA =
(SERVICE_NAME = dolrc04)
(failover_mode=(type=select) (method=basic)
(retries=60)(delay=5))

= Copy Registry.dat from
/u00/webadmin/config/domains/wls_forms/ClassicDomain/config/fmwconf
ig/servers/WLS_FORMS/applications/formsapp_11.1.2/config/forms/registry
/oracle/forms /registry of APPHOST1 to APPHOST?2.

And bounce the complete domain.
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Configuring Single Sing On

Configure Forms for Single Sign On

This section describes how to configure forms for single sign-on.

* Connect to the Enterprise Manager on the Forms admin server.
Example: http:/ /appserver1:7121/em/

Log in with administrative credentials (for example, WebLogic/<password>).

For each server, under the left-hand menu, select the first Forms:
Farm_ClassicDomain

Forms

forms

forms

ORACLE Enterprise Manager 11g Fusion Middleware Control Setup - Help - Log Out

E:Fam~ . Topology

- 1t forms @
v % Farm_ClassicDomain @ Forms «

7 3 Application Deployments

[ [ Internal Applications

Logged in as weblogic| Host msp52778.us.oracle.com

Page Refreshad Apr 21, 2015 4:18:17 AM €0T (2

~| Forms Deployments

L &, formsapp(11.1.2) (cluste Number OF
b ‘% formsconfigmbeans (clus Forms Application |\'Jlj Instance | Status Eroe Serviet URL New Co
1> £ WebLogic Domain formsapp WLS_FORMS1 4 0 http://msp52778.us.oracle.com:3001/forms/frmservet
v [ Forms 3
[ forms!
@ forms ~| Response And Load ~| Resource Center

& (3 Web Tier

08 Before You Begin

04 (2 About Oradle Forms

(@) Introduction to Managing Oracle Forms
0.0 9 08 Typical Administration Tasks
: @ Modifying Configuration Parameters of the Oracle
0.4 = Forms Instance
(2) Modifving Oracle Forms Environment Variables
04:05 AM 04:00 04:13 04:17 oo (@) Modifying Oracle Forms Trace Variables
April 21 2015 @ ying Oracle Forms Icon And Font Mapping
j q 7 = bles
= Average Response Time (millisec) '@ Modifying JVM Controller Variables
== Humber OF Sessions (@) Managing Forms User Sessions
i Other Resources

L Erterin Mg TIg o posteees

™ orade Forms on the Oracle Technology Network
) Java EE for Oracle Forms Developers

® Right click forms, and select Associate/Disassociate OID. Click Associate.



= Select formsapp, and click Associate and update OID details.

[ ey P ——

= Enter the LDAP credentials. Click Associate.
=  The Associate Confirmation window opens.

ORACLE Entorprise Manager 117 s Missevare Soston [

= Repeat the previous steps for the second forms server.

Register WebTier with Forms EM
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For Oracle Enterprise Manager Fusion Middleware Control to be able to manage and
monitor the Oracle HTTP server, you must register the Oracle HTTP server with the
domain. To do this, you must register Oracle HTTP Server with WebLogic Server using
the following command:

idmhost1$ cd ORACLE_BASE/admin/instance_name/bin
idmhost1$ ./opmnctl registerinstance -adminHost ADMINVHN.mycompany.com \

-adminPort 7121 -adminUsername weblogic

Example: <IDMHOST1>

[webadmin@msp00acz bin]$ pwd
/u00/webadmin/product/fmw /wls_iam/Oracle_WT1/instances/instancel /bin

[webadmin@msp00acs bin]$ ./opmnctl registerinstance -adminHost
msp00acs.us.oracle.com -adminPort 7121 -adminUsername weblogic

Command requires login to weblogic admin server (msp0Oacs.us.oracle.com):

Username: weblogic

Password:

Registering instance
Command succeeded.

You must also run the registration command from idmhost2:



Example: <IDMHOST2>

[webadmin@msp00ada bin]$ ./opmnctl registerinstance -adminHost msp52777.us.oracle.com -
adminPort 7121 -adminUsername weblogic

Command requires login to weblogic admin server (msp0Oada.us.oracle.com):

Username: weblogic

Password:

Registering instance

Command succeeded.

Update forms config to accept SSO connections

Navigate to below located on example servers:
Appserverl:

$ClassicDomain_Home/config/fmwconfig/servers/WLS_FORMS/applications
/formsapp_11.1.2/config

Appserver2:

$ClassicDomain_Home/config/fmwconfig/servers/WLS_FORMS1/application
s/formsapp_11.1.2/config

In the Named Configuration section add the following two lines to the context
root you want protected:

Example:
[rms150hasso]

ssoMode=webgate
ssoDynamicResourceCreate=true
envfile=./develop/rms150ha.env
width=950

[rmsfreleaseqadsso]

ssoMode=webgate
ssoDynamicResourceCreate=true
envfile=./develop /rmsfreleaseqa4.env
width=950

Configure webtier to redirect forms request

Edit the mod_wl_ohs.conf in WebTier at location to add the below entry. Add
after </IfModule> tag.

Location in idmhost1

/u00/webadmin/product/fmw/wls_iam/Oracle_WT1/instances/instancel /config/OH
S/ohsl

Location in idmhost2

/u00/webadmin/product/fmw/wls_iam/Oracle_WT1/instances/instance2/config/OH
S/ohs2

Entry:

<Location /forms/frmservlet?* >

WebLogicCluster msp00acs.us.oracle.com:9001,msp00acf.us.oracle.com:9001
SetHandler weblogic-handler

</Location>
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Note: Refer to sample entries in the end

Create forms redirect config file.
Navigate to below locations in the host where webtier is deployed.
Location in idmhost1

/u00/webadmin/product/fmw/wls_iam/Oracle_WT1/instances/instancel/config/OH
S/ohs1/moduleconf

Location in idmhost2

/u00/webadmin/product/fmw/wls_iam/Oracle_WT1/instances/instance2/config/OH
S/ohs2/moduleconf

Create file forms.conf with entry as below:

RewriteEngine on
RewriteRule /A /forms/html/(..*) /workaroundhtml/$1 [PT]

AliasMatch ~/workaroundhtml/(..*)
"/u00/webadmin/products/wls_forms/asinst_1/config/FormsComponent/forms/html

/$1"

RewriteRule ~/forms/registry/(..*) /workaroundregistry /$1 [PT]

AliasMatch ~/workaroundregistry /(..*)
"/u00/webadmin/config/domains/wls_forms/ClassicDomain/config/fmwconfig/serve
rs/WLS_FORMS/applications/formsapp_11.1.2/config/forms/registry /$1"

<Location /forms>

SetHandler weblogic-handler

WebLogicCluster msp00Oacs.us.oracle.com:9001,msp00acf.us.oracle.com:9001
DynamicServerList OFF

WLCookieName JSESSIONID_FORMS

</Location>

Restart webtier to make the changes permanent.

[webadmin@msp00acz bin]$ pwd

/u00/webadmin/product/fmw/wls_iam/Oracle_WT1/instances/instancel /bi
n

[webadmin@msp00acz bin]$ ./opmnctl stopall

opmnctl stopall: stopping opmn and all managed processes...

[webadmin@msp00acz bin]$ ./opmnctl startall
opmnctl startall: starting opmn and all managed processes...

[webadmin@msp00ada bin]$ ./opmnctl status -1

Processes in Instance: instancel



ias- process- pid  Status uid memused uptime ports
component type

ohsl OHS 31261 Alive 65278862 1301000 0:00:09  https:7780,https:7780,http:777
7

Post Install steps for Forms SSO set up:

* Log into forms server on both boxes
cd
/scratch/u00/webadmin/config/domains/wls_forms/ClassicDomain/deploy
mentplans/formsapp/11.1.2

= Take a back up
cp plan.xml plan.xmlbk1

= Update the plan.xml

— Add the following lines to the file. The new lines are added under the
<application-name> --> <variable-definition> element.

<variable>
<name>NewCookieName</name>
<value>JSESSIONID_FORMS</value>
</variable>

— Then further down the file (towards the bottom of the file) , add the
following lines within the formsweb.war <module-name>

Do it as part of variable assignments prior to </module-descriptor.end tag for
formsweb.war

<variable-assignment>

<name>NewCookieName</name>
<xpath>/weblogic-web-app/session-descriptor/cookie-name</xpath>
</variable-assignment>

— Save the file

* Redeploy the Oracle Forms application (formsapp.ear) so that it picks up
changes made in plan.xml.

Actual File changes below
<?xml version="1.0" encoding="UTF-8"?>
<l--
Copyright (c) 2009, 2013, Oracle and/or its affiliates. All rights reserved.
NAME
formsapp-deployment-plan.xml
DESCRIPTION
Forms J2EE application deployment plan.
-—>
<deployment-plan xmlIns="http://xmins.oracle.com/weblogic/deployment-plan’*
xmins:xsi="http:/ /www.w3.0rg/2001 /XMLSchema-instance"*
xsi :schemal ocation=""http:/ /xmIns.oracle.com/weblogic/deployment-plan
http:/ /xmins.oracle.com/weblogic/deployment-plan/1.0/deployment-plan.xsd**>
<variable-definition>
<variable>
<name>vd-/scratch/u00/webadmin/products/wls_forms/as_1/forms</name>
<value>/scratch/u00/webadmin/products/wls_forms/as_1/forms</value>
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</variable>
<variable>
<name>vd-
/scratch/u00/webadmin/config/domains/wls_forms/ClassicDomain/config/fmwconfig/serv
ers/WLS_FORMS/applications/formsapp_11.1.2/config/forms</name>

<value>/scratch/u00/webadmin/config/domains/wls_forms/ClassicDomain/config/frwconf
ig/servers/WLS_FORMS/applications/formsapp_11.1.2/config/forms</value>
</variable>
<variable>
<name>NewCookieName</name>
<value>JSESSIONID_FORMS</value>
</variable>
</variable-definition>
<appl ication-name>formsapp</appl ication-name>
<module-override>
<module-name>formsapp - ear</module-name>
<module-type>ear</module-type>
<module-descriptor external="false'>
<root-element>weblogic-application</root-element>
<uri>META-INF/weblogic-application.xml</uri>
</module-descriptor>
<module-descriptor external="false'>
<root-element>application</root-element>
<uri>META-INF/application.xml</uri>
</module-descriptor>
<module-descriptor external=""true'>
<root-element>wldf-resource</root-element>
<uri>META-INF/weblogic-diagnostics.xml</uri>
</module-descriptor>
</module-override>
<module-override>
<module-name>formsweb .war</module-name>
<module-type>war</module-type>
<module-descriptor external="false'>
<root-element>weblogic-web-app</root-element>
<uri>WEB-INF/weblogic.xml</uri>
<variable-assignment>
<name>NewCookieName</name>
<xpath>/weblogic-web-app/session-descriptor/cookie-name</xpath>
</variable-assignment>
<variable-assignment>
<name>vd-/scratch/u00/webadmin/products/wls_forms/as_1/forms</name>
<xpath>/weblogic-web-app/virtual-directory-mapping/[url-
pattern="java/*'"]/local-path</xpath>
</variable-assignment>
<variable-assignment>
<name>vd-/scratch/u00/webadmin/products/wls_forms/as_1/forms</name>
<xpath>/weblogic-web-app/virtual-directory-mapping/[url-
pattern="webuti 1/*'"]/local -path</xpath>
</variable-assignment>
<variable-assignment>
<name>vd-
/scratch/u00/webadmin/config/domains/wls_forms/ClassicDomain/config/fmwconfig/serv
ers/WLS_FORMS/applications/formsapp_11.1.2/config/forms</name>
<xpath>/weblogic-web-app/virtual-directory-mapping/[url-
pattern="registry/*'"]/local-path</xpath>
</variable-assignment>
</module-descriptor>
<module-descriptor external="false'>
<root-element>web-app</root-element>
<uri>WEB- INF/web . xml</uri>
</module-descriptor>
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</module-override>
</deployment-plan>

Note: Please launch the forms SSO URL.

Example: msp0OOacs-acf-
vip.us.oracle.com:7777 / forms/frmservlet?config=rms150hasso
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Preparing and Installing Retail Java
Applications

Before proceeding, you must install Oracle WebLogic 12.1.3 using Fusion Middleware
Infrastructure with ADF.

These are the other prerequisites before installing Oracle Retail Invoice Matching
application:
= Install WebLogic domain with ADF and EM (Enterprise Manager). Managed
server used to install Allocation must be set up with ADF libraries extended.
= Setup MDS schema Datasource in Enterprise Manager (EM).
= Configuration of OID Authenticator in WebLogic domain
* Load LDIF files in LDAP to create Users and Roles

It is assumed Oracle database has already been configured and loaded with the
appropriate RMS and Oracle Retail Invoice Matching schemas for your installation.
MDS schema, OPSS schema and other required schemas for ADF must be created using
RCU utility. Steps to create the schemas are explained in this document.

Installing a separate domain as part of ADF configuration is recommended.

The Oracle Retail Invoice Matching application is deployed to a managed server

(example: reim-server) which is created inside the new domain (example: REIMDomain).
This managed server must contain all the ADF libraries.

Middleware Infrastructure and WebLogic Server 12¢ (12.1.3) Installation
Create a directory to install the WebLogic (this will be the MW_HOME):
Example: mkdir -p /u00/webadmin/products/wls_retail
Set the MW_HOME, JAVA_HOME, and DOMAIN_HOME environment variables:
* ORACLE_HOME should point to your WebLogic installation.
= JAVA_HOME should point to the Java JDK 1.7+. This is typically the same JDK

which is being used by the WebLogic domain where application is getting
installed.

=  DOMAIN_HOME should point to the full path of the domain into which
application will be installed.

Example:

$ export MW_HOME=/u00/webadmin/products/wls_retail

$ export DOMAIN_HOME=/u00/webadmin/config/domains/wls_retail/APPNAMEDomain
$ export JAVA HOME=/u00/webadmin/products/jdk java

(This should point to the Java which is installed on your server)

$ export PATH=$JAVA HOME/bin:$PATH

Going forward we will use the above references for further installations.



=  Set the system environment variable MW_HOME to the new directory then cd to
location where the jar is downloaded and run the installer using the following
command:
./ java -jar ./fmw_12.1.3.0.0_infrastructure.jar

=  Welcome screen appears. Click Next.

Welcomne _ORACLE ij‘
FUSION MIDDLEWARE

Weltom e 16 the Oradle Fution Middleware 12¢ (121 3.000) Infrastructure ingtaller,

Uze thiz installer 1o create 2 new Oracle home that containg the Oracle Fusion Middieaare
Infrastruciure software. You can then install additional Fusion Middleware products tht require the
Infrastructure intg the Oracle home, 0F YOu CAR use the infrastructure 19 configure 3 WebLogic
SEfver Somain for the Seployment of Jus and Orazie ADF applications

o

For mort infarmanion, e [RIA0 Parch 3nd Usarads in the Oracie Fusien Middisaart
documentation Drary.
Cofitent-1eniAve dnline help i avlible fram the Help butian
Copyright © 1596, 2004, Oracle and/for its affiliates. All rights reserved
Help | hes > Cancel
= Enter the following and click Next.
Oracle home =<Path to the middleware home>
Example:
/u00/webadmin/products/wls_retail
Installation Location _ORACLE
FUSION MIDDLEWARE
v Mecemg Dracie Home

- bnaralia =1
B Judd fenbadminprodunsfuis_retall - Breane

& Instaiiation Type
Feature Set2 bastalled A Selected Oracic Home Ittﬁ

& Prorequisine Chaciy

w Imztulisrion Summary

Oracte Home may anly contam alphanumers, underscore L3, hyphen (=) or dotl ) characters and @ must
DBegen wITh B0 IPRAALM £RC ChATRCTER

Help < fack Bent > | Canel




= Select the Fusion Middleware Infrastructure install type. Click Next.

© Dracle Fusion Middleware 12c Infrastructure Installation - Step 3 of 8#msp2B206

inctaliation Type _ORACLE a
FUSION MIDDLEWARE

Welcome
= Fusion Middleware Infrastructure

Fusion Middleware Infrastructure With Examples

= Oracke Fusion Middieware 12¢ Infrastructure 12.1.3.0.8 -
Instaltstion Sum mary 8 Core Server
Core Application Server 121.3.0.0
sslandnae Coherence Product Files 121 3.0.0
Inssiistion Complete Web 2.0 HTTP Pub-Sub Server 12.1.3.0.0
Weblogic SCA 12.1.3.0.0
WebLogic Client jars 121.3.0.0
Oracle WebLogic Communicatien Services 121.3.0.0 "
& Administrative Tools N
Administration Console Additional Language Help Files 121.3.0.0
CIEWLS Config 121300
Enmterprise manager 12.1.3.0.0
S Daabase Support
Thirdparty JDEC Drivers 121, 3.0.0
S Open Source Componens
Third Party Jackson 12.1.3.0.0 =
Third Party Jersey 1.18.0.0.0
Third Party Maven Apache 3.0.5.0.0
& IRF and Enterprise Manager
af 3 |»

P e SRV

Help < Back Next > | Cancel

= This screen will verify that the system meets the minimum necessary
requirements. Click Next.

Prerequisite Checks _ORACLE ml
FUSION MIDOATWARE

D Checkeg SP4TRING TYITEm conifasen

w Prerequisive Thecka
Checking fia v ErSion used 12 lunch the instalier

Pop v Wiew Sucteishd Tasks Viewleg

Hele Cancel

=  (Click Next.
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Prerequisite Checks _ORACLE m
FUSION BIDOUEWARL

Wetzame

Mlntion Lastian 16
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Prerequiniie Checka
Srcuney Upaster
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Heig <facke | Bea > Cuncel
= If you already have an Oracle Support account, use this screen to indicate how
you would like to receive security updates.

= If you do not have one or if you want to skip this step, clear the check box and
verify your selection in the follow-up dialog box, and click Next.

Security Updates _ORACLE
FUSION MIDDLEWARE
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My Prache fuppant Parsagrd
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Security Updates
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Installation Progréss
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= (Click Next.

Installation Progress
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= (Click Finish.
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Apply Security Patch for 12.1.3 Weblogic version

Once the 12.1.3 weblogic is installed we need to apply security patch for 12.1.3 Weblogic
Version. Please download the patch from below link.

https://support.oracle.com/epmos/faces/DocumentDisplay?_afrLoop=21405126512108
3&id=2075927.1&_afrWindowMode=0&_adf.ctrl-state=sdqghll78_4

=  Please download the 12.1.3.0PSU 12.1.3.0.5 (Patch 21370953) + Patch 22248372 for
CVE-2015-4852 and copy to the media directory and unzip.

=  Before applying patch need to export some of the environment variables as below in
both the host.

export JAVA_HOME=/u00/webadmin/products/jdk_java
export PATH=$JAVA_HOME /bin:$PATH

export ORACLE_HOME-=/u00/weblogic/products/wls_retail
export PATH=$0RACLE_HOME/OPatch:$PATH

=  Change directory to the patch directory and execute opatch apply.

Eg: msp00acs.us.oracle.com:[]
/u00/webadmin/media/PATCHES_13MAY2016/21370953> opatch apply

= |t will check Is the local system ready for patching? [y|n]. Please update ‘y’ and
proceed. The patch will be applied successfully.

= Please proceed with the same steps for second patch and complete in appserver2 as
well.

49 Oracle Retail High Availability Case Study — Retail Applications Installation


https://support.oracle.com/epmos/faces/DocumentDisplay?_afrLoop=214051265121083&id=2075927.1&_afrWindowMode=0&_adf.ctrl-state=sdqghll78_4
https://support.oracle.com/epmos/faces/DocumentDisplay?_afrLoop=214051265121083&id=2075927.1&_afrWindowMode=0&_adf.ctrl-state=sdqghll78_4
https://updates.oracle.com/Orion/PatchDetails/process_form?patch_num=21370953
https://updates.oracle.com/Orion/PatchDetails/handle_rel_change?release=600000000016840502&plat_lang=2000P&aru=19636007&patch_num=22248372&patch_num_id=2400311

50

Install RCU Database Schemas

The RCU database schemas are required for the installation of retail application and
configuration of domain.

Note: You need ‘SYS’ user privileges to install the RCU
database schemas.

The following steps are provided for the creation of the database schemas:
= Navigate to the directory into which RCU is installed.
For example:
<MW_HOME>/oracle_common/bin/
Run “./rcu”
= Click Next.

Weltorme ORACLE m
PO WO

v ek

g e Puge et i

=  Select Create Repository and System Load and Product Load. Click Next.



Repository Creation Utility

welcome

g

ORACLE -
FUSION MIDDLEWARE
» Create Repository

s, Create Repository Create and load component schemas into & database.

Database Connection Details

<)[System Load and Product Load
| have DEA privileges.

Prepare Scripts for System Load
Create scripts for DBA to run later.

c—C—C—C—C—&—

EBerform Product Load
Systemn Load scripts have been run by DEA,

Drop Repository
Remove component schemas from a database

Messages:

Ll I —

Help = Back ext = Cancel

= Enter database connection details:
— Database Type: Oracle Database
— Host Name: scan address
— Port: 1521
— Service Name: dbservicename
— Username: sys
— Password: <syspassword>
— Role: SYSDBA

Repository Creation Utility

ORACLE s
FUSION MIDDLEWARE

] Database Type
/T\ Create Repository
T Database Connection Det. Host Name:
T Select Components
] Port.
| Service Name:
Username:
Password:
Rale:
Hessages

Y E——

Help

Oracle Database =

M=p00awp-t]

For RAC database, spacify ¥IP name or ane of the Node name as Host name
For SCAM enabled RAC database, specify SCAN host as Host name.

1521

QOLRPO4FMM

sys
User with DEA or STSDBA privileges. Example:sys

SYSDBA =

One or more components may require 57SDBA role for the operation to
succeed

<Back | Mot = Cancel

=  Click Next. The Installer checks prerequisites.
=  When the prerequisite checks are complete, click OK. Click Next.
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|2 Repositary Creation Utility - Checking Prerequisites @mspl0acs.us.oracle.com @

Checking Global Prerequisites

% Initializing repository configuration metadata 00:00.201(ms}
o Obtain properties of the specified database 00:00.100(ms)
% Check requirement for specified database 00:00.100(ms)

[
Operation completed. Click OK to continue to next page.

QK

*  Click the Create a new prefix option, the prefix name for your schemas should be

unique to your application environment.
Example: RelM, ALLOC, ReSA, etc
=  Select the components to create:

— Meta Data ServicesOracle Platform Security Services

Note: Once OPSS schema is selected, the following
dependent schemas will get selected automatically.

— Audit Services
— Audit Services Append
— Audit Services Viewer

Note: STB schema will be already selected as part of the
Common Infrastructure component.

Select Components ORACLE i !i‘
FUSION MIDDLEWARE

. Specify a unique prefix for all schemas created in this session, se you can easily locate, reference,
and manage the schemas later.

Select existing prefix
Datahase Connection Detsils

|
L 5) Greate new prefix ALLOCDOMAIN
o Select Components
| #lpha nurneric anly. Cannot start with s number. No special
¥ Schema Passwords characters.
Component Schema Owner
=0 0racle AS Repository Components
EEAS Common Schemas
#Metadata Services ALLOCDOMAIN_MDS
@ Audit Services ALLOCDOMAIN_ AU
@ Audit Services Append ALLOCDOMAIN_IAU_APFEND
@ Audit Services Viewer ALLOCDOMAIN_1AU VIEWER
@ Oracle Platform Security Services ALLOCDOMAIN_OPSS
OUser Messaging Service ums
OWebLogic Services WLS
¥ Common Infrastructure Services
o]
u
o]
u
Messages:
. ’
Help < Back | Next> | Cancel



|2 Repository Creation Utility - Checking Prerequisites@mspllacs. us.aracle.com @

Checking Component Prerequisites

« Metadata Services 00:00.100(ms)
| Audit Services 00:00.100(ms)
o Audit Services Append 00:00.100(ms)
& Audit Services Viewer 00:00.101 (=)
« Oracle Platform Security Services 00:00.100(ms)
% Common Infrastructure Services 00:00.101 (=)

Operation completed. Click OK to continue to next page.

= Select Use same passwords for all schemas.
= Enter your password.

Note: This password is needed at the time of ADF domain
creation.

Repository Creation Utility _ORACLE “‘
FUSION MIDDLEWARE

. Define passwords for main and auxiliary schema users.

s) Use same passwords for all schemas

Password [+=xe ]
Alpha numeric anly. Cannot start with a number.

|
¥ Select Components Mo special characters except: §. # . .
I

Schema Passwords Confirm Password: [===+==

T
|

Map Tablespaces
T Use main schema passwords for auxiliary schemas

Specify different passwords for all schemas

Hessages
1 S r
Help = Back Next = Cancel
L}

Click Next. A Repository Creation notification will appear. Click OK.
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ORACLE

Repository Creation Utility -
FUSION MIDDLEWARE

s Default and temporary tablespaces for the selected components appear in the table below
To create new tablespaces or modify existing tablespaces,use the 'Manage Tablespaces Button’

Manage Tablespaces

g Cormponent Schema Ownear Default Tablesy Temp Tabl

| . Metadata Services ALLOCDOMAIN_MDS | *ALLOCDOMAIN_MDS *#ALLOCDOMAIN_JAS T...

T Audit Services ALLOCDOMAIN_IAU | *ALLOCDOMAIN_|AS_JAU *ALLOCDOMAIN_JAS

</ Map Tablespaces Al M_IAS .

1 Adl=E Repository Creation Utility - Confirmation@ msp00acs,us.aracle.com @ NOIAS T...

| SRRy or] NS T...
Cq Any tablespaces that do not already exist in the selected M_IAS_T...

? schemas will be crested

Click OK to create tablespaces
Click Cancel to return to the wizard.

Ok cancal

* Default tablespaces [specified in the configuration files) are to be created upon confirmation

Messages

Help = Back Next = cancel

= Tablespaces are created, and the progress will be displayed in a pop-up
notification. When the operation is completed, click OK.

Repository Creation Ukility - Creating Tablespaces@mspllacs.us.oracle.com @

validating and Creating Tablespaces

& Check tablespace requirements for selected compon... |00:00,100(ms)
& Creste tablespaces in the repository database 00:29.854(sec)

[
Cperation completed. Click OK to continue to next page.

= (Click Create. The schema is created.

Repository Creation Utility _ORACLE" “‘
FUSION MIDDLEWARE

Welcome | Datsbase details

Create Repositary Host Name: msp00avyp-r
Port 1521

Database Connection Details  Service Mame:  OOLRFO4FMW

Connected A5 sys

Select Components .

SERLL TSI Operation System and Data Load concurrently

Schems Passwords Prefix for iprefixable) Schema Owners: ALLOCDOMAIN

Map Tsblespaces

HE—€ —€ —€—€—J—¢

Summary Component Schema Ouwner Tablespace T..  Tablespace Name

Metadata Services ALLOCDOMAIN_MDS Default ALLOCDOMAIN_MDS
Temp ALLOCDOMAIN_IAS TE...
Additional None

Audit Services ALLOCDOMAIN_IAU Default ALLOCDOMAIN_LAS AU
Temp ALLOCDOMAIN_IAS TE...
Additional None

Audit Services Append ALLOCDOMAIN_IAU APP... Default ALLOCDOMAIN_LAS AU
Temp ALLOCDOMAIN_IAS TE...
Additional None

Audit Services Yiewer ALLOCDOMAIN_IAU VIEW... Default ALLOCDOMAIN_LAS AU
Temp ALLOCDOMAIN_IAS TE...
Additional None

Oracle Platform Security Servi... ALLOCDOMAIN_OPSS Default ALLOCDOMAIN_1AS_O...
Temp ALLOCDOMAIN_IAS TE...
Additional None

Common Infrastructure Services ALLOCDOMAIN_STB Default ALLOCDOMAIN_STE
Temp ALLOCDOMAIN_IAS TE...
Additional None

Help < Back Create cancel



= Upon successful creation of database schemas, a screen will appear with all the
schemas created .

= (Click Close.

Repository Creation Utility OR’ACLE “‘
FUSIDN MIDDLEWARE

Database details:

Host Name rspO0avyp--

Port. 1521

Serwice Name OOLRPO4FMY

Connected As: sys

Operation System and Data Load concurrently
RCU Logfile:

sscratchiu00fwebadminfproducts/wls_retailforacle_commonfroufloafogdir. 2016-05-02_01-42frcu.log
Component Log Directony:
fscratchfu0fwebadminfproducts/wls_retailforacle_commanfreuflag/ogdiv 2016-05-02_01-42

Execution Time 3 minutes 6 seconds
t
& Completion Summary \Iflaw rew.log

og:

Prefix for (prefizable) Schema Owners ALLOCDOMAIN

Cornpanent Status Time LogfilelClick to view)
Metadats Services Success 00:33 153(sec) rds lag
Audit Services Success 00:24 205(sec) iaulog
Audit Services Append Success 00:30.738(sec) iau_append.log
Audit Services Viewer Success 00:13 828(sec) iau_viewer.log
Oracle Platforrn Security Services Success 00:28.350(sec) opss.log
Cormmon Infrastructure Services Success 00:12 341(sec) sth.log

1 S ]

Help Close

Note: The above RCU example for ALLOC and in the same
manner need to create RCU for REIM, RESA,SIM and RPM.

REIM RCU screen:

Select Components ORACLE i i‘
FUSlON MIDDLEWARE

+ Specify a unique prefix for all schemas created in this session, so wou can easily locate, reference,
and manage the schemas later.

Select existing prefic

. Database Connection Details

T 5 Create new prefix: REIMDOMAIN
Select Components

T P AR GRRORTR @Ry, R G ik © AR, [ ek

L4 Schema Passwords characters

Component Schema Owner
E00racle AS Repository Components
BEAS Comrmon Schemas

[# Metadata Services REIMDOMAIN MDS
[ Audit Services REIMDOMAIN 1AL
[ Audit Services Append REIMDOMAIM AU APPEMND
7 Audit Services Wiewer REIMDOMAIN AU VIEWER
Oracle Platform Security Services REIMDOMAIN_OPSS
OUser Messaging Service UmMs
OweblLogic Services WLS

m

m

5]

5]

Messages:
L) g 3
Help = Back ext = Cancel
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SIM RCU screen:

Salact Componants

U
Select Components

w chema Pagswords

¢ [Ditabase Connection Gotals

ORACLE

FUSION MIDDLEWARE

. Specify a unique prefie for all schomas created in this aeasion, sn you ran easly eate, reference,

an manage the schemas later
Select masting prefe 1

@) Creste new prefoc SIMDOMERN

Component
S0 Orache A% Ropositary Componenls
EEAS Comman Schemas
B Motadata Sorvi
B audit Serdces
Faudit Saraces nppend
B Audit Services Viewsr

M

g S

Help

RPM RCU screen:

Select Components

Select Components

Scheds Pagewords

C—C—C T —

RESA RCU scr

Select Components

Databass Connsctan Detals
Select Components

Sehwma Paswords

i e

Y m——

M Oracla Platform Securty Serices

.-S_IE.!.\EI'HQ-_M_-E.F.

SIMDOMAR_ MDS
SIMDGMAS_ 141
SIMLOMAS_IAU_NFPEND
SIMDOMARN_IAU_VIEWER
SIMDUMARN_OFSS
Ve

Twis

< park [ Newt s Cancel

oORACLE

FUSION MIDDLEWARE

+ Specity & unique prefis for all schemas created in this Seasion, an you ran easily Incate, reference,

and manage the schemas |ster.

Selnct exdnting prefic

Database Connectan Detals

% Greste new prefoc RFMDOMAIN

Alpha

LOmpngnt - _
=[10racle 45 Repositary Companents
SEAS Comman Schemas
¥ Metadsta Servces
B Aude Sendces
B AudE Serices Appand
B Auds Sendces Viewer
& Dracle Platfarm Secunty Sordces
O User Messaging Serdce
DOWublogic Service
| o i

Messages:

een:

Schoma (wnor

RFMOOMAIN MDS
APMOCKAIN 1AL
RPMOOMAIN_I0L_ARFEND
APMOOKAIN_ 1AL VIEWER
RPMOOMAIN_0P55S

UmMS

wis

<Back |[ Hesd s Cancel

OoRACLE
FUSION MIDDLEWARE

. Spacify a unique prefix for all scheman created in this seasion, a0 you can easily locate, reference,

and manage the schemas |ster.
Selnct ednting prefic

o) Creste new prefoc

Compenent o -
O oracle A5 Repositary Companents
EHEAS Common Schem:
B Metadsta Sersces
B Al S
@ tuds Sendeces dppend
[ ALGE Shricns Virwor

RESADOKMAIN_ MOS
HESADOMAIN 181
RESADORAIN_IAU_APPEND
RESADOMAIN 1AL VIEWER

@ Oracle Platform Security Services RESADOMAIN_0PSS
[CUsar Massaging Sanvice 3
Oweblogic Serdces WL
= - Frast
]
| 3
]
=
Messages:
<psck [ Hess | Cancel



Create a New ADF Domain (with managed server and EM)

To create a new domain and managed server with ADF libraries and EM, follow the
below steps:

= Set Environment Variables:
export JAVA_HOME=<J]DK_HOME>

(Example:/u00/webadmin/products/jdk_java) [[DK_HOME is the
location where jdk has been installed)

export PATH=$JAVA_HOME/bin:$PATH

export ORACLE_ HOME=<MW_HOME>/oracle_common
(Example:/u00/webadmin/products/wls_retail / oracle_common)

cd $SMW_HOME/ oracle_common/common/bin
(MW_HOME is the location where Weblogic has been installed.)

* Run the following command:
./config.sh
* Select Create a new domain.

Domain location: Specify the path to the <DOMAIN_HOME>
Example:/u00/webadmin/config/domains/wls_retail/ REIMDomain

NOTE: Below screen are example for REIMDomain. In the same manner the
other ALLOC/RESA/SIM/RPM domain can be created.

= (Click Next.

——
Configuration Type ORACLE
FUSION MIDDLEWARE

lw) Create Domain

[
Ternplates

Administrator Account
Domain Mode and JDK
Advanced Configuration
v Configuration Surnrma What do you want to do?

¢ Configuration Progress

#) Create a new domain
_ End Of Configuration

Update an existing domain

Domain Location: fscratchquUfwebadm\nfconflgfdoma|nsfwls_reta\I!RE\MDOMAIN| Browse

Create a new domain.

Help Next = Cancel

= Select Create Domain Using Product Templates.
=  Check the Oracle Enterprise Manager component.
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Note: When the Oracle Enterprise Manager component is
selected, the following dependent components are selected
automatically:

Oracle JRF

Weblogic Coherence Cluster Extension

= (Click Next.

Templates ORACLE g
FUSION MIDDLEWARE

Create Dornain

Templates #) Create Domain Using Product Templates

peslieien Locsicn Template Categories: Al Templates -
EUIEEEN LBEEHEN

Administrator Account
] ] o p
Domain Mode and (DK Basic WeblLogic Server Domain - 12.1.5.0 [wiserver]
Oracle Enterprise Manager - 12.1.3.0 [em)]

Datsbase Configuration Type Oracle User Messaqging Service Basic - 12.1.3.0 [oracle_commaon]

Component Datasources Oracle WSM Policy Manager - 12.1.3.0 [oracle_commaon]
DBC Test COracle RAS Session Service - 12.1.3.0 [oracle_common]
Oracle JRF SOAPAMS web Services - 12.1.3.0 [oracle_comrmon]
Advanced Configuration Oracle JRF - 12.1.3.0 [oracle_comman)
weblagic Coherence Cluster Extension - 12.1.3.0 [wlserver]
weblogic Advanced web Services for J2X-WS Extension - 12.1.5.0 [oracle_common]
Weblogic Advanced Web Services for JAX-RPC Extension - 12.1.3.0 [oracle_cornmon]
WeblLogic |AX-WS SOAP/MS Extension - 12.1.3.0 [oracle_commaon]

fvailable Templates

<

<

€ F € € € € € €5}

<

Configuration Summary
Configuration Progress

End of Configuration

ECreate Domain Using Custorn Template:

Help < Back Mext = Cancel

Application location: Application directory location. Example:
/u00/webadmin/config/applications/wls_retail/REIMDomain

= (Click Next.



59

Application Location

Create Dornain

Templates

Application Location
Administrator Account
Domain Mode and DK
Datsbase Configuration Type

Component Datasources

DEC Test Daomain name:

Advanced Configuration Domain lacation:

{%44444—( ——¥

Configuration Surnmmary
Configuration Progress

End Of Configuration

Application location:

ORACLE
FUSION MIDDLEWARE

REIMDOMAIN
fscratch/u00fwebadmin/configfdomainsfwls_retail

fscratchfu00fwebadminfconfigfapplicationsfwls_retail

= Back Next =

W) |

Erowse

Cancel

= Provide the WebLogic administrator credentials and click Next:

— Username: <weblogic administrator user>

— Password: <Password for weblogic administrator user>

Administrator Account

Create Dornain
Templates
Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Twpe
arnponent Datasources
DEC Test Name
Advanced Configuration Password

Configuration Summary Confirm Password

—(—)(—(—(—(—(—(—c'—} -3

Configuration Progress

End Of Configuration

Help

ORACLE

FUSION MIDDLEWARE

weblogic

= Back Next =

) |

Cancel

= Select Domain Mode as Production and the JDK to use (as applicable).
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P
Domain Mode and JDK ORACLE
FUSION MIDDLEWARE

€ —(—F —}

Create Dornain

Domain Mode

Templates

Development

Application Location

Utilize boot.properties for username and password, and poll for applications to deploy.

Administrator Account

s Production

Domain Mode and JDK

Require the entry of a username and password, and do not poll for applications to deploy.

Database Configuration Type

Component Datasources

JDK
) Oracle HotSpot 1.7.0_85 fscratch/u0/webadrinfproductsfjdk_java

DEC Test
Advanced Configuration

Cther DK Lacation:

Configuration Surnmary

Configuration Progress

End oOf Configuration

Help

= Back Mext = Cancel

Select RCU Data.

— Vendor: Oracle

— DBMS/Service: dbservicename
— Host Name: scan address

— Port: 1521

— Schema Owner: REIMDOMAIN_STB (Example: ALLOCDOMAIN_STB,
RESADOMAIN_STB, etc)

— Password: <Password>. This password which was used for RCU schema
creation.

Click the Get RCU Configuration button.



Database Configuration Type ORACLE
FUSION MIDDLEWARE

Create Domain

/-T-\ Templates

/T\ Application Location

T Adrninistrator Account

T Domain Mode and JDK

I- Database Configuration Ty
! Component Datasources
I JDEC Test

/l\ Advanced Configuration
I Configuration Sumrnary
I Configuration Progress Cancel
I End Of Configuration

Connection Result Log

Connecting to the database server. QK
Retrieving schema data from database server.. QK
Binding lacal schema components with retrieved data... Ok

Click "Mest" button to continue.

Help

= (Click Next.

JDBC Component Schema ORACLE
FUSION MIDDLEWARE

Create Dornain
., Templates

Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Twpe

Component Datasources

C— —(—)(—(—(:—cj—ci—cj—ci—}—}

DEC Test Edits to the data abowe will affect all checked rows in the table below.
advanced Configuration Component Schema | DEMS/Service Host Mame Port |Schema Ow... Schema Passw...
LocalSwcThl Schema | OOLRPO4FMW | msp00awvyp-r 1521 | REIMDOMAIN_| =esnes
Configuration Summary =
QPSS Audit Schema | OOLRPO4FMWY | mepODawvyp-r 1521 REIMDOMAIN_| =am==s
SRl it Pliagiess OFS5 Audit Viewer St| OOLRPOAFMW | mspO0awp-r 1521 | REIMDOMAIN_ | =x=sss
End Of Configuration OPS5 Schema OOLRPO4FMY | msp00awp-r 1521 | REIMDOMAIN_| =eenns
Help = Back Next = Cancel

= Click Next and it will test to make sure it can connect to your datasources.
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JDBC Component Schema Test

]

|
T
¢

Create Dornain

Templates

Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Type
Component Datasources
IDBC Test
Advanced Configuration
Configuration Summary

Canfiguration P

End Of Configuration

Help

= Sele

ORACLE

FUSION MIDDLEWARE

Status| Component Schema

JR|E|E X
LA SR AE A

OPSS5 Schema

Test Selected Connections

rogress Connection Result Log

Component Scherma=LocalSwcThl Schema
Driver=oracle.jdbc. OracleDriver
URL=jdbec:oracle:thin:@fmsp00awp-r: 1521/00LRPO4 FMl
User=REIMDOMAIN_STE

Password =i

SOL Test=5ELECT 1 FROM DUAL

CFGPWK-64213 Test Successfull
CFGPWK-64213: |DEC connection test was successful.

PRI AR A e kimm m msiien

= Back

ct advanced configuration for:
Administration Server

Managed Server, Clusters and coherence
Node manager

Advanced Configuration

JDBC Connection URL

LocalSweThl Schem: jdbcoracle:thin: @/fmsp00avyp-r: 15210 0LRP D4 P
OPS5 Audit Schemsz| jdbo:oracle:thin: @/fmsp00avyp-r: 15210 OLRP O4FMWN
0P335 Audit viewer @ jdbc:oracle:thin:@/fmsp00avyp-r 15210 OLRP O4FMW
jdbe:oracle:thin: @/fmsp00avyp-r: 15210 OLRP 04 FMN

Next = Cancel

ORACLE
FUSION MIDDLEWARE

Create Dornain —
Templates
Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Ty
Component Datasources
DEC Test

Advanced Configuration

-

-
—i

Administration Server
Node Manager
Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machine
Deployments Targeting
Services Targeting
Configuration Sumrmary.

Configuration Progress

Fnd 0f Canfinnratinn =4
Help

+| Administration Server

Modify Settings

+|Mode Manager

Configure Node Manager

| Managed Servers, Clusters and Coherence
Add or Delete or Modify Settings

Domain Frontend Host Capture

Configure Damain Frantend Host

+|Deployments and Services

Target to Servers or Clusters

< Back Next =

Cancel



= Configure the Administration Server:
— Server Name: <APP name>_AdminServer. Eg: REIM_AdminServer
— Listen address: Appserver Hostname or IPAddress of the Appserver Host.

— Listen port: <Port for Admin Server> Note: The port used here must be a free
port.

— Server Groups: Unspecified

o
Administration Server ORACLE
FUSION MIDDLEWARE

o, Create Domain

g, Templates
Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Type | Server Mame REIM_AdminServer

Cormponent Datasources Listen Address | All Local Addresses -
DEC Test Listen Paort ?091|

Advanced Configuration

Administration Server

Enable S5L

S5L Listen Port
MNode Manager

Managed Servers Server Groups | Unspecified -

Clusters

Coherence Clusters

Machines

Deployments Targeting

Services Targeting L.
e Summmma Port number must be between 1 and 65535, and different from SSL listen port and coherence port.
= 0 Utk 1 o Tl B Tk

Configuration Progress

£ ———C——C—C—C—F——C——C———F—}

End Of Configuration

Help = Back Mext = Cancel

= Configure Node Manager:
— Node manager type: Per domain default location
— Username: <weblogic administrator user>

— Password: <Password for weblogic administrator user>
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P
Node Manager ORACLE
FUSION MIDDLEWARE

_3

A C—C— O —f ——C—C—C—C—C—]

Create Domain
Templates
Application Location
Administrator Account
Lomain Mode and DK Hode Manager Type

Database Configuration Type Per Domain Default Location

Component Datasources # Per Dormain Custorm Location

DEC Test Mode Manager Home: |Iminfconfigfdomainsfwls_retailfREIMDOMAIN/nodemanager Erowse
Advanced Configuration Manual Mode Manager Setup

Administration Server

Hode Manager Credentials

Hode M
ode Manager Username weblogic

Managed Servers
Fassword:

Clusts
LIMERETS Confirm Password: | ==sesess |
Coherence Clusters

Machines

Deployments Targetin

Services Targeting

Configuration Surnmary Must be the same as the password. Password must contain at least § alphanumeric characters with
at least one number or special character.

Configuration Progress

End Of Configuration

Help < Back Next = Cancel

= Configure Managed Servers with the ADF template.
= Click the Add button.

— Server Name: <appname-server> eg: reim-serverl and reim-server? as this is
cluster setup.

— Listen address: Appserver]l Hostname for reim-serverl and Appserver2
Hostname for reim-server2

— Listen port: <Port for Managed Server> Note: The port used here must be a
free port.

— Server Groups: <JRF-MAN-SVR>



e
Managed Servers ORACLE
FUSION MIDDLEWARE

Create Domain S
l# Add Clone x Delete E-a Discard Changes
Templates

Application Location Server Mame Listen Address Listen Port | Enable SSL | SS5L Listen Server
Port Sroups
Administrator Account

Domain Mode and JDK

Database Configuration Type

reim-serverl msp00acs.us,ar... ™ 7093 Unspecified =

reim-server? msp00acf.us.ar... FO93 Unspecified *

Component Datasources
DEC Test

Advanced Configuration
Administration Server
Node Manager
Managed Servers
Clusters

Coherence Clusters
Machines

Deployrments Targeting
Services Targeting _—
Configuration Surnrmary

Configuration Progress

(e ———————F —F

End Of Configuration
Help < Back Next = Cancel

= Configure Clusters and click Next.

Clusters ORACLE
FUSION MIDDLEWARE

4 Create Domain

43

l# Add x Delete E-a Discard Changes
i, Templates

Application Location Cluster Name Cluster Address Frontend Host Frontend HTTFP Port| Frontend HTTPS
Port
Administrator Account

Domain Mode and DK

Database Configuration Type

Cluster-reirm| 0 0

Component Datasources
DEC Test

Advanced Configuration
Administration Server
Mode Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Deployments Targeting S
Services Targeting
Configuration Summary

Configuration Progress

C—C—€—€—€€ €€ T F—€—€—C—€—C—€—}

End of Configuration

Help = Back Mext = Cancel

= Assign servers to the cluster.
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Assign Servers to Clusters

ORACLE -
FUSION MIDDLEWARE

s, Create Dornain ’ Servers Clusters
/T\ | Cluster-reim
s, Templates

Coherence Clusters

€€ FC—C—C—C—«C—C—F—F

(€€ —€—C—C—C—F——€—C—€—C—€—3

., Create Dornain
., Templates

s Application Location Cluster Name
o Administrator Account
s Dormain Mode and DK

. Database Configuration Twpe

@ reim-serverl
Application Location 8 reim-server2

Administrator Account
Domain Mode and DK
Datsbase Configuration Type
Component Datasources &
DEC Test

Advanced Configuration
Administration Server

Mode Manager

Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Configuration Surnmary -

Canfiguration Progress Select one or more servers in the left pane and one cluster in the right pane. Then use the right
arrow button (=) to assign the server or servers to the cluster.
End Of Configuration

Help = Back Next = Cancel

ORACLE o~
FUSION MIDDLEWARE

= Retain the default values, and click Next.

Ka Discard Changes

Unicast Listen Port
defaultCoherenceCluster 0

Component Datasources
DEC Test

.. Advanced Configuration

o Administration Server

Mode Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Deployments Targeting
Services Targeting
Configuration Summary
Configuration Progress

End of Configuration

Help = Back Mext = Cancel
= Configure Machines:apphostl and apphost2
= (Click the Add button.

— Name: APP_Machinel and APP_Machine2

— Listen address: apphostnamel for App_Machinel and apphostname?2 for
APP_Machine2
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= Listen port: <Port for node manager> Note: The port used here must be a free

port.

Machines

Create Dornain

=
@

F
o
=
o
i

Application Location
Adrninistrator Account
Dormain Mode and |DK
Database Configuration Ty
Component Datasources
DBC Test
Advanced Configuration
Adrninistration Server
Node Manager
Managed Servers
Clusters
Assign Servers to Clusters
Coherence Clusters
Machines
Assign Servers to Machine
Deployrments Targeting
Senvices Targeting
Configuration Surnrmary:

Configuration Progress

Frnd Of Canfinnratinn !
Help

= Assign the configured Admin server and managed servers to the new machine.

Machine = Unix Machine
l+ Add x Delete
Name Enable
Post Bind
S0

REIM_Machinel
REIM_Machinez

Post
Bind GIO'

nobody
nobody

Enable Fost

ORACLE
FUSION MIDDLEWARE

®)

[@ Discard Changes

Mode Manager

Fost Bind UID Listen Address

Bind UID

nobody | msp00ach.us.or...

nobody | msp00acf.us.ora..

< Back Next =

In the below screen can assign adminserver to machinel.

Assign Servers to Machines

Create Dornain

=
@
g
a
o
@

Application Lacation
Adrninistrator Account
Dornain Mode and JDE
Database Configuration Tvpe
Compaonent Datasources
DEC Test
Advanced Configuration
Adrninistration Server
Mode Manager
Managed Servers
Clusters
Assign Servers to Clusters
Coherence Clusters

Machines

Configuration Surnmary

Configuration Progress

End Of Configuration

=  Add libraries to the cluster-reim.

Servers

£ REIM_AdrninServer

| Assign Servers to Machine |

ORACLE
FUSION MIDDLEWARE
Machines
(2 Unix Machine
= “® REIM_Machinel
QA‘ reim-serverl
= "5 REIM_Machine2
[l reim-server2

MNode
Manager
Listen Port

- G571
b 5571

Cancel

®)

Select one or more servers in the left pane and one machine in the right pane. Then use the right
arrow button (=) to assign the server or servers to the machine.

= Back Mext =
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Deployments Targeting

s Create Dormain
Templates
Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Ty
Component Datasources
DBEC Test

Advanced Configuration
Administration Server
Mode Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machine
Deployments Targeting

Services Targeting

Configuration Summary

Configuration Progress

Frd of Canfinnratinn i
Help

Deployments Targets
[= Librany: - = Cluster ]
g UIx#11@12.1.3.0.0 = b Cluster-reim
[l adf.oracle businesseditor#1.0@12.1.3. B [ Library

fzg adf.oracle.domain#1.0@12.1.3.0.0
[ adf.oracle.domain. webapp#1.0@12.1. 3|
[z em_core_ppc_pojo_jar

fo@ em_sdkeore_ppc_public_pojo_jar

ol ermagentsdk_jar#11.2@12.1.0.3.0

gl enagentsdkimpl_jar#11.2.0.1.0@12.1
[l ernagentsdkimplpriv_jar#11.2.0.1.0@1%

ol emas [l enagentsdkirmpl_jar#11.2.0.1.(
ol ermcore gl ernagentsdkimplpriv_jar#ll 2.¢
[zl emcore_jar gl emas

[zl ermcoreclient_jar gl emcore

[z emcorecommon_jar

fzgl ermcoreconsole_jar

[l erncoreintsdk_jar#11.2.0.1.06212.1.0.0.
fol erncorepbs_jar

o erncoresdk_jar#11.2.0.1.0@12.1.0.0.0
fo emcoresdkimpl_jar#11.2.0.1.0@12.1.0.
ol jsf#2.1@2.1.7-01-

ORACLE
FUSION MIDDLEWARE

gl UX#11(2212.1.5.0.0

[zl adf.oracle. businesseditor#1.0
[ogl adf.oracle. domain#1.0@12.1.3
[ogl adf.oracle. domain. webapp#1.0
g emn_core_ppe_pojo_jar

[l ern_sdkeore_ppc_public_pajo_jz
gl emagentsdk_jar#11.2@12.1.0.

[og emncore_jar

ol erncoreclient_jar

[ emcorecommon_jar

[l erncoreconsole_jar

gl erncoreintsdk_jar#11.2.0.1.0@
[z emcorepbs jar

e emncoresdk_jar#11.2.0.1.0@12

4 pEeRER b

fll erncoresdkirnol iar#ll.2.0.1,007
. e b

Select one or more Deployments in the left pane and one server or cluster in the right pane. Then
use the right arrow button (=] to target the Applications to the servers or clusters.

= Back Next = Cancel

= And click Next in the Services Targeting screen.

= (Click Create.

Configuration Summary

s Create Domain

_3

s, Templates
Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Ty
Component Datasources
DEC Test

Advanced Configuration
Administration Server
Node Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machine
Deployments Targeting
Services Targeting

Configuration Summary

Configuration Progress

Frd Of Canfinnratinn i
Help

ORACLE
FUSION MIDDLEWARE

Wiew: Deployment - Mame

Description
[= REIMDOMAIN [fscratchfu0fwebadminfconfigfda =

Author
= (= Cluster Lacation
= [ Cluster-reim
B [ Deployment Mame
B [ Library Description
[ oracle.sdp client#2.0(@12.1.5 Author
D oracle.pwdgen#2.0@12.1.5 Location
[ owasp.esapi#2.0@12.1.3
[ oracle adf dconfigheans#1.04 Marne
[ adf.oracle. dornain#1.0@12.1 Description
[ adf.oracle businesseditor#1. Author
[ oracle.adf.managements#1.0f Location
D adf.oracle.dornain. webapp#1
[ jsf#2.1@2.1.7-01- E:;“;immn
[ istl#l.2@1.2.0.1 e
D UlX#11@12.1.3.0.0 Location
[ ohw-rcf#5@12.1.3.0.0
[ ohw-uix#5@12.1.53.0.0 Hame
[ oracle. adf.desktopintegration Description
[ oracle.adf desktopintegration Author
0 h

oracle.bi.jbips#11.1.1@0.1 |+ Lo
4

< | )

Basic WebLogic Server Domain | =
Create a basic webLogic Server d
(Qracle Corporation
fscratchfu0o/webadmin/products/|

Oracle Enterprise Manager
Enterprise Manager

(Qracle Corporation
Jscratchfu0o/webadmin/products/

emasTemplate

emas plugin Template

(Qracle Corporation
Jscratchfu0o/webadmin/products/

(Qracle WebCenter Composer
This ternplate configures Oracle
(Qracle Corporation
Jscratchfu0o/webadmin/products/

Oracle webCenter Skin

This ternplate configures the Orad

(Qracle Corporation

scratchfu00/mebadrmin/productsy| =
3

Select Create to accept the above options and start creating and configuring & new domain. To
change the abowve configuration before starting Domain Creation, go back to the relevant page by

selecting its narne in the left pane, or by using the Back button.

= Back

Create Cancel

= (Click Next.



Configuration Frogress

= Configuration Proges

w End Of Configuration

Helg

OoRACLE
FUSION MICDLUEWARE

.)

Prepaning
‘liryl ey Dosem i

an
ion Daey Procesing
Duntn Precescing Completed

"'|L-| w DFLE Tagur
The OF53 Securm gt
Savnag 1he Cupem e Indoorm ation,

Tiork .gl:\---nr bt e o,
Hrng Tl 1.1.“1 brvg Diom whn Fies

ﬂ-ﬁ;n—n, n; Dompn Cropssn Tk

Suening PSS Securiny Condigurs ﬁ‘i =i Task
Tha D55 Sedwry Condigranation Completed
Drompin Cresbed Sugcessubyd

CRhER

Mext >

=  When the process completes, click Finish.

Note: Below listed screens are for ALLOC /SIM /RPM /RESA

domain. Only the major screens are highlighted.

ALLOC Domain setup screens
= Create new domain with the name ALLOCDOMAIN.

ORACLE
FUSION MIDDLEWARE

Configuration Type

fwl Create Domain
Templates
Administrator Account
Domain Mode and JDK
Advanced Configuration
Configuration Surmmary.

Wwhat do you want to do?
Configuration Progress

(—C—€—F—€—€—*&

#)|Create a new domain
End Of Configuration

Update an existing darnain

Dornain Location: | /u00fwebadmin/configfdomains/wls_retail/ALLOCDOMAIN

Create a new dornain.

Help Mext =
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Browse

Cancel



70

—3

b Advanced Configuration

¥ ——€—3

= Database Configuration Type screen for Alloc.

-

Database Configuration Type m
FUSION MIDDLEWARE

Create Dornain

Templates

Application Location
Adrinistrator Account
Domain Mode and DK
Database Configuration Ty
Component Datasources

DBC Test

Configuration Surnmary
Configuration Progress Canrel
End of Configuration
Connection Result Log

Connecting to the database server.. . OK
Retrieving schema data from database server.. OK
Binding local schema components with retrieved data. . OK

Click "Next" button to continue.

Help

= Configure Admin server and name as ALLOC_AdminServer.

-

Administration Server ORACLE

.

(—(—€—€—€—€—€—€—€—€—EF—€—€—C—€C—€—€—

FUSION MIDDLEWARE
Create Dornain

Templates

s Application Location

s Administrator Account

Domain Mode and DK

Database Configuration Type | Server Mame | ALLOC_AdminServer

Cornponent Datasources Listen Address | All Local Addresses -
DEC Test Listen Paort 7051

Advanced Configuration
Enable SSL

| Administration Server

SSL Listen Port
Mode Manager

Managed Servers Server Groups | Unspecified -
Clusters

Coherence Clusters

Machines

Deployments Targeting

Services Targeting

Eanfiguratin e T Port nurmber rust be between 1 and 65535, and different from SSL listen port and coherence port.
s 0 7 1 it RS, P il
Configuration Progress

End oOf Configuration

Help = Back Mext = Cancel

* Configure Managed servers and name as alloc-serverl and alloc-server2



Managed Servers

Create Dormain
., Ternplates

Application Location
Adrninistrator Account
Dormain Mode and |DK
Database Configuration Twpe
Component Datasources
DBC Test
Advanced Configuration
Adrninistration Server
Mode Manager
Managed Servers
Clusters
Coherence Clusters
Machines
Deployments Targeting
Services Targeting
Configuration Summary:

Configuration Progress

C— —(—(—(—(—(—c—cj—(:—«:%:—«:—(:—(:—(:—«:—«:% —

End Of Configuration

Help

Clusters

Create Dormain

=
o

F
o
o
b
in

Application Location
Adrninistrator Account
Domain Mode and JDK
Database Configuration Twpe
Component Datasources
DBEC Test
Advanced Configuration

Administration Server

=
=]
2
3
=
[
=
o
E3

Mode Manager
Managed Servers

=}
5
I
s
I
I
@

o |E
i
&
=
1
la
2
&
b
i
B
=
0
=
=
S
b
]
o

oherence Clusters
Machines
Deployrments Targeting
Senvices Targeting
Configuration Surnrnary:

Configuration Progress

(——€—€—€—€—C—€—0—~———F —c:—c:—c:—c:—c:—c'—}i—}

End Of Configuration

Help

ORACLE

FUSION MIDDLEWARE

) |

E-a Discard Changes

o add

Server Mame

Clone xgelete

Listen Address Listen Port | Enable S5L | SS5L Listen

Port

Server
Groups
alloc-serverl 7053|

7053

msp00acs us.or... ™ Unspecified «

alloc-server2 mepllacf.us.or... ¥ Unspecified *

= Back Next = Cancel

Configure Cluster.

_ORACLE
FUSION MIDDLEWARE

8) |

l* Add x Delete [ia Discard Changes

Cluster Hame Cluster Address Frontend Host Frontend HTTF Fort|  Frontend HTTPS

Fart
Cluster-allac|

= Back Next = Cancel
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Assign Servers to the cluster.
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Assign Servers to Clusters

(il ———— ——C————C—F —]

Creste Dormnain Sernvers

Templates

Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Twpe
Component Datasources
DBEC Test

Advanced Configuration
Administration Server
Mode Manager

Managed Servers

Clusters

| Assign Servers to Clusters

Coherence Clusters

Machines

Deployments Targeting —
Services Targeting
Configuration Summary:
Configuration Progress

End Of Configuration

Help

ORACLE
FUSION MIDDLEWARE

Clusters
‘) Cluster-alloc

= Back

@ alloc-serverl
[l alloc-server2

Select one or more servers in the left pane and one cluster in the right pane. Then use the right
arrow button (=) to assign the server or servers to the cluster.

Next = Cancel

= Configure Machines as ALLOC_Machinel and ALLOC_Machine2.

Machines

€€ — — —— — —F —————C——F —

Create Dornain
Machine

o 4dd

Templates
Application Location

Adrinistrator Account

Unix Machine

3¢ Delete

Name Enable
Domain Mode and DK Post Bind
GID

Database Configuration Tyg
Component Datasources
DBC Test

Advanced Configuration
Administration Server
Mode Manager

Managed Servers

Clusters

Assign Servers to Clusters

Coherence Clusters
Machines

Assign Servers to Machine: =S
Deployments Targeting
Services Targeting
Configuration Surmmary

Configuration Progress

Frd Of Snnfinnratinn i
Help

ALLOC Machinel
ALLOC_Machine2

Post
Eind GID

nobody
nobody

ORACLE

FUSION MIDDLEWARE

®) |

@ Discard Changes

Enable Post Mode Manager Node
Post Bind UID Listen Address Manager
Bind UID Listen Part

nobody  |mspO0acs.us.or.. * 5583
nobody | nspO0acf.us. orac... ™ 5533
= Back Cancel

= Assign Managed servers to the Machine.

Mext =




Assign Servers to Machines

Create Dornain

Templates
Application Location
Administrator fAccount
Domain Mode and DK
Datsbase Configuration Ty
Component Datasources
DEC Test

Advanced Configuration
Administration Server
Mode Manager

Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machil | _
Deployments Targeting
Services Targeting
Configuration Surnmmary

Configuration Progress

Frnd Of Confinnratinn i
Help

Configuration Summary

Create Domain

Templates

Datasbase Configuration Ty,
Component Datasources
DEC Test

Advanced Configuration

Administration Server

Mode Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters

Machines

[ wiew

| Servers
logl ALLOC_AdminServer

Deployrnent

[= ALLOCDOMAIN (fudDfwebadminfcanfig/domains

(el e e ] e ) e e e ] e ) e e

-

Application Location E [ cCluster

= (& Cluster-allac
Administrator Account = 5 Deployment
Domain Mode and JDK = [ Library

oracle.sdp.client#2.0@12.1.3
oracle.pwdgen#2.0@12.1.3
owasp.esapi#2.0@12.1.3
aracle.wsm. seedpolicies#2.0
adl.clickhistory#1.0212.1.3
adl.clickhistory. webapp#1.0
aracle.jrf. system filter
oracle.jsp.next#12.1.5@12.1
oracle. dconfig-infra#2. 0@12
orailén-adf#11@11.1.1.1.0
oracle. adf. dconfigbeans #1.04
adf oracle.dornain#1.0@12.1
adf. oracle businesseditor#l.
aracle. adf.management#1.0¢
adf oracle.darnain.webapp #1

Assign Servers to Machine
Deployments Targeting
Services Targeting

Configuration Summary

Configuration Progress

Frnd Of Cnnfinnratinn i
Help

jsf#2.1@2.1.7-01-
]

When process completes, Click Finish.

ORACLE
FUSION MIDDLEWARE

Machines

[ Unix Machine

B "5 ALLOC_Machine2
[l alloc-server2

B "8 ALLOC_Machinel
[ alloc-serverl

Finally click create button to configure Domain.

< Back

Select one or more servers in the left pane and one machine in the right pane. Then use the right
arrow button (=) to assign the server or servers to the machine.

= Back Next = Cancel
ORACLE
FUSION MIDDLEWARE
Name Basic WebLogic Server Dormain =
Description Create a basic WeblLogic Server d
Author Qracle Corporation
Location fscratchful0fwebadmin/products/
Name Oracle Enterprise Manager
Description  Enterprise Manager
Author Qracle Corporation
Location fscratchful0fwebadmin/productss
Mame emasTemplate
Description emas plugin Template
Author Qracle Corporation
Location fscratchful0fwebadmin/productss
Mame Oracle WebCenter Composer
Description This template configures Oracle W
Author Qracle Corporation
Location fscratchful0fwebadmin/productss
Narme Oracle webCenter Skin
Description This template configures the Orag
Author Qracle Corporation
-|| Location

scratch/u00fwebadrin/productss ™
L]

Select Create to accept the above options and start creating and configuring a new domain. Ta
change the above configuration before starting Domain Creation, go back to the relevant page by
selecting its name in the left pane, ar by using the Back button.

Create Cancel
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Configuration Success %LE
FUSION MIDDLEWARE

/F Create Dorain =i
’F Templates ¥ oracle Weblogic Server Configuration Succeeded
Application Location New Domain ALLOCDOMAIN Creation Successful

Administrator Account . .
Domain Location

Domain Mode and DK fu00/webadminfconfinfdomaing/wls_retailf/ALLOCDOMAIN

Database Configuration Ty, Admin Server URL

http:ffmspO0acs.us.oracle. com: 7051 /console
Cormponent Datasources
IDEC Test

Advanced Configuration

AT

I
I
I
I
I
I
I

Administration Server

Mode Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machine
Deployments Targeting
Services Targeting

Configuration Surmmary

Configuration Progress

I
I
I
I
I
I
I
I
I
I
I
]

i Confinnration Surress

SIM Domain setup screens
= Create new domain with the name SIMDOMAIN

Configuration Type ORACLE
FUSION MIDDLEWARE

s) Create Domain

+ Ternplates

T Adrninistrator Account

T Dormain Mode and |DK

)TK Advanced Configuration

T iy it DU Wwhat do you want to do?
I

Configuration Progress

#) Create a new domain
End Of Configuration

Update an existing domain

Domain Location: | fscratch/u00fwebadmin/configfdomainsfwls_retail/SIMDOMAIN

Create a new domain.

Help Hext =

* Database Configuration Type screen for SIM

74

Help Finish

Erowse

Cancel



Database Configuration Type

ORACLE

FUSION MIDDLEWARE

i Create D i
/‘I'\ e Specify AutoConfiguration Options Using:
s Templates
/T\ s RCU Data Manual Configuration
T Application Location
w Administrator Account Enter the database connection details using the Repository Creation Utility service table (STE]
T schema credentials. The Wizard uses this connection to autarnatically configure the datasources
T Darmain Mode and JDK required for components in this darmain.
iw Database Configuration Ty
+ Component Datasources wendor: |Oracle « | Driver: *¥Oracle's Driver (Thin] for Service connections; ... «
T DEC Test DEMSfService: | DOLRPO4FMW Host Mame: | mspO0awvyp-r Port: | 1521
/T\ Advanced Configuration Schema Owner: | SIMDOMAIN_STE Schema Password: | see=ee=
¢ Configuration Summary
Configuration Progress Get RCU Configuration
End Of Configuration
Connection Result Log
Connecting to the database server... QK
Retrieving schema data from database server.. . OK
Binding lacal schema components with retrieved data...OK
Successfully Done.
Click "Mext" button to continue.
Help < Back Nest = Cancel
= Configure Admin server and name as SIM_AdminServer.
Administration Server ORACLE
FUSION MIDDLEWARE
/T\ Create Domain
0 Templates
T Application Location
T Administrator Account
T Domain Mode and |DE
T Database Configuration Type | Server Marme SIM_AdminServer
T Component Datasources Listen Address | All Local Addresses -
T DBC Test Listen Port Tl4l
st Advanced Configuration
s Enable SSL
) Administration Server
| S5L Listen Port
T Mode Manager
T Managed Servers Server Groups |Unspecified -
T Clusters
T Coherence Clusters
T Machines
T Deployments Targeting
T Services Targeting ..
¢ Configuration Surnmmary

Configuration Progress

End of Configuration

Help
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= Back Mext = Cancel

Configure Managed servers and name as sim-serverl and sim-server2.
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Managed Servers ORACLE
FUSION MIDDLEWARE

Create Dornain
4 Add Clone x Delete @ Discard Changes
. Templates

Application Location Server Name Listen Address Listen Port | Enable SSL | S5L Listen Server

Fort Groups
Administrator Account

Domain Mode and JDK
Database Configuration Twpe

sim-serverl mspl0acs. us.ar... ™ 7143 Unspecified ¥

sim-server2 mspllacf.us.or... ™ 7143 Unspecified -

Component Datasources
DBEC Test

Advanced Configuration
Administration Server
Mode Manager
Managed Servers
Clusters

Coherence Clusters
Machines

Deployments Targeting
Services Targeting —
Configuration Summary:

Configuration Progress

C— —(—(—(—(—(—(—cj—c:—c:—}:—c:—c:—c:—c:—c:—c:—} —

End Of Configuration

Help < Back Hext = Cancel

= Configure Cluster.

Clusters ORACLE
FUSION MIDDLEWARE

Create Dornain
l'-i Add x Delete [@ Discard Changes
Templates

Application Location Cluster Name Cluster Address Frontend Host Frontend HTTP Port| Frontend HTTPS
Port

Administrator Account
Cluster-sim 0 0

Domain Mode and JDK
Database Configuration Type
Component Datasources
DBEC Test

Advanced Configuration
Administration Server

Node Manager

Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Deployments Targeting _—
Services Targeting
Configuration Summary

Configuration Progress

C— —(—(—(—(—(—(—(_—tj—t:—ti—}i—c:—c:—t:—t:—tj—ti—}i—}

End Of Configuration

Help < Back Next = cancel

= Assign servers to the cluster.



Assign Servers to Clusters

Create Dormain Servers

Templates

Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Type
Component Datasources
DBEC Test

Advanced Configuration
Administration Server
Node Manager

Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters

Machines

Ceployments Targeting —
Services Targeting
Configuration Summary

Configuration Progress

(€ ———— —C—C—C—C——C—F—]}

End Of Configuration

Help

ORACLE
FUSION MIDDLEWARE

Clusters
b Cluster-sim

@ sim-serverl
@ sim-server?

Select one or more servers in the left pane and one cluster in the right pane. Then use the right
arrow button (=) to assign the server or servers to the cluster.

< Back Next = cancel

= Configure Machines as SIM_Machinel and SIM_Machine2.

Machines

Create Dommain =
Machine | Unix Machine

3K Delete

Templates
Application Location 4k add
Administrator Account
Domain Mode and DK
Datsbase Configuration Ty
Component Datasources
DBEC Test

Advanced Configuration

Administration Server

Mame
SIM_Machinel
SIM_Machine2|

Mode Manager
Managed Servers

Clusters

Assign Servers to Clusters

Coherence Clusters
Machines

Assign Servers to Machine =S
Deployments Targeting
Services Targeting
Configuration Surmmary

Configuration Progress

€€ —C—€—C—€—C—F—C—€—C—€—C—€—F—F

Frnd Of Cnanfinnratinn i
Help

ORACLE
FUSION MIDDLEWARE

Ea Discard Changes

Mode Manager Listen Address Mode Manager Listen Port

mspO0acs.us.oracle.com = 5581
msp00afc. us. oracle. com = 5561
= Back Hext = Cancel

= Assign Managed servers to the machine.
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Assign Servers to Machines ORACLE
FUSION MIDDLEWARE

Create Domain i: Servers Machines

fog SIM_AdminServer L= Machine
Templates = " SIM_Machinel
Application Location [z sim-serverl

= "® SIM_Machine2
ol sim-server2

Administrator Account
Domain Mode and DK
Datsbase Configuration Ty
Component Datasources 2
DEC Test

Advanced Configuration
Administration Server

Mode Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machi

arrow button (=) to assign the server or servers to the machine
Services Targeting

Configuration Surmmary

Configuration Progress
Frd Of Canfinnratinn he!
Help = Back Hext =

PeslEY i Tarem Select one or more servers in the left pane and one machine in the right pane. Then use the right
(EellednnEiss e =it

Cancel

=  Finally click Create to configure Domain.

=  When the process completes, click Finish.

RESA Domain setup screens
=  Create new domain with the name RESADOMAIN.

Configuration Type ORACLE
FUSION MIDDLEWARE
el Create Domain
Templates
Administrator Account
Domain Mode and JDK
Advanced Configuration
¥ ity ity HUGITUIE what do you want to da?

Configuration Progress

») Create a new dormain
End Of Configuration

Update an existing domain

Dormain Location: | fscratchfu00/webadminfconfigfdornainsials_retail/RESADOMAIN

Create a new domain.

Help Next =
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Browse

Cancel



Database Configuration Type

Create Dormain

Ternplates
Application Location

Adrninistrator Account

Dormain Mode and |DK

Database Configuration Ty

>l

@—e——<

Component Datasaurces
DBC Test

Advanced Configuration

Configuration Surnrnary:

Configuration Progress

C———F—€—€—

End Of Configuration

Help

Administration Server

Create Domain

Application Location
Adrninistrator Account
Domaén Hode and DK
Database Configuration Type
Component Datasources
DELC Test

Advanced Configuratian

Administration Server

Hode Hanager
Managed Servers
Clusters

Cohersnce Clusters

Machinss

Deploymnents Targeting
Services Targeting
Configuration Summany

— —f —f —f — — — —{ —i

Hefp
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Database Configuration Type screen for RESA

ORACLE

FUSION MIDDLEWARE

) |

Enter the database connection details using the Repository Creation Utility service table (STE)
schema credentials. The Wizard uses this connection to autornatically caonfigure the datasources
required for components in this darnain.

wendor: |Oracle
msp00awep-t

Schema Owner:

Cancel

Connection Result Log

Connecting to the database server.. QK
Retrieving schema data from database server.. QK
Binding lacal schema components with retrieved data... Ok

Successfully Done

Click "Mest” button to continue.

Next =

Configure Admin server and name as RESA_AdminServer .

ORACLE
FUSHON MIDOLEWARE

®)

Server Name | RESA adminServer

Listen Address | All Local Addresses -
Listen Port 7181

Enable S5L

55L Lisken Part

Server Groups |Unspecifisd v

Port numbser must be between 1 and 65535, and different from S5L listen port and coherence port

= Back Hest = Cancel
e i

Configure Managed servers and name as resa-serverl and resa-server2.
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Managed Servers ORACLE
FUSION MIDDLEWARE

Create Dornain
4 Add Clone x Delete K@ Discard Changes
., Templates

Application Lacation Server Mame Listen Address Listen Port | Enable SSL | S5L Listen Server
Fort Groups
Administrator Account

Dornain Mode and |DK

Database Configuration Twpe

resa-serverl msp00acs.us.ar... ™ 7183 Unspecified «

resa-serverl mep0Qacf.us.or... ¥ 71gE Unspecified «

Component Datasaurces
DEC Test

Advanced Configuration
Adrninistration Serser
Mode Manager

| Managed Servers
Clusters

Coherence Clusters
Machines

Deployrnents Targeting
Services Targeting S
Configuration Surnrnar:

Configuration Progress

C— —c—c—c—c—c—c—c—(:—(:%:—(:—(:—(:—(:—(:—(:—} —

End Of Configuration

Help = Back Next = Cancel

= Configure Cluster

Clusters ORACLE
FUSION MIDDLEWARE

Create Dornain
EF Add x Delete Ka Discard Changes
Templates

Application Location Cluster Mame Cluster Address Frontend Host Frontend HTTP Part| Frontend HTTPS
Paort

Administrator Account
Cluster-resal 0 0

Domain Mode and JDK
Database Configuration Type
Component Datasources
DBC Test

Advanced Configuration
Administration Server

Node Manager

Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Deployments Targeting S
Services Targeting
Configuration Summary

Caonfiguration Progress

(o — o~ —— ] ———————F—]}

End of Configuration

Help = Back Mext = Cancel

= Assign servers to the cluster.



Assign Servers to Clusters ORACLE
FUSION MIDDLEWARE

Create Dornain ’ Servers Clusters

| b Cluster-resa
Templstes @resa-sewerl

Application Location 8 resa-serverl
Administrator Account

Domain Mode and DK

Datsbase Configuration Type

Component Datasources &
DEC Test

Advanced Configuration

Administration Server

Mode Manager

Managed Servers

Clusters

Assign Servers to Clusters

Coherence Clusters

Machines

Deployments Targeting —

S T Select one or more servers in the left pane and one cluster in the right pane. Then use the right
S i CE SR .
arrow button (=) to assign the server or servers to the cluster.

Configuration Surnmmary

Configuration Progress

€€ 0—C—C—C—C—F—C—C—C—C—C—<C—F—

End Of Configuration

Help = Back Mext = Cancel

= Configure Machines as RESA_Machinel and RESA_MachineZ.

Machines ORACLE
FUSION MIDDLEWARE

Create Dormain ;:
Machine | Unix Machine
Templates
Application Location '* Add x Delete E@ Discard Changes

Adrministrator Account X X
T Mame Mode Manager Listen Address Mode Manager Listen Port

Benitfiy (ks 1B RESA_Machinel mspl00acs.us. oracle.com = 55359
Database Configuration Ty RESA_Machine2 msp00acf.us, aracle.com = 5589
Component Datasources
DBC Test

Advanced Configuration
Administration Server
Node Manager

Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machine —
Deployments Targeting
Services Targeting

Configuration Summary

Configuration Progress

— —(—(—(—(—(—c:—c:—c:—c:—c:—ci—}i—c:—c:—c:—c:—c:—c:—}i—}

Fnd Of Canfinnratinn bt
Help < Back Next = Cancel

= Assign Managed servers to the Machine.
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Assign Servers to Machines DR’ACI—E
FUSION MIDDLEWARE

Create Domain i: Servers Machines

@ RESA_AdminServer [ Machine
Lemplates = ‘9 RESA_Machinel
Application Location @ resa-serverl

B ‘& RESA_Machine2

Administrator Account
@ resa-serverl

Domain Mode and JDK
Database Configuration Ty
Component Datasources b
DEC Test

Advanced Configuration
Adrninistration Senver
Node Manager
Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machi

Select one or more servers in the left pane and one machine in the right pane. Then use the right

Deployrents Targeting ! '
arrow button (=) to assign the server or servers to the machine

Services Targeting
Conflguratlon Surmmary

Configuration Progress

— O ————————F

Fnd 0Of Canfinnratinn !
Help < Back Next = Cancel

= Finally click create button to configure Domain.
=  When the process completes, click Finish.

Configuration Success DR’ACLE
FUSION MIDDLEWARE

ok, Create Domain =i

Temnplates & Oracle wWeblogic Server Configuration Succeeded

AT

Application Location Mew Domain RESADOMAIN Creation Successful

Administrator Account . .
Domain Location

Domain Mode and DK fscratchiu00fwebadrmin/configfdomainsswls_retail/RESADOMAIN
Database Configuration Tyg fdrmin Server URL

http:frnspO0acs us. oracle. com: 7181/console
Component Datasources

JDEC Test

o, Advanced Configuration

.
Administration Server

MNode Manager

Managed Servers

Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machine
Deployments Targeting
Services Targeting

Configuration Surnmary

Configuration Progress

I
I
I
[
I
I
I
I
I
[
[
I
I
l
l
l
l
[
l
l
[

i Confinuratinn Surress
Help Finish
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RPM Domain setup screens
= Create new domain with the name RPMDOMAIN.

Configuration Type ORACLE

FUSION MIDDLEWARE
&) create Domain

Ternplates
Adrninistrator Account

Dornain Mode and JDK

Configuration Summal what do you want to do?

/T\ Advanced Configuration
] Configuration Progress

# Create a new domain
End Of Configuration

Update an existing domain

Domain Location: | fscratch/u00fwebadmin/config/domains/wls_retail/RPMDOMAIN

Create a new domain.

Help Mext =
= Database Configuration Type screen for RPM
Database Configuration Type ORACLE

FUSION MIDDLEWARE

Browse

Cancel

%) |

s, Create Dormain
/-T-\ Templates

/-T-\ Application Location

T Administrator Account

T Domain Mode and JDK

I« Database Configuration Ty
Component Datasources

JDEC Test

I
I
/}\ Advanced Configuration
Configuration Surmmmary
I Configuration Progress Lancel
I End Of Configuration
Connection Result Log

Connecting to the database server.. .CK
Retrieving schema data from database server.. OK
Binding local schema components with retrieved data...OK

Click "Mext" button to continue.

Help

= Configure Admin server and name as RPM_AdminServer.
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Administration Server ORACLE
FUSION MIDDLEWARE

Create Domain
., Ternplates

Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Type | Server Name RPM_AdrninServer

Component Datasources Listen Address | All Local Addresses -
DEC Test Listen Port 7131

Advanced Configuration
Enable SSL

| Administration Server
S5L Listen Port
Node Manager
Managed Servers Server Groups | Unspecified -
Clusters
Coherence Clusters
Machines
Deployments Targeting
Services Targeting .
Configuration Surnmary Port number rust be between 1 and 65535, and different fram S5L listen part and coherence port.

Configuration Progress

C— —(—(—(—(—(—(—(—(—(%:—c:—c:—c:—c:—cj—c% —

End Of Configuration

Help < Back Next = Cancel

= Configure Managed servers and name as rpm-serverl and rpm-serverz.

Managed Servers _ORACLE
FUSlON MIDDLEWARE

Create Dormain
l* Add Clone x Delete Ka Discard Changes
Templates
Application Location Server Mame Listen Address Listen Port | Enable S5L | S5L Listen Server
Port Sroups
Administrator Account

Dormain Mode and DK
rprn-senver? msp00acf.us.or.. ¥ 133 Unspecified *
Database Configuration Type

rpri-serverl mspOfacs.us.or...™ 7133 Unspecified *

Component Datasources
DEC Test

Advanced Configuration
Administration Server
Mode Manager
Managed Servers
Clusters

Coherence Clusters
Machines

Deployments Targeting
Services Targeting —
Configuration Summary

Configuration Progress

C— 4(4(4(4(4(4(—(:H:—C:%Z—{—{—{—{—{—{%Z%

End of Configuration

Help = Back Mext = Cancel

= Configure Cluster



Clusters ORACLE
FUSION MIDDLEWARE

Create Domain J
4 Add x Delete [@ Discard Changes
Templates

Application Location Cluster Name Cluster Address Frontend Host Frontend HTTP Port| Frontend HTTPS

Fort
Administrator Account

Domain Mode and JDK
Database Configuration Type

Cluster-rpm| 0 o

Component Datasources
DEC Test

Advanced Configuration
Administration Server
Node Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Deployments Targeting _—
Services Targeting
Configuration Summary

Configuration Progress

(A ————C————— ——————C—F—]}

End Of Configuration

Help =< Back Next = Cancel

=  Assign Servers to the cluster

Assign Servers to Clusters ORACLE
FUSION MIDDLEWARE

Create Dormain . Servers Clusters

| bcluster-rpm
iz miplolee] @ rprn-serverl

Application Location E; rpr-server?
Administrator Account

Domain Mode and JDK

Database Configuration Type

Component Datasources &
DEC Test

Advanced Configuration

Administration Server

Node Manager

Managed Servers

Clusters

Assign Servers to Clusters

Coherence Clusters

Machines

Deployrnents Targeting —

Services Targeting Select one or more servers in the left pane and one cluster in the right pane. Then use the right
arrow button (=) to assign the server or servers to the cluster

Conflguratlon Summary

Configuration Progress

(ol ————F —————C—C—F —]

End Of Configuration

Help < Back Next = Cancel

= Configure Machines as RPM_Machinel and RPM_Machine2.
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Machines

Create Domain
Templates
Application Location
Administrator Account
Domain Mode and DK
Database Configuration Tyg
Component Datasources
DBC Test

Advanced Configuration
Administration Server
Node Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machine
Deployments Targeting
Services Targeting

Configuration Summary

Configuration Progress

e ———— T ——————— —]}

Fnd Of Canfinnratinn
Help

Assign Servers to Machines

Create Dormain i:
Templates

Application Location
Administrator Account
Domain Mode and JDK
Database Configuration Ty
Component Datasources
DBEC Test

Advanced Configuration
Administration Server
Mode Manager

Managed Servers
Clusters

Assign Servers to Clusters
Coherence Clusters
Machines

Assign Servers to Machi
Deployments Targeting
Services Targeting
Configuration Summary

Configuration Progress

e ———(— ]}

Frd Oof Canfinnratinn
Help
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_ORACLE
FUSION MIDDLEWARE

W) |

L@ Discard Changes

Unix Machine

x Delete

Machine

o add

Name
RPM_Machinel
RPM_Machinez

Node Manager Listen Address Mode Manager Listen Port
5579

5573

mspO0acs.us. oracle.cam b

m=p00acf us. aracle.cam b

< Back Cancel

) |

Mext =

Assign Managed servers to the Machine.

ORACLE
FUSION MIDDLEWARE

Servers
@ RPM_AdminServer

Machines
[= Machine
= " RPM_Machinel
@ rpr-sereerl
=] 'b RPM_Machine2
@ Fpr-server?

Select one or more servers in the left pane and one machine in the right pane. Then use the right
arrow button {=) to assign the server or servers to the machine.

= Back Next = Cancel

Finally click create to configure Domain.
When the process completes, click Finish.



P
Configuration Success ORACLE
FUSION MIDDLEWARE

A Create Domain =i

o Temnplates 4 Oracle weblogic Server Configuration Succeeded

o Application Location Mew Domain RPMDOMAIN Creation Successful

Ad istrator As t
ministrator Accoun Domain Lacation

Domain Mode and DK fscratchfu00fwebadminfconfigfdomaingwls_retail/RPMDOMAIN
Database Configuration Ty 2dmin Server URL

http:frsp00acs. us. oracle. com: 7131 /console

Component Datasources
IDBC Test
Advanced Configuration
Adrninistration Serser
Mode Manager
Managed Servers
Clusters
Assign Servers to Clusters
Coherence Clusters
Machines
Assign Servers to Machine
Deployments Targeting

J Services Targeting

2 Configuration Sumrnary

Configuration Progress

4 Confinoratinn Surress |7
Help Finish

Procedure to start Nodemanger, AdminServer and Managed Server:

Start the Node Manager
1. Start the nodemanager from all <DOMAIN_HOME-> /bin in the both the host using
the following:
./startNodeManager.sh

Start the AdminServer (admin console)

=  Start the WebLogic Domain (Admin Server) from <DOMAIN_HOME> /bin
using the following;:

./startWebLogic.sh
Provide Weblogic username and password when prompted
Example:

/u00/webadmin/config/domains/wls_retail /REIMdomain/bin/startWebLogic
sh

Configure boot.properties for starting the Weblogic domain without prompting
to username and password using the following command:

= Create security folder at <DOMAIN_HOME> /servers/<AdminServer>/ and
create boot.properties file under
<DOMAIN_HOME-> /servers/<AdminServer>/security

The file ‘boot.properties’ should have the following;:
username=weblogic
password=<password>
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In the above, the password value is the password of WebLogic domain which is
given at the time of domain creation.

= Save the boot.properties file and restart the WebLogic server.
= Access the Weblogic Admin console
Example: http:/ /<HOST_NAME>:<ADMIN_PORT>/console

In the below screen, provide username=weblogic and password=<weblogic
password>

B O 0 by cHOST MAMESSATIMIN_POR T eerscle

ORACLE WeblLogic Server Admirisraton Corsole 12¢

Start the Managed Server hosted in Appserveri

After NodeManager is started, the managed servers can be started via the admin console.
http:/ /<host>:<port>/console

Navigate to Environments -> Servers and click the Control tab. Select reim-serverl and
click Start.

ORACLE WebLogs Server asnnstssen -

...... e | e s vt of WebLins: vty thatrure 1 £3 e Lo Vit Machie (VM) e ks #3 s coriuriton.

Ths poge Summarses sech server Bt har Boon coriured 1 e Curtent Wi oge Server doman.

b Customaze this Lable

Servers (Fibered - Wore Colums Fxint]
are P

o 1183601 Prevens | et
Rame Trpe Cunter Hachine state vean Listen Part
] e SN Mactwel o v )
e s cordured st ez EEM Machwe ST et reachie o)
[T ——— Cerhured nron Vo

Sowing 10 Jof 3 Previun | et

Managed Server should be up and running before configuring further steps.

Pack Domain and Copy to appserver2

88

This section describes how to pack the domain and copy to the appserver2. Follow the
below steps for each of the Domain created earlier. Substitute <APP> below with the
application for which the domain created. E.g. SIM, RPM, REIM

1. Shut down the AdminServer, Managed server.
2. Shutdown all WebLogic processes on both machines including NodeManager.

3. Pack the domain to copy to secondary appserver.

export PATH=$WLS_HOME /wlserver_10.3/common/bin:$PATH in both the servers.
cd $WLS_HOME



appserverl$: pack.sh -
domain=/u00/webadmin/config/domains/wls_retail/ <APP>DOMAIN -
template=/u00/webadmin/config/domains/wls_retail/ <APP>Domain. jar -
template_name=<APP>DOMAIN -managed=true

Eg: REIMDOMAIN

pack.sh -domain=/u00/webadmin/config/domains/wls_retail/REIMDomain -
template=/u00/webadmin/config/domains/wls_retail/ REIMDOMAIN jar -
template_name=REIMDOMAIN -managed=true

output:

<< read domain from "/scratch/u00/webadmin/config/domains/wls_retai l/REIMDOMAIN'
>> succeed: read domain from

*'/scratch/u00/webadmin/config/domains/wls_retai I/REIMDOMAIN™

<< set config option Managed to "‘true"

>> succeed: set config option Managed to "‘true’

<< write template to

*'/scratch/u00/webadmin/config/domains/wls_retai I/REIMDOMAIN. jar™”

>> succeed: write template to
*'/scratch/u00/webadmin/config/domains/wls_retai I/REIMDOMAIN. jar™”
<< close template

>> succeed: close template

Note: Follow same steps for ALLOCDOMAIN,
RESADOMAIN, ALLOCDOMAIN and SIMDOMAIN to
pack the domain and copy to appserver2.

Unpack Domain in appserver2

Copy the <App>Domain.jar under $WLS_HOME and unpack using below command
and variables as below.

export PATH=$WLS_HOME /wlserver_10.3/common/bin:$PATH in both the servers.
cd $WLS_HOME

appserver2$:unpack.sh -
template=/u00/webadmin/config/domains/wls_retail/ <APP>DOMAIN jar -
domain=/u00/webadmin/config/domains/wls_retail/ <APP>DOMAIN -
overwrite_domain=true -
app_dir=/u00/webadmin/config/applications/wls_retail/ <APP>DOMAIN

Eg: REIMDOMAIN

unpack.sh -template=/u00/webadmin/config/domains/wls_retail/REIMDOMAIN jar
-domain=/u00/webadmin/config/domains/wls_retail/ REIMDOMALIN -
overwrite_domain=true -
app_dir=/u00/webadmin/config/applications/wls_retail/REIMDOMAIN
Output:

<< read template from

"'/scratch/u00/webadmin/config/domains/wls_retai l/REIMDOMAIN. jar™

>> succeed: read template from
"'/scratch/u00/webadmin/config/domains/wls_retai l/REIMDOMAIN. jar'

<< set config option OverwriteDomain to '‘true"

>> succeed: set config option OverwriteDomain to "true"

<< set config option AppDir to
*'/scratch/u00/webadmin/config/applications/wls_retai l/REIMDOMAIN'
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>> succeed: set config option AppDir to
*'/scratch/u00/webadmin/config/applications/wls_retai l/REIMDOMAIN'

<< set config option DomainName to ""REIMDOMAIN'"

>> succeed: set config option DomainName to "*REIMDOMAIN'

<< write Domain to "/scratch/u00/webadmin/config/domains/wls_retai l/REIMDOMAIN'

>> succeed: write Domain to
"'/scratch/u00/webadmin/config/domains/wls_retai l/REIMDOMAIN'
<< close template

>> succeed: close template

Note: Follow same steps for ALLOCDOMAIN,
RESADOMAIN, ALLOCDOMAIN and SIMDOMAIN to
Unpack the domain in appserver2.

Note: Once domain is up, please go to Services and then
Datasource in weblogic console and check the OPSS and
other Datasource should be targeted to Managed server and
Admin Server both.

Install the Oracle Retail Java Applications
To install the Oracle Retail Java applications following each installation guide. Following
sections will provide a brief outline of the steps.
1. When prompted by the installer to enter the managed server/cluster, enter the
cluster name (for example, Cluster-sim).
2. Perform the post install steps for cluster and SSO.

3. Configuration files that are updated need to be completed on both appservers (for
example, weblogic.policy updates).

WebLogic.policy entry for both hosts

Update the weblogic.policy files on both the appservers for each of the apps. Please refer
to actual install document for syntax.

Example: weblogic.policy entry in apphostl
RPM:

Update policy file for RPM Application in both the host:

APPHOST1:

grant codeBase

"File:/u00/webadmin/config/domains/wls_retai l/RPMDOMAIN/servers/rpm-
serverl/tmp/_WL_user/rpm/-""

{
permission java.security._AllPermission;
permission oracle.security.jps.service.credstore.CredentialAccessPermission

“'credstoressp.credstore™, ''read,write,update,delete’;
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permission
oracle_security.jps.service.credstore.Credential AccessPermission
"'credstoressp.credstore.*"", "read,write,update,delete’;

}:

grant codeBase

""File:/u00/webadmin/config/domains/wls_retai l/RPMDOMAIN/servers/rpm-
serverl/cache/EJBCompi lerCache/-""

{

permission java.security._AllPermission;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
"'credstoressp.credstore’, ''read,write,update,delete’;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
"'credstoressp.credstore.*"", "read,write,update,delete’;

}:

grant codeBase
"*file:/u00/webadmin/config/domains/wls_retail/RPMDOMAIN/Tib/-""
{

permission java.security._AllPermission;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
“'credstoressp.credstore’, "'read,write,update,delete’;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
“'credstoressp.credstore.*"", "read,write,update,delete’;

}:

APPHOST2:

grant codeBase

"File:/u00/webadmin/config/domains/wls_retai l/RPMDOMAIN/servers/rpm-
server2/tmp/_WL_user/rpm/-""
{

permission java.security._AllPermission;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
“'credstoressp.credstore™, ''read,write,update,delete’;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
"'credstoressp.credstore.*"", "read,write,update,delete’;

}:

grant codeBase

""File:/u00/webadmin/config/domains/wls_retai l/RPMDOMAIN/servers/rpm-
server2/cache/EJBCompi lerCache/-""

{

permission java.security.AllPermission;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
"'credstoressp.credstore’, "'read,write,update,delete’;

permission
oracle_security.jps.service.credstore.Credential AccessPermission
“'credstoressp.credstore.*", "read,write,update,delete";

}:

grant codeBase
**file:/u00/webadmin/config/domains/wls_retail/RPMDOMAIN/Tib/-""

{

permission java.security._AllPermission;
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permission
oracle_security.jps.service.credstore.Credential AccessPermission
“'credstoressp.credstore’, "'read,write,update,delete’;

permission
oracle._security.jps.service.credstore.Credential AccessPermission
“'credstoressp.credstore.*"*, "read,write,update,delete’;

}:

REIM:
Update the Policy file for REIM:

APPHOST1:

grant codeBase

"File:/u00/webadmin/config/domains/wls_retai l/REIMDOMAIN/servers/reim-
serverl/tmp/_WL user/reiml5/-"" {

permission java.security.AllPermission;

permission oracle_security.jps.service.credstore.CredentialAccessPermission

"'credstoressp.credstore’, ''read,write,update,delete’;

permission oracle_security.jps.service.credstore.CredentialAccessPermission

"'credstoressp.credstore.*"", "read,write,update,delete’;

}:

APPHOST2:
grant codeBase
*file:/u00/webadmin/config/domains/wls_retai l/REIMDOMAIN/servers/reim-

server2/tmp/_WL_user/reiml5/-" {
permission java.security._AllPermission;

permission oracle_security.jps.service.credstore.CredentialAccessPermission

"'credstoressp.credstore’, ''read,write,update,delete’;

permission oracle_security.jps.service.credstore.CredentialAccessPermission

"'credstoressp.credstore.*"", "read,write,update,delete’;

}:

Configuration of OID Provider in WebLogic Domain

92

Note: In this section, the base DN
“dn=us,dn=oracle,dn=com” is used as an example. Modify
this value as per the organisation’s ldap settings.

Perform the following procedure to create providers in the domains created in the
previous steps.

Log in to the Administration Console.

http:/ /<host>:<port>/console/

1. In the Domain Structure frame, click Security Realms.

2. In the Realms table, click myrealm. The Settings for myrealm window opens.
3. Click the Providers tab.
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4. Click Lock & Edit and then click New. The Create a New Authentication Provider
window opens.
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5. Enter OIDAuthenticator in the Name field and select
OracleInternetDirectoryAuthenticator as the type. Click OK.
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6. All the providers are displayed. Click OIDAuthenticator. Settings of
OIDAuthenticator are displayed.

Set the Control Flag field to SUFFICIENT, and click Save.

8. From the Providers tab, click the DefaultAuthenticator > Configuration tab >
Common tab. Update the Control Flag to SUFFICIENT.

9. C(lick Save.
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ORACLE WebLogic Server Administration Console 12¢

Change Center Q Home Log Out Preferences Record Help Q
TGt AT eEE Home >Summary of Servers >Summary of Machines >apphost.us.oracle.com >Summary of Servers >Summary of Security Realms >myreslm >Provider:
Pending changes exist. They must be activated Settings for DefaultAuthenticator
to take effect.
Configuration | Ferformance = Migration
4 Activate Changes
Undo All Changes Commeon | Frovider Specific
- Save
Demain Structure —
APPNAMEDomain
=+ Environment This page displays basic information about this WebLogic Authentication provider. You can also use this page to set the JAAS Control Fle
;‘”Sewels
B-Clusters
! Eluh et Cluct F] Name: DefaultAuthenticator
i—Coherence Clusters
;" Machines
L--virtual Hosts ] Description: WebLogic Authentication Provider
i~Work Managers
“=-Startup and Shutdown Classes gﬁ Version: 1.0
- Deployments
i Senices ] Control Flag: SUFFICIENT +
~-Security Realms
- Interoperability
- Diannnstics M | Save |
How do L.. =]
« Configure Authentication and Identity
Assertion providers
» Configure the Password Validation provider
s Setthe JAAS control flag
s Manage security providers
System Status =] |

10. From the Providers tab, click the OIDAuthenticator (you just created), in the
configuration > Provider Specific tab enter your LDAP connection details:

The values shown below are examples only. You should match the entries to your OID.
a. Host: <oidhost>

b.
c.
d.
e.
f.

g.
h.

Port: <oidport>

Principal: cn=orcladmin

Credential: <password>

Confirm Credential: <password>

User Base DN: cn=users,dc=us,dc=oracle,dc=com
Check ‘Use Retrieved User Name as Principal .

Check ‘SSL Enabled’ if the OID is SSL enabled. Port mentioned above must be an
SSL port if OID is enabled.

Use s page i define the prover geciic coeviguralion fre s Dracks Intemet Drecioey Authenbeaton provider.

Conmection
£ st mspllacs adamp us orac i hogt g i
o Port: 3060 The port rumber on which the LOW serve
5] Principat en=arcladmin e URE Ao
Credentiat LLLIL T =
Hovw do L “1 confm Credentiak sasssnne
.|3W'_H oedifies whether the SIR pratedsl shoukd be
Users.
. My oy )
arage STy providens 5] User Barse D9t de=us de=oracle de=com
System Status = | 4F] AB Users Filter: {&(zn="}aksctelass=pars
Health of Running Servers.

15 Vseer From Hanse Filter: {&{cn="%u)objectclass=ps

I A5 User Search Seape: subtras | =

AF) User Name Attribute: o




11. Modify the following:

a. Group Base DN: cn=Groups,dc=us,dc=oracle,dc=com

Groups

45] Group Base Di: <n=Groups,de=us de=oral The base distinguished name (DN) of the tree in the LDAP directory that contains grou

45| All Groups Filter: &(cn="Y|[objectclass= A LDAP search fiter for finding all groups beneath the base aroup distinguished name

(&(en="){l{objectclass=gro group object dass should be modified, as necessary, based on the settings for the Sta
Class and Static Member DN Attrbute attrbutes.  More Info. .
] Group From Hame Filter: 8(cn=Y%q)(objectclass=¢ An LDAP search filter for finding a group given the name of the group. The static grouy
{I{&cn=%g)ob ¢ should be modfied, as necessary, based on the settings for the Static Group Object O
Member DN Attribute attributes. ~ More Info...

4] Group Search Scope: subiree [2] Specifies how deep in the LDAP directory tree to search for groups. Valid values are 5.
andonelevel. More Info...

45| Group Membership Searching: unlimited[=] Specifies whether aroup searches into nested groups are Lnlimited or fmited, Vaiid vai
andimited. - More Info...

45 Max Group Membership Search Level: 0 Specifies how many levels of group membership can be searched. This setting is vaid c
GroupMembershipSearching i set tolimited. Vald values are 0 and positive integers. Fe
ndicates anly direct graup memberships wil be found, and a positive number indcates
levels to search.  More Info...

= @ Ignore Duplicate Membership Determines whether duplicate members are ignored when adding groups. The attribute
Group membership. More Info. .

Static Groups

4] Static Group Name Attribute: o The attribute of a static LDAP group object that specifies the name of the aroup. Tf the
the static LDAP group object is changed — for example, from an to uid — that change n
n the All Groups Fiter and Group Fram Name Fitter attributes. - More Info...

4] static Group Object Class: groupefuniquenames The name of the LDAP ofriect diass that stores static groups.  Mere Info...

4] Static Member DN Attribute: uniquemember The attribute of a static LDAP group object that specifies the distinguished names (DNs
of the group.  More Info...

4] Static Group DN from Member DN Filter: &(uniquemembar=%M)(ol AnLDAP search fiter that, given the distinguished name (DN) of @ member of a group,

(&(uniq oM of the static LDAP groups that contain that member. If the attribute is not specified (i
attribute 5 nul or empty), 3 defauit search fiter s created based n the aroup schemz
Dynamic Groups

5] Dynamic Group Name Attribute: The attribute of a dynamic LDAP group object that spedifies the name of the group. If
of the dynamic LDAP group object is changed — for example, from cn to uid — that cha

duplicated in bath the Al Groups Filter and Group From Name Fiter attributes, More I

12. Check Propagate Cause For Login Exception.

Ll gﬁ Propagate Cause For Login Exception

! F] cache Enabled

(] Cache Size: 32

] Cache TTL: 60

(] GUID Attribute: orclguid
| Save |

13. Click Save.

14. Click the Providers tab.

15. Click Reorder.

16. Move OIDAuthenticator to the top of the providers list
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ORACLE WebLogic Server Administration Console 12¢

Change Center ) Home Log Out Preferences [24] Record Help Q

View changes and restarts Home >Providers >DefaultidentityAsserter >Providers > DefaultAuthenticstor >Summary of Security Reslms >myreslm >Users and Groups >Praviders >OIDAuthenticator >Providers
Mo pending changes exist. Click the Release Reorder Authentication Providers

Configuration button to allow others to edit the

damain. oK | || cancel

Reorder Authentication Providers
Release Configuration

You can reorder your Authentication Providers using the list below. By reordering Authentication Providers, you can alter the authentication sequence.

Domain Structure Select authenticator(s) in the list and use arrows to move them up and down in the list.

REIMDOMAIN
nvironment (5] Authentication Providers:
eployments Available:
e OIDAuthenticator
ecurity Realms
nteroperability [T Trust Service Identity Ass(

[E-Diagnostics [7] pefaultAuthenticator

[7] DefaultIdentityAsserter

KW4q b B

oK ‘ cancel
How do L. =] ‘

17. Click OK.

18. Once your changes are saved, click Activate Changes.

Clich ghr Lach B Eit butfon To meddly, sdd ar gt Ly ey i il sy o facurtly =
dhabei o i i, i —_— —_— - b N b e e Frmsden
Hrvisgen
Loci & Cad
o Al changes harve been sctivmbed. Mowever T ihema munt be restarbed for Ehe changet be tabe effect
Bimans Corfos son
Sctimgh fod nepreakn
Do Sl fre
s Coofiguration  Ugars snd Grosgd. Boles sod Policies  Credestiol bagpingt  Provilers  Figration
o .

Avthentication FPaitwond Vebdaton  Acthorsabed  Adpadosbon Poby Maggurg  Awlting  Civdenfaal Haggang

Jater Coertfuabepn Fabh Kaystones

n dagherbioaten provder sl Weblapo Seree b elabink trast by veldsting & veer, Von mant bave ore Lothanburaban provder
o= m ity rrale, and vou cae tordijore Mauitple At erBation frovidert 14 g ety rests. e e eet Bipes of Sutheedicatice
PIEAORTY 8 Sebngfobd LB B0

o Sl Evimt BLN Bt FL, Bisrh b5 LOP svvtrs &7 DORIS. Vou (6 ales configure & Basm Liapter
2 ; Rurhantiration prosdey That sfow wou b wvock wath e s growes from prescen relestey of Weblogs Seraer
¥ Cusioamire thin Lalde
- Aol bt il b isn Provaders
How do 1. Cleth bhr duscil i el pstbon i thee Change Cerber be gcrente ol Bhe budtons on By page
» Configure Luthasteisios prad Joenety T — IPY Pawiag Eie 4ol 4 Provess | Nest
¥ Wbt o s
Pharre D Fiplish Weruhon
& Hanage b 1 1 1 |
& Gt Bhe JAAT Dbt Bl i e TR pebif e LD bolhupit e il (¥.]
& Be-order Authenbostion provdery Tt Sorvice ooty Avsarter Trast Seruce Jdertity Assartion Prowder 1]
ol mdt Rt b whi Wbl g AulRarh #tsn Provien ]
TN - Lot peltlferddtodaseter Wiebloge [dembty dyverfpn provider L
gt of Fadsreng Tererd
i Gtk Fdadi e Thpming o 4ol 4 Previows | Nesi
| Fasdad (0
| Cracal {0

19. The control flag for Default Authenticator should be sufficient.
20. Restart Weblogic Adminserver and Managed server.

21. The above screens are examples for REIMDOMAIN. Please follow the same for other
domains.

Configure Oracle Single Sign-On

Note: This procedure is only needed if you plan on setting
up the ReIM application using Single Sign On (SSO)
authentication. This can be skipped if SSO is not going to be
configured for this environment. The Oracle Access Manager
must be configured and the Oracle http server (Webtier and
webgate) must be registered into the Oracle Access Manager.
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Create the SSO provider in the REIMDomain
1. Loginto the WebLogic console

Navigate to security realms > myrealm (default realm) > providers.
Start a Lock and Edit session.
Click New provider.

G LN

Set the provider name (Default: OAMIdentityAsserter).

ORACLE webLogic Server Administration Console 12c

P — {8 Home LogOut Preferences [&4] Record Help ‘ Q

i R Home Summary of Servers »Summary of Securty Resims »myresim » Uss roups =Summary of Servers =Summary of Securty Reshns »myresim = Users and Groups = Providers
No pending changes exist. Click the Release Create a New Authentication Provider

Configuration button to allow others to edit the

domain.

0K | || Cancel

Create a new Authentication Provider
Release Configuration

The following properties willbe used to identify your new Authentiation Provider.

P * Indicates required fields
REIMDOMAIN -
-Environment The name of the authentication provider.
ervers
lusters “Name: OAMIdentityAsserter
‘oherence Clusters
achines
rtual Hosts This is the type of authentication provider you wish to create
~Work Managers Type:
“-Startup and Shutdown Classes vee OAMIdentityAsserter [~]
~Deployments
E-Services ok | | cancel

~-Security Realms
+Interoperability

6. Click OK.

7. Open the new provider configuration. Under Common, set the Control Flag to
REQUIRED.

ORACLE WebLogic Server Administration Console 12¢

Change Center @ Home Log Qut Preferences Record Help |
View changes and restarts Home =Summary of Servers >Summary of Security Res = >Summary of Servers >Summary of Security Realms >myres
Pending changes exist, They must be activated Settings for OAMIdentityAsserter
to take effect.
Cot uration
* Activate Changes iy
Undo All Changes Commen | Provider Spedific
Save
Domain Structure —
REIMDOMAIN - This page allows you to define the general configuration of this provider,
EF-Environment
Legervers fgﬁ Name: OAMIdentityAsserter
~Clusters
~Coherence Clusters gg Description: Orade Access Manager Identity Asserter
-Machines
! “Virtual Hosts 45 Version: 10
=-Work Managers
L“Startup and Shutdown Classes
~Deployments 4] Control Flag: REQUIRED ||
[H-5ervices
~-Security Reslms "
Active Types:
BH-Interoperability = dﬁ .
Miannnstics j Available: Chosen:
7] OAM_REMOTE_USER
How do L.. = P s
‘| OAM_IDENTITY ASSERTICH
No task help found. % | [[] obssoCookie
4
System Status =
K
Health of Running Servers
Failed (0)
Critical (0) gﬁ Basec64 Decoding Required: false
Owverloaded (0)
Warning (0) Save
I o (3

8. On the provider list, click Reorder.

9. Move the OAMIdentity Asserter to the top of the list, or above the
DefaultAuthenticator.
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http://msp52743.us.oracle.com:7331/console/console.portal?_nfpb=true&DispatcherPortletperspective=configuration&_pageLabel=DispatcherPage&DispatcherPortletinterfaceClassName=oracle.security.wls.oam.providers.asserter.OAMIdentityAsserterMBean&DispatcherPortlethandle=com.bea.console.handles.SecurityMBeanHandle%2528%2522Security%253AName%253DmyrealmOAMIdentityAsserter%253Boracle.security.wls.oam.providers.asserter.OAMIdentityAsserterMBean%2522%2529&DispatcherPortletproviderType=AuthenticationProvider
http://msp52743.us.oracle.com:7331/console/console.portal?_nfpb=true&DispatcherPortletperspective=configuration&_pageLabel=DispatcherPage&DispatcherPortletinterfaceClassName=oracle.security.wls.oam.providers.asserter.OAMIdentityAsserterMBean&DispatcherPortlethandle=com.bea.console.handles.SecurityMBeanHandle%2528%2522Security%253AName%253DmyrealmOAMIdentityAsserter%253Boracle.security.wls.oam.providers.asserter.OAMIdentityAsserterMBean%2522%2529&DispatcherPortletproviderType=AuthenticationProvider

ORACLE weblogic Server asmnistation Console 17c j

Change Center 8 Home Log Out Preferences (%] Record Helr | Q
View changes and restaits Hurms » Surnmary of Sécutity Reskr » rryresies s ad Grinsrs » Sy ol Servars > Surminy ol Setar by Rt sevyiasin Useis and G »Pravides » ANty Assoter » Praviders
Ha perdng changes euist. Chok the Aelease Heorder Authentication Providers.
Configuration button to slow others to edt the
Ze 08 | Lsace
Reorder Authentication Providers
Felease Configuraticn
—— e ey " e et bl " . you cart il The uthenlication
Domain Structure Select suthentcatnn(s) in the kst and use amows to move them Lp and down i the kst.
REIMDOMAIN -
E-Ernronment £ Authentication Praviders:
| Servers Available:
-Chusters "
echaris e [ OAMIdentityAsserter
Machines OIDAuthenticator
1 Wtoel oty Trust Service Identity Ass:
| Work Managers ¥
Lo iz mod Seusen et DefaultAuthenticator -
Dephayments 7] DefaulldentityAsserter | =
- Services
Securily Redirs

v Reorder Authenicstion providers.

10. Click OK.

11. Click Activate Changes.

12. Shutdown the domain.

13. Start the admin and managed servers for the domain.

14. Configure SSO provider in ALLOCDOMAIN, RESADOMAIN, SIMDOMAIN,
RPMDOMAIN also.

Creating mds-CustomPortalDS Datasource using EM

Follow the below steps to create mds-CustomPortal datasource.
Login to EM console.

Enterprise Manager Fusion Middleware Control 12c ¥ weblogicv (O

@i WebLogic Domain + |

Change Center@ REIMDomain @ Logged in as weblogic
% Changes » [ Recording = =] WebLogic Domain + Page Refreshed Oct 27, 2015 2:41:30 AMEDT (&,
Target Navigation Summary g Clusters &
View = General View = »
- . Cluster
¥ Application Deployments inistrati er g
3 app ! D. U Administration Server REIM_AdminServer Name A~ e Ehudster AT
3 webLogic Domain Administration Server Host msp2B206.us.oracle.com ress Mode
£l RETMDomain Administration Server Listen 7091 Mo Clusters found
5 REIM_AdminServer Fort »
&l reim-server Support Workbench Problems 0
Tool
00 Deployments fo

& To configure and manage this WebLogic Domain, use
the Webloaic Server Administration Console,

Ll Servers {28
WUp (9)
Wup(2)
View = »
Name Status Deployed
3 Application Deployment
View + » » [3 Internal Applications
» [ Resource Adapters
Hame 457 Status = Host & '
Type
g REIM_Admin5... ‘ﬂ Adminis... msp282... 7 %
& reim-server 4 Configu  msp282 7
3
-

1. Navigate to WebLogic Domain > Other Services > MetaData Repositories.
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Enterprise Manager Fusion Middleware Confrol 12¢c

@1 WebLogic Domain +

Change Center@
%y Changes » [ Recording +

Target Navigation
View =

»» [ application Deployments
3 webLogic Domain

=) [REIMDomain
&l REIM_AdminServe:
reim-server

REIMDomain &
WebLogi

Home

Monitoring
Diagnostics
Control
Logs
Deployments
JDEC Data Sources
Messaging
Cross Compenent Wiring
Web Services
Other Services
Environment
Administration
Refresh WebLogic Domain
Routing Topology
Security
System MBean Browser
& WebLogic Server Administratien Conscle

Target Information

Name P
Type

(5] REIM_Admins. W Adminis.

& reim-server @ configu

g weblogic~ (O

Logged in as weblogic
Page Refreshed Oct 27, 2015 3:30:54 AM EDT o

4 o Clusters i
4 View v »
e Cluster
[nServer Hame v Servers iL”d“” Messaging
Js.oracle.com = Mode
Mo Clusters found
b
»
4 Deployments .
, omain, use
*  Persistent Stores
»  XMLEntity Caches
up (9)
»  0SGiFrameworks ot
Metadata Repositories
Wup(2)

N View » »

Name Status  Deployed On

£ Application Deployment
> > [ Internal Applications
> [ Resource Adapters
Host b '
msp282... 7 D
msp262. 7
»

2. Under Database-Based Repositories, click the Register button.

Enterprise Manager Fusion Middleware Confrol 12¢

=1 WebLogic Domain ~

Change Center®
Fa Changes v [ Recording +

Target Navigation
View =
©» 3 Application Deployments

3 webLogic Domain

=]
§| REIM_AdminServer

reim-server

REIMDomain @
] webLogic Domain «

Metadata Repositories

| 2 weblogicv O

Logged in as weblogic
Page Refreshed Oct 27, 2015 3:32:36 AM EDT c;

You create most Fusion Middleware component schema repositories in a database using the Repository Creation Utility.
Metadata Services (MDS) repositories can be created in a database with the Repository Creation Utility or created on disk as
file-based repositories. You must register an MDS repository before you can deploy application metadata to the repository.

Database-Based Repositories

Register. Deregister...

Repository Name Database Type Database Hame Schems
Ho Repositery

3
File-Based Repositories
Register... | Deregister...

Repasitory Name Directory

Mo Repository
»

3. Remove weblogic user if it appears in the Username field. Provide the MDS Schema

user created in RCU as part of RCU schemas creation.
Example: REIM_MDS
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Enterprise Manager Fusion Middleware Confrol 12c L weblogic v (O

=1 Weblogic Domain = |

Change Centera REIMDomain @ Logged in as weblogic
T Changes = [ Recording = i webLogic Domain » Page Refreshed Oct 27, 2015 3:33:04 AM EDT
Target Navigation (@ tnformation
View » The changes made on this page do not participated in the cenfiguration session. The changes will be activated and applied
immediately. You cannet undo the changes from the Change Center.
> [ Application Deployments
[ webLogic Domain Register Database-Based Metadata Repository @
ﬁ REIMDomain A repository stores information used by Application Server components and other applications. A metadata repository must be
§ REIM AdminServer registered to be operational. A database-based repository is created using the Repository Creation Utility. To register, input
5 - database connection information and dick Query, then select one of the Metadata Repository and dlick OK button.
reim-server
oK Cancel
Database Connection Information
Database ® Oracle SQL Server 1EM DB2 MySQL * User Name weblogic
Type
W * Hrcst * Password esssssss
Name Role SYSDBA ¥
* Port
* Service
Name
Query
Metadata Repository Is Registered? Schema Name Version Status Mo
Mo Repository
*
Selected Repository
The selected schema can be registered only if it has not already been registered.
Repository Mame
Schema Password
*

4. Input the details of Database Hostname, Port number and Service name. Click Query
and a list of all the schemas will be displayed.

Enterprise Manager Fusion Middieware Control 12¢ | L weblogic~ (O
@1 WeblLogic Domain ~ |
Change Center 3 REIMDomain @ Loggedin as weblogic
P Changes = [ Recording = il WebLogic Domain + Page Refreshed Oct 27, 2015 4:04:47 AMEDT (&
| — A TEOSITOTY STOIES INTONMATION USEd DY APPICATION SETVEr COMPONENTS aNd OTNEr 3PPICATIONS. A META0ALa FEPOSITory MUST DE registerad To DE OPEratonal. A N
Target Navigation database-based repository is created using the Repository Creation Utility. To register, input database connection information and click Query, then select one of the
Metadata Repository and click OK button.
U< oK || Cancel
» [ application Deployments
[ WebLogic Domain Database Connection Information
ﬁ REIMDomain Database Type (® Oracle () SQL Server () I6M DB2 () MySQL * User Mame REIM_MDS
REIM_AdminS5s
5' - minsereEr * Host Mame msp52715.us.0racle.com * Password .
&l reim-server
*Port 1521 Role NORMAL ¥
* Service Name  oolspeafmw
Query
Metadata Repository Is Registered? Schema Name Version Status Modified Time
i MDs false ALLOCDOMAIN_MDS 12.1.3.0.0 WALID Jul 14, 2015 11:34:15 PMEDT
MDS false REIMDOMATM_MDS  12.1.3.0.0 VALID Jul 14, 2015 11:43:33 PM EDT
MD5 false RESADOMAIN_MDS 12.1.3.0.0 WVALID Jul 14, 2015 11:52:53 PM EDT
MDs false RPMDOMAIN_MDS  12.1.3.0.0 VALID Jul 15,2015 12:02:19 AMEDT
MDs false RWMSDOMAIN_MDS 12.1.3.0.0 WALID Jul 15, 2015 12 I
MD5 false SIMDOMAIN_MDS ~ 12.1.3.0.0 VALID Jul 15, 2015 12:21:56 AM EDT
MDS false RTGDOMAIN_MDS ~ 12.1.3.0.0 WALID Jul 15, 2015 12:44:21 AMEDT
MDs false RIBDOMAIN_MDS  12.1.3.0.0 VALID Jul 15, 2015 1:27:30 AM EDT
MDs false RSEDOMAIN_MD5>  12.1.3.0.0 WALID Jul 15, 2015 2:13:56 AM EDT
MD5 false RA_MDS 11.1.1.9.0 VALID Jul 15, 2015 2:53:14 AM EDT
MDS false 0I_MDS 11.1.1.8.0 WALID Jul 15, 2015 3:20:10 AM EDT
MDs false ALLOC_MD5 12,1.3.0.0 VALID Jul 29, 2015 6:24:35 AM EDT
MDs false APPNAME_MDS 12.1.3.0.0 WALID Sep 28, 2015 7:42:24 AM EOT
MD5 false REIM_MDS 11.1.1.9.0 VALID Oct 27, 2015 4:12:43 AM EDT
-
3

5. Select the <ALLOC_MDS> schema. Enter the repository name as CustomPortalDS,
and enter the password. Click OK.
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Enterprise Manager Fusion Middleware Confrol 12c

=1 WeblLogic Domain +

Change Center®
T Changes v [] Recording +

Target Navigation
View -
> [0 application Deployments

2 webLogic Domain

i [RETMDomain
§| REIM_AdminServer
§| reim-server

2 weblogic = O

Logged in as weblogic
Page Refreshed Oct 27, 2015 4:04:47 AM EDT o

REIMDomain @
] WebLogic Domain =

*Port 1521 Role NORMAL ¥

* Service Name  oolsp64fmu

Query

Metadata Repository Is Registered? Schema Hame Version Status Modified Time

MDS false ALLOCDOMAIN_MDS 12.1.3.0.0 VALID Jul 14, 2015 11:34:15 PM EDT
MDS false REIMDOMAIN_MDS 12.1.3.0.0 VALID Jul 14, 2015 11. 3 PM EDT
MDS false RESADOMAIN_MDS 12.1.3.0.0 VALID Jul 14, 2015 11:52:53 PM EDT
MDS false RPMDOMAIN_MDS  12.1.3.0.0 VALID Jul 15, 2015 12:02:19 AM EDT
MDS false RWMSDOMAIN_MDS 12.1.3.0.0 VALID Jul 15, 2015 12:12:40 AM EDT
MDS false SIMDOMAIN_MDS  12.1.3.0.0 VALID Jul 15, 2015 12:21:56 AM EDT
MDS false RTGDOMAIN_MDS  12.1.3.0.0 VALID Jul 15, 2015 12:44:21 AM EDT
MDS false RIBDOMAIN_MDS  12.1.3.0.0 VALID Jul 15, 2015 1:27:30 AM EOT

MDS false RSEDOMAIN_MDS ~ 12.1.3.0.0 VALID Jul 15, 2015 2:13:56 AM ECT

MDS false RA_MDS 11.1.1.9.0 VALID Jul 15, 2015 2:53:14 AM EOT

MDS false 0I_MD5 11.1.1.8.0 VALID Jul 15, 2015 3:20:10 AM ECT

MDS false ALLOC_MDS 12.1.3.0.0 VALID Jul 29, 2015 5 AM EOT

MDS false APPHNAME_MDS 12.1.3.0.0 VALID Sep 28, 2015 7. 24 AMEDT
MDS false REIM_MDS 11.1.1.9.0 VALID Oct 27, 2015 4:12:43 AM EDT

Selected Repository - Schema: REIM_MDS
The selected schema can be registered only if it has not already been registered.
* Repository Name CustomPortalDS

* Schema Password sseses

6. The MDS Repository will appear. Click mds-CustomPortal DS.

Enterprise Manager Fusion Middleware Control 12c

=1 WebLogic Domain +

Change Center@
Py Changes ~ [ Recording «

Target Navigation
View v
> [ Application Deployments

[ webLogic Domain
£l [RETMDomain]
& REIM_AdminServer
&l reimeserver
> [3 Metadata Repositories

2 weblogic ~ [wn]

Logged in as weblogic
Page Refreshed Oct 27, 2015 4:17:48 AM EDT O

REIMDomain @&
£ WebLogic Domain =

(D) Information =

Metadata Repository mds-CustomPortalDS has been successfully registered. If it is not visible in the table after refresh the page, it maybe because Admin Server
need to be restarted. Restart Admin Server to see the newly registered Repository.

Metadata Repositories

You create most Fusion Middleware component schema repositories in a database using the Repository Creation Utility. Metadata Services (MDS) repositories can
be created in a database with the Repository Creation Utility or created on disk as file-based repositories. You must register an MDS repository before you can
deploy application metadata to the repository.

Database-Based Repositories

Register... || Deregister...

Schema Name
REIM_MDS

Database Name
oolsp6afmw

JMDI Locati
jdbe/mds/C

Repository Name Database Type
mds-CustomPortalD5 Oracle

File-Based Repositories

Register... Deregister...

Repository Name Directory
Mo Repository -

7. Under Targeted Servers, Click add and add the managed server alloc-server. Click

Target.
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Enterprise Manager Fusion Middleware Control 12¢ weblogic v

@1 Weblogic Domain +

Change Center@ mds-CustomPortalDS @ Logaed in as weblogic| [ msp28206.us.oracle.com
P Changes » [4 Recording = % Metadata Repository Page Refreshed Oct 27, 2015 4:18:41 AM EDT C,
. . To select a partition click on a row in the Repository Partitions table. -
Target Navigation i
(@ Delete .. | Manage Labels |
View w
- Read Write
» 2 Application Deployments Repository Partition 477 Applications  Response Load Response Load
4 [ webLogic Domain {seconds) (reads/second) (seconds) (reads/second)
4 il rREMMDomain No partitions found
5 REIM_AdminServer
& reim-server
4 [ Metadata Repositories
& [mds-CustomPortalDs]
|. A Targeted Servers ity 4 Read Response and Load

The repository is accessible from the servers listed belowe:
4 add... 3¢ Remove ...

) & REIM_AdminServer

04:05 AM 04:08 04:11 04:14 04:17
October 27 2015

W Document read time (in seconds)
W Number of documents read per second
> Resource Center ity
Table View

4| | »

+ Target the Repository

To make the MDS repository accessible from the servers in the Weblogic Server
domain, select one or more target servers.

8. A message Target repository operation completed is displayed. Click Close.
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'* Target the Repository

Target repository operation completed.

9. Restart the Admin server and the Managed server. Login to the Admin console URL
and verify mds-CustomPortalDS datasource exists.

O

ORACLE WebLogic Server Administration Console 12¢

m Home Log Out Preferences [&d record Help “:l Q

Home >Summary of Security Realms »Summary of JDBC Data Sources »opss-audit-DEDS »Summary of JDBC Data Sources

Change Center ‘Welcome, weblogic ‘ Connected to: REIMDomain

View changes and restarts
Summary of JDBC Data Sources

Configuration | Monitoring

Click the Lock & Edit butten te modify, add or
delete items in this domain.

Lock & Edit
Release Configuration

A JDBC data source is an object bound to the JNDI tree that provides database connectivity through a pool of JDBC connections. Applications can look
up a data source on the JNDI tree and then borrow a database connection from a data source.

Domain Structure

REIMDomain

Bt-Environment
-Deployments

E’"Ser\nces

[+ Messaging

~"Data Sources
{~-Persistent Stores
--Foreign JNDI Providers

This page summarizes the JDBC data source objects that have been created in this domin.

»

[ Customize this table

Data Sources (Filtered - More Columns Exist)
Click the Lock & Fdit button in the Change Center to activate all the buttons on this page.

showing 1to Sof 5 Previous | Next

| -Work Contexts

~-XML Registries

--XML Entity Caches Name &% Type JNDI Name Targets

--jCOM

- Mail Sessions LocalSveThlDataSource Generic jdbe/LocalSveThiDataSource REIM_AdminServer

-

~File T3 mds-CustomPortal DS Generic jdbc/mds/CustomPortal DS REIM_AdminServer, reim-server
How do I... =l opss-audit-DBDS Generic jdbc/auditAppendDataSource REIM_AdminServer, reim-server
 Create JDBC generic data sources opss-audit-viewDS Generic Jdbe/AuditViewDataSource REIM_AdminServer, reim-server
» Create JDBC GridLink data sources opss-data-source Generic jdbc/OpssDataSource REIM_AdminServer, reim-server
« Create JDBC multi data sources Showing 1to 5 of 5 Previous | Next
= Delete JDBC data sources
« Delete IDBC multi data sources
System Status =]

Health of Running Servers

| Failed {0}

Note: Above is example for REIM and please Follow the

above steps for all the domains and bounce whole domain.
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Deployment of jax-rs-2.0 library in WebLogic

The library jax-rs-2.0.war needs to be deployed in WebLogic prior to ReIM Application
install. This library is available at
/u00/webadmin/products/wls_retail/wlserver /common/deployable-libraries /jax-rs-

2.0.war.

Perform the following procedure to deploy the jax-rs-2.0 library:

1. Login to the WebLogic Admin Console.

ORACLE' WebLogic Server Administration Console 12¢

Change Center

View changes and restarts

Click the Lock & Edit button to modify, add or

delete items in this domain.
Lock & Edit

Release Configuration

@ Home Log Out Preferences
Home >Summary of Servers >REIMDomain
Home Page
Information and Resources

Helpful Tools

Domain Structure
EIMDomain
B-Environment
~-Deployments.
H-Services
~-Security Realms
- Interoperability
#-Diagnostics

How do L..

Search the configuration

Use the Change Center
Record WLST Seripts
Change Console preferences

Manage Consele extensions

Menitor servers

System Status

Health of Running Servers

[ Failedi0)
[ critial (0)
[ overloaded (0)
I Waming()

= Configure s
= Configure GridLink for RAC Data Source
= Configure a Dynamic Cluster

= Recent Task Status

= Set your console preferences

= Oracle Enterprise Manager
Domain Configurations

Domain
« Domain

Environment
» Servers
« Clusters
= Server Templates
= Migratable Targets
+ Coherence Clusters
« Machines
» Virtual Hosts
« Work Managers
« Startup And Shutdovn Classes

Your Deployed Resources

+ Deployments.

Your Application’s S

rity Settings
= Security Realms

2. Click Lock and Edit.

ORACLE' WebLogic Server Administration Console 12¢

Change Center
Vview changes and restarts
No pending changes exist. Click the Release
Configuration button to allow others to edit
the domain.

Lock & Edit

Release Configuration

Domain Structure
REIMDomain
-Environment
~-Deployments.
-Services
~Security Realms
- Interoperability
-Diagnostics

How do L..

Search the configuration
Use the Change Center
Record WLST Scripts.

Change Console preferences

Manage Console extensions

Monitor servers

System Status
Health of Running Servers.
Failed (0)

Critical (0)
Overloaded (0)

o

@ Home Log Out Preferences
Home =Summary of Servers >REIMDomain
Home Page
Information and Resources

Helpful Tools
= Configure applications

= Configure GridLink for RAC Data Source
= Configure a Dynamic Cluster

= Recent Task Status

= et your console preferences

= Oracle Enterprise Manager
Domain Configurations

Domain

= Domain

Environment
- Servers
» Clusters
= Server Templates
« Migratable Targets
« Coherence Clusters
+ Machines
= Virtual H

+ Work Managers.
= Startup And Shutdown Classes

Your Deployed Resources

« Deployments

Your Application’s Security Settings

= Security Realms.

3. Click Deployments.
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ecord Help

General Information

s

Common Administration Task Descriptions
Read the documentation

Ask a question on My Oracle Suppert:

ervices Interopera
Messaging .
= IS Servers o
» Store-and-Forward Agents
= IMS Modules D
= Path Senices .
= Bridges .
Data Sources .
Persistent Stores .
XML Registries .
XML Entity Caches .
Foreign JNDI Providers .
‘Work Contexts .
jcom

Mail Sessions.
FileT3

ITA

05Gi Frameworks

General Information

Se

Commen Administration Task Descriptions
Read the documentation

Ask a question on My Oracle Support:

rvices
Messaging
= JMS Servers

= Store-and-Forward Agents
= IMS Modules

= Path Services

= Bridges

Data Sources

Persistent Stores
XML Registries
XML Entity Caches
Foreign JNDI Providers .
Vork Contexts.
jcom

Mail Sessions
FileT3

JTA

05Gi Frameviorks.

diagnostics

Charts and Graphs

Interoperability

Charts and Graphs

Welcome, weblogic ‘ Connected to: REIMDomain

ility
WTC Servers.

Jolt Cennection Pools

Log Files

Diagnastic Modules
Built-in Diagnostic Modules
Diagnestic Images
Request Performance
Archives

Context

SHMP

Monitoring Dashboard &

Welcome, weblogic ‘ Connected to: RETMDomain

WTC Servers

Jolt Connection Pools

gnostics
Log Files

Diagnostic Modules
Built-in Diagnostic Modules
Ciagnostic Images
Request Performance
Archives

Context

SNMP

Monitoring Dashboard &
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ORACLE webLogic Server Administration Consale 12¢

Change Center
View changes and restarts
No pending changes exist, Click the Release
Configuration button to allow others to edit
the domain.

Lock & Edit

Release Configuration

Welcome, weblogic ‘ Connected to: REIMDomait

@ Home LogOut Preferences [2] Record Help Q
Home »Summary of Servers »RETHDomsin >Summary of Deployments
Summary of Deployments

Control | Monitoring

This page displays a list of Java EE applications and stand-alone application modules that have been installed to this domain. Installed applications and modules can be started, stopped,
ted

Domain Structure

REIMDomain
1-Environment

~Security Realms
- Interoperability

updat ) or deleted from the domain by first selecting the application name and using the controls on this page.

Toinstall a new application or module for deployment to targets in this domain, click the Install button.

b Customize this table
Deployments

Install | [Update| [Delete] |[Start~| [Stop~ Showing 1t0 10 of 51 Previous | Mext

-Diagnostics
Name & State | Health | Type Targets Deployment Order
ifyadf.eracle businesseditor(1.0,12.1.3.0.0) Active Lbrary REIM_AdminServer, reim- | 100
ﬁadf.nracle.dnmam(l 0,12.1.3.0.0) Active Library ;RS‘:':?AHMMSENH, reim- | oy
adf.oracle.domain.webapp(1.0,12.1.3.0.0 REIM_AdminServer, reim-
How do 1. a 5] pp{ ) Active Library erver 100
« Install an enterprise application {g coherence-transaction-rar Active | OK | Resource Adapter ESJQ;““"“”SE“‘E“ reim- | 00
+ Configure an enterprise application
y REIM_AdminServer, reim-
« Undate (redeploy) an enterprise application 72 DMS Application (12.1.3.0.0) Active | @ OK | Web Application | "0 5
« Start and stop a deployed enterprise Enterprise
application Eem Active | 9 0K reicaion REIM_AdminServer 400
- ::;I:nt:: modules of an enterprise iyemagentsdkimplpriv_jar{11.2.0.1.0,12.1.0.3.0) Adtive Library REIM_AdminServer 100
« Deploy E38 modules iy emagentsdkimpl_jar(11.2.0.1.0,12.1.03.0) Active Library REIM_Adminserver I
+ Instella iEb epplcation Wy magentsdk jar(11.2,12.1.0.3.0) Adtive Library REIM_AdminServer 100
System Status [=] (= Active Library REIM_AdminServer 100

Health of Running Servers

d (0}

4. Click Install.

ORACLE' WebLogic Server Administration Console 12¢

Change Center
View changes and restarts
o pending changes exst, Click the Release
Configuration button to allow others to edit
the domain.

Lock & Edit

Release Configuration

Install| [Update | [Delete] |[Start~| [Stop~. Showing 1to 10 of 51 Previous | Hext

Domain Structure
EIMDomain
BI-Environment
~Deployments
H-Services
~-Security Realms
F-Interoperability
#-Diagnostics

How do I... E]

« Start and stop a deployed enterprise
application

= Configure an enterprise application

« Create a deployment plan

Target an enterprise application to a server

Test the modules in an enterprise application

System Status =]
Health of Running Servers
Failed (0)
Critical ()
nvewnaded ()

Warninn ()

@ Home Log Out Preferences Welcome, wehlogic‘ Connected to: RETMDomain

Record Help Q

Hame Summary of Servers >RETMDomain >Summary of Deployments

Install Application Assistant
Back | | Next ‘ Finish | Cancel

Locate deployment to install and prepare for deployment

Select the file path that represents the application root directory, archive file, exploded archive directory, or application module descriptor that you want to install. You can also enter the
path of the application directory or file in the Path field.

Note: Only valid file paths are displayed below, If you cannot find your deployment files, upload your file(s) and/or confirm that your application contains the required deployment

descriptors.

Path: Jub0/webadmin/config/domains/wls_retai/REIMDomain

Recently Used Paths: (none)

Current Location:
Dbin

5 common

msp32484.us.oracle.com / u00 [ webadmin / config / domains / vils_retail / REIMDomain

config
(D 1ogs

(3 nodemanager
O3 servers

5 sysman

Back | | Next ‘ Finish | Cancel

5. Select the library from the path

/u00/webadmin/products/wls_retail/wlserver /common/deployable-libraries /jax-
rs-2.0.war on the server. Click Next.

Oracle Retail High Availability Case Study — Retail Applications Installation



ORACLE WebLogic Server Administration Console 12¢ —

Change Center ) Home Log Out Preferences [2] Record Help Q

Welcome, wehk'gic‘ Connected to: REIMDomain

e Ly Home >Summary of Servers >REIMDomsin >Summary of Deployments
Messages

No pending changes exist. Click the Release

Configuration button to allow others to edit € You must select an application before continuing,

the domain.

Lock & Edit Install Application Assistant
Release Configuration Back | | Next ‘ Finish ‘ Cancel
Domain Structure Locate deployment to install and prepare for deployment
REIMDomsin Select the file path that represents the application root directory, archive file, exploded archive directory, or application module descriptor that you want to install. You can also enter the
- Environment path of the application directory or file in the Path field.

~Deployments

erives Note: Only valic file paths are displayed below. IF you cannot find your deployment files, uplosd your ile{s) andor confirm that your applicstion contsins the required deployment
~-Security Realms descriptors.
- Interoperability T -
~Diagnostics EaLE ! p a p i O.war
Recently Used Paths: (none)
Current Location: msp32484.us.oracle.com / b0 f webadmin  products / wls_retail / wiserver / commen / deployable-ibraries
=
() active-cache-1.0jar
© jax-rs-2.0.mar
=
@) jersey-bundle-1.9.war
=
) jsf-1.2.war
How do I ]

=
- @) jsf-2.0.war
. )
= Startand stop a deployed enterprise - @) jsr311-api-1.1.1war
application @ jst1a.2mwar
y =
0 jsti1.2.war

) pubsub-1.0.war

= Configure an enterprise application

Create a deployment plan

Target an enterprise application to a server

8] weblogic-sca-1.2.war

Test the modules in an enterprise application

Back M‘ Finish ‘ Cancel
System Status =]
Health of Running Servers

[ Failed(0)
[ critical {0)

[ Overloaded (s)
‘Warnina (1)

6. Select Install the deployment as a library. Click Next.

ORACLE webLogic Server Admin

ation Console 12¢

Change Center i Home Log Uit Preferences [ Record Help Q
Vew chisnges and restarts tiermm ~Sumenary of Sevars 28E1 1 <Sumemary ol Dbyt
B pending changes exdst. Click the Release Tnstall Application Assistant
Configuration buttan bo allow others to edit
the dumain, ack | | Mext i ¥iah P
Lock & Lan
Choose L Limg st
Re Configuralion e Largeling slyle

Targets are the servers, dusters, and virtual hosts on which this depleyment vall run. There are several wars you can target an applicatizn.
Domam Structure

Tnstall this deployment as an application

RETMDoumain

4 Endionment The application and its components wil be targeted to the same locatizns. This is the most common usage.
Degdyments

- Gerdres

# Tnstall this deployment as a library
e haturity B 3
Leruper st

I i Application libraries are deployments that are available fer ather depleyments to share. Ubraries should be available on all of the targets running their referencing applications.
B Duagnostics

[fack | | Men | |[Finish ol

How do I B

- startand stop  deploved enterprize
application

Configure an enterprise application

Creale & depluyment plan

Target an entarpnse application 1o 8 sérver

Test the madules in an entemrise application

System Status

Fealth of Running Servers

I Failed {8}
I Critieal {0

Overdoaded (0)

7. Target to both Admin server (eg:REIM_AdminServer) and Managed server(eg: reim-
server). Click Next.
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CORACLE WebLogic Server Asminiziration Cansole 12¢

Change Center
View changes and restarts.
Mo pending changes exst Click the Release
Conliguralion budton to allow sthers Lu edit
the domasn.

Lock & Eidi

Rekase Configuration

Domain Structure
RLIMOsmain

it onmesd
Deployments
seraces
“Secunty fralms
Intercpenability
Diagrastics

&

B3

How do L., =

Start and stop a deployed enterprise
application

= Configure an enerprze application
= Create a deployment plas

Target an enterpeise application to a server

Test Lhe modubes in an enlerprise application

System Status =
Health of Runsing Servers
d {0}

Critical [0)
Overluaded [0}

| Fail
[

8. Retain the default value for Name as jax-rs, and click Next.

18 Home logOue Preferences [ Record Help

Home » Sumvmary of Servers » REIHDaman »Summary of Deployments

Install Application Assistant

Back | |Neut| | [Finsh

Select deployment targets

Select the servers and/er dusters to which vou want to deploy this application. [You can reconfigure deployment targets later).

avallable targets for fax rs ¢

Servers

= reinserver

' RETM_AdminServer

(Back| [Hext| | [Finnh| | | Gancel

Welcnme, weblagic | Czanected to: RETMDomain

ORACLE webLogic Server Administration Console 12¢

Change Center
View changes and restarts
o pending changes exist, Click the Release
Cenfiguration button to allow others to edit
the domain.

Lock & Edit

Release Configuration

@ Home Log Out Preferences

Record Help ‘ Q
Heome >Summary of Servers >REIMDomain >Summary of Deployments

Install Application Assistant

Back | | Next| || Finish

Optional Settings

Domain Structure

ElDomain
E-Environment

~-Security Realms
EtH-Interoperability
+}-Diagnostics

How do

Start and stop a deployed enterprise
application

Configure an enterprise application

+ Create a deployment plan

Target an enterprise application to a server

Test the modules in an enterprise application

System Status =]

Health of Running Servers

Failed (0)
Critical (0)

Overloaded (0)
—

Warnin (1)

You can modify these settings or accept the defaults
* Indicates required fields

General
What do you want to name this deployment?

* Name:

jax-rs

‘Specification Version: 20

Tmplementation Version: 251
Security

What security medel de you want to use with this application?

DD Only: Use only roles and policies that are defined in the deployment descriptors.

Custom Roles: Use roles that are defined in the Administration Console; use policies that are defined in the deployment descriptor.

Custom Roles and Policies: Use only roles and policies that are defined in the Administration Console.

Advanced: Use a custom model that you have configured on the realm's configuration page.
Source Accessibility

How should the source files be made accessible?
® Use the defaults defined by the deployment's targets
Recommended selection

Copy this application onto every target for me

9. Select Defaults and click Finish.

Oracle Retail High Availability Case Study — Retail Applications Installation
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ORACLE WebLogic Server agminisiration Console 12c

Change Center @ 1ome Log 0wt Preferences [ mecord helo Q Welcome, weblogic | Cannected to: RLIMDOmam
e chisnges wed restarts arms tacmeracy o “areses K [HDoman Sammary of Deploynsents
o pending changes esisk. Click the Release Install Application Assistant
Configuration betton to allow ethers to edt
i benia. sk [1ieit] | e || Gancel|
Lock's Edb
Review your chowces and chick Finish
— T
ik Finish to cemlete This may take tu complete,
Doimain Struclure ~ additional
In crider to work successhuly, this application may require additionsl . b review His applicati At it assistant?
5 ¥ Tes, take me to the deployment’s configuration screen.
=+ Secunty Realms
Intercpesability ~ 8o, Lwill review the configuration later.
*- Diagneatics — Sunsnary
D playment: ) ploy fjasers: 2 0uwar
Mame: Ty
stagmg Mode: st the defaults defined by the chosen targets
. | | Sevurity Modek COOnly: Use oy roles and policies that are defined in the deploymest descriptors,
Target Summary
= Start and stop & deploved enterprise
applicatinn R meEnir Lt Tarpet:
a Configure an enteeprise application
» Create a degloyment glan Ber-2.0 reim-server, REIM_AdminSenser
= Target an enterpeise application to & server Back | [Tigal] |_Fhih | I
a Test the modules in an enterprise application
Systen Status =
Heallh f Runsing Servers
[ Failed {0

Critieal {2
Overlnaded (o)

10. Click Activate Changes.

ORACLE wWebLogic Server ssministration Consle 12c
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change Center 10 Heme Log 0wt Preferences [ Record Heln =) mmmlmmmm
res chamgis sl restarts Maine: wtmrracy of Sarees K THDoman Sy o Deplymants wjax-rs(£0,2.5.1)
Fending changes exst, They must be activaled | | Sellings for jax-rs{2.0,2.5.1}
to take effect.
Overview  Targets | Kates
| wesommchanges )
Diniain Striscture d change, bout the Java EE librasy, such as its name, path ta the source of the aplicstion, and staging mode, Use the.
REMDaSHA Dephoyment Order field 1o change Uve order that e irary is deployed st server staitup, relative b other depleyments.
- Emiranment
[~ Deplaymonts Mame: jares The name of this Tava EE bbeary,  More Infa...
Senates
~~Security Real)
LTS Specification Version: ET) The specilication version, fram the marsdest or ovenidden during
- interoperability depisym o,
H - Diagnestics
Implementation Version: 131 wersion, from thy fest or during
deglayment.  Hare Info..,
Path: 1 unty webadmin/ productsf wis_retail/ wiserver/ common/ deplovable-libraniesf  The peth to the source of the deployable unit on the Admenestration
jarers-, 0, war Serves, Hore Infou,
staging Made: {nat specified) Thie made that specifies whether an applications files are copied from a
- =T source on the Administration Server 1o the Managed Server's staging area
ool Lo during application prepaation. More knfo..
o Install a Java EE library
7] Deployment Order: 100 An integer value that indicates when this unit is deploved, relative to cther
« Target a Java EE library to a verver or duster desbuyable unils un 8 server, deing statug,  Hore Tifow,
= Configure  Javs EX libeary
o Lipdate (redeploy) a Javn BF library Deployment Principal & string value that principal that sheold b o wh
¢ ; ﬁ.‘. deplonng the file or srcheve duning startup snd shutdown. Thes poncipel wil
= Delete a Java EE library be sl bo el the current subject when calling out into application code for
interfares sach as Applcatisal iferveleListenes. IF na principal name is
specified, then e anommaus principal will be ssed,  More Info...
System Statis =
Hesith of Runeieg Servert e
| Failed {0} Applications thal relerence this Library
| Critical [0}
| Overluadd (9) —— i
Waening [8) | There are na iems to desplay
KUl




11. The following window ope

ORACLE webLogic Server Administration Console 12¢

P —— @ Home Log Out Preferences
View changes and restarts
Messages
Click the Lock & Edit button to modify, add or
delete items in this domain, 4 All changes have been activ
Lock & E:di Settings for jax-rs(2.0,2.5.1)
Release Configuration

Overview | Targets | Hotes

Domain Structure
EIMDomain
EH-Environment
~-Deployments.
H-Services
~Security Realms
EtH-Interoperability
+}-Diagnostics

Save

Name:

Specification Version:

Implementation Version:
=]
How do L Path:
« Install a Java EE library
« Target aJava EE library to a server or cluster Staging Mode:

Configure a Java EE library

Update (redeploy) a Java EE library

Delete a Java EE library

@5 Deployment Orde

System Status
] Deployment Principal

Health of Running Servers Name:

[ Failed(0)
[ crtical (0}
[ overloaded (0)
I Waming(@

Applications that reference

ns.

record Help

Q

Home >Summary of Servers >REIMDomain >Summary of Deployments »jax-rs(2.0,2.3.1)

ated. No restarts are necessary.

Clickthe Lock & Edit button in the Change Center to modify the settings on this page.

Use this page to view, and sometimes change, general configuration information about the Java EE library, such as its name, path to the source of the application, and staging mode. Use the
Deployment Order field to change the order that the library is deployed at server startup, relative to other deployments.

Jaxers

/ w00/ webadmin] products/ wls_retail/ wiserver/ common/ deployable-ibraries/
jars-2. 0, viar

(not specified)

100

this Library

Welcome, weblogic | Connected to: REIMDomain

The name of this Java EE library. More Info...

“The speification version, from the manifest or overridden during
deployment. More Info...

The implementation version, from the manifest or overridden during
deployment.  More Info...

The path to the source of the deployable unit on the Administration
Server. More Info...

The mode that specifies whether an application's files are copied from a
source on the Administration Server to the Managed Server's staging area
during application preparation. Mere Info...

An integer value that indicates when this unit is deployed, relative to other
deployable units on a server, during startup.  More Info...

A string value that indicates the principal that should be used when
deploying the file or archive during startup and shutdovn. This principal vill
be used to set the current subject when calling out into application code for
interfaces such as ApplicationLifecycleListener. If no principal name is.
specified, then the anonymous principal will be used.  More Info...

k()

Name &

12. Verify the jax-rs library is shown in the Deployments.

ORACLE webLogic Server Administration Console 12¢

Change Center @ Home Log Out Preferences

View changes and restarts

Click the Lock & Edit button to modify, add or Summary of Deployments
delete items in this domain

Control | Monitoring

Lock & Edit

Release Configuration

Home Summary of Servers »RETMDomain >Summary of Deployments >jax-rs(2.0,2.

Record Help ‘

~Summary of Deployments

“This page displays a list of Java EE applications and stand-alone application modules that have been installed to this domain. Installed applications and modules can be started, stopped,
updated (redeployed), or deleted from the domain by first selecting the application name and using the controls on this page.

Tune

Welcome, weblogic ‘ Connected to: REIMDomain

Domain Structure
EIMDomain To install a new application or module for deployment to targets in this domain, click the Install button,
Et-Environment
Deployments
oo P Customize this table
Security Realms Deployments
Interoperability
#-Diagnostics Install| [Update | [Delete| |[Start~| [Stop~ Showing 21to 30 of 52 Previous | Next
Name & State | Health | Type | Targets Deployment Order
iy em_sdkeore_ppe_public_pojo_jar Active Library | REIM_AdminServer 100
Wjers(2.0,25.1) Active Library | REIM_AdminServer, reim-server | 100
wpyisf(21,2.17-017) Active Library | REIM_AdminServer, reim-server | 100
How do ... [=] -
wysti(121.2.0.1) Active Library | REIM_AdminServer, reim-server | 100
« Install an enterprise application =
+ Configure an enterprise application ylogdidar(1.3,1.2.15) Active Library | RETM_AdminServer 100
+ Update (redeploy) an enterprise application ipyodl.clickhistory(L0,12.1.3) Active Ubrary | REIM_AdminServer, reim-server | 100
« Start and stop a deployed enterprise
application wyodl.dickhistory.webapp(1.0,12.1.3) Active Library | REIM_AdminServer, reim-server | 100
* Monitor the modules of an enterprise W Ohv-cf(5,12.1.3.0.0) Active Library | REIM_AdminServer, reim-server | 100
application )
« Deploy E38 modules weveuin(3,12.1.3.0.0) Active Library | REIM_AdminServer, reim-server | 100
. Wi 5
Install a Web application W oracle.adf.deonfigbeans(1.0,12.1.3.0.0) Active Library | REIM_AdminServer, reim-server | 100

System Status Instal | [Update | |Delete

Health of Running Servers

Start v

Stop~

showing 21 to 30 of 52 Previous | Next

Note: Above is example for REIM and please Follow the
above steps for all the domains and bounce whole domain.
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4
Installing the REIM Application

This Chapter describes the Pre-installation task, on how to install the ReIM application
and how to perform post installation for Cluster configuration. And also describes on
WebTier settings for REIM.

Prerequisite Task for REIM
Steps to Configure WebLogic Work Manager

For the Invoice Matching Batch programs to use independent work managers for the
thread processing, we need to create a work manager for each batch program. The names
of the work managers need to be exactly the same as the ones mentioned in the table
below. In case a named work manager is not created, the default work manager will be
used by the server.

Batch Name Work Manager
Automatch AutoMatchWM
Edi Injector EdilnjectorWM
Credit note automatch CNAutoMatchWM
Complex deal upload CDUploadWM
Fixed deal upload FDUploadWM
Financial Posting PostingiWWM

Steps to Create a Named Work Manager
1. From WebLogic Console navigate to Work Manager pane
(Domain>Environment>Work Manager).

ORACLE webLogle Server administa

Change Center @

Wiew changes and restarts

Gilabal Work Managers, Bequest Clisses and Constrassts

Click the £ock & £t buttn in the Chasge Center to activate il the battons on this page.

Wame Type Targets




112

2. Click Lock and Edit.

ORACLE WebLogic Server Administration Console 12¢

Change Center
View changes and restarts
Ho pending changes exist. Click the Release
Configuration button to allow: others to edit
the domain,

Lock & Edt

Release Configuration

& Home Log Out Preferences

Home >Summary of Servers >REIMDomain >Summary of Deployments =jax-rs(2.0.2.

Summary of Work Managers

classes and thread constraints defined for this domain.

Domain Structure
EIMDomain
mironment
Fservers.
~Clusters

Coherence Clusters
Machines
~\irtual Hosts
~Work Managers
' Startup and Shutdown Classes
~Deployments
B-services

~Dianostics

[ Customize this table

Global Work Managers, Request Classes and Constraints

New | | Cione | |Delete

Record Help Q

A Work Manager defines a set of request classes and thread constraints that manage work performed by WebLogic Server instances. This page displays the global Work Managers, request

Global Work Managers are defined at the domain level. You can also define application-level and module-level Work Managers.

Welcome, wehlogic‘ Connected to: REIMDomain
>Summary of Deployments >Summary of Work Managers

Showing 0 to 0 of 0 Previous | Next

Name &

Type Targets.

There are no items to display

New | [Cione | [Delete

Showing 0 to 0 of 0 Previous | Next

How do L..

Create application-scoped constraints

Create application-scoped request classes.

Create application-scoped Work Managers.

Create global constraints.

Create global request dasses

Create global Work Managers

System Status =]

Health of Running Servers
Failed (0}

Critical (0)
Overloaded (0)

3. Click New. This will take us to the screen which allows us to create work managers
and other related classes like constraints. Click Next.

ORACLE' WebLogic Server Administration Console 12¢

Change Center
View changes and restarts
o pending changes exist. Click the Release
Configuration butten to allow others to edit
the domain.

Lock & Edit

Release Configuration

@ Home LogOut Preferences

Hame Summary of Servers >RETMDomain >Summary of Deployments >jax- rs(2.02

Create a New Work Manager Component
Back | | Mext ‘ Finish | Cancel

Select Work Manager Definition type

Domain Structure
EIMDemain

~Servers
#H-Clusters
~-Coherence Clusters
fachines

~Virtual Hosts
~Work Managers.
tartup and Shutdown Classes
~-Deployments.
-Services

~-Security Realms

& Interoperability

-Dianastics, h
How do . a
« Create application-scoped constraints
+ Create application-scoped request classes
« Create application-scoped Work Managers
« Create global constraints
« Create global request classes
« Create global Work Managers
System Status a

Health of Running Servers

Failed (0)
Critical (0)

What type of Work Manager, Request Class or Constraint do you want to create?

© Work Manager
Response Time Request Class
Fair Share Request Class
Context Request Class
Maximum Threads Constraint
Minimum Threads Constraint
Capacity Constraint

Back | | Next ‘ Finish | Cancel

Record Help ‘ Q

Welcome, weblogic ‘ Connected to: REIMDomain

Summary of Deplayments >Summary of Work Managers

[ Overloaded (0)

4. Provide the name of the work manager as mentioned in the table above.
Example: AutoMatchWM
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Change Center @ Home Log Out Freferences (] Record 1elp mlw-e,nebiuicl Connected to: REIMDonsain
Wiew changes and restarts e =Surmmrary of Servars ~REIMDormsin Surrmasy of Dukoy sy of Dproyrranits =Sumn sy of Work Menagws
Ha pending changes euist, Click the Release Create a New Work Manager Component
Configuration button to allow others to edit
Aok o Back | |Nest | Frian | Cancel
Lotk & Lot
Work M Propert
Reimase Confijuration i il
* b wsed ¥ yeur newe Work Manager.
Dusmesin Structure * indhcates requred fiekds
REIMDumain -
b i What would v like b name your new Work Manager?
Servers
- Chosters * Name: AutoMatehM
#-Coherence Clusters
Hacties
Fvirtual Hasts |Back | |Wext) | Frah | | Gancel|
- Work Managers
~Startup and Shutdewn Classes
Deployments
Senices
Security Realms
Interoperability A
[*-Ciannnstir: .
How do L. =] l

5. Target it to both Admin Server and the managed server (<Example>:
REIM_AdminServer and Cluster-reim).
ORACLE Weblogic Sarvar ssmaisrason Conios 12 O]

Chinge Comar M trome Lo ot referenten (52 fotend tein | Wk, webloge | Conerited Lo, RETMDOMATS
e e s o o Sy of s ey of S R e R P ——— e —
Configutatin butten Lo abem cthars 2 £82
s Uk (1] | i | omeni]
Lok W
o Select deplayment targets
e X s o »
[pr—
At | Avamebte targens.
= frurcemect
Levres
= it ]
Gasnce Chatary |
Patrres
sl ety
Whark Managers
it aed Sbutsoms Elaires
upioments # Chster-reiem
T Serices * A servers in the chister
Sevty Rraley Part of the cheiter
[Rr— [re—
E— = reanserrer]
Howda 1 =
o Creace soohcaten-tcoped comtrats et (el {(rnan] | Lowen)
o Create megbeaenscsped et s

6. Click Finish.
ORACLE Weblogic Server Agminizvation Conssle 12¢ —

Change Center &) Hame tngout Prefesences [ Record Help Welcome, weblagic | Cannected t2: RETHDomain

Vi champrzand restarts Horme s “umemary oé Sarwars R TMGomain = Summary of Daplyments
Hessages

G Werk Manager created successhully

smremary of Daploymants ~Summary of Wodk Hamagers

Pending changes exist, They must be activaled
e take effect.

At ale Changes
¥ v of Work Managers.
Unda Al Changes
| Donmain Struch A Wik Hanager defines a set of request dasses and Uread constraints that manage work perfurmed by WebLogic Serves instances. This page Sisplays the global Work Managers, request
b NLE e lnszes and thread constraines defined for thes domain.
REIMDBmain
B Earonment B clabal work defined at the domain level. alsn define application leved and modude. evel Work Hanagers.
Severs.
Clesters
Cotrrence Clusters B Chrtinis this table
[ieachings Glabal Wark Managers, Request Classes and Constraints
Virlual Hosts.
Wtk Managers | New| [Eione | [Dksie Showang 1001 of 1 Prevous | et
- startup and Shutdown Classes
- Deployments | Name s Type Targets
4races
| Secrity Reaes Actnbatchwh ek Mamager reim-serves, REIH_AdminServer
& ::::::‘I’:b i = Clone | [Dulets Shawang 180 L of 1 Previeus | Hest
Huw do L =]

= Create spplication-scoped constraints
= Create spplication-scoped request classes
» Create agplication seeped Work Hanagers

Crmate global commtraints
» Create global reguest casses
Create global Work Managen

7. Click Activate Changes.
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ORACLE WebLogic Server ssministration Consola 12c

Change Center
View changes and restarts

Click the Lock & Bt button bo modity, add or
n

delete tems in this demai
Lock & Edt

fileans Configuration

Densaln Structisre.

RLIMDomain
1 Emvironmest
| irservers

| Cohmrse Clestees
1= Machines
1 Wirtual Hosts
Wark Hanagers
“startup and Shutdown Classes
Dieploymerde.
Hsenaces
| Security Realms
B fateraperability
B-Diannostic

How do L.

« Create appliration-seaped censtraints
* Create application-scoped reguest dasses
= Create application-stoped Work Managers

Create global constraints
» Create global reguest dasses

o Create global Werk Managers

@) vome Log 0wt Preferences (B inecons Welcome, weblogic ! Connected to: REIMDonsain

heln [

Mleme wtarmeriary of Tarunet <M THDomsn ‘«airtenary o Depliyrrants jare

sty of Daplayrents Summary of Work Mansgers
Messages

wF All changes hive been actrvated. Mo restarts are necessary.

Summary of Wark Managers
A Work Manager defines a sel of reguest dasses and thread corstraints that manage work performed by Weblogic Sevver instances. This page displays the global Work Hanagens, recwest
dasses and thread constraints defined for this domasn.

Clabal Wark Managers are defined at the demain level. Yeu can also define application level and madule-level Wark Managers,

| Custamize this table

Global Wark Managers, Request Clsses and Constraints

Click the Lock & Eufit batlon in the Change Center Lo activate all the buttons on this page.

togin | [Cine | [Deiets Shuwing 1 to Lof 1 Previous | et
Natioe &= Type Targels
AutoMatchivm ;\‘Iak Manager resmrserver, REIM_&dminServer

Howms Clonm hwlerin .

Showing Lto 1ef 1 Previous | et

System Status

Health of Runsung Servers
Failed (o)
Critical (0}

Overluaded (0)
Warning [0

You can see the named work managers created in the list.

Steps to Create Maximum thread constraints

Maximum thread constraints can be assigned to work managers. Steps to create
constraints and to assign them to work managers are as below:

From WebLogic Console navigate to Work Manager pane (Domain > Environment
>Work Manager)

ORACLE webLogic Server Adminisation Console 12¢

Change Center
Wiew changes and restarts

Click the inck & Edit huttan ta madfy, add er
delete items in this domain,

Lock & Fit

FHeiease Conlguraton

Domain Structure
ElMDumain
=i Emaranment
- servers
Chnter
~Coherence Clusters
Machines
~wirtual Hessts
“work Managers
Startup and Shutdown Classes
Deployments
Services
Sacurity Realms
B Intercgerability
[ Dianunsbic

How do L.

= Create spphcation-scoped constraints
» Create application-scoped request dasses.

Creale apphiativr-sioped Work Managers

Create global combisints

Create ghobal request dasses

Create ghobad Wark Managers

A Home Log Out Preferences |7 Wekame, weblogi | Connected s RETMDamain

Here =5

—ary of Sawvms REMxorr

skt »farrsl 102

ary of Work Mansgen

summmary of Work Managers

A Work Hanager defines a set of request classes and thread constraiets that manage work perfarmed by WebLogic Server instances. This page displays the giobal Work Managers, request
dbsses aod thread constrants defined For this demain,

Glnhal Waork Hanagers are defined at the domain level. You can alsa define application-bevel and madube-level ark Managers.

b Lustonaze this table
Glohal Wark Managers, Request Classes and Constraints

Click the Lowk & Foif bulton in the Chacgs Cantes to activale a8 the bubless on this page.

View | [Clone | | Dukele Shawing 0 to 0 of 0 Previees | Next
Name & Type Targels
There are no ems 1o display
tiew | [Cione | [Deékse

Showing @ to 0 of 0 Previcows | Next

System Status
Health ol Running Servers.

| Failed (0]

crverioaded (1)
[ Warning {0}

—_

. Click Lock and Edit.



ORACLE weblLogic Server Administration Console 12¢ —

Change Center @ Home Log Out Preferences Record Help Q Welcome, wehlogic‘ Connected to: REIMDomain
e i T Tl e rTe Hame >Summary of Servers »REIMDamain >Summeary of Deployments >jax-rs{2.0,2.5.1) »Summary of Deployments >Summary of Work Managers
Ho pending changes exist. Click the Release Summary of Work Managers
Configuration button to allow others to edit
the domain.
Lock & Edit A Work Manager defines a set of request dasses and thread constraints that manage work performed by WebLogic Server instances. This page displays the global Work Managers, request

dlasses and thread constraints defined for this domain.
Release Configuration

Global Work Managers are defined at the domain level. You can also define application-level and module-level Work Managers.

Domain Structure

EIMDomain - [ Customize this table
Er-Environment
Servers Global Work Managers, Request Classes and Constraints

Clusters
i Coherence Clusters

~~Machines

MName &% 'l Targets
=-\firtual Hosts L= L=
~Work Managers There are no items to display
- Startup and Shutdown Classes

~Deployments New| [Cione | [Delele

New | [Cione| [Delete Showing 0 to 0 of 0 Previous | Next

Showing 0 to 0 of 0 Previous | Next
BH-services.

~Dianostics

How do L. =]

Create application-scoped constraints

Create application-scoped request classes.

Create application-scoped Work Managers

Create global constraints.

Create global request dasses

Create global Work Managers

System Status =]
Health of Running Servers
Failed (0)

Critical (0)
Overloaded (0)

2. Click New. This will take us to the screen which allows us to create constraints.

S ———" B o

Changt Canter 1) Home LogOue Preferences [ Reeard Help Welcame, weblagic | Connected t2: RETMDamain

Servers »REIMDoman » Summary of

Wiew changes and restarts il

N pending changes exst Click the Release CLreate a Mew Work Manager Component
Configuration butlon te allow sthers Lo edd

of Desloyments » Summary of Waek Managers

Fach | | hisxt| | [Finh |r,mu

Luck EEdi
Select Wark Manager Definition
Reiease Configuration . -
What type of Wark Manbger, Request Class of Constrasnt do you want to create?
Domain Structure
Work Mamager
REMOcmin
£ Emvironment
gk Response Time Request Class
B Clusters
F~Coherence Clisters Fair share Request Class

FMachines

Contest Request Class

# Maxinwm Theeads Constraint

Minimenm Thresds Constrainl

u Capacity Lonstraint

How do L., = Back | [mext| | [Fnsn] | [Gance

« Create application-scoped constraints

. O

Create application-scoped Wark Managess

Create global constraints

Create glohal request dasses

Create global Wark Managers

W

. Select the Maximum Thread Constraint radio button, and click Next.

4. Give a Name (MaxThreads) and specify maximum number of consumers needed for
your Application. Click Next.
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ORACLE WeblLogic Server Administration Console 12¢

Change Center

View changes and restarts

No pending changes exist, Click the Release
Configuration button to allow others to edit
the domain

Lock & Edit

Release Configuration

Domain Structure

EIMDomain

Et-Environment
{-Servers

~Clusters

~Coherence Clusters

~~Machines

{=-Virtual Hosts
F=-Work Managers.
L--startup and Shutdown Classes

~-Deployments

t-Services

~-Security Realms

B Interoperability

+ -Diannostics.

How do ...

Create application-scoped constraints

Create application-scoped request classes

Create application-scoped Work Managers

Create global constraints

Create global request dasses

Create global Work Managers

System Status =]

Health of Running Servers

Failed (0)
Critical (0)

Auernadsd (01

) Home Log Out Preferences [ Record Help

Create a New Work Manager Component
Back | | Next | Finish ‘Cam:al

Maximum Threads Constraint Properties

Q Welcome, weblogic | Connected to: REIMDomain
Home >Summary of Work Managers >Summary of Deployments >Summary of Work Managers

“The following properties will be used to identify your new Max Threads Request Class.

* Indicates required fields

What would you like to name the new Maximum Threads Constraint?

* Name: MaxThreads

What is the maximum number of concurrent threads to allocate for requests? Enter either a fixed thread count or the name of a Data Source whose size will be used for the constraint.

Count:

Data Source:

Back | | Mext | Finish ‘Cam:el

10

5. Select Cluster-reim from the Clusters box, and click Finish.

ORACLE webLogl Servar smnsraton Console 120
Change Cemter D Home Lo Out Prefevevies (5 Recend e

Wiew changes and prstarts

T peraing changer edst. Chck the Refewe
Corfigursfion buton to allow cthert 1o et
domn.

Summary o Earurty R sy s s G

Create a bew Work Hanager Component

S T Ry —

Wekome, weblogic | Cormesied b REIMDOHAIY

W (Bach | [ | [Fmah | Gamest|
kA
Selret deployment targrts
L fiatope Coolourgion__|
P g % i
Damain Structerr
SEROOIAIN - Al Largels ¢
H-Eruronment |
Server.
FOumen s
Coberence Custeny
o BEIN_AdminServer
——
ork Maragery Clusters
Startup and Shettown Clasus
- # Chaster-reim
Barvies ® Al servers in the duster
~ecaty eabma Part of the ehister
3 Interpenabibty renserverd
B Dacnant o
How to 1 =
S ——— v (] | | et
o Create appbeahien sraped reeurt dasses
. .
6. Click Activate Changes.
ORACLE WebLogic Server Administrasen Consols 12¢
Change Center 18 Home Log Oul Prelerences 1] Record Hely Q

View changes and restarts

changes exist. They nwst be activated
o Lake effect.

o Acivate Changes

| Undn A8 CRanges

Damain Structure
RETMDBman

Mg B lobal Wark Managers are defined at the domain level You can alsa define appllcabinn level and madele.level Work Managers.
| Servess
- Clusters
| Coherence Clusters I Custoriize this table
tachines
I:Inlulllmﬁnaugm Imﬂl“"ll‘drﬂwﬂlm
irtusd Mosts
| Work Managers Mo | [Ciora| Dol Showing 1102 of 2 previses | Next
~Startup aed Shotdnun Classes T
- Deployments | Mame e Type Targels
[et-Gerdres
-sacunty Reslms [ | AutoHatelives Work Manager rein-erven, REIM_AdminServe:
T Mnitphtimy = [ | MasTvests Maximum Thewds Coestraint [—
=i-Caannpstr: -
— New | [Cione| [ Dickein showing 1802 of 2 Prevees | Net
How o 1 8 o
+ Create apgli L t

Hame »Summary of Wi
Messages

& Manimum Threads Censtraint created ssceesshilly

Summary of Work Managers

tanagws » Summary of Desloyments » Summsary of Work Managers

& Week Manager defines a set of request dlasse

diasses and thread constraints defined for this domain.

age ishLogic Sereer Imstances. This page displays the glebal Work Managers, request

= Creste application-scoped request classes

Create application-seaped Work Managers

Create global comtraints

Create global request classes
Create glutal Work Managers

System Status
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7. The Summary of the work managers window opens.

ORACLE webLoglc Server adminisyaten Console 12¢

Change Center @ ome LogOut Prefersnces [

ard Melp | =Y

Herna tummary of seeriery of Usaployemants Summuary of Werk Mansgars

Hessages

wview changes and restarts

Click the Luck & Edil butkon bo modify, add or
delete items in this damain,

Lock & i

o All changes have been activated. No restarts are necessary.

sumnsary of Work Managers
Feinase Configuration

Wekcome, weblogic | Connected t: RLIMDonsin

A Work Manager defines a set of request oy ints that k pesfs
chasses and thread constraints defined for this domain.

Domain Strocture

¥ Custonire this tahle

Glohal Work Managers, Request Clisses and Constraints

lnkial Werk Hanagers are defined at the domain level. You can alsa define application level and madile-level Work Hanagers.

by Weblogic Server instances, This page displays the global Work Managers, receest

Virtual Hes
Werk Maragers Click the Lock & ¥ buttan in the Change Cenles Lo activate al the bultsns on this page.
*Startup and Shutdown Classes
Deepliyments New | | Clone | | Delete Showing t to 2 ol 7 Prandous | Head
Services T
Secunity Realms Hame & Type | Targets
nteraperahility : T T t
[NaGnAsHe - Autobatchwiy Work Manager reim-server, REIM_ AdminGbener
How do 1 " HaxThreads Haximum Thiesds Corstraint rein-server

Hew | [Cione | Dkl

Create appliaticn seoped eonstrains.

Creale spsbicabior-scoped reguest dasses

Showing Tto 2of 2 Frevious | hest

= Lreate spsbcatice-scoped Work Managers

Create ghobal constraints.

Create glshal request dlasses

Create ghabal Wark Managers

System Status =

Mealth of Running Servers

| Failed (0)
[ Critical {2
I Cverloaded (0}

8. Click the work manager link from the Summary of work managers. Example:

AutoBatchWM

ORACLE' WebLogic Server Administration Console 12¢

P —— @ Home Log Out Preferences [& record Help Q

View changes and restarts

Click the Lock & Edit button to modify, add er ‘Settings for AutoMatchWM
delete items in this domain.

Configuration | Targets | Motes
Lock & Edit & ¢

Release Configuration Clickthe Lock & Edtbutton in the Change Center to modify the settings on this page.

- Save
Domain Structure
EIMDomain -
El-Environment Use this page to define the request classes and constraints for the selected alobal Work Manager.
Mame: {No value specified)

5] Request Class: {None configured) ¥ |[fiew

~Startup and Shutdewn Classes

~Deployments @] Minimum Threads Constraint:

[
-services {None configured) ¥ |[New
~~Security Realms
A Interoperabilty - 5] Maximum Threads Constraint: | (None configured) * |[New
“Diannastics

How do L. a

&5 Capacity Constrair

(None configured) ¥ |[New

Create application-scoped constraints

Create application-scoped request classes . .
@ Stuck Thread Action: Use server default behavior

Create application-scoped Work Managers

Create global constraints
Max Stuck Thread Time: 0

Create global request dlasses

Create global Work Managers.
Stuck Thread Count: 0

System Status =]

Health of Running Servers + Resume When Unstuck

Failed (0)
Critical (0)
Overloaded (0)

T amineiay

Save

Clickthe Lock & Edit button in the Change Center to modify the settings on this page.

9. C(lick Lock and Edit.

Home Summary of Work Managers Summary of Deplayments »Summary of Wark Managers > AutoMatchWM

Welcome, weblogic | Connected to: REIMDomain

The user-specified name of this MBean instance. More Info...

A request dlass associated with this Work Manager, This may be a
I lass, or a

ass, Resp
ContextRequestClass. More Info...

The minimum number of threads allocated to resolve deadlocks. More
Info...

The maximum number of concurrent threads that can be allocated to
execute requests. More Info.

The total number of requests that can be queued or executing before
WebLogic Server begins rejecting requests. More Info...

v Specify how stuck threads should be detected, and what action to take
should they occur.  More Info,

Time after which a executing thread is declared as stuck. More Info.

Number of stuck threads after which the WorkManager is shutdown More
Info...

‘Whether to resume work manager once the stuck threads were
deared More Info...

10. From the Maximum Thread Constraint dropdown, select the constraint you have

created earlier.
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ORACLE WwebLogic Server Administration Console 12¢

Change Center

view changes and restarts

No pending changes exist. Click the Release
Configuration button to allow others to edit
the domain.

Lock & Edit

Release Configuration

Domain Structure
REIMDomain

~Servers
~Clusters
~Coherence Clusters.

=-Startup and Shutdovn Classes
~Deployments

~Senices

~Security Realms

s} Interoperability

“Diannostics.

How do ..

Create application-scoped constraints

Create application-scoped request classes

Create application-scoped Work Managers

Create global constraints

Create global request dlasses

Create global Work Managers

System Status

Health of Running Servers

[ Failed (o)
Critical {0)
[ overloaded (n)

11. Click Save.

@ Home Log Out Preferences

Record Help Q

Home >Summary of Work Managers >Summary of Deployments >Summary of Work Managers >AutoMatchWM

Settings for AutoMatchWM
Configuration | Targets  Notes

Save
Use this page to define the request classes and constraints for the selected global Work Manager,
Name: (No value specified)

@F] Request Class: (None configured) ¥ || New

]| Minimum Threads Constraint: (None configured) ¥ | New

E] Maximum Threads Constraint: | \axThreads v | New

] Capacity Constraint: (None configured) v || New

4] Stuck Thread Action: Use server default behavior

Max Stuck Thread Time: 0

Stuck Thread Count: 0

| Resume When Unstuck

Save

Welcome, wehbgic‘ Connected to: REIMDomain

The user-specified name of this MBean instance. More Info...

A request dlass associated with this Work Manager, This may be a
i lass, Response
ContextRequestClass. More Info...

The minimum number of threads allocated to resolve deadlocks. More
Info...

‘The maximum number of concurrent threads that can be allocated to
execute requests. More Info,

The total number of requests that can be queued or executing before
WebLogic Server begins rejecting requ More Info...

Specify how stuck threads should be detected, and what action to take
should they occur.  More Info...

More Info...

HMore
Info.

Hore Info...

12. Click Activate Changes.

ORACLE webLogic Server Administation Console 12¢

Change Center

View changes and restarts

Click the Lock 5 Edit button to moddy. #8d or
delete Rems in this domain,

@ Home Log Out Preferences (] Help | Y

s =Bkl hWH
Hessages

o A8 changes have heen activated.

settings for AutoMatchvM

Wark Hanagers
tartup and Shutdown Classes

= Greate application

scoped Wark Managers
= Create global constraines

» Create global request dasses

= Create global Werk Managers

System Status s
Heaith of Huening Servers

I Fasies

I 140

[ crverlnaded

[ warning |

Targets | Notes

Click the Lock & Eddl bulton in the Change Center 1o madify the sellings oo this page.

ave

Use this page to define the request dasses and coastraints fer the selected global Werk Mamager.

Naue: (N value specified)

iF] Request Class: | v [ New
5] Minienusm Threats Constraints odd) w |[Hiw
#F] Maxinmm Threads Constramt: v [
] Capacity Constraint: ¥ [Hew

] Stuck Thread action: Jse &

Max Stuck Thread Time:

stuck Thread Count: i

< Resume When Unstuck

13. Restart Weblogic Adminserver and Managed server.

Clustered Installations - Preinstallation Steps

Wekome, weblegic | Connected to: REIMDonaain

slanie. More Info..,

A regquest ol

ber of thresds allocaled

esulve deadlucks,  Moce

eads that can be allocated 1o

g before

tion to take

Time after which & executing theead is declared as stuck

tumber of =

theeads after which o

stdowm  More

manager once the

hether to

Make sure that you are able to start and stop the managed servers that are part of the
ReIM Cluster from the WebLogic Admin Console.

Expand the RelM Application Distribution

To expand the ReIM application distribution, do the following.
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1. Log in to the UNIX server as the user who owns the WebLogic installation. Create a
new staging directory for the ReIM application distribution (reim15application.zip).
There should be a minimum of 300 MB disk space available for the application
installation files.

Example: /u00/webadmin/media/REIM

This location is referred to as INSTALL_DIR for the remainder of this chapter.
2. Copy reiml5application.zip to INSTALL_DIR and extract its contents.

Example: unzip reim15application.zip

Run the Oracle Retail Invoice Matching Installer

Once you have a managed server that is configured and started, you can run the Oracle
Retail Invoice Matching application installer. This installer configures and deploys the
Oracle Retail Invoice Matching application.

Note: See Appendix A: Oracle Retail Invoice Matching
Application Installer Screens for details about every screen
and field in the application installer.

Note: It is recommended that the installer be run as the
same UNIX account which owns the application server
ORACLE_HOME files.

Change directories to INSTALL_DIR/reim/application.

2. Set the ORACLE_HOME, JAVA_HOME, and WEBLOGIC_DOMAIN_HOME environment
variables. ORACLE_HOME should point to your WebLogic installation. . JAVA_HOME should
point to the Java JDK 1.7+. This is typically the same JDK which is being used by the WebLogic
domain where Application is getting installed. WEBLOGIC_DOMAIN_HOME should point to
the full path of the domain into which Allocation will be installed.

3. If you are using an X server such as Exceed, set the DISPLAY environment variable so that you
can run the installer in GUI mode (recommended). If you are not using an X server, or the
GUIl is too slow over your network, unset DISPLAY for text mode.

4. Run the install.sh script. This launches the installer. After installation is completed, a detailed
installation log file is created (reiminstall.<timestamp>.log). See Appendix A: Oracle Retail
Invoice Matching Application Installer Screens for illustrations of installer screens and details
about what information needs to be entered on each screen.

5. Once Installation is done follow below post installation steps.

Post-Installation Steps

Update the following settings in WebLogic:
Transaction Time Out

The transaction time out is set at the Domain Level in Weblogic console
1. Login to the WebLogic Console.
2. Navigate to REIMDomain/Configuration/JTA/Timeout Seconds.

3. Set Timeout Seconds to 1200000.
Data Source Capacity
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Depending on your planned load, you may need to increase the capacity on the
Allocation data sources to accommodate more concurrent connections. When increasing
this setting, ensure that your Allocation database has processes setting large enough to
accommodate the new maximum.

Login to the WebLogic Console.

Click the Data Sources link on the Home Screen. The Data Source window opens.
Under the list of Data Sources, click the ApplicationDBDS data source.

Click the Connection Pool tab.

Set the Maximum Capacity to 1000.

SO

Repeat for all data sources.

Clustered Installations — Post-Installation Steps

In these instructions, the application server node with the ORACLE_HOME you used for
the ReIM installer is referred to as the master server. All other nodes are referred to as the
remote server.

1. The RelM batch files should be copied from the master server to each of the remote servers
under the same path as on the master server. You should take the <retailhome>/batch
directory and copy it onto the remote servers under the same path.

2. The Oracle Retail Installation creates some security files on
SWEBLOGIC_DOMAIN_HOME/retail/context root/config directory. Copy this directory to
each remote node of the Cluster, matching the full path of the location of this directory on
main node.

3. The Oracle Retail Installation creates some properties files on
SWEBLOGIC_DOMAIN_HOME/retail/context root/ properties directory. Copy this directory
to each remote node of the Cluster, matching the full path of the location of this directory
on main node.

Test the RelM Application

After the application installer completes you should have a working ReIM application
installation. To launch the application, open a web browser and go to
http:/ /hostname:(managed_server_port)/<context_root>/index.jsp.

If you have configured a WebTier to a front end ReIM application, use http port instead
of managed server port.

Example:
http:/ /<vip_hostname>:<OHS_PORT>/reim15/index.jsp

RelM Batch Scripts

The RelM application installer configures and installs the batch scripts under
<retailhome>/reim-batch.

Example: /u00/projects/j2ee/reim/rem-batch

The batch scripts are copies of the same generic file. Their file names determine which
functionality is run. To run batch scripts, use the alias name provided in the installer
when RelM is installed, the one that is written out to the Java wallet (for example,
reim_batchpgmname ADMIN).

For the scripts to run correctly, values for the following variables must be provided:



= ORACLE_HOME: WebLogic Home directory where the ReIM application has
been deployed.

= JAVA_HOME: Java 7.0 (1.7.0) JDK installation that typically is being used by the
WebLogic Application Server.

Example: export
ORACLE_HOME-=/u00/webadmin/products/wls_retail
export JAVA_HOME=/u00/webadmin/products/jdk_java
export PATH=$JAVA_HOME/bin:$PATH

Online Help

The application installer automatically installs Online Help to the proper location. It is
accessible from the help links within the application.

Single Sign-On

Skip this section if ReIM is not used within an Oracle Single Sign-On environment.

Note: This section assumes the Oracle WebLogic Server has
already been registered with the Oracle Access Manager
(OAM) via the oamreg tool. See the Oracle Single Sign-On
(OAM using webgate) documentation for details.

To set up single sign-on, complete the following steps.

1. If you are using Oracle Retail Invoice Matching in an Oracle Single Sign-On
environment, then the Invoice Matching root context must be protected. Modify the
following files

a. mod_wl_ohs.conf located in
<WEBLOGIC_HOME?>/Oracle_WT1/instances/instancel /config/OHS/ohs1

LoadModule weblogic_module
""<WEBLOGIC_HOME>/Oracle_WT1/ohs/modules/mod_wl_ohs.so"
<IfModule weblogic_module>

WebLogicHost <WEBLOGIC_HOST>

WebLogicPort <WEBLOGIC_PORT>

Debug ON

WLLogFile /tmp/weblogic.log

MatchExpression *_jsp
</IfModule>

<Location /ReimViewController >
SecureProxy ON

WebLogicHost <WEBLOGIC_HOST>

WebLogicPort <WEBLOGIC_PORT>
SetHandler weblogic-handler

WLCookieName REIMSESSIONID

WLProxySSL ON
WLProxySSLPassThrough ON
wiISSLWallet

""${ORACLE_ INSTANCE}/config/${COMPONENT_TYPE}/${COMPONENT _NAME}/keystores/h
ost_name"

</Location>

<Location /RetailAppsAdminConsole-REIM >
WebLogicHost <WEBLOGIC_HOST>
WebLogicPort <WEBLOGIC_PORT>

SetHandler weblogic-handler
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WLCookieName REIMSESSIONID

WLProxySSL ON

WLProxySSLPassThrough ON

SecureProxy ON

WISSLWallet

""${ORACLE_ INSTANCE}/config/${COMPONENT_TYPE}/${COMPONENT NAME}/keystores/h
ost_name"

Adding Logout URI

After checking that the default authenticator's control flag is set correctly as per the OAM
documentation, and that the order of the providers is correct, add an OAM SSO provider
and restart all servers as described below.

1. Connect to the WebLogic domain using WLST and run the following command:

addOAMSSOProvider (loginuri="/<appcontextroot>/adfAuthentication’,
logouturi="/oamsso/logout._html'")

Example:
<WEBLOGIC_HOME>/common/bin/wlst.sh
Connect() and proceed with the above step
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Installing the Allocation Application

This Chapter describes the Pre-installation task, on how to install the alloc application
and how to perform post installation for Cluster configuration. And also describes on
WebTier settings for ALLOC.

Clustered Installations - Preinstallation Steps

Make sure that you are able to start and stop the managed servers that are part of the
Allocation Cluster from the WebLogic Admin Console.

There are no additional steps before running the installer for Allocation.

Expand the Oracle Retail Allocation Application Distribution

To expand the Oracle Retail Allocation application distribution, complete the following
steps.

1. Log into the UNIX server as the user who owns the WebLogic installation. Create a
new staging directory for the Oracle Retail Allocation application distribution
(alloc15application.zip).

Example: /u00/webadmin/media/alloc

This location is referred to as INSTALL_DIR for the remainder of this chapter.
2. Copy allocl5application.zip to INSTALL_DIR and extract its contents.

Example: unzip allocl5application.zip

Run the Oracle Retail Allocation Application Installer

Once you have a managed server that is configured and started, you can run the Oracle
Retail Allocation application installer. This installer configures and deploys the Oracle
Retail Allocation application.

Note: See Appendix: Oracle Retail Allocation Application
Installer Screens for details about every screen and field in
the application installer.

Note: It is recommended that the installer be run as the
same UNIX account which owns the application server
ORACLE_HOME files.

. Change directories to INSTALL_DIR/alloc/application.

2. Set the ORACLE_HOME, JAVA_HOME, and WEBLOGIC_DOMAIN_HOME
environment variables. ORACLE_HOME should point to your WebLogic
installation. . JAVA_HOME should point to the Java JDK 1.7+. This is typically the
same JDK which is being used by the WebLogic domain where Application is getting
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installed. WEBLOGIC_DOMAIN_HOME should point to the full path of the domain
into which Allocation will be installed.

If you are using an X server such as Exceed, set the DISPLAY environment variable
so that you can run the installer in GUI mode (recommended). If you are not using an
X server, or the GUI is too slow over your network, unset DISPLAY for text mode.

Run the install.sh script. This launches the installer. After installation is completed, a
detailed installation log file is created (allocinstall.<timestamp>.log). See Appendix
B: Oracle Retail Allocation Application Installer Screens for illustrations of installer
screens and details about what information needs to be entered on each screen.

Post-Installation Steps
Update the following settings in WebLogic:

Transaction Time Out

The transaction time out is set at the Domain Level in Weblogic console

1.
2.
3.

Login to the WebLogic Console.
Navigate to AllocDomain/JTA /Timeout Seconds.
Set Timeout Seconds to 1200000.

WebLogic Redelivery Limit

SANRLEE- R

Login to the WebLogic Console.

Click the JMS Modules link on the Home Screen. The JMS Module window opens.
Under the list of JMS Modules, click allocJ]MSModule. The Queue List is displayed.
Click calcQueue.

Click the Delivery Failure tab.

Set the Redelivery Limit to 0 instead of -1.

RAFAsyncTaskDBDS Timeout

® NG PN

Login to the WebLogic Console.

Click the Data Sources link on the Home Screen. The Data Source window opens.
Under the list of Data Sources, click the RAFAsyncTaskDBDS data source.

Click the Connection Pool tab.

Expand the Advanced divider.

Click the Transaction tab.

Check the Set XA Transaction Timeout checkbox.

Set the XA Transaction Timeout to 162000.

Data Source Capacity

Depending on your planned load, you may need to increase the capacity on the
Allocation data sources to accommodate more concurrent connections. When increasing
this setting, ensure that your Allocation database has processes setting large enough to
accommodate the new maximum.

1.

Login to the WebLogic Console.



Click the Data Sources link on the Home Screen. The Data Source window opens.
Under the list of Data Sources, click the ApplicationDBDS data source.

Click the Connection Pool tab.

Set the Maximum Capacity to 1000.

AL

Repeat for all data sources.

Increase Max JMS messages

The following steps are not mandatory, but only intended to use as per your
environment needs if required.

WebLogic uses the Work Manager to execute the Java Messages. Work Manager
prioritizes tasks in queue and allocates the thread based on an execution model. To
optimize the Java Messaging Services it is highly recommended that the Work Manager
is configured most effectively per each customer expected user volumes. The maximum
number of threads constraint should be set to a number that is appropriate for the
maximum number of anticipated Allocation users on the system at any given time.

Steps to Configure WebLogic Work Manager

From WebLogic Console navigate to Work Manager pane (Domain >Environment
>Work Manager)

Create Maximum thread constraint
1. Click New.
2. Select the Maximum Thread Constraint radio button, and click Next.

3. Give a Name (MaxThreads) and specify maximum number of consumers needed for
your Application. Click Next.

4. Select Target as <alloc-server>, and click Finish.

Create Work Manager

1. Click New.

2. Select the Work Manager radio button, and click Next.

3. Give a Name (AllocWorkManager), and click Next.

4. Select Target as <alloc-server>, and click Finish.

5. Go back to Domain-Environments->Work Manager, choose and edit the work

manager you just created: AllocWorkManager.
6. Assign Max thread constraint to -MaxThreads as configured above.

Clustered Installations - Post-Installation Steps

If you are installing the Oracle Retail Allocation application to a clustered WebLogic
environment, extra steps are required to complete the installation. In these instructions,
the application server node with the ORACLE_HOME you used for the Oracle Retail
Allocation installer is referred to as the master node. All other nodes are referred to as
remote nodes.

The Oracle Retail Installation creates security, batch, and configuration files in the
$WEBLOGIC_DOMAIN_HOME /retail / <alloc_application_name>/directory. Copy this
directory to each remote node of the cluster, matching the full path of the location of this
directory on the master node.
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Test the Oracle Retail Allocation Application

After the application installer completes you should have a working Oracle Retail
Allocation application installation. To launch the application, open a web browser and go
to http:/ /host:httpport/contextroot/faces /pages_home

Examples:
http:/ /<vip_hostname>:<OHS_PORT>//alloc15/faces/home

myhost is the hostname and Port is the port of alloc-server
where Allocation application has been deployed.

*  You should use a user/password that you built in the previous section of this
install guide “Load LDIF files in LDAP”.

The default, preloaded user supplied in the LDIF scripts for testing this installed
application is BENNY_ANDERSON; the password is <the password which you have
given in the LDIF file RGBU-oid-create-users.ldif as part of loading LDIF files into the
LDAP>.

Allocation Batch Scripts

The Allocation application installer configures and installs the batch scripts under
<RETAIL_HOME?>/alloc-batch/batch.).

Batch user is entered as part of the install and the user (Example: Alex Administrator)
gets created in the wallet (<retail home>/orpatch/config/javaapp_alloc)

at the time of install.

Verify the entry was created in the wallet under the “retail_installer” partition by
running the dump_credentials.sh script in directory <
retail_home>/orpatch/deploy/retail-public-security-api/bin and passing in the batch
wallet location.

Example:

./dump_credentials.sh <retail_ home>/orpatch/config/javaapp_alloc
Application level key partition name:retail_installer

User Name Alias:dsallocAlias User Name:RMSUSER

User Name Alias:alloc15 User Name: ALLOCATION_ADMIN

User Name Alias:wlsAlias User Name:weblogic

You will need the alias for running the batch scripts.

You must run the batch script with a Java wallet in the form of <allocbatchscript>.ksh
<ALLOCATION_ADMIN alias>, where <ALLOCATION_ADMIN alias> is the alias
given in the ‘Batch Details’ screen of the Appinstaller. For example: ./
AllocScheduleBatch.ksh alloc15

Note: The JAVA_HOME used by batch is configured in the
AllocBatch.ksh script by the Oracle Retail Allocation
application installer using the JAVA_HOME of the installer.

If a new batch user needs to be created in the wallet, follow the procedure below.

Run the save_credential.sh script, passing in a unique alias, the location to the batch
wallet (<retail_ home>/orpatch/config/javaapp_alloc), “retail_installer” for the partition
name, and the username which needs to be created. This user must be in LDAP and must



have valid roles in LDAP. Please refer the Oracle Retail Allocation Operations Guide for
more information on the batch user.

You will need the alias you chose when you are running the batch scripts.

Example:

./save_credential _sh -a allocl5 -1 <retail_ home>/orpatch/config/javaapp_alloc
-p allocl5 -u ALLOCATION_ADMIN

In the above, ‘alloc15’ is the new alias (this needs to be unique), ‘retail_installer’ is the
partition name and “ALLOCATION_ADMIN’ is the new user.

Single Sign-On

Note: This section assumes the Oracle WebLogic Server has
already been registered with the Oracle Access Manager
(OAM) via the oamreg tool. See the Oracle Single Sign-On
(OAM using webgate) documentation for details.

If you are using Oracle Retail Allocation in an Oracle Single Sign-On environment, then
the Allocation root context must be protected. Modify the following files.

=  mod_wl_ohs.conf located in
<WEBLOGIC_HOME?>/Oracle_WT1/instances/instancel /config/OHS/ohs1

= LoadModule weblogic_module
"${ORACLE_HOME}/ohs/modules/mod_wl]_ohs.so"

= <IfModule weblogic_module>
= </IfModule>

<Location /console>
WebLogicHost <weblogichostname>
WebLogicPort <AdminServerPort>
SetHandler weblogic-handler
</Location>

<Location /allocl5 >
WebLogicHost <weblogichostname>
WebLogicPort <AdminServerPort>
SetHandler weblogic-handler
WLCookieName ALC_CORESESSIONID
</Location>

<Location /RetailAppsAdminConsole-ALLOC >
WebLogicHost <weblogichostname>
WebLogicPort <AdminServerPort>

SetHandler weblogic-handler

WLCookieName ALC_CORESESSIONID
</Location>

Note: In the above, modify ‘alloc15” with the context root
name used for installing Allocation application.

Adding Logout URI

After checking that the default authenticator's control flag is set correctly as per the OAM
documentation, and that the order of the providers is correct, add an OAM SSO provider
and restart all servers as described below.
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Connect to the WebLogic domain using WLST and run the following command:

addOAMSSOProvider (loginuri="/<appcontextroot>/adfAuthentication’,
logouturi="/oamsso/ logout.html'")

Example:
<WEBLOGIC_HOME>/common/bin/wlst.sh
Connect() and proceed with the above step
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Installing the SIM

This Chapter describes the Pre-installation task, on how to install the sim application and
how to perform post installation for Cluster configuration. And also describes on
WebTier settings for SIM.

Expand the SIM Application Distribution

To expand the SIM application distribution, do the following.

1. Log in to the UNIX server as the user who owns the Web Logic installation. Create a
new staging directory for the SIM application distribution (sim15-application.zip).
There should be a approximately 1 GB disk space available for the application media
and installation files.

This location is referred to as INSTALL_DIR for the remainder of this chapter.

2. Copy sim15-application.zip to <INSTALL_DIR> and extract its contents.

Set the Environment Variables for the SIM Installer

1. Set the following environment variables for the SIM installer (the following are just
examples, use values for appropriate for your environment):

ORACLE_HOME=/u00/webadmin/products/wls_retail
WEBLOGIC_DOMAIN_HOME=/u00/webadmin/config/domains/wls_retail/SIMDomain
JAVA_HOME=/u00/webadmin/product/jdk_java

PATH=$JAVA_HOME/bin:$PATH

export ORACLE HOME WEBLOGIC_DOMAIN_HOME JAVA HOME PATH

Run the SIM Application Installer

This installer configures and deploys the SIM application and Java WebStart client files.

1. If you are using an X server such as Exceed, set the DISPLAY environment variable
so that you can run the installer in GUI mode (recommended). If you are not using an
X server, or the GUI is too slow over your network, unset DISPLAY for text mode.

2. Verify that the managed server to which SIM will be installed is currently running.

3. Run the install.sh script. This launches the installer. After installation is completed, a
detailed installation log file is created:
<INSTALL_DIR>/sim/application/logs/sim-install-app.<timestamp>.log.

Note: The manual install option in the installer is not
functional for this release.

Note: See Appendix C: SIM Application WebLogic Server
Installer Screens for details on every screen and field in the
WebLogic application installer.




SIM Database Authentication Provider set up (to be done after the
application deploy)

Note: This procedure is only needed if you plan on using
database authentication for the SIM application. This can be
skipped if LDAP is going to be used for authentication.

Shut down all the servers of the WebLogic Domain created.

2. Once you extract the SIM installer to <INSTALL_DIR> copy the sim-security.zip
present in <INSTALL_DIR>/sim/application/sim15 to the
<WEBLOGIC_DOMAIN_HOME->/lib and extract it contents in the folder.

3. Start the domain admin server.
4. Log into the WebLogic console.

5. Navigate to: security realms -> myrealm (default realm) -> providers.

=] osc
Change Center I Home Log Out Preferences (] Hep Y Welcome, weblogic | Connected 1o; STMDomaR
View changes and restarts g iz L yroake > Providers
Clck the Lock & EdE button to modfy, add or Settings for mryrealm
delote Eeme; n this doman,

e Confguration  Users and Groups  Roles and Polces  Credential Mappings  Providers  Migration
o

Authentication  Password Valdaton  Authortaton  Adjudication  Roke Mapping  Audbng  Credentsal Mapping

Certfication Path  Keystores

AN AUthentcation provider alows WebLogic Server to estableh trust
3 secuty reaim, and you can configure mbiple Authentication prov

alkfating 3 LS, You MUt R e AUTRERTICIION pecvidés in
in a securty reaim, Dfferent types of Authenticaton providers

‘Ca) Can 250 Configure 3 Roealim Adapter Authenbcation
[provider that alows you B0 Work with sers and groups Irom previous releases of WebLogic Server.

 Customize this table
Authentication Providers

(Chck the Lock & Fif button in the Change Center to activate al the buthons on this page.

Showing 110303 Previous | Next

I
e . | Name i Description | Version
| Trust Service dentity Assertion Provider 10
i ViebLoge: Authentxcatn Provider 10
der | wieboge identty Assertion provider 10

Click Lock & Edit in the change center.
Click New provider.

1
2
3. Select the provider type from the list: SimWIsDbAuthenticator.
4. Set the provider name (Default: SimWIlsDbAuthenticator).

AL Weblogia Server® nimeistsios Co —

Wik, eblage | Correcid is: AFFomn
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Click OK.

Open the new provider configuration.

From the Common tab, set the Control Flag to SUFFICIENT.
Click Save.

AL WebLogic Server® Admin

® N o U

fr—— | &

View charpes and restarts

Chck e Lok B ekt B B machy, sk o
AP —

Look & ik |

] mame: SO theraor

o] Bescription: Resthenscuton provder for M database secty
] Verse: L

o] Comtral Flog:

9. Click the Provider Specific tab.

10. The SIM Data Source Name defaults to SimDataSource which is what the SIM
installer creates. It should be left to the default value. The Group Name defaults to
sim_secure_user. If this was changed during the SIM installation then it also needs to

be changed here.
Domain Structure
SIMDomain This page allows you to configure additional attributes for this security provider.
E-Environment:
~Deployments (] Group Name: sim_secure_users
EH-Services
~Security Realms (5] Encryption Provider: oracle retail sim securi
[F-Interoperabiity
[#F-Diagnostics N
(] Credential Store Map: oracle.retail.sim
,'iﬁ Principal Provider: oracle.retail.sim.securit
(] Credential Store Provider: oracle retail sim.securi
] Dao Factory: oracle.retail.sim.securi
How do I... =]
No task help found. (] Refresh Rate Config: 3600
e g ] Encryption Key Alfias: internal-password-key
Health of Runining Servers gﬁ Data Source Name: SimSecurityDataSourc
Failed (0)
e Rave

11. Click Save.
12. Back on the provider tab, click Reorder.

13. Move the SimDbAuthenticator to the top of the list, or above the
DefaultAuthenticator.
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& osc

Change Center @ Home Log Out Preferences [a«] Record Help i Welcome, weblogic | Connected to: SIMDomain
View changes and restarts Home >Summary of Security Realms >myrealm >Providers >SimWisSbAuthenticator >Providers
Pending changes exist. They must be Reorder Authentication Providers
activated to take effect.
& Activate Changes LK ‘ | Cancel |
Undo All Changes Reorder Authentication Providers

‘You can reorder your Authentication Providers using the list below. By reordering Authentication Providers, you can alter the

Domain Structure authentication sequence.

SIMDomain
BF-Environment
r--Deployments
B-Services

Select authenticator(s) in the list and use arrows to move them up and down in the list.

4] Authentication Providers:

F--Security Realms Available:
% -Interoperability SimWisSbAuthenticator
&}-Diagnostics [T Trust Service Identity Asser!

[”] pefaultAuthenticator
[T} pefaultIdentityAsserter

4

How do L. =] ‘

14. Click OK.
15. Click Activate Changes.

16. Shutdown the SIMDomain (The adminserver and the managed servers).

OK ‘ Cancel

17. Start the admin and managed servers for the domain.

Review and/or Configure Oracle Single Sign-On

Note: This procedure is only needed if you plan on setting
up the SIM application using Single Sign On (S50)
authentication. This can be skipped if SSO is not going to be
configured for this environment. The Oracle Access Manager
must be configured and the Oracle http server (Webtier and
webgate) must be registered into the Oracle Access Manager.

Create the SIM SSO provider in the SIMDomain

1. Shut down all the servers of the WebLogic Domain created.

2. Once you copy the contents to <INSTALL_DIR> copy the sim-security.zip present in
<INSTALL_DIR>/sim/application/sim15 to the
<WEBLOGIC_DOMAIN_HOME>/1lib and extract it contents in the folder.

3. Start the domain admin server.

4. Log into the WebLogic console

5. Navigate to: security realms -> myrealm (default realm) -> providers.
6. Click Lock & Edit in the change center.

7. Click New.

8. Select the provider type from the list: SimWIsSsoAuthenticator.

9. Set the provider name (Default: SimSsoAuthenticator).

10. Click OK.

11. Click on the newly created SimSsoAuthenticator.

12. From the Common tab, set the Control Flag to SUFFICIENT, and click Save.
13. Click Provider Specific tab.

14. Check that the GroupName is set to the name of the group used for SIM secure users
(sim_secure_users by default).
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15. All other values under the Provider Specific tab can be left as the default value.
16. Click Save.

17. On the provider list, click Reorder.

18. Move the SimWIlsSsoAuthenticator to the top of the list.

19. Click OK.

20. Click Activate Changes in the control center.

21. Shutdown the domain.

22. Start the admin and managed servers for the domain.

After the SSO provider is created in the SIMDomain, you will also have to set the
protection of the SIM application resources correctly in the Application Domain that has
been registered in the Oracle Access Manager.

In the Webtier/Webgate http server you need to set the mod_wl_ohs.conf file to redirect
the http call to the where the SIM application has been deployed.

For example, in mod_wl_ohs.conf set:

<Location /sim-client >

WebLogicCluster orapphostl:orapphost2

SetHandler weblogic-handler
</Location>

Ex:

<Location /sim-client >
WebLogicCluster mspOOacs.us.oracle.com:7143,mspO0acf.us.oracle.com:7143

SetHandler WeblLogic-handler
</Location>

Then in Oracle Access Manager, set the protection of the resources in the Application
Domain that has been registered for the SIM application. You must protect the /sim-
client/launch resource and exclude the rest:

Resource URL: /sim-client/launch

Protection Level: Protected

Authentication Policy: Protected Resource Policy
Authorization Policy: Protected Resource Policy

Resource URL: /sim-client/.../*
Protection Level: Excluded

Steps to add resource url is below:

= Login to OAMCONSOLE and click Applications Domains under Access
Manager.
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weblogle v =s=
“ Access Management
ORACLE B Feveraton ] Moble Sacuriy ¢ Configuration

Launch Pad

Qulck Start Wizards Access Manager 4 - Agents - -

Fariorm cammaon setup tsks Manage Hinghe Sign-On Applicatian Domains Manage Hingle Sign-On agants
Aoplicaten RegsTatan Apphication Domaing
S50 Agent Reqlstration Fesource Types
Hostidensters

Authenticaion Schemes

Sesslon Managemant Password Polley Plug-ine 4 »

Manage Single Sign-On sessions Miaga conmen Fassword Policy for Single Sign- Manage Autienticatan Plug-ns

Authentication Modules
Authentication Flug-ns

= In Application Domains screen, just click Search and select the appropriate
domain(apphost-vip).

weblogic w ===
" Access Management
ORACLE = [] Ampication security [ QETECL D Mobite Security g Configuration
Launch Pad | Application Domain x @

Access Manager »
A ion D

PE = Create Application Domain
User thas sisarch Bod ko fing an exishng Applicalion Domas of elick he Griahs ApplEITon Domain bullen 1 cte 4 nes
4 Search

Name

Search | Resst

Search Results

Actions w View w o Create i} Delete | [m' Detach
How Name Descriplion
1 Fusion Apps Integration Policy objacis enalling integraton with Oracle Fusion Applications
7 1AM Suibe Pulicy abjects enatling G348 Agent io prodect doployed BAM Suil applications
3 aprhostiip Apglicaton Lomain créaled threaigh Femate Ragisration
4 dmhaostvig Apglication Domain created through Remole Registation

= Traverse to Resources Tab and click Create.
= Update the details and Search the host Identifier, select and click OK.

Select Host Identifier

A Search

Name
ldmhestvip
apphastvin
f lAMSuieAgent




=  Add the Resource URL and Protection level.

" lype HITP
Sirn wal
Descrigtion
" Most ldentifies  apphostvip Q,
4 Uri
° Resource URL  fsim-cligntiaunch

Guery @& Name Value list O Sting

Query

Name Value

No Data to Désplay

4 Cparations

" Uperations Avallable i Al
¥ CONNECT
¥ CPTIONS

o POET

4 Protection
Click Apply. You can now see the resource URL that you added, in the Resource
tab. Please follow the above steps to add other resource URL of SIM and RPM

also.
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In the OAM you need to add a response to the Protected Resource Policy:

= Under Access Manager click Application Domains.
= Search and click on the domain used for your SIM deployment.
= Click Authorization Policies.
= Click Protected Resource Policy.
= Click Responses.
= C(Click Add and enter the following values:
— Type: Header
— Name: OAM_REMOTE_USER_GROUPS

— Value: $user.groups

It will look similar to the following:

ORACLE ———— Managemen A Federation D Mobile Security a? Configuration

Launch Pad  Application Domain x APP x APP : Protected Resource ... x E
Access Manager >
Protected Resource Policy Authorization Policy Duplicate  Apply

Authorization policy contains a set of conditions that define whether a user should be permitted or denied access to the resources protected by the policy.
Authorization rules and conditions apply to all resources within a specific Authorization policy.

Summary Resources Conditions Rules Responses

[] Identity Assertion

This will cause an assertion to be generated for the user, optionally containing any Asserted Attribute set below.

Responses i+ Add

Name Type Value
OAM_REMOTE_USER_GROUPS Header Suser.groups
< | 1 3



SIM Batch Scripts

The SIM batch programs are installed into the WEBLOGIC_DOMAIN_HOME location
that was specified during application installation.

The batch programs can be run from a different location if you cannot run them from
under the application server <WEBLOGIC_DOMAIN_HOME->.. To install the batch files
in a different location just copy the entire batch folder to the appropriate destination.

The batch directory is assumed to be located on the same server as the application server.
If you copy the SIM batch directory to a location on a different server, then you need to
configure the file path to the sim-batch.log file, which is defined in
batch/resources/log4j.xml.

See the “Batch Detail” section of the Oracle Retail Store Inventory Management
Operations Guide for information about how to run batches.

Starting and Stopping the Wavelink Server

In order to use handheld wireless devices with SIM, the Wavelink server must be
running. The SIM application installer installs, configures, and starts the Wavelink
server for you, so once the SIM application install is complete, the Wavelink server is
ready to be used.

Note: Even if you use the AdminServer to restart SIM, you
will still need to restart the Wavelink server manually.

The Wavelink server scripts are installed into the <sim-wireless-directory>/bin.

The following is an example for stopping and starting the Wavelink server:

# cd /u00/webadmin/config/domains/wls_retai l/SIMDomain/retail/siml5/wireless/bin
# _/wavel ink-shutdown.sh

# _/wavelink-startup.sh

Note: This is clustered environment so need to start in both
the nodes.

Test the SIM Application
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Once SIM database and application are installed, foundation data is imported into SIM,
you should have a working SIM application installation. To launch the application client,
open a web browser and go to the client URL. You can find the URL in the Next steps
section of the log file that was produced by the installer.

Example:

WLS: http:/ / <vip_hostname>:<OHS_PORT>/sim-
client/launch
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Installing the RPM Application

This Chapter describes the Pre-installation task, on how to install the rpm application
and how to perform post installation for Cluster configuration. And also describes on
WebTier settings for RPM.

Expand the RPM Application Distribution

To expand the RPM application distribution, do the following.

1. Loginto the UNIX server as the user who owns the WebLogic installation. Create a
new staging directory for the RPM application distribution (rpm15application.zip).
There should be a minimum of 2 GB disk space available for the application
installation files.

Example: /u00/webadmin/media/rpm

This location is referred to as STAGING_DIR for the remainder of this chapter.
2. Copy rpml5application.zip to STAGING_DIR and extract its contents.

Clustered Installations - Preinstallation Steps

Skip this section if you are not clustering the application server.

If you are installing the RPM application to a clustered WebLogic Application Server

environment, there are some extra steps you need to take before running the RPM

application installer. In these instructions, the application server node with the

ORACLE_HOME you used for the RPM installer is referred to as the master node. All

other nodes are referred to as the remote nodes.

1. Before starting the RPM Application Installer, make sure that you are able to start
and stop the managed servers that are part of the RPM Application Cluster from the
WebLogic Administration Console.

2. When the RPM Application Installer displays the screen in which it asks for the
information related to the JMS Provider, we recommend entering these values:
input.jms.module = rpm]MSModule
input.taskqueue.name = taskQueue
input.chunkqueue.name = chunkQueue
input.chunkControllerQueue.name = chunkControllerQueue

3. Insert into all remote nodes <MW_HOME> /wlserver/server/lib/weblogic.policy
file changes, the same RPM entries for java security permissions you entered on the
master node.

Provide the Hibernate4.3.10 Jar File

The RPM application requires hibernate4 jar files to be installed. These files should be
downloaded from http:/ /www.hibernate.org.

Older releases can be downloaded here
http:/ /sourceforge.net/projects /hibernate/files /hibernate4 /4.3.10.Final


http://www.hibernate.org/
http://sourceforge.net/projects/hibernate/files/hibernate4/4.3.10.Final

Extract the required Hibernate 4.3.10 jar files and place them within the application
servers STAGING_DIR/rpm/application/hibernate4 directory before running the
installer. The installer will then install the jar files within the application for you.

The required jars are as follows:

=  hibernate-commons-annotations-4.0.* jar
= hibernate-core-4.3.* jar

= hibernate-ehcache-4.3.* jar

* hibernate-jpa-2.1-api-1.0.* jar

= jboss-logging-3.1.* jar

* jboss-transaction-api_1.2_spec-1.0.* jar

=  The required jar files are located in the
<HIBERNATE_EXTRACT_DIR>\hibernate-release-4.3.5.Final.tgz\hibernate-
release-4.3.5.Final.tar\hibernate-release-4.3.5.Final\lib\required \ directory.

Run the RPM Application Installer

140

Once you have a WebLogic instance that is configured and started, you can run the RPM
application installer. This installer configures and deploys the RPM application and Java
WebStart client files.

Note: See Appendix D: RPM Application Installer Screens
for details on every screen and field in the application
installer. The screenshots contain instructions that are
necessary to result in a working application.

Change directories to STAGING_DIR /rpm/application.

Set the ORACLE_HOME, DOMAIN_HOME and JAVA_HOME environment
variables. ORACLE_HOME should point to your WebLogic installation.
JAVA_HOME should point to the Java 7.0 (1.7.) JDK. DOMAIN_HOME should
point to your WebLogic domain.

If you are using an X server such as Exceed, set the DISPLAY environment variable
so that you can run the installer in GUI mode (recommended). If you are not using an
X server, or the GUI is too slow over your network, unset DISPLAY for text mode.

Run the install.sh script. This launches the installer. After installation is complete, a
detailed installation log file is created (rpm15install.<timestamp>.log).

Note: The values you enter in the installer screen,
“Setup Application Users,” have specific
requirements for RPM to work properly. See the
screen description in Appendix D: RPM Application
Installer Screens for more details. The screenshots
contain instructions that are necessary to result in a
working application.

The installer has an ‘analyze’ mode that will evaluate all files in the patch against the
environment and report on the files that will be updated based on the patch. To run
the installer in analyze mode, set the variable ORPATCH_ANALYZE to ‘true’.

After clicking “install”, the Analyze tool will generate a report of the files that will be
patched if you apply this patch to the selected RETAIL_HOME. A high level report
can be found in the log file:

STAGING_DIR/rpm/application/log/rpminstall. <timestamp>analyze. Log



The detailed list of patch files can be found in RETAIL_HOME/
orpatch/logs/detail_logs/analyze/details/

7. If you are using an X server such as Exceed, set the DISPLAY environment variable
so that you can run the installer in GUI mode (recommended). If you are not using an
X server, or the GUI is too slow over your network, unset DISPLAY for text mode.

8. Run the install.sh script. This launches the installer. After installation is completed, a
detailed installation log file is created (rpminstall. <timestamp>.log).

Clustered Installations - Post-Installation Steps

If you are installing the RPM application to a clustered WebLogic Server environment,
there are some extra steps you need to take to complete the installation. In these
instructions, the application server with the ORACLE_HOME you used for the RPM
installer is referred to as the master server. All other nodes are referred to as the remote
servers.

1. The RPM batch files should be copied from the master node to each of the remote
nodes under the same path as on the master node. You should take the
$DOMAIN_HOME /retail / <rpmdir>/rpm-batch directory and copy it onto the
remote nodes under the same path.

2. For retailers who install batch on either node of the cluster, launchRpmBatch.sh
script should be modified on each remote node to point to the local RPM instance.
The RPM URL is set in the PROVIDER_URL variable. This script is located at
$DOMAIN_HOME/retail / <rpmdir>/rpm-batch/scripts/launchRpmBatch.sh.

3. The Oracle Retail Installation creates some security files on
$DOMAIN_HOME/retail / <rpm_application_name>/config directory. Copy this
directory to each remote node of the Cluster, matching the full path of the location of
this directory on main node.

4. The Oracle Retail Installation creates some properties files on
$DOMAIN_HOME/retail / <rpm_application_name>/properties directory. Copy
this directory to each remote node of the Cluster, matching the full path of the
location of this directory on main node.

Review and/or Configure Oracle Single Sign-On

Note: This step is only needed if you plan on setting up the RPM
application using Single Sign On (SSO) authentication. This can
be skipped if SSO is not going to be configured for this
environment. The Oracle Access manager must be configured
and the Oracle http server (Webtier and webgate) must be
registered into the Oracle Access Manager.

Create the RPM SSO provider in the RPMdomain:
1. Shut down all the servers of the Weblogic Domain created.

2. Once you copy the contents to <INSTALL_DIR> copy the rpm15-security.zip present
in <INSTALL_DIR>/ rpm/application/rpm15 to the DOMAIN_HOME/lib and
extract its contents in the folder.

Start the domain admin server.
Log into the WebLogic console.

Navigate to: security realms -> myrealm (default realm) -> providers.

oUW

Start a Lock and Edit session.
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7. Click New provider.

8. Select the provider type from the list: RpmWIsSsoAuthenticator.
9. Set the provider name (Default: RpmSsoAuthenticator).

10. Click OK.

11. Open the new provider configuration.

12. Under Common, set the Control Flag to SUFFICIENT.

13. Click Provider Specific.

14. Check that the GroupName is set to the name of the group used for RPM secure
users (rpm_secure_users by default).

15. All other values under the Provider Specific tab can be left as the default value.

16. Click OK.

17. On the provider list, click Reorder.

18. Move the RpmWIsSsoAuthenticator to the top of the list, or above the
DefaultAuthenticator.

19. Click OK.

20. Click Activate Changes.

21. Shutdown the domain.

22. Start the admin and managed servers for the domain.

After the SSO provider is created in the RPMdomain, you will also have to set the

protection of the RPM application resources correctly in the Application Domain that has
been registered in the Oracle Access Manager.

In the Webtier/Webgate http server you need to set the mod_wl_ohs.conf file to redirect
the http call to where the RPM application has been deployed.

For example, in mod_w]_ohs.conf set:

<Location /rpm-client >

WebLogicCluster <RPMServerhost>:<RPMServerport>
SetHandler weblogic-handler

ErrorPage downtime.html
</Location>

Example:
<Location /rpm-client>
WebLogicCluster mspOOacs.us.oracle.com:7133,mspO0acf.us.oracle.com:7133
SetHandler weblogic-handler
</Location>

Then in Oracle Access Manager, set the protection of the resources in the Application
Domain that has been registered for the RPM application. You must protect the /rpm-
client/launch resource and unprotect the rest:

Resource URL: / rpm-client/launch

Protection Level: Protected

Authentication Policy: Protected Resource Policy
Authorization Policy: Protected Resource Policy
Resource URL: / rpm-client/.../*

Protection Level: Excluded

Note: Follow same steps as SIM to add resource URL.
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Sign the RPM Client Configuration Jar File
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There is some client-side configuration that the installer performs which results in a
modified rpm_client_config jar file after installation. Because of this, the jar file cannot be
pre-signed by Oracle. The installer now provides an option to sign the jar by asking some
details but if decide not to do it using the installer, the user must sign this jar file after the
installer has completed.

The rpm_client_config jar file is located in $DOMAIN_HOME/servers/<rpm-
managedserver>/tmp/_WL_user/rpm/<3805n1 >/war/lib. Use the jarsigner utility to
sign the rpm_client_config jar file using your alias and keystore, .

Example: jarsigner SDOMAIN_HOME/servers/rpm-
managedserver/tmp/_WL_user/rpm/<3805n1> /war/
lib/rpm_client_config .jar foo

If you are clustering the application server you need to copy the signed
rpm_client_config jar file to the same path under SORACLE_HOME on all remote nodes.

Consult the jarsigner documentation from Sun for further information on the JAR signing
process.

You also need to sign in same jar file inside WebLaunchServlet.war which can be found
in the rpm15.ear location in the stage directory of the managed server. Copy the ear file
in a temporary location extract the ear files sign the jar file and compress them again and
replace it with the one in the staging directory. The above is needed to avoid unsigned
entries in jar after restarting the server in the future. Once you restart the weblogic
server, files will re-loaded from the once in stage directory. Hence these steps are needed.
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Transaction Timeout

This section describes how to establish settings for a transaction timeout. A transaction
timeout is the maximum duration, in seconds, for transactions on the application server.
Any transaction that is not required to complete before this timeout is rolled back.

To set up transaction timeouts, complete these steps:

Log in to the WebLogic Server 12.1.3 Administration Console.
Click the Domain link.

Under Configuration, click JTA.

Click Lock and Edit.

Set the Timeout Seconds (for example, 600 seconds).

Click Activate Changes.

SO S

Test the RPM Application
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After the application installer finishes, a working RPM application installation should
result, if the users were created properly.

For LDAP authentication, the application will not log you in properly unless you have a
row for the users in question in the database on the rsm_user_role table. The following is
an example of how to add rows if they have not been added.
insert into rsm user_role
(id, user_id, role_id, start_date_time, end date_time)
select rsm _user_role_seq.Nextval,
"retail _user-,
-1001,
nvl(get_vdate,sysdate) - 365,
null
from dual;

If problems occur when trying to start the RPM application, ensure proxies are turned
off.

To launch the application client, open a Web browser and access the JnlpLaunchServlet,
naming the RPM JNLP template file (rpm_jnlp_template.vm).

Example: http://VIP_URL:OHS_PORT/rpm-client/
launch?template=rpm_jnlp_template.vm

When you are in the RPM application, do the following to add a rpm_system_options
row required by RPM for system use.

1. On the left side of the screen, select System Options.
2. Select System Options Edit.

3. In the lower right part of the screen, click Save.


http://VIP_URL:OHS_PORT/rpm-client/%20launch?template=rpm_jnlp_template.vm
http://VIP_URL:OHS_PORT/rpm-client/%20launch?template=rpm_jnlp_template.vm

ORACLE [m]r=3]

me: retail user Alerts | Logout | &

- T | - - options
g (=1 options =

System Options A
Foundation General | Conflict check | Price Events | Location Moves —

Aggregation Level * Szles Calculztion Method Smoothad Average Sslas]
Link Codes * Update Itam Attributes
Market Basket Codes ¥ Recognize Warehouses as Locations
Zone Structure * Open Zone Use O
Price Guides Exact Deal / Funded Promotion Dates O
Calendar @
Default Out of Stock Days [120
Candidate Rules ~| 4
N * # of Days Rejects Held \w
] System Optians * Ends In Digits For Zero Decimal Currancies ‘u
P—— & External Prices Allowed O
PN e R R Vs Zone/Parent Ranging
. System Defaults Edit Apply Promo Change Type 1st [amount off
+ Systam Defaults View Pricing Strategy Default Effective Day O
Dyn=mic Arsz Diffarentisls
Minimize Worksheet Data Filter Screen O

Allow Itemn List Explosion O

* Systern Generated Exclusions Tolerance % ‘u

|

1 I [o]
Cancel Save

| systern Options ﬁ[ = |l

4. Toadd an rpm_system_options_def row required by RPM needs for system use, do
the following.

a. Select System Defaults Edit.
5. In the lower right part of the screen, click Save.

ORACLE" ()&

Fila View Help. Welcome: retail usar Alerts | Logout &

[<] System Defaults Edit
2 (5 pefauies
System Options. A * Ttern Level
Foundation ¥
Pricing Strategy
| Aggregation Level
e —— Diff Type
Market Basket Codes *Type [chanas By amount =
Zone Structure * Currency usp B |us pells
Price Cuides hod
= Maintain Margin Stratagy Metho |. Salect - j|
[Candudate Rules 4 Ignore Constraints
|2
[Z] System Options
[+ System options Edit
. System Options View
4 Systam Dafaults View
gancel |[_save
iz
Systemn Options | gystem Defaults Edit lﬂ[ &= 2

RPM Batch Scripts

The RPM application installer configures and installs the batch scripts under
<retail_home>/rpm-batch. . You will run the RPM java batch pgms with a java wallet
alias (for example, RETAIL.USER1) that you created in the installer screens. The
following is an example execution of a RPM java batch script.

./<RPMbatchscriptname>.sh RETAIL.USER1
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Note: Make sure that JAVA_HOME is set to the appropriate
Java JDK (the same JDK that has been used by WebLogic
Server) and ORACLE_HOME is set to weblogic installation
before running the RPM batch programs.

Adding a User to the RPM Application

For LDAP authentication, complete the following steps.

Build/copy existing RPM user in LDAP to the new user name you desire. User in LDAP
for RPM must have objectclass, retailUser, as there is a search filter on that objectclass
name of retailUser.

Insert row to database table:

insert into rsm user_role
(id, user_id, role_id, start date_time, end _date_time)
select rsm_user_role_seq.Nextval,
"retail._userl”,
-1001,
nvl(get_vdate,sysdate) - 365,
null
from dual;
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Installing the ReSA Application

This Chapter describes the Pre-installation task, on how to install the ReSA application
and how to perform post installation for Cluster configuration. And also describes on
WebTier settings for ReSA.

Clustered Installations — Preinstallation Steps

Make sure that you are able to start and stop the managed servers that are part of the
ReSA Cluster from the WebLogic Admin Console.

There are no additional steps before running the installer for Retail Sales Audit.

Expand the ReSA Application Distribution

To expand the ReSA application distribution, complete the following steps.

1. Log into the UNIX server as the user who owns the WebLogic installation. Create a
new staging directory for the ReSA application distribution (resal5application.zip).

Example: /u00/webadmin/media/resa

This location is referred to as INSTALL_DIR for the remainder of this chapter.
2. Copy resalbapplication.zip to INSTALL_DIR and extract its contents.

Example: unzip resalbapplication.zip

Run the ReSA Application Installer

Once you have a managed server that is configured and started, you can run the ReSA
application installer. This installer configures and deploys the ReSA application.

Note: See Appendix E: Oracle Retail Sales Audit Application
Installer Screens for details about every screen and field in
the application installer.

Note: It is recommended that the installer be run as the
same UNIX account which owns the application server
ORACLE_HOME files.

= Change directories to INSTALL_DIR /resa/application.

= Setthe ORACLE_HOME, JAVA_HOME, and WEBLOGIC_DOMAIN_HOME
environment variables. ORACLE_HOME should point to your WebLogic
installation. JAVA_HOME should point to the Java JDK 1.7+. This is typically the
same JDK which is being used by the WebLogic domain where Application is
getting installed. WEBLOGIC_DOMAIN_HOME should point to the full path of
the domain into which ReSA will be installed.

The installer has an ‘analyze’ mode that will evaluate all files in the patch against
the environment and report on the files that will be updated based on the patch.



To run the installer in analyze mode, set the variable ORPATCH_ANALYZE to
‘true’.

After clicking “install”, the Analyze tool will generate a report of the files that
will be patched if you apply this patch to the selected RETAIL_HOME. A high
level report can be found in the log file:
STAGING_DIR/resa/application/log/ReSAinstall.<timestamp>analyze. Log

The detailed list of patch files can be found in RETAIL_HOME/
orpatch/logs/detail_logs/analyze/details/

If you are using an X server such as Exceed, set the DISPLAY environment
variable so that you can run the installer in GUI mode (recommended). If you are
not using an X server, or the GUI is too slow over your network, unset DISPLAY
for text mode.

Run the install.sh script. This launches the installer. After installation is
completed, a detailed installation log file is created
(ReSAinstall.<timestamp>.log).

Test the ReSA Application

After the application installer completes you should have a working ReSA application
installation. To launch the application, open a web browser and go to
http:/ /host:httpport/ResaPortal

Examples:

http:/ /<vip_hostname>:<OHS_PORT>/ResaPortal /faces/HomeYou should use
a user/password that you built in the previous Case study guide to Load LDIF
files in LDAP.

The default, preloaded user supplied in the LDIF scripts for testing this installed
application is RESA_SU; the password is <the password which you have given in
the LDIF file RGBU-oid-create-users.ldif as part of loading LDIF files into the
LDAP>.

REST Web Service Disable/Re-enable

If you want to disable or enable RST web services for Merchandising Mobile, perform the
following procedures.

Disable REST Web Services war
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Login to the WebLogic Administration console with username/password.

Click the Deployments in the domain structure panel which will list all the
applications deployed under that domain.

In Summary of Deployments click resal5 application.
Click the Target tab and click Lock & Edit.

Check the ResaReSTServices under Target Assignments and click Change
Targets.

Uncheck the server and click Yes.

Click Activate Changes for the changes to become effective.



Re-enable REST Web Services war

Single Sign-On
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Login to the WebLogic Administration console with username/password.

Click the Deployments in the domain structure panel which will list all the
applications deployed under that domain.

In Summary of Deployments, click resal5 application.
Click the Target tab and click Lock & Edit.

Check the ResaReSTServices under Target Assignments, and click Change
Targets.

Check the server, and click Yes.
Click Activate Changes for the changes to become effective.

Note: This section assumes the Oracle WebLogic Server has
already been registered with the Oracle Access Manager
(OAM) via the oamreg tool. See the Oracle Single Sign-On
(OAM using webgate) documentation for details.

If you are using ReSA in an Oracle Single Sign-On environment, then the ReSA root
context must be protected. Modify the following files.

mod_wl_ohs.conf located in
<WEBLOGIC_HOME?>/Oracle_WT1/instances/instancel /config/OHS/ohs1

LoadModule weblogic_module
"${ORACLE_HOME}/ohs/modules/mod_wl_ohs.so"

<IfModule weblogic_module>

</IfModule>

<Location /console>
WebLogicHost <weblogichostname>
WebLogicPort <AdminServerPort>
SetHandler weblogic-handler
</Location>

<Location / ResaPortal-Portal-context-root />
WebLogicHost <weblogichostname>
WebLogicPort <resaserverport>
WLCookieName RESASESSIONID
SetHandler weblogic-handler
</Location>

<Location /adfAuthentication>
WebLogicHost <weblogichostname>
WebLogicPort <resaserverport>
WLCookieName RESASESSIONID
SetHandler weblogic-handler
</Location>

Note: In the above, modify ‘ResaPortal-Portal-context-root’
with the context root name used for installing the ReSA
Application.
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Appendix: REIM Application Installer

Screens

Below are the details of Application installer screens for REIM.

= Starup Screen

M Irewnice Matching Installer - Qracle Retail@mspllacs.us.oracle.com EI =1 IEI

ORACLE"

Oracle Retail Invoice Matching

This will install the RelM w15 Java application. The RelM Installation Guide provides details
on every value requested by this installer. Please read it before proceeding.

Requirerments:
* See Release Notes and Installation Guide for OS requirements.
* See the Installation Guide for Weblogic and Database require...
* See the Installation Guide for RMS reguirements.

* See the Installation Guide for other software requirements.

The installer will ask you for the following information
* RelM and RMS database settings
*weblogic environment details, such as ports and server names

* The alias for each usernamespassword pair must be unigue

| €3 Cancel | 2] |@ Mext |

® The Installation Component Selection window opens.

(4]

You need the following details about your environment for the installer to successfully
deploy the SIM application. Depending on the options you select, you may not see some
screens.



X Tnwoice Matching Installer - Oracle Retail@msp00acs.us.oracle com EI = @

ORACLE

| Installation Component Selection |

Please select the components to install:
* Select 'Install REIM' for installing REIM without Oracle Retail Operational Insights (OI).
* Select 'Install REIM and OI' to install REIM with Ol configurations.

- Select this option to install REIM application with Ol configurations OR to re-configure
the existing REIM installation with Ol Refer Installation Guide for post installation steps of
al,

- This aption will re-install REIM if it is already installed.
- Pre-requisite : OBIEE should be installed. This option will ask you details related to B

Select the Installation Options: ) Install REIM
(3} Install REIM and ol

[@Cancel”@Back”QNE}{t]

®= The ReIM Application RETAIL_HOME opens. Update host details.
l N Irveoice batching Installer - Oracle Retail@mspllacs.us.oracle.com E“E'@

ORACLE

‘ RelM Application RETAIL_ HOME ‘

-

Please enter the directory where the RelM application files and batch scripts will be
installed. Please keep track of this directory, it should remain in place after installation
and will be used to apply future patches.

RelM Application RETAIL HOME |quCI,’prbiects,fi2eefreimZ[ Select Fal...

[@Cancel”@Elack”@Next]
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K Irwenice Matching Installer - Oracle Retail@msp0lacs.us.oracle.cam
| Host Details |
Please enter the hostname that the componentis) will be installed on. This should
match your current host.
Hostname |msp00acs.u5.orac|e.com
[ €3 cancel ] l@ Back ] IO Next ] | *+ Install
®  Security Details

K Irrvoice Matching Installer - Oracle Retail@mspllacs,usoracle.com

E=B[E=H

ORACLE

‘ Security Details |

Provide security details for the REIM application

Mote: enabling SSL reguires that security certificates have been configured and installed
for this WeblLogic domain. The AdminServer and all managed servers must then be
configured to use S5L.

Enable SSL for REIM?

() Yes
(=) Mo

’ €3 Cancel l I 9 Back l I @ Mext ] | ¥ Install

= JDBC Security Details
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K Irrwoice Matching Installer - Oracle Retail@mspl0acs us.oracle.com EI = @

ORACLE

| JDBC Security Details ‘

Enahling Secure |DBC requires that security certificates have been configured and
installed for this WebLogic domain.

Enahle Secure |DEC connection
)¥Yes
(&) Mo

l@CanceI”QBack”ONem] =

= Data Source Details
K Irevoice Matching Installer - Qracle Retail@mspDDac;.'us.oracIe.com EI E ||

ORACLE

‘ Data Source Details ‘

Provide the details for the Invoice Matching data source
FelM/RMS |DEC URL |-ac|e:thin:@mspmawp-r:1521;DOLRP04APP|

RelM/RMS schema user [RMSOLAFF |

RelM/RMS schema passward

Enter the RMS schema owner. This is usually the same as the RelM/RMS schema enterad

above
RMS schema owner |F{M501 |
REIM schema user alias |DB—ALIAS| |

(The alias for each username/password pair must be uniguel

’@Cancel”@Back”QNe:{t] e

= Application Deployment Details
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K Irrvoice Matching Installer - Oracle Retail@msp0lacs,usoracle.com

ORACLE

‘ Application Deployment Details ‘

The default walues shown below are examples

RelM app deployment name

|reim15 |
Enter the REIM weblogic managed server or cluster,
REIM servericluster

|Cluster—reim |

’ €3 Cancel ] IG Back ] IO Mext ] | ¥ Install |
Update WebLogic Administrative User

K Irevnice Patching Installer - Oracle Retail@mspllacs.us.oracle.com

L= = e
ORACLE

| weblogic Administrative User |

Enter the administrative user and password for the Wehblogic Server to which the
application will be deployed.

Hostname msp00acs. us, oracle.com
weblogic admin port Fool

Weblogic admin user welklogic

Wwehlogic admin password LEEELER Y

wiehlogic admin alias wls-alias

{The alias for each username/password pair must be unigue)

[QCanceI][@ Back”@ Next“ ¥ Install |

You can also update the Webservice Account validation.
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X Inwoice Matching Installer - Oracle Retail@mspllacs.us.oracle.com EI =1 IEI

ORACLE

‘ Webservice Account Validation Details ‘

Provide the details for the Invoice Matching YWehservice Account Walidation URL

Please provide Account Walidation Yeb Servic...

Should Account Validation Web Service invocation be done with credentials?

I ¥es
(3) No

’@Cancel”@Back”@Ner{t]

The Web service provider URL used for drilling forward from the ReIM application. This
information is from the financial application to which you are integrating (for example,
Oracle E-Business Suite). Leave this field blank if there is no integration with a financial
application.

K Irevoice Matching Installer - Oracle Retail@mspllacs.us.oracle.com EI = @

ORACLE

| Enable Account Validation Drill Forward Credentials |

Provide the details for the Invoice Matching Webservice Account Validation Drill Forward
Credentials for REIM

Please prowvide Drill Forward Web Service URL

Should Drill Forward Weh Service invocation be done with credentials?

() yes
@ Mo

’@Cancel”GBack”QNem]
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K Irrvoice Matching Installer - Oracle Retail@msp0lacs,usoracle.com EI =] [E

ORACLE

‘ Enable Account Validation Drill Forward Credentials ‘

Provide the details for the Invoice Matching Websenvice Account Validation Crill Forward
Credentials for REIM

Please provide Drill Forward Web Service URL

Should Drill Forward Web Service invocation be done with credentials?

() ¥es
(3) Mo

’@ Cancel HG Back HQ Mext H ¥+ Install |

=  The Batch User Credentials window opens.
K Irewoice Matching Installer - Oracle Retail@mspllacs.us.oracle.com EI =

ORACLE

| Batch User Credentials |

Provide the credentials for the Batch User
Batch user [ADMIN] |

Batch User passward
Batch user alias [BATCH-ALIAS |

{The alias for each username/password pair must be unigque

[ €3 Cancel l ’G Back l ’Q Mext ] | ¥ Install

= Update OHS Webtier details
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K Inwoice Matching Installer - Oracle Retail@mspllacs.us.oracle.com

(=] & [

ORACLE

‘ OHS Web Tier

Are you running an OHS weh tier for use in Oracle Single Sign-0On andior a Clustered
Environment?

(2) ¥es
()Mo

[ €3 cancel ] [G Back ] [Q Mext ] | ¥ Install

I
Invoice Matching Installer = Oracle Retail

OHS Web Tier Details

Please enter the OHS web tier details.

OHS web tier connection protocal (@) http

() https
OHS web tier host

msp00acs-acfvip.us.oracle.com

OHS web tier port 7777

[ €3 cancel ] [G Back ] [Q Next ] | = Install

= OBIEE Details
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K Inwoice Matching Installer - Oracle Retail@mspllacs.us oracle.com EI =

K Irrvoice Matching Installer - Oracle Retail@mspllacs.usoracle.com EI =

ORACLE

‘ OBIEE Details ‘

OBEIEE connection protocal (@) http

() https
OEIEE hostname |mspOOacz.us.oracIe.com |
OBIEE Managed Server port 7333 |
OBIEE SSO port 7777 |

Leave blank if not using S50

OBIEE Impersonate User Name |B|ImpersonateUser |

OBIEE Impersonate User Alias |bi|mpersonateUserAIias |

OBIEE Impersonate User Password

OEIEE Static Resources Location |)acz—ada—uip.us.0rac|e.c0m:????;ana|y|

Leave blank to set Static Resources Mode to automatic

’ €3 cancel ] I 9 Back ] I €D Mext ] | ¥ Install

* Installation Summary.

ORACLE

‘ Installation Summanry ‘

Summary of Installation

Hostname |mspDDacs.us.oracIe.com |
RelM Application RETAIL HOME |quDIproiectSIQeefreimlSOHACS |
Enahble SSL far REIM |false |
Enshle Secure]DBEC for REIM |false |
Data Source URL hin:@msp00awp-r1521/D0LRPO4APP
Data Source Username RMSOLAPP

Data Source Alias DE-ALIAS

Schema Owner RMSO1

[ &3 cancel ] [G Back ] [Q Mext “ ¥ Install




M Inwoice Matching Installer - Oracle Retail@mspllacs.us.oracle.com EI

ORACLE

‘ Installation Summary ‘

Surmmary of Installation

App Mame |reim15 |
weblogic Managed Server/Cluster |Cluster—reim |
App Server Host |msp0Dacs.us.oracIe.com |
weblogic Admin Port 7081 |
weblogic Admin User |Web|0qic |
weblogic Admin Alias |Wls—alias |

[ €3 cancel ] [G Back ] [6 Mesxt l | ¥ Install |

a( Inwoice Matching Installer - Oracle Retail@mspllacs.us.oracle.com EI

ORACLE

‘ Installation Summanry ‘

Summary of Installation

Batch User [ADMIN |
Batch User Alias |BATCH-ALIAS |
OHS Web Tier Itrue |
OHS Web Tier Protocol http |
0OHS Wweb Tier Host |mspDDacz-ada-\xip.us.oracle.com |
OHS Web Tier Port 7777 |

[ €4 cancel ] [G Back ] [9 Mext “ ¥ Install
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@( Ireenice Matching Installer - Oracle Retail@mspllacs.us.oracle.com El =] @

ORACLE

| Installation progress |

[ show Details| Click Install to continue

l@CanceI”G Elack] (%]

= Click Install and once it is completed click Finish.

Note: Copy the Retail Home content from APPHOST1 to
APPHOST?2 after installation is completed. This Note is valid
for all the Clustered application Installation. Ex ReSA, RelM,

Alloc, SIM and RPM
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Appendix: Oracle Retail Allocation
Application Installer Screens

Below are the details of Application installer screens for ALLOCATION.

You need the following details about your environment for the installer to successfully
deploy the Oracle Retail Allocation application. Depending on the options you select,
you may not see some screens or fields.

= Installation startup screen

KAllocationlnstaller-Oracle Retail@rmspllacs us.oracle.com EI = @

ORACLE"

Oracle Retail Allocation

-

This will install the Allocation and ORAAC Jawa applications, The Allocation Installation
Guide provides details on every value requested by this installer. Please read it befare
proceeding.

Requirernents:
* See Release Notes and Installation Guide for OS requirements.
* See the Installation Guide for Weblogic and Database require...
* See the Installation Guide for RMS reguirements.

* See the Installation Guide for other software requirements.

The installer will ask you for the following information:
* Allocation, AllocAsyncTask, and RafAsyncTask database settin...

* fllocation Cale Queue JMS settings

[«]

*wWahl naic anvirnnment details. such as nofts and sereer namas
| €3 Cancel | T |O Mext |

= Installation Component Selection.
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K Allocation Installer - Oracle Retail@rmsp0lacs.us.oracle.com EI =] @

ORACLE

‘ Installation Component Selection

Please select the components to install:

* Select 'Install Alloc' for installing Allocation without Oracle Retail Operational Insights
(ol

* Select 'Install Alloc and OI' to install Allecation with 01 configurations.

- Select this option to install Allocation application with Ol configurations OR to
re-configure the existing Allocation installation with ©I. Refer Installation Guide for post
installation steps of Ol

- This option will re-install Allacation if it is already installed.

- Pre-requisite : OBIEE should be installed. This option will ask yvou details related to BI.

Select the Installation Cptions: O Install Alloc
(@) Install Alloc and Ol

[@Cancel”GElack”QNext]

= Update Allocation Application RETAIL_HOME

a{ Allocation Ihstaller - Oracle Retail@mspllacs.us.oracle.com El = @

ORACLE

‘ Allocation Application RETAIL_ HOME ‘

Please enter the directory where the Allocation and ORAAC application files and batch
scripts will be installed. Please keep track of this directory, it should remain in place
after installation and will be used to apply future patches.

Allocation Application RETAIL HOME acts,fi2eefALLOC15HACS[ Select Fal...

[@Cancel”@Back”QNE}{t]

= Update Host details.



'a( Allacation Installer - Cracle Retail@mspllacs.us.oracle.com El =l [E
ORACLE

‘ Host Details

Please enter the hostname that the component{s) will be installed on. This should
ratch your current host.

Hostname

|mspDDacs.us.oracIe.com

[ €3 cancel ] [@ Back ] [Q Mext l | ¥ Install

Security details for application

'K Allocation Installer - Oracle Retail@msplacs.us.oracle.com EI =
ORACLE

‘ Security Details

Provide security details for the application

Nate: enabling S5L requires that security certificates have been configured and installed
faor this Weblogic domain. The AdminServer and all managed servers must then be
configured to use SSL.

Enakle S5L?

) Yes
(@) Mo

I €3 cancel ] [@ Back ] [Q Mext “ ¥ Install

Update with Application server details.
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.a( Allocation Installer - Oracle Retail@rmspllacs.us.oracle.com EI =l .
ORACLE

‘ Application Server Details ‘

Hostname |mspDOacs.us.oracIe.com

WebLogic Admin Port 7151

Weblogic Admin User

Weblogic Admin Password

Please re-enter password

|

|

|Web|oqic |
|

|

Using an alias increases the security of your application.
WeblLogic Admin User Security Alias |WI5AIias |

{The alias for each username/password pair must be unigue)

I €3 cancel ] [G Back ] [9 Mext l | ¥ Install

Update Application Deployment details.

K Allocation Installer - Oracle Retail@rmspOacs.us.oracle.com

Lo & =]
ORACLE

‘ Allocation Application Deployment Details ‘

The default values shown below are examples.

Allocation App Deployment Name allocls
Allocation Context Root

allocls

Enter the name of the Allocation Weblogic managed server or cluster,
Allocation Server/Cluster

Cluster-alloc|

[ €3 cancel ] ’ @ Back ] ’ @D Newt ] | = Install

= The JDBC Security details window opens.
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K Allocation Installer - Oracle Retail@rmsp00acs.us.oracle.com

Lol © s
ORACLE

| |DBC Security Details |

Mote: Enabling Secure |DBC requires that security certificates have been configured and
installed for this WehLogic domain.

Enable Secure |DBC connection
) ¥es
(2) Mo

[@Cancel”@Back”QNE}{t] W

Update Allocation datasource details.

K Allocation Installer - Oracle Retail@rmsp00acs,us.oracle.com

=] =
ORACLE

| Allocation Data Source Details ‘

Provide the details for the ALLOC data source.
Alloc/RMS JDBC URL

|racle:thin: @msp00avyp-r:1521/DOLRF 04APF |
|rmleapp |

Allocation Schema User

Allocation Schema Password

Using an alias increases the security of your application.
Database User Security Alias

dsallocalias

RMS Scherna Ownear

rrns0l
{The alias for each username/password pair must be unigue)

[@Cancel”@Back”QNE}{tl W

= Update Batch Details.
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|E Allocation Installer - Oracle Retail@rmspllacs.us.oracle.com

=] & s
ORACLE

| Batch Details ‘

Provide the details for the Alloc Batch user
Batch User Marne

ALEX ADMINISTRATOR

Batch User Alias allocls

Batch Passphrase

[@Cancel”@Back”QNE}{tl W

Update Batch user name as Admin user (Ex: ALLOCATION_ADMIN)
= JMS Provider details.

K Allocation Installer - Oracle Retaill@rmspllacs. us.oracle.com

Lo & (=]
ORACLE

‘ MS Provider |

The Allocation application uses Weblogic IMS for its cale gueue, Weblogic JMS is built into
the wehblogic server in which the Allocation application will run.

Enter the Weblogic JMS Module name which the |MS Queues will be installed to
Allocation JMS Module

|aIIOcJMSModuIe |

Enter the name for the gqueue used by this Allocation application. This is not a fully

qualified JNDI name. The JNDI name will be constructed using this gueue name The
default value is given as an example.

Cale Queus Mame

|caIcQueue |

’@Cancel”@Back”QNem] -

Enable OHS Webtier and update details
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(o] & =)

K Allocation Installer - Oracle Retail@mspllacs.us.oracle.com
ORACLE

‘ OHS Web Tier

Are you running an OHS web tier for use in Oracle Single Sign-On and/or a Clustered

Enviranmeart?
(=) Yes

() Mo

[ €3 cancel ] [@ Back ] [Q Mext ] | " Install |

(o] & =)

K Allacation Installer - Oracle Retail@mspllacs us.oracle.com
ORACLE

‘ OHS Web Tier Details

Please enter the OHS weh tier details.

OHS web tier connection protocol (3) http
() https
OHS web tier host |mspDOacs—acf—uip.us.oracle.com |
7777 |

OHS web tier port

[ €3 cancel ] [G Back ] [0 Mext ] | ¥+ Install

Set default JAZN mapping to Yes.
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KAIIUcationInstaller—Oracle Retail@rmspllacs.us.oracle.com EI =1

ORACLE

‘ Default JAZN Mappings ‘

If yes is choosen, the existing role mappings (if any) will be replaced with default walues.
YYou may need to redo these role mappings to suit your business model

Use default |AZN Mappings?

(3) Yes
O Mo

’@ Cancel ] [GBack ] [QNext” ¥+ Install |

= The OBIEE Details window opens.

K Allocation Installer - Oracle Retail@mspllacs.us.oracle.com

ORACLE

| OBIEE Details ‘

OBIEE connection protocal (2) http

() https
JEIEE hostname |mspDOacz.us.0racle.com |
OBIEE Managed Server port 7333 |
OBIEE SSO port 7777 |

Leave blank if not using S50

OBIEE Impersonate User Name |BllmpersonateUser |

OBIEE Impersonate User Alias |bi—a|ias |

OBIEE Impersonate User Password

OBIEE Static Resources Location |:DCIacz-ada-uip.us.oracle.com:????fanalvticsl|
Leave hlank to set Static Resources Mode to automatic

[ €3 cancel ] [@ Back ] [Q Mext ] | % Install

=  The Installation Summary window opens.
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3 Allocation Installer - Oracle Retail @mspl0acs.us.oracle.cam =] @ |

ORACLE

| Installation Summary ‘

Sumrmary of Installation

Install Alloc and 07

Allocation Application RETAIL HOME
Hostname

Enable SSL?

Digakle non-SSL port?

Hostname

Weblogic Admin Port

Weblogic Admin User

WeblLogic Admin User Security Alias
Allocation App Deployment Mame

Allocation Context Root

|true

|IuDOIproiectSfiQeemLLOCl SHACS

|m5pDDacs.us.oracIe.com

|fa|se

|fa|se

msp00acs. us aracle.com

71351

wehblogic

wlsalias

|a|l0c15

|a|l0c15

L]

[ €3 Cancel ] ’G Back ] ’0 et l | ¥ Install |

= Click Install and click Finish once the deployment is completed.
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Appendix: SIM Application Installer Screens

Below are the details of Application installer screens for SIM.

You need the following details about your environment for the installer to successfully

deploy the SIM application. Depending on the options you select, you may not see some
screens.

= SIM startup application Screen

M Store Inventory Management Installer - Cracle Retail@mspllacs.us.oracle.com EI' = '@

ORACLE

Oracle Retail Store Inventory Management

This will install the SIM Java application. The SIM Installation Guide provides details on
every value requested by this installer, Please read it before proceeding.

Reguirements:
* See Release Motes and Installation Guide for 05 requirements.
* See the Installation Guide for Weblogic and Database require...
¥ See the Installation Guide for SIM database schema reguirem...

* See the Installation Guide for other software requirements.

The installer will ask you for the following information
*¥vireblogic ervironment details, such as ports and instance na...
* SIM database details

¥ LDAP directory senver settings

(4]

| €3 cancel | T |@ Mext |

= Installation Type

,E Store Inventory Managerment Installer - Oracle Retail@rmspllacs.us.oracle.corm EI' =] '@

ORACLE"

Installation Type

The SIM application can be installed on two types of servers Standalone server or Cluster
servers, The default Installation is Standalone server, alternatively you can choose
cluster installation

Which Installation method will vou use?
() Standalone server

(2 Cluster servers

| €3 carcel || @ Back || @ Mest |
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= Update Cluster Load — balancer Address.

|E Store Inventory Management Installer - Oracle Retail@msp00acs.us.oracle.com

ORACLE

| cluster load-balancer Address |

Please enter the Cluster address/load-balancer DNS server name

Load-Balancer/Cluster DNS Address mspl0acs-acfvip.us. oracle.cor| |

[@ Cancel l ’G Back l ’O Mext ] | ¥ Install

=  Security Details for SIM

K Store Inventory Management Installer - Oracle Retail@mspllacs.us.oracle.com El = [E

ORACLE

| Security Details |

Provide security details for the SIM application

Mote: enabling SSL requires that security certificates have been configured and installed
far this WeblLagic domain. The AdminServer and all managed servers must then be
configured to use SSL.

Enable SSL for SIM?
() ¥es
(2) Mo

[ €3 cancel l [G Back l [O Mext ] | ¥ Install

= Update Application Server Details



X Store Inventory Management Installer - Oracle Retail@rmsp0lacs.us.aracle.com EI = @

ORACLE

‘ Application Server Details ‘

MNaote:if SSL is enabled, this value MUST match the DNS name used in the SSL certificate.
Weblogic Server Hostname |msp00acs.us.0rac|e.com |

MNote: if SSL is enabled, this value MUST match SSL Port.
weblogic Server Port |?141| |

weblogic Admin User Mame |WEb|0qu |

wWeblogic Admin User Password

I@Cancel”@Back”QNE}{t]

= Update Application Deployment Details

@( Store Inventory Management Installer - Cracle Retail@mspllacsus.oracle.com El =] @

ORACLE

| Application Deployment Details |

Provide the following details for the SIM application being installed. The default wvalues
shown below are examples.

Client Context Root sim-client

Mobile Server Context Root sirn-rmohile

You can deploy to a single managed server or a cluster of servers. You can deploy to

the AdminSenser for testing purposes, but this is not recommended for production
deployments.

Weblogic serverfcluster Cluster-sim

[@Cancel”@Back”QNE}{t]

= Choose Apps to Integrate with SIM.
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KStoreInuentoryManagementlnstaller—OracleRetail@mspDDacs.us.oracIe.com EI =1

ORACLE

‘ Choose Apps to Integrate with SIM ‘

Choose which applications you would like to integrate with SIM.

Configure RIE for SIM?
Configure RPM far SiM?
Configure RMS far SiM?
Configure Manifest for SIM?
Configure OMS for SIM?

& & & E [E

’ €3 cancel ] [G Back ] [@ Mext ]l ¥+ Install

= Update RIB Integration Details

K Store Inventory Managerment Installer - Cracle Retail@rmspllacs.us.oracle.com

ORACLE

| RIB Integration Details ‘

If SIM will be integrated with RIE, then provide the details (Optional).

Mote: If RIB SIM uses S5L, use t3s as the protocol. Otherwise use t3.

RIE SIM Provider URL 1sp00acl-acm-vip us. oracle.com: 701 2/rib-sim
RIE Publish User Mame (SIM to RIE) ribadmin
RIB Publish User Password
SIM Inject User Mame (RIE to Sk} simn.rib
SIM Inject User Passward EEEEELE
[ €3 cancel ] IG Back ] IQ Mext ] | ¥ Install




a(StoreInuentoryManagementlnstaller—Oracle Retail@rmspllacs.us.oracle.com EI =] @

ORACLE

‘ RIB Integration Details ‘

If SI will be integrated with RIE, then provide the details (Optional).

Note: If RIE SIM uses SSL, use t3s as the protocol. Otherwise use t3.

RIE SIM Provider URL |t3:ffmspDOacI—acm—uip.us.oracle.com:????l"ril|
RIB Publish User Name (SIM to RIB) ribadrmnin |
RIE Publish User Password IEEEEER L

|
SIM Inject User Name (RIB to SIM) |sim.rib |
|

SIM Inject User Password

[@Cancel”@Back”QNem]

= RPM Webservice policy.

Please refer to the Oracle Retail Store Inventory Management Security Guide to learn
more about Policy A and Policy B. Here I have not selected the POLICY.

K Store Inventory Management Installer - Cracle Retail@mspllacs.us.oracle.com EI =] @

ORACLE

‘ RPM WebService Policy |

Select the web service security policy for integration with RPM

MNone "]

’@Cancel”GElack”QNext]

= RPM Integration Details

This screen will be displayed if the Configure RPM for SIM option is checked on
the Choose Apps to Integrate with SIM screen.
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.ﬁmﬁt;!ly.ﬁ.!nagtmntln.r‘ﬁ.lﬁr- &atfgR;b!i:@n:pailws-ui-onae-cnm =] |@

ORACLE

RPM Integration Details

RPM Price Change WSDL URL |p00alm-akp-ip.us. oracle.com: 7777/re
RPM Price Inquiry WSDL URL |nspﬂ Dalm-akp-vip.us.oracle.com: 7777,

| €@ cancel || @ Back || @ Next ||+

Note: If the user chooses to integrate SIM with RPM then
RPM installation is a pre-requisite to installing SIM.

= RMS Web service Policy

This screen will be displayed if the Configure RMS for SIM option is checked on the
Choose Apps to Integrate with SIM screen.

M Store Imventory Managernent Installer - Oracle Retail@rmspllacs us.oracle.com EI

ORACLE

‘ RMS WebService Policy ‘

Select the web service security policy for integration with RMS

None ']

#* Install

[@Cancel”@Back”@NE}{tl




=  Screen: RMS Integration Details

This screen will be displayed if the Configure RMS for SIM option is checked on
the Choose Apps to Integrate with SIM screen.

K Store Inventory Management Installer - Cracle Retail@mspllacsus.oracle.com El =] [E

ORACLE

| RMS Integration Details |

RMS Store Order WSDL URL

3pOOaIm—akp—uip.us.oracle.com:????ml

[@Cancel”@ Back”@ Next“ * Install |

Note: If there are no policies, then the above screen can be
left blank.

=  Screen: Manifest Web service Policy

KStoreInventor}fManagementlnstaller-OracleRetail@mspUUacs.us.oracIe.com EI = [E

ORACLE

| Manifest WebService Policy ‘

Select the web senvice security policy for Manifest integration

None ']

[ €3 Cancel ] [G Back ] [0 Mext l | ¥ Install
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= Screen: Manifest Integration Details

This screen will be displayed if the Configure Manifest for SIM option is checked
on the Choose Apps to Integrate with SIM screen.

K Store Inventory Management Installer - Cracle Retail@msp00acs us.oracle.com EI =1

ORACLE

| Manifest Integration Details ‘

Manifest WSDOL URL |JCICIaIm-akp-\.fip.us.oracle.com:????}StJ

[ €3 Cancel ] ’G Back l ’6 Mext l | ¥ Install

=  Screen: OMS Web service Policy

This screen will be displayed, if Configure OMS for SIM option is checked on the
Choose Apps to Integrate with SIM screen.

a{StoreInuentoryManagementlnstaller—Oracle Retail@rmspllacs.us.oracle.com EI = [E

ORACLE

‘ OMS WebService Policy ‘

Select the web service security policy for integration with OMS

Mone ']

[ €3 cancel ] [G Back ] [Q Mext “ ¥ Install
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=  Screen: OMS Integration Details

This screen will be displayed if the Configure OMS for SIM option is checked on
the Choose Apps to Integrate with SIM screen.

N Store Inventory Management Installer - Oracle Retail@msp0lacs.us.oracle.com EI =

ORACLE

‘ OMS Integration Details ‘

OMS WSDL URL |nspOOaIm—akp—uip.us.0rac|e.com:????;|

’ €3 cancel ] I 9 Back ] I € Mext ] | ¥ Install

JDBC Security Details and Datasource details.

KStoreInventoryManagementlnstaller—Oracle Retaill_ll@mspﬂﬂacs.us.oracle.com EI =] [E

ORACLE

‘ |DBC Security Details ‘

Note: Enabling Secure |DEC requires that security certificates have been configured and
installed for this WebLogic domain.

Enable Secure JDBC connection
() Yes
(@) Mo

[ €3 cancel ] [ & Back ] [ € Mext ] | ¥ Install

179 Oracle Retail High Availability Case Study — Retail Applications Installation



180

KStoreInuentoryManagementlnstaller—OracleRetail@mspDDacs.us.oracIe.com EI =1 @

ORACLE

‘ Data Source Details ‘

See |nstall Guide for JDBC URL format I
SIM |DEC URL |thin:@mspaoawp-r:1521;DOLRP04R|B|

SIM Database Schema Owner User Mame |5im013pp

SIM Database Schema Cwner User Passw...

SIM Database Admin User Name |sim01 adm

SIM Database Admin User Password

SIM Database Business User Name gm0l bsi

SIM Database Business User Password LR

SIM Database MPS User Mame sim01l mps

SIM Database MPS User Password LEEEEE

SIM Database Security User Mame |sim01 sec |

SIM Database Security User Password

[@Cancel”@Back”QNem]

* Update LDAP Server Details

a{StoreInventoryManagementlnstaller—OracleRetail@mspDDacs.us.oracIe.com EI =1 IE'

ORACLE

‘ LDAP Server Details ‘

SIM requires the use of an LDAP directory for storage of its user, role, and store entries.
Please provide the details for your LDAP directory.

Nate: If the Idap server is configured to use SSL, use Idaps as the protocol. Otherwise
use ldap.

LDAP Server URL |dap:ﬁmspDOacz-ada-vip.us.oracle.com:BDGO|

Enter the search base DN. This is a directory entry under which SIM will search for user
and store entries

LDAP Search Base DN |dc=us.dc=orac|e.dc=com |
Enter the search user DM, SIM will authenticate to the LDAP directory as this entry.

LDAP User DN radmin,cn=Users,de=us dec=oracle,dc=cam
LDAP User Password EEEEELY

[@Cancel”@Back”QNem]




= Mail Session Details

K Store Inventory Management Installer - Oracle Retail@mspllacsusoracle.com EI = @

ORACLE

| Mail Session Details |

SIM Mail SMTP Host |m5pDDacs.us.0racle.com |
Enable S5L for mail session connection (5 Yes
)Mo

SIM will send emails using this port.
SIM Mail SMTP Port |25 |
SIM Mail User Name | |

SIM Mail User password | |

Enable authentication for mail session co... () Yes

()Mo
Mote: Enabling STARTTLS requires that an appropriate trust store must configured
Enable STARTTLS (2) ¥es

(Mo

[@Cancel”@Back”ONe;{t] e

=  Wireless Server Details
K Store Inventory Management Installer - Oracle Retail@msp00acs usoracle.com EI = @

ORACLE

| Wireless Server Details |

Mote: this must be a valid user,

Wireless Server User Mame |sim.wire|ess |

Wireless Server User Password

Enter wirgless port number, SIM's wireless server will listen for incoming messages from
wireless devices on this port.

SIM Wireless Server Port 140002 |
Enable S5L for Wiraless Senear IYes
(3) Mo

[@Cancel”@Back”QNE}{t] W
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= Batch Server Details

K Store Inventory Management Installer - Oracle Retail@mspllacs.us.oracle.com El

ORACLE

| Batch Server Details |

Mote: this must be a valid user,
Batch User Marne |sim.batch |

Batch User Password

l €3 cancel ] l@ Back ] IQ Next ] | ¥+ Install |

= Server User Details

K Store Inventory Management Installer - Oracle Retail@mspllacs.us.oracle.com El

ORACLE

‘ Server User Details ‘

MNote: this must be a valid user.
SIM Server User Mame sim.server

SIM Server User Password

l €3 cancel ] ’ @ Back ] ’ @€ Newt ] | ¥ Install
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= Internal Security Installation User Details

KStoreInventoryManagementlnstaller—Oracle Retail@rmspllacs us.oracle.com EI =]

ORACLE

‘ Internal Security Installation User Details ‘

SIM Internal Security Installation User Mame  |sim.install

SIM Internal Security Installation User Pas... LR RN EE

’ &3 cancel ] [G Back ] [9 Mext ] | ¥ Install

= SIM Webservice Provider Policy

K Store Iventory Managernent Installer - Oracle Retail@mzpllacs us.oracle.com

ORACLE

‘ SIM WebService Provider Policy ‘

Select the Policy for securing SIM integration weh services

[None {disables access) ']

[ €3 cancel l [G Back ] [ € Next l | ¥ Install
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Printing Details

K Store Inventory Management Installer - Oracle Retail@mspllacs.us.oracle.com

=] & (=)
ORACLE

‘ Printing Details ‘

Are you using Bl Publisher far SIM reparting?
Configure SIM reporting for Bl Publisher
Are you using SIM ticket printing?

Configure SIM ticket printing ) Mone

(2) Bl Publisher
() External WebService

’ €3 cancel ] [ @ Back ] [ €D Newt ] | * Install

= OBIEE Details.

a( Store Ivventory bManagement Installer - Oracle Retail@msp00acs.us.oracle.com

o] & ]
ORACLE

‘ Reporting BIP Details 1 ‘

Configure 5IM reporting for Bl Publisher
Bl Publisher Host

msp00acz-ada-wvip.us. oracle.com

Bl Publizher Port 7777

Bl Publisher Context Root

Hrnlpserver

Note: enabling S5L requires that security certificates have been configured.
Enable SSL for reporting (2 http

O https

’ €3 cancel ] [@ Back ] [@ Mext ] | ¥ Install

184



K Store Inventory Management Installer - Oracle Retail@mspllacs.us.oracle.com EI =] @

ORACLE

‘ Reporting BIP Details 2 |

Mote: All reports are being configured using the template base path. Flease refer to the
Implementation Guide for more details

Mote: If Bl Publisher uses S5L, use https as the protocol. Otherwise use hitp.

Reporting URL |)ac2—ada—uip.us.oracle.com :????}Hmlpsemerl

This path resides inside of Bl Publisher to hold report templates
Report Template Base Path |fElasefSIMf15 |

Feporting User Mame |retai|.user |

Reparting User Password

’@Cancel”@Back”QNe:{t] e

KStoreInventoryManagementlnstaller—Oracle Retail@rmspllacs us.oracle.com EI =] @

ORACLE

‘ Ticket Printing BIP Details 1 ‘

Configure SIM ticket printing for Bl Publisher

Bl Publisher Host msp00acz-ada-wip.us. oracle.com
Bl Publisher Port )
Bl Publisher Context Root |}{m|pser\rer

Mote: enabling SSL reguires that security certificates have been configured.
Enable SSL for ticket printing (@) http

O https

[@Cancel”@Back”QNem] --
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KStoreInventor}fManagementlnstaller-Oracle Retail@rmspllacs us.oracle.com EI E |3

ORACLE

‘ Ticket Printing BIP Details 2 ‘

Note: All reports are being configured using the template base path. Flease refer to the
Implementation Guide for more details

MWote: If Bl Publisher uses 55L, use https as the protocol. Otherwise use hitp.
Ticket Printing URL |Dacz—ada—uip.us.oracle.com:????}}{mlpsemerl

This path resides inside of Bl Publisher to hold report templates
Ticket Template Base Path |fEIasefSIMI15 |

Ticket Printing User Name |retai|.user |

Ticket Printing User Password

I@Cancel”@Back”QNem] w

=  Enable SSO
@( Store Inventory Management Installer - Cracle Retail@msp00acs us.oracle.com El =1 IE'

ORACLE

| Enable 550 in 5IM |

Oracle Single Sign-0n must be installed separately. You should only check the box below
if you hawe already set up and configured Oracle S50,

Use Oracle Single Sign On for user identification and authentication?
Enable Single Sign On in SIM?

[@Cancel”@Back”@Nem] ¥




a( Store Iventory Managernent Installer - Oracle Retail@rmsp00acs.us.oracle.com

= & ==

ORACLE

‘ Single Sign On Details

Please enter the Oracle Single Sign-On weh tier server details.

S50 Server Host

mspldacs-acfvip.us.oracle . com
FIIT

S50 Server Port

’@Cancel”@Back”QNem]

Update Manual Deployment.

K Store Inventory Management Installer - Cracle Retail@msp00acs us.oracle.com

e = s

ORACLE

| Manual Deployment Option

This installer will configure the application and app server files, Then it can proceed with
installing the application into the server. If you do not hawve filesystern access to the

application server, or you wish to depley using a different method, you can choose to
have the installer skip the final installation phase. The configured files will be made
available for your use after this installer has completed.

Install files to app server? () ¥es, | have write access to the applicati...

() Mo. Configure but do not install the appl...

[@Cancel”@Back”@Nem]
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= Installation Summary:

K Store Inventory Management Installer - Oracle Retail@mspllacs.us.oracle.com EI

ORACLE

‘ Installation Summary ‘

Summary of Installation ]

Enable SSL far SIM false

Weblogic Server Hostname mspd0acs us oracle.com

wehlogic Admin Port 7141

Wwehlogic Admin User Mame weblogic

Client Context Root |sim—c|ient |

Mobile Server Context Root |sim—mobi|e |

weblogic server/cluster |Cluster—sim |

Configure RIB for SiM |true |

Configure RPM far SIM |true |

Configure RSL far SiM |true |

FIE SIM Provider URL ||cl-acm-\.rip.us.oracle.com:????{rib-sim| E
[@Cancel”@Back”ONeMH ¥ Install

= (Click Next, and Click Finish once it is done.
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Appendix: RPM Application Installer
Screens

Below are the details of Application installer screens for RPM.

You need the following details about your environment for the installer to successfully
deploy the RPM application. Depending on the options you select, you may not see some
screens or fields.

= Installation Introduction Screen

x Price Management Installer - Oracle Retail@mspllacs.us.oracle.com EI' =] '@

ORACLE

Oracle Retail Price Management

This will install the RPM Java application. The RPM Installation Guide provides details on
every value requested by this installer. Please read it before proceeding.

Reguirements:
* See Release Notes and Installation Guide for 0S5 requirements.

* See the Installation Guide for Weblogic and Database reguire...

* See the Installation Guide for RMS reguirements.

* See the Installation Guide for other software requirernents.

The installer will ask you for the following infarmation
* RMS database settings
*Weblogic environment details, such as ports and server names

* The alias for each username/password pair must be unigue

[«]

| €3 Cancel

@ | @ mest |

= RPM Application RETAIL HOME

x Price banagement Installer - Oracle Retail@mspllacs.us.oracle.com EI' =] '@

ORACLE

RPM Application RETAIL_HOME

Please enter the directory where the RPM application files and batch scripts will be
installed. Please keep track of this directory, it should remain in place after installation
and will be used to apply future patches.

RPM Application RETAIL_HOME ects/|2ee/RPM150HACS | Select Fol... |

|@Cance|||GBack||ONe}¢|
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Update Host Details.

K Price hanagement Installer - Oracle Retail@msp0acs.us.oracle.com El =

ORACLE

| Host Details

Please enter the hostname that the component(s} will be installed on. This should
match your current host.

Hostname

|msp00acs.us.orac|e.com

[@ Cancel ] l@ Back ] IO Next ]| *+ Install |
Input the security details.

K Frice Management Installer - Oracle Retail@rmspl0acs us.oracle.com El =]

ORACLE

‘ Security Details

Provide security details for the RPM application

Mote: enabling SSL requires that security certificates have been configured and installed
far this Weblogic domain, The AdminServer and all managed servers must then be
configured to use S5L

Enable SSL for RPM?

() Yes
(@) Mo

’ €3 cancel ] [ @ Back ] [6 Mext “ ¥+ Install

Update JDBC security detail
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K Price Managernent Installer - Oracle Retail@rmspllacs us.oracle.com EI =1

ORACLE’

‘ JDBC Security Details |

Mote: Enabling Secure JDBC reguires that security certificates have been configured and
installed for this Weblogic domain.

Enable Secure |DEC connection
) Yes
(2} Mo

I €3 cancel ] I @ Back ] ’6 Mext l | ¥ Install

= Update Automatic Jar Signing
K Price banagerment Installer - Oracle Retail@rmsp00acs.us.aracle.com EI =

ORACLE

‘ Configure Automatic Jar Signing |

Please select yes if auto jar signing shall be enabled.

I Yes
(2) No

[ €3 cancel ] [G Back ] [a Mext l | ¥ Install

= Update Datasource details.
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K Price Managernent Installer - Oracle Retail@rmspllacs.us.oracle.com EI =] [E

ORACLE

‘ Data Source Details |

Provide the details for the RFM data source
RMS JDBC URL

| racle:thin: @msp00awyp-r: 1521 /DOLRFO4AFF |
RFM/RMS schema user |rm5Cllapp |

RPM/RMS schema password

Enter the RMS schema owner, This is usually the same as the RMS schema entered
above

RMS schema owner |rm5Cll |

Mote: entering an alias for this user will enhance security for this application. If left blank
it will default to the username.

RFM/RMS schema user alias |db—a|ias| |

[ €3 cancel ] [G Back ] ’ &) Next l | ¥ Install

= Default JMS provider details
K Price Management Installer - Oracle Retail@rmsp00acs,us.oracle.cam EI =

ORACLE"

‘ JMS Provider ‘

The RFM application uses Weblogic IMS for its task and chunk gueues. Weblogic [MS is
huilt into the Weblogic server in which the RPM application will run.

Enter the Webhlogic |MS Module name which the JMS Queues will be installed to
RPM |MS Module (rprmjMSModule

[ €3 cancel ] [G Back ] [Q Mext ] | ¥ Install

= Default JMS Queues details.
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X Price Management Installer - Oracle Retail@msp0lacs.us,oracle.com EI =] @

ORACLE

‘ JMS Queues ‘

Enter the name for the gueue used by this RPM application. This is not a fully gualified

|NDI narme. The JMDI name will be constructed using this gueus name The default value is
given as an example,

Task Queue Name

|tastueue |

Enter the name for the gueue used by this RPM application. This is not a fully gualified

|MDI name, The JMOI name will be constructed wsing this gueue name The default value is
given as an example.

Chunk Queus Mame

|chunkQueue

Enter the name for the gueue used by this RPM application. This is not a fully gualified

DI name. The JMOI name will be constructed using this queue name The default value is
given as an example.

Chunk Controller Quewues Mame chunkControllerjueues

|@Cancel||GBack||QNe3{t|

= Update LDAP Details.

N Price Managerment Installer - Oracle Retail@rmspllacs.us.oracle.com EI =1 @I

ORACLE

| LDAP directory server details ‘

Mote: If the Idap server is configured to use SSL, use Idaps as the protocol. Otherwise
use ldap.

LDAF senter URL

Idap:fimsp00acz us, oracle.com: 3060 |

Enter the search user DM, RPM will authenticate to the LDAF directory as this entry.
Search User DN

.admin,cn=Users, de=us dc=oracle,dc=com

Search User Password

Mote: entering an alias for this user will enhance security for this application. If left blank
it will default te the username.

Search User Alias

Idap-alias|

|@Cance|||GBack||QNext|
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K Price ManagementInstaller - QOracle Retail@mspllacs.us.oracle.com EI = @

ORACLE

‘ LDAP directory server searches

Enter the search base DN, This is & directory entry under which RPM will search for

groups
LDAP search base DN |dc=us.dc=orac|e.dc=com |
Enter the LDAP search filter for RPM to use when performing LDAF searches

LDAP search filter |(&(obiectclass=retaiIUser) %) |
attribute for usernames |uid |

The LDAR user group that contains all RPM application users.
LDAP Secure Users Group |rpm SBCUre users |

An LDAP user that is required for propagation of security privileges. It must belong to the
user group that contains all RPM application users.

LDAP Secure Resource User |rpm resource Lser |

The main filtering attribute to locate users on the LDAP.

LDAR Search Filter Attribute |0biectc|ass |
Thea critaria valius far tha filtarinn attribote nrovidad that salid nears ehaold mateh L=
[@ CanceI”GBack”QNext]
= Update RPM UI client
K Price Managernent Installer - Oracle Retail@rmsp00acs.us.oracle.com EI =] @

ORACLE

‘ RPM UI Client

Please enter the weh context root far the RPM client files.

Client Context Root |rpm—c|ient

Use Oracle Single Sign-On for user identification and authentication?
(3) ¥es, 0SS0 will provide the user name,

() Mo. The user will provide this information.

Oracle Single Sign-0On must be installed separately and the HTTF Server used to
download the RPM client must be registered with the 0SS0 server before you can use it.

[@Cancel”@Back”ONem]

= QOracle SSO Details



K Frice Managernent Installer - Oracle Retail @ msp0lacs.us.oracle.com

Lo @ [
ORACLE

‘ Oracle Single Sign-Gn Details ‘

Please enter the Oracle Single Sign-Cn web tier Details.

0SS0 web tier Server

mapddacs-acfvipus.oracle.com
7770

0SS0 web tier port

S50 token generation key Alias SS0-TOKEM-KEY-ALIAS
Select 550 token key generation type, If you select Yes The token generation key will be
regenerated on sener start-up enhancing security (Recommended) and if you select no

the token generation key must be inserted and managed manually in the credential
store (Mot recommended).

SS0 token key generation type (%) Yes, Generated on server startup

() Mo, Managed manually

[@ Cancel”@ Elack”@ Next]
= Installation Type

N Frice bdanagement Ihstaller - Oracle Retail@mspllacs.us.oracle.com

=] 5 &5
ORACLE

‘ Installation Type

The RPM application can be installed on two types of servers Standalone server or

Cluster servers, The default Installation is Standalone server, alternatively you can
choose cluster installation

Which Installation method will you use?

() Standalone server

() Cluster servers

[Q Cancel”@ Back ] [Q Nextl
= Update Cluster Address
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K Price banagement Installer - Oracle Retail@rmsp0lacs,us.oracle.com E

ORACLE

cluster load-balancer Address

Please enter the Cluster addressiload-balancer DNS server name

Load-Balancer/Cluster DNS Address mspl0acs-acfvip.us.oracle.corm| |

l €3 Cancel ] [@ Back ] IQ Mext ] | ¥ Install

= Application Deployment Details
K Price Managerment Installer - Oracle Retail@rmsp00acs.us.oracle.com EI

ORACLE

| Application Deployment Details |

The default values shown below are examples

RPM app deployment name |rpm |

Enter the RPM weblogic managed server or cluster.
RFM serverfcluster |Cluster-rpm |

[ €3 cancel ] [G Back ] [Q Mext ] | % Install

= Weblogic Administrative details



X Price Management Installer - Oracle Retail @mspOiacs,us.oracle.com EI = [E

ORACLE

‘ Weblogic Administrative Details ‘

Enter the administrative user and password for the Weblogic Server to which the
application will be deployed.

Mote:if SSL is enabled, this value MUST match the DNS name used in the SSL certificate.
weblogic hostname

mspddacs.us.oracle.com

weblogic Admin Part 7131

wWeblogic admin user weblogic
Weblogic admin passward
wWeblogic admin alias wis-alias|

[ €4 Cancel ] ’ 9 Back l [9 Mest ] | ¥ Install |
= Update Batch Credentials

K Price Managerment Installer - Oracle Retail@mspllacs us.oracle.com EI =

ORACLE

| Batch User Credentials ‘

Provide the credentials for the Batch User

Mote: this must be a walid rsm/rpm user.
Batch user

|retai|.user |

Batch User password

’ ¢34 cancel ] I @ Back l ’@ Mext l | ¥+ Install

Chose Apps to Integrate with RPM
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a( Frice Managernent Installer - Oracle Retail@rmspllacs,us.oracle.com El =]

ORACLE

‘ Choose Apps to Integrate with RPM ‘

Choose which applications vou would like to integrate with RPM.

Configure RIE for RPM?

’@ Cancel”@ Back”@ Mext H ¥ Install |

= Update RIB for RPM details
K Price hanagement Installer - Oracle Retail@msp0acs.us.oracle.com El =

ORACLE

| RIBforRPM Details |

If RPM will be integrated with RIB, then provide the details (Optional).

The app-level partition {mapname} for the credentials will be set to rpm.

rib-rpm Weblogic User |ribadmin |

rib-rprm Weblogic Passward

Mote: entering an alias for this user will enhance security for this application. If left blank
it will default to username.

rib-rpm Weblogic Alias |Web|ogic—alias |

Mote: If rib-rprn uses SS5L, use t3s as the protocol. Otherwise use t3.

rib-rprm Provider Url |SpDOacI—acm—uip.us.oracle.com:????frib—rpm|

[ €3 cancel l ’G Back l ’0 Mext ] | ¥+ Install

= Installation Summary



-a( Price Managernent Installer - Oracle Retail@rmspllacs.us.oraclecorm EI[E

ORACLE

‘ Installation Summary

Surmmary of Installation

Hostname mspldacs.us oracle. com

RPH Application RETAIL HOME fubQfiprojectsfiZee/RPML S0HACS
Enahle S5L for RPM |fa|se

Enahle Securg|DBC for RPM |fa|se

Enable Automatic |ar Signing |false

& Kewstore Alias |

|
|
|
A Kenystore Location | |
|
|
|

Data Source URL |hin:@mspDDawp—r:1521IDOLF{F'CI4AF'F'

Data Source Usernames |rm901app

Scherma Owner rrns0l

Data Source Alias db-alias -

[ €3 cancel ] [G Back ] [Q Mext l | ¥ Install |

X Price Management Installer - Oracle Retail@mspiacs.us.oracle.com T ® =

ORACLE

Installation progress

| € cancel || @ Back || € 112 || % Install

= Click Install, and once Installation is completed click OK.
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Appendix: ReSA Installer Screens

Below are the details of Application installer screens for ReSA.
= ReSA Startup screen
a{ Re3a Installer - Oracle Retail@mspllacs.us.oracle.com E'E'@.

ORACLE

Oracle Retail Sales Audit 15.0

This will install the ReSA and ORAAC |ava application. The ReSA Installation Guide provides
details on every value requested by this installer. Please read it before proceeding.

Reguirements:
* See Release Motes and Installation Guide for 0S requirements,
* See the Installation Guide for Weblogic and Database require...
* See the Installation Guide for RMS requirements.

* See the Installation Guide for other software requirements.

The installer will ask you for the following information:
*ReSa database settings

*Weblogic environment details, such as ports and server names

[4]

| @ cancel || @ | € nest |

= Installation Component Selection

N Re & Installer - Oracle Retail@msp0lacs.us.oracle.com EII [=] '@

ORACLE

Installation Component Selection

Please select the components to install:
* Select 'Install ReSA' for installing ReSA without Oracle Retail Operational Insights (01,
* Select 'Install ReSA and OI' to install ReSA with Ol configurations.

- Select this option to install ReSA application with Ol configurations OF to re-configure
the existing ReSA installation, Refer Installation Guide for post installation steps of Ol

- This option will re-install ReSA if it is already installed.
- Pre-requisite : OBIEE should be installed. This option will ask you details related to Bl

Select the Installation Options: i

Jnstall Resa
(@) Install ResA and Ol

|@Cance|||GBack||@Next|
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= Update Security details

KRESAInstaIIer—Oracle Retail@rmspllacs.us.oracle.com El = [E

ORACLE

‘ Security Details

Provide security details for the ReSA application

Mote: enabling SSL requires that security certificates have been configured and installed
far this WeblLogic domain. The AdminServer and all managed servers must then be
configured to use S5L.

Enahble SSL for ReSA

IYes
(3 Mo

’ £3 cancel ] [ @ Back ] [ € Newt ] | * Install
= Update Application Server details

K Resa Installer - Oracle Retail@rmspllacs.us.oracle.com E\ (5]

ORACLE’

Application Server Details

Hostname |mspOOacs.us.oracIe.com
webLogic Admin Fort 7181

wehlogic Admin Fassword

|
|
wiehlogic Admin User |web|oqic |
|
|

Please re-enter password

Using an alias increases the security of yvour application,

weblogic Admin User Security Alias |WISAIias |

{The alias for each username/password pair must be unigue)

[ €3 cancel ] [G Back ] [O Mext ] | ¥ Install
= Update Deployment details
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a{ ResA Installer - Oracle Retail@mspllacs.us.oracle.com EI =]

ORACLE

‘ Application Deployment Details |

The default values shown in the text boxes are examples.

FeSh App Deployment Mame |ReSA15 |

ReSA Context Root |ResAlS |

Enter the name of the ReSA Weblogic managed server or cluster,

Resh server/Cluster |Cluster—resal |
’ €3 cancel l ’ (@ Back l ’ @ Mext l | ¥ Install |

= OHS details

K Resd Installer - Oracle Retail@msplacs.us.oracle.com EI =

ORACLE

| OHS Web Tier ‘

Are you running an OHS web tier for use in Oracle Single Sign-0On andfor a Clustered
Ervironment?

(=) Yes
()Mo

[ €3 Cancel ] ’G Back ] ’0 Mext l | ¥ Install
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K Resa& Installer - Oracle Retail@rmspllacs us.oracle.com

L= & ==
ORACLE

‘ OHS Web Tier Details ‘

Please enter the OHS web tier details,

OHS web tier connection protocal (&) http

) https
OHS web tier host msp00acs-acfvip, us. oracle.com
OHS web tier port FIT?

I €3 cancel ] I €9 Back ] I € Mext ] | ¥ Install

= OBIEE Details

K Re&& Installer - Oracle Retail@msp00acs.us.oracle.com

=) =
| OBIEE Details |
OBIEE connection protocol (2) http
() https
OBIEE Hostname |mspDOacz-ada-\.rip.us.oracle.com |
OBIEE Managed Server port

(7123 |

OBIEE Impersonate User Name Blimpersonatellser

OBIEE Impersenate User Alias hi-alias

OBIEE Impersonate User Password

OEIEE Static Resources Location —ada—uip.us.oracle.com:????;analvticsll

Leave blank to set Static Resources Mode to automatic

[ €3 cancel l ’O Back l ’O Mext ] | ¥+ Install
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K Resd Installer - Oracle Retail@msplacs.us.oracle.com

ORACLE

| OBIEE Scripts Home Details ‘

Please provide OBIEE home directory.
OBIEE URL LOCATION http:ffmspDDacz—ada—\.rip.us.oracle.com:????|

[ €3 Cancel ] ’G Back ] ’0 et l | ¥ Install

a( Resd Installer - Oracle Retail@rmspllacs.us.oracle com EI

ORACLE

BIPublisher Integration

Mote:

Enable EIFuklisher integration
() Yes
I No

’ €3 cancel ] [ 9 Back ] [ € Mevt ] | % Install
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K Re5& Installer - Oracle Retail@msp00acs,us.oracle.com EI

= Bipublisher Details

ORACLE

‘ BIFublisher Details ‘

Please provide BIPublisher URL
EIPLblisher URL ﬁttp:ffmspoaacz-ada-uip.us.oracle.com:????;|

[ €3 cancel ] ’ @ Back ] ’ @ Mewt ] | ¥ Install

= Installation Summary

K Resa Installer - Oracle Retail@mspllacs.us.oracle.com El

ORACLE

| Installation Summary |

surnrary of Installation

RESA Application RETAIL HOME |quDfprOiectSfi?eefRESAlSDHACS |
Hostname |mspDDacs.us.oracIe.com |
FeSA/REMS JDBC LIRL hin: @mspd0awp-r1521/D0LRPO4APP
ReSA Schema User rms0lapp

Database User Security Alias dsReSadlias

RMS Schema Owner rms0l

ReSaA App Deployment Marme |F{eSA15 |
ReSA Context Root [ReSALS |
ReSA ServerfCluster |Cluster—resa |

[@ Cancel ] [@ Back ] [Q Mext ] | = Install




—

X ResInstaller - Oracle Retail@msplilacs.us.oracle.com = s

ORACLE

Installation Summary

' Hostname [mspﬂnacs.us.uracla.cum
webLogic Admin Port {7181
Weblogic Admin User '[weblog'ic
WebLogic Admin User Security Alias \wislias
OHS Web Tier true
OHS web tier connection protocol [ﬁttp
OHS web tier host \msp00acs-acfvip.us.oracle.com
OHS web tier port (7777
OBIEE connection protocol http
OBIEE hostname [mspﬂﬂacz-ada-ﬁp.us.oracla.ccm
OBIEE Managed Server port (7123
OBIEE Impersonate User Name BlimpersonateUser
| OBIEE Impersonate User Alias |bi-alias

| €3 cancel || @ Back| | € Ne:{t]__ % Ir

K Re%8 Installer - Oracle Retail@msp0lacs.us oracle.com EIE

ORACLE

| Installation progress |

|7 Show Details| Click Install to continue

[ €3 Cancel l [G Back l | €D Mext | [ “% Install ]

= Click Install, and once it is completed Click OK and Launch application.
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Appendix: ant.install.properties - RelM

Below is the sample of ant.install.properties file generated during installation of ReIM
##H# Ant Installer - properties auto generated on Tue\ May\ 24\ 20:50:36\ PDT\ 2016

basedir = /scratch/u00/webadmin/media/REIM/CDROM/reim/application/.
ant._install _config.-version = 1.0

## Properties from Page: Introduction
input._datasource._keyStore.user =

input.datasource.keyStoreType =

input._datasource.trustStore.user =

input.datasource.trustStoreType =

## Properties from Page:SelectComponent
input_enable._obiee. integration = true

## Properties from Page:init-prop
input.obiee._protocol = http

input._obiee_host = mspOOacz.us.oracle.com
input.obiee.managed.server.port = 7333
input.obiee_sso.port = 7777

input.obiee. impersonate.user = BlImpersonateUser
input.obiee. impersonate.user.alias = bi-alias
input.obiee._static.resources. location = http://msp00acz-ada-
vip.us.oracle.com:7777/analytics

## Properties from Page:RelIMAPPRETAILHOME
input.retail _home = /u00/projects/j2ee/reiml50HACS
## Properties from Page:HostDetails

input._host = mspOOacs.us.oracle.com

## Properties from Page:Security

input.enable.ssl = false

## Properties from Page:SecureJDBC
input.enable.securejdbc = false

## Properties from Page:DataSourceDetails
input.datasource.url = jdbc:oracle:thin:@mspOOavyp-r:1521/DOLRPO4APP
input._datasource.username = RMSO1APP
input.schema.owner = RMSO1

input._datasource.alias = DB-ALIAS

## Properties from Page:ValidateDataSource

## Properties from Page:AppDeploymentDetails
input.app.name = reiml5

input_wls_target = Cluster-reim

## Properties from Page:WLSAdminUser



input_appserver.host = mspOOacs.us.oracle.com
input.appserver.admin.port = 7091
input._admin.user = weblogic

input.admin.alias = wls-alias

## Properties from Page:WAV Details
input._webservice.account.validation =
input._enable._webservice.account.validation.credentials = false

## Properties from Page: initWWAVDri I 1Fwd
input._webservice.drill _forward.alias =
input.webservice.drill_forward.username =
input._webservice.drill _forward =
input._webservice.account.validation =
input.webservice.account.validation.username =
input._webservice.account.validation.alias =

## Properties from Page:Drill Forward Details
input._webservice.drill _forward =
input_enable_webservice.drill _forward.credentials = false

## Properties from Page:WAV Credentials Skip
input.webservice.account.validation.username =
input._webservice.account.validation.alias =

## Properties from Page:Batch User Credentials
input._batch.user = ADMIN
input._batch.user.alias = BATCH-ALIAS

## Properties from Page:OHSWebTier
input._use.ohs.web.tier = true

## Properties from Page:OHSWebTierDetails
input.ohs.web._tier.protocol = http
input.ohs.web.tier.host = mspOOacs-acf-vip.us.oracle.com
input.ohs.web.tier.port = 7777

## Properties from Page:OBIEEDetails

input.obiee.protocol = http

input._obiee_host = mspOOacz.us.oracle.com

input.obiee.managed.server.port = 7333

input._obiee_sso.port = 7777

input.obiee. impersonate.user = Bl ImpersonateUser

input._obiee. impersonate.user.alias = bi-alias
input.obiee.static.resources. location = http://msp00acz-ada-vip.us.oracle.com:7777

## Properties from Page:Summary
input._do. install.oraac = true

## Properties from Page:Summary
## Properties from Page:Summary
## Properties from Page:Summary
## Properties from Page:Summary
## Properties from Page:progress

# Targets selected for page
progress-targets = install,
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Appendix: ant.install.properties - ALLOC

Below is the ant install properties file for Alloc application.
##Ht Ant Installer - properties auto generated on Wed\ Jun\ 08\ 21:48:15\ PDT\ 2016

basedir = /scratch/u00/webadmin/media/ALLOC/al loc/application/.
ant.install.config.version = 1.1

## Properties from Page: Introduction
input.turnoffnonssl .port = false

## Properties from Page:SelectComponent
input_enable_obiee. integration = true

## Properties from Page:AllocAppRetailHome
input._retail _home = /u00/projects/j2ee/ALLOCI5HACS

## Properties from Page:HostDetails
input_host = mspOOacs.us.oracle.com

## Properties from Page:Security
input._enable_ssl._alloc.admin.server = false

## Properties from Page:AppServerDetails
input.appserver.host = mspOOacs.us.oracle.com
input._appserver.admin.port = 7151
input._admin.user = weblogic

input.admin.alias = wlsAlias

## Properties from Page:AllocAppDeploymentDetails
input.app.-name = allocl5

input.context.root = allocl5

input.wls_target = Cluster-alloc

## Properties from Page:SecureJDBC
input.enable.securejdbc = false

## Properties from Page:AllocDataSourceDetails

input.alloc.datasource.url = jdbc:oracle:thin:@mspOOavyp-r:1521/DOLRPO4APP
input.alloc.datasource.username = rmsOlapp

input.alloc.datasource.alias = dsallocAlias
input.alloc.datasource.schema.owner = rms01

## Properties from Page:AllocValidateDataSourcea

## Properties from Page:SecureDataSourceDetails
input.datasource.keyStore =
input._datasource._keyStoreType =
input.datasource.keyStorePassword =
input._datasource.trustStore =
input.datasource.trustStoreType =
input._datasource. trustStorePassword =

## Properties from Page:ALLOCBatchlnput



input.batch.user.name = ALLOCATION_ADMIN
input_batch.user.alias = allocl5

## Properties from Page:JMSProvider
input.jms.module = allocIVSModule
input.calcqueue.name = calcQueue

## Properties from Page:OHSWebTier
input.use.ohs.web.tier = true

## Properties from Page:OHSWebTierDetails
input._ohs.web._tier._protocol = http
input.ohs.web.tier._host = mspOOacs-acf-vip.us.oracle.com
input.ohs.web_tier.port = 7777

## Properties from Page:DefaultJaznMappings
input.use.default._jazn.mappings = true

## Properties from Page:OBIEEDetails

input.obiee._protocol = http

input.obiee_host = mspOOacz.us.oracle.com
input.obiee._managed.server._port = 7333

input.obiee_sso.port = 7777

input.obiee. impersonate.user = Bl ImpersonateUser
input.obiee. impersonate.user.alias = bi-alias
input.obiee._static.resources. location = http://msp00acz-ada-
vip.us.oracle.com:7777/analytics

## Properties from Page:Summary
input.admin.alias = wlsAlias
input.alloc.datasource.alias = dsallocAlias

## Properties from Page:progress

# Targets selected for page
progress-targets = install,
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Appendix: ant.install.properties - SIM

Below is the sample of ant.install.properties file generated during installation of SIM.
##H# Ant Installer - properties auto generated on Thu\ May\ 19\ 22:31:51\ PDT\ 2016

basedir = /scratch/u00/webadmin/media/SIM/sin/application/.
ant._install _config.-version = 1.0

## Properties from Page: Introduction

## Properties from Page: Installation Type
input._deploy.clustered = true

## Properties from Page:Cluster Details
input.installation.url = mspOOacs-acf-vip.us.oracle.com

## Properties from Page:Security Details
input._enable_ssl = false

## Properties from Page:Application Server Details
input._admin_host = mspOOacs.us.oracle.com
input.admin._port = 7141

input._admin.user = weblogic

## Properties from Page:App Deployment Details
input._client.context.root = sim-client
input._mobi le_server.context.root = sim-mobile
input_wls.instance = Cluster-sim

## Properties from Page:Choose Integration Apps

input._sim.integration.rib.enabled = true
input._sim.integration.rpm.enabled = true
input._sim. integration.rms.enabled = true

input._sim. integration.manifest.enabled = true
input.sim. integration.oms.enabled = true

## Properties from Page:RIB Integration Details

input._sim.integration.rib.url = t3://mspO0acl-acm-vip.us.oracle.com:7777/rib-sim
input.sim. integration.rib.user.name = ribadmin
input_sim.integration.rib.inject.user_.name = sim.rib

## Properties from Page:RPM WebService Policy
input_sim. integration.rpm_policy =

## Properties from Page:RPM Integration Details

input.sim. integration.rpm.pricechange.wsdl.url = http:///msp00alm-akp-
vip.us.oracle.com:7777/rpm-PriceChange-
AppServiceDecorator/ProxyService/PriceChangeAppServiceProxy?wsdl
input_sim. integration.rpm_priceinquiry.wsdl .url = http://msp00alm-akp-
vip.us.oracle.com:7777/rpm-Pricelnquiry-
AppServiceDecorator/ProxyService/Pricelnqui ryAppServiceProxy?wsdl
input._sim. integration.rpm.user.name =

input_sim. integration.rpm.client.keystore._name =



input.sim. integration.rpm.client._key.name
input_sim. integration.rpm.server._key.name

## Properties from Page:RMS WebService Policy

## Properties from Page:RMS Integration Details

input_sim. integration.rms.storeorder _wsdl .url = http:/msp00alm-akp-
vip.us.oracle.com:7777/rms-StoreOrder-
AppServiceDecorator/ProxyService/StoreOrderAppServiceProxy?wsdl
input._sim. integration.rms.user.name =

input._sim. integration.rms.client.keystore_name =

input._sim. integration.rms.client.key.name
input_sim. integration.rms.server._key.name

## Properties from Page:Manifest WebService Policy
input_sim. integration.manifest_policy =

## Properties from Page:Manifest Integration Details

input._sim. integration.manifest.wsdl.url = http://mspO00alm-akp-
vip.us.oracle.com:7777/StoreShipmentMani festBean/StoreShipmentManifestService?WSDL
input._sim. integration.manifest.user.name =

input_sim. integration.manifest.client_keystore.name =

input._sim. integration.manifest.client.key.name =

input._sim. integration.manifest.server._key.name =

## Properties from Page:OMS WebService Policy
input._sim.integration.oms.policy =

## Properties from Page:OMS Integration Details

input._sim. integration.oms.wsdl.url = http://msp00alm-akp-
vip.us.oracle.com:7777/oms-CustomerOrder-
AppServiceDecorator/ProxyService/CustomerOrderAppServiceProxy?wsdl
input._sim. integration.oms.user.name =

input.sim. integration.oms.client.keystore.name =
input_sim.integration.oms.client_key.name =

input.sim. integration.oms.server.key.name =

## Properties from Page:SecureJDBC
input._enable_securejdbc = false

## Properties from Page:Data Source Details
input._datasource.url = jdbc:oracle:thin:@mspOOavyp-r:1521/DOLRPO4APP
input.datasource.username = sim0l
input._datasource.admin.username = simOl _adm
input.datasource.business.username = sim0l_bsi
input._datasource.mps.username = simOl_mps
input.datasource.security.username = sim0l_sec
input._datasource._keyStore =
input.datasource.keyStoreType =
input._datasource.trustStore =
input.datasource.trustStoreType =

## Properties from Page:ValidateDataSource

## Properties from Page:LDAP Server Details

input._ldap.url = ldap://mspO0acz.us.oracle.com:3060

input. ldap.base.dn = dc=us,dc=oracle,dc=com

input.ldap.user = cn=sim.admin,cn=Users,dc=us,dc=oracle,dc=com

## Properties from Page:Mail Session Details
input_mail _.host = mspOOacs.us.oracle.com
input.mail_ssl._enable = true

input_mail.port = 25

input_mail.user.name =
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input.mail.auth = true
input_mail .starttls_enable = true

## Properties from Page:Wireless Server Details
input.sim.wireless.user.name = sim.wireless
input_sim.wireless_port = 40002
input.sim.wireless.ssl.enabled = false

## Properties from Page:Wireless Server SSL Disabled
input_sim.wireless_keystore.type =
input_sim.wireless._keystore.name =
input_sim.wireless_key.name =

## Properties from Page:Batch Server Details
input._sim_batch.user.name = sim.batch

## Properties from Page:Server User Details
input._sim.server.user.name = sim.server

## Properties from Page:Internal Security Installation User Details
input._sim.security.internal.install_user_name = sim.install

## Properties from Page:SIM WebService Provider Policy
input._sim. integration.webservice.policy =

## Properties from Page:Reporting and Printing Details
input_sim. integration.report.enabled = true

## Properties from Page:Reporting BIP Details 1

## Properties from Page:Reporting BIP Details 2

input._sim. integration.report.wsdl.url = http://mspOOacz-ada-
vip.us.oracle.com:7777/xmlpserver

input._sim. integration.report.template.root.folder = /Base/SIM/15
input.sim. integration.report.user.name = retail .user

input._sim. integration.report.bip.enabled = true

## Properties from Page:Ticket Printing Disabled
input.sim. integration.ticket.enabled = false
input.sim. integration.ticket.bip.enabled =
input_sim. integration._ticket_wsdl.url =
input.sim. integration.ticket.template.root.folder
input_sim. integration.ticket._policy =

input.sim. integration.ticket.user.name =
input_sim. integration.ticket._client_keystore._name
input.sim. integration.ticket.client_key.name =
input_sim. integration.ticket.server_key.name =
## Properties from Page:EnableSSO
input_sim.security.sso.enabled = true

## Properties from Page:Single Sign On Details
input._sim.security.sso.host = mspOOacs-acf-vip.us.oracle.com
input._sim.security.sso.port = 7777

## Properties from Page:Manual Deployment Option
input.install_to.appserver = true

## Properties from Page:Summary
## Properties from Page:Summary2

## Properties from Page:progress
# Targets selected for page
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Appendix: ant.install.properties - RPM

Below is the sample of ant.install.properties file generated during installation of RPM
##H# Ant Installer - properties auto generated on Wed\ Jun\ 08\ 00:21:42\ PDT\ 2016

basedir = /scratch/u00/webadmin/media/RPM/CDROM/rpm/application/.
ant._install_config.version = 1.1

## Properties from Page: Introduction

input._datasource.alias = db-alias

input._rib_jndi.username = ribadmin

input._rib_jndi.alias = weblogic-alias
input._rib.provider.url = t3://msp00acl-acm-vip.us.oracle.com:7777/rib-rpm
input.ldap.search.alias = ldap-alias

input_admin.alias = wls-alias

input._batch.user.alias = retail .user

input.installation.url = mspOOacs-acf-vip.us.oracle.com
input.osso.web.tier.server = mspOOacs-acf-vip.us.oracle.com
input.osso.web.tier._port = 7777

input.install_to.appserver = true

input._datasource.keyStore =

input._datasource.keyStoreType =

input._datasource.trustStore =
input._datasource.trustStoreType =
input.refresh._sso.token_key.startup = true
input._security.sso.token.key.alias = SSO-TOKEN-KEY-ALIAS

## Properties from Page:RPMAPPRETAILHOME
input._retail _home = /u00/projects/j2ee/RPM150HACS

## Properties from Page:HostDetails
input_host = mspOOacs.us.oracle.com

## Properties from Page:Security
input.enable.ssl = false

## Properties from Page:SecureJDBC
input._enable.securejdbc = false

## Properties from Page:RPMAPPCONFIGUREAUTOJARSIGNING
input_enable_autojarsign = false

## Properties from Page:Jar Signing Details
input.autojarsign.keyStore =
input_autojarsign.keyStore_password =
input.autojarsign.keystore.private.pass =
input._autojar.signing.alias =

## Properties from Page:DataSourceDetails

input.datasource.url = jdbc:oracle:thin:@mspOOavyp-r:1521/DOLRPO4APP
input._datasource.username = rms0Olapp

input.schema.owner = rms0l

input._datasource.alias = db-alias



## Properties from Page:ValidateDataSource

## Properties from Page:JMSProvider
input.jms.module = rpmJIVMSModule

## Properties from Page:JMSQueue

input._taskqueue.name = taskQueue

input.chunkqueue.name = chunkQueue
input.chunkControllerQueue.name = chunkControllerQueue

## Properties from Page:LDAPDirectoryServerDetails

input. ldap.provider.url = ldap://mspO0acz.us.oracle.com:3060
input.ldap.search.user = cn=rpm.admin,cn=Users,dc=us,dc=oracle,dc=com
input.ldap.search.alias = ldap-alias

## Properties from Page:LDAPDirectoryServerSearches
input.ldap.base.dn = dc=us,dc=oracle,dc=com
input.ldap.search._filter = (&(objectclass=person) %v)
input. ldap.attr.username = uid
input.rpm.secure.users.group = rpm_secure_users
input.rpm.secure.resource.user = rpm_resource_user
input.ldap.search._filter_attr = objectclass

input. ldap.search.filter.value = person

input. ldap. idstore._factory.class =
oracle_security.idm_providers.oid.OIDIdentityStoreFactory

## Properties from Page:RpmClient
input._client.context.root = rpm-client
input.use.osso = true

## Properties from Page:0SSODetails
input.osso.web.tier.server = mspOOacs-acf-vip.us.oracle.com
input.osso.web._tier.port = 7777
input.security.sso.token.key.alias = SSO-TOKEN-KEY-ALIAS
input.refresh.sso.token_key.startup = true

## Properties from Page:InstallationType
input. installation.type = Cluster

## Properties from Page:ClusterDetails
input. installation.url = mspOOacs-acf-vip.us.oracle.com

## Properties from Page:AppDeploymentDetails
input._app-name = rpm
input.wls.target = Cluster-rpm

## Properties from Page:WLSAdminDetails
input._appserver.host = mspOOacs.us.oracle.com
input.appserver.admin.port = 7131
input._admin.user = weblogic

input.admin.alias = wls-alias

## Properties from Page:Batch User Credentials
input._batch.user = retail.user

## Properties from Page:ChooseApps
input._scope.rib-rpm = true

## Properties from Page:RIBforRPMDetails

input._rib_jndi.username = ribadmin

input._rib_jndi.alias = weblogic-alias

input.rib._provider.url = t3://msp00acl-acm-vip.us.oracle.com:7777/rib-rpm
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## Properties from Page:Summary
input._rib_jndi.alias = weblogic-alias
input.ldap.search.alias = ldap-alias
input_admin.alias = wls-alias
input.batch.user.alias = retail.user

## Properties from Page:progress

# Targets selected for page
progress-targets = install,
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Appendix: ant.install.properties - ReSA

Below is the sample of ant.install.properties file generated during installation of ReSA.
##Ht Ant Installer - properties auto generated on Tue\ May\ 24\ 00:29:37\ PDT\ 2016

basedir = /scratch/u00/webadmin/media/RESA/resa/application/.
ant.install.config.version = 1.1

## Properties from Page: Introduction
input.turnoffnonssl .port = false
input._do. install.oraac = true

## Properties from Page:SelectComponent
input.OBIEE.value = true

## Properties from Page:init-prop

input.obiee._protocol = http

input._obiee_host = mspOOacz.us.oracle.com
input.obiee.managed.server.port = 7333

input._obiee._sso.port =

input.obiee. impersonate.user = Bl ImpersonateUser
input._obiee. impersonate.user.alias = bi-alias
input.obiee._static.resources. location = http://msp00acz-ada-
vip.us.oracle.com:7777/analytics

## Properties from Page:ReSAAppRetai lHome
input._retail _.home = /u00/projects/j2ee/RESA150HACS

## Properties from Page:HostDetails
input._host = mspOOacs.us.oracle.com

## Properties from Page:Security
input._enable.ssl.ReSA_admin.server = false

## Properties from Page:AppServerDetails
input.appserver.host = mspOOacs.us.oracle.com
input._appserver.admin.port = 7181
input.admin.user = weblogic

input.admin.alias = wlsAlias

## Properties from Page:AppDeploymentDetails
input._app-name = ReSA15

input.context.root = ReSA15

input_wls_target = Cluster-resa

## Properties from Page:ReSASecureJDBC
input.enable.securejdbc = false

## Properties from Page:ReSADataSourceDetails

input_ReSA._datasource.url = jdbc:oracle:thin:@msp0Oavyp-r:1521/DOLRPO4APP
input.ReSA.datasource.username = rmsOlapp

input_ReSA.datasource.alias = dsReSAAlias
input._ReSA._datasource.schema.owner = rms01

## Properties from Page:ReSAVal idateDataSourcea



## Properties from Page:ReSASecureDataSourceDetails
input.ReSA.datasource.keyStore =
input_ReSA_datasource.keyStoreType =
input.ReSA.datasource.keyStorePassword =
input_ReSA._datasource.trustStore =
input.ReSA.datasource. trustStoreType =
input_ReSA.datasource. trustStorePassword =

## Properties from Page:OHSWebTier
input.use.ohs.web.tier = true

## Properties from Page:OHSWebTierDetails
input.ohs.web.tier._protocol = http
input._ohs.web._tier_host = mspOOacs-acf-vip.us.oracle.com
input.ohs.web_tier.port = 7777

## Properties from Page:OBIEEDetails

input.obiee._protocol = http

input.obiee_host = mspOOacz.us.oracle.com
input.obiee_managed.server._port = 7333

input.obiee. impersonate.user = BlImpersonateUser
input._obiee. impersonate.user.alias = bi-alias
input.obiee._static.resources. location = http://msp00acz-ada-
vip.us.oracle.com:7777/analytics

## Properties from Page:OBIEEHomeDetails
input_OBIEE._url.location = http://mspO0acz-ada-vip.us.oracle.com:7777

## Properties from Page:BIPublisher
input.BIPublisher.value = true

## Properties from Page:BIPublisherDetails
input_BlPublisher_url = http://mspO0acz-ada-
vip.us.oracle.com:7777/xmlpserver/Guest/RMS

## Properties from Page:Summary
input_admin.alias = wlsAlias
input.ReSA.datasource.alias = dsReSAAlias
## Properties from Page:Summary

## Properties from Page:progress

# Targets selected for page
progress-targets = install,
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Appendix: Entries of mod_wl _ohs.conf File

LoadModule weblogic_module "${ORACLE_HOME}/ohs/modules/mod_wl_ohs.so"

# This empty block is needed to save mod_w] related configuration from EM to this file
when changes are made at the Base Virtual Host Level

<IfModule weblogic_module>
WebLogicHost <WEBLOGIC_HOST>
WebLogicPort <WEBLOGIC_PORT>
Debug ON

WLLogFile /tmp/weblogic.log
MatchExpression *_jsp
MatchExpression /oam*
</1fVodule>

HHHFEHH

# <Location /weblogic>

# SetHandler weblogic-handler

# PathTrim /weblogic

# ErrorPage http:/WEBLOGIC HOME:WEBLOGIC_PORT/
# </Location>

<Location /forms/frmservlet?* >

WebLogicCluster mspOOacs.us.oracle.com:9001,mspO0acf.us.oracle.com:9001
SetHandler weblogic-handler

</Location>

<Location /sim-client >

WebLogicCluster mspOOacs.us.oracle.com:7143,mspO0acf.us.oracle.com:7143
SetHandler WeblLogic-handler

</Location>

<LocationMatch ~/bea_wls_internal/>

SetHandler weblogic-handler

WebLogicCluster mspOOacs.-us.oracle.com:7143,mspO0acf.us.oracle.com:7143
</LocationMatch>

<LocationMatch ~/bea wls_internal/>

SetHandler weblogic-handler

WebLogicCluster mspOOacs.us.oracle.com:9001,mspOOacf.us.oracle.com:9001
</LocationMatch>

<Location /allocl5>

WebLogicCluster mspOOacs.-us.oracle.com:7153,mspOOacf.us.oracle.com:7153
SetHandler WebLogic-handler

WLCookieName ALC_CORESESSIONID

</Location>

<Location /adfAuthentication>

WebLogicCluster mspOOacs.-us.oracle.com:7153,mspOOacf.us.oracle.com:7153
SetHandler WeblLogic-handler

</Location>

<Location /rpm-client >
WebLogicCluster mspOOacs.us.oracle.com:7133,mspO0acf.us.oracle.com:7133
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SetHandler weblogic-handler
</Location>

<Location /ReimViewController>

WebLogicCluster mspOOacs.us.oracle.com:7093,mspO0acf.us.oracle.com:7093
SetHandler weblogic-handler

WLCookieName REIMSESSIONID

</Location>

<Location /ResaPortal>

WebLogicCluster mspOOacs.us.oracle.com:7183,mspO0acf.us.oracle.com:7183
SetHandler WeblLogic-handler

WLCookieName RESASESSIONID

</Location>

<Location /Retai lAppsAdminConsole-REIM>

WebLogicCluster mspOOacs.us.oracle.com:7093,mspO0acft.us.oracle.com:7093
SetHandler weblogic-handler

</Location>

<Location /RetailAppsAdminConsole-RESA>

WebLogicCluster mspOOacs.us.oracle.com:7183,mspOOacf.us.oracle.com:7183
SetHandler WebLogic-handler

</Location>

<Location /RetailAppsAdminConsole-ALLOC>

WebLogicCluster mspOOacs.us.oracle.com:7153,mspOOacf.us.oracle.com:7153
SetHandler WeblLogic-handler

</Location>
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