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Overview

Preface

Both novice users and those familiar with Sun GlassFish Enterprise Server can use online man
pages to obtain information about the product and its features. A man page is intended to
answer concisely the question “What does it do?” The man pages in general comprise a
reference manual. They are not intended to be a tutorial.

The following contains a brief description of each man page section and the information it
references:

m  Section 1 describes, in alphabetical order, the asadmin administration commands.

= Section 1M describes Enterprise Server utility commands.

= Section 5ASC describes concepts that are related to Enterprise Server administration.

Below is a generic format for man pages. The man pages of each manual section generally
follow this order, but include only needed headings. For example, if there are no bugs to report,
there is no BUGS section.

NAME This section gives the names of the commands or functions
documented, followed by a brief description of what they do.

SYNOPSIS This section shows the syntax of commands or functions.

The following special characters are used in this section:

[] Brackets. The option or argument enclosed in
these brackets is optional. If the brackets are
omitted, the argument must be specified.

| Separator. Only one of the arguments separated by
this character can be specified at a time.

DESCRIPTION This section defines the functionality and behavior of the
service. Thus it describes concisely what the command does. It
does not discuss OPTIONS or cite EXAMPLES. Interactive
commands, subcommands, requests, macros, and functions
are described under USAGE.



Preface

OPTIONS

OPERANDS

EXAMPLES

EXIT STATUS

SEE ALSO

NOTES

BUGS

This secton lists the command options with a concise
summary of what each option does. The options are listed
literally and in the order they appear in the SYNOPSIS section.
Possible arguments to options are discussed under the option,
and where appropriate, default values are supplied.

This section lists the command operands and describes how
they affect the actions of the command.

This section provides examples of usage or of how to use a
command or function. Wherever possible a complete example
including command-line entry and machine response is
shown. Whenever an example is given, the prompt is shown as
example, or if the user must be superuser, example#.
Examples are followed by explanations, variable substitution
rules, or returned values. Most examples illustrate concepts
from the SYNOPSIS, DESCRIPTION, OPTIONS, and
USAGE sections.

This section lists the values the command returns to the
calling program or shell and the conditions that cause these
values to be returned. Usually, zero is returned for successful
completion, and values other than zero for various error
conditions.

This section lists references to other man pages, in-house
documentation, and outside publications.

This section lists additional information that does not belong
anywhere else on the page. It takes the form of an aside to the
user, covering points of special interest. Critical information is
never covered here.

This section describes known bugs and, wherever possible,
suggests workarounds.
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Name

Synopsis

Description

Options

add-resources- creates the resources specified in an XML file

add-resources

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile filename] [--help]

[ --target target]
xml_file_path

The add- resources command creates the resources named in the specified XML file. The
xml_file_path is the path to the XML file containing the resources to be created. The DOCTYPE
must be specified as http://www.sun.com/software/appserver/dtds/

sun-resources 1 2.dtdinthe resources.xml file.

This command is supported in remote mode only.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I--interactive If set to true (default), only the required password options
are prompted.
-H - -host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

--passwordfile The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
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specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ADMIN MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is

changeit.
--help Displays the help text for the command.
--target Specifies the target for which you are creating the resources.

Valid values are

m  server- Specifies the default server instance as the target
for creating the resource. server is the name of the
default server instance and is the default value for this
option.

= domain- Specifies a particular domain as the target for
creating the resource.
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= cluster_name- Specifies a particular cluster as the target
for creating the resource.

= instance_name- Specifies a particular server instance as
the target for creating the resource.

Operands xml_file_path The path to the XML file containing the resource(s) to be
created. The XML file must reside in the
<install-dir>/domains/domainl/config directory. If you
specify a relative path or simply provide the name of the
XML file, this command will prepend
<install-dir>/domains/domainl/config to this operand.

An example XML file follows.

<?xml version="1.0" encoding="UTF-8"?>

<!DOCTYPE resources PUBLIC
"-//Sun Microsystems Inc.//DTD Sun GlassFish Communications Server Domain//EN"
"*http://www.sun.com/software/appserver/dtds/sun-resources 1 2.dtd*">

<resources>
<jdbc-connection-pool name="SPECjPool" steady-pool-size="100"
max-pool-size="150" max-wait-time-in-millis="60000"
pool-resize-quantity="2" idle-timeout-in-seconds="300"
is-isolation-level-guaranteed="true"
is-connection-validation-required="false"
connection-validation-method="auto-commit"
fail-all-connections="false"
datasource-classname="oracle.jdbc.pool.OracleDataSource">
<property name="URL"
value="jdbc:oracle:thin:@iasperfsol12:1521:specdb"/>
<property name="User" value="spec"/>
<property name="Password" value="spec"/>
<property name="MaxStatements" value="200"/>
<property name="ImplicitCachingEnabled" value="true"/>
</jdbc-connection-pool>
<jdbc-resource enabled="true" pool-name="SPECjPool"
jndi-name="jdbc/SPECjDB"/>
</resources>

Examples EexampLe1 Using the add-resources command

The following command creates resources using the contents of the XML file resource. xml:

asadmin> add-resources --user admin --passwordfile passwords.txt
--host localhost --port 4848 resource.xml

Added Resource Type: jdbc-connection-pool
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Exit Status

See Also

EXAMPLE1  Using the add-resources command (Continued)

Added Resource Type: jdbc-resource

Added Resource Type: persistence-manager-factory-resource
Command add-resources executed successfully.

0 command executed successfully
1 error in executing the command
create-jdbc-connection-pool(1), create-jdbc-resource(1), create-jms-resource(1),

create-jndi-resource(1), create-javamail-resource(1), create-persistence-resource(1),
create-custom-resource(1)
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Name

Synopsis

Description

Options

20

apply-http-Ib-changes - applies load balancer configuration changes to the load balancer

apply-http-1lb-changes

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

Ib-name

Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

Use the apply-http-1b-changes command to apply the changes in the load balancer
configuration to the physical load balancer. The load balancer must already exist. To create a
physical load balancer, use the create-http-1b command.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-5 --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u --user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - - passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.
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Operands

Examples

Exit Status

See Also

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

Ib-name
The name of the load balancer to which changes are applied. The load balancer must
already exist. You can create it with the create-http-1b command.

EXAMPLE 1 Using the apply-http-1b-changes command

asadmin> apply-http-1lb-changes --user admin --passwordfile file mylb
Command apply-http-1lb-changes executed successfully.

0 command executed successfully

1 error in executing the command

create-http-1b(1), create-http-Ib-config(1)
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Name asadmin- wrapper utility for performing administrative tasks on Ubuntu Linux

Synopsis asadmin subcommand [-short_option[ short_option_argument]]*

[--long_option[ long option_argument]1* [operand]*

Description Use this asadmin utility wrapper script to run asadmin from the /usr/bin directory. This

22

script automatically creates a default domain in user_home_directory/glassfishv2/domains,
if one has not already been created.

This asadmin script is a wrapper for the asadmin utility found in
/usr/share/glassfishv2/bin by default when you install Communications Server. All
commands sent to this script are forwarded to that utility.

The script is a convenience wrapper to create a domain in the user's home directory. If the
script fails, or there are other domains occupying the same ports or hosts, run the asadmin
utility located in /usr/share/glassfishv2/bin. You can create a domain in any location
using the create-domain command with the domaindir option.

Use the asadmin utility to perform administrative tasks for Communications Serverr. You can
use asadmin in place of the Admin Console interface.

The subcommand identifies the operation or task you wish to perform. Subcommands are
case-sensitive. Short option arguments have a single dash (- ); while long option arguments
have two dashes (- -). Options control how the utility performs a subcommand. Options are
also case-sensitive. Most options require argument values except boolean options, which
toggle to switch a feature ON or OFF. Operands appear after the argument values, and are set
off by a space, a tab, or double dashes (- -). The asadmin utility treats anything that comes after
the options and their values as an operand.

For this wrapper script, the most common subcommands are:

®  start-domain, which creates a domain in user_home_directory/glassfishv2/domains if
one doesn't already exist, and starts it. If the domain already exists, it starts the domain.

= stop-domain, which stops the domain in user_home_directory/glassfishv2/domains.

®m  delete-domain, which deletes the domain in
user_home_directory/glassfishv2/domains.

= help, which gives you help for asadmin. asadmin help gives you a list of valid
subcommands. asadmin subcommand - -help gives you help for the subcommand.

Local subcommands can be executed without the presence of an administration server.
However, it is required that the user be logged into the machine hosting the domain in order
to execute the subcommand and have access (permissions) for the installation and domain
directories.
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Remote subcommands are always executed by connecting to an administration server and
executing the subcommand there. A running administration server is required. All remote
subcommands require the following options:

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H--host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS_ADMIN_ MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.
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If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

The - -passwordfile option takes the file containing the passwords. The valid contents for the
file are:

AS_ADMIN_PASSWORD=value
AS_ADMIN_ADMINPASSWORD=value
AS_ADMIN_USERPASSWORD=value
AS_ADMIN_MASTERPASSWORD=value

If AS_ADMIN_PASSWORD has been exported to the global environment, specifying the
- -passwordfile option will produce a warning about using the - - password option. Unset
AS_ADMIN_PASSWORD to prevent this from happening.

The master password is not propagated on the command line or an environment variable, but
can be specified in the passwordfile.

To use the - -secure option, you must use the set command to enable the security-enabled
flag in the admin http-listener in the domain.xml configuration file.

When you use the asadmin subcommands to create and/or delete, you must restart the server
for the newly created command to take affect. Use the start-domain command to restart the
server.

You can obtain overall usage information for any of the asadmin utility subcommands by
invoking the - -help option. If you specify a subcommand, the usage information for that
subcommand is displayed. Using the help option without a subcommand displays a listing of
all the available subcommands.

Attributes See attributes (5) for descriptions of the following attributes:
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ATTRIBUTETYPE

ATTRIBUTE VALUE

Interface Stability

Unstable

See Also asadmin(1M), start-domain(1), stop-domain(1), delete-domain(1).
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Name backup-domain- performs a backup on the domain

Synopsis backup-domain [--domaindir domain_directory]
[--description description] [--echo={true | false}][--terse={true | false}]
[--verbose=false] [domain_name]

Description The backup-domain command backs up files under the named domain. This command is
supported in local mode only.

Options - -domaindir This option specifies the parent directory of the domain
upon which the command will operate. The default is
install dir/domains.

--description A description can contain any string to help identify the
particular backup. The description is displayed as part of the
information for any backup.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-v --verbose Indicates that output data is displayed with detailed
information. Default is false.

Operands domain_name This is the name of the domain to be backed up. If the
domain is not specified and only one domain exists, it will be
used automatically. If you have more than one domain, it is
mandatory to specify a domain name.

Examples ExampLe1 Usingbackup-domain

asadmin> backup-domain --domaindir /opt/SUNWappserver/mydomaindir domainl
Successfully backed up the domain

Description: 1137030607263

Backup Filename: /opt/SUNWappserver/mydomaindir/domainl/backups/sjsas_backup v00001.zip
Date and time backup was performed: Wed Jan 11 17:50:07 PST 2006

Domains Directory: /opt/SUNWappserver/mydomaindir

Domain Directory: /opt/SUNWappserver/mydomaindir/domainl

Domain Name: domainl

Name of the user that performed the backup: jondoe

Exit Status 0 command executed successfully

1 error in executing the command
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SeeAlso restore-domain(1), list-backups(1)
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Name

Synopsis

Description

Options

clear-ha-store- deletes tables in HADB

clear-ha-store

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]

[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --haagentport port_number]

[--haadminpassword password] [--haadminpasswordfile filename]
[--hosts hadb_host_list] [--storeuser usernamel
[--storepassword password] [--dbsystempassword dbpassword]

d

atabase_name

Note - This command requires the HADB software. This command is available only in
domains that are configured to support clusters, such as domains that are created with the
cluster profile.

This command deletes tables in HADB. Before you run this command, ensure that an HADB
database instance exists. An HADB database instance can be created by using any of the
following commands:

®m  create-cluster
m  configure-ha-cluster
®  create-ha-store

When specifying the hostlist interfaces explicitly for hosts with multiple network interfaces,
use fully qualified hostnames .

The clear-ha-store command was named delete-session-store in the Sun Java System
Application Server 7.1. The delete-session-store command is not included in this release
of Sun Java System Application Server.

This command is supported in remote mode only.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.
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-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD, AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--haagentport
The name of the HA agent port. If not specified, the default port number is 1862.
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Operands

Examples

Exit Status

See Also
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- -haadminpassword
The actual HADBM administation password. Using this option with the hadbm
createdomain or hadbm create command requires that the password is entered each time
any hadbm command is used.

The haadminpassword is different from the hadbm dbpassword command. You must use
both passwords when using the following commands:

= hadbm create
®  hadbm addnodes
= hadbm refragment

--haadminpasswordfile
The file containing the HADBM administration password, storepassword, and
dbsystempassword. These passwords must be defined in the following form:

HADBM_ADMINPASSWORD=password
HADBM_DBPASSWORD=storepassword
HADBM_SYSTEMPASSWORD=dbsystempassword

Where password is the actual administrator password.

--hosts
A comma-separated list of all the hosts that are part of the Management Agent.

--storeuser
This option specifies the username associated with the administrative instance.

--storepassword
The domain application server password associated with the administrative instance.

- -dbsystempassword
The database password associated with the administrative instance.

database_name The name of the HA database.

EXAMPLE1 Using clear-ha-store

asadmin> clear-ha-store --user admin --passwordfile password.txt
hadatabasel
Command clear-ha-store executed successfully

0 command executed successfully
1 error in executing the command
configure-ha-cluster(1), create-cluster(1), create-ha-store(1)
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Name change-admin-password- changes the administrator password

Synopsis change-admin-password --user admin_user
[--terse={true|false}] [ --echo ={true|false}]
[ --host hostname] [--port port-no]
[--secure | -s ]

Description This remote command is used to modify the admin password. change-admin-password is
interactive in that the user is prompted for the old admin password and for the new admin
password (with confirmation).

Options -u --user
The authorized domain administration server administrative username.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-H --host
The machine name where the domain administration server is running. The default is
localhost.

-p --port
The port number of the domain administration server listening for administration
requests. The default is port 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

Examples ExampLE1 Using change-admin-password

asadmin> change-admin-password --user admin

Please enter the old admin password>

Please enter the new admin password>

Please enter the new admin password again>

Command change-admin-password executed successfully.

Exit Status 0 command executed successfully

1 error in executing the command

See Also delete-password-alias(1), list-password-aliases(1), update-password-alias(1)
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change-master-password- changes the master password

change-master-password [--domaindir domain_path | --agentdir node-agent_path]
[--savemasterpassword=false] [domain_name | node_agent_name]

This local command is used to modify the master password. change-master-password is
interactive in that the user is prompted for the old master password, as well as the new master
password. This command will not work unless the server is stopped. In a distributed
environment, this command must run on each machine in the domain, with the node agent
stopped.

--domaindir This option specifies the directory used for this operation. By
default, the domaindir is $AS_ DEF_ DOMAINS_PATH,
which is an environment variable defined in asenv.bat/conf.
Both the domaindir and the agentdir options should not be
passed together; use one or the other.

--agentdir Like a DAS, each Node Agent resides in a top level directory
named <agentdir>/<nodeagent_name>. If the agentdir is
not specified, then
$AS_DEF_DOMAINS_PATH/../nodeagents is used. Both
the domaindir and the agentdir options should not be passed
together; use one or the other.

- -savemasterpassword This option indicates whether the master password should
be written to the file system. This is necessary so that
start-domain can start the server without having to prompt
the user. WARNING: saving the master password on disk is
extremely dangerous and should be avoided.

NOTE: if savemasterpassword is not set, the master
password file, if it exists, will be deleted.

domain_name This is the domain name whose password is to be changed. If
there is only a single domain, this is optional.

node_agent_name This is the name of the node agent whose password is to be
changed.

EXAMPLE 1 Using the change-master-password command

This example assumes that you have used the asadmin login command before using the
change-master-password command.

asadmin>change-master-password domain44ps
Please enter the new master password>
Please enter the new master password again>
Master password changed for domain44ps
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Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso delete-password-alias(1), list-password-aliases(1), update-password-alias(1)

Sun GlassFish Enterprise Server Section 1: Administration Commands 33



configure-ha-cluster(1)

34

Name configure-ha-cluster- configures an existing cluster to be highly available

Synopsis configure-ha-cluster

Description

Options

[--terse={true|false}][ --echo={true|false} ]
--interactive={true|false} ] [ --host host]
--port port] [--secure| -s ] [ --user admin_user]
--passwordfile ﬁlename] [--help]

--devicesize devicesize] [--haagentport port_number]
--haadminpassword password]

--haadminpasswordfile file_name]

--hosts hadb-host-list [--autohadb={true|false}]

[ --portbase port_number]

[--property (name=value)[:name-value]*]

{clusterName}

[
[
[
[
[
[

Note - This command requires the HADB software. This command is available only in
domains that are configured to support clusters, such as domains that are created with the
cluster profile.

The configure-ha-cluster command performs the following tasks:

m  Verifies that the cluster exists.

= Verifies that the cluster is standalone (an example of this is, that the cluster doesn't share its
configuration with any other cluster).

= Checks if a database with the same name as the cluster already exists. If so, an error is
logged and the command performs the next task.

m  Creates an HA database with the same name as the cluster.
m  Creates the correct tables in the database.

= Creates and/or modifies the appropriate resources in domain.xml.

This command is supported in remote mode only.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.
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-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS_ADMIN MAPPEDPASSWORD, AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--devicesize
This is the device size in MegaBytes (MB). The valid range is between 208 MB and 8+
gigabytes (GB).
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- -haagentport
This is the number of the HA agent port. The default is 1862.

- -haadminpassword
This is the HA administrator's password.

- -haadminpasswordfile
The file containing the high-availability password associated with the administrative
instance. The password is defined in the following form:
HADBM_ADMINPASSWORD=password, HADBM_DBPASSWORD=password,
HADBM_SYSTEMPASSWORD=password. Where password is the actual HA
administrator password for the domain.

--hosts
This is a list of comma separated host names where the HADB instance is configured. The
number of hosts must be greater than 1 and must be an even number. The same host names
can be repeated. Use fully qualified hostnames when specifying the hostlist interfaces
explicitly for hosts with multiple network interfaces.

--autohadb
If set to true, the HADB database associated with the cluster is automatically started,
stopped, or deleted if you start, stop, or delete the cluster. The default is false. To override
this setting, use the hadboverride optionin start-cluster, stop-cluster, or
delete-cluster.

--portbase
The starting port number for the HADB server. Default is 15000. Valid values are between
10000 and 63000.

--property
This is a list of property name/value pairs, which are separated by a colon.

The readable configuration attributes are as follows:

Variable Range Default
ConnectionTrace true/false false
CoreFile true/false false
DatabaseName hadb
DataBufferPoolSize 16-2047 200 MB
DataDeviceSize 32-262144 1024 MB
DevicePath n/a n/a
EagerSessionThreshold 0-100 50 (% of NumberOfSessions)
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Variable Range Default
Eager SessionTimeout 0-2147483647 120 seconds
EventBufferSize 0-2097152 0MB
HistoryPath n/a n/a
InternalLogBufferSize 4-128 12MB
JdbcUrl n/a n/a
LogBufferSize 4-2047 48 MB
MaxTables 100-1100 1100
NumberOfDataDevices 1-8 1
NumberOfLocks 20000-1073741824 50000
NumberOfSessions 1-10000 100
PackageName n/a V4.x.x.x
PortBase 10000-63000 15000
RelalgDeviceSize 32-262144 128 MB
SQLTraceMode none/short/full none
SessionTimeout 0-2147483647 1800 seconds
StartRepairDelay 0-100000 20 seconds
StatInterval 0-600 600 seconds
SyslogFacility <facility> local0
SyslogLevel <level> warning
SyslogPrefix <string> hadb-<db_name>
TakeoverTime 500-16000 10000 MS

Operands clusterName

This is the name of the cluster that will be changed to high

availability.

Examples ExampLe1 Using the configure-ha-cluster command

This is a basic example of how the command is used.

asadmin> configure-ha-cluster --user admin --passwordfile passwordfile
--hosts red.iplanet.com.hostl,red.iplanet.com.host2 clusterl

Command configure-ha-cluster executed successfully
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Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso remove-ha-cluster(1)
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Name

Synopsis

Description

Options

configure-ha-persistence- enables configuration of parameters related to session persistence

configure-ha-persistence

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --type persistencetype] [--frequency frequency]

[--scope scope] [--store jdbc_resource_jndi_name]
[--property (name=value)[:name=valuel*]
clustername

Note - This command requires the HADB software. This command is available only in
domains that are configured to support clusters, such as domains that are created with the
cluster profile.

Configure the global session persistence settings to balance your needs for performance,
reliability, and high availability. You can override these settings for specific applications by
changing the properties of the manager-properties, store-properties, and
session-properties subelements of the session-manager element in the sun-web . xm1 file.

The configure-ha-persistence command is available only with the enterprise profile.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-5 --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

Sun GlassFish Enterprise Server Section 1: Administration Commands 39



configure-ha-persistence(1)

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--type
Set the persistence type to specify where session data is stored. The persistence types
available are:

memory
If session persistence for the application server instance is disabled, this is the default
persistence type. The memory persistence type provides no session persistence in a
clustered environment. The memory persistence type is intended for development
environments and should not be used for production.

file
This type provides no session persistence in a clustered environment. Use file
persistence type to store session data in a file. If the instance becomes unavailable and
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restarts, it can recover the session information that was last written to the file. The file
persistence type is meant for development environments and should not be used for
production.

ha
If session persistence for the application server instance is enabled, this is the default
persistence type. This type allows you to store session data in the HADB. The ha
persistence type enables failover of session information between application server
instances in a cluster. The session information for each application server instance in a
cluster is stored in the HADB. The session information is available to all other instances
in the cluster. If an instance in a cluster becomes unavailable, another instance in the
cluster can continue to serve the sessions that the now unavailable instance was serving.

--frequency
Set the persistence frequency to define the frequency at which the session state is stored in
the HADB. The persistence frequencies available are:

web-method
The session is stored after every web request just before a response is sent back to the
client. Use this frequency when you need very high availability of updated session states.
This is the default.

time-based
The session is stored at the time interval defined in the reapIntervalSeconds property.
A better throughput is achieved because the session is stored after a configurable time
interval instead of after every web request.

--scope
Set the persistence scope to determine how much of the session is stored. The persistence
scopes available are:

modified-session
The entire session is stored only if it has been modified since the last time it was stored.

session
The entire session is stored every time session information is saved to the HADB. This is
the default.

modified-attribute
Only the modified attributes of the session are stored. Using this mode can improve the
throughput and response time significantly for applications in which only a small
portion of the session state is modified for any given request.

If you use the modified-attribute persistence scope, your application should follow these
guidelines:

= Call setAttribute() every time you modify the session state.
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Operands

Examples

Exit Status

See Also

= Make sure there are no cross-references between attributes. The object graph under
each distinct attribute key is serialized and stored separately. If there are any object
cross references between the objects under each separate key, they are not serialized and
deserialized correctly.

= Ideally, the session state should be stored in multiple attributes, or at least in a read-only
attribute and a modifiable attribute.

--store
Specify the INDI name of the JDBC resource for the HADB. The default is jdbc/hastore.

--property
Specify other session persistence properties.

clustername Specify the name of the cluster for which you are configuring
session persistence.

EXAMPLE1 Using configure-ha-persistence

asadmin> configure-ha-persistence --user admin
--passwordfile secret.txt --type ha --frequency web-method
--scope modified-session --store jdbc/hastore clusterl
Command configure-ha-persistence executed successfully

0 command executed successfully
1 error in executing the command
configure-ha-cluster(1), remove-ha-cluster(1), create-ha-store(1), clear-ha-store(1)
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Name

Synopsis

Description

Options

configure-lb-weight- sets load balancing weights for clustered instances

configure-1lb-weight

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]

[--passwordfile ﬁlename] [--help]
--cluster cluster_name
instance—name=weight[ : instance—name=weight]

Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

The configure-1b-weight command assigns weight to the server instances in a cluster.
Weights can be used for HTTP, RMI/IIOP and JMS load balancing. For the HTTP load
balancer, the weights are used only if the load balancer's policy is set to
weighted-round- robin. The load balancer policy is set in the create-http-1lb-ref
command or set command.

Use the weight to vary the load going to different instances in the cluster. For example, if an
instance is on a machine with more capacity, give it a higher weight so that more requests are
sent to that instance by the load balancer. The default weight is 100. If all instances have the
default weight, the load balancer performs simple round robin load balancing.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.
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If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--cluster
The name of the cluster.

Operands instance-name=weight
The name of the instance and the weight you are assigning it. The weight must be an
integer. The pairs of instances and weights are separated by colons. For example
instancel=1:instance2=4 means that for every five requests, one goes to instancel and
four go to instance2. A weight of 1 is the default.

Examples EexampLe1 Using the configure-1b-weight command

The following command assigns weights of 1, 1, and 2 to instances i1, i2, and i3 in the cluster1
cluster.
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EXAMPLE1  Using the configure-1b-weight command (Continued)

asadmin> configure-lb-weight --user admin --passwordfile passwords.txt
--cluster clusterl il=1:i2=1:i3=2
Command configure-1lb-weight executed successfully.

Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso create-http-lb-ref(1)create-cluster(1)
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Name configure-webservice-management- sets the monitoring or maxhistorysize attributes of a
deployed web service

Synopsis configure-webservice-management
[--terse={true|false}][ --echo={true|false} ]
[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --monitoring = {OFF|LOW |HIGH}] [--maxhistory maxhistory-size] webservice-end-point

Description Use this command to configure the monitoring or the maxhistory attributes of a deployed
webservice.

Options -t --terse Indicates that any output data must be very
concise, typically avoiding human-friendly
sentences and favoring well-formatted data for
consumption by a script. Default is false.

-e --echo Setting to true will echo the command line
statement on the standard output. Default is
false.

-I--interactive If set to true (default), only the required
password options are prompted.

-H - -host The machine name where the domain
administration server is running. The default
value is localhost.

-p --port The HTTP/S port for administration. This is the
port to which you should point your browser in
order to manage the domain. For example,
http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with
the domain administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the
asadmin login command, then you need not
specify the - -user option on subsequent
operations to this particular domain.
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--passwordfile The - -passwordfile option specifies the name,
including the full path, of a file containing the
password entries in a specific format. The entry
for the password must have the AS_ADMIN prefix
followed by the password name in uppercase
letters.

For example, to specify the domain
administration server password, use an entry
with the following format:
AS_ADMIN_PASSWORD=password, where password
is the actual administrator password. Other
passwords that can be specified include
AS_ADMIN_MAPPEDPASSWORD,

AS_ADMIN USERPASSWORD, and

AS_ADMIN_ ALIASPASSWORD.

All remote commands must specify the admin
password to authenticate to the domain
administration server, either through
--passwordfile or asadmin login, or
interactively on the command prompt. The
asadmin login command can be used only to
specify the admin password. For other
passwords, that must be specified for remote
commands, use the - -passwordfile or enter
them at the command prompt.

If you have authenticated to a domain using the
asadmin login command, then you need not
specify the admin password through the

- -passwordfile option on subsequent
operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD
option. You will still need to provide the other
passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required
by individual commands, such as
update-file-user.

For security reasons, passwords specified as an
environment variable will not be read by
asadmin.
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Operands

Examples

Exit Status
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The default value for

AS ADMIN MASTERPASSWORD is changeit
--help Displays the help text for the command.
--monitoring Enables monitoring for webservices. If enabled,

tracks operational statistics, such as the number
of requests per second, average response time,
and throughput. Allowed values are:

= LOW: Enables monitoring for the whole
webservice. No method level monitoring will
be done.

®  HIGH: Message Trace is also enabled in
addition to enabling number of requests per
second, average response time, and

throughput attributes.
= OFF: Disables monitoring and this is the
default.
--maxhistorysize indicates the maximum number of monitoring

records stored in history for this web service
endpoint. Default value is 25.

webservice-end-point name of the webservice endpoint to which the configuration
management attributes are being set.

EXAMPLE1 To turn on monitoring for a webservice endpoint

asadmin> configure-webservice-management --monitoring=LOW
jaxrpc-simple#jaxrpc-simple.war#HelloIF
Command configure-webservice-management executed successfully

EXAMPLE2 To turn message tracing facility on for a webservice endpoint

asadmin> configure-webservice-management --monitoring=HIGH
--maxhistorysize=250 jaxrpc-simple#jaxrpc-simple.war#HelloIF
Command configure-webservice-management executed successfully

Where jaxrpc-simple#jaxrpc-simple.war#HelloIF is the fully qualified name of a
webservice endpoint.

0 command executed successfully

1 error in executing the command
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Name

Synopsis

Description

Options

copy-config — copies an existing configuration to create a new configuration

copy-config

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --systemproperties (name=value)[:name=value]*]
source_conﬁgumtion_name destination_conﬁguration_name

Use the copy-config command to create a new configuration in the domain.xml file by
copying an existing configuration. The new configuration is identical to the copied
configuration, except for any properties you specify in the - -systemproperties option.

The configuration default-config is the configuration that is copied when a standalone
sever instance or standalone cluster is created.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.
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--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--systemproperties
Optional attribute name/value pairs for configuring the resource. The following properties
are available:

HTTP_LISTENER PORT
This property specifies the port number for http-listener-1. Valid values are 1-65535.
On UNIX, creating sockets that listen on ports 1-1024 requires superuser privileges.

HTTP_SSL_LISTENER PORT
This property specifies the port number for http-listener-2. Valid values are 1-65535.
On UNIX, creating sockets that listen on ports 1-1024 requires superuser privileges.

IIOP LISTENER PORT
This property specifies which ORB listener port for IIOP connections orb-listener-1
listens on.
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ITOP_SSL_LISTENER PORT
This property specifies which ORB listener port for IIOP connections the IIOP listener
called SSL listens on.

IIOP_SSL_MUTUALAUTH_PORT
This property specifies which ORB listener port for IIOP connections the IIOP listener
called SSL_ MUTUALAUTH listens on.

JMX_SYSTEM_CONNECTOR_PORT
This property specifies the port number on which the JMX connector listens. Valid
values are 1-65535. On UNIX, creating sockets that listen on ports 1-1024 requires

superuser privileges.
Operands source_configuration_name The name of the configuration you are copying.
destination_configuration_name The name of the new configuration you are

creating by copying the source configuration.
This name should be unique within a
domain.xml. It should not be the same as the
cluster name, serverinstance name, another
config name, or node agent name.

Examples ExampLe1 Using the copy-config command

asadmin> copy-config --user admin --passwordfile passwords.txt
--systemproperties HTTP_LISTENER_PORT=2000:HTTP_SSL_LISTENER_PORT=3000
default-config new-config

Command copy-config executed successfully.

Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso list-configs(1), delete-config(1)
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Name

Synopsis

Description

Options

create-admin-object- adds the administered object with the specified JNDI name

create-admin-object --restype aorestype

--raname resource_adapter_name
[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile filename] [--help]

[ --enabled ={true|false}] [--target target] [--description text]
[--property name=value[:name=value]*]
jndi_name

This command creates the administered object that has a specified JNDI name.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I --interactive If set to true (default), only the required password options
are prompted.
-H --host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

--passwordfile The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.
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--help

--target

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ ADMIN MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is
changeit.

Displays the help text for the command.

Specifies the target on which you are creating the
administered object. Valid values are

= server- Specifies the default server instance as the target
for creating the administered object. The name of the
default server instance is server and is the default value
for this option.

= configuration_name- Specifies a particular configuration
as the target for creating the administered object.

= cluster_name- Specifies a particular cluster as the target
for creating the administered object.

= instance_name- Specifies a particular server instance as
the target for creating the administered object.
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--enabled Specifies if this object is enabled. The default value is true.
--restype This option is used to administer the object resource types,
as defined by the resource adapter in the ra.xml file.
- -raname This is the name of the resource adapter associated with this
object.
--description This option is the text description of the administered object.
--property This option describes the “name/values” pairs for
configuring the resource.
Operands jndi_name This is the JNDI name of the administered object to be
created.
Examples ExampLE1 Using create-admin-object

Exit Status

See Also

The javax. jms.Queue resource type is obtained from the ra.xml file. The jmsrar. rar must
be deployed prior to executing this command.

asadmin> create-admin-object --user adminl --passwordfile passwords.txt

--restype javax.jms.Queue --raname jmsra --description "sample administered object"
--property Name=sample_jmsqueue jms/samplequeue

Command create-admin-object executed successfully

0 command executed successfully

1 error in executing the command

delete-admin-object(1), list-admin-objects(1)
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Name

Synopsis

Description

Options

create-application-ref- creates a reference to an application

create-application-ref

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --target target]

[--enabled=true] [--virtualservers virtual servers]
reference_name

Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

The create-application-ref command creates a reference from a cluster or an unclustered
server instance to a previously deployed application element (for example, a Java EE
application, a Web module, or an enterprise bean module). This effectively results in the
application element being deployed and made available on the targeted instance or cluster.

The target instance or instances making up the cluster need not be running or available for
this command to succeed. If one or more instances are not available, they will receive the new
application element the next time they start.

This command is supported in remote mode only.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.
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-u --user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--target
Specifies the target for which you are creating the application reference. Valid values are

= server- Specifies the default server instance as the target for creating the application
reference. server is the name of the default server instance and is the default value for
this option.

= cluster_name- Specifies a particular cluster as the target for creating the application
reference.

= jnstance_name- Specifies a particular server instance as the target for creating the
application reference.
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Operands

Examples

Exit Status

See Also

--enabled
Indicates whether the application should be enabled (that is, loaded). This value will take
effect only if the application is enabled at the global level. The defaultis true.

--virtualservers
Comma-separated list of virtual server IDs on which to deploy. This option applies only to
Web modules (either standalone or in a Java EE application). If this option is not specified,
the application is deployed to all virtual servers except the administrative server,
asadmin.

reference_name The name of the application or module, which can be a Java
EE application, Web module, EJB module, connector
module, application client module, or lifecycle module.

EXAMPLE1  Using the create-application-ref command

The following command creates a reference to the Web module MyWebApp on the unclustered
server instance NewServer.

asadmin> create-application-ref --user admin2
--passwordfile passwords.txt --target NewServer MyWebApp
Command create-application-ref executed successfully.

0 command executed successfully
1 error in executing the command
delete-application-ref(1), list-application-refs(1)
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Name

Synopsis

Description

Options

create-audit-module- adds an audit-module

create-audit-module

--classname classname

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --property (name=value)[:name=value]*]
[ --target target_namel audit_module_name

Adds the named audit module for the plug-in module that implements the audit capabilities.
This command is supported in remote mode only.

--classname
-t --terse
-e --echo

-I--interactive

-H --host

-p --port

-s --secure
-u--user
--passwordfile

Java class which implements this audit module.

Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

Setting to true will echo the command line statement on the
standard output. Default is false.

If set to true (default), only the required password options
are prompted.

The machine name where the domain administration server
is running. The default value is localhost.

The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

If set to true, uses SSL/TLS to communicate with the domain
administration server.

The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
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specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ADMIN MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is

changeit.
--help Displays the help text for the command.
--property optional attributes name/value pairs of provider

implementation specific attributes.

--target Specifies the target on which you are creating the audit
module. Valid values are

= server- Specifies the default server instance as the target
for creating the audit module. server is the name of the
default server instance and is the default value for this
option.
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Operands

Examples

Exit Status

See Also

= configuration_name- Specifies a particular configuration
as the target for creating the audit module.

= cluster_name- Specifies a particular cluster as the target
for creating the audit module.

= instance_name- Specifies a particular server instance as
the target for creating the audit module.

audit_module_name name of this audit module.

EXAMPLE1 Using the create-audit-module command

asadmin> create-audit-module --user adminl --passwordfile password.txt
--host pigeon --port 5001 --classname com.sun.appserv.auditmodule
--property defaultuser=admin:Password=admin sampleAuditModule

Command create-audit-module executed successfully

0 command executed successfully

1 error in executing the command

delete-audit-module(1), list-audit-modules(1)
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Name

Synopsis

Description

Options

create-auth-realm- adds the named authentication realm

create-auth-realm

--classname realm_class

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ]

[ --host host]

[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --property (name=value)[:name=value]*]
[ --target target_name] auth_realm_name

Adds the named authentication realm. This command is supported in remote mode only.

-t --terse

-e --echo

-I--interactive

-H--host

-p --port

-s --secure
-u--user
--passwordfile

Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

Setting to true will echo the command line statement on the
standard output. Default is false.

If set to true (default), only the required password options
are prompted.

The machine name where the domain administration server
is running. The default value is localhost.

The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

If set to true, uses SSL/TLS to communicate with the domain
administration server.

The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.
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--help

--target

--classname

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ ADMIN MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS ADMIN MASTERPASSWORD is
changeit.

Displays the help text for the command.

Specifies the target on which you are creating the realm.
Valid values are

= server- Specifies the default server instance as the target
for creating the realm.server is the name of the default
server instance and is the default value for this option.

= configuration_name- Specifies a particular configuration
as the target for creating the realm.

= cluster_name, which creates the realm for every server
instance in the cluster

= instance_name, which creates the realm for a particular
server instance

Java class which implements this realm.
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--property optional attributes name/value paris of provider
implementation specific attributes.

Operands auth_realm_name name of this realm.

Examples ExampLE1 Usingcreate-auth-realm

asadmin> create-auth-realm --user adminl --passwordfile password.txt

--host pigeon --port 5001 --classname com.iplanet.ias.security.auth.realm.DB.Database
--property defaultuser=admin:Password=admin db

Command create-auth-realm executed successfully

Where db is the auth realm created.
Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso delete-auth-realm(1), list-auth-realms(1)
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Name

Synopsis

Description

64

create-cluster— creates a cluster

create-cluster

[--terse={true|false}][ --echo={true|false} ]
--interactive={true|false} ] [ --host host]
--port port] [--secure| -s ] [ --user admin_user]
-passwordfile ﬁlename] [--help]

--config config_name]
--systemproperties (name=value)|:name=valuel*]
--hosts hadb-host-list]
--haagentport port_number]
--haadminpassword password]
--haadminpasswordfile file_name] [--devicesize devicesize ]
--haproperty (name=value) [ :name=value]*]
--autohadb=false] [--portbase port_number]
cluster_name

[
[
[
[
[
[
[
[
[
[
[

Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

The create-cluster command creates a new cluster. When created, a cluster must reference
a configuration (or, as with an unclustered server instance, a configuration can be implicitly
created). Initially the cluster has no server instances, applications, or resources.

If you do not use the - - config option, the command creates a standalone cluster with a
configuration named cluster_name-config.

If the HADB software is installed, you can create the HADB database associated with the
cluster. To create it, specify the HADB hosts option. In addition, optionally specify any other
HADB options such as haagentport and devicesize. The created database has the same
name as the cluster, and includes all the correct tables.

The cluster must be a standalone cluster in order to successfully associate an HADB database
with it. standalone cluster does not share its configuration with another cluster or another
standalone instance. A standalone cluster does not share its configuration with another cluster
or another standalone instance.

If you prefer to associate the HADB database to the cluster later, use configure-ha-cluster.

To add new instances to the cluster, use the create- instance command with the - -cluster
option. Use the stop-instance and delete-instance commands to delete server instances
from the cluster at any time.

To associate new applications and resources with the cluster regardless of the number of
instances in the cluster, perform any of the following operations:

= Use the deploy command with the option - -target cluster_name.
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= Use resource-creation commands (for example, create-jdbc-resource) with the option
--target cluster_name.

= Use reference management commands (for example, create-application-ref or
create-resource-ref) if the application is already deployed in other targets or the
resource is already created in other targets.

This command is supported in remote mode only.

Options -t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H--host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.
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All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--config
Creates a shared cluster. The specified configuration name must exist and must not be
default-config (the standalone cluster configuration template) or a standalone
configuration (including server-config). If this option is omitted, a standalone cluster is
created.

--systemproperties
Defines system properties for the configuration created for by the cluster. These properties
override the property values in the default - config configuration. The following
properties are available:

HTTP_LISTENER PORT
This property specifies the port number for http-listener-1. Valid values are
1-65535. On UNIX, creating sockets that listen on ports 1-1024 requires superuser
privileges.

HTTP_SSL_LISTENER PORT
This property specifies the port number for http-listener-2. Valid values are
1-65535. On UNIX, creating sockets that listen on ports 1-1024 requires superuser
privileges.

ITOP_LISTENER_PORT

This property specifies which ORB listener port for IIOP connections orb-listener-1
listens on.

IIOP SSL LISTENER PORT
This property specifies which ORB listener port for IIOP connections the IIOP listener
called SSL listens on.
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ITOP_SSL_MUTUALAUTH_PORT
This property specifies which ORB listener port for IIOP connections the IIOP listener
called SSL_MUTUALAUTH listens on.

JMX_SYSTEM_CONNECTOR_PORT
This property specifies the port number on which the JMX connector listens. Valid
values are 1-65535. On UNIX, creating sockets that listen on ports 1-1024 requires
superuser privileges.

--hosts
This option is valid only if the HADB software is installed. A list of comma-separated host
names where the HADB instance is configured. The number of hosts must be greater than
1 and must be an even number. The same host names can be repeated. Use fully-qualified
hostnames when specifying the hostlist interfaces explicitly for hosts with multiple network
interfaces.

--haagentport
This option is valid only if the HADB software is installed. The number of the HA agent
port. The default is 1862.

- -haadminpassword
This option is valid only if the HADB software is installed. The HA administrator's
password. If not specified, the Domain Administration Server password is used.

--haadminpasswordfile
This option is valid only if the HADB software is installed. The file containing the
high-availability password associated with the administrative instance. The password is
defined in the following form:

HADBM_ADMINPASSWORD=password
HADBM_DBPASSWORD=password
HADBM_SYSTEMPASSWORD=password

Where password is the actual HA administrator password for the domain. If the HA
administrator password is not specified, the Domain Administration Server password is
used.

--devicesize
This option is valid only if the HADB software is installed. Configure the device size for use
with HADB. The value is in megabytes (Mbytes). The valid range is between 64 Mbytes and
8,000+ gigabytes (GBytes).

--haproperty
This option is valid only if the HADB software is installed. The high-availability property
name/value pairs separated by a colon.

--autohadb
This option is valid only if the HADB software is installed. If set to true, the HADB database
associated with the cluster is automatically started, stopped, or deleted if you start, stop, or
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delete the cluster. The default is false. To override this setting, use the hadboverride option
instart-cluster,stop-cluster,ordelete-cluster.

--portbase
This option is valid only if the HADB software is installed. The starting port number for the
HADB server. Default is 15200. Valid values are between 10000 and 63000.

cluster_name A unique identifier for the cluster to be created.

EXAMPLE1 Using the create-cluster command

The following command creates a cluster named MyCluster, overriding the default
configuration's SSL port value. Because the - - config option is not specified, the command
makes a copy of the default-configand names it MyCluster-config.

asadmin> create-cluster --user adminl
--passwordfile passwords.txt --systemproperties
IIOP_SSL_LISTENER_PORT=1169 MyCluster

Command create-cluster executed successfully.

EXAMPLE2 Creating HADB when creating cluster

This example requires the HADB software and a domain that is created with theenterprise
profile.

The following command creates an HADB database on hosts host1 and host2 while creating
the cluster clusterl:

asadmin> create-cluster --user adminl
--passwordfile passwords.txt --hosts hosl,host2 clusterl
Command create-cluster executed successfully.

0 command executed successfully
1 error in executing the command
delete-cluster(1), list-clusters(1), start-cluster(1), stop-cluster(1), create-instance(1)
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Name

Synopsis

Description

Options

create-connector-connection-pool- adds a connection pool with the specified connection
pool name

create-connector-connection-pool
[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]

[--passwordfile jﬂenanuﬂ [--helpl]

[--steadypoolsize 8] [--maxpoolsize 32] [--maxwait 60000]

[--poolresize 2] [--idletimeout 300] [--failconnection=false]

--raname nxounz_adqur_nanw --connectiondefinition connecﬁon_dqﬁniﬁon_nanw
[--transactionsupport transaction_support] [--isconnectvalidatereq;fhke]
[--description text] [--property (mname=value)[:name=valuel*]
connector_connection_pool_name

The create-connector-connection-pool adds a new connector connection pool with the
specified connection pool name.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I --interactive If set to true (default), only the required password options
are prompted.
-H --host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

Sun GlassFish Enterprise Server Section 1: Administration Commands 69



create-connector-connection-pool(1)

70

--passwordfile

--help

--target

- -raname
--connectiondefinition

- -steadypoolsize

The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ ADMIN_ MAPPEDPASSWORD,

AS_ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is
changeit.

Displays the help text for the command.
The target option is deprecated.

The name of the resource adapter.

The name of the connection definition.

The minimum and initial number of connections
maintained in the pool. The default value is 8.
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--maxpoolsize The maximum number of connections that can be created to
satisfy client requests. The default value is 32.

--maxwaittime The amount of time, in milliseconds, that a caller must wait
before a connection is created, if a connection is not
available. If set to 0, the caller is blocked indefinitely until a
resource is available or until an error occurs. The default
value is 60000.

--poolresize Quantity by which the pool will scale-up or scale-down the
number of connections. Scale-up: When the pool has no free
connections, pool will scale-up by this quantity. Scale-down:
All the invalid and idle connections are removed, sometimes
resulting in removing connections of quantity greater than
this value. Steadypoolsize will be ensured. Possible values are
from 0 to MAX_INTEGER. The default value is 2.

--idletimeout The maximum time that a connection can remain idle in the
pool. After this amount of time, the pool can close this
connection. The default value is 300.

--failconnection If set to true, all connections in the pool are closed if a single
validation check fails. This parameter is mandatory if the
is-connection-validation-required is set to true. Legal values
areon, off, yes, no, 1,0, true or false. The default value is
false.

--transactionsupport Indicates the level of transaction support that this pool will
have. Possible values are XATransaction,
LocalTransaction and NoTransaction. This attribute can
have a value lower than or equal to but not higher than the
resource adapter's transaction support attribute. The
resource adapter's transaction support attribute has an order
of values, where XATransaction is the highest, and
NoTransaction the lowest.

---isconnectvalidatereq If the value is set to true, the connections will be checked to
see if they are usable, before they are given out to the
application. The default value is false.

--description Text providing descriptive details about the connector
connection pool.

--property Optional attribute name value pairs for configuring the
resource.
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Operands

Examples

Exit Status

See Also

connector_connection_pool_name The name of the connection pool to be created.

EXAMPLE1 Usingthe create-connector-connection-pool command

asadmin> create-connector-connection-pool

--passwordfile passwords.txt --steadypoolsize 20

--maxpoolsize 100 --poolresize 2 --maxwait 60000 --raname jmsra
--connectiondefinition javax.jms.QueueConnectionFactory jms/qConnPool
Command create-connector-connection-pool executed successfully

Where jms/qConnPool is the name of the new connector connection pool.
0 command executed successfully

1 error in executing the command

delete-connector-connection-pool(1), list-connector-connection-pools(1)
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Name

Synopsis

Description

Options

create-connector-resource- registers the connector resource with the specified INDI name

create-connector-resource
[--terse={true|false}][ --echo={true|false} ]
[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[——passwordfile_ﬁknanw] [--help]
[--target target]
--poolname connectorConnectionPoolName [ --enabled=true]
[--description text] jndi_name

This command registers the connector resource with the JNDI name, which is specified by the
jndi_name operand.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I--interactive If set to true (default), only the required password options
are prompted.
-H --host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

--passwordfile The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.
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--help

--target

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ ADMIN MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS ADMIN MASTERPASSWORD is
changeit.

Displays the help text for the command.

This option specifies the ending location of the connector
resources. Valid targets are:

= server- Specifies the default server instance as the target
for creating the connector resource. server is the name
of the default server instance and is the default value for
this option.

= domain- Specifies a particular domain as the target for
creating the connector resource.

= cluster_name- Specifies a particular cluster (and all its
server instances) as the target for creating the connector
resource.
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= instance_name- Specifies a particular server instance as
the target for creating the connector resource.

--poolname The name of the connection pool. When two or more
resource elements point to the same connection pool
element, they use the same pool connections at runtime.

--enabled This option determines whether the resource is enabled at
runtime. The default value is true.

--description Text providing details about the connector resource.

Operands jndi_name the JNDI name of this connector resource.

Examples ExampLe1 Using the create-connector-resource command

This example shows the usage of this command in a domain whose profile is the developer
profile.

asadmin> create-connector-resource --poolname jms/qConnPool
--description “creating sample connector resource" jms/qConnFactory
Command create-connector-resource executed successfully

Where jms/qConnFactory is the sample connector resource that is created.

EXAMPLE2 Using the create-connector-resource command

This example shows the usage of this command in a domain whose profile is the cluster
profile.

asadmin> create-connector-resource --target server --poolname jms/qConnPool
--description "creating sample connector resource" jms/qConnFactory
Command create-connector-resource executed successfully

Where jms/qConnFactory is the sample connector resource that is created.
Exit Status 0 command executed successfully

1 error in executing the command

See Also delete-connector-resource(1), list-connector-resources(1)
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Name create-connector-security-map- creates a security map for the specified connector
connection pool

Synopsis create-connector-security-map

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

--poolname connector_connection_pool_name
[--principals principal_namell, principal_name2]* |
--usergroups user_groupl[, user_group2*]
--mappedusername username {security_map_name}

Description Use this command to create a security map for the specified connector connection pool. If the
security map is not present, a new one is created. Also, use this command to map the caller
identity of the application (principal or user group) to a suitable EIS principal in
container-managed transaction-based scenarios. One or more named security maps may be
associated with a connector connection pool. The connector security map configuration
supports the use of the wild card asterisk (*) to indicate all users or all user groups.

For this command to succeed, you must have first created a connector connection pool using
the create-connector-connection-pool command.

The enterprise information system (EIS) is any system that holds the data of an organization.
It can be a mainframe, a messaging system, a database system, or an application.

This command is supported in remote mode only.

Options -t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I--interactive If set to true (default), only the required password options
are prompted.
-H --host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.
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-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

--passwordfile The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ADMIN_MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ADMIN MASTERPASSWORD is
changeit.

Sun GlassFish Enterprise Server Section 1: Administration Commands 77



create-connector-security-map(1)

--help Displays the help text for the command.
--target This option is deprecated in this release.
- -poolname Specifies the name of the connector connection pool to

which the security map belongs.

--principals Specifies a list of backend EIS principals. More than one
principal can be specified using a comma separated list. Use
either the - -principals or - -usergroups options, but not
both.

--usergroups Specifies a list of backend EIS user group. More than one
usergroups can be specified using a comma separated list.

- -mappedusername This property specifies the EIS username.

Operands security_map_name name of the security map to be created or updated.

Examples ExampLe1 Using create-connector-security-map command

It is assumed that the connector pool has already been created using the
create-connector-pool command.

asadmin> create-connector-security-map --user admin
--passwordfile pwd_file.txt --poolname connector-pooll --principals principall, principal2 --mappec
Command create-connector-security-map executed successfully

Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso delete-connector-security-map(1), list-connector-security-maps(1),
update-connector-security-map(1)
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Name

Synopsis

Description

Options

create-custom-resource— creates a custom resouce

create-custom-resource
[--terse={true|false}][ --echo={true|false} ]
[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[——passwordfile_ﬁknanw] [--help]

--restype type

--factoryclassname classname [--enabled=true]
[--description text] [--property (name=value)[:name=valuel*]
jndi_name

The create-custom- resource command creates a custom resource. A custom resource
specifies a custom server-wide resource object factory that implements the
javax.naming.spi.ObjectFactory interface. This command is supported in remote mode
only.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I--interactive If set to true (default), only the required password options
are prompted.
-H --host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

--passwordfile The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
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--help

--target

specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ADMIN MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is
changeit.

Displays the help text for the command.

This option helps specify the target to which you are
deploying. Valid values are:

= server- Specifies the default server instance as the target
for deploying the component. server is the name of the
default server instance and is the default value for this
option.

= domain- Specifies a particular domain as the target for
deploying the component.
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Operands

Examples

Exit Status

See Also

--resourcetype

--restype

--factoryclass

--enabled

--description

--property

jndi_name

m  cluster_name- Specifies a particular cluster as the target
for deploying the component.

= instance_name- Specifies a particular instance as the
target for deploying the component.

The - - resourcetype option is deprecated. Use - - restype
instead.

The type of custom resource to be created. Specify a fully
qualified type definition, for example
javax.naming.spi.ObjectFactory. The resource type
definition follows the format, xxx.xxx.

Factory class name for the custom resource. This class
implements the javax.naming.spi.ObjectFactory
interface.

Determines whether the custom resource is enable at
runtime. The default value is true.

Text providing details about the custom resource. This
description is a string value and can include a maximum of
250 characters.

Optional attribute name/value pairs for configuring the
resource.

the JNDI name of this resource.

EXAMPLE 1 Using the create-custom-resource command

asadmin> create-custom-resource --user admin --passwordfile passwords.txt
--restype topic --factoryclass com.imq.topic sample_custom_resource
Command create-custom-resource executed successfully.

0
1

command executed successfully

error in executing the command

delete-custom-resource(1), list-custom-resources(1)
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Name create-domain- creates a domain.

Synopsis create-domain [--user user] [--passwordfile passwordfile]

Description

Options

[(--adminport port_number | --portbase portbase)]

[(--profile developer | cluster ] --template domain_template)]
[--domaindir domain_directory/domains]

[--instanceport port_number] [--savemasterpassword=false]
[--domainproperties (name=value)[:name=valuel*

1

[--savelogin=false] [--terse=false]

[--echo=false] [--interactive=true]

[--checkports=true] domain_name

Use the create-domain command to create an administrative domain.

This command creates the configuration of a domain. A domain is an administrative
namespace. Every domain has a configuration, which is stored in a set of files. Any number of
domains each of which has a distinct administrative identity can be created in a given
installation . A domain can exist independent of other domains. Any user who has access to
the asadmin script on a given system can create a domain and store its configuration in a
folder of choice. By default, the domain configuration is created in the default directory for
domains. You can override this location to store the configuration elsewhere.

A domain, in addition to being an administrative boundary, is also a fully compliant Java EE
Server. This means that you can deploy your Java EE Applications to the domain and run them
when the domain is started. A domain provides all the necessary environment and services
that are essential to run the applications.

A domain can be managed by tools such as the Administration GUI or asadmin.

You choose an appropriate profile for the domain, depending on the applications that you
want to run on your new domain. You can choose the developer or cluster for the domain you
create.

This command is supported in local mode only.
--user The username of the adminstrator of the domain.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I --interactive If set to true (default), only the required password options
are prompted.
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--domaindir The directory where the domain is to be created. If specified,
the path must be accessible in the filesystem. If not specified,
the domain is created in the default domain directory.

--profile The profile of the domain. A usage profile depicts how a
particular domain is going to be used. It determines how the
templates for various files are customized. Currently, only
the customization for domain.xml template is supported.

Valid values for this option are: developer and cluster. The
default value for this option is set to developer if you have
installed the product without clustering capabilities.

Note - Profile names are case-sensitive. Use all profile names
in lower case only.

--template The file name of a domain.xml template used to create the
domain. This allows domains of different types to be created.
This also allows you to define your own template.

--adminport The HTTP/S port for administration. This is the port to
which you should point your browser (example,
http://localhost:<this-port>) to manage the domain. This
option is mandatory unless you specify a value for the
--portbase option.

--passwordfile The file containing the domain password associated with the
administrative instance. The create-domain command
reads values for AS_ ADMIN_ PASSWORD and the
AS_ADMIN MASTERPASSWORD from this file. The
password is defined in the following form:
AS_ADMIN_PASSWORD=password, where password is the
actual administrator password for the domain. This file can
contain many other passwords required by the asadmin
commands. In adherence to security policy, asadmin does
not accept clear text passwords on the command line.

If AS_ADMIN_PASSWORD or
AS_ADMIN_MASTERPASSWORD are not in the
passwordfile, create-domain command prompts for admin
password and master password.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.
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--instanceport

--savemasterpassword

--domainproperties

As noted above, the domain provides services so that
applications can run when deployed. This (HTTP) port
specifies where the web application context roots are
available for a Web browser to connect to. This portisa
positive integer and must be available at the time of creation
of the domain.

Setting this option to true allows the masterpassword to be
written to the file system. A master password is really a
password for the secure key store. A domain is designed to
keep its own certificate (created at the time of domain
creation) in a safe place in the configuration location. This
certificate is called domain's SSL server certificate. When the
domain is contacted by a Web browser over a secure channel
(HTTPS), this certificate is presented by the domain. The
master password is supposed to protect this store (a file) that
contains this certificate. This file is called keystore. jks and
is created in the config directory of the domain created. If
however, this option is chosen, the master password is saved
on the disk in domain's configuration location. The master
password is stored in a file called master-password, which is
a Java JCEKS type keystore. The only advantage of using this
option is in case of unattended system boots, where at the
time of start-domain, the master password is not prompted
for, because it will be extracted from this file.

It is best to create a masterpassword when creating a domain,
because masterpassword is used by the start-domain
command. For security purposes, the default setting should
be false, because saving the masterpassword on the disk is an
insecure practice, unless file system permissions are properly
set. If masterpassword is saved, then start-domain will not
prompt for it. Masterpassword gives an extra level of security
to the environment.

Setting the optional name/value pairs overrides the default
values for the properties of the domain to be created. The list
must be separated by the “:” character. The following

properties are available:

= jms.port: Specifies the port number for JMS. Valid value
is 7676.

= domain.jmxPort: Specifies the port on which the JMX
connector is initialized. The valid values are 1-65535.
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= orb.listener.port: Specifies the ORB listener port for IIOP
connections on which orb-listener-1 listens .

= http.ssl.port: Specifies the port number for
http-listener-2. Valid values are 1 to 65535. On UNIX, to
create sockets that listen on ports 1-1024, you need
superuser privileges.

= orb.ssl.port: Specifies the ORB listener port for IIOP
connections on which the IIOP listener called SSL listens.

= orb.mutualauth.port: Specifies the ORB listener port for
IIOP connections on which the ITOP listener called
SSL_MUTUALAUTH listens.

--portbase Determines the number with which the port assignment
should start. A domain uses a certain number of ports that
are statically assigned. The portbase value determines where
the assignment should start. Choose this value judiciously.
The values for the ports are calculated as follows: Admin
port: portbase + 48, HTTP listener port: portbase + 80, IIOP
listener port: portbase + 37, JMX port: portbase + 86. See the
output of this command for a complete list of occupied
ports, when - -portbase option is specified.

Note - The - -portbase option cannot be used with the
--adminport or the - -instanceport option.

--savelogin Saves the admin user name and password if you set this
option to true. The default value is false. The username and
password are stored in the .asadminpass file in user's home
directory. A domain can only be created locally and hence
while using the above option, the host name saved in
.asadminpass will always be localhost. If the user has
specified default admin port while creating the domain,
there is no need to specify - -user, - -passwordfile, - -host,
or - -port on any of the subsequent asadmin remote
commands. These values will be automatically obtained.

Note - When the same user creates multiple domains having
same admin port number on the same or different machines
(where the home directory is NFS mounted), the command
is not going to prompt whether the password should be
overwritten. It will always be overwritten.

--checkports Specifies whether to check for the availability of the Admin,
HTTP, JMS, JMX, and IIOP ports. By default, this option is
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set to true.

Operands domain_name The name of the domain to be created.

Examples EexampLe1 Using the create-domain command (developer profile)

The following command creates sampleDomain domain with developer profile.

asadmin> create-domain --adminport 5006

--profile developer --adminuser admin domain3

Please enter the admin user name>admin

Please enter the admin password>

Please enter the admin password again>

Please enter the master password [Enter to accept the default]:>

Please enter the master password again [Enter to accept the default]:>
Using port 5005 for Admin.

Default port 8080 for HTTP Instance is in use. Using 51871

Default port 7676 for JMS is in use. Using 51872

Default port 3700 for IIOP is in use. Using 51873

Default port 8181 for HTTP SSL is in use. Using 51874

Default port 3820 for IIOP SSL is in use. Using 51875

Default port 3920 for IIOP MUTUALAUTH is in use. Using 51876

Default port 8686 for JMX ADMIN is in use. Using 51877

Domain being created with profile:developer,as specified on command line
or environment

----- Using Profile [developer] to create the domain ------

XML processing for profile:

Base document [/home/SUNWappserver/lib/install/templates/default-domain.xml.template].
Profile name [developer]. Processing property [domain.xml.style-sheets].
Domain sampleDomain created.

EXAMPLE2  Using the create-domain command (cluster profile)

The following command creates domain2 domain with cluster profile.

asadmin>create-domain --adminport 4647 --profile cluster domain2
Please enter the admin user name>admin

Please enter the admin password>

Please enter the admin password again>

Please enter the master password [Enter to accept the default]:>
Please enter the master password again [Enter to accept the default]:>
Using port 4647 for Admin.

Using default port 8080 for HTTP Instance.

Default port 7676 for IMS is in use. Using 51256

Default port 3700 for IIOP is in use. Using 51257

Using default port 8181 for HTTP_SSL.

Default port 3820 for IIOP SSL is in use. Using 51258

Default port 3920 for IIOP MUTUALAUTH is in use. Using 51259
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EXAMPLE2  Using the create-domain command (cluster profile) (Continued)

Using default port 8686 for JMX ADMIN.

Domain being created with profile:cluster, as specified on command line or environment.
------ Using Profile [cluster] to create the domain ------

XML processing for profile: Base document
[/home/SUNWappserver/lib/install/templates/default-domain.xml.template].

Profile name [cluster]. Processing property [domain.xml.style-sheets].

Security Store uses: JKS
Domain domain2 created.

Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso login(1), delete-domain(1), start-domain(1), stop-domain(1), list-domains(1)
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Name

Synopsis

Description

Options

create-file-user— creates a new file user

create-file-user

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]

[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --target target]

[--passwordfile passwordfile] [--authrealmname auth_realm_name]
[--groups user_groups|[:user_groups/*]

user_name

Creates an entry in the keyfile with the specified username, password, and groups. Multiple
groups can be created by separating them with a colon (:). If auth_realm_name is not
specified, an entry is created in the keyfile for the default realm. If auth_realm_name is
specified, an entry is created in the keyfile using the auth_realm_name.

This command is supported in remote mode only.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I --interactive If set to true (default), only the required password options
are prompted.
-H --host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.
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--passwordfile The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ADMIN_MAPPEDPASSWORD,

AS_ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is

changeit.
--help Displays the help text for the command.
--target This option helps specify the target on which you are

creating the file user. Valid values are:

= server- Specifies the default server instance as the target
for creating the file user. server is the name of the default
server instance and is the default value for this option.

= configuration_name- Specifies a particular configuration
as the target for creating the file user.
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= cluster_name- Specifies a particular cluster as the target
for creating the file user.

= instance_name- Specifies a particular instance as the
target for creating the file user.

This option is valid only in domains that are configured to

support clusters
--groups This is the group associated with this file user.
- -authrealmname This is the file where the file users are stored.
Operands user_name This is the name of file user to be created.

Examples ExampLe1 Using the create-file-user command

It is assumed that an authentication realm has already been created using the
create-auth-realm command.

asadmin> create-file-user --user admin --passwordfile passwords.txt
--host pigeon --port 5001 --groups staff:manager

--authrealmname auth-realml sample_user

Command create-file-user executed successfully

Where, the sample_user is the file user created.
Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso create-auth-realm(1), delete-file-user(1), list-file-users(1), update-file-user(1),
list-file-groups(1)
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Name

Synopsis

Description

Options

create-ha-store— creates tables in the HADB that are used by HA the cluster

create-ha-store

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]

[--passwordfile ﬁlename] [--help]
[ --haagentport port_nundwr]

[--haadminpassword password] [--haadminpasswordfilefilename]
[--hostshadb_host_list] [--storeuser username]
[--storepassword password] [--dbsystempassword dbpassword]

database_name

Note - This command requires the HADB software. This command is available only in
domains that are configured to support clusters, such as domains that are created with the
cluster profile.

This command creates tables in the HADB used by the HA cluster. You only need to use this
command if you have previously used clear-ha-store. The configure-ha-storecommand
also creates tables in the HADB. Use fully qualified hostnames when specifying the hostlist
interfaces explicitly for hosts with multiple network interfaces. create-ha-store was named
create-session-store in the Sun Java System Application Server 7.1.
Create-session-store hasbeen deprecated.

This command is supported in remote mode only.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

Sun GlassFish Enterprise Server Section 1: Administration Commands 91



create-ha-store(1)

-u --user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.

--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

- -haagentport
The name of the HA agent port. If not specified, the default port number is 1862.

- -haadminpassword
The actual HADBM administation password. Using this option with the hadbm
createdomain or hadbm create command requires that the password is entered each time
any hadbm command is used.

The haadminpassword is different from the hadbm dbpassword command. You must use
both passwords when using the following commands: hadbm create, hadbm addnodes,
hadbm refragment.
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--haadminpasswordfile
The file containing the HADBM administration password, storepassword, and
dbsystempassword. These passwords must be defined in the following form:
HADBM_ADMINPASSWORD=password, HADBM_DBPASSWORD=storepassword,
HADBM_SYSTEMPASSWORD=dbsystempassword. Where password is the actual
administrator password.

--hosts
A comma-separated list of all the hosts that are part of the Management Agent.

--storeuser
This option specifies the username associated with the administrative instance.

--storepassword
The domain application server password associated with the administrative instance.

--dbsystempassword
The database password associated with the administrative instance.

Operands database_name The name of the HA database.

Examples ExampLE1 Using create-ha-store

asadmin> create-ha-store --user admin --passwordfile passwords.txt
--haagentport 1860 hadatabasel
The create-ha-store command executed successfully

Exit Status 0 command executed successfully

1 error in executing the command
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Name

Synopsis

Description

Options
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create-http-health-checker- creates a health-checker for a specified load balancer
configuration

create-http-health-checker
[--terse={true|false}][ --echo={true|false} ]
[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile jﬂenanqe] [--help]

--url /7]

[
[--interval 30] [--timeout 10]
[--config config_name] target

Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

This command creates a health checker for a specified load balancer configuration. A health
checker is unique for the combination of target and load balancer configuration.

This command only works with the native load balancer provided with the Communications
Server. It does not work with other load balancers.

-t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H - -host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.
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--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--url
The URL to ping to determine whether the instance is healthy.

--interval
The interval in seconds the health checker waits between checks of an unhealthy instance
to see whether it has become healthy. The default value is 30 seconds. A value of 0 disables
the health checker.

--timeout
The interval in seconds the health checker waits to receive a response from an instance. If
the health checker has not received a response in this interval, the instance is considered
unhealthy.

--config
The load balancer configuration for which you create the health-checker. If you do not
specify a configuration, the command creates a health checker for every load balancer
configuration associated with the target. If no configuration references the target, the
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command fails.

Operands target Specifies the target to which the health checker applies.

Valid values are:

®  cluster_name- Specifies a certain cluster and its server
instances, which will be monitored by the health checker.

= stand-alone_instance_name- Specifies a certain server
instance, which will be monitored by the health checker.

Examples ExampLe1 Using the create-http-health-checker command

asadmin> create-http-health-checker --user admin
--passwordfile password.txt --config mycluster-http-lb-config mycluster
Command create-http-health-checker executed successfully.

Exit Status 0 command executed successfully

1 error in executing the command

See Also delete-http-health-checker(1)
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Name create-http-lb — creates a load balancer

Synopsis create-http-1b
[--terse={true|false}][ --echo={true|false} ]
[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]
--devicehost device_host_or_IP_address --deviceport device_port
[--autoapplyenabled=false] [--sslproxyhost proxy_host]
[--sslproxyport proxy_port] [--target target] [--lbpolicy Ibpolicy]l [--lbpolicymodule Ib_policy_mc
[--healthcheckerinterval 10] [--healthcheckertimeout 10]
[--1benableallinstances=true] [--lbenableallapplications=true] [--lbweight instance=weight[:insta
[--property (name=value)|:name=valuel*
1 load_balancer_name

Description Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

Use the create-http-1b command to create aload balancer, including the load balancer
configuration, target reference, and health checker. A load balancer is a representation of the
actual load balancer device, defined by its device host and port information. Once you've
created the load balancer, you can automatically apply changes made to the load balancer
configuration without running export-http-1b-config and manually copying the generated
load balancer configuration file to the web server instance. Set autoapplyenabled to true to
automatically apply changes.

Options -t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I--interactive If set to true (default), only the required password options
are prompted.
-H --host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.

Sun GlassFish Enterprise Server Section 1: Administration Commands 97



create-http-Ib(1)

98

-u--user

--passwordfile

--help

The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ADMIN_MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS_ ADMIN MASTERPASSWORD is
changeit.

Displays the help text for the command.
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--devicehost The device host or the IP address of the load balancing
device. This host or IP is where the physical load balancer
will reside.

--deviceport The port used to communicate with the load balancing
device. It must be SSL enabled.

--autoapplyenabled If set to true, changes to the load balancer configuration are
automatically pushed to the physical load balancer. If set to
false, the changes won't be automatically applied. Use the
command apply-http-1b-changes to apply the changes
manually. The default is false.

--sslproxyhost The proxy host used for outbound HTTP.
--sslproxyport The proxy port used for outbound HTTP.
--target Specifies the target to which the load balancer applies.

Valid values are:

m  cluster_name- Specifies that requests for this cluster will
be handled by the load balancer.

»  stand-alone_instance_name- Specifies that requests for
this stand-alone instance will be handled by the load
balancer.

--lbpolicy The policy the load balancer follows to distribute load to the
server instances in a cluster. Valid values are round- robin,
weighted-round-robin,and user-defined. If you choose
user-defined, specify aload balancer policy module with
the lbpolicymodule option. If you choose
weighted-round- robin, assign weights to the server
instances using the configure-1b-weight command. The
default is round- robin.

--lbpolicymodule If your target is a cluster and the load balancer policy is
user-defined, use this option to specify the full path and
name of the shared library of your load balancing policy
module. The shared library needs to be in a location
accessible by the web server.

--healthcheckerurl The URL to ping to determine whether the instance is
healthy.
--healthcheckerinterval The interval in seconds the health checker waits between

checks of an unhealthy instance to see whether it has become
healthy. The default value is 10 seconds. A value of 0 disables
the health checker.
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--healthcheckertimeout

--lbenableallinstances

--lbenableallapplications

- -lbweight

--responsetimeout

--httpsrouting

--reloadinterval

--monitor

--routecookie

--property

Operands [b_name

The interval in seconds the health checker waits to receive a
response from an instance. If the health checker has not
received a response in this interval, the instance is
considered unhealthy. The default value is 10 seconds.

Enables all instances in the target cluster for load balancing.
If the target is a server instance, enables that instance for load
balancing.

Enables all applications deployed to the target cluster or
instance for load balancing.

The name of the instance and the weight you are assigning it.
The weight must be an integer. The pairs of instances and
weights are separated by colons. For example
instancel=1:1instance2=4 means that for every five
requests, one goes to instancel and four go to instance2. A
weight of 1 is the default.

The time in seconds within which a server instance must
return a response. If no response is received within the time
period, the server is considered unhealthy. If set to a positive
number, and the request is idempotent, the request is retried.
If the request is not idempotent, an error page is returned. If
set to 0 no timeout is used. The default is 60.

If set to true, HTTPS requests to the load balancer result in
HTTPS requests to the server instance. If set to false,
HTTPS requests to the load balancer result in HTTP
requests to the server instance. The default is false.

The time, in seconds, that the load balancer takes to check
for an updated configuration. When detected, the
configuration file is reloaded. The default value is 60 seconds.
A value of 0 disables reloading.

If set to true, monitoring of the load balancer is switched on.
The default value is false.

This option is deprecated. The value is always true.

Optional attribute name/value pairs for configuring the load
balancer.

The name of the new load balancer. This name must not
conflict with any other load balancers in the domain.
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Examples EexampLe1 Usingthe create-http-1b command

asadmin> create-http-1lb --user admin --passwordfile password.txt
--autoapplyenabled=true --devicehost hostl --deviceport 5555
mylb

Command create-http-1lb executed successfully.

Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso delete-http-1b(1), list-http-Ibs(1), create-http-lb-config(1)
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Name

Synopsis

Description

Options

create-http-Ib-config — creates a configuration for the load balancer

create-http-1lb-config

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

[ --responsetimeout 60]

[--httpsrouting=false] [--reloadinterval 60]
[--monitor=false] [--property (name=value)l:name=value]*]
--target target | config_name

Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

Use the create-http-1lb-config command to create aload balancer configuration. This
configuration applies to load balancing in the HTTP path. After using this command to create
the load balancer configuration file, create the load balancer by running create-http-1b.

You must specify either a target or a configuration name, or both. If you don't specify a target,
the configuration is created without a target and you add one later using create-http-1b-ref
If you don't specify a configuration name, a name is created based on the target name. If you
specify both, the configuration is created with the specified name, referencing the specified
target.

-t --terse Indicates that any output data must be very concise, typically
avoiding human-friendly sentences and favoring
well-formatted data for consumption by a script. Default is
false.

-e --echo Setting to true will echo the command line statement on the
standard output. Default is false.

-I --interactive If set to true (default), only the required password options
are prompted.
-H - -host The machine name where the domain administration server

is running. The default value is localhost.

-p --port The HTTP/S port for administration. This is the port to
which you should point your browser in order to manage the
domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with the domain
administration server.
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-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the - -user
option on subsequent operations to this particular domain.

--passwordfile The - -passwordfile option specifies the name, including
the full path, of a file containing the password entries in a
specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in
uppercase letters.

For example, to specify the domain administration server
password, use an entry with the following format:
AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be
specified include AS_ADMIN_MAPPEDPASSWORD,

AS_ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to
authenticate to the domain administration server, either
through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command
can be used only to specify the admin password. For other
passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin
login command, then you need not specify the admin
password through the - -passwordfile option on
subsequent operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD option. You
will still need to provide the other passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required by
individual commands, such as update-file-user.

For security reasons, passwords specified as an environment
variable will not be read by asadmin.

The default value for AS ADMIN MASTERPASSWORD is
changeit.

--help Displays the help text for the command.
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--responsetimeout

--httpsrouting

--reloadinterval

--monitor

--routecookie

--property

--target

Operands config name

The time in seconds within which a server instance must
return a response. If no response is received within the time
period, the server is considered unhealthy. If set to a positive
number, and the request is idempotent, the request is retried.
If the request is not idempotent, an error page is returned. If
set to 0 no timeout is used. The default is 60.

If set to true, HTTPS requests to the load balancer result in
HTTPS requests to the server instance. If set to false,
HTTPS requests to the load balancer result in HTTP
requests to the server instance. The default is false.

The interval between checks for changes to the load balancer
configuration file loadbalancer.xml. When the check
detects changes, the configuration file is reloaded. A value of
0 disables reloading.

Specifies whether monitoring is enabled. The default is
false.

This option is deprecated. The value is always true.

Optional attribute name/value pairs for configuring the load
balancer.

Specifies the target to which the load balancer configuration
applies. If you don't specify a target, the load balancer
configuration is created without a target. You can specify
targets later using the command create-http-1lb-ref.

Valid values are:

= cluster_name- Specifies that requests for this cluster will
be handled by the load balancer.

= stand-alone_instance_name- Specifies that requests for
this stand-alone instance will be handled by the load
balancer.

The name of the new load balancer configuration. This name
must not conflict with any other load balancer groups,
agents, configurations, clusters, or sever instances in the
domain. If you don't specify a name, the load balancer
configuration name is based on the target name,
target_name-http-1lb-config.
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Examples EexampLe1 Using the create-http-Ib-config command

asadmin> create-http-1lb-config --user admin --passwordfile file --target mycluster
mylbconfigname
Command create-http-1lb-config executed successfully.

Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso delete-http-lb-config(1), list-http-lb-configs(1), create-http-1b(1)
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Name

Synopsis

Description

Options

106

create-http-Ib-ref- adds an existing cluster or server instance to an existing load balancer
configuration or load balancer

create-http-lb-ref

[--terse={true|false}][ --echo={true|false} ]

[ --interactive={true|false} ] [ --host host]

[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]

--config config name | --lbname load_balancer_name
[--1lbpolicy round-robin] [--lbpolicymodule [b_policy_module]
[--healthcheckerurl url] [--healthcheckerinterval 10]
[--healthcheckertimeout 10] [--1lbenableallinstances=true]
[--1lbenableallapplications=true] [--lbweight instance=weight[:instance=weight]*]
target

Note - This command is available only in domains that are configured to support clusters, such
as domains that are created with the cluster profile.

Use the create-http-1b-ref command to:

= Add an existing cluster or server instance to an existing load balancer configuration or load
balancer. The load balancer forwards the requests to the clustered and stand-alone
instances it references.

= Set the load balancing policy to round-robin, weighted round-robin, or to a user-defined
policy.
= Configure a health checker for the load balancer. Any health checker settings defined here

apply only to the target. If you do not create a health checker with this command, use
create-http-health-checker.

= Enable all instances in the target cluster for load balancing, or use
enable-http-1lb-server to enable them individually.

= Enable all applications deployed to the target for load balancing, or use
enable-http-1lb-application to enable them individually.

-t --terse Indicates that any output data must be very
concise, typically avoiding human-friendly
sentences and favoring well-formatted data for
consumption by a script. Default is false.

-e --echo Setting to true will echo the command line
statement on the standard output. Default is
false.

-I--interactive If set to true (default), only the required

password options are prompted.
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-H --host The machine name where the domain
administration server is running. The default
value is localhost.

-p --port The HTTP/S port for administration. This is the
port to which you should point your browser in
order to manage the domain. For example,
http://localhost:4848.

The default port number is 4848.

-s --secure If set to true, uses SSL/TLS to communicate with
the domain administration server.

-u--user The authorized domain administration server
administrative username.

If you have authenticated to a domain using the
asadmin login command, then you need not
specify the - -user option on subsequent
operations to this particular domain.

--passwordfile The - -passwordfile option specifies the name,
including the full path, of a file containing the
password entries in a specific format. The entry
for the password must have the AS_ADMIN_ prefix
followed by the password name in uppercase
letters.

For example, to specify the domain
administration server password, use an entry
with the following format:
AS_ADMIN_PASSWORD=password, where password
is the actual administrator password. Other
passwords that can be specified include
AS_ADMIN_MAPPEDPASSWORD,

AS ADMIN USERPASSWORD, and

AS_ADMIN_ ALIASPASSWORD.

All remote commands must specify the admin
password to authenticate to the domain
administration server, either through
--passwordfile or asadmin login, or
interactively on the command prompt. The
asadmin login command can be used only to
specify the admin password. For other
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--help

--config

- -lbname

--lbpolicy
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passwords, that must be specified for remote
commands, use the - -passwordfile or enter
them at the command prompt.

If you have authenticated to a domain using the
asadmin login command, then you need not
specify the admin password through the

- -passwordfile option on subsequent
operations to this particular domain. However,
this is applicable only to AS_ADMIN_PASSWORD
option. You will still need to provide the other
passwords, for example,
AS_ADMIN_USERPASSWORD, as and when required
by individual commands, such as
update-file-user.

For security reasons, passwords specified as an
environment variable will not be read by
asadmin.

The default value for
AS ADMIN MASTERPASSWORD is changeit

Displays the help text for the command.

Specifies which load balancer configuration to
which to add clusters and server instances.
Specify either aload balancer configuration or a
load balancer. Specifying both results in an
error.

Specifies the load balancer to which to add
clusters and server instances. Specify either a
load balancer configuration or a load balancer.
Specitying both results in an error.

The policy the load balancer follows. Valid
values are round- robin,
weighted-round-robin,and user-defined. If
you choose user-defined, specify a load balancer
policy module with the lbpolicymodule option.
If you choose weighted- round- robin assign
weights to the server instances using the
configure-1lb-weight command. The default is
round-robin.
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--lbpolicymodule If your load balancer policy is user-defined, use
this option to specify the full path and name of
the shared library of your load balancing policy
module. The shared library needs tobeina
location accessible by the web server.

--healthcheckerurl The URL to ping to determine whether the
instance is healthy.

--healthcheckerinterval The interval in seconds the health checker waits
between checks of an unhealthy instance to see
whether it has become healthy. The default value
is 30 seconds. A value of 0 disables the health
checker.

--healthcheckertimeout The interval in seconds the health checker waits
to receive a response from an instance. If the
health checker has not received a response in
this interval, the instance is considered
unhealthy. The default is 10.

--lbenableallinstances Enables all instances in the target cluster for load
balancing. If the target is a server instance,
enables that instance for load balancing. The
default value is true.

--lbenableallapplications Enables all applications deployed to the target
cluster or instance for load balancing. The
default value is true.

--lbweight The name of the instance and the weight you are
assigning it. The weight must be an integer. The
pairs of instances and weights are separated by
colons. For example instancel=1:instance2=4
means that for every five requests, one goes to
instancel and four go to instance2. A weight of 1
is the default.

Operands target Specifies which cluster or instance to add to the load
balancer. Valid values are:

®  cluster_name- Specifies that requests for this cluster will
be handled by the load balancer.

= stand-alone_instance_name- Specifies that requests for
this stand-alone instance will be handled by the load
balancer.
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Examples ExampLe1 Using the create-http-1b-ref command to add a cluster to a load balancer configuration

asadmin> create-http-lb-ref --user admin --passwordfile file
--config mylbconfig cluster2
Command create-http-1lb-ref executed successfully.

EXAMPLE2  Using the create-http-1b-ref command to add a cluster to aload balancer

asadmin> create-http-lb-ref --user admin --passwordfile file
--lbname mylb cluster2
Command create-http-lb-ref executed successfully.

EXAMPLE3  Using the create-http-1b- ref command to configure a health checker and load balancing
policy, and enable instances and applications

asadmin> create-http-lb-ref --user admin --passwordfile file
--config mylbconfig --lbpolicy weighted-round-robin
--healthcheckerinterval 40 --healthcheckertimeout 20
--lbenableallinstances=true --lbenableallapplications=true cluster2
Command create-http-lb-ref executed successfully.

EXAMPLE4 Using the create-http-1b-ref command to set a user-defined load balancing policy

asadmin> create-http-lb-ref --user admin --passwordfile file
--lbpolicy user-defined --lbpolicymodule /user/modules/module.so
--config mylbconfig cluster2

Command create-http-1lb-ref executed successfully.

Exit Status 0 command executed successfully

1 error in executing the command

SeeAlso delete-http-lb-ref(1), create-http-health-checker(1), enable-http-lb-server(1),
enable-http-lb-application(1), list-http-1b-configs(1), list-http-Ibs(1) configure-Ib-weight(1)
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Name create-http-listener— adds a new HTTP listener socket

Synopsis create-http-listener
[--terse={true|false}][ --echo={true|false} ]
[ --interactive={true|false} ] [ --host host]
[--port port] [--secure| -s ] [ --user admin_user]
[--passwordfile ﬁlename] [--help]
--listeneraddress address --listenerport listener_port
--defaultvs virtual_server [--servername server_name]
[--acceptorthreads acceptor-threads] [--xpowered={true|false}]
[ --redirectport redirect_port] [--securityenabled={true|false}]
[ --enabled ={true|false}] [ --listenertype ({external|internal|defaukt}] [--target server] list

Description The create-http-listener command creates an HTTP listener. This command is supported
in remote mode only.

Note - If you edit the special HT'TP listener named admin-listener, you must restart the
server for the changes to take effect. The Administration Console does not tell you that a
restart is required in this case.

Options -t --terse
Indicates that any output data must be very concise, typically avoiding human-friendly
sentences and favoring well-formatted data for consumption by a script. Default is false.

-e --echo
Setting to true will echo the command line statement on the standard output. Default is
false.

-I--interactive
If set to true (default), only the required password options are prompted.

-H --host
The machine name where the domain administration server is running. The default value
is localhost.

-p --port
The HTTP/S port for administration. This is the port to which you should point your
browser in order to manage the domain. For example, http://localhost:4848.

The default port number is 4848.

-s --secure
If set to true, uses SSL/TLS to communicate with the domain administration server.

-u--user
The authorized domain administration server administrative username.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the - -user option on subsequent operations to this particular domain.
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--passwordfile
The - -passwordfile option specifies the name, including the full path, of a file containing
the password entries in a specific format. The entry for the password must have the
AS_ADMIN_ prefix followed by the password name in uppercase letters.

For example, to specify the domain administration server password, use an entry with the
following format: AS_ADMIN_PASSWORD=password, where password is the actual
administrator password. Other passwords that can be specified include

AS ADMIN MAPPEDPASSWORD,AS ADMIN USERPASSWORD, and AS ADMIN ALIASPASSWORD.

All remote commands must specify the admin password to authenticate to the domain
administration server, either through - -passwordfile or asadmin login, or interactively
on the command prompt. The asadmin login command can be used only to specify the
admin password. For other passwords, that must be specified for remote commands, use
the - -passwordfile or enter them at the command prompt.

If you have authenticated to a domain using the asadmin login command, then you need
not specify the admin password through the - -passwordfile option on subsequent
operations to this particular domain. However, this is applicable only to
AS_ADMIN_PASSWORD option. You will still need to provide the other passwords, for
example, AS_ADMIN_USERPASSWORD, as and when required by individual commands, such
asupdate-file-user.

For security reasons, passwords specified as an environment variable will not be read by
asadmin.

The default value for AS ADMIN MASTERPASSWORD is changeit.

--help
Displays the help text for the command.

--listeneraddress
The IP address or the hostname (resolvable by DNS).

--listenerport
The port number to create the listen socket on. Legal values are 1-65535. On UNIX,
creating sockets that listen on ports 1-1024 requires superus