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About This Guide 

Scope 

This guide contains general information about Oracle Data Access Cloud Service (DACS). It 
describes: 

 Information about DACS. 

 An overview of the setup process for DACS. 

Audience 

This guide should be used by cloud administrators and network engineers who have access to 
DACS. 

About Data Access Cloud Service 

Primavera DACS provides direct read-only SQL access to your cloud-based P6 EPPM, 
Primavera Unifier Project Controls, and Primavera Unifier Facilities and Asset Management 
transactional data. The service uses a shared secret for the authentication and security of the 
IPSec tunnel. 

Caution: Personally identifiable information (PII) may be at risk of 
exposure. Depending on local data protection laws organizations may be 
responsible for mitigating any risk of exposure. 

This is an administrator-level function. Oracle will provide a database integration account to be 
used with this service. This service is to facilitate system integrations only and is not meant for 
access by individuals. 

Note: You are responsible for all aspects of the query process including 
writing, executing, and consuming query results and storing the fetched 
data. 

Using DACS with P6 EPPM 

Read only access is available to the following for P6 EPPM: 

 SELECT privileges on all P6 tables (including X tables) except ADMIN_CONFIG, 
BRE_REGISTRY, PREFER, PUBUSER, SETTINGS, and tables that start with DLT, DR$ 
and MDRT_.  

 For granted tables, synonyms are provided in the format of T6_{base table name}. 

 Views for pxrptuser are also recreated and use the same names (without a T6 prefix). 

For more information about the P6 EPPM schema, see the  P6 EPPM Schema Documentation. 
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Using DACS with Primavera Unifier Project Controls and Facilities and Real Estate 
Management  

Read only access is available to the following for Primavera Unifier: 

 SELECT privileges on all Unifier tables except QRTZ tables. 

 For granted tables, synonyms are provided with same names. 

 Unifier views are also recreated. 

For more information about data definitions, data elements, data mapping, and data structure, 
see the Primavera Unifier Reference Guide. 

Preparing for DACS 

DACS requires an Oracle NET-compatible client that supports sqlnet.ora and can successfully 
operate using Oracle Network Data Encryption and Integrity transport encryption, for example 
Oracle Client. For information on how to download and install Oracle Client, see: How to Install 
the Oracle Client for Use with Primavera P6 (Doc ID 986674.1). 

The Oracle Cloud team will work with your IT organization to establish a site-to-site VPN tunnel. 
You should involve whoever is responsible for setting up the VPN in your corporate IT team from 
the start of the process. 

Completing the VPN Partner Implementation Form 

Your network engineer must complete the Partner’s IPSec Configuration Information section 
of the VPN Partner Implementation Form which you received as part of the Cloud Services 
provisioning process. 

For Primavera DACS, you need only complete the following parts of the form: 

Company Name, Address, and City, State, Zip fields: Provide the main company address for 
your country. 

Technical Contacts, e-mail address, and Phone fields: Provide the details for any network and 
IT specialists who will be involved in the process of configuring the DACS connection. 

Encryption Domain, Subnet Mask, IPSec/Firewall Vendor and IPSec/Firewall Version: 
Provide your public IP address and subnet mask from which your DACS connection will originate 
and information about your firewall. You must provide only one IP address. If you need further 
connections to DACS, your network engineer can configure Network Address Translation (NAT) 
to allow other IP addresses to connect via your public IP address. 

IPSec Peer IP Address: Your network engineer will find this information in the appropriate 
crypto map for the VPN tunnel to Oracle. 

Return the form to your Oracle Customer Success Manager (CSM) indicating whether you need 
access to your production environment, your stage environment, or both your production and 
stage environments. 

After the connection is set up, Oracle will ask your network engineer to provide a public shared 
key to complete the VPN connection process. Oracle will then provide you with database 
connection information to allow you to connect to your P6 EPPM and Unifier databases. 
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Configuring the Oracle Client for EZConnect 

To configure the Oracle Client for EZConnect naming method:  

1) Browse to $Oracle_Home/network/admin. 

2) Open the sqlnet.ora file in a text editor. 

3) Look for the NAMES.DIRECTORY_PATH parameter:  

 If a NAMES.DIRECTORY_PATH parameter exists, ensure EZCONNECT is included in 
the list. 

 If a NAMES.DIRECTORY_PATH parameter does not exist in the file, EZCONNECT is 
enabled by default. 

Changing Your DACS Password 

You must change your password the first time you log in to DACS using the temporary password 
provided to you from your Oracle CSM. 

Note: You must change your password every 90 days. If you fail to 
change your password every 90 days, your account will be locked. Enter 
a Service Request to have your account unlocked and to receive a new 
temporary password. 

To change your password: 

1) Log in to DACS. 

2) Enter 

alter user <username> identified by <newpassword>; 

where <username> is the user name provided to you by your Oracle CSM and 
<newpassword> is the new password you want to set. 

Performance 

The performance of your P6 EPPM or Primavera Unifier products may be affected by the SQL 
queries you send via DACS. You are responsible for writing efficient SQL queries and monitoring 
their performance. Performance can also be affected based on the volume of data retrieved and 
bandwidth limitations. 

DACS access via Oracle Net is provided only if you accept that system performance could be 
affected by the queries you generate. By opting to use the Oracle Net access model, you agree 
to release Oracle from any database performance obligations or other problems with the 
services caused by such access. 
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