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Audience

Preface

This Oracle Arqus Insight Installation Guide describes installing — or upgrading to —
Argus Insight 7.0.2. You perform some of these tasks once. Other tasks you repeat as
your system and business requirements change.

This preface includes the following topics:

= Audience

s Documentation Accessibility

s Finding Information and Patches on My Oracle Support
= Finding Oracle Documentation

= Related Documents

s Conventions

This document is intended for all Argus Insight administrators who are responsible for
installing and maintaining the Argus Insight application.

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle
Accessibility Program website at
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For
information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or
visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing
impaired.

Finding Information and Patches on My Oracle Support

Your source for the latest information about Argus Insight is Oracle Support's
self-service website My Oracle Support.

Before you install and use Argus Insight, always visit the My Oracle Support website
for the latest information, including alerts, White Papers, and bulletins.



Creating a My Oracle Support Account

You must register at My Oracle Support to obtain a user name and password account
before you can enter the website.

To register for My Oracle Support:
1. Open a web browser to https://support.oracle.com.

2. Click the Register link to create a My Oracle Support account. The registration
page opens.

3. Follow the instructions on the registration page.

Signing In to My Oracle Support
To sign in to My Oracle Support:

1. Open a web browser to https://support.oracle.com.
2. Click Sign In.

3. Enter your user name and password.

4

Click Go to open the My Oracle Support home page.

Finding Information on My Oracle Support
There are many ways to find information on My Oracle Support.

Searching by Article ID

The fastest way to search for information, including alerts, White Papers, and bulletins
is by the article ID number, if you know it.

To search by article ID:

1. Sign in to My Oracle Support at https://support.oracle.com.

2. Locate the Search box in the upper right corner of the My Oracle Support page.

3. Click the sources icon to the left of the search box, and then select Article ID from
the list.

4. Enter the article ID number in the text box.

5. Click the magnifying glass icon to the right of the search box (or press the Enter
key) to execute your search.

The Knowledge page displays the results of your search. If the article is found,
click the link to view the abstract, text, attachments, and related products.

Searching by Product and Topic

You can use the following My Oracle Support tools to browse and search the
knowledge base:

s Product Focus — On the Knowledge page under Select Product, type part of the
product name and the system immediately filters the product list by the letters
you have typed. (You do not need to type "Oracle.") Select the product you want
from the filtered list and then use other search or browse tools to find the
information you need.

= Advanced Search — You can specify one or more search criteria, such as source,
exact phrase, and related product, to find information. This option is available
from the Advanced link on almost all pages.


https://support.oracle.com
https://support.oracle.com
https://support.oracle.com

Finding Patches on My Oracle Support

Be sure to check My Oracle Support for the latest patches, if any, for your product. You
can search for patches by patch ID or number, or by product or family.

To locate and download a patch:
1. Sign in to My Oracle Support at https://support.oracle.com.

2. Click the Patches & Updates tab. The Patches & Updates page opens and displays
the Patch Search region. You have the following options:

= In the Patch ID or Number field, enter the number of the patch you want.
(This number is the same as the primary bug number fixed by the patch.) This
option is useful if you already know the patch number.

» To find a patch by product name, release, and platform, click the Product or
Family link to enter one or more search criteria.

3. Click Search to execute your query. The Patch Search Results page opens.

4. Click the patch ID number. The system displays details about the patch. In
addition, you can view the Read Me file before downloading the patch.

5. Click Download. Follow the instructions on the screen to download, save, and
install the patch files.

Finding Oracle Documentation

The Oracle website contains links to all Oracle user and reference documentation. You
can view or download a single document or an entire product library.

Finding Oracle Health Sciences Documentation

To get user documentation for Oracle Health Sciences applications, go to the Oracle
Health Sciences documentation page at:

http://www.oracle.com/technetwork/documentation/hsgbu-154445.html

Note: Always check the Oracle Health Sciences Documentation page
to ensure you have the latest updates to the documentation.

Finding Other Oracle Documentation
To get user documentation for other Oracle products:

1. Go to the following web page:
http://www.oracle.com/technology/documentation/index.html

Alternatively, you can go to http://www.oracle.com, point to the Support tab, and
then click Documentation.

2. Scroll to the product you need and click the link.

3. Click the link for the documentation you need.

Related Documents

This section lists the documents in the Argus Insight documentation set, followed by
their part number. The most recent version of each guide is posted on the Oracle
website; see "Finding Oracle Health Sciences Documentation” on page xi.

xi


https://support.oracle.com
http://www.oracle.com/technetwork/documentation/hsgbu-154445.html
http://www.oracle.com/technology/documentation/index.html
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»  Oracle Argus Insight Administrator’s Guide

»  Oracle Argus Insight User’s Guide

»  Oracle Argus Insight Minimum Security Configuration Guide

»  Oracle Argus Insight Extensibility Guide

»  Oracle Argus Insight Report Mapping Guide

The release notes are also posted in the Oracle Health Sciences documentation library.

In addition, Argus Insight customers can request copies of the following Argus Insight
technical reference manuals from Customer Support:

»  Oracle Argus Insight CMN Profile Enterprise Table Guide (Part E28489)

»  Oracle Argus Insight CMN Profile Global Table Guide (Part E28488)

»  Oracle Argus Insight Database Administrator’s Guide (Part E28486)

»  Oracle Argus Insight Entity Relationship Diagram Reference (Part E28485)
»  Oracle Argus Insight Report Mapping Reference (Part E28487)

Conventions

The following text conventions are used in this document:

Convention Meaning

boldface Boldface type indicates graphical user interface elements associated
with an action, or terms defined in text or the glossary.

italic Italic type indicates book titles, emphasis, or placeholder variables for
which you supply particular values.

monospace Monospace type indicates commands within a paragraph, URLs, code
in examples, text that appears on the screen, or text that you enter.

Xii
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Introduction

Argus Insight is a highly optimized reporting module that compliments Argus Safety.

The Argus Insight Extract Transform and Load (ETL) engine extracts data from the
Argus Safety database and populates a data warehouse in a format to enable efficient
querying. The various query, drill-down, and output features of Argus Insight let you
analyze your safety, workflow, or product data from all angles and produce reports
that provide immediate business impact and maximum efficiency in decision-making.

This chapter includes the following topics:
= Argus Insight Product Overview
s Software and Hardware Requirements

s Important Installation Information

Note: Power Reports has been renamed Argus Insight and the two
terms have been used interchangeably in this document.

1.1 Argus Insight Product Overview
In Argus Insight, you can generate a report in either of the following ways:

= Through a query, retrieve a set of specific type of cases (Case Series) from the data
mart and then run the report on only those cases.

Use these Argus Insight components to retrieve the Case Series: Query By Example
(QBE), Filters, and Advanced Conditions. Next, run one of these reports on the Case
Series: the built-in Standard Reports or the custom reports you create and store in
the Report Writer library.

= Run the report on all the cases in the data mart.
You can use the Report Writer to query the data mart directly and run reports.

The following flowchart shows the typical workflow for generating a report.
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Table 1-1 describes the various features of Argus Insight:

Table 1-1 Argus Insight Features

Features Description

Query by Example Lets you create simple queries by entering specific values in fields on
(QBE) a form that looks substantially like the Argus Safety case form.
Filters Lets you create queries by selecting a set of predefined fields and

specifying multiple values in a field.

Advanced Conditions

Lets you create complex queries by selecting any of the various
different fields in the data mart and applying Boolean and Set
operations on them.

Case Series

A list of cases that match the query criteria.

Standard Reports Predefined reports built into Argus Insight. These reports are
grouped into these categories:
s Case Processing (for use with BusinessObjects only)
s Compliance
= Configuration
= General
= Management
= Pharmacovigilance
Typically, these reports are run on the Case Series.
Report Writer Lets you query the data mart and create custom reports by selecting

any data mart fields as report columns. In the report output, you can
apply filters, create nested groupings, and perform operations such
as sort, total, count, and drill.

The custom reports you create can be stored in the Report Writer
Library or added to the Argus Insight application; you can run the
stored reports on a Case Series.
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1.1.1 Argus Insight Architecture

The following figure illustrates the Argus Insight architecture:
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1.2 Software and Hardware Requirements

Table 1-2 lists the software and hardware requirements for the following components
in an Argus Insight installation:

= Argus Insight Web Server

s Cognos, BusinessObjects Server, or BI Publisher (depending on which Business
Intelligence tool you are using with Argus Insight)

Note: You can use the following combinations of the Business
Intelligence tools with Argus Insight:

= BusinessObjects/BIP
= Cognos/BIP
s BIP

s Database Server

= Argus Insight Client
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Table 1-2 Argus Insight Software and Hardware Requirements

Component

Requirements

Argus Insight

Supported Operating Systems:

Web Server = Windows 2008 R2 Enterprise (64 bit) (English version)

Oracle Database Software:

s Oracle Client 11.2.0.1 or 11.2.0.3 (32 bit) (with SQL Plus, SQL Loader, Oracle and

OLEDB Objects)

m  Oracle Data Provider for .Net 11.2.0.1 or 11.2.0.3

Hardware Requirements:

= Up to 5000 cases in the system: 2x2.6 GHz processors, 4 GB memory

= More than 5000 cases in the system: 4x2 GHz processors, 8 GB memory

Additional Software Requirements:

= Dotnet Framework 3.5 Service Pack 1

s IIS7.5(IIS 6.0 compatibility pack should also be installed)

= SOAP Toolkit 3.0

= Microsoft Internet Explorer 7.0, 8.0, or 9.0

= Adobe Reader 9.3.4

= Microsoft Visual C++ 2008 Redistributable

=  MSXML 6.0

Note: The Argus Insight Web Server should be configured for Simple Mail Transfer

Protocol (SMTP) for email support.

BusinessObjects XI Requirements:

If you are using BusinessObjects XI (BOXI) with Argus Insight, you need a

BusinessObjects XI, Release 3.1, Service Pack 4 client on the Argus Insight Web Server.
Cognos or Supported Operating Systems: Same as the Argus Insight Web Server
SB::éEESSObj ects Oracle Database Software: Same as the Argus Insight Web Server

Hardware Requirements: Same as the Argus Insight Web Server
Additional Software Requirements:

= Dotnet Framework 3.5 Service Pack 1

s IS 7.5 (IIS 6.0 compatibility pack should also be installed)

= Microsoft Internet Explorer 7.0, 8.0, or 9.0

Reporting Tool (if you are using Cognos):

= Cognos 8.4.1 BI Server (default installation with all components except Cognos
Content Database)

= Cognos 8.4.1 Bl Modeling (default installation with all components)
= Cognos 8.4.1 SDK (default installation with all components)

= SOAP Toolkit 3.0

Reporting Tool (if you are using BusinessObjects):

= BusinessObjects XI, Release 3.1, Service Pack 4 (for single tenant installations only).
The server should be installed with both IIS and JSP enabled.

= Apache Tomcat 5.0.27 (default installation on BOXI) / WebSphere 6.0
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Table 1-2 (Cont.) Argus Insight Software and Hardware Requirements

Component Requirements

BI Publisher (BIP) Supported Operating Systems:
= Windows 2008 R2 Enterprise (64 bit), (English version)
= Oracle Enterprise Linux X86 (Version: 5.5.0.0.0 and 5.7.0.0), (English version)
= Oracle Enterprise Linux X86-64 (Version: 5.5.0.0.0 and 5.7.0.0), (English version)
= Solaris 10, (English version)
= Oracle Enterprise Linux 6.3 UEK, (English version)
Oracle Database Software:
= 11.2.0.1 Client
= 11.2.0.3 Client
Tool Version:
= BIP11.1.1.6
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Table 1-2 (Cont.) Argus Insight Software and Hardware Requirements

Component

Requirements

Database Server

Supported Operating Systems:

s Oracle Enterprise Linux X86 (Version: 5.5.0.0.0 and 5.7.0.0), (English version)

= Oracle Enterprise Linux X86-64 (Version: 5.5.0.0.0 and 5.7.0.0), (English version)
= Solaris 10, (English version)

s Oracle Enterprise Linux 6.3 UEK (English version)

Oracle Database Software:

= Oracle Database Server (Standard /Enterprise - AL32UTEFS character set) - Version
11.2.0.1/11.2.0.3 (32/64-bit)

d  Oracle Advanced Security Transparent Data Encryption* (Optional)
d  Oracle Advanced Security Network Encryption (Optional)

*Note: Oracle Database TDE feature is part of the Oracle Advanced Security option
available for Oracle Database Enterprise Edition 11g

(http:/ /www.oracle.com/technetwork/database/options/advanced-security /inde
x.html).

TDE provides the capability to encrypt sensitive data in the Oracle Database in a
manner that is transparent to applications.

While Argus Insight product has not undergone a full certification with the Oracle
Database TDE feature, a set of basic sanity tests show that Argus Insight will
functionally work with TDE using tablespace level encryption. This result is in-line
with the expected result given the transparent nature of TDE to applications.

Hence, when Argus Insight is used in conjunction with TDE using tablespace
encryption, it is a supported configuration.

However, customers who wish to use TDE on the Argus Insight Database should
perform their own functional testing and performance testing to verify the
performance impacts. The factors of TDE should be taken into account in the
performance requirements and hardware sizing necessary to support the solution in
the customer’s environment.

s Oracle RAC 11g R2
= Exadata 11g R2
Note: Oracle database standard edition is supported for single tenant deployment only.

Note: Cognos Content Store for Argus Insight is not supported by Cognos on Oracle
Database 11.2.0.3 database when installed on the Oracle Enterprise Linux operating
system.

Content Store for Cognos is supported on Oracle 11.2.0.2 database when installed on the
Oracle Enterprise Linux operating system. In this case, Oracle Client on Cognos Web
Server must be 11.2.0.2. You must note that Oracle 11.2.0.2 for OEL is supported only for
Cognos Content Database and not for Argus Insight data mart.

Hardware Requirements:
= Up to 5000 cases in the system: 2x2 GHz processors, 4 GB memory
= More than 5000 cases in the system: 4x2 GHz processors, 16 GB memory
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Table 1-2 (Cont.) Argus Insight Software and Hardware Requirements

Component

Requirements

Argus Insight Client

Supported Operating Systems:

= Windows XP Professional, Service Pack 3 (32 bit), (English version)
= Windows 7 (32 bit), (English version)

Hardware Requirements:

= 2.0 GHz Minimum, 1 GB Memory

Additional Software Requirements:

= Adobe Acrobat Reader 9.3.4

= Microsoft Excel 2007 or 2010

= Microsoft Internet Explorer 7.0, 8.0, or 9.0

1.3 Important Installation Information

Before installing Argus Insight, review the information in this section carefully. You
may need to modify several settings or install required software before you install the
Argus Insight application.

1.3.1 Installation Requirements for the Servers

For the Argus Insight Web Server, Cognos Server, or BusinessObjects Server:

Installation Language — You must install all software with the language setting
configured to English. For example, if Oracle is installed in a language other than
English, the registry entries are created with different names. Therefore, to avoid
errors, install all software in English.

Oracle Client — You must install the Oracle client with the default ORACLE_
HOME name, provided by the Oracle Universal Installer. Failure to do so will
display an error message, stating that the Oracle OLE DB provider was not found
during installation.

Time Zone — You must set all servers to the same time zone.

Default Language Setting — All the servers must have the default language
setting enabled for US English.

To enable US English as the default language setting:
1. Open the Microsoft System Registry Editor.
a. Click Start.
b. Select Run.
c. Type regedit and then click OK.
2. Navigate to the following folder:
HKEY_USERS\.DEFAULT\Control Panel\International
3. Double-click the sCountry key in the right pane.
a. In the Value data field, type United States.
b. Click OK to save your changes and close the dialog box.
4. Exit from the Registry Editor.

5. Restart the server. Your changes will not take effect until you restart the server.
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1.3.1.1 Additional Notes for the Argus Insight Web Server
= Install the Oracle client after you install the Dotnet Framework.

= Ensure that either you have disabled the firewall or you have added the Argus
Insight port number in the Windows Firewall Exception list. The default port
number for Argus Insight is 8084.

1.3.1.2 Additional Notes for the Cognos Server

= Ensure that you have disabled the firewall. Alternatively, if the firewall is enabled,
ensure that Cognos is accessible from other machines on the network.

s During installation verification, the system reports that files from the Cognos 8
folder are missing. You can ignore this error.

1.3.1.3 Additional Notes for the BusinessObjects Server

= Ensure that you have disabled the firewall. Alternatively, if the firewall is enabled,
ensure that BusinessObjects is accessible from other machines on the network.

= If you are not being authenticated in BusinessObjects through the Argus Insight
application, run the following command on the BusinessObjects Server before you
open a web intelligence document through Argus Insight:

C\AWINDOWS\Microsoft. NET\Framework\v2.0.50727>aspnet_regiis-ga "NT
AUTHORITY\NETWORK SERVICE"

Alternatively, you can assign the required rights to IIS users.

1.3.2 Installation Requirements for the Argus Insight Client

To be able to run the Argus Insight application, you must configure the following
settings on the Argus Insight client machine:

»  The Argus Insight URL must be added to the trusted sites.
= Cookies must be enabled to the lowest possible security level.
= Javascript must be enabled.

s The Allow script-initiated windows without size or position constraints setting
in Internet Explorer must be enabled.

To enable this setting:

1. Start Internet Explorer.

Open the Tools menu and select Internet Options.
Select the Security tab.

Click Custom level.

Scroll to the Miscellaneous settings.

@ o » w N

Enable the Allow script-initiated windows without size or position
constraints setting.

7. Click OK to save your changes.
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1.3.2.1 Troubleshooting Problems with the Cognos Report Writer

Note: The information in this section applies only if the following
two conditions are true:

= You are using Cognos as your Business Intelligence tool.

= You are using either Internet Explorer 8 or 9.

If you are unable to open the Cognos Report Writer from Argus Insight using Internet
Explorer 8 or 9, execute the following steps on each Argus Insight client machine
where this issue is encountered:

1.

© ® N o a » 0 DN

Start Internet Explorer.

Open the Tools menu and select Internet Options.
Select the Security tab.

Select Trusted Sites and then click Sites.

Enter the URL for Argus Insight and then click Add.
Click Close to return to the Security tab.

Select Trusted Sites and then click Custom level.
Scroll to the Scripting settings.

Disable the Enable XSS Filter setting.

10. Click OK to save your changes.

1.3.3 General Installation Notes and Information

Single Sign On (through Oracle Access Manager) in Argus Safety does not work if
Cognos is LDAP enabled. In this scenario, you will be presented with the Argus
Insight Login screen.

All the information about LDAP, Single Sign-On Header, and SMTP configuration
will be synchronized in real-time and also by ETL.

Ensure that you have configured the Argus Safety URL in the Argus Safety Load
Balancer Server.

To do so:

1. Navigate to Argus Console, System Management (Common Profile
Switches), and select Network Settings.

2. Enter either the Argus Safety URL or the Argus Safety Load Balancer URL in
the Argus Safety Load Balancer Server text box.
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Installing Argus Insight

This chapter explains how to use the installation wizard to install Argus Insight,
including the application software, the universes and standard reports, and the
Schema Creation Tool.

This chapter includes the following topics:

About a Cognos 8 versus BusinessObjects XI Installation
Before You Install the Argus Insight Application

Installing Argus Insight Components onto the Web Server
Installing Argus Insight Components onto the Cognos Server

Enabling SSL Support for the Argus Insight Website

2.1 About a Cognos 8 versus BusinessObjects Xl Installation

With Argus Insight 7.0.2, you can use Cognos 8 or BusinessObjects XI as your Business
Intelligence (BI) tool. Installing Argus Insight is different depending on which BI tool
you are using:

If you are using Cognos 8, installing Argus Insight is a two-step process. First, you
run the installation wizard to install Argus Insight components onto the Web
Server. You then run the installation wizard again to install Argus Insight
components onto the Cognos Server.

If you are using BusinessObjects XI, installing Argus Insight is a one-step process.
You run the installation wizard to install Argus Insight components onto the Web
Server only.

2.2 Before You Install the Argus Insight Application

Before you begin to install the Argus Insight application, you must verify or obtain the
following information:

1.

Requirements — Read Section 1.2, "Software and Hardware Requirements" and
verify that your system meets the minimum requirements.

Database Instance — Verify that the Argus Insight database instance has been
created and that it is running. In addition, verify that the database has been
created using the character set of your Argus Safety database.

Cryptographic Key — Log in to the Argus Safety Web Server. Copy the
cryptographic key from the ArgusSecureKey.ini file. You need to specify this key
during the installation of Argus Insight.
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Security — Log in to the Argus Insight Web Server.

a. Make sure that the IUSR user or the user configured in Internet Information
Services (IIS) has sufficient privileges for running the Argus Insight
application. See the Oracle Argus Insight Minimum Security Configuration Guide
for more information.

b. Ensure that the ASP and ASP.Net extensions are enabled in IIS.

Cognos Requirement — If you are using Cognos 8 with Argus Insight, log in to
the Cognos Server and ensure that ASP and ASP.Net extensions are enabled in IIS.

2.3 Installing Argus Insight Components onto the Web Server

To run the installation wizard and install the Argus Insight components onto the Web
Server:

1.

Download the Argus Insight software from Oracle E-delivery and copy the
software to the Argus Insight Web Server.

Log in to the Argus Insight Web Server as a user with administrator privileges.

Click setup.exe. The system opens the Welcome screen for the installation wizard,
which will guide you through the installation of Argus Insight.

Click Next to continue.

Select the Business Intelligence (BI) tool that you are using. Argus Insight supports
the following BI tools:

= BusinessObjects
= Cognos 8
Click Next to continue.

= If you selected Cognos 8, you need to specify whether you are installing Argus
Insight components onto the Argus Insight Web Server or the Cognos Server.
Select Argus Insight Web Server and then click Next.

Argus Insight - InstallShield Wizard

Setup Type

Instal Shdd | cBack | News | | concel |

s If you selected BusinessObjects, you only install Argus Insight components
onto the Argus Insight Web Server. Therefore, the system immediately
prompts for your user name and company name.
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7. Enter your user name and company name into the appropriate fields.
8. Click Next to continue. The Select Features dialog box opens.
Argus Insight - Installshéckd Wizard

b Featur

Selact the hestures ta instal, and deselect the fes

1 S chema Creation T ool
W Augus Insight Report Wiker

& Cryptography Fey Management

Iretall S < Back
L

9. Clear any feature that you do not want to install. By default, the wizard installs all
features.

10. Click Next to continue. The Choose Destination Location dialog box opens.

Argus Insight - InstallShield Wizard

InstallShield

11. Specify the folder into which the system installs the Argus Insight application:
= Toinstall into the default folder (C:\Program Files\Oracle), click Next.

» Toinstall into a different folder, click Browse, select another folder, and then
click Next.

The system reports that the wizard is ready to install the Argus Insight files.

12. Click Install to start the installation. The system reports that Argus Insight is
configuring your new software and displays a progress bar the reports the status
of the installation.

When the installation is done, the following dialog box opens:
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Argus Insight - InstallShield Wizard

Enter Text

Please

Enter the

InstallShicl: < Back Next > Cancel

13. Enter the name of the host database server where the Argus Insight data mart is
located. Click Next.

14. Enter the instance name for the Argus Insight data mart. Click Next.

15. Enter the database port number you want to assign to the Argus Insight database.
Click Next.

The system updates the TNSNAME.ORA file with the information you specified
about the Argus Insight database.

When the update is done, the Cryptographic Key dialog box opens.

Argus Insight - Installshield Wizard

[ cpock | bews | | Cancel

16. Enter the cryptographic key for Argus Insight, and then click Next to continue.

Note: The cryptographic key is in the ArgusSecureKey.ini file located
on the Argus Safety Web Server. You should have obtained this key
during the pre-installation tasks.

17. Enter the password for APR_USER.

2-4 Oracle Argus Insight Installation Guide



Installing Argus Insight Components onto the Web Server

Note: The APR_USER database user provides initial database access
to the application user (APR_APP) of Argus Insight. Make sure that
this password is the same on all machines where any Argus Insight
components are stored.

You will be prompted to create/update this user during schema
creation. You can modify this password by running the Argus Insight
installer and selecting the Modify option. For information about
updating the APR_USER password, see Section 2.3.1, "Changing the
APR_USER Password."

18. Click Next to continue. The Confirm Password dialog box opens.

Argus Insight - InstallShield Wizard | <}
Password
This s

InstaliShield | <pock || mew> | Cancel

19. Re-enter the APR_USER password for verification.
20. Click Next. The Port Number dialog box opens.

InstallShicid [ < Back. ‘I Mext> l Cancel

21. Enter the port number you want to assign to the Argus Insight website.

The default value is 8084. If you are unsure of the port number, use the default
value.

22, Click Next. The system reports that the Argus Insight application has been
installed successfully.
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23. Click Finish to exit from the installation wizard. The system displays the
following message:

Argus Insight - InstallShield Wieard E

Mrgus Inshgte Irech sl ‘Wizard will now reboot your sysheen, Plasss
s Your ey unsarved works

o]

24. Click OK to restart the Argus Insight Web Server.

2.3.1 Changing the APR_USER Password

You need to update the password on the database level and the Argus Insight Web
Server/Cognos Server. The Argus Insight application uses this password to
communicate with the database initially.

Before changing the password for the APR_USER on any Argus Insight Web
Server/Cognos Server:

= Stop the Argus Insight service.
= Stop IIS on the Argus Insight Web Server.

= Stop the IIS and the Cognos service on the Cognos Server. You only need to
complete this task if you are using Cognos 8 as your Business Intelligence tool.

= Update the password of APR_USER on database level. You need to update the
password at the database level before you can modify the password for the Argus
Insight Web Server.

You can modify the password for APR_USER on any Argus Insight Web
Server/Cognos Server by running the Argus Insight installer on each server.

To modify the APR_USER password:

1. Run setup.exe to start the Argus Insight installer. The Argus Insight Setup
Maintenance dialog box opens.
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Argus Insight - InstallShield Wizard
Welcome

Modify, venfy, or remove

program. Thiz program lets you modify the

W program components to add or s urrently d components ko

istalled by the previous setup exist and that the

Remove all installed components.

InstallSnield < Back Mext > Cancel

Select Modify and then click Next.
Select Change the password for APR_USER. Click Next.
Enter the APR_USER password.

The password you enter must be the same password for each server being used by
Argus Insight and must be configured in the Argus Insight database.

Click Next. The system prompts for confirmation of the new password.
Enter the new APR_USER password a second time for verification.
Click Next.

The system updates the password for APR_USER.

2.3.2 Copying the ADODB.DLL for Report Scheduling

Argus Insight needs the ADODB.DLL file, which is a Microsoft ActiveX Data Object,
so report scheduling works properly.

To copy the ADODB.DLL to the correct location:

1.

Locate the adobe.dll file in the following folder:
Argus_Insight_Installation_Directory\Oracle\ ArgusInsight\Bin

Drag and drop the adodb.dll from that location into the following folder:
drive: \WINDOWS\ assembly

2.4 Installing Argus Insight Components onto the Cognos Server

Note: This installation is required only if you are using Cognos 8 as
your Business Intelligence tool with Argus Insight.
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In the previous section, you installed the Argus Insight components onto the Argus
Insight Web Server. If you use Cognos 8 for your Business Intelligence tool and you
use different servers for Argus Insight and Cognos 8, you also need to install the
Argus Insight components onto the Cognos Server.

2.4.1 Running the Wizard to Install Components for Cognos 8

To install the Argus Insight components onto the Cognos Server:

1.

L d

© ® N o a &

12.

13.

14.
15.

Download the Argus Insight software from Oracle E-delivery and copy the
software to the Cognos Server.

Log in to the Cognos Server as a user with administrator privileges.

Click setup.exe. The system opens the Welcome screen for the installation wizard,
which will guide you through the installation of Argus Insight.

Click Next to continue.

Select Cognos 8 and then click Next.

Select Cognos Server and then click Next.

Enter your user name and company name into the appropriate fields.
Click Next to continue. The Select Features dialog box opens.

Clear any feature that you do not want to install. By default, the wizard installs all
features.

. Click Next to continue. The Choose Destination Location dialog box opens.

11.

Specify the folder into which the system installs the Argus Insight application:
= Toinstall into the default folder (C:\Program Files\Oracle), click Next.

s Toinstall into a different folder, click Browse, select another folder, and then
click Next.

The system reports that the wizard is ready to install the Argus Insight files.

Click Install to start the installation. The system reports that Argus Insight is
configuring your new software and displays a progress bar the reports the status
of the installation. Wait until the Database Server dialog box opens.

Enter the name of the host database server where the Argus Insight data mart is
located. Click Next.

Enter the instance name for the Argus Insight data mart. Click Next.

Enter the database port number you want to assign to the Argus Insight database.
Click Next.

The system updates the TNSNAME.ORA file with the information you specified
about the Argus Insight database.

When the update is done, the Cryptographic Key dialog box opens.
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16. Enter the cryptographic key for Argus Insight, and then click Next to continue.

Note: The cryptographic key is in the ArgusSecureKey.ini file located
on the Argus Safety Web Server. You should have obtained this key
during the pre-installation tasks.

17. Enter the password for APR_USER.

Note: The APR_USER database user provides initial database access
to the application user (APR_APP) of Argus Insight. Make sure that
this password is the same on all machines where any Argus Insight
components are stored.

You will be prompted to create/update this user during schema
creation. You can modify this password by running the Argus Insight
installer and selecting the Modify option. For information about
updating the APR_USER password, see Section 2.3.1, "Changing the
APR_USER Password."

18. Click Next to continue. The Confirm Password dialog box opens.

B
Password
This setu

= relype password for verification.

|

InstallShield < Back Hewt> Cancel
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19. Re-enter the APR_USER password for verification.
20. Click Next. The Port Number dialog box opens.

Argus Insight - InstallShield wizard

Enter Text
Please

b Site. If you are unsure what value to enter, use

Install§ <Back || Newt> ‘ Cancel

21. Click Next. The system reports that the Argus Insight application has been
installed successfully.

22. Click Finish to exit from the installation wizard. A message dialog box informs
you that the Argus Insight installation wizard will now restart your system.

23. Click OK to restart the Cognos 8 Server.

2.4.2 Configuring the Cognos 8 Software Development Kit

If you are using Cognos 8 for your Business Intelligence tool, you need to configure
the Cognos 8 Software Development Kit (SDK) so that Argus Insight can communicate
with Cognos.

To configure the Cognos 8 Software Development Kit (SDK):
1. Change to the following directory on the Cognos Server:
C:\Program Files\Cognos\c8\sdk
2. Copy the following files from the Cognos Server:
= CDKJdl
= cognosdotnet_2_0.dll
= cognosdotnetassembly_2_0.dll

3. Paste the three DLL files into the following directory on the Argus Insight Web
Server:

Argus_Insight_Installation Directory\Oracle\ArgusInsight\Bin
4. Register the CDK.dII file:
a. Open the command prompt.

b. Enter the regsvr32 command followed by the complete path to the location of
the CDK.dIl. For example:

regsvr32 "C:\Program Files\Oracle\ArgusInsight\bin\cdk.dll"
5. Click Start, select Run, and then type assembly.
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Drag and drop the cognosdotnet_2_0.dll and cognosdotnetassembly_2_0.dll files
from the Insight_Installation Directory\Oracle\ArgusInsight\Bin directory
into the C: \WINDOWS\assembly directory.

2.5 Enabling SSL Support for the Argus Insight Website
To enable SSL support for the Argus Insight website:
1. Log in to the Argus Insight Web Server.
2. Obtain and install the SSL certificate.
3. Go to IIS Manager.
4

Select Argus Insight and then select Bindings. The Site Bindings dialog box

[ g ven b
ErTr Argus Insight Home I
€-id12 |8 9 M 9 8 explore
€ st P
¥ Start Page. " B, Edit Permissions. .
5 93 SRVOVSCOGINTIST (SRVOVSCOGINT SRy rea i ——
2 Agplication Pools ASP.NET Edit Site.
B 8] Stes . N _ . _ _ Bindngs...
Ry L @ | 2 9 & 3 b ®F B @& 5 s soms
@ Defaul web Ske -~ v =Y EE: b
-NET NET (NET Profle  NET Roles NET Trust MET Users  Applicstion  Conmection  MachineKey  Pages and Providers Wi Applications:
Compiation  Globalzation Levels Settings Strings Cortrols -
(el Manage Web Site ~
Session State  SMTP E-mail ¢ Restart
b o
® s
us Site Bindings 2] Browse Web Site
e o [ivpe | rtosthone | port | Paddess 4 adh. b & ' ¥ oo SR
- hitp 8084 . - Advanced Settings ..
S Authentcaton £ TP 15ApL Fters
o Respo. Configure
_ = [ e | .
Q JF 4l | | Linis
Loggng  MIME Types © ren
Cose Oriine Help.
Management
&
I Hanager

ermissions

5. Click Add. The Add Site Binding dialog box opens.

21
Type: IP address: Port:
Iht‘ms ﬂ |AI| Unassigned j I.Hj
Host name:
SSL certificate:
=l [ view..
| cancel |

6. Complete the Add Site Binding dialog box as follows:
a. In the Type field, select https.

b. Inthe SSL certificate field, select your security certificate.

c. Click OK.
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3

Creating the Argus Insight Data
Mart Structure

The Argus Insight Schema Creation Tool lets you create the Argus Insight data mart
structure. It creates a link between your source Argus database and your new Argus
Insight data mart. The Extract Transform and Load (ETL) process uses this link to
transfer data from your Argus database to the Argus Insight data mart for reporting
purposes.

During the schema creation process, you are required to create four database users:
one user for logging in to the Argus Insight application, two other users who are
schema owners, and one user for supporting private database links (DB Links).

This chapter includes the following topics:

s Before You Run the Argus Insight Schema Creation Tool

= Argus Insight Configuration Requirements

s Argus Insight Data Mart Tablespaces

s Starting the Argus Insight Schema Creation Tool

»  Creating the Database Schema

= Validating the Schema

»  Creating a Database Link from Argus Safety to Insight Database

s Upgrading Database from Argus Insight 7.0.1 to Argus Insight 7.0.2

Note: The Argus Insight database must be created with the same
character set as the Argus Safety database. Make sure you have
installed the requisite software as explained in Section 1.2, "Software
and Hardware Requirements."

3.1 Before You Run the Argus Insight Schema Creation Tool

The GLOBAL_NAME and NLS_LENGTH_SEMANTICS database parameters must
be configured properly in order for the Argus Insight Schema Creation Tool to run.
You must check those settings before you run the Argus Insight Schema Creation Tool.
If the parameters are not set properly, the Schema Creation Tool will fail.

To review and modify these database settings:

1. Contact your database administrator (DBA).
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2. \Verify that the database configuration file for the Argus Insight database defines
the following database parameter values:

=  GLOBAL_NAME = FALSE (This parameter must be set to FALSE for Argus
Insight to be able to create the database links.)

= NLS_LENGTH_SEMANTICS = CHAR

3. Restart the database instance for your changes to take effect.

3.2 Argus Insight Configuration Requirements
This section lists the required and recommended values for:
»s  Database parameters
= Database I/O configuration

s RAM and CPU

3.2.1 Database Parameters

Table 3-1 lists the database parameters and the values that must be set for Argus
Insight.

For those parameters that require a numeric value, Table 3-1 lists the minimum value
recommended. You may need to increase the value depending on your system
configuration and the number of cases. It is the responsibility of the database
administrator to monitor the system and adjust the database parameters as necessary.
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Table 3—1

Database Parameters for Argus Insight

Database Parameter

Required Value

COMPATIBLE (for Oracle 11gR2)

11.2.0.0.0 or later

CURSOR_SHARING

EXACT

GLOBAL_NAME

FALSE

JOB_QUEUE_PROCESSES

10 (Minimum value recommended)

NLS_LENGTH_SEMANTICS CHAR
OPTIMIZER_MODE ALL_ROWS
OPTIMIZER_SECURE_VIEW_MERGING TRUE

PARALLEL_MAX_SERVERS

Minimum value recommended based on the total number of cases:
= Small (< 30,000 cases): 16

= Medium (30,000 to 200,000 cases): 32

= Large (200,000 to 1,000,000 cases): Default

= Extra Large (> 1,000,000 cases): Default

PGA_AGGREGATE_TARGET

Minimum value recommended based on the total number of cases:
= Small (< 30,000 cases): 0.5 GB

= Medium (30,000 to 200,000 cases): 2 GB

= Large (200,000 to 1,000,000 cases): 3 GB

= Extra Large (> 1,000,000 cases): 4 GB

QUERY_REWRITE_ENABLED

TRUE (if computing statistics regularly)
FALSE (if not computing statistics regularly)

SGA_MAX_SIZE

Greater than or equal to the value of the SGA_TARGET parameter.

SGA_TARGET

Minimum value recommended based on the total number of cases:
s Small (< 30,000 cases): 1 GB

= Medium (30,000 to 200,000 cases): 2.5 GB

= Large (200,000 to 1,000,000 cases): 3.5 GB

= Extra Large (> 1,000,000 cases): 4.5 GB

The 32-bit architecture allows for 4 GB of physical memory to be
addressed. DBAs should verify the maximum addressable RAM for
their respective architectures.

UNDO_MANAGEMENT

AUTO

WORKAREA_SIZE_POLICY

AUTO

DB_BLOCK_BUFFERS (in MB) /
DB_CACHE_SIZE

Leave set to the Oracle default value

DB_BLOCK_SIZE (in bytes)

Leave set to the Oracle default value

QUERY_REWRITE_INTEGRITY

Leave set to the Oracle default value

SHARED_POOL_SIZE

Leave set to the Oracle default value

3.2.2 Database I/0 Configuration

Table 3-2 lists the minimum amount of disk space to allocate for the redo log files,
TEMP tablespace, and UNDO tablespace.
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Table 3-2 Recommended Database I/O Configuration for Argus Insight

Total Number of Cases

Small Medium (30,000 Large (200,000 Extra Large
Database I/0 Configuration (< 30,000) to 200,000) to 1,000,000) (> 1,000,000)
Number and Size of Redo Log Files ~ Default 3 X 500 MB 5 X 500 MB 5 X500 MB

The value depends on the characteristics of the I/O subsystem such as the
I/0 bandwidth, storage disks type, and RAID level. (Oracle recommends
RAID 1+0 or similar.)

TEMP Tablespace Size

32GB 32GB 64 GB 128 GB

UNDO Tablespace Size

16 GB 32GB 64 GB 128 GB

The recommended UNDO tablespace size is based on the projections with
the following two parameter values:

RETENTION=NOGUARANTEE
UNDO_RETENTION=900 (seconds)

3.2.3 Recommended Configu

ration for the Database Server

Table 3-3 lists the recommended configuration (RAM and CPU) for the Argus Insight

Database Server.

Table 3-3 Recommended Configuration for the Argus Insight Database Server

Total Number of Cases

Database Server

Medium (30,000 Large (200,000 Extra Large

Configuration Small (< 30,000) to 200,000) to 1,000,000) (> 1,000,000)

RAM 4-8GB 8-16 GB 16-32 GB 16-32 GB

CPU Equivalent to 2—4 Equivalent to 4-8 Equivalent to 8-12  Equivalent to 8-12
Dual Core, 3 GHz Dual Core, 3 GHz Dual Core, 3 GHz Dual Core, 3 GHz

Note: The Argus Insight Database and Argus Safety Database TNS
names entry must be available in both Argus Insight Database Server
and Argus Safety Database Server. Argus Safety Database TNS should
also be present in the Argus Insight Web Server.

3.3 Argus Insight Data Mart Tablespaces

Table 3—4 lists the tablespaces for the Argus Insight data mart. Argus Insight creates

these tablespaces

when you create a database schema.

Note that the tablespace names begin with APR. The Argus Power Reports (APR)
product was renamed to Argus Insight.

Table 3-4 Tablespaces Created for the Argus Insight Data Mart

APR_CFG_DATA_01 APR_MEDM_DATA_01 APR_MRPT_INDEX_01
APR_MCAS_DATA_01 APR_MEDM_INDEX_01 APR_MRPT_INDEX_02
APR_MCAS_DATA_02 APR_MEDM_LOB_01 APR_MRPT_INDEX_03
APR_MCAS_HIST_DATA_01 APR_MFACT_DATA_01 APR_MWHOC_DATA_01
APR_MCAS_HIST_DATA_02 APR_MFACT_HIST_DATA_01 APR_MWHOC_INDEX_01
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Table 3—-4 (Cont.) Tablespaces Created for the Argus Insight Data Mart

APR_MCAS_HIST_INDEX_01

APR_MFACT_HIST_INDEX_01

APR_SESM_DATA_01

APR_MCAS_HIST_LOB_01

APR_MFACT_INDEX_01

APR_SESM_INDEX_01

APR_MCAS_INDEX_01

APR_MRPT_DATA_01

APR_SESM_LOB_01

APR_MCAS_INDEX_02

APR_MRPT_DATA_02

APR_STAGE_DATA_01

APR_MCAS_LOB_01

APR_MRPT_DATA_03

APR_STAGE_DATA_02

APR_MCFG_DATA_01

APR_MRPT_HIST_DATA_01

APR_STAGE_DATA_03

APR_MCFG_HIST_INDEX_01

APR_MRPT_HIST_DATA_02

APR_STAGE_INDEX_01

APR_MCFG_HIST_LOB_01

APR_MRPT_HIST_DATA_03

APR_STAGE_INDEX_02

APR_MCFG_INDEX_01

APR_MRPT_HIST_INDEX_01

APR_STAGE_INDEX_03

APR_MCFG_LOB_01

APR_MRPT_HIST_INDEX_02

APR_STAGE_LOB_01

APR_MCFG_LOG_01

APR_MRPT_HIST_INDEX_03

APR_SWHOC_DATA_01

3.4 Starting the Argus Insight Schema Creation Tool

To start the Argus Insight Schema Creation Tool:

1. Log in to the Argus Insight Web Server.

2. Click Start.

3. Navigate to Programs > Oracle > Argus Insight, and select Schema Creation
Tool. The main window for the Schema Creation Tool opens.

Version ¥.0.2 Database

Create Schema

DB Upgrade

Argus DBLink

Schema Creation

Schema Validation

Export Data

Argus User Creation

Copyright ©€2012 Oracle Corporation. All rights reserved.

Summary of the Schema Creation Tool options:

Factory Data

Tool

Initial ETL

Import Data Exit

s Create Schema — Creates a new database schema for Argus Insight. See
Section 3.5, "Creating the Database Schema" for more information.

= Schema Validation — Validates a newly-created database schema. See Section 3.6,
"Validating the Schema" for more information.

s Factory Data — Loads the factory data into the database. See Section 3.5.4,
"Loading Factory Data" for more information.
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s Initial ETL — Runs the initial process of extracting, transforming, and loading
data. See Chapter 5, "Extracting, Transforming, and Loading Data" for more
information.

= DB Upgrade — Upgrades an existing Argus Insight 7.0.1 database to an Argus
Insight 7.0.2 database. See Section 3.8, "Upgrading Database from Argus Insight
7.0.1 to Argus Insight 7.0.2" for more information.

= Export Data — Exports data. For details, see Section 4.10.1, "Exporting Data" for
more information.

= Import Data — Imports data. For details, see Section 4.10.2, "Importing Data" for
more information.

= Argus DBLink — Creates a link between Argus Insight and Argus Safety. See
Section 3.7, "Creating a Database Link from Argus Safety to Insight Database" for
more information.

= Argus User Creation — Lets you create Argus Insight users and roles. See
Section 3.5.1, "Creating Users and Roles in the Argus Safety Database" for more
information.

s Exit — Exits from the Schema Creation Tool.

3.5 Creating the Database Schema

This section describes the tasks associated with creating the database schema:
s Creating Users and Roles in the Argus Safety Database

s Clearing the Cache

s Creating a New Schema for Argus Insight

s Loading Factory Data

3.5.1 Creating Users and Roles in the Argus Safety Database

To create users and roles:

1. Start the Argus Insight Schema Creation Tool.

Version 7.0.2 Database

Schema Creation Tool

Create Schema Schema Validation Factory Data Initial ETL

—_—
DB Upgrade Export Data Import Data Exit

Argus DBLink Argus User Creation

Copyright 2012 Oracle Corporation. All rights reserved.

2. Click Argus User Creation. The Oracle Database Connect dialog box opens.
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Oracle Database Connect

User:

JsvsTEM

Password:

-‘ Cancel |

Argus Safety Database:

3. Connect to the Oracle Database:

a.

b.

C.

In the Password field, type the password for the SYSTEM user.

In the Argus Safety Database field, type the name of your Argus Safety
Database instance.

Click OK. The Argus Safety Read Only User Creation dialog box opens.

4. Click New User. The New User dialog box opens.

— Mew Uzer Infarmation

Mew Uzer Marme: IINSIGHT_HD_LISEH

Mew User Password: I“*“*“*“

Re-enter Password: I’“‘”***”

Default Tablespace: I LUSERS j

Temporary T ablespace: I TEMP j
Cancel

5. Complete the New User dialog box as follows:

a.
b.

C.

Enter a name for the new user.
Specify and confirm the password for the user.

Select the default and temporary tablespaces required by your corporate
standards, or leave the default values.

Click OK. The system returns to the Argus Safety Read Only User Creation
dialog box.

Note: You must create the INSIGHT_RO_USER and INSIGHT_RO_
ROLE even if they already exist in the Argus Safety schema. Make the
appropriate selection in Step 8 below for New User Name and New
Role drop downs and proceed.

6. Click New Role. The New Role dialog box opens:
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Mew Role |

Bole Infarmation

Mew Role: IINSIGHT_HD_HDLE

Cancel

7. Enter the name of the new role to create and then click OK. The system returns to
the Argus Safety Read Only User Creation dialog box.

{3 Argus Safety Bead Only User Creation

— Mew Uzer Infarmation
MewUserMame:  [INSIGHT_RO_USER =] News User

— Bole Infarmation

Mew Fole: |INSII3HT_FHII_FEEILE j MNew Role
— Log File
Log File Mame : II::"-.F'ngram Files\Oraclehirgus | | Browse

oK, | Bl e aalEl

Note: In case you have upgraded the database from Argus Insight
7.0.1t07.0.2, you can also select the existing user, which you have
already created earlier, from the New User Name drop-down list.

8. Complete the Argus Safety Read Only User Creation dialog box as follows:
a. Inthe New User Name field, select INSIGHT_RO_USER.
b. Inthe New Role field, select INSIGHT_RO_ROLE.

c. Inthe Log File Name field, enter the complete path for the location and name
of the log file. Alternatively, you can click Browse to select the location for the
log file, enter the file name, and then click Save.
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2 Save Log File | x|
( ;“: ;J | + Arguslnzight ~ Database = DBlnstaller ~ - lmj ISealch &
Organize * 1= Yiews Hew Falder (7]
Favorite Links Hes_ | -| Date modiied | | Type || Size [-]
- frgus BAFZ20101018... File Folder
£ Documents Copy_Comfig_Data 5720101019, File Folder
Bl Desktop DOL 5A7/201010:18...  File Folder
& Computer ESM_DDL BAT/2010 1019, File Folder
B Fictues ETL 5/17/201010:19...  File Folder
TJ“ Music Factomy_Data BAF20101019... File Folder
ValidateSchema BA7/201010:19...  File Folder
& Recently Changed = sqinetog 1772010431 PM Test Document 1KB
/1 Searches
Public
Folders Fa
File narne: IhrgusUserCreation.log j
Save as hype: ILog Files j
“ Hide Foldersl

9. Click OK when you are ready to create the specified user with the specified role.

The system displays the command prompt as shown in the following figure:

Copyright <c 1982, 2018, Oracle. N1l rights rezerved.

dittitipEn iR R R R R R R R R R R R R R T

i Argus Insight 7.8.2 i
Argus Safety Database User Creation Script

Grants necessar rivileges to Safety HO User and Role
Copyright 28012 Oracle Corporation. ALl Rights Reserwved.

4 4
AR R R A R A R R R H R R R

Enter Password for unser BYSTEM : _

10. Enter the password for the SYSTEM user and press Enter.

11. Verify that the script is successfully connected as <SYSTEM User Name>@<Argus
Safety Database Name> as shown in the following figure:
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piMIMANDA product’ 11.2.0% client_ 2"

fArgus Insight 7.8.2
Argus Safety Database User Creation Script
Grants necessary privileges to Safety RO User and Role
Copyright r2812 Oracle Corporation. All Rights Reszerved.
s i
LI iEin Biainidinin Bif s Bininin fiainidinin g B iBininiu g nidinia f g iBinigin e ninizia BifiRidininiuifainininiz fifinidinizinifiaininiziziais]

Enter Password for user SYSTEM :

t e g e R R R R R R R T R R R T R R R T
H If user failed to connect to database then stop here and restart the too 1H
ﬁg To stop processing close current window. ﬁg
g#u#uuuuuuuummmtuumtmtmtuu#u#uuuuuuuuuuuu#uuuumtmtmtuu#u#uuuuuuuuuu#u#uuuun

Prez=s Enter if the Script successfully connected as SYSTEMEARGUS?A2

12. Press Enter. The system displays information about the Argus Safety database
name, the name of the user to create, the role to assign to the user, and the name of
the log file.

13. Verify that the information is correct, and then press Enter to continue. The system
displays additional information about creating the user and granting privileges.

14. Press Enter to complete the installation. The system displays a message that the
user account has been created successfully and lists the folder location of the log
files as shown in the following figure:

Argus Insight Schema Creation Tool !

. Read only user created successfully,
|

- Please verify the log files in Folder C:Program
Files\Oracle)drgusInsight|Database\DEInstaller

15. Click OK to close the message box. The system returns to the Argus Safety Read
Only User Creation dialog box.

16. Click View Log File.
a. Review the information in the log file and check for any errors.
b. Close the log file when you are done reviewing.

17. Click Close to close the Argus Safety Read Only User Creation dialog box.

3.5.2 Clearing the Cache

If you are using the same Database Installer used to create an earlier schema, you must
clear its cache.

To clear the cache:

1. Press and hold the CTRL key and right-click the mouse. Argus Insight prompts for
confirmation that you want to reset the Cache.
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Version 7.0.2 Database

Reset Cache?

Create Schema Scher ¢ Initial ETL

DB Upgrade Export Data Import Data Exit

Argus DBLink Argus User Creation

Copytight 22012 Oracle Corporation. All rights reserved.

2. Click Yes.

Argus Insight clears the cache and logs the action in the createlog.rtf file.

3.5.3 Creating a New Schema for Argus Insight

Note: Before executing the steps for creating a new schema for Argus
Insight, ensure that you have remote access to the SYS user.

If you do not have remote access to SYS user, execute the ai_
sys{grant}.sql script through SYS user. This SQL script is located in the
following folder:

drive:\Program
Files\Oracle\ ArgusInsight\Database\ DBInstaller\DDL Folder

To create a new schema for Argus Insight:
1. Start the Argus Insight Schema Creation Tool.
2. Click Create Schema. The Oracle Database Connect dialog box opens.

Oracle Database Connect

Uszer: -
J5wSTEM Lo ;
Pazzword: LCancel |
Databaze:
[FRMART

3. Connect to the Oracle Database:
a. In the Password field, type the password for the SYSTEM user.
b. In the Database field, type the TNS entry for the Argus Insight Database.
c. Click OK.
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Note that:

If the NLS_LENGTH_SEMANTICS database parameter is not set to CHAR,
the system displays an error message. You cannot proceed with the process of
creating a new schema. You must set the NLS_LENGTH_SEMANTICS
parameter to CHAR in the Argus Insight data mart and then restart the
database instance. See Section 3.1, "Before You Run the Argus Insight Schema
Creation Tool" for details.

If the NLS_LENGTH_SEMANTICS database parameter is set to CHAR, the
system opens the New User dialog box for the APR_MART user.

Drefault

Termpor

— Mew User Information
Mew Lser Mame: |AF'F|_M£«F|T

MHew User Pazsword: I xxxxxxx

Fe-enter Pazzword: I xxxxxxx

Tablezpace:

ary Tablezpace:

LCancel |

4. Enter a password for the APR_MART user (which is the schema owner), and then
re-enter to confirm the password.

5. Click OK. The system opens the New User dialog box for the APR_APP user.

— Mew User Information
Mew User Mame: I.t’-‘n.F'Fi_.t’-‘-.F'F'
Mew User Password: I *******
Fie-enter Password; I *******
Diefault Tablespace: IUSEHS j
Temporary Tablespace: ITEMP ﬂ

ok LCancel |

6. Enter a password for the APR_APP user, and then re-enter to confirm the
password.
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Note: Argus Insight uses the APR_APP user account for all
application access and reporting. The password for this user is stored
in encrypted form in the CMN_PROFILE_GLOBAL table. If you need
to change this password in the future or if you forget the password,
you must contact Oracle Support for assistance in resetting the APR_
APP password in the CMN_PROFILE_GLOBAL table. If the
password for this user is not in synch with the value in the CMN_
PROFILE_GLOBAL table, the Argus Insight application will not
work.
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7. Click OK. The Argus Insight Schema Creation Options dialog box opens.

x
Staging Information M ait Information
Staging Schema Owner Mait Schema Owner
[ -] | [T v
-History Infarmation -
History Schema Owner R rde J
Credentials for VF'D Adrin User Mat Gi‘]”” -
WPD Admin Schema Owner CJAPEX_PUBLIC_USER
[ =] [ APPQOSSYS =l
 Schema Options — Application Information
Database Size Application Schema
[ | |4PR_sPP
Time Zone Apphication Role
— Mart Databage Link Information
Database Link Schema Dwner Database Link Role
I H | I~
— Credentials For APR_USER
Password: Werify Pagsword:
|n|mmm| |m<mu
r Argus Database Link Information
Database Name Database Link Schema Owner Password Werify Password
| | | |
New User... | New Rale... | Generate | Cancel |

8. Click New User. The New User dialog box opens.

— Mew Uzer Infarmation

New Ulzer Mame: |4PR_STAGE

Mew User Password: I’““““““cx

Re-enter Password: I’“‘”***”

Default Tablespace: I LUSERS j

Temporary T ablespace: I TEMP j
Cancel

a. Inthe New User Name field, type one of the following names:
- APR_STAGE
- APR_LOGIN
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- APR_LINK_USER
- APR_HIST
- RLS_USER
b. Inthe New User Password field, type the password for the specified user.
c. Inthe Re-enter Password field, type the user password again for verification.

d. Click OK. The system returns to the Argus Insight Schema Creation Options
screen.

Repeat this step until you have created all five (5) users.
9. Click New Role. The New Role dialog box opens.

Bole Information

Mew Role: |APFH_F|DLE

TEC Cancel

a. Enter one of the following names in the New Role field:
- APR_ROLE
- APR_LINK_ROLE
- APR_APP_ROLE

b. Click OK. The system returns to the Argus Insight Schema Creation Options
screen.

Repeat this step until you have created all three (3) roles.

10. Define the following users and roles in the Argus Insight Schema Creation Options
screen:

a. Select APR_STAGE from the Staging Schema Owner drop-down list.
b. Select APR_HIST from the History Schema Owner drop-down list.

c. Inthe VPD Admin Schema Owner field of the Credentials for VPD Admin
Users section, select RLS_USER.

d. Inthe Schema Options section, select the Database Size and the Time Zone.
e. Select APR_ROLE from the Mart Role drop-down list.

f. Check the APR_LOGIN checkbox from the Mart Grantee section.

g. Select APR_APP_ROLE from the Application Role drop-down list.

h. Inthe Database Link Schema Owner drop-down list of the MART Database
Link Information section, select APR_LINK_USER.

i. Inthe Database Link Role drop-down list of the MART Database Link
Information section, select APR_LINK_ROLE.

j. Inthe Argus Database Link Information section:
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Note: The value you enter in the Database Link Schema Owner field
should be the name of the Argus Insight read-only user that you
created earlier in the installation process. See Section 3.5.1, "Creating
Users and Roles in the Argus Safety Database" for details.

k. Enter the name of the Argus Safety database in the Database Name field.
. Enter INSIGHT_RO_USER in the Database Link Schema Owner field.
m. Enter the password for the INSIGHT_RO_USER in the Password field.
n. Re-enter the password in the Verify Password field.

o. Optionally, in the Credentials for APR_USER section, enter and verify a new
password only if you want to change the password for APR_USER.

All these inputs have been depicted in the following figure:

Note: You must update the APR_USER password using the
instructions in the Changing the APR_USER Password section, if you
change the default APR_USER password. This is to update the
password on the database level and the Argus Insight Web
Server/Cognos Server.

2 Argus Insight Schema Creation Options
— Staging Information — Mart Information
Staging Schema Dwiner Mart Schema Owner
|APR_STAGE =l JePR_MERT v/
= Hls.tory Infarmation Mat Rl
Histom Schema Dwner S prERrIE J
|&PR_HIST = JPR_
 Credertials for YD Admin User LG
[1APR_LINK_USER s
WPD Admin Schema Owner
ALS_USER =] I APF_MART =
— Schema Option —Application Infarmation
Database Size Application Schema
| Small =l JePR_sPP
Time Zone Application Role
JIndia =l |4PR_4PP_ROLE |
— Mart Database Link Information
Databaze Link Schema Owner Databaze Link Role
[£PR_LINK_USER = |4PR_LINK_ROLE =
— Credential: For APR_USER
FPazswaord: Werify Passwaord:
—Argus D atabase Link Information
Databaze Mame Databaze Link Schema Owner Pazzword Werify Pazzword
|eRGUST02 {INSIGHT_RO_USER = BEE
Mew User... | Mew Role... Generate | LCancel | Help
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11. Click Generate. The system prompts for the password of the staging user (APR_
STAGE user).

Oracle Database Connect

Uaer

[2PR_STAGE

Pasaword Cancel |

Ixxxxxxx

12. Enter the password and click OK. The system checks that Argus Insight and
Argus Safety use the same character set. How the system continues depends on
the result:

Different Character Set — If the character set for the Argus Insight database
(that is, the MART character set) is different from the character set for the
Argus Safety database, the system displays a warning message and prompts
for confirmation that you want to proceed.

Argus Insight [ %]

MART Characterset (AL3ZUTFE) is not same as Argus (WESISOS559P 1), There may be issues while running ETL.
Do vou want to proceed?

Enter Password for user SY¥S :

I3 IR IRIR IR IR BB IR B8 BI8 B8 RV RS RIE R 8 A R R YRR R R R R R AR

Grant Privilegesz On S¥8 Objects To Mart and App Schema Ouner
Copyright 2812 Oracle Corporation. All Rights Reserved.

BT I D L D P DT R R R0 B0 I R R R R R e R R R i

I3 IR IRIR IR IR BB IR B8 BI8 B8 RV RS RIE R 8 A R R YRR R R R R R AR

APR_MART. AFR_AFPP. RL5S_USER.
does not have access on required view(s)- package(s? owned by user 5¥5S

If you have remote access to S¥8 user then provide SY% user password
else execute GRANT statements specified in
dhinstallersddl~ai_sys{grant}.sgl through 5Y¥Y5 user after replacing

user variables.

Close this command window after successful execution of grant statements

R HE R R R R R R R R R R R RS R RS R

Determine whether you want to continue with the schema creation.

If the Argus Safety database uses the UTF character set and the Argus Insight
database uses the ISO character set, the ETL process may fail due to the
different character sets. In this case, Oracle recommends that you click No, fix
the character set issue, and restart the create schema process.

If the Argus Safety database uses the ISO character set and the Argus Insight
database uses the UTF character set, then the system can proceed by ignoring
the character set difference. In this case, you can click Yes.

Same Character Set — If the character set for the Argus Insight database is the
same as the character set for the Argus Safety database, the following
command screen is displayed:

Argus Insight 7.8.2
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13. If you have remote access to the SYS user, enter the password for the SYS user and
press Enter.

This displays the following command screen:

If you have remote access to S5¥5 user then provide SY¥Y5 user password

else execute GRAMT statements specified in
dbinstaller~ddl-ai_sys{grant?.sgl through S¥8 user after replacing

user variables.

Close this command window after successful execution of grant statementsiif

i
HEHBH ARG R RS B R R R H R RS B R R R R R R R S R H

FHHHHHEHHEE R R R R R H R R B R R EEEEH EE H S R
i i

it If wser failed to connect to database then stop here and restart the tooliiff
i
##f To stop processing close current window.

i i
SR A S S I S S S i S e S R i S R R S R
Press ENTER if the script successfully connected as SYSEPRMART

OR

If you do not have remote access to SYS user, and you have already executed the
ai_sys{grant}.sql script through SYS user, you would execute Step17 of this
procedure. This SQL script is located in the following folder:

drive:\Program Files\Oracle\ ArgusInsight\Database\ DBInstaller\DDL Folder

14. Verify that the script is successfully connected as <SYS User Name >@<Argus
Insight Database Name> and press Enter. This again displays the command screen
with the Grant succeeded message displayed multiple times along with the
location of the log file.

15. Verify the location of the log file and press Enter.
16. Wait until the Tablespace Creation dialog box opens.
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{2 Tablespace Creation [ %]

~ Generation of File Names for DataFile

Delimiter Character for Ditectaries: & # (Fonward Slash far LINE)
Enter Databaze Server Directony where all DataFiles will be Created:

% % [BackSlash for Windows]

¥ Auto Extend On

|FAARGUSSAFE TYAINSIGHT 702

Generate [ ataFile Path and Name I

Tablespaces Small Model Medium Model  Large Model Complete Path and Datafile

APR_CFG_DaTa 01 51W 7EM 1014 |FAARGUSSAFETYINSIGHT FO2NAPR_CFG_DA = |
APR_MCAS_DATA_M 81M 106k 1310 |FMARGUSSAFETYSIMSIGHT 70254PR_MCAS_C
APR_MCAS_DATA_02 76M 1071H 1260 |FMARGUSSAFETTANSIGHT FO2YAPR_MCAS_C —
APR_MCAS_HIST_DATA_O1 54M 78 1040 |FMNARGUSSAFETYAINSIGHT 7028APR_MCAS_F
APR_MCAS_HIST_DATA_02 5H3M i 103k FARGUSSAFETYAMNSIGHT 7024APR_MCAS_H
APR_MCAS_HIST_INDEX_01 61M 86 1118 |FMARGUSSAFETTINSIGHT 702YAPR_MCAS_F
APR_MCAS_HIST_LOB_OM 90 1260 1EEM  |FMARGUSSAFETYAINSIGHT 7028APR_MCAS_F
APR_MCAS_INDEX_O1 67M F2M 1178 P MARGUSSAFETTANSIGHT 702%APR_MCAS_IE
APR_MCAS_INDE=_02 72 97M 1224 |FMARGUSSAFETYAINSIGHT 7028APR_MCAS_IE
APR_MCAS_LOB_01 216M 326M B3 FARGUSSAFETYAMNSIGHT 7024APR_MCAS_L
APR_MCFG_DATA_M 210M 234M 2600 |FMARGUSSAFETYAINSIGHT 70244PR_MCFG_C
APR_MCFG_HIST_INDEX_01 51 TEM 1014 |FAARGUSSAFETYAINSIGHT 70244PR_MCFG_-
APR_MCFGE_HIST_LOB_O1 74 39 1240 |FMNARGUSSAFETTAINSIGHT 702%APR_MCFG_H-
APR_MCFG_INDEX_O1 114 1380 1644 |FMARGUSSAFETYAINSIGHT 7024APR_MCFG_IE
APR_MCFG_LOE_01 160M 281M 478M F ARGUSSAFETYAMNSIGHT 7024APR_MCFG_L
APR_MCFG_LOG_01 53 7 1034 |FMARGUSSAFETYYINSIGHT 70244PR_MCFG_L
APR_MEDM_DATA_M 25M 110K 135 FARGUSSAFETYAMSIGHT 7024APR_MEDM_L
APR_MEDM_INDER_01 G6M 1M 116 |FMARGUSSAFETYMMSIGHT TO2NAPR_MEDM_|
APR_MEDK_LOB_O1 65M 97M 1300 |FANARGUSSAFETYAIMSIGHT 70254PR_MEDM_L
APR_MFACT_DATA_01 51M 7EM 1014 |FAARGUSSAFETTAINSIGHT 702%APR_MFACT _
APR_MFACT_HIST_DATA_O1 51W 7EM 1014 |FAARGUSSAFETYAINSIGHT 70244PR_MFACT _
APR_MFACT_HIST_INDEX_01 51 TEM 101k FARGUSSAFETYAMSIGHT 7024APR_MFACT _
APR_MFACT_INDEX_O1 51W TEM 1018 |FANARGUSSAFETrINSIGHT 702%APR_MPACT _
APR_MRAPT_DATA_01 78M 103k 128 |FMARGUSSAFETYAIMSIGHT 70254PR_MRPT_C
APR_MRAPT_DaTA_02 58M 83M FAARGUSSAFETTAMNSIGHT 70244PR_MRPT_C

108

:;raate Tablespace

Cancel |

17. Complete the Tablespace Creation screen as follows:

a. Inthe Enter Database Server Directory where all Data Files will be Created
field, enter the complete path to the directory for the tablespace data files that
will be used by Argus Insight. For example, /u01/app/oracle/SMTEST. Note
that the directory you specify must already exist.

b. Click Generate DataFile Path and Name. The system automatically fills in the
Complete Path and Datafile column for all tablespaces.

Note that the system automatically selected the delimiter character to use for the
directory path based on the Database Server operating system.

18. Click Create Tablespace to create all tablespaces.

19. Wait until the system creates the tablespaces and opens the Argus Insight
Database Installation dialog box with the Application Type and the name of the

default enterprise:
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23 Argus Insight Database Installation [ %]

W Pause onermar [~ Show &l

- Argus Inzight DDL installation release 7.0.2

-- Ingtalling databasze objects to:
Schema: APR_MART
Database:  PRMART

- Argus Inzight Access Privileges
- [Granting Access to:
Rale: APR_ROLE

Application Type : Multi-tenant
Default Enterprise : Ent_SH_2

Lontinue I Cancel I

20. Click Continue to start the schema creation. The system executes the scripts,
displays status information during the schema creation process, and reports when
the update is completed.

2 Argus Insight Database Installation

[v Pause onemor [~

Executing zonpt ADDL%ai_drop_temp_twpe.sql...

begin &FF_MART plg_pewr_utilp_drop_objects; end;
Successfully Completed -- 10/8/2002 6:17:13 P

Successfully Completed-- 10/8/2012 6:17:13 PR

Update complete,

Tatal Queres: 9368
Tatal Errors: a

Thiz log file can be viewed completely by using the book button above.
File location faor thiz log iz C:\ArguslnsightD binztallerhal 70240 atabaze\DBlnstallerCreatelog.rtf

1

Finizh I Cancel

21. Click the Book icon to view the log file and check for errors.
Alternatively, you can view the log file at any time at the following location:
drive:\ Argus_Insight_Working\ AI702\ Database \ DBInstaller\CreateLog.rtf
22. Click Finish to close the dialog box.

3.5.4 Loading Factory Data

To load the factory data:
1. Start the Argus Insight Schema Creation Tool.
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Version 7.0.2 Database

Schema Creation Tool

Create Schema Schema Validation Factory Data Initial ETL
DB Upgrade ! Export Data Import Data Exit
L

Argus DBLink Argus User Creation

Copyright ©2012 Oracle Corporation. All rights reserved.

2. Click Factory Data to load the factory data. This displays the command screen, as
shown in the following figure:

SQL*Plus: Release 11.2.8.1.8 Production on Mon Sep 24 22:85:14 2812
Copyright (c> 1782, 2018, Oracle. All rights reserved.

T I I S I S S S S R
1t i
it Argus Insight 7.8.2
1t

Factory Data Load Script

Copyright 2812 Oracle Corporation. All Rights Reserved.

it H
ittt gttt gttt st g sttt g sttt g sttt

Enter Password for User APR_MART : _

3. Enter the password for the APR_MART User and press Enter. This displays the
following command screen:

Argus Insight 7.8.2

Factory Data Load Script
Copyright r2012 Oracle Corporation. All Rights Reserved.

ﬁﬁﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬁﬁ
Enter Password for User APR_MART :

Connecting to APR_MARTEPRMART

Connected.
ﬁﬁﬂ#ﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂ#u#ﬂﬂ#ﬂ#ﬂ#ﬂ#u#ﬂ#ﬂﬂ#ﬂ#ﬂ#u#ﬂ#ﬂ#ﬂﬂ#ﬂﬂxﬁ

it If user failed to connect to database then stop here and restart the toolliff
it it

it To stop processing close current window. i
i

1
A T T T 0 S e R I D e

Press Enter if the Script successfully connected as APR_MART@PRMART

4. Verify that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter. This again displays the
command screen with the row creation messages displayed multiple times along
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with the name and location of the log file. The name of the log file that is
displayed is insight_factory_data_log.txt.

5. DPress Enter again. Argus Insight displays the following message when it finishes
loading the factory data:

Argus Insight Schema Creation Tool | X|

'*I Insight Factaory Data has been lnaded. Flease check the log file at:
¥ \DBInstalleriFactory_Data\Insight_Factory_Data_Log.txt'

6. Click OK to return to the Schema Creation Tool screen.

3.6 Validating the Schema

To validate the database schema:
1. Start the Argus Insight Schema Creation Tool.
2. Click Schema Validation. The Oracle Database Connect dialog box opens.

Oracle Database Connect

Uzer:

[5vSTEM

Pazsward: LCancel |
Databasze:

|PRM&RT

3. Connect to the Oracle Database:
a. In the Password field, type the password for the SYSTEM user.
b. In the Database field, type the name of the Argus Insight Data Mart instance.
c. Click OK. The Schema Validation Utility dialog box opens.

23 Schema Yalidation Utility [x]

~ Schema Yalidation CTL Fil

Walidation CTL Folder and File: IE “Argusl nsiohtDbinstalleral 70240 atabasenDBI nstallervalidateSchematLON_&PR_AI_7.02.CTL Browss

i~ Schema Validation Log File:

Select LogFies Folder: [ \AuguslnsighiDbinsallarAl 702 Database\DElstalertVaiidaleSchema

“Walidation LOG File Mame I\;LDN APR_AI_7.02_Diff log
[Fecard Diff] = =

Wiew DifferenceLogFile:

Walidation LOG File Narme IVLDN APR_AL7.0.2_0utlog
[Record Output] - — =

ey Dutput Log File

WValidateSchema | LCloze

4. Complete the Schema Validation Utility dialog box as follows:
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For the Validation CTL Folder and File field, click Browse next to the field to
navigate to the location of the CTL file that you want to verify. Select the CTL
file and then click Open. The system returns to the Schema Validation Utility
dialog box.

For the Select Log Files Folder field, click Browse next to the field to navigate
to and select the log files folder. Click OK to close the Select Folder dialog box

and return to the Schema Validation Utility dialog box.

Note that the system automatically inserts the default file names into the

Validation LOG File Name (Record Diff) and Validation LOG File Name (Record

Output) fields. You can change the log file names if you want.

5. Click Validate Schema. This displays the following command screen:

SQL*Plus: Releasze 11.2_#A.1.8 Production on Mon Sep 24 22:58:27 2812
Copyright <(c> 1982, 28168, Oracle. All rights reserved.

SERESEREE SRR R TR0 T B0 0 10 T 00 00 050 0500 50000 000 S S R
# it

Argus Insight Release 7.8.2

Schema Validation ~ Database Objects Uerifier Tool
Copyright r 2812 Oracle Corporation. All Rights Reserved.

Assumptions:
1> SYSTEM user does not own a table called ULD_SCH_TOOL_UBS&1

i
#
#
#
#
#
H#
# (2> Default Tablespace for SYSTEM user contains at least 32 KB free space

# it
it A A 00 00 00 SRR SR 0 0000 0000 0050 ShEEH LA EE AR AE A LA S S HHHHHHHHHH N HHHHH T
Enter Password for User SYSTEM : _

6. Enter the password for the SYSTEM user and press Enter. This displays the
following command screen:

in',sglplus.exe
Copyright r 2812 Oracle Corporation. All Rights Reserved.

Assumptions:

(1> SYSTEM user does not own a table called ULD_SCH_TOOL_UB81

(2> Default Tahlespace for SYSTEM user contains at least 32 KB free space #il
# i
TR ST R T 0 S R A 0 T O A O A 4 S A A R i S i
Enter Password for User SYSTEM :
Connecting to S¥YSTEMEPRMART

Connected.

T b G e R
s i

it If user failed to connect to database then stop here and restart the toollil
HE HE

#it To stop processing close current window. it
pen i)
T SR S TR T R B O R PR A T T 0 T S T 0 S e e R i e
Press Enter if the Script successfully connected as SYSTEMEPRMART

Verify that the script is successfully connected as <SYSTEM User Name>@<Argus

Insight Database Name> and press Enter. This displays the screen that confirms
the Database Name, Database Administrator User Name, Validation File Name,

and the Folder Name for Log Files as shown in the following figure:
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Connected.

gﬁlﬂﬂﬂtlﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂtlﬂﬂﬂﬂﬂﬂﬂﬂﬂmlﬂﬂﬂﬂﬂlmﬂﬂﬂﬂﬂﬂﬂﬂﬂllﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂllﬂﬂﬂmﬂmﬂﬂmﬂmﬂmﬂmﬂtgﬁ
it If user failed to connect to databhase then stop here and restart the toolitf
1t i

#i#f To stop processing close current window. i
i

s
HHHHHEEE R HEE TR E R RS T R R

Press Enter if the Script successfully connected as SYSTEMEPRMART

Database MName =  PRMART

Database Administrator User Name SYSTEM

Enter Ualidation Data File HWame ULDM_APR_AI_7.8_2

Folder Mame for Log Files GC:xArgusInsightDbinstaller~Al ?B2-Databas
esDBInstallersUalidateSchema

Jalidation Difference File Hame ULDM_APR_AI _7.8.2 Diff.log

Ualidation Output File Mame ULDN_APR_AI_7.8.2_0Out.loyg

Please verify the parameters. Press ENTER to continue

8. Review the information on the command screen and press Enter. This displays the
following command screen:

Create TABLE ULD_SCH_TOOL_U@ai

Tabhle created.

Loading Ualidation Data In Temporary Table ¢'S¥STEM.ULD_SCH_TOOL_UB@1“*
QL LOADER

T S O R 0 O R S R R S R S i R R
it it
iif Enter Password for user SYSTEM i
it izid
tHtH G S R S R R R R R R R R S R R R R S R R R R R

Password:

9. Enter the password for the SYSTEM user and press Enter.

10. Press Enter again on the next displayed screen. This displays a message that the
validation of the Argus Insight Database is completed:

Argus Insight Schema Creation Tool

S validation of Argus Insight Database completed,
|

"~ Please verify the log files in Folder C:\Program
Files'OraclelArgusInsight\Database\DEInstallerivalidabeschema

11. Click OK.
When the system returns to the Schema Validation Utility dialog box, you can:

= Click View Difference Log File to check for any schema discrepancies, such as
missing objects.
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Click View Output Log File to see the list of errors, if any, that occurred during
schema validation.

Click Close to close the dialog box.

3.7 Creating a Database Link from Argus Safety to Insight Database

This link allows real-time updates of some of the values from Argus Console to Argus
Insight data mart.

To create the database link from the Argus Safety database to the Argus Insight

database:

1. Start the Argus Insight Schema Creation Tool.
2. Click Argus DBLink.

3. Connect to the Oracle Database:

a. In the Password field, type the password for the SYSTEM user.

b. In the Argus Safety Database field, type the name of your Argus Safety
database.

c. Click OK.
The Argus To Insight Database Link Creation dialog box opens.

3 Argus To Insight Database Link Creation

r—drgus 5 afety Information Arguz Inzight Information

Schema Dwner; !AHGUS_}.\PP .:j Database; FRMART
Safety Rele:  |4RGUS_ROLE a| RO User: [APR_UNK_USER
Read Only Role: ||N5||3HT_HE|_HE||_E .:j RO User Password: i*******—

—Log File

Log File Name : |ChArguslnsightD binstalleral 7024Datab, [£ e Log File

0k LCloze

Complete the fields in the Argus Safety Information section as follows:

a. Inthe Schema Owner field, select the user account that owns the Argus Safety
schema.

b. Inthe Safety Role field, select the Argus Safety role.

c. Inthe Read Only Role field, select the INSIGHT_RO_ROLE, which was
created in Argus Safety.

Complete the fields in the Argus Insight Information section as follows:
a. Inthe Database field, enter the name of the Argus Insight database.

b. Inthe RO User field, enter the name of the read-only user. See step 8 (a) of the
Creating the Database Schema section (APR_LINK_USER).

c. Inthe RO User Password field, enter the password for the read-only user.

Click the Log File Name field to specify the name of the log file that will store the
DBLink creation information. You can click Browse to navigate to the file location,
select the file, and Save your selection.
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7. Click OK to create the database link. The system first prompts for the information
required to connect to the database as the ARGUS_APP user.

Oracle Database Connect

Uzer

Pazzward: Cancel

ixxxxxx)1

Argus Safety D atabaze:
|ARGUSTOZ

!

8. Enter the ARGUS_APP password and the Argus Safety database information.
Click OK.

The system then prompts for the information to connect to the database as the
SYSTEM user.

9. Enter the password for the SYSTEM user and click OK.

The system displays the following screen:

SQL¥Plus: Releasze 11.2_.A.1.8 Production on Tue Sep 25 BA:16:86 2012
Copyright <{c> 1982, 2018, Oracle. All rights reserved.
Hdii gt iR E R R R R R R R R R R R R R R g
s it
vieid Argus Insight 7.8.2
Argus Insight Database Link Creation Script
Creates Database Link from Argus Safety to Argus Insight
Copyright r2812 Oracle Corporation. All Rights Reserved.

s i
HUHHHEHEEEE SRR R R R R R R R R R R R R R R R R b

Enter Password for User ARGUS_APP : _

10. Enter the password for the ARGUS_APP user and press Enter. This displays the
following command screen:

Argus Insight Database Link Creation Script
Creates Database Link from frgus Safety to Argus Insight
Copyright 20812 Oracle Corporation. All Rights Reserved.

1t i
P A SR S A S S S S S S S S S
Enter Password for User ARGUS_AFPP :

— Connecting to ARGUS_APP

Connected.

B e
i it

it If user failed to connect to database then stop here and restart the toolltl
HE 1H

gﬂ To stop processing close currvent window. gg
TS S PR T A A 0 B T 0 S T S i R i
Press Entey if the Script successfully connected as ARGUS_APPEARGUS A2
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11. Verify that the script is successfully connected as <ARGUS_APP User
Name>@<Argus Safety Database Name> and press Enter.

12. Press Enter again. Wait until the system reports that the Argus to Insight database
link was created successfully:

Argus Inzight S5chema Creation Tool

. ! Argus to Insight databaze link created successiully,

= Pleaze verify the log files in folder C:\Program
FileshOracleharguzlnsightsD atabazeh DBl netaller

13. Click OK.

14. Check the log files located in the following folder for status information:
drive:\Program Files\Oracle\ ArgusInsight\Database\DBInstaller

15. Click Close to close the Argus To Insight Database Link Creation dialog box.

3.8 Upgrading Database from Argus Insight 7.0.1 to Argus Insight 7.0.2
To upgrade the database from Argus Insight 7.0.1 to Argus Insight 7.0.2:
1. Start the Argus Insight Schema Creation Tool.
2. Click DB Upgrade. The Oracle Database Connect dialog box opens.

Oracle Database Connect

Uszer -
fSvSTEM
Pazsward: Cancel |
Databasze:
|PRMART

3. Connect to the Oracle Database:
a. In the Password field, type the password for the SYSTEM user.
b. In the Database field, type the name of your Argus Insight database.
c. Click OK. The Upgrade Parameters dialog box opens.
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— Database and Upgrade Information
Diatabaze Mame: [PRMART
Current D atabasze Wersion: 701
Uparade to Yersior: [roz
Uparade Directory: |C:AArgusinzightDbinstaller &l 7025DatabasetUpgrades

— Upgrade Parameters

55 Dwner Password: I

tart Schema Dwmer: |&FF_MART
Mart Schema Owner Pazsword: l*******

Mart Rals Mame: |&PR_ROLE
Application Owner: 2PR_&FP
Application Dwner Password: |*=‘"’“‘""
Application Fole Marme: |&FF_&FP ROLE
Hizstory Schema Dwher; &PR_HIST
Hiztory Owner Pazsword: I“’“‘"“""

rart Login User: I.-’-‘«F'H_LEIGIN Ll
Staging Schema Owner: lé,F'H_ST.é.GE
Staging Schema Dwner Password: l*m*“*
APR_USER Fassward: | ****** 1

Hest I LCancel

4. Complete the Upgrade Parameters dialog box as follows:

a. In the top section, verify that the database and upgrade information is correct.
If the information is incorrect, click Cancel.

b. In the Upgrade Parameters section, enter the correct password for each owner
and user.

c. Inthe Mart Login User field, select the user defined as mart login user (APR_
LOGIN user).

5. Click Next. The Tablespace Management dialog box opens.
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_Database and Upgrade Informati

[atabase Mame; |PF|MAF|T

Current D atabase Yersion: |?_U_1

Upgrade to Yersion: |?_U_2

Uparade Directory: |EI:\ArgusInsightDbinstaIIer\AI T024D atabaze’\DEInstaller\Upgrades

Tablespace R;J‘rjr]ent e Fh;ebe] s L[::dsepda[ifb] [rata File Location

J4PR_CFG_DATA_O1 |51 |50 Jo | FASRGUSSAFETYANSIGHT 70244PR_CFG_L| o/
J4PR_MCAS_DATA 01 |31 J70.25 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J&PR_MCAS_DATA_D2 |76 |61 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J4PR_MCAS_HIST_DATA_O1 |54 |53 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J4PR_MCAS_HIST_DATA_02 |53 |52 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J&PR_MCAS_HIST_INDE_01 Je1 |60 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J&PR_MCAS_HIST_LOB_O1 |30 |32.56 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J&PR_MCAS_INDEX_01 |67 |51.25 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J&PR_MCAS_INDEX_02 |72 |57.25 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J&PR_MCAS_LOE_01 BB J130.5 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCAS, | off
J&4PR_MCFG_DATA_O1 J210 J123.63 Jo | FASRGUSSAFETYANSIGHT 702\APR_MCFG, | 4/
J&PR_MCFG_HIST_INDE:_01 |51 |50 Jo | FASRGUSSAFETYANSIGHT F02\APR_MCFG, | o/
J&PR_MCFG_HIST_LOE_O1 |74 |73 Jo | FASRGUSSAFETYANSIGHT 702\APR_MCFG, | 4/
J&4PR_MCFG_INDEX_01 J114 |44.63 Jo | FASRGUSSAFETYANSIGHT 702\APR_MCFG, | of =

Becalculate | Erevious | Mest I Lancel

6. Verify that all tablespaces have enough free space.
The green check mark indicates that the tablespace has enough free space.

If the tablespace does not have enough free space, click the Add button
corresponding to the tablespace name to increase the size.

7. Click Next.

) Argus Insight Database Upgrade

W Pause onemor [~ Showal

-- Argus Insight D atabaze Upgrade

Continue Cancel

8. Click Continue to start the upgrade process. During the upgrade process, the
system loads the factory data, and then displays a message reminding you to
check the Factory_Data folder for any .BAD files.

9. Click OK to continue. The system executes the upgrade scripts, displays status
information during the update, and reports when the update is completed.
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) Argus Insight Database Upgrade
¥ Pause on emor |E‘-EJ
5,
Executing zonpt Upgradess701_TO_702%Factory Data‘emn_profile_global eql...
COMMIT;
Successfully Completed - 10/11./2012 4:57:42 P
Creating package...
Successfully Completed -- 10/11./2012 4:57:43 P
Update complete.
Total Queres: 7185
Tokal Errors: 0
Thiz log file can be viewed completely by uzing the book: button above.
File location for this log iz C:ArguslnsightDbinstalleral 70240 atabaze'l pgradesiUpgradel og. rif
Einizh Capcel

10. Click the Book icon to view the log file and check for errors.
Alternatively, you can view the log file at any time at the following location:
drive:\Program Files\Oracle\ ArgusInsight\Database\Upgrades\UpgradeLog.rtf
11. Click Finish to close the dialog box.

12. Once you have upgraded the database from Argus Insight 7.0.1 to Argus Insight
7.0.2, you must create the Read-only user in the Argus Safety database using the
steps given in Section 3.5.1, Creating Users and Roles in the Argus Safety
Database.
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4

Configuring the Argus Insight Application

This chapter provides information about configuring the Argus Insight application
and the Argus Insight scheduling service.

This chapter includes the following topics:

Logging In to Argus Insight for Configuration and Setup
Configuring the Argus Insight Application Profile Switches
Mapping Case Workflow States

Configuring Duration Value Bands

Configuring Derivation Functions

Configuring the Product Datasheet

Configuring the Argus Insight Scheduling Service
Configuring the CIOMS and MedWatch Reports
Configuring the IIS File Download Limit

Using Export and Import to Copy Configuration Data
Using Argus Safety to Configure Enterprises for Argus Insight

Securing Sensitive Configuration and Operational Data

4.1 Logging In to Argus Insight for Configuration and Setup

To log in to the Argus Insight application:

1.

Log in with rights to a workstation from where you can access the Argus Insight
application.

Start Internet Explorer.

Start the Argus Insight application by typing the following URL in the Address
bar:

http://Argus_Insight_WebServer Name:port_number/default.asp

Press Enter. The Argus Insight Login screen opens.
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oracte Argus Insight
HEALTH SCIENCES
Username
| |
Password
| |
16-0CT-2012 03:25:46

Oracle Health Sciences Safety Suite ;

- Argus Safety - Argus Analyfics - Empirica Topics
- Argus Safety Japan - Argus Insight - Empirica Signal

- Argus Affiliate - Argus Mart - Empirica Study
- Argus Interchange - Argus Dossier - WebSDM
- Argus Unblinding - Argus Reconciliation - Sieghel AECM

ight & 2012 Oracle Corporation. All rights reserved.

5. Log in to the Argus Insight application:
a. In the User Name field, type admin.

b. In the Password field, enter the password for the admin user. This password is
the same as the password of the admin user in Argus Safety.

c. Click Login.

Note: If you are using a Single Sign On (S50) environment, you
must ensure that SSO tools such as OAM are disabled on the Argus
Insight Web Server for initial configuration. The only administrator
user in Argus Insight is a non-LDAP user. A non-LDAP user cannot
log in to Argus Insight with SSO tools set to Enabled.

Note: In case of a multi-tenant setup, you must ensure that all the
configuration is done using the default enterprise.

=  This will help in copying the configuration to a different
enterprise

= All the global configuration is available in the default enterprise.

4.2 Configuring the Argus Insight Application Profile Switches

Profile switches are a collection of settings that let you configure the default behavior of
the system. This section describes the profile switches that you must set to establish
connectivity with your Business Intelligence tool and to be able to run the initial ETL.

For detailed information about all the profile switches, see the following documents:

»  Oracle Argus Insight CMN Profile Enterprise Table Guide (CMN_PROFILE _
ENTERPRISE.pdf)

»  Oracle Argus Insight CMN Profile Global Table Guide (CMN_PROFILE_ GLOBAL.pdf)
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4.2.1 Accessing and Modifying the Profile Switches
To access and modify the Argus Insight profile switches:
1. Login to the Argus Insight application.

2. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

3. C(lick the List Maintenance tab.

4. Select Profile Switches from the List Maintenance Items group. The system
updates the Attributes group with the profile switches that you can configure.
See Figure 4-1.

Figure 4-1 List Maintenance Tab with the Profile Switches

Home  Tools Help Logout

ORACLE ARGUS INSIGHT™

Home I Create Query I Query Results I Case Series Reporis _

Adminiztration Tools

Administration Tools

Personal Options List Maintanancea Sacurity ETL Schadular Audit Log
List Maintenance
List Maintenance ltems Attributes: | Audd | | iodify | | Delete |
Profile Switches EMAIL SENDER ADDRESS S
EU Countries ENABLE COMPANY HOLIDAY B
Workflow Management ETL DATA EXCLUSION
Categories ETL EMAIL RECENER ADDRESS
Duration Value Bands ETL EMAIL SETUP
Derivation Functions FAILED RECIPIENTS STATUS EMAIL ADDRESS =
Caze Series Modification Justification FOLLOW-UP ACTION CODE
Caze Series Un-Freezing Justification FORCE SECURE COOKIES
Cognos LDAP Configuration LOGO IMAGE bt
Description Description

Provides the ability to configure the default behavier of the
syztem.

4.2.2 Setting the Populate Data Attributes

To set the data attributes:
1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.
3. Select POPULATE AFFILIATE DATA from the Attributes group.
a. Click Modify. The following Modify Attribute dialog box opens:
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e | Argus Insight - Modify Attribute -- Webpage Di... E'

Modify Attribute

Attribute
| i | POPULATE AFFILIATE DATA

Value
Key

LAM_TABLE_POPULATION
Description

0 = No Affiliate data will be brought into the Datamart, 1
= Affiliate data will b= brought into the Datamart

| ok || cancel |

b. Click the Value field, and enter one of the following numeric values:

0 = Do not bring any affiliate data into the data mart.

Bring all affiliate data into the data mart.

c. Click OK to save your changes and return to the List Maintenance tab.

4. Select POPULATE INTERCHANGE DATA from the Attributes group.
a. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di...

Modify Attribute

Attribute
| POPULATE INTERCHANGE DATA

Value
Key

ESM_TABLE_POPULATION
Description

( = No Interchange data will be brought into the
Datarnart, 1 = &ll Interchange data will be brought inte
the Datamart, 2 = Only SAFETYREPORT, MESSAGES
and EDL_INFO tables data will be brought into the
Datamart

| ok || cancel |

b. Click the Value field, and enter one of the following numeric values:

o
Il

Do not bring any interchange data into the data mart.

—_
|

= Bring all interchange data into the data mart.

2 = Bring only the SAFETYREPORT, MESSAGES, and EDI_INFO tables
data into the data mart.
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c. Click OK to save your changes and return to the List Maintenance tab.

5. Select POPULATE NARRATIVE LANGUAGES TABLE from the Attributes
group.
a. Click Modify.

b. Click the Value field, and enter one of the following numeric values:

0 = Do not populate the RPT_CNL_MLINGUAL and RPT_CNL_ENGLISH
tables.

1 = Populate the RPT_CNL_MLINGUAL and RPT_CNL_ENGLISH tables.
Argus Insight uses the information in these tables in the following
reports:

s Case Narrative Listing - English
= Serious Adverse Events Report (for BusinessObjects only)

Set this value to 1 only if you these reports.

c. Click OK to save your changes and return to the List Maintenance tab.

4.2.3 Setting the Email Attributes

The following attributes relate to sending and receiving email after an extract,
transform, and load (ETL) operation has completed, as well as sending email for
scheduled reports.

= ETL EMAIL SETUP

» ETL EMAIL RECEIVER ADDRESS

» EMAIL SENDER ADDRESS

»  FAILED RECIPIENTS STATUS EMAIL ADDRESS
» MAXEMAIL SIZE

Note: In previous releases, the three attributes for report scheduling
(that is, EMAIL SENDER ADDRESS, FAILED RECIPIENTS STATUS
EMAIL ADDRESS, and MAX EMAIL SIZE) were part of the
Mailconfig.xml file. Beginning with Argus Insight 7.0, these attributes
were moved to the List Maintenance section.

To configure the attributes related to email messages and delivery:
1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Define whether to send email following the failure or success of an extract,
transform, and load (ETL) operation.

a. Select ETL EMAIL SETUP from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:
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e | Argus Insight - Modify Attribute - Webpage Di...

Modify Attribute

| Attribute
| D ETL EMAIL SETUP

Key
ETL_EMAIL_SETUP
Description

0 = Not Configured 1 = Send Email on Inttialincremental
ETL failure 2 = Send Email on Initiallncremental ETL
zuccess 3 = Send Email on Initialincremental ETL
Success or Failure

[ oKk || cancel |

c. Click the Value field, and enter one of the following numeric values:

= Send no email message after an ETL operation.

Send an email message only if an initial or incremental ETL fails.

0
1
2 = Send an email message only if an initial or incremental ETL succeeds.
3

= Send an email message after any initial or incremental ETL (failure or
success).

d. Click OK to save your changes and return to the List Maintenance tab.

4. Specify the email address of each administrator who should receive email status
messages of the ETL process.

a. Select ETL EMAIL RECEIVER ADDRESS from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... |X|

Modify Attribute

Attribute
ETL EMAIL RECEIVER ADDRESS

Value
|juhn.sm'rth @oracle.com; haleigh.niziak@oracle.com

Key
ETL_EMAIL_RECEIVER_ADDRESS
Description

If this field iz left blank then an email will not be =ent.
Otherwize this field hould centain the comma

separated addresses of the adminiztrators moenitoring
the ETL.

| ok || cancel |

c. Click the Value field, and enter the email address of each administrator who

should receive email status messages of the ETL process. Use a semi-colon to
separate each entry.

If you leave the Value field blank, then Argus Insight sends no email
messages.
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d. Click OK to save your changes and return to the List Maintenance tab.

5. Specify the email address of the person who will send all the Argus Insight email
messages.

a. Select EMAIL SENDER ADDRESS from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

b | Argus Insight - Modify Attribute -- Webpage Di... |E|

Modify Attribute

Attribute
EMAIL SENDER ADDRESS

Value

| catie.schuma@oracle.com

Key
EMAIL_SENDER_ADDRESS
Description
If thiz field iz left blank then email will not be zent.

Otherwize it will contain the address on whose behalf
the email =hould e =ent.

| ok || cancel |

c. Click the Value field, and enter the email address of the person on whose
behalf Argus Insight sends all email messages.

If you leave the Value field blank, then Argus Insight sends no email
messages.

d. Click OK to save your changes and return to the List Maintenance tab.

6. Specify the email address of the user who will receive information about
undeliverable emails:

a. Select FAILED RECIPIENTS STATUS EMAIL ADDRESS from the Attributes
group.

b. Click Modify. The following Modify Attribute dialog box opens:
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e | Argus Insight - Modify Attribute -- Webpage Di...

Modify Attribute

Attribute
FAILED RECIPIENT S STATUS EMAIL ADDRESS

Value

Key

FAILED_RECIPIENTS_STATUS_EMAIL_ADDRESS
Description

Configure the email address of uger who wil receive
email for information regarding un-delivered emailz due
to invalid email id or any other error.

| oK || cancel

c. Click the Value field, and enter the email address of the user who will receive

information about undeliverable emails.
d. Click OK to save your changes and return to the List Maintenance tab.

7. Specify the maximum size of an email message sent from the Argus Insight Web

Server:
a. Select MAX EMALIL SIZE from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

be: | Argus Insight - Modify Attribute -- Webpage Di... |E|

Modify Attribute

Attribute
| IJ MAX EMAIL SIZE

Value

[1024

Key
IAX_EMAIL_SIZE

Description

IMaximum zize allowed in KB for mail attachments on the
email 2erver.

| ok || cancel |

c. Click the Value field, and enter a numeric value that defines the maximum

attachment size limit (in KB) of the mail server in the organization.

d. Click OK to save your changes and return to the List Maintenance tab.

4.2.4 Specifying the URL for Reports Exceeding Mail Size
Depending on the value set in the MAX EMAIL SIZE attribute, some reports may be

too large to send by email. For such reports, users can view the reports at a specified
URL.
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To define the URL where users can access reports that cannot be sent by email:
1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Select ARGUS INSIGHT REPORTS URL from the Attributes group.

4. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... [Z|

Modify Attribute

B Attribute
| i | ARGUS INSIGHT REPORTS URL

Value

[nttp:#iocalhost 8084

Key
ARGUS_INSIGHT_REPORTS_URL

Description

It centainz the URL for Argus Inzight application for
acceszsing gcheduled reportz which cannot ke zent to
coenfigured email id due to mail zize limit.

| (0],9 || Cancel |

5. Click the Value field, and enter the URL for the Argus Insight application for
accessing scheduled reports that cannot be sent to the configured email ID, due to
mail size limit. For more information on mail size limit, see Section 4.2.3, "Setting
the Email Attributes."

6. Click OK to save your changes and return to the List Maintenance tab.

4.2.5 Specifying the Images for Company Logos
You can specify the image to use for the following logos:
= LOGO IMAGE. This image is used in the following reports:
— CIOMS report
— CIOMS II Line Listing report
— US FDA MedWatch 3500A report

These reports are called the Argus Reports. By default, a logo does not print on
these reports.

=  COMPANY LOGO PATH. This image is used in the header of reports generated
using your Business Intelligence tool.

4.2.5.1 Specifying the Logo Image for the Argus Reports
To specify the image for the logo used in the Argus Reports:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Select LOGO IMAGE from the Attributes group.

4. Click Modify. The following Modify Attribute dialog box opens:
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e | Argus Insight - Modify Attribute -- Webpage Di...

Modify Attribute
5 Attribute
| i 1 LOGO IMAGE
Value

|I::".ﬂ|:|r_lngn.gif

Key
ARGUS_REPORTS_LOGO_PATH

Description
Thiz iz the LOGO image path to the gif file for the Argus
reportz logo. The image size will be 155 x 53 pixsls.

| oK || cancel |

5. Click the Value field, and enter the complete path to the GIF image on the Argus
Insight Web Server that you want to use as the logo for the Argus Reports. For
example:

C:\apr_logo.gif

To ensure the logo fits in the report layout, the size of the image must be 155 pixels
(width) by 53 pixels (height).

6. Click OK to save your changes and return to the List Maintenance tab.

4.2.5.2 Specifying the Image for Your Company Logo
To specify the logo image the prints in the header of an Argus Insight report:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Select COMPANY LOGO PATH from the Attributes group.

4. Click Modify. The following Modify Attribute dialog box opens:
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e | Argus Insight - Modify Attribute -- Webpage Di... |E|

Modify Attribute
& Attribute
| i | COMPANY LOGO PATH
Value

|E:".Lngn".lngu.t:mp

Key
CORPORATE_LOGO_PATH
Description

For Cognos - Logo File Mame with full URL path of
company loge on the local 2erver. Thiz will appear in
header of reportz. File typez - jpg, .gif, .bmp. For BO -
Lageo File Name with directory path of the images on the
BO =erver. Thiz will appear in header of reportz. File
tvpes - tiff, .bmp.

| (0],9 || Cancel |

5. Click the Value field and enter the image location for your company logo. The
specified logo prints in the header of reports.

= For Cognos, enter the full URL to the location of your company logo on the
local server. Cognos supports JPG, GIF, and BMP images. For example:

http://argusinsightwebserver:8084/apr_logo.jpg

=  For BusinessObjects, enter the full directory path to the location of your

company logo on the BusinessObjects Server. BusinessObjects supports TIFF
and BMP images. For example:

C:\Logo\logo.bmp

Note: The recommendations for the logo image are as follows:

s The preferred size of the logo file is 10 KB. Because this logo
appears on every page of the reports generated in Argus Insight,
Oracle recommends that you limit the size of the logo file.

s The dimensions of the logo should be approximately 300 (width)

by 100 (height) pixels to fit in the space provided for the logo in
the reports.

6. Click OK to save your changes and return to the List Maintenance tab.

4.2.6 Setting the DAYS TO LOCK Attribute

Note: The attribute mentioned below is obsolete in case of a fresh
installation of Argus Insight 7.0.2.

This attribute should be configured for all the Workflow related
Reports of Management Category.

To define the DAYS TO LOCK attribute:
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1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Select DAYS TO LOCK from the Attributes group.

4.

Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... |E|

Modify Attribute

Attribute
) i | DAYSTOLOCK

Key
LOCKED DAY S

Description

Allows u=er to configure Days to Lock for a Caze.

Please refer cmn_profie_enterprize document for the
report list.

| 0K || Cancel |

5. Click the Value field, and enter the number of days per your business needs or

configuration.

6. Click OK to save your changes and return to the List Maintenance tab.

4.2.7 Setting the Follow-up Attribute

Note: The attribute mentioned below is obsolete in case of a fresh
installation of Argus Insight 7.0.2.

This attribute should be configured for the Follow-up Status Listing
Report.

To define the FOLLOW UP ACTION CODE attribute:

1.

2
3.
4
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Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
Select Profile Switches from the List Maintenance Items group.

Select FOLLOW-UP ACTION CODE from the Attributes group.

Click Modify. The following Modify Attribute dialog box opens:
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5.

6.

e | Argus Insight - Modify Attribute -- Webpage Di... |E|

Modify Attribute

Attribute
) i | FOLLOW-UP ACTION CODE

Value

| Follow-Gen w

Key
FOLLOWUP_ACTION_CODE

Description

Allows user to configure Code conzidered for reguiring
a follow-up. Pleaze refer cmn_profile_enterprize
document for the report list.

| QK || Cancel |

Click the Value field, and select the appropriate choice for your business needs or
configuration.

Click OK to save your changes and return to the List Maintenance tab.

4.2.8 Setting the Attributes Specific ONLY to Cognos

If you are using Cognos as your Business Intelligence tool with Argus Insight, you
need to set the following Cognos-specific attributes:

COGNOS AUTHENTICATION ENTERPRISE
COGNOS SERVER
POPULATE DLL SLL REPORTS TABLE DATA

Note: You must configure the COGNOS AUTHENTICATION
ENTERPRISE profile switch for Cognos integration. The default value
of this switch is Null.

To define the attributes required for Cognos:

1.
2.
3.

Click the List Maintenance tab on the ADMINISTRATION TOOLS page.

Select Profile Switches from the List Maintenance Items group.

Select COGNOS AUTHENTICATION ENTERPRISE from the Attributes group.
a. Click Modify. The following Modify Attribute dialog box opens:
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b | Argus Insight - Modify Attribute -- Webpage Di...

Modify Attribute

& | Attribute
| COGNOS AUTHENTICATION ENTERPRISE

Value
| DEFAULT v

ey
COGHOS_AUTHENTICATION_ENTERPRISE
Description

Zheort Mame of the enterprize from which all the uzers
are authenticated for Cognos login. Allthe Ingight uzers
zhould be member of thiz templats enterprize. On
Cognos 2erver, Cognos Security 2hall be enakbled onby
after thiz configuration.

| ok || cancel |

b. Click the Value field, and select the Enterprise Short Name from which all
users are authenticated for Cognos login.

c. Click OK to save your changes and return to the List Maintenance tab.

4. Select COGNOS SERVER from the Attributes group. Argus Insight uses this
attribute to identify which Cognos 8 Web Server to use.

a. Click Modify. The following Modify Attribute dialog box opens:

a Argus Insight - Modify Attribute -- Webpage Di...

Modify Attribute

Attribute
| i COGHNOS SERVER

Value
|alcos4:9300
Key
COGHOS_SERVER
Description
IP Addrezs or Hame of COGNOSE Web Server. Thiz is
uzed to identify the Cognos =erver to be uzed. Specify

the port number of Cognos aleng with gerver name in
the format <COGHOS SERVER NAME=<Port Number=

| ok || cancel |

b. Click the Value field, and enter the name of the Cognos 8 Server and the port
number. Use the following format:

Cognos8_Server_Name:Port_Number
For example: srv001:9300
Port 9300 is the default port for the Cognos 8 application.

c. Click OK to save your changes and return to the List Maintenance tab.
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5.

Select POPULATE DLL SLL REPORTS TABLE DATA from the Attributes group.

Note:

The attribute mentioned below is obsolete in case of a fresh

installation of Argus Insight 7.0.2.

This attribute should be configured for the Detail Line Listing Report
and the Simple Line Listing Report.

a. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... [Z|

Modify Attribute

Attribute

POPULATE DLL SLL REPORT S TABLE DATA

Key

DLL_SLL_REPORTS_TABLE_POPULATION
Description

0 = Table RPT_CASE_EWENT_PRODUCT reguired for
DLL and SLL Reports wil NOT ke populated, 1 = Takle
RPT_CASE_EWENT_PRODUCT reguired for OLL and SLL
Reports will be populated

| Ok || Cancel |

b. Click the Value field, and enter one of the following numeric values:

0 = Do not populate the RPT_CASE_EVENT_PRODUCT table, which is
required for DLL and SLL reports
1 = Populate the RPT_CASE_EVENT_PRODUCT table, which is required

for DLL and SLL reports

c. Click OK to save your changes and return to the List Maintenance tab.

4.2.9 Setting the Attributes Specific ONLY to BusinessObjects

If you are using BusinessObjects as your Business Intelligence tool with Argus Insight,
you need to complete the following tasks to define those attributes that are required

for BusinessObjects configurations only:

Setting the Attributes for the BusinessObjects Servers
Setting the Attributes for the BusinessObjects Users
Setting the Attributes for BusinessObjects Reports

Setting the Populating Data Attributes Required for BusinessObjects Only

4.2.9.1 Setting the Attributes for the BusinessObjects Servers

To define the attributes required for the BusinessObjects Servers:

1.

Click the List Maintenance tab on the ADMINISTRATION TOOLS page.

Configuring the Argus Insight Application 4-15



Configuring the Argus Insight Application Profile Switches

2. Select Profile Switches from the List Maintenance Items group.
3. Define the BusinessObjects Server that Argus Insight uses:

a. Select BO SERVER from the Attributes group.

b. Click Modify.

e | Argus Insight - Modify Attribute -- Webpage Di... :

Modify Attribute

Attribute
) i | BO SERVER

Value
|5\.Fr.1AIBDXIR31
Key
BO_SERVER
Description

BO Server Host Name or IP Address. Thiz iz used to
identify the BO server to be used. If BO clustering iz
used, pleaze specify the primary cluster name

| ok || cancel |

c. Click the Value field, and enter either the IP address or the host name of the
BusinessObjects Server.

In addition, specify the cluster name if you are using the BusinessObjects
clustering feature.

Note: In the case of a single-server environment (that is, Argus
Insight and BusinessObjects are hosted on the same server), you must
enter the IP address to avoid problems when accessing the Report
Writer. These problems may be caused due to the session interference
of Argus Insight and BusinessObjects web application.

d. Click OK to save your changes and return to the List Maintenance tab.
4. Define the BusinessObjects port number that InfoView uses:

a. Select BO PORT NUMBER from the Attributes group.

b. Click Modify.
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a Argus Insight - Modify Attribute -- Webpage Di... |X|

Modify Attribute

Attribute
| BO PORT NUMBER

Value
[s080
Key
BO_PORT_NUMBER
Description
BO PORT Mumber used by Infoview. The value =should
be a number with no. of digitz between two and five

(max value §5535). Access from Infoview will be denied
if thiz walue iz incorrect. Default value - 8030

| ok || cancel |

c. Click the Value field, and enter the port number used by InfoView.

You can enter any whole number from 10 to 65535 for the port number. The
default value is 8080.

Note: If the port number is incorrect, you will not be able to access
InfoView from Argus Insight.

d. Click OK to save your changes and return to the List Maintenance tab.

5. Define the BusinessObjects WEBI Server that the system uses to access the Report
Writer and InfoView from Argus Insight:
a. Select BO WEBI SERVER from the Attributes group.
b. Click Modify.
e | Argus Insight - Modify Attribute -- Webpage Di... |X|
Modify Attribute
Attribute
| BOWEBI SERVER
Value
[svMABOXRH
Key
BO_WEBI_SERVER
Description
BO Webl Server Name or IP Address. This is used while
accessing ReportWriter and Infoview from Argus Insight
| ok || cancel |
c.

Click the Value field, and enter either the host name or the IP address of the

BusinessObjects WEBI Server. The system uses this value to access the Report
Writer and InfoView from Argus Insight.
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d. Click OK to save your changes and return to the List Maintenance tab.

4.2.9.2 Setting the Attributes for the BusinessObjects Users
To define the attributes required for the BusinessObjects users:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.
3. Define the BusinessObjects administrator user:

a. Select BO ADMIN USER from the Attributes group.

b. Click Modify.

e | Argus Insight - Modify Attribute -- Webpage Di... :

Modify Attribute

Attribute
i | BOADMIN USER

Value

| administrator

Key

BO_USER
Description
BO user having admin privieges to create, update and
delete uzers in Business Objects Repositery. Thiz iz a
BO User name, potentialty not an Insight user.

| ok || cancel |

c. Click the Value field, and enter the name of the BusinessObjects user that has
administrator privileges to create, update, and delete users in the
BusinessObjects repository. This user is a BusinessObjects user, but not
necessarily an Argus Insight user.

d. Click OK to save your changes and return to the List Maintenance tab.
4. Define the password for the BusinessObjects administrator user:

a. Select BO ADMIN PASSWORD from the Attributes group.
b. Click Modify.
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C.

a Argus Insight - Modify Attribute -- Webpage Di... |X|

Modify Attribute

Attribute
BO ADMIN PASSWORD

Value

[sevesessvasessvasesssasesssasasssasensnasy

Confirm Password

[sevesesseasesssasesssasesssasesseasessnasy

Key
BO_PASSWORD
Description

The BO Password for cenfigured BO Admin User
(BO_USER) stered encrypted in the Insight database. If
it dees not match the BO Password that was configured

at the time of BO User creation then application access
to BO will fail.

| ok || cancel |

c. Click the Value field, and enter the password for the BusinessObjects
administrator user (BO ADMIN USER) that you defined in the previous step.

Click OK to save your changes and return to the List Maintenance tab.

Note: Ensure that you update this password whenever you change

the password for the BusinessObjects administrator user on the
BusinessObjects Server.

Define a name for the BusinessObjects user group:

a. Select BO USER GROUP NAME from the Attributes group.
b. Click Modify.

e | Argus Insight - Modify Attribute -- Webpage Di... |X|

Modify Attribute

Attribute
| BO USER GROUP HAME

Value

|F‘RGruup

Key
BO_USER_GROUP_NAME

Description

BO Users group name under which all users wil be
created in Business Objects repository.

| ok || cancel |

Click the Value field, and enter a name for the BusinessObjects User Group
under which all users will be created in the BusinessObjects repository.
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d. Click OK to save your changes and return to the List Maintenance tab.

4.2.9.3 Setting the Attributes for BusinessObjects Reports
To define the attributes related to the reports you use in BusinessObjects:

Click the List Maintenance tab on the ADMINISTRATION TOOLS page.

1.
2.
3.

Select Profile Switches from the List Maintenance Items group.

Define the name for the BusinessObjects report folder:

a.

Select BO REPORT FOLDER NAME from the Attributes group.

b. Click Modify.

d.

e | Argus Insight - Modify Attribute -- Webpage Di... g|

Modify Attribute
& Attribute
} i BO REPORT FOLDER NAME
Value

|,C\rgu5. Inzight

Key

BO_REPORT_FOLDER_MNAME
Description
BO Reports root folder name, which will contain all the
objects frem Argus Inzight. The length of folder name
should not exceed 255 characters. If the folder name i=
incerrect, the list of reports will not function.

| ok || cancel |

Click the Value field, and enter a name for the report folder that will contain
all the objects from Argus Insight.

The maximum length of the folder name is 255 characters. If the folder name
does not match the name of the BusinessObjects Reports root folder, then the
report listing will not be visible in Argus Insight.

Click OK to save your changes and return to the List Maintenance tab.

4. Define the column number that contains the supplier name:

Note: The attribute mentioned below is obsolete in case of a fresh
installation of Argus Insight 7.0.2.

This attribute should be configured for the Supplier Performance
Report.

Select UDN Column for SUPPLIER NAME from the Attributes group.
Click Modify.
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e | Argus Insight - Modify Attribute -- Webpage Di... :

Modify Attribute

o | Aftribute
. ¢ UDN Column for SUPPLIER HAME

Value

Key
UDN_COL_FOR_SUPPLIER_NAME
Description

User Defined Number column of Argus table
CASE_MASTER used for SUPPLIER NAME value

| ok || cancel |

c. Click the Value field, and enter the number of the column in the Argus Insight
CASE_MASTER table that contains the SUPPLIER NAME value.

Note: You need to configure the UDN Column for SUPPLIER NAME
attribute only if you use the Supplier Performance Report.

d. Click OK to save your changes and return to the List Maintenance tab.

5. Define the CASE REFERENCE TYPE ID attribute.

Note: The attribute mentioned below is obsolete in case of a fresh
installation of Argus Insight 7.0.2.

This attribute should be configured for the Manufacturing Monthly
Report.

a. Select CASE REFERENCE TYPE ID from the Attributes group.
b. Click Modify.

e | Argus Insight - Modify Attribute -- Webpage Di... |X|

Modify Attribute

5 | Attribute
i CASE REFERENCE TYPE ID

Key
CASE_REFERENCE_TYPE_ID

Description

Thiz key iz uzed for populating

RPT_CASE FIRST_REF_NO column

OK || Cancel
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c. Click the Value field, and enter the number of your Case Reference Type ID, as
per your business requirements. Argus Insight uses this value to populate the
RPT_CASE.FIRST _REF_NO column.

Note: You need to configure the CASE REFERENCE TYPE ID
attribute only if you use the Monthly Manufacturing Report.

d. Click OK to save your changes and return to the List Maintenance tab.

4.2.9.4 Setting the Populating Data Attributes Required for BusinessObjects Only

This section describes how to configure the POPULATE RPT_REG_REPORTS
COLUMNS attribute required for BusinessObjects only.

For information about the other populating data attributes that are used by both
BusinessObjects and Cognos, see Section 4.2.2, "Setting the Populate Data Attributes.'

1

Note: The attribute mentioned below is obsolete in case of a fresh
installation of Argus Insight 7.0.2.

This attribute should be configured for the Regulatory Submission
and Distribution Compliance Report.

To define the POPULATE RPT_REG_REPORTS COLUMNS attribute:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Define the POPULATE RPT_REG_REPORTS COLUMNS attribute.

a. Select POPULATE RPT_REG_REPORTS COLUMNS from the Attributes
group.
b. Click Modify.

c. Click the Value field, and enter one of the following numeric values:

0 = Do not populate the extra columns of the RPT_REG_REPORTS table.

1 = Populate the extra columns of the RPT_REG_REPORTS table, which is
required by the BusinessObjects version of the Regulatory Submission
and Distribution Compliance report. Set this value to 1 only if you use
this Argus Insight report and BusinessObjects.

d. Click OK to save your changes and return to the List Maintenance tab.

4.2.10 Setting the Attributes Specific ONLY to BIP

If you are using BIP as your Business Intelligence tool with Argus Insight, you need to
set the following BIP-specific attributes:

= BIP SERVER

= KEEP REPORT DATA

To define the attributes required for BIP, execute the following steps:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.

2. Select Profile Switches from the List Maintenance Items group.
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3. Select BIP SERVER from the Attributes group.
a. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... |g|

Modify Attribute

Attribute
BIP SERVER

Value

Key
BIP_SERVER
Description
IP Address or Mame of BIP VWeb Server. Thiz iz used to
identify the BIP 2erver to be uzed. Specify the port

number of BIP along with 2erver name in the format <BIP
SERVER MAME=:<Port Number=

| QK || Cancel |

b. Enter the IP Address or Name of the BIP Web Server in the Value field. Specify
the port number of BIP along with server name in the following format:

<BIP SERVER NAME>:<Port Number>
c. Click OK to save your changes and return to the List Maintenance tab.

4. Select KEEP REPORT DATA from the Attributes group. This attribute is used to
determine if the report log tables needs to be populated or not.

a. Click Modify. The following Modify Attribute dialog box opens:

a Argus Insight - Modify Attribute -- Webpage Di...

Modify Attribute

. Attribute
§ | |xEEP REPORT DATA |

Value

= |
Key

KEEP_REPORT_DATA
Description
A Flag to determine if the report log tablez needs to be
populated or not. ¥es - Populate the report log tables

Mo - Do not populats the report log tables Default Value -
Mo

oK. || cancel
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b. Enter Yes or No in the Value field.

The value Yes denotes that the Report Log tables should be populated. The
value No denotes that the Report Log tables should not be populated

c. Click OK to save your changes and return to the List Maintenance tab.

4.3 Mapping Case Workflow States

Workflow is company-specific and your company may not use all the Workflow states.

Note: The attribute mentioned below is obsolete in case of a fresh
installation of Argus Insight 7.0.2.

This attribute should be configured for the Regulatory Submission
and Distribution Compliance Report, Supplier Performance Report,
Process Performance Workflow Report, and all the Workflow related
Reports of Management Category.

To configure workflow management for the Argus Insight application:

1. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

2. Click the List Maintenance tab.
3. Select Workflow Management from the List Maintenance Items group.

The system updates the Attributes group with the following entries that you can
modify:

= Archiving States
= Data Entry Complete
= Assessment Complete

= Approval Complete
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, i H Tool Hel Logout
ORACLE |ARGUS INSIGHT e L

Home I Create Query I Query Results I Case Series Reports _
Adminizgtration Toolz

Administration Tools

Parsonal Options Security ETL Schedular Audit Log
List Maintenance
List Maintenance tems Attributes: | Augd | | iModify | | Delete |
Profile Switches Archiving States
EU Countries Data Entry Complete

Workflow Management Azzezzment Complete
Categories Approval Complete
Duration Value Bands

Derivation Functions

Case Seriez Modification Justification
Caze Seriez Un-Freezing Justification
Cognos LDAP Configuration

Description Description

Allows you to define the mapping of certain Workflow
states for the purpose of grouping report outputs.

4. Select Archiving States from the Attributes group, and click Modify. The
following dialog box opens:

A Argus Insight -- Webpage Dialog

Wiorkflow Metrics - Archiving States

Data Entry A Closed
Data Entry State
Deleted
Diztribution

Germany Data Bookin
Germany Data Entry
Germany Data Validation

e

Germany Expediting Reporting
Germany Medical Review

Japan Data Entry

Japan Medical Review

Japan Validation

WMedical Review

MNew Case

Pfizer Medical Review el

Ok Cancel
H—————————

a. Select Germany Expediting Reporting, Japan Reporting, and US-Reporting
from the list on the left.

b. Click the right arrow (>) to add them as Archiving States.
c. Click OK to save your changes and return to the List Maintenance tab.

5. Select Data Entry Complete from the Attributes group, and click Modify.

Configuring the Argus Insight Application 4-25



Configuring Duration Value Bands

a. Select Germany Data Validation, Japan Validation, and US-Validation from
the list on the left.

b. Click the right arrow (>) to add them as Data Entry Complete.

c. Select Closed from the list on the right.

d. Click the left arrow (<) to remove the Closed entry.

e. Click OK to save your changes and return to the List Maintenance tab.
6. Select Assessment Complete from the Attributes group, and click Modify.

a. Select Germany Medical Review, Japan Medical Review, and US Medical
Review from the list on the left.

b. Click the right arrow (>) to add them as Assessment Complete.

c. Select Closed from the list on the right.

d. Click the left arrow (<) to remove the Closed entry.

e. Click OK to save your changes and return to the List Maintenance tab.
7. Select Approval Complete from the Attributes group, and click Modify.

a. Select Germany Medical Review, Japan Medical Review, and US Medical
Review from the list on the left.

b. Click the right arrow (>) to add them as Approval Complete.
c. Select Closed from the list on the right.
d. Click the left arrow (<) to remove the Closed entry.

e. Click OK to save your changes and return to the List Maintenance tab.

4.4 Configuring Duration Value Bands

In Argus Insight, you can map the following time values (entered in Argus Safety) to
specific ranges called Duration Value Bands:

s Time to Onset from First Dose
s Time to Onset from Last Dose

You set the value of these fields in Argus Safety by navigating to Product Tab, Drug
Duration of Administration, and Events Tab.

By mapping the time values to Duration Value Bands in Argus Insight, you can specify
query criteria based on ranges instead of specific values for the Time to Onset fields
listed above.

Using the Duration Value Bands item on the List Maintenance tab, you can configure
duration value bands in hours, days, weeks, months, and years. For each band, you
can specify multiple ranges by entering minimum and maximum values for each
range item. Any value that falls within a configured range will map to that range.

Note: Duration Value Band configuration must be done before
running the Initial ETL.

If Duration Value Bands are modified after Initial ETL, you must
re-run the Initial ETL.

To modify a duration value band:
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1. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

2. Click the List Maintenance tab.

3. Select Duration Value Bands from the List Maintenance Items group. The
Attributes group displays the valid bands (Hours, Days, Weeks, Months, and
Years). You can modify the values of these bands. You cannot, however, add more
bands or delete an existing band.

Home Tools Halp Logout

ORACLE |ARGUS INSIGHT™

Home I Create Query I Query Results I Case Series Reports _

Adminizgtration Toolz

Administration Tools

Parsonal Options i Sacurity ETL Schadular Audit Log

List Maintenance

List Maintenance ltems Attributes: | Ay | | iModify | Delete |

Profile Switches

EU Countries Days

Workflow Management Weeks

Categories Idanths

Duration Value Bands “Years

Derivation Functions

Case Series Modification Justification

Case Series Un-Freezing Justification

Cognos LDAP Configuration

Description Description

Provides the abilty to configure the duration value bands. Hours

4. Select the duration value band (Hours, Days, Weeks, Months, Years) you want to
change, and click Modify. The Duration Value Bands Configuration dialog box
displays the factory-configured ranges.

Note that:
»  The Label column represents the name of the range.

» The Lower Range (>=) and Higher Range (<) columns contain the minimum
and maximum values, respectively.

= The highest value band includes all values that are greater than the highest
range value specified.

Configuring the Argus Insight Application 4-27



Configuring Derivation Functions

a Argus Insight - Duration ¥alue Bands Configuration -- Webpage ... g|

Duration Value Bands Configuration - Hours

Band Label Lower Range (>=) Higher Range (<)
Hours |=:1 | | | |1
[1te <2 || | |2

2ot I ¢

foe I IE

[ete <8 || |8

[gte <10 | | |[10

[10te <12 || |[12

[1210 <24 || | |24

ez I 1

aeEBEEEE

| QK || Cancel |

5. Modify the values, as appropriate:

s To modify an existing range, edit the values in the Lower Range (>=) and
Higher Range (<) fields.

s Toadd a range, scroll to the current highest range and click in the blank
Higher Range (<) field. Enter a value greater than the current highest range
and press Tab to add a new row.

s To delete an existing range, click the Delete icon next to the row. Note that you
cannot delete the lowest band.

If you delete an intermediate range, the system automatically converts the
highest value of the deleted range to the lowest value in the next range.
However, the system does not change the range labels.

6. Click OK to save your changes.

4.5 Configuring Derivation Functions

Argus Insight lets you create a new List Maintenance item and derive specific cases to
this item based on case attributes. These attributes are supplied to the system as SQL.

For example, you can create a new List Maintenance item called Report Type 1 and
derive to this item all the cases that have the Report Type attribute defined as
Spontaneous, Literature, or Compassionate Use. As a result, Report Type 1 appears as
an option in the query tool interface corresponding to the Report Type attribute. When
you select Report Type 1 from the Report Type list and execute your query, the system
returns only those cases that have the Report Type attribute specified as Spontaneous,
Literature, or Compassionate Use.

You can specify more than one attribute. For example, you can create a further
specialized List Maintenance item called Report Type 1 US and derive to this item all
the cases that have the Report Type attribute defined as Spontaneous, Literature, or
Compassionate Use, and the Country of Incidence attribute defined as United States.
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Note: There can be situations where two different List Maintenance
items you create contain similar attributes in the SQL criteria. In this
case, you can assign a priority level to individual List Maintenance
items. The priority level determines which List Maintenance item SQL
executes first.

4.5.1 Opening the Derivation Fields Dialog Box

To open the Derivation Fields dialog box and configure derivation functions:

1. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

2. C(lick the List Maintenance tab.

3. Select Derivation Functions from the List Maintenance Items group.

Homea Tools Help Lasgolt

ORACLE ARrRGUS INsSIGHT™

|I Home I Create Query I Query Results I Case Series Reports _

Adminiztration Tools

Administration Tools

Personal Options List Maintenancea Security ETL Scheduler Audit Log
Lizt Maintenance
List Maintenance ltems Attributes: [__add__| [ _modify, | [_Dsie_]

Profile Switches

EU Countries
Workflow Management
Categories

Duration Value Bands

Derivation Functions

Caze Series Modification Justification
Case Series Un-Freezing Justification
Cognes LDAP Configuration

Description Description

Provides the abilty to configure the derived values.

4. Select All Derivations from the Attributes group, and click Modify. The
Derivation Fields dialog box opens.
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& Derivation Fields -- Webpage Dialog
Argus Field LM Table Suppress | Value Priority saL
\\ [ ANALYSIS ¥ | CJBtam Information v
2= [CJ EVENTS * | (O case Assessment . |[g] case Outcome
(L3 GENERAL 4 {b [#] case serious
Eﬁl [CQPATENT b [#] Listednezs Determination
(L] PRODUCTS 4

4.5.2 Icons in the Derivation Field

Table 4-1 describes the icons in the Derivation Fields dialog box that you can use to

s Dialog Box

QK Cancel
H————————

add, delete, and reorder derivation field elements (rows).

Table 4-1 Icons in the Derivation Fields Dialog Box
Click... To...
I:'_tl-g Add a derivation field element (row) above the currently selected row

Add a derivation field element (row) below the currently selected row

Delete the currently selected derivation field element (row)

Move the selected row up

SIS

Move the selected row down

4.5.3 Field Mapping Derivation Rules

Table 4-2 lists the available field mapping derivation rules for Argus Insight.

Table 4-2 Field Mapping Derivation Rules

Function Category

Function Sub-category

Argus Insight Field

ANALYSIS BfArM Information Causality
ANALYSIS Case Assessment Case Outcome

Case Serious

Listedness Determination
EVENTS Event Information Lack of Efficacy
GENERAL General Information Report Type

Derived Pregnancy
PATIENT Patient Information Age Group

Gender

Patient weight BMI desc
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Table 4-2 (Cont.) Field Mapping Derivation Rules

Function Category Function Sub-category Argus Insight Field

PRODUCTS Product Drug Derived Drug Abuse
Derived Drug Interaction
Derived Overdose
Last daily dose

Note: Causality, Report Type, Age Group, and Last daily dose are
comma-separated derivation rules.

4.5.4 Fields and Check Boxes in the Derivation Fields Dialog Box

This section describes the fields and check boxes in the Derivation Fields dialog box.

4.5.4.1 LM Table

The LM Table field is the table name of the selected Argus field (that is, automatically
populated).

4.5.4.2 Suppress

The Suppress check box is available for fields associated with the list maintenance
data. When suppress is enabled for a field, the corresponding list maintenance values
that are not present in any case are deleted and thus not available for querying.

Note: The Suppress check box is applicable only if the condition
specified in the SQL text box covers all the cases having the selected
List Maintenance field.

4.5.4.3 Value

The Value field captures the value for the new derivation field. For the following four
rules, you must enter the new value for the rule as a comma-separated value:

»  Causality

= Report Type

= Age Group

s Last Daily Dose

Note: Make sure that you enter the values for these rules as defined
in the following sections. Unexpected results and /or ETL errors may
result if the values are not entered as specified.

Causality Rule
Parameters: VALUE, REPORTABILITY

where:
VALUE = New value for the rule
REPORTABILITY = Lower value of the group
Example: NewCausality,1
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Report Type Rule
Parameters: VALUE, INC_LIT, INC_TRIAL, ABRV

where:
VALUE = New value for the rule
INC_LIT =1 if Literature Report Type else 0
INC_TRIAL = 1 if Clinical Trial Report Type else 0
ABRV = A 3-letter abbreviation for the Report Type
Example: NewReportType,0,1, NRT

Age Group Rule
Parameters: VALUE, GROUP_LOW, GROUP_HIGH

where:
VALUE = New value for the rule
GROUP_LOW = Lowest value of the age group
GROUP_HIGH = Highest value of the age group
Example: NewAgeGroup,25,50
If you do not want to specify the High Value, then the comma is mandatory in the end.

Example: Unknown,70,

Last Daily Dose Rule
Parameters: VALUE, DAILY_DOSE_SORTING_ORDER

where:
VALUE = New value for the rule

DAILY_DOSE_SORTING_ORDER =1 or 2 or 3 and so on to define the sorting
order if there is more than 1 rule for the Last Daily Dose field

Examples: 1->0tol,1; 2->2to3,2 3->5t08,3

4.5.4.4 Priority

The Priority field captures the priority for a list of derivation rules applied to a single
List Maintenance field. The value should be from 1 to 255.

Note: The priority for derivation rules applicable to a single List
Maintenance field should be unique.

4.5.45 SQL

The SQL field specifies the SQL statement to capture the cases for which the derivation
rule is applicable.

Note: The SQL statement must follow the correct syntax.

The system does not validate the length of the new values against the
database. Make sure that new values being inserted into the data mart
do not exceed the limit defined in the database.
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Guidelines for correct syntax:

The SQL query configured against a rule should not contain the table name. It
should contain only the primary key column name(s) of the field in the SELECT
clause. For example:

Correct: SELECT CASE_ID FROM RPT_CASE WHERE...
Incorrect: SELECT RPT_CASE.CASE_ID FROM RPT_CASE WHERE...

Make sure that there is only one space after the SELECT clause in the SQL query.
For example:

Correct: SELECT CASE_ID, SEQ_NUM FROM RPT_PRODUCT WHERE...
Incorrect: SELECT CASE_ID, SEQ_NUM FROM RPT_PRODUCT WHERE...

Make sure that no Oracle keyword (such as DISTINCT) is used after the SELECT
clause in the SQL query. For example:

Correct: SELECT CASE_ID, SEQ_NUM FROM RPT_PRODUCT WHERE...

Incorrect: SELECT DISTINCT CASE_ID, SEQ_NUM FROM RPT_PRODUCT
WHERE...

4.6 Configuring the Product Datasheet

To configure the product datasheet:

1.

Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

Click the List Maintenance tab.

Select Profile Switches from the List Maintenance Items group.

Administration Tools

Personal Options List Maintananca Sacurity ETL Schadular Audit Log
List Maintenance
List Maintenance tems Attributes: | Audd | | H'J'i”f&f%“ |
o
Profile Switches CUSTOM ROUTINE BEFORE INCREMENTAL ETL ~
EU Countries DATASHEET BPI -
Workflow Management DATASHEET EMEA
Categories DATASHEET FLAG
Duration Value Bands DATASHEET 1B
Derivatien Functions DATASHEET PI .
Caze Seriez Modification Justification DAYS TO LOCK
Un-Freezing Justification DELAY IDENTIFIER
Cognos LOAP Cenfiguration EMAIL SENDER ADDRESS
EMABLE COMPANY HOLIDAY i

Select and modify the following profile switches in the Attributes group:
= DATASHEET BPI

= DATASHEET EMEA

= DATASHEET IB

= DATASHEET PI

These profile switches let you configure the user-defined fields for assessment of
each datasheet on the Product tab.
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4.7 Configuring the Argus Insight Scheduling Service

To configure the Argus Insight scheduling service:

1.

2
3.
4

a

Log in to the Argus Insight Web Server.
Click Start and then select Run.
Type services.msc in the text box and click OK. The Services window opens.

Right-click Argus Insight Service and then select Properties. The Argus Insight
Service Properties dialog box opens.

Set the value of the Startup type field to Automatic.
Click Start to start the Argus Insight Service.
Click OK to apply your changes and close the dialog box.

Note: To change the interval of different service tasks, modify the
entries in the Service.config file located in the Bin folder of Argus
Insight. All the times in the Service.config file are specified in seconds.

IMPORTANT! Ensure that the user who runs this service has administrator privileges.
If the user does not have administrator privileges, either the Scheduled CIOMS
Reports might not return or an LDAP user might not be able to log in to the Argus
Insight application.

4.8 Configuring the CIOMS and MedWatch Reports

These are required settings because PwReports.exe file is responsible for LDAP
authentication along with CIOMS and MedWatch reports.

1.
2

3.

4.

Log in to the Argus Insight Web Server.
Click Start and then select Run.

Type dcomenfg in the text box and click OK. The Component Services window
opens.

. # - Component Services .:.Ig.lﬁl

@ File Action View Window Help ‘-lﬁ'lil

«= | m R @
B
(3] Component Services

Name

- §7] Event Viewer (Local) -

Services (Local) (& Component Services
{fllEvent Viewer (Local)
é&Serw‘ces (Local)

l

Navigate to Console Root, Component Services, Computers, My Computer, and
then select DCOM Config.
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‘Component Services

@ File  Action Wiew Window Help
& exlzn) £
(L1 consale Roaot -~

= @ Compaonent Services
=-[C1 Computers
& Iy Computer

(L] oM+ Applications

SR |DCOM Conifig
e AccStore Class
@ AcroBroker
iy AcroDisty
# AcroExch,Matrix
@ AcroEuxch,PDBool
&y AcrolEHelperShin
@y AcroPDF
% Adobe Acrobat D
@ adobe LiveCyrle
# Adobe.AcroScanl v

>

R R R e B e R R R

| #

|
=1=]x]

& fccstore Class

@ AcroBroker

& AcroDisty

& AcroExch, Matrix

B fcroExch. PDBockmark

& fcralEHelper Shim

& AcroFDF

@ dobe Acrobat Docurnent

& adobe LiveCyrle Designer Document
i A dobe, AcroScarBroker

o Background Inteligent Transfer Service
& Barcantral

@ Blocked Drivers

|

5. Right-click PwReports and select Properties. The PwReports Properties dialog box

opens.

6. Click the Security tab.
CT—

General | Location Securlty | Endpoints | Identiy |

21x|

~ Launch and Activation Permissions
" Use Defauk

Access Permissions

% Use Defaul

" Customize Edit |
~ Configuration Permissions

" Use Default

% Customize Edit... |

o]

Cancel |

Appl) ]

7. Look in the Launch and Activation Permissions group, select Customize, and then
click Edit. The Launch Permission dialog box opens.

8. Click Add. The Select Users or Groups dialog box opens.
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Select Users or Groups - 21 x|
Select this object lype:
[U sets, Groups. of Builtin security pincipals Obiject Types. ..
From this location;
[snvwa(anom Locations...

Enter the object names to select [examples):
SEVWZKINODTMUSE SRVWZKINODT Check Names

Ph

ok |_cocd |
P

a. In the Enter the object names to select field, add the following information:
machine_name\IUSR

b. Click OK. The system returns to the Launch Permission dialog box:

Launch Permission EE3

Secuiity I

Group or user names:
ﬂ Administrators (SYMPRNODO01\administiators)
€3 INTERACTIVE
4 Intemet Guest Account [SYMPRNODOOTAUSR_SYMPRN
€3 SYSTEM

Permissions for Interret Guest
Account

Allow
Local Launch
Remote Launch
Local Actvation ™
Remate Activation

[ ok | concel |

9. Complete the Launch Permission dialog box as follows:
a. Select the newly created Internet Guest Account.

b. Grant the listed permissions to the account by selecting all the check boxes in
the Allow column.

c. Click OK.

10. Exit the Component Services program.
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4.9 Configuring the lIS File Download Limit

To configure the IIS file download limit for Windows 2008:

1. Go to the Internet Information Services (IIS) Manager.

™E Internet Information Services (I15) Manager

@ o [% ) smcoseron »

File View Help

€-H| e

5 Start Page

q%l SYMCOGPRF001 Home

Open Feature

= 03 SUMCOGRREO0L (SYMCOGPRFO01
2} Application Paols
o] Stes

Gowpby: Area - E- Manage Server
ASP.NET & Restart
3 - _ b Start
[ o
& % = x = .o
= @ ] - - w
NET NET METTrust  Application  Connection  MachineKey  Pagesand  Providers iz Application Fooks
Compilation  Globalization  Leveds Settings Strings Controls o
& @ rep
= Qnline Help
Session State  SMTP E-mal
15
x; car h = H P2
B2 @md .5 @ &
Authertication cal Compression  Default Dirsctory  EreorPages  Handler
Document  Browsing Mappings
¥ . = e =l F
2 [ B = A 4
HTTPRedrect  HTTP  ISAPLand CGI ISAPIFikers  loggng  MIMETypes  Madules Output
Restrictions Caching

) «xy
Worker
Certificates Processes
Management
Feature IS Manager
Delegation  Permissions

& 2

TS Manager  Managsment
Service

Shared
Corfiguration

[ = Features view |\/2 Content View

2. Double-click ASP in the right pane. The ASP dialog box opens.

Q_“g! ASP

Display:  Friendly Mames

E Behavior
Code Page
Enable Buffering

Enable HTML Fallback
Enable Parent Paths
= Limits Properties

Queue Length

Seript Tirme-ouk

Locale 1D

Compilation
Debugging Properties
Seripk Language
Services

Caching Properties
Com Plus Properties
Session Properties

H O

HEHED

Enable Chunked Encoding

Request Queue Time-ouk

Response Buffering Limit

Threads Per Processor Limit

Restart On Config Change

Client Connection Test Inkerval
Maximumn Fequesting Entity Body Limit

1)
True
True
True
False

00:00:03
200000
3000
000000
4194304
00:01:30
25

0

True

WEScript

3. Expand Limit Properties and change the Response Buffering Limit from its
default value of 4 MB to a large value such as 200000000 (200 MB).

Configuring the Argus Insight Application 4-37



Configuring the 1IS File Download Limit

@y Asp
Display:  Friendly Mames A
E Behavior
Code Page a
Enable Buffering True
Enable Chunked Encoding True
Enable HTML Fallback. True
Enable Parent Paths False
= Limits Properties
Client Connection Test Interval 00:00:03
Maximum Reguesting Entity Body Limit 200000
CQueue Length 3000
Request Queue Time-out 00:00:00
fFering Limit 200000000
Seript Time-ouk 00:01:30
Threads Per Processor Limit 25
Locale ID L]
Restart On Config Change True

E Compilation
Debugging Properties
Script Language WBScript
B Services
Caching Properties
Com Plus Properties
Session Properties

Response Buffering Limit
Sets the maximum size of the ASP buffer, When response buffering is enabled, this property controls the maximum number of
bykes that an ASP page can write to the response buffer before a Flush ocours,

4. Click Apply to save the changed value.
5. Restart the IIS service.

a. Click Start and select Run.

b. Type iisreset -start in the text box.

c. Click OK.

4.9.1 Configuring the ASPMaxRequestEntityAllowed Value

=% Cancel
@ Hep

Online Help

Defining a value for the ASPMaxRequestEntity Allowed setting is optional.

You may need to set this value only if you use custom SQL scripts in advanced

conditions and only if the scripts have more than 70,000 characters.

If you receive AJAX errors when saving your custom SQL scripts that have more than
70,000 characters, you can increase the value of the ASPMaxRequestEntityAllowed
setting in the MetaBase.xml file. Increasing the setting ensures that the ASP can post

that much data onto the server.

To change the value of the ASPMaxRequestEntity Allowed setting:

1. Stop the Internet Information Services (IIS):
iisreset /stop

2. Navigate to the following folder:
\WINDOWS\system32\inetsrv

3. Open the MetaBase.xml file for editing.

4. Find the following line in the file:
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ASPMaxRequestEntityAllowed=

Set this value to the lowest possible value that allows for the functionality you
need. A common value is 500000. The maximum value is 1,073,741,824 bytes.

Save the file.
Restart the Internet Information Services (IIS):

lisreset /start

Alternatively, you can use DOS commands to change the value of the
ASPMaxRequestEntity Allowed setting:

1.
2.

Open the DOS command prompt.

Change to the following directory:

cd drive:\inetpub\adminscripts

where drive is the hard disk where IIS is installed.

Enter the following command:

cscript adsutil.vbs set w3svc/ASPMaxRequestEntityAllowed value

where value is the lowest possible value that allows for the functionality you need.
A common value is 500000. The maximum value is 1,073,741,824 bytes.

Restart the Internet Information Services (IIS):

lisreset /start

4.10 Using Export and Import to Copy Configuration Data

Before configuring export and import functions, be aware of the following:

Before importing or exporting to or from a network drive, verify that you have
mapped the network drive. This tool does not support direct access to network
drives.

Before copying Argus Data, incremental ETL should be completed on Source
Insight Database from Source Argus.

It is assumed that the configuration of the instance of Argus used to run Initial and
Incremental ETL on the source Insight data mart will also be copied and applied
on the new Argus Instance which will be associated with the new Insight data
mart.

Data must be imported after loading Factory Data and before running Initial ETL
on destination environment.

In a multi-tenant environment, you must ensure that all the enterprises which are
part of the source Argus Insight database, have been created in the Target Argus
Insight database.

4.10.1 Exporting Data

To export data:

1.
2

Start the Argus Insight Schema Creation Tool.
Click Export Data. The Export Utility dialog box opens.
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3 Export Utility

Schemna Dwher: IAF‘H_MAHT Schemna Pagsward: ||

Databaze: I

Enter Dump, Log and PAR File Mames

Ezpart Dump File Mame IE:\Program FilzstOraclehdrgus nzight\D atabase\DE InstallersCopy_Canfig_D atahE - |
[.dmp]

Log File Mame [log] IE:\F‘rogram FileshOracletérgusinsightD atabase\DE InstallerCopy_Config_DatavEx| [ .. |

Export I LCancel |

3. Enter the name of the schema owner, the schema password, and the name of
database.

4. Enter the complete directory path and file name for the export dump file. You can
choose to:

= Keep the default file location and name as specified.

s Click the ... button next to the Export Dump File Name field. When the Export
Dump File dialog box opens, navigate to the appropriate location, enter the
file name in the File name field, and then click Save. The system returns to the
Export Utility dialog box.

5. Enter the complete directory path and file name for the log file. You can choose to:
»  Keep the default file location and name as specified.

s Click the ... button next to the Log File Name field. When the Log File dialog
box opens, navigate to the appropriate location, enter the file name in the File
name field, and then click Save. The system returns to the Export Utility
dialog box.

6. Click Export to continue with the data export. This displays the Import Dump
Information dialog box, as shown in the following figure:

Import Dump Information E

l Pleaze make sure that
L
1. E=port Dump
2. inzight_expart_tables. par
3. Recreate_sequence. zql
4. drop_seguence.zql
A. Truncate_tables. zql

filez are in the zame location while Imparting.

7. Verity the list of files and Click OK. This displays the following command screen:
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SQL*Plus: Release 11.2.8.2.8 Production on Mon Oct 8 18:4%:14 2612

Copyright (c>» 1982, 2818, Oracle. All rights reserved.

Enter Password for User APR_MART :

8. Enter the password for the APR_MART user and press Enter. This displays the
following command screen:

pp MIMANDA" product’, 1

Enter Password for User APR_MART :

BHEHHEHE R R R R R HH R R H R R R R R R R R SR R R R
e

Argus Insight 7.8.2
Module — Export Data from Source Database
Preferably Ualidate Schema on Source Database bhefore proceeding
CopyRight Oracle Corporation 2812 <All Rights Reserved>
it
W R S g R g g e S R g R R R S R

Connecting as APR_MARTEPRMART
Connected.

gt g e g R g R R R R R R H R R R R R R R R Y
If vser failed to connect to database then stop here and restart the tnul.xﬁ
To stop processing close current window. ﬁﬁ

ﬂﬁﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬁﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬁﬂﬂﬂ#ﬂ#xﬁ

Press Enter if the Script successfully connected as APR_MARTEPRMART

9. Verify that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter. This displays the
following command screen:

i 1H
t S S S R R Rt R R R R R R R R R Rt R i T
Press Enter if the Script successfully connected as APR_MARTEPRMART

selected.

Insight Mart Schmea Ouner Hame APR_MART

Insight Mart Instance MWame PRMART

Inzight fApplication Path C=sArgusinsightDhinstallersAl 7825\Databas
e~DBInstaller
Argus Insight Dump Folder C:vArgusInsightDhinstallersAl ?82%Databas
e~DBInstaller~Copy_Config Data
Argus Insight Dump File Mame Export .dnp
Argus Insight Log Folder SArgusInsightDhinstallersAl 782%Databas
e~DBInstallersCopy Config Data
Argus Insight Log File Hame Exp_Export.log
Argus Insight Log File Mame 1

Please Uerify the Parameters. Press ENTER to resume.
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10. Verify the details mentioned on the command screen and press Enter. This

#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬁﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂ# ':
Temorary Sequence tahle creation and population started
dHHE S R S S R S R S R S R

ﬂﬂﬂ#ﬂ#H#ﬂ#ﬂﬂﬂﬂﬂﬂ#H#ﬂ#ﬂ#ﬂ#ﬂﬂHﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂHﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#
Temorary Sequence tahle creation and population complet
#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂ#

A S S St R S R R Rt R R R R R
# Exporting Source Data
# Ignore error ERP- BBBE&

# Enter password for APR_M
#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬁﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂ#
‘CisArgusInsightDbinstallersAl 7B2%Database~DBInstaller“Copy Config_Data“insight
_export_tables.par’ FILE='’C:“ArguslnsightDhinstaller~Al 702“Database“~DBInstallepr|
“Copy_Config_DatasExport._dmp’' LOG='C:“ArgusinsightDbinstaller~Al 7B2-Database>DB
Lnstaller\ﬁupy_ﬁunfig_Data\ExpuPt_lug.lug‘

ote:

Export: Release 11.2.8.2.8 — Production on Mon Oct 8 18:56:26 2812
Copyright (c> 1982, 288%, Oracle andsor its affiliates. All rights reserved.

Password:

displays the following command screen:

1f tahle is empty

11. Enter the password for the APR_MART user and press Enter. This displays a

commit complete message along with the confirmation that the data has been
exported successfully. Press Enter to continue.

The system displays a message when the Argus Insight configuration data has
been exported:

Argusz Inzight Schema Creation Tool | x|

Esport of Inzight Configuration Data completed.

Flease wenfy the log files in folder C:5\Program
Filez\Oracle‘ArguzlnzighthD atabazeh DB Installer’s\Copy_Config_D ata

12. Click OK to close the dialog box. Be sure to review the log files for information

about the export as well as export errors, if any.
Log files are in the following folder:

\Program Files\Oracle\ ArgusInsight\ Database\ DBInstaller\Copy_Config_Data

4.10.2 Importing Data

To import data:

1.
2.

Start the Argus Insight Schema Creation Tool.
Click Import Data. The Import Utility dialog box opens.
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2 Import Utility E
Schema Owher: IAF‘H_MAHT Schema Pazsward: I xxxxxxx
Databaze: IF'F!MAHT

Enter Durnp File hame and Log File name

Durnp File Mame (.dmp] IrguslnsightDbinstaller"\.ﬂ.l 024D atabaze’\DEBInstaller\Copy_Config_D atahesport.dmp |
Log File Name [.log] IC:'\!—‘«rgusInﬂghtD binstallertal 70240 atabaze'DBInstallert Copy_Config_Datasimp_e:
Import | Lancel |

3. Enter the name of the schema owner, the schema password, and the name of
database.

4. Enter the complete directory path and file name for the dump file. You can choose
to:

= Keep the default file location and name as specified.

s Click the ... button next to the Dump File Name field. When the Import Dump
File dialog box opens, navigate to the appropriate location, enter the file name
in the File name field, and then click Open. The system returns to the Import
Utility dialog box.

5. Enter the complete directory path and file name for the log file. You can choose to:
»  Keep the default file location and name as specified.

s Click the ... button next to the Log File Name field. When the Log File dialog
box opens, navigate to the appropriate location, enter the file name in the File
name field, and then click Open. The system returns to the Import Utility
dialog box.

6. Click Import to continue with the data import.

The system opens a dialog box that lists the prerequisites to importing data.

Argus Insight Import Pre Requisites Ed

Argus Insight Import Pre
Requisites

Please verify following before importing data:

1.) Source and Target version of Insight database are same.
2.) Data can be imported only after Factory Data is loaded and before Initial
ETL is started,
3.) Incremental ETL should have been completed on Source Insight Database
(source of dump File) from Source Argus Database.
4.) It is assumed that the configuration of the instance of Argus used ko run
Initial and Incremental ETL on the Insight Data Mart

will also be copied and applied on the new Argus Instance which will be
associated with the new Insight Data Mart or source

Argus database for this new Insight is same as for source of dump File

Press OK to proceed, Cancel to Abort

Cancel
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7. Review the prerequisites and verify that your system complies with the
requirements.

s If you have not met all the prerequisites, click Cancel to stop the data import.
Complete all prerequisites before restarting the data import process.

s If you have met all the prerequisites, click OK. The system displays the
following command screen:

SQL*Plus: Release 11.2.8.2.8 Production on Mon Oct 8 19:83:14 2812
Copyright (c> 1982, 2818. Oracle. All rights reserved.
Enter Password for User APR_MART :

8. Enter the password for the APR_MART user and press Enter. This displays the
following command screen:

Enter Password for User APR_MART :

0000 058 0 58 5000500 50 50 S S R i
s s

Argus Insight 7.8.2
Module — Import Data into Target Databasze
Preferabhly Ualidate Schema on Source Database hefore proceeding
CopyRight Oracle Corporation 2812 (All Rights Reserved?

s iz
T 000 050 050 0 S S A S R R R R R R R R R R R R R

Connecting as APR_MARTEPRMART
Connected.

D3URISIRISIRIRIRIR I8 IR IE B A AR R R R R R R R R R R R R BRI R A AR ARG R 2E3
s &

#ift If user failed to connect to database then stop here and restart the tool_filf
e i
i To stop processing close current window. i

1t: it
T A S0 R S A S0 R S R S S R S i R R R s i
Press Enter if the Script successfully connected as APR_MARTEPRMART

9. Verify that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter. This displays the
following command screen:
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#if To stop processing close current window.

it i
HHHR R E RS R R R R R R R R R R R R R

Prez=s Enter if the Script successfully connected as APR_MARTEPRHMART

#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#
# Target Datahaze Parameters
ﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#

Argus Inzight Mart Schmea Owner Mame APR_MART

Argus Insight Mart Instance Mame PRHART

Argus Insight Application Path C:sArgusinsightDhinstallersAl 782\Databas
esDBInstaller

Argus Insight Dump Folder C:vArgusInsightDhinstallersAl ?82%Databas
e~DBInstallersCopy Config Data

Argus Inzight Dump File Name Export .dnp

Argus Insight Log Folder C:nArgusInsightDbhinstaller~Al Y82-Databas
e~DBInstaller~Copy Config Data

Argus Insight Log File Hame IHPORT . log

Argus Insight Application type 1

Please Uerify the Parameters. Press ENTER to resume.

10. Verify the details on the command screen and press Enter. This displays the
following command screen:

ppi,MIMANDA product’ E sqlplus.exe
ﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂ B

Dizabling Foreign Key Constraints for the tables to be truncated

ﬁﬂ#ﬂﬂﬂﬂﬂ#ﬂﬂ#ﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂ#ﬂﬂ#ﬂﬁﬂﬂﬂﬂﬂﬂﬂ#ﬂﬂ#ﬂﬁﬂ#ﬂﬂﬂﬂﬂ#ﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂ#

PL/5QL procedure successfully completed.

TR SR T R T T TR T R R S S R R I S S R i
Disabling all the APR_MART Triggers _.
TR T S T4 4 B0 S0 EE A ST 0 S 00 40 S0 0 TR T 0 T S04 R S 0 0 S SR R T 0 S S R i

PL-3QL procedure successfully completed.
TR EE A ST S S EE A SR TR S S04 S S T T S0 SR S S S SR A S 0 S S S

Truncating or Delete the tables to be imported.
ﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬁﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#

Commit complete.

TR R4 S S EEA R T R S 1A S0 0 SR T S SR A EE R S 0 S S SR A S A S S S S
Importing Tables

Enter password for APR_MART
I S T S B S T S R S S R S TR T 0 S S R T i

Import: Release 11.2_B.2_A — Production on Fri Dec 21 17:12:17 2812

Copyright <(c)> 1982, 2089, Oracle andsor its affiliates. All rights reserved.

Password:

11. Enter the password for the APR_MART user and press Enter. This displays a
confirmation message that the data has been imported successfully along with the
location of the log file.

12. Press Enter to continue. When the Argus Insight configuration data has been
imported, the system displays the following message:

Argus Insight Schema Creation Tool

Import of Insight Configuration Data completed.

Please verify the log Files in folder C:\Program Files\argusInsight\DBInstaller| Copy_Config_DatalLog

13. Click OK to close the dialog box. Be sure to review the log files for information
about the import as well as import errors, if any.

Log files are in the following folder:
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\Program Files\ ArgusInsight\DBInstaller\Copy_Config_Data\Log

4.11 Using Argus Safety to Configure Enterprises for Argus Insight

Using Argus Safety to configure enterprises for Argus Insight is supported in
multi-tenant installations only.

In addition, you must be a valid LDAP user and you must have access to the Argus
Safety global home page. See the Global Enterprise Management section of the Argus

Safety Installation Guide for detailed steps on logging and accessing Argus Safety global
home page.

To create an enterprise in Argus Insight:
1. Log in to the Global Enterprise Management portlet.

2. Select an enterprise from the Enterprises folder in the left pane. The Enterprises
folder includes only those enterprises that you have privilege to access:

Enterprise?

« | 7 Enterprise Name

Enterprizse? ¥ Active
¥ Enterprise Short Name

Containg 'l ___________________
jisplaying Rows 1-6 (8) [ <=« [ =[]

El{EF Enterprizes Enterprize2

[ jz1ENTOS 7

-{Jj21ENTOS

~{z1enTo7 [Enterprise {Enterprise2 | |Enlerpri$52 | | |

-{JENT1 Address City StateiProvince
[ienrs | I |

--{Enterpriset Postal Code | |(:ountry |

Department Phone Fax

T [ T R e —r——

3. Click Copy Enterprise to Insight to initiate the creation of the selected enterprise
in Argus Insight.

Note that the Copy Enterprise to Insight button:
» s disabled if the selected enterprise already exists in Argus Insight.

= Is enabled if you have Copy Configuration role in any of the listed enterprises.

The system opens the following screen:

Containg

¥ Enterprise Name

= e ? z) || Enterpriset | Argus Insight Copy Configuration Data Source
=25 Enterprises ‘: f"'e'p?se Short Hame Copy Enterprise Configuration From | ENT1 B
Herprise

-{|21ENTO4

i-[ZENTS
“..[ |Enterprise1

T e e pr 53 pm—

4. Use the Copy Enterprise Configuration From field to select the source enterprise
from which the information will be copied.
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Note that the drop-down list includes only those enterprises that meet the
following two conditions:

s The enterprise has already been created in Argus Insight.
= You have been assigned Copy Configuration privileges for the enterprise.

5. Click Setup. The system begins to copy the configuration and displays status
information throughout the process:

Conians = | L= 14 | # Enterprise name
g 2o ]| et  Args it Copy Conrsion i S
5[5 Enterprises prise Shortame Copy Enterprise Configuration From [ =]

Enterprise
[atenTos

[JatenTos
[atenTor
[ent

Argus Insight Copy Configuration Data Status

[Jents Copy List Maintenance Configurations CTTT]
{iEnterprise1

Copy User Groups
Copy Standard Reports
Copy Common Profile Switches

Copy Queries

Copy Access Rights

[t Entermrne o

6. Click Finish to complete the creation of the enterprise in Argus Insight.

4.12 Securing Sensitive Configuration and Operational Data

For security reasons, you should configure permission settings for certain files and
folders on the Argus Insight Web Server. The permission settings ensure that only the
IIS user can access these files. Local system login accounts that are not part of the
Administrators group cannot make changes to the files.

Windows Directory File

For the user under which IIS is running, the ai.ini file requires a permission of Full
Control.

Shared Folders

For the user under which IIS is running, the following folders require a permission of
Full Control:

s CacheTemp

s ScheduledReports
s PDFReports

= ASP

[ ] Bin
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Extracting, Transforming, and Loading Data

This chapter describes the steps required to run and work with the initial extract,
transform, and load (ETL) process.

This chapter includes the following topics:

Prerequisites, Cautions, and Warnings
Running the Initial ETL

Running the Initial ETL Again
Processing a Failed ETL

Restarting the Initial ETL Process

5.1 Prerequisites, Cautions, and Warnings

Before running the Initial ETL, ensure that Auto extend is set to ON for all the data
files in the database that are related to staging and MART.

In addition, note that:

Because the initial ETL requires a huge amount of temporary space, set the temp
space to 100 GB to prevent data errors. After completing the Initial ETL, reduce the
temp space to 30 GB.

After the Initial ETL completes, the balancing log may show differences between
the Argus/Stage and MART table counts. This is because of the derivation rules
applied to the data mart.

The system may display the following message:
Warning !!! - Could not locate MedDRA-J User in the Argus Database.
Ignore this warning for all MedDRA tables.

Do not run incremental ETL for more than 50,000 cases. Run the Initial ETL again
if the number of cases exceeds 50,000.

5.2 Running the Initial ETL

To run the initial ETL:

1.
2.
3.

Log in to the Argus Insight Web Server as a user with administrator privileges.
Click Start.

Navigate to Programs, Oracle, Argus Insight, and then select Schema Creation
Tool.
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4. Click Initial ETL. The Oracle Database Connect dialog box opens.

Oracle Database Conneck

Uszer

I.&.F'H_M.ﬁ.H T
Password: Cancel

D atabase:

oK

| prrnart

5. Connect to the Oracle Database:
a. Inthe Password field, type the password for the APR_MART user.
b. In the Database field, type the name of your Argus Insight database.
c. Click OK.
The Initial ETL Status dialog box opens.

~ETL Time -
Stat Time of Last ETL Run:

Start Time:

~ ETL Process
Progress: 0%

Curnent Process:

[t | oo |

6. Click Start ETL to start the initial process of extracting, transforming, and loading
data. The system prompts for confirmation that you have completed the required
configuration steps.

Initial ETL Configuration Check |

:/- Please confirm that you have already configured the following items.
-

1) Mapping of the Case Workflow States

2) Derivation Rules

3) Duration Yalue Bands

4) Datasheet Configuration

5) Data Population Switch for Interchange, Affiliate and FACT Tables
6) ETL e-mail

Click Yes if you have already configured these items {or do not need to configure them)
Else click Mo
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7.

Click Yes if these items have already been configured. The system displays a status
dialog box showing the start time of the ETL, the progress bar, and the current
process in execution.

O Initial ETL Status
ETL in Progress..
ETL Time
Start Time of Last ETL Run:
Start Time: 2/23/2011 1:36:43 AM

—ETL Process

Progress: |_ 15%

Current Process: Delete stage schema statistics

Stop ETL

While the ETL is in progress, you can:

Click Close to close the dialog box and exit from the Schema Creation Tool.
Closing the dialog box does not affect the execution of the ETL process.

Click Stop ETL to halt the ETL process. For more information about this option,
see Section 5.2.3, "Stopping the Execution of ETL."

The system displays a status message when the initial ETL process is completed.

CutalEnstates x|
~ETL Time -
Stait Time of Last ETL Run:  3/26/2009 33711 PM
Start Time: 3/26/2009 23711 PM
ETL Process
P e
Cumnent Process: Iratsal ETL peocess completed
Batancing Logs AmETL | Cioe

5.2.1 Generating the Balance Logs

When the system successfully completes the Initial ETL process, you should generate
and check the logs.

To generate the balance logs:

1.

Wait until the system displays the dialog box that reports the initial ETL
completed successfully.

Click Balancing Logs. The system prompts for confirmation that you want to
generate balancing logs for the completed Initial ETL.

Click OK. This displays the following command screen:
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pp ' MIMANDAY product’11.2

SQL*Plus: Release 11.2.8.2.8 Production on Yed Oct 18 19:01:58 2912

Copyright <c> 1982, 2818, Oracle. All rights reserved.

Hmmmmumutmnnmumumummumummnmumummnmmnummnmuuuunuuunuuuunuuunuuuuﬂ
Argus Insight ?7.8.2

Generate balancing logs
Copyright r20812 Oracle Corporation. All Rights Reserved.

i s
G A A S i B i T
Enter Password for user APR_MART = _

4. Enter the password for the APR_MART user and press Enter. This displays the
following command screen:

G PR MIMA| \ sqlplus.exe 2]
Hmnnmmmmmnmmnmmnumuuuumnnmmnmmnnmmnmnummummnununuuuunuuunuuuunﬂ
it Argus Insight 7.8.2

i

pieis Generate bhalancing logs

i Copyright r2012 Oracle Corporation. All Rights Reserved.

Lz fis
LB IBIEE R I8 IE I IBINIBIRINE I IRIBIBIBIRIRIN MR I8 IGIRIBIENIBIA AR IBIRIBIBINIBINI M BINIIRIRISINISIN B EIRISIFIRIRINIBIA M RGNS ISR
Enter Password for user APR_MART :

Connecting to APR_MART

HHEEE T R RS R R RS R R R R S R R R R R R R R R
ﬁﬁ If user failed to connect to datahase then stop here and restart the too lﬁﬁ
H To stop processing close current window. gg
xumnnmuuuunummuuuummmmnmmnnmmnutmnnmuuuumnnmmmumnnmummnmnmmmumtﬁ

Press Enter if the Script successfully connected as APR_MARTEPRMART

5. Verify that that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter.

The system opens a command window and generates the balancing logs.

WINDOWS system32\ cmd.exe

SourceDatabase Source\DBInstalley EM Pro je
2 | i ain Database SourcesDBInstaller>REM
Bal_Report

urc JBInstaller>REN
aging ¢ Mart

J SOURC 15 ¢ : in até SourcesDBInstall
and Modi

SOURCENArgus 1 ght\Mai ) Atz 30 ) stalle
Author Connen

ghtxMain SourcexDatabase SourcexDBInstaller>REH
Created

ht\Main S : SourcesDBInstall

“DBInstallex
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When the logs are generated, the system displays a dialog box that lists the
location and names of the log files.

6. Click OK to close the dialog box.
7. Open and verify the contents of each Balancing Report.
The Balancing Reports are located in the following folder:
drive:\VSS SOURCE\ Argus Insight\Main Source\Database Source\DBInstaller
The log files are named:
s etl_ini_atos_bal Im_cfg_rep.log
= etl_ini_atos_bal rep.log
s etl_ini_stom_bal Im_cfg rep.log

= etl_ini_stom_bal_rep.log

5.2.2 Closing the Initial ETL Status Dialog Box

To close the Initial ETL Status dialog box and exit from the Schema Creation Tool:

1. Click Close. The system prompts for confirmation that you want to close the
Schema Creation Tool application.

2. Click OK.

5.2.3 Stopping the Execution of ETL

You can choose to stop an ETL in progress.

3 Initial ETL Status

ETL in Progress..

ETL Time
Start Time of Last ETL Run:

Start Time: 2/23/2011 1:36:43 AM

—ETL Process

Progress: |_ 15%

Current Process: Delete stage schema statistics

Stop ETL

To halt the execution of the initial ETL process:

1. Click Stop ETL. The system prompts for confirmation that you want to stop the
ETL currently in progress.

2. Click OK. The system halts the ETL process and returns to the Initial ETL Status
dialog box:
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x
 ETL Time -
Stat Time of Last ETL Run:
Stant Time: A/32009 115311 AM
ETL Process
P — -
Cunrent Process: Intial ETL has been stopped successfully.

Comirue | ResatETL ||_FTI

At this point, you can select one of the following options:

= To continue extracting, transforming, and loading the data that was in
progress, click Continue.

»  To start the initial ETL from the beginning, click Restart ETL.

= To exit from the Schema Creation Tool application, click Close.

5.3 Running the Initial ETL Again

x4
~ETL Time
Start Time of Last ETL Run;  3/26/2003 33711 PM
Start Time: 3/26/2009 33711 PM
ETL Process
b = =
Current Process: Initial ETL peocess completed
Balancing Logs AunETL I Close

To start the ETL process from the beginning;:

1. Click Run ETL. The system prompts for confirmation that you want to start the
initial ETL from the beginning?

2. Click OK. The Oracle Database Connect dialog box opens.

Oracle Database Connect

zer
|APH_MAHT

Pazsword: Cancel |
[

Databasze:

|PRMART

3. Enter the password for the APR_MART user, and then click OK. The initial ETL
process starts from the beginning.
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5.4 Processing a Failed ETL

The initial ETL may fail due to an error. If an error occurs, the system stops processing
the ETL and displays the following screen:

o mtalenstates x|
ETL Time
Stat Time of Last ETL Run:  3/26/2003 23711 PM
Start Time: 3/26/2009 5:40.95 PM
ETL Process — i
paess —: . s—
Cuntent Piocess: Entor whde exscuting intial el procedute - p_compde_obiects_with_log
ETL Eror ]
| Logld | ProcessName | Process Descipbon | Issue Detals | LogTame |
4084 p_compie_object ..  Emor whis executin.  ORA-20010: ORA-D1476: drvisoe is equal to zero] - 3/26/2009 5385

Coiwe | e | Rewster | [ Do |

You can choose any of the following options for the failed Initial ETL process:
»  Click Continue to continue the failed Initial ETL process.
»  Click Ignore to ignore the failed Initial ETL process.

»  Click Modify Attributes of ETL Data Exclusion if PRE_REQ_CHECK_FLAG
switch is set to ABORT.

Note: These modifications must be done before running the Initial
ETL process.

5.4.1 Continuing the Failed Initial ETL Process
To continue the Initial ETL process from the failed ETL procedure:

1. Double-click on the ETL error. The system opens a dialog box that contains details
of the error.

x

IC: 4054
! Table Mame: p_compile_objects_with_log
Description: Error while executing initial etl procedure - p_compile_objects_with_log
Error Description: ORA-20010: ORA-01476; divisor is equal to zero
-- ERROR while compiling -
Ak 26-MAR-09
Time: 3/26/2009 5:35:58 PM

2. Review the error information, and then click OK.
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3. Right-click on the ETL Error, and click Copy to copy the error data.

£
ETL Time
Start Time of Last ETL Run:  3/26/2009 33711 PM
Start Tune: A/26/2009 5 4055 PM
ETL Proces: |
P e
Current Process: Enor while execuling ntsal ef procedure - p_compae_obyecls_vath_log

ETL Error

Contirue ] lgrore ] RqutLI Chose I

4. Click Continue to continue the failed ETL process. The system prompts for
confirmation that you want to start the initial ETL from the stopped process.

5. Click OK. The system continues with the ETL process (if no errors are found).

x4
ETL in Progress.

ETL Time -

Start Time of Last ETL Run: 3/26/20089 33711 PM

Start Time: 3/26/2003 54055 PM

~ETL Process — ]

P o

Current Process: Starting compdation of invahd cbyects for schema - APA_MART
stopETL | [ Gose |

5.4.2 Ignoring the Failed Initial ETL Process

To ignore a failed ETL process and continue with the next process in the ETL:

1. Click Ignore. The system prompts for confirmation that you want to skip the failed
process and continue executing the Initial ETL with the next process.

2. Click OK. The system starts the Initial ETL from the next process and continues
with the ETL process (if no errors are found).

5.4.3 Modifying the Attributes of ETL Data Exclusion

You must modify these attributes before ETL execution.
To modify ETL Data Exclusion attributes:
1. Log in to the Argus Insight application as a user with administrator privileges.

2. Click the Tools tab in the upper-right corner of the Argus Insight Home page to
open the ADMINISTRATION TOOLS page.
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3. C(lick the List Maintenance tab.

4. Select Profile Switches from the List Maintenance Items group. The system
updates the Attributes group with the profile switches you can modify.

5. Select ETL Data Exclusion and click Modify. The following Modify Attribute
dialog box opens:

2} Argus Insight - Modify Attribute -- Webpage Di... @

Modify Attribute

Attribute
ETL DATA EXCLUSION

Value
|ABORT
Key
PRE_REQ_CHECK_FLAG
Description
IGNORE - Continue the ETL but skip cases with

erroneous data, ABORT - Abort the ETL if it encounters
cases with erroneous data.

[ OK H Cancel ]

6. Click the Value field and enter one of the following values:

s If you want the ETL process to skip cases with erroneous data and continue
processing all other cases, enter IGNORE.

= If you want the ETL process to abort when it encounters cases with erroneous
data, enter ABORT.

7. Click OK to save your changes and return to the List Maintenance tab.
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5.5 Restarting the Initial ETL Process

o immen s i
ETL Time -
Start Time of Last ETL Run: 3/26/2003 337.11 PM
Start Tme: 3/26/2008 54055 PM
ETL Process = —
P —, - — R
Cunrent Process: Error wehie eyacuting irnstial el procedure - p_comple_objects_with_log
ETL Eror
| Logld | ProcessMame | Process Desciiption | Issus Details | Log Time |
4084 pcompde_object . Enor whis executin.  ORA-20010. ORA-D1476: dvisor is equal o 2erof - 3/26/2009 5385
Cooe | e | Rewstene | [ oo |

To restart the Initial ETL process starting from after the confirmation message and

APR_MART password input:

1. Click Restart ETL. The system prompts for confirmation that you want to start the

initial ETL from the beginning.

2. Click OK. The Oracle Database Connect dialog box opens.

Oracle Database Conneck

Uszer

[6FR_MART OK
Passwaord: Cancel
D atabase:

| prrnart

3. Connect to the Oracle Database:

a. Inthe Password field, type the password for the APR_MART user.

b. In the Database field, type the name of your Argus Insight database.

c. Click OK.

4. Click Start ETL to start the initial process of extracting, transforming, and loading
data. The system prompts for confirmation that you have completed the required

configuration steps.
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Initial ETL Configuration Check X|

9 ) Please confirm that you have already configured the following items.
-

1) Mapping of the Case Workflow States

2} Derivation Rules

3) Duration Yalue Bands

4) Datasheet Configuration

5) Data Population Switch for Interchange, Affiliate and FACT Tables
6) ETL e-mail

Click Yes if you have already configured these items {or do not need to configure them)
Else click Mo

5. Click Yes if these items have already been configured. The system displays a status
dialog box showing the start time of the ETL, the progress bar, and the current
process in execution:

x
ETL in Progress.
~ETL Time
Start Time of Last ETL Run: 3/26/2009 33711 PM
Start Time: U26/2009 540:55 FM
ETL Pr |
P e
Current Process: Starting compiation of invabd objects for schema - APR_MART
[ | .

When the system finishes the ETL process, click Close.
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Configuring the Cognos 8 Environment

This chapter describes how to configure the Cognos 8 environment. You must
configure the Cognos 8 environment in the order specified in this guide.

This chapter includes the following topics:
s Upgrading Cognos Server for Argus Insight 7.0.2
»  Setting Up Cognos Server and Configuration for New Installation

If you are using BusinessObjects XI instead of Cognos 8, see Chapter 7 for information
about configuring the BusinessObjects environment for Argus Insight.

Before attempting to configure the environment, verify that you have installed all
required hardware and software. For more information, see Section 1.2, "Software and
Hardware Requirements."

6.1 Upgrading Cognos Server for Argus Insight 7.0.2

This section describes the following tasks that you must complete if you are upgrading
your Cognos Server for Argus Insight 7.0.2:

s Configuring Custom Java Authentication
m  Deleting Folders and Reports
s Importing the Content Repository for an Upgrade

6.1.1 Configuring Custom Java Authentication

To configure custom Java authentication:
1. Go to IBM Cognos Administration and stop the Cognos services.
2. Navigate to the following folder:

\\Cognos_Server\ Argus_Insight_Install_Path\Java Authentication\JDBC_
PowerReports

3. Copy the CAM_AAA_JDBC_PowerReports.jar file from that folder to the
following location on the Cognos 8 Server:

\\Cognos_8_Install_Path\ c8\webapps\p2pd \WEB-INF\lib
4. Define the configuration parameters:
a. Navigate to the following folder:
\\Cognos_8_Install_Path\ c8\Configuration
b. Open the JDBC_Config PowerReports.properties file for editing.
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10.
11.
12.
13.

14.

15.

c. Modify the existing values of the following parameters only if the database
changed from the 7.0 database:

Parameter Value to Enter

Server Enter the IP address or the name of the Database Server.

SID Enter the instance/service name of the Argus Insight data mart.
Port Enter the database port number.

d. Save and close the file.

Navigate to the following folder:

Program Files\cognos\c8\bin\jre\1.5.0\lib\security
Backup the following two JAR files:

= local_policyjar

= US_export_policyjar

Go to the following URL:

https:/ /www14.software.ibm.com/webapp/iwm/web
/preLogin.do?source=jcesdk

Note: You will need the user ID and password from IBM Cognos to
download the files required in next step.

Log in to the IBM site.

Select the Unrestricted JCE Policy files for SDK for all newer versions (1.4.2+)
option and click Continue.

Click I agree to agree to the license terms and then check I confirm.
Click the Download Now link.

Download the files and extract into a folder.

Locate the following two JAR files in the extract folder:

= local_policyjar

s US_export_policyjar

Copy those jar files into the following folder:

Program Files\cognos\c8\bin\jre\1.5.0\lib\security

Go to IBM Cognos Administration and restart the Cognos services.

6.1.2 Deleting Folders and Reports

Note: The standard reports of Argus Insight 7.0.1 can be integrated
with Argus Insight 7.0.2.

If you are upgrading from Argus Insight 7.0.1 to Argus Insight 7.0.2, you may want to
delete folders and reports that are no longer supported out of the box.

Oracle Argus Insight Installation Guide



Setting Up Cognos Server and Configuration for New Installation

You can delete all the reports except the reports listed in the following table:

Table 6—-1 Reports for Argus Insight 7.0.2

Report Name Folder/Category

Detailed Line Listing by General
Case Number

SAE Clinical Trial Detail General

Listing

SAE Clinical Trial General
Narratives

Quick Signal Pharmacovigilance

Study Reconciliation Report General

You can also delete all empty subfolders of the Argus Insight folder.

6.1.3 Importing the Content Repository for an Upgrade

Execute the following steps to import the Content Repository for an upgrade:
1. Copy the ContentStore.zip file from the location mentioned below:
\\Cognos_ 8_Server_Name\ Argus_Insight_Install_Path\Cognos 8\Contentstore
2. DPaste the file to the following location on the Cognos 8 Server:
\\Cognos_8_Install_Path\ c8\Deployment

3. Skip to Section 6.2.6, "Importing the Content Repository" to complete the final
steps for the upgrade.

6.2 Setting Up Cognos Server and Configuration for New Installation

This section describes how to set up Cognos Server and configure your environment
for a new installation of Argus Insight.

If you are upgrading from Argus Insight 7.0.1, see Section 6.1, "Upgrading Cognos
Server for Argus Insight 7.0.2" for the installation procedures.

6.2.1 Configuring IIS 7.0 on the Cognos 8 Server

This section describes the following tasks that you must complete to configure
Internet Information Services 7.0 (IIS 7.0) on the Cognos 8 Server:

s Checking that CGI or ISAPI Is Enabled in IIS
n  Creating the Cognos 8 Virtual Directories

»  Editing ISAPI or CGI Extensions

s Adding the Module Mapping

» Editing the Module Mapping

s Allowing CGI Application to Use Execute

6.2.1.1 Checking that CGI or ISAPI Is Enabled in IIS
To check that CGI or ISAPI is enabled in IIS:

1. Click Start.
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2.
window opens.

Ez Server Manager

Fle Action View Help

Navigate to Administrative Tools and select Server Manager. The Server Manager

=

2|+ H

# F Roles
Features
g Dizanostics
ji! Configuration
&3 Storage

1 [

%@ .

*| Roles Summary

*! Roles: 1 of 17 installzd

(i) web Server (115)

+| Web Server (IIS)

+! Role Status

Messages: None
Swstem Services: 4 Running, Z Stopped
(i) Ewents: 1 informational in the last 24 hours

Biest Practices Analyzer: To start 3 Best Practices Analyzer scan,

*| Role Services: 44 installed

Provides a reliable, manageabls, and scalable Web application infrastructure,

‘iew the health of the roles installed on your server and add or remove roles and Features.

Foles Summary Help

iﬁ &dd Roles

T Remove Roles

wieb Server (115) Help

[ Goto ieh Server (115)

_Ef} &dd Role Services

=y o
I Je= Remove Role Services

Role Service | Status

o ‘web Server Installed
= Cammon HTTR Features Installed
& Static Content Installed
P Default Document Installed

?:; Last Refresh: Today at 11:33 PM  Configure refresh

3.

Role Services dialog box opens.

=

Click the Add Role Services link to the right of the Role Services section. The Add

Add Role Services l

&% Select Role Services

Canbrmation

Frogress

Hestiks

Seleck the: role services bainstall For Web Server (I15]:

Role services:

[= @] Common HTTP Festures (Installed]
Stabc Conkert (Inskaled)
Default Document (Inskaled)
iractory Browsing [Installzd)
ITTF Errars (Instelled)
[T HTTR Redirection
= & Apglicakion Developmant (Inztalad)
[ &z nET
[ MET Extansibiity

[ as

[34P] Exb=rsions (Instelled)
I5AP] Fikers (Irstaled)
| Server Side Includes

|= @] Hesith ard Diagniostics [Instalizd)

[flora aboub rola cervioss

< Fravious

[=] @ web Server [Installed) a

Drescriotion:

5] detines how = Web sarver passes
infarnation o an external program.
Typical uses might include using a
Wb Foem ba calleck infarmation and
then passing that information to a €41
seripe bo be amailed scrawhers else.
Because CGI s a standard, CGI sovipts
can be wrkten using a wariety of
progamming languages, The
downside to using Gl is the
performance overhesad,

[n=tal

| Cancel I

4,
5.
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= If these role services are not installed, select the appropriate check box and
then click Install. Follow the instructions on the screen to complete the
installation.

»  If these role services are already installed, click Cancel. The system returns to

the Server Manager window.

6.2.1.2 Creating the Cognos 8 Virtual Directories
To create the Cognos 8 virtual directories:

1. Navigate to Roles, Web Server (IIS), and select Internet Information Services
(IIS) Manager.

2. Expand the server node in the Connections pane.

3. Expand Sites.

File  Ackion Wiew Help

% | Hm H
EE AL C e AWM Internet Information Services (IIS) Manager
B g Roles

= G_Z]Web Server (115) @ oy [@ ¥ OWMDEY » Sikes » Default Web Site »
Uh Internet Informa =
Eﬂ Features
B Diagnastics
33’& Configuration
55 storage

e Default Web

-5 Start Page
=} E| CVMDEY
i £} #pplication Poals
[=- & Sites

% Default Web Site

4. Right-click Default Web Site, and select Add Virtual Directory. The Add Virtual
Directory dialog box opens.

Add ¥irtual Directory

Sike name:  Default Web Sike
Path: !

Alias:

ICDgnosB

Example: images

Phyysical path:

IC:'I,Prc-gram Files\cognosicdwebcontent m

Pass-through authentication

Conneck as... Test Settings...

oK | Cancel

a. In the Alias field, enter Cognos 8.

b. In the Physical path field, enter the complete path to the Cognos 8 Web
content directory. The default path is:

drive:\Program Files\cognos\c8\webcontent
c. Click OK.

5. Right-click your newly-created Cognos 8 virtual directory and select Add Virtual
Directory. The Add Virtual Directory dialog box opens.
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a. In the Alias field, enter cgi-bin.

b. In the Physical path field, enter the complete path to the Cognos 8 cgi-bin
directory. The default path is:

drive:\Program Files\cognos\c8\cgi-bin
c. Click OK.

6.2.1.3 Editing ISAPI or CGI Extensions
To edit the ISAPI or CGI extensions:

1. Select the server node in the Connections pane.

Eh Server Manager
File  Action ‘iew Help

ol A W41 3
EE A a2 Internet Information Services (I15) Manager

B _5 Roles

= ¥ vreb Server (1I5) @ e [ €3 » ovmMDEY
&1 Inkernet Informal =

H Features
T Diagnostics Q- |8 03' OVMDEY Home
fft configuration - = L

- - Start P
B &2 Storage i it

] ilker: - = : - fmE .
-3 OVMDEY (OVMDEV\Ad Filker: Go ~ iz Show All | Group byt Area
ASP.NET
‘_.% Qﬁ:’ 0 =R = a
MET MET MET Error .MET MET Trusk Application Zonnes
Authorizati...  Compilation Pages Globalization Levels Settings Skrin

2 & (&

Providers  Session State  SMTP E-mail

115
= = cer | 2
= p % CGI L | o
Asp Authentication  Authorization falc)| Compression Default
Rules Document Brows
w=b | iy, o B a
= =) ig = EY o
FastiCGl Handler HTTP Redirect HTTF IP Address ISAPIF
Settings Mappings Respo... and Dom...
| L =" Fe

2. Double-click the ISAPI and CGI Restrictions icon.

3. Click the Add link in the Actions pane. The Edit ISAPI or CGI Restriction dialog
box opens.
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Edit ISAPI or CGI Restriction EE:

ISAPT or G path:
IC:'l,Program Files'cognosicognos84cai-binlcognos.cai .., |

Description:
Icu:ngnn:-s.n:gi

¥ Allows extension path to execute

K Cancel

a. In the ISAPI or CGI path field, enter the path to either the cognos.cgi file or
the cognosisapi.dll file depending on which one you will use.

Note: For Argus Insight, Oracle recommends that you use
cognos.cgi. In addition, you may need to surround the path in double
quotes if it contains any spaces.

The default path for each file is as follows:
drive:\Program Files\cognos\c8\cgi-bin\cognosisapi.dll
drive:\Program Files\cognos\c8\cgi-bin\cognos.cgi

b. Select the Allow extension path to execute check box.

c. Click OK.

Alternative Method
1. Select the server node in the Connections pane.

2. Double-click the ISAPI and CGI Restrictions icon.

3. Click the Edit Feature Settings link in the Actions pane. The Edit ISAPI and CGI
Restriction Settings dialog box opens.

Edit ISAPI and CGI Restrictions Settings EE |

¥ allow unspecified CE1 modules

¥ allow unspecified ISAPI modules

I I Zancel

4. Select the Allow unspecified CGI Modules check box.
5. Click OK.

6.2.1.4 Adding the Module Mapping
To add the module mapping:
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1. Open the Internet Information Services (IIS) Manager.

2. Expand the virtual directory folder and click the cgi-bin virtual directory.

3. Double-click the Handler Mappings icon.

4. Click the Add Module Mapping link in the Actions pane. The Add Module

Mapping dialog box opens.

Add Module Mapping EHE I

Request path;
Iu:ng'u:slsapi.u:ll

Exzample: *.bag, wewe,axd
Medule:
IIsapiMDduIE j

Execitable (opbonal):
|E:'|,Pr|:-;|rarr| Fies\Cognosi”84_&4\coi-bin\cognosisapi, di I

Mame:

[Lzapi-coanos

REqUESE Restrichions. ..

a4 Cancel

a. In the Request path field, enter either *.cgi or *.dll depending on which one
you need.

b. Inthe Module field, select either CGIModule or IsapiModule from the list.

c. In the Executable field, you enter a value depending on the module you are
using.

If you are using an ISAPI Module, you must enter the complete path to the
cognosisapi.dll. You can click the ellipsis icon to browse to the file location.

If you are using a CGI Module, you do not need to enter a value into the
Executable field.

d. In the Name field, enter a realistic name for this mapping. For example,
ISAPI-Cognos.

5. Click Request Restrictions.

a. Click the Mapping tab, and select Invoke handler only if request is mapped
to: File.

6-8 Oracle Argus Insight Installation Guide



Setting Up Cognos Server and Configuration for New Installation

Mapping | verbs | Access |

W 1nvoke handler only if request is mapped to:
* File
" Folder
" File or folder

b. Click the Verbs tab, and select All verbs.

Mapping Verbs I Access |
Spedfy the verbs to be handled:

Al verbs
" One of the following verbs:

Example; GET, POST

c. Click the Access tab, and select Specify the access required by the handler:
Execute.

‘Mapping | Verbs  Access

Spedfy the access reguired by the handler:

" None
" Read
" Write
™ Soript
(* Execute

d. Click OK to save your changes. The system returns to the Add Module
Mapping dialog box.

6. Click OK.

Depending on the method used in Section 6.2.1.3, "Editing ISAPI or CGI
Extensions," the system may display the following message:
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Add Module Mapping |

A% Do youwark ko allow tis TSAFT extension? Click "fes" o add the
'0' extension with 2n "lowed" entry bo the [SAPT and CGl
= Restrictions list or to update an exisbing extension entry to
"Allowed" in the I96FT and &1 Restrictions lisk.

Ho Cancel

7. Click Yes. Your new module mapping should be added to the Module Mapping
List.

6.2.1.5 Editing the Module Mapping

For Cognos Administration to function properly, you must manually edit the directive
that you added to the IIS configuration file in the previous step (see Section 6.2.1.4,
"Adding the Module Mapping").

To edit the module mapping:
1. Navigate to the following folder:
COGNOS_HOME/c8/cgi-bin

Note: Ensure that you have access permissions on the cgi-bin folder
so you can save the changes you make to the web.config file.

2. Open the web.config file for editing.

3. Locate the appropriate add name statement in the web.config file depending on
whether you are using CGI or ISAPI.

For CGI, locate this statement:

<add name="CGI-cognos" path="*.cgi" verb="*" modules="CgiModule"
resourceType="Unspecified" />

For ISAPI, locate this statement:

<add name="ISAPI-Cognos" path="cognosisapi.dll" verb="*"
modules="IsapiModule" scriptProcessor="E:\Program Files\Cognos\C84_64\
cgi-bin\cognosisapi.dll" resourceType="Unspecified"
requireAccess="Execute" preCondition="bitness32" />

4. Add allowPathInfo="true" to the end of the statement.
For CGI:

<add name="CGI-cognos" path="*.cgi" verb="*" modules="CgiModule"
resourceType="Unspecified" allowPathInfo="true" />

For ISAPIL:

<add name="ISAPI-Cognos" path="cognosisapi.dll" verb="*"
modules="IsapiModule" scriptProcessor="E:\Program Files\Cognos\C84_64\
cgi-bin\cognosisapi.dll" resourceType="Unspecified"
requireAccess="Execute" preCondition="bitness32" allowPathInfo="true"/>

5. Save your changes and close the web.config file.
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6.2.1.6 Allowing CGI Application to Use Execute

To allow the CGI application to use execute:

1. Open the Internet Information Services (IIS) Manager.

2. Expand the virtual directory folder and click the cgi-bin virtual directory.
3. Double-click the Handler Mappings icon.
4

Click the Edit Feature Permissions link in the Actions pane. The Edit Features
Permissions dialog box opens.

ot ot Permissons ———— BIEA

Pegrmissions:
¥ Read
¥ Seript

¥ Execuke

O I Cancel

5. Select the Execute check box.
6. Click OK.

6.2.2 Configuring the Java Database Components
To configure the Java Database Components (JDBC) in the Cognos 8 environment:
1. Navigate to the following Oracle installation path:
Oracle_Installation_Path\ product\ Oracle_Version\client_1\sqldeveloper\jdbc\lib
2. Copy the ojdbc5.jar file to the following location on the Cognos 8 environment:

Cognos_Installation_Path\c8\webapps\p2pd \web-inf\lib

6.2.3 Copying the Authentication Settings for Report Writer

To copy the authentication settings for Report Writer:

1. Navigate to the following location on the Argus Insight Web Server:
\\Argqus_Insight_Installation_Path\ ArgusInsight\ ASP\Reports

2. Copy the PR.asp file to the following location on the Cognos 8 Server:
\\Cognos_8_Installation\cognos\c8\cgi-bin

6.2.4 Configuring Custom Java Authentication

To configure custom Java authentication:
1. Copy the CAM_AAA_]JDBC_PowerReports.jar file from this location:

\\Cognos_Server\ Argus_Insight_Install_Path\]Java Authentication\JDBC_
PowerReports

To this location on the Cognos 8 Server:

\\Cognos_8_Install_Path\ c8\webapps\p2pd \WEB-INF\lib
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10.
11.
12.
13.

Copy the JDBC_Config PowerReports.properties file from this location:

\\Cognos_Server\Argus_Insight_Install_Path\Java Authentication\JDBC_
PowerReports

To this location on the Cognos 8 Server:

\\Cognos_8_Install_Path\ c8\Configuration

Define the configuration parameters:

a. Go to the Cognos Server.

b. Open the JDBC_Config_PowerReports.properties file for editing.

c. Modify the existing values of the following parameters:

Parameter Value to Enter

Server Enter the IP address or the name of the Database Server.

SID Enter the instance/service name of the Argus Insight data mart.
Port Enter the database port number.

d. Save and close the file.

Copy the ContentStore.zip file from this location:
\\Cognos_ 8_Server_Name\Argus_Insight_Install_Path\Cognos 8\Contentstore
To this location on the Cognos 8 Server:
\\Cognos_§8_Install_Path\ c8\Deployment

Navigate to the following folder:

Program Files\cognos\c8\bin\jre\1.5.0\lib\security
Backup the following two JAR files:

= local_policyjar

= US_export_policyjar

Go to the following URL:

https:/ /www14.software.ibm.com/webapp/iwm/web/preLogin.do?source=jces

dk

Note: You will need the user ID and password from IBM Cognos to
download the files required in next step.

Log in to the IBM site.

Select the Unrestricted JCE Policy files for SDK for all newer versions (1.4.2+)
option and click Continue.

Click I agree to agree to the license terms and then check I confirm.
Click the Download Now link.

Download the files and extract into a folder.

Locate the following two JAR files in the extract folder:

= local_policyjar
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s US_export_policyjar
14. Copy those jar files into the following folder:
Program Files\cognos\c8\bin\jre\1.5.0\lib\security

6.2.5 Configuring the Cognos 8 Environment

This section describes the following tasks that you must complete to configure the
Cognos 8 environment:

s Opening the IBM Cognos 8 Configuration Window

»  Setting the Environment Properties for Cognos 8

»  Setting the Security Properties for Cognos 8

m  Setting the Data Access Properties for Cognos 8

n  Creating the Namespace for Argus Insight Authentication

= Saving Your Configuration and Starting the Cognos 8 Service

6.2.5.1 Opening the IBM Cognos 8 Configuration Window

You use the options in the IBM Cognos 8 Configuration window to define
environment group and logging properties, security properties, and data access
properties.

To open the IBM Cognos 8 Configuration window:
1. Click Start.

2. Navigate to All Programs, IBM Cognos 8, and then select IBM Cognos
Configuration. The IBM Cognos Configuration window opens.
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File Edit “iew Ackions Help

b om g
m Local Configuration - Computer Properties

ocal Configuration |Name |

|\-'a|ue
E'[E Enwironment Advanced properties <rlick the edit butkon =

IBM Cognos 8 service
{E IBM Cogros 5
Source Control Syskems
Portal Services
= .
E-[8 Security
-] Authentication

Cryptography

IBM Cognos Application Firewall
1-[& Data fccess

E| Conkent Manager

1] CNTSTORE

Matification

IEM Cognos Planning
Contribukar Daka Server

Groups related properties into Functional areas For the components installed on the local computer, j

after you install one ar more IBM Cognos 5 companents an your computer, you musk configure them ko wiork

yaur reporting environment, Default property settings chosen by IBM, are used ko configure the components

‘ou may wank ko change these default settings if there are conditions that make the defaulk chaices _ILI
I E

(]

Note: The windows displayed during the Cognos 8 configuration are
labeled either IBM Cognos 8 or Cognos 8. Both labels refer to the same
Cognos configuration.

6.2.5.2 Setting the Environment Properties for Cognos 8
To define the environment group properties and the environment logging properties:

1. Open the IBM Cognos 8 Configuration window.

2. Select Environment. The system displays the Environment - Group Properties in
the right pane.
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File Edit YView Actions Help
H @ G| ?

M Environment - Group Properties
[ Local Configuration [ame | value
[ERI=] ervironment Deployment files location . Jdeployment A
=g Logging Data files location .. Jdata
[@ Fie * Map files location +maps
= 18M Cognos 8 service Temporary files location +Jtemp
@ I6M Cognos 8 Encrypt temporary files? False
%I Source Control Systems * Format specification file location ..Jeorfigurationfcogformat. xml
[ Portal Services Sort buffer size in MB @ 16
= [§ security * IP Yersion For Host Name Resolution Use IPv4 addresses
= @I Authentication Gateway Settings
Cognos * Gateway URL http:{{localhost:80jcognos8jcgi-binfcognos. cgi
=@ Cryptography Gateway namespace
Cognos Allow namespace override? False
@I IBM Cognos Application Firewall * Dispatcher URIs For gateway http:fflocalhost: 9300/p2pdiservietidispatchiext
= [E Data Access # Controller URI for gateway http:fflocalhost:80fcognoss controllerServer —
= @] Content Manager Dispatcher Settings
EI] CNTSTORE * External dispatcher URT http:{flocalhost:9300/p2pdserviet/dispatch
@ Notification * Internal dispatcher URT http:/flocalhost: 9300/pZpd/serviet/dispatch
2 @ 16M Cagnos Planning Dispatcher password FAAAAAAAAAAAAAAK
[ Contributor Data Server Other URI Settings =l
Groups environment related properties,
Configure these properties so that installed components can communicate with other IBM Cognos 8 components
installed on remote computers. Also use these properties to define settings that are specific to this computer,
such as where to store IBM Cognos 8 files.

Set the following environment properties to the required value:

Environment Property Required Value

Sort buffer size in MB 16

Gateway URI http:/ /localhost:80/cognos8/cgi-bin/cognos.cgi
Dispatcher URIs for gateway http:/ /localhost:9300/p2pd/servlet/dispatch/ext
Controller URI for gateway http:/ /localhost:80/cognos8/ controllerServer
External dispatcher URI http:/ /localhost:9300/p2pd/servlet/dispatch
Internal dispatcher URI http:/ /localhost:9300/p2pd/servlet/dispatch
Content Manager URIs http:/ /localhost:9300/p2pd /servlet

Dispatcher URI for external http:/ /localhost:9300/p2pd/servlet/dispatch
applications

Navigate to Environment and select Logging. The system displays the properties
for the Logging component.

File Edit VYiew Actions Help

A b mm | e ?

m Logging - Component Properties
[ Local Configuration 'Name | [value |
=I-{& Environment Local log server port number 9362
=] % Logging Enable TCP? False
|0 File Local log server worker threads 10
B @ I6M Cognos 8 service
E 16M Cognos 8

Set the following logging properties to the required value:
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Logging Property Required Value
Local log server port number 9362

Enable TCP? False

Local log server worker threads 10

6.2.5.3 Setting the Security Properties for Cognos 8

To define the security properties:
1. Open the IBM Cognos 8 Configuration window.
2. Navigate to Security, Authentication, and select Cognos.

File Edit View Actions Help

(B r @ | e | ?

Explorer Cognos - Namespace - Resource Properties
15 Local Configuration Name | |value
(= [ Environment Type Cognos
[= @ Logging Allow anonymous access? True
File
= E‘g] 1BM Cognos 8 service
[ 181 Cognos 8

@ Source Control Systems
@] Portal Services
£ [8 security
& [ Authentication
Cognos
=] r{]] Cryptography
Cognos
@ 1BM Cognos Application Firewall
£ [E Data Access
= If@ Content Manager
Content Store
[ Notification
= [.F@ 18M Cognos Planning
: E_ﬁ] Contributor Data Server

Defines a group of properties related to authentication that applies to all users.

Use this group of properties to control access to resources based on user identity. Do not delete the
namespace, or you will not be able to save your configuration. To restore the namespace, right-click

Authentication, click New, Namespace Type, select the Cognos Namespace from the list of available types and
specify aname,

3. Set the Allow anonymous access? property to True.

4. Navigate to Security and select IBM Cognos Application Firewall.
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File Edit View Actions Help
|[Q b @ | G| 9
M IBM Cognos Application Firewall - Component Properties

[ Local Configuration TName [ [vale
[ Environment * Enable CAF validation? @) False
B Logging Valid domains or hosts <click the edit button>
[@ Fie Is third party X55 checking enabled? False
S| @ 1BM Cognos 8 service
[D% 18 Cognos 8

iﬁ Source Control Systems
% Portal Services
= [& security
= Eﬁ Authentication
Dl Cognos
B @ Cryptography
@ Cognos

: 18M Cognos Application Firewall
= [& Data Access
=] @ Content Manager
[EI] Content Store
(G Motification
B @ 1BM Cognos Planning
@ Contributor Data Server

Defines a group of properties to configure the 1M Cognos Application Firewall

The I8M Cognos Application Firewall is an essential component of product security helping to provide protection
against penetration vulnerabilities. Disabling the 1BM Cognos Application Firewall will remove this protection;
therefore, this should not be done under normal circumstances.,

5. Set the Enable CAF validation? property to False.

6.2.5.4 Setting the Data Access Properties for Cognos 8

To define the data access properties:
1. Open the IBM Cognos 8 Configuration window.

2. Navigate to Data Access, Content Manager, right-click Content Store, and then
select Delete from the menu.

- [& Data Access
=] @ Content Manager

Conter  peset to Default

[ Notification ——
=g 18M Cogno:
~ [y Cortrt M
Test

The system prompts for confirmation that you want to delete the Content Store.
3. Click Yes.

4. Navigate to Data Access, right-click Content Manager, select New resource, and
then select Database.

=& Data Access

: Conktent Mai
. Reset to Default
Motification : .
- 1BM Cognos hew resource Database...

[ Contributor Data Server

5. Complete the New Resource - Database dialog box as follows:
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s In the Name field, type CNTSTORE. This is the name of the database
resource.

= In the Type field, select Oracle database.
= Click OK.

The system returns to the IBM Cognos Configuration window, selects the
newly-created CNTSTORE resource database, and displays the resource properties
for the database.

File Edt View Actions Help

H @@ | @B ?

m CNTSTORE - Database - Resource Properties

[ Local Configuration [Name | value
=)-[& Environment Type Oracle database
= @ Logging * Database server and port number localhost: 1521
File: User 1D and password Wit tishiok ikl
=] @ IBM Cognos 8 service * Service name Q
[D3 181 Cognos 8

H @ Source Control Systems
@ Portal Services
= {E Security
= % Authentication
E] Cognos
= @G Cryptography
Cognos
@ IBM Cognos Application Firewal
£ [E Data Access
=] @ Content Manager
TORE]|
- [gg Motification
B @ 1BM Cognos Planning
: @ Contributor Data Server

Defines a group of properties used to locate an existing Oracle database.,

Ensure that the database exists.

6. Enter the value for the Database server and port number as:
Database_Server_Name:1521
where:

Database_Server_Name is the name of the server where your content store database
is stored.

7. Select User ID and password, and click the icon next to it. The Value - User ID and
password dialog box opens.

¥alue - User ID and password E3

User ID:
| cTuSER

Password:

I*******

Confirm password:

I*******

OK I Cancel

a. In the User ID field, type the ID for the content store database user.

b. In the Password field, type the password for the content store database user.
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c. Inthe Confirm password field, re-enter the password for verification.

d. Click OK.

Note: The contents store database user is created in the Cognos
content store database. This user is given grants of Connect, Resource,
and Create View, along with Unlimited Tablespace Grant.

The character set of the Cognos content store database should only be
UTE

Make sure that the content store database entry is added in the
TNSNames.ora file on the Cognos 8 server.

8. Enter the database instance name for the Cognos 8 repository in the Service name
field.

File Edit VYiew Actions Help
) @@ @B | ?
m CNTSTORE - Database - Resource Properties

[ Local Configuration | Hame | value
&=-[& Environment Type Oracle database
=] @ Logging * Database server and port number @ 10.178.90.47:1522
@l File User 1D and password Abbbdckbodokk
= 1BM Cognos 8 service * Service name AIB0CO84
E IBM Cognos 8

Source Control Systems
Lq_‘Lg| Portal Services
£ [8 security
= @3] Authentication
[E Cognos
= @ Cryptography
Ei]] Cognos
[ﬁ 18M Cognos Application Firewall
=] [ Data Access
=@ Content Manager

Notification
= @ 18M Cognos Planning
@ Contributor Data Server

Defines a group of properties used to locate an existing Oracle database.

Ensure that the database exists.

6.2.5.5 Creating the Namespace for Argus Insight Authentication
To create the namespace for Argus Insight authentication:

1. Open the IBM Cognos 8 Configuration window.

2. Navigate to Security, right-click Authentication, click New resource, and then
select Namespace.

=-[2 Security

=) [ Authentic-+--
= Reset to Default

E Cogr
= @ Cryptoagr Meww resource Mamespace...

3. Complete the New Resource — Namespace dialog box as follows:
s In the Name field, type PowerReports.
s In the Type field, type Custom Java Provider.
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= Click OK.

The PowerReports - Namespace - Resource Properties window opens.

File Edit View Actions Help

H b E® G ?

PowerReports - Namespace - Resource Properties

g Local Configuration
=-{2 Environment
= @ Logging
[O] File
B @ I6M Cognos 8 service
D 1BM Cognos 8
l@ Source Control Systems
l@ Portal Services
=-[2 Security
= [ Authentication
' El Cognos
PowerReports
= @ Cryptography
Ei] Cognos

| Name | value
Type Custom Java Provider
* Mamespace ID PowerReports
Java class name @ JDBCPowerReparts
¥ Selectable for authentication? True

4. Set the Namespace ID property to PowerReports.

5. Set the Java class name property to JDBCPowerReports.

6.2.5.6 Saving Your Configuration and Starting the Cognos 8 Service
To save the configuration and start the Cognos 8 service:

1. Open the File menu and select Save to save your changes to the configuration
settings. The system displays the following dialog box and lists each task as it is

performed:

s

& Generating cryptographic information
o Checking integrity of encrypted data
«# Backing up configuration files

o Saving configuration parameters

4 Updating Tomcat configuration File
«# Checking uparade status

o Checking for errors and configuration integrity

Cognos Configuration is performing the Following kasks:

=

Details == |

2. Click Close when the system completes all the configuration tasks.

3. Click the Start icon in the IBM Cognos Configuration window to run the Cognos 8

service.

File Edit

Yiew Actions Help

- L‘I @b

?

@ = | 9
|

The system begins to run the IBM Cognos 8 service.
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»  If there are no problems with the configuration, the system completes the test
phase and starts the IBM Cognos 8 service successfully.

= If there are possible problems with the configuration, the system stops
running the service and displays a warning message. When you click OK to
acknowledge the warning message, the system opens another dialog box with
more information. For example:

& IBM Cognos Configuration m

18M Cognos Configuration is performing the following tasks:

& Testing Content Manager database connection. ;I
o Testing the archive location.
U Testing the mail server connection.

» Checking test results
Checking upgrade status
Starting the service 'IBM Cognos 8' v
i|  <<Details I

uccessfully launched a test WM with the memory setting of ‘768", Note that this does
ot guarantee that I8M Cognos 8 will start and run successfully.

Continue

o see which JYM options are based on this setting, view
8_locationbinfbootstrap_<0S5>.xml and see your J¥M documentation for an
xplanation of those options.

ince the value is empty, the feature is disabled. There is nothing to test.
ERROR ] The mail server cannot be reached.

At this point, you can:
»  Click Details for more information about the warnings and errors.

»  Click Cancel to stop the process. If the warnings or errors are due to reasons
other than mail server connection failure, cancel the process and check your
configuration again.

»  Click Continue to ignore the warnings and errors, and complete the process of
starting the IBM Cognos 8 service. For example, you can ignore warnings that
the mail server cannot be reached (see the previous illustration).

4. Click Close to exit.

5. Open the File menu and select Exit to exit from the IBM Cognos 8 configuration.

6.2.6 Importing the Content Repository

Note: If your security settings on the server do not permit you to
view the Cognos connection, add the site URL (http://Cogrnos_8_
Server /cognos8) to the list of local intranet sites.

To import the content repository to the database:
1. Log in to the IBM Cognos 8 Server as a user with administrator privileges.

2. Start Internet Explorer.
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3. Enter the URL in the following format:
http:/ /Cognos_8_Server /cognos8

The IBM Cognos 8 main window opens.

IBM" COGNOS" 8 saon
o —

ﬁ My home \ Query my data
m IBM Cognos content @ Analyze my business
[y, Create professional reports
b
@ ooy venss

ﬁ& Administer IBM Cognos content

Show tis page i the futire ==

4. Click Administer IBM Cognos content. The IBM Cognos Administration window
opens.

5. Click the Configuration tab.

6. Click the Content Administration link. The Content Administration window

opens.
IBM Cognos Administration logOn | B | fr~ & ~lanh~ 9 ~
Saws Sequity Configuration
[ Data Source Comections Administration CEC Y taRxXx®q
Q3 content Administration
s | Deinearth o
O Name & HModified & | Actions

No entries.

Las refrash time: May 25. 2010 12:55:01 PM

7. Click the New Import icon. The system starts the New Import wizard.
8. Click Next to continue. The wizard prompts for the encryption password.

9. Type the password and click OK. The wizard prompts for the name, description,
and location of the Argus Insight deployment.
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IBM Cognos Administration

Soahs Seaunty

) cate source Connecions
Q3 content Administration
& Dtrbunon wsts end Conteces
D rosers

8 soe

B cocter

&5 Gapaicher aed Serves

E Configuration

Specify & name and locabon for e deployment soesBoabon, Tou can s specfy 8 decoriplon and soreen 0.
Manve:

|argus Insight 7.0.2 - ContentStore

Description:

his content store contain all the standard reports and packages =]
of Creating custom reports.

=

Screen bip:
[argus Insight 7.0.2 - ContentStore

Loseation:
Administrabon

niet pngther lpcaton,

Ecancﬁ__tsack;_ﬂext:;_ Fin

[y
a

10. Leave the default values and click Next to continue. The wizard prompts you to
select the public folders content.

[we—_________________

Status

Seaity [ Configuration

) ata Source Comections
Q@ Content Administration

& Ditrbuton Lists and Contacts

Select the public folders content - New Import wizard
Select one or more packages or folders and select the oplions to indude in the import.
Public folders content

& printers Change the target name of packages and fokders If you do nat want to overwrite themin the target with padiages and folders from the deployment archive.
Disable the packages and folders if you do not want users to access them in the target after the import.

A sives Entries: 1-1

B pocticts Ol |->name —> Target name | Opisable after import. | In target content | Modified

&8 Dispatchers and Services O 0 ->agustnsght > Arguslnsight (]

Options
Include report output versions
Conflict resolution:
Keep existing entries
* Replace exstng entries
Enchude run history
Conflict resolution:
Kaep existing entries
+ Replace exstng entries
Inchude scheduies
Conflict resolution:
Keep existng entries
*» Replace existng entries.

11. Select the Name check box to choose all the check boxes in this category, and click

Next.

The wizard prompts you to select the directory content and options to include in
the import.
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IBEM Cognos Administration admin logOn~ B | fif~ 8 v Llanch~ 9 ~
Status Security ‘ Configuration
B Data Source Connections ‘ "

[ - )
& Content Administration Select the directory content and options to indude in the impart.

Distribution Lists and Contacts Directory content

& Brinters [T Indude Cognos groups and roles

R styies Conflict resolution: —— The options that you must
e Keep existing entries

B portiets ¢ Aeorace exichn ene select depends on whether
* Replace existing entries :

&% Dispatchers and Services WOLU are performlng a new

T Indude distribution lists and contacts install or an upgrade.

Conflict resolution:
o Keep existing entries

1 Replace existing entries

[T Indude data sources and connections

™ Indude signons

Conflict resolution:

" Keep existing entries

g Replace existing entries —_

Cancel || < Back || Next = H —

12. Select the directory content and options to include in the import. The options that
you select depends on whether you are performing a new install or an upgrade.

Directory Content and Options New Install Upgrade

Include Cognos groups and roles Selected NOT selected
Include distribution lists and contacts NOT selected NOT selected
Include data sources and connections Selected NOT selected
Include signons Selected NOT selected

13. Click Next. The wizard prompts you to specify the general options.
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IBM Cognos Administration admin LogOn v ! * @ v launch ~

Status Security | Configuration

B Data Source Connections |

&) i ;
@ Content Administration Specify the options applicable to all the entries in the import. You can also select the options applicable to the deployment record.

Distribution Lists and Contacts Access permissions

5 Brinters I Include access permissions  ——— How you set this option depends
B stuies € Apply to new entries only ——— onwhether you are performing a
B portiets % Apply to new and existing entries new install or an upgrade.

E!TES Dispatchers and Services

External namespaces

 Incude references to external namespaces

% Do not include references to external namespaces

Entry ownership

Set the owner to:

" The owner from the source

¢ The user performing the import
Apply to:

7 New entries only

% New and existing entries

Deployment record

Recording level
Select the level of detail to save in the deployment record.

IBasic Vl

| Cancel || < Back || Next = || Finish |

14. Set the Access permissions depending on whether you are performing a new
install or an upgrade:

= If you are performing a new install, you MUST select the Include access
permissions check box.

= If you are performing an upgrade, do NOT select the Include access
permissions check box.

15. Verify that the remaining general options are set as follows:

= For External namespaces, verify that Do not include references to external
namespaces is selected, but dimmed.

= For Entry ownership, set the owner to The user performing the import and
apply to New and existing entries.

= For the Deployment record, select Basic for the Recording level.

16. Click Next. The wizard displays the summary screen.
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i coes ramesrs |

St Sarty | Configuration

Qy Content Admintstration

The Import wizard 5 ready to moort Mo the target emaronment.

D Quirtuuton Lats s Contacts IF you want 2 change any settrs, ik Badk
Q Ernters IF vou are satisfied wih the settngs and want 10 select whether o run, schedue, o sive only, chok Next.
8 s Deployment specification
B porsets Name: Description:
&30 : Argus Insght 7.0.2 - Contentstare This content store contin all the standard reports and padkages ko creatng custom reports.
Deployment archive
Name:
ContentStore
Public folders content
1-1
| > Hame Target name Disable after import | In target content Modified
9 => arpustraght -3 Argualnsght b Jorl |, 2042 5:33:43 4

Options:

Do not indude report cutput versons.
Do not incude run history

Do not ndude schedules
Mhireetary ecntent

Inchaie Copros (roups and roles

Replate exstng entres
D nest nclude datributon lsts and contacts
Include data sources and connectons

Endude sgrons.

Replace exstng entres
General Options.
Inchude access permesons
Apply ta new and exstng entries

Cancel || <Back || Next>

17. Review the summary information, and click Next. The wizard prompts you to

18.

19.

20.
21.

select the type of New Import action.

reee———

Stans sarty | Configuration

Grrr—
% Content Administration Select whether you want to run, schedule, or save only, when the wizard doses.
Destribytion Lists snd Contacts
@ Action:
S printers () Save and run once
Styles O Save and schedule
- O Save only
_CanCEl__-tBaCk__'.---'. FI"IEh

Select the Save and run once option, and click Finish. The wizard prompts you to
selection the options for this import.

Select Upgrade all report specifications to the latest version and click Run. The
wizard summarizes your selection for this import.

Click OK to run the import.

Verify the import as follows:

a. Click More corresponding to the newly imported Content Store.
b. Click View run history to view the deployment history.

c. Verify that the Status column displays the status as Succeeded.
d. Click Close to exit.

The repository import is complete.
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Note: If the database changed from the 7.0 database, you must also
update the source data information after importing the content
repository. Skip to Section 6.2.7.2, "Editing Sign On" for instructions.

6.2.7 Configuring Cognos Security

This section includes the following topics:
s Configuring Cognos Users and Roles
= Editing Sign On

s Activating the PowerReports Namespace

6.2.7.1 Configuring Cognos Users and Roles

To configure Cognos user and roles:

1. Set up an administrator user in the Cognos environment. An administrator user is
an Argus Insight user who is part of the system administrator role.

Corfeassten

aps, aod Robes | [ tie A %]

_!_z The st cort.ars entries that cannot be deplayed. They may have been deleted or you may not have sufficent privieges Lo see them.

Ertres: 1 s o]

o Type
83 - Ovectory Admrntrators foke
83 —> System Adwrestrstors Roke
O & tnevetabhe User
8 Unavaiste User
& =2 sdvretrator (sdmretrator) User
add. Bemove

OK Cancel

2. Login to Argus Insight as a user with administrator privileges.

3. Click the Tools tab in the upper-right corner of the Argus Insight Home page to
open the ADMINISTRATION TOOLS page.

4. Click the List Maintenance tab.
5. Select Profile Switches from the List Maintenance Items group.
6. Define the COGNOS ADMIN USER attribute.
a. Select COGNOS ADMIN USER from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:
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2 Argus Insight - Modify Attribute -- Webpage Di... [X]

Modify Attribute

Attribute
COGNOS ADMIN USER

Value
[ADnn
Key
COGNOS_USER
Description
Cognos user having admin privieges. This user will be
used for admin activities like security management en
Cognes from Argus Insight application

[ ok || cancel |

c. Enter the value for the Cognos administrator user.

d. Click OK to save your changes and return to the List Maintenance tab.
7. Define the COGNOS ADMIN PASSWORD attribute.

a. Select COGNOS ADMIN PASSWORD from the Attributes group.

b. Click Modify. The following Modify Attribute dialog box opens:

b2 | Argus Insight - Modify Attribute -- Webpage Di... E]

Modify Attribute

Attribute
COGNOS ADMIN PASSWORD

Confirm Password

[sessescescscasccsccsscascnsccsccancasnnnad
Key

COGNOS_PASSWORD
Description

This is the password for COGNOS admin user. If the
password is incorrect, access to Cognos administration
for additional security will be denied.

0K Cancel

c. Click the Value field, and type the password for the Cognos administrator.
d. Re-type the password in the Confirm Password field for verification.
e. Click OK to save your changes and return to the List Maintenance tab.
8. Verify that the following List Maintenance entries are configured.
s COGNOS SERVER
» COGNOS ADMIN USER
» COGNOS ADMIN PASSWORD

This role will have all rights required to run various parts of Argus Insight
application. All Insight users will become part of this role during their first login.

9. Define the COGNOS USER ROLE NAME attribute.
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a. Select COGNOS USER ROLE NAME from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

be | Argus Insight - Modify Attribute -- Webpage Di... @

Modify Attribute
5 Attribute
\ i | COGNOS USER ROLE NAME
Value

[Argus Ingight Role

Key
COGNOS_USER_ROLE_NAME

Description
This is Cognos Role name in which all Insight users will
be added for accessing reports

oK Cancel

c. Click the Value field, and type the Cognos User Role Name you want to create

in Cognos environment.
d. Click OK to save your changes and return to the List Maintenance tab.
The system adds the newly configured role to the following roles:
= Analysis Users
s Query User
= Author

6.2.7.2 Editing Sign On

To edit your sign-on information:
1. Login to the Cognos 8 Server as an administrator user.
2. Start Internet Explorer.
3. Type the URL in the following format and press Enter:
http:/ /Cognos_8_Server /cognos8
The IBM Cognos 8 home page opens.

IBM" COGNOS’ 8 i

ﬁ My home \ Query my data
ﬂi IBM Cognos content m Analyze my business
R, Create professional reports
e
° Manage my events

ﬁ& Administer IBM Cognos content

——
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Note: If your security settings on the server do not permit you to
view the Cognos connection, add the site URL (http:/ /Cogrnos_8_
Server/cognos8) to the list of local intranet sites.

4. Click Administer IBM Cognos content. The IBM Cognos Administration window

opens.

IBM Cognos Administration

Status Searity Configuration

Current Activities - Background activities

O past Actuities

B upcoming Activities Pending | 0

0 sustem Executing | 0
Schedules Waiting | 0
Suspended | 0

administrator LoaOFF | B | fi v

= [Ek 1wl

® Background actvities

[ T

tres [ -]

© Interactive activites O | | name

Run by:

No entries

Request time & |Run by | Status & | Priority &

Any Lastrefesh tme: June 10, 2010 250:02 P
Select a user.

Reset to default

5. Click the Configuration tab.

6. Click Data Source Connections and click PRMART.

IEM Cognos Administration

)

admin LogOn ~ ! * g v launch~ 7 =

B sty r @ ermsrr
EAS LL="4

Status Security
E] Data Source Connections Directory = Cognos Eﬁ }( f Q
E'{Q Content Administration
Entries: |1 - |1
Distribution Lists and Contacts ©
) | & |Hamea | Medified & | Actions
& Printers

February 1, 2012 11:54:3% AM More. ..

Lzst refresh time: Februsry 9. 2012 714041 AM

H Portlets

I'-!F-Es Dispatchers and Services

7. Click PRMART.

8. Click the More link to the right of the PRMART link. The Perform an action -

PRMART pane opens.
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Status Security

B Data Source Connections|

Qa Content Administration
Distribution Lists and Contact
& printers

Stvles

B rortlets

B3 Dispatchers and Services

I Configuration |

Perform an action - PRMART Help

Available actions:

Set properties

8 View signons

B0  Test the connection...
Move...

By cCopy...

¥ Delete

9. Click Set properties. The Set properties page for PRMART opens.

stotus |
B Data Source Connections|

Q3 content Administration

Security.

General Signon

Configuration

Set properties - PRMART

| Permissions

Distribution Lists and Contact
S erinters

Type: Signon
Styles Owner: Anonymous
® portets ™ Disable this entry

‘ia Dispatchers and Services

Specify the properties for this entry.

Location:  Directory > Cognos > PRMART >
PRMART

[B5] view the search path, ID and URL

Created:
Modified:

December 22, 2004 12:48:37 PM
July 24, 2008 3:26:18 AM
0 Standard  Edit...

Icon:

The name, screen tip and description are shown for the selected language.

Language:

|English (United States) |

Name: Description:

[PRMART |
Screen tip:

I ||

.

10. Click the Signon tab.

Cancel

11. Click the Edit the signon link. The system opens the following pane:

saang Seaurny Confguration

Cpp——
Qo Content Admnistiation Enter the user 1D and password for the sgnan,
D Dottation Usts ood Contact]  yuer 1:
& eroers [ape_2pp
n s Password:
W eocsers eesesesserannd
3 Dupsichers and Services Confren Pasoword:

|'.'...'.""l'

0K Cancel
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a. Inthe User ID field, type the ID for the APR_APP user.

b. In the Password field, type the password for the APR_APP user.

c. In the Confirm Password field, re-type the password for verification.
d. Click OK to set the password.

12. Click OK again to return to this screen:

Status Security Configuration
(3 pata Source Connections|  Directory > Cognos > PRMART > PRMART i % BX =q
t-_‘{5‘.‘ Content Administration
Distribution Lists and Contact Entries: Il - Il O
. [T | ¢ Namea Modified ¢ Actions
@ Printers
5 r ﬁ PRMART July 24, 2008 3:26:18 AM Mote. ..
ﬁl} Styles |
Last refresh time: July 24, 2008 4:12:07 AM
E Portlets

ﬁ Dispatchers and Services

13. Click the PRMART link, click the More link, and then click Set properties.
14. Click the Connection tab. The system displays the following information:

Status Security Configuration

x

O pata Source Connections|

@ Content Admnistration Genersl | Connection | Permissions
& pistribution Lists and Contact]  speciy the parameters for the connection.

& printers _—

78 stytes [oracke =] Testthe connection...
B portets

&3 Dispatchers and Services

Isolation level:
@ Use the defauk object gateway

 Speciy a value:

tabilit 2

Connection string:
[~User 1D:~7Password: LOCAL ;OR ,ORACLE@ %s@OESCRIF /
Authentication: The signons of this connection

Commands ¥

oK Cancel

Connection string:
ger ID:~?Password: ;LOCAL ;OR ;ORACLE® %s@{DESCRIF s h S

Authentication: The signons of this connection

[Edit the connection string|

Commands ¥

15. Click the pencil icon to edit the connection string. The system displays the Edit the
connection string - Oracle pane.
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Status Security { Configuration ‘

a DEICEL TG LT S N Edit the connection string - Oracle

0@ Content Administration

Edit the parameters to build an Oracle connection string.
% Distribution Lists and Contact:

SQL*Net connect string:

& printers I(DESCRIPT ION=(ADDRESS_LIST=(ADDRESS=(PROTOCCL=
Styles Collation sequence:

B Portlets I

I!?S Dispatchers and Services

Signon

Select whether a user ID and password is required in the connection string.

¥ UserID

[V Password

Testing

Test the connection...

OK ‘ ‘ Cancel ‘

16. Set the following information in the SQL*Net connect strings field:
»  Set the HOST as the Argus Insight Database Server Name.
= Set the PORT as the Argus Insight Database Port Number.
= Set the SERVICE_NAME as the Argus Insight Database Instance Name.

17. Click the Test the connection link. Wait until the system opens the Test the
connection - PRMART pane and then click Test.

Status Security Configuration
O pata Source Connections| [TETIT T Help

@ content administration

Test the parameters that make up the database connection.

& pistrbution Lits and Contact]  cgnection string:

& printer AUser ID:~?Password: LOCALIORORACLE@%os@(DESCRIPTION=(ADDRESS LIST={ADDRESS=(PROTOCOL=TCP)HOST= srvoranod007}
Priters {(PORT=1521))) (CONNECT Dy DEDIC E ] OLSEQ=

Q8 styles

. Test

B portiets

5 Dispatchers and Services Dispatcher:

hitp://aii:9300/p2pd (Configuration)

Test the connection using:
Select whether to test the connection with a user ID and password, or with a signon.
" User ID and password
User ID:

Password:

@ Signon

Entries: [1 - (]

| |Name
@ §) PRMART

Close

18. Wait for the testing results and verify that the connection succeeded.
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Status Security Configuration

D Data Source Connections |

Q’,} Content Administration

Distribution Lists and Contact > Name Status Message
. G5 - http:ffaig:9300{p2pd Succeeded

E:I Printers

ng Styles

_ Close
Portlets

‘!’5 Dispatchers and Services

19. Click Close.
20. Click Close.
21. Click OK.
22. Click OK.

6.2.7.3 Activating the PowerReports Namespace
To activate the PowerReports namespace:

1. Open the Cognos 8 configuration.

2. Click Start, All Programs, IBM Cognos 8, and then select IBM Cognos
Configuration. The IBM Cognos Configuration window opens.

3. Navigate to Security, Authentication, and then select Cognos. The system
displays the Cognos - Namespace - Resource properties pane.

4. Set the Allow Anonymous access? property to False.

File Edit View Actions Help

EIRE TR

Explorer

Cognos - Namespace - Resource Pl‘ﬂpEI‘tiES

3P Local Configuration
=-[& Environment
= @ Logging
(0] Fie
= @] 16M Cognos 8 service
@ 16M Cognos 8
@ Source Control Systems
@ Portal Services
= (& security
[= |E|_L:|] Authentication
E] Cognos
[E PowerReports
= @ Cryptography
[El Cognos
@_ﬁ] 1BM Cognos Application Firewall
= [& Data Access

I | Name | ‘ Value ‘
Type Cognos

Specifies whether anonymous access is allowed.

By default, anonymous authentication process doesn't require the user to provide logon credentials. The
anonymous authentication uses a pre-defined account under which all anonymous users are logged in.

5. Open the File menu and select Save.

6. Open the Actions menu and select Restart to restart the Cognos 8 service. The
system displays status information about each task being performed during the

restart.

6-34 Oracle Argus Insight Installation Guide




Setting Up Cognos Server and Configuration for New Installation

& IBM Cognos Configuration m

18M Cognos Configuration is performing the following tasks:

& Testing Content Manager database connection. ;I
o Testing the archive location.
U Testing the mail server connection.

» Checking test results
Checking upgrade status
Starting the service 'IBM Cognos 8' v
i|  <<Details I

uccessfully launched a test WM with the memory setting of ‘768", Note that this does
ot guarantee that I8M Cognos 8 will start and run successfully.

Continue

o see which JYM options are based on this setting, view
8_locationbinfbootstrap_<0S5>.xml and see your J¥M documentation for an
xplanation of those options.

ince the value is empty, the feature is disabled. There is nothing to test.
ERROR ] The mail server cannot be reached.

During the Cognos service restart, the system may display the following message
if there are any warnings:

1IBM Cognos Configuration ﬂ

| i The test phase has warnings.
h Click OK and then check Details for more information, or select Continue to complete starting the IBM Cognos 8
service with warnings, or select Cancel to stop the process.

Process any warning message as follows:

a. Click OK.

b. Click Details to obtain more information about the warning.
Depending on the type of warning, you can:

— Click Continue to ignore the warning and continue with the process of
restarting the IBM Cognos 8 service. For example, you may want to ignore a
warning that the connection to the mail server failed.

— Click Cancel to stop the restart process. If the warnings are due to reasons
other than a mail server connection failure, you should stop the process, check
your configuration, and then restart the IBM Cognos 8 service.

Wait until the system performs all the configuration tasks and displays the status
for each task.
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& 1BM Cognos Configuration

18M Cognos Configuration is performing the following tasks:

“!'() o Testing Content Manager database connection. d
«” Testing the archive location.
E Testing the mail server connection,
” Checking test results
« Stopping the service 'IBM Cognos &'
o Checking upgrade status
o Starting the service 'IBM Cognos 8'

Continue Close

uccessfully launched a test WM with the memory setting of ‘768", Note that this
oes not guarantee that I1BM Cognos 8 will start and run successfully,

o see which VM options are based on this setting, view
8_location/bin/bootstrap_<05>.xml and see your ¥M documentation For an
xplanation of those options,

ince the value is empty, the feature is disabled. There is nothing to test.
ERROR ] The mail server cannot be reached. ﬂ

9. Click Close to exit the Cognos configuration.

Note: Make sure that you remove the Everyone user group from the
Directory Administrator and System Administrator roles of Cognos.
Before doing this, make sure that you have a valid user as part of the
System Administrator role in Cognos.

If you have not added any user as part of the System Administrator
role in Cognos, then you have to add Everyone user group in System
Administrator roles of Cognos again.

To add the Everyone user group in the System Administrator role of
Cognos:

1. Connect to the Content Store database as the content store user.

2. Navigate to the following folder:
Cognos_Installation_Path\c8\configuration\schemas\content

3. Run the AddSysAdminMember.sql script.

4. Commit the changes.

6.2.8 Configuring the LDAP Settings

This section describes how to integrate the LDAP authentication with Argus Insight
and Cognos. Be sure to follow all installation procedures in the specified order:

s Configuring the Active Directory

s Configuring LDAP in COGNOS for SunOne

»  Setting Up the Cognos LDAP Configuration in Argus Insight
s Setting Up Report Packages for Cognos LDAP

6.2.8.1 Configuring the Active Directory

To configure the Active Directory on the Cognos Server:

1. Go to Cognos Server and open the Cognos configuration.
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o ©Dbd

6.

Navigate to Security, Authentication, and then add a namespace.
Select Active Directory as the Type.
Configure the Active Directory NameSpace.

Provide the Bind credentials, save the configuration, and restart the Cognos
service.

Flo Edt Vew Actiors Hep
H e gom| ?

o | - tivens - Namespace - Resource Properties
E Local Configuration | Name Value
= (B envicrment Type " Adive Drectory
3 Looono * Namespaca ID ActiveDs
[ e * Host and pert srvdctnodDol 369
= By Cogros 8 service Tens ot in seconds -
[ cogross Sae bk B
Source Centrel Systems Binding credentials | e 121
Portal Services Advarced properties <chck the edit button>
= [B searry Account mappings (Advanced)
Pt o e S ]
Cognos
PowerReports Lser ID:
ActiveDS -
o
= B Cryptogrechy Bassward:
(0] copres [
By Coros appheaion Frewal
= {1 Data Access Confirm password:
= Ifly Corvent Manager [
[ crvrsxcee
Notfication S
Cognos Planning Spechies ’II Cancel I drectory Server to find out the detal authertication fadure reason
By Contributor Data Server whenthy
This value corresponds to an Active Directory Sarver usar who has search and read privisge to the user of the Active Dractery Server

Click Modify and set the value to 1.

6.2.8.2 Configuring LDAP in COGNOS for SunOne
To configure LDAP for Active Directory:

1.

o g & 0 b

Configure SunOne on Cognos 8 Server.

Go to Cognos Server and open the Cognos configuration.
Navigate to Security, Authentication, and then add a namespace.
Select LDAP as the Type.

Configure the SunOne NameSpace.

Enter NameSpacelD, Host and Port, Base Distinguish Name, user lookup as
"uid=$(user ID)" and unique identifier as "uid." No need to enter any bind
credentials.
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H rEaw G ?

SUNLDAP - Namespace - Resource Properties
5 Local Configur stion Noma Vakue
= (B Enviorment Type Lowp
= Baooors * Namespace iD SUDAP
Fle * Host and port LOAPSVR: 10533
= I Cognos 8 service * Base Cutingusshed Name demrelet, domnet
B coons s User loohp @ wdntiuserID}
Source Control Systems Use external identity? Foke
Portal Services External derty Mapping $Heewironmert("REMOTE_USER™)}
= [l secuty Bird user DN and password ——
= I Authentication Ste bt 4
] Cogros Time out in seconds -1
()] PowerReports Use bind cradentials for search? False
| Eomm Alow empty password? Fakse
L ctrvets Uraque dertfier Qw
= By Cryptography Cata encodng uTES
Cognos S9L certficate database
Iy Coonos Appication Frewal Advanced propertes <cick the et button>
= [B oata Access Folder mappings (Advanced)
=1 Y Content Manager Objact dass orgaretnshat
CNTSTCRE Descrpten descronon
Notification Nawa o
= B Cognos Planning Group mappings (Advanced)
By Contriburor Data Server Object class goupofuraquenames
Oesarpton descrption
Member uniquemenber
N @
Account mappings (Advanced)
Account object dass Inetorgpersn
Business phone telaphonecumber
Content locale peaferredianguage
Desariphion description
Emad mad
Fax/Phone Facsmistelephonerumber
Grven name greenname
Home phone homephone
Mobde phore ke
Name o
Pager phote pager
Password userPassword
Postyl sddress postakaddress
Product locale peoferredanguage
Surname =
User name: ud
Custom properties <chick the edt button>
Defines a group of properties that allows the product to access an LDAP server for user authentication.
Use ths group of propertes L0 Drovids S00855 10 &N &xisting LDAP server

7. Save the Cognos configuration and restart the Cognos service.

6.2.8.3 Setting Up the Cognos LDAP Configuration in Argus Insight
1. Log in to the Argus Insight application.

2. Click the Tools tab in the upper-right corner of the Argus Insight Home page to
open the ADMINISTRATION TOOLS page.

3. C(lick the List Maintenance tab.

4. Select LDAP from the List Maintenance Items group. The system updates the right
panel with the list of attributes that you can configure.

5. Select the Cognos LDAP Name Space Configuration attribute and click Modify.
The Modify Cognos LDAP Namespace Configuration window opens.
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“anrgus Insight -- Web Page Dialog

Modify Cognos LDAP Hamespace Configuration Add Delete

: Cancel

6. Click Add. The Modify Cognos LDAP Namespace Configuration dialog box
opens.

A Argus Insight - Webpage Dialog

Modify Cognos LDAP Namespace Configuration

LDAP Server

Alias ILDAP_?_ j

Hamespace ID | | Password | |
User Hame | | Confirm Password | |
:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z:Z::':|’ —— H mnel |

7. Complete the Modify Cognos LDAP Namespace Configuration dialog box as
follows:

a.

In the LDAP Server Alias field, select the LDAP server from the list. This field
lists the LDAP servers configured in Argus Safety.

In the Namespace ID field, type the namespace identifier for either Active
Directory or SunOne (whichever you have configured in Cognos).

In the User Name field, type the name of the Cognos and Insight user who is
part of a configured LDAP namespace in Cognos and is a Cognos
administrator.

In the Password field, type the password for the configured Cognos
administrator user.

In the Confirm Password field, re-type the password for verification.

Click OK to save the Cognos LDAP Namespace configuration.

6.2.8.4 Setting Up Report Packages for Cognos LDAP

When Cognos is configured for LDAP authentication, Argus Insight requires a
different set of packages and models for Release 7.0.2.
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To publish the report packages required for running reports on Cognos with LDAP:

1.
2.

© ® N o o

10.

11.

12.

13.

14.

Go to Cognos Server.

Open the Framework Manager:

a. Click Start.

b. Navigate to All Programs, IBM Cognos8, and select Framework Manager.
Open the File menu and select Open.

Navigate to the following location:

Argus_Insight_Installation_Directory\Oracle\ArgusInsight\Cognos8\
Models\LDAP Models

Open the Compliance folder.

Select the Compliance.cpf file, and then click Open.

Select the configured LDAP namespace to authenticate user.
Enter the user credentials to log in.

Open the View menu and select Project Viewer.

a. In the Project Viewer pane, click Packages.

b. In the project tree, select Packages, right-click Compliance, and then select
Publish Packages. The Publish wizard opens.

Click Next to continue through each of the Publish wizard screens until you have
the option to publish the package.

Click Publish.

The system displays a message that a package with that name already exists and
prompts if you want to overwrite the package.

Complete the publish process as follows:

a. Click Yes to overwrite the package.

b. Click Finish.

c. Click Close to exit from the Publish wizard.

Open the File menu and click Close. When the system prompts if you want to
save the changes you made to the project, click No.

Navigate back to the LDAP Models folder (see Step 4), and repeat the process for
each package in the LDAP Models folder:

= Configuration

s Custom Compliance
= General

= Management

= Pharmacovigilance

s Report Writer
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Configuring the BusinessObjects XI
Environment

This chapter describes how to configure the BusinessObjects XI (BOXI) environment.
You must configure the BusinessObjects XI environment in the order specified in this
guide.

This chapter includes the following topics:

s Checking Requirements

= Importing the Repository

s Configuring the BusinessObjects Server

s Configuring the Argus Insight Web Server
s Configuring LDAP Authentication Settings

If you are using Cognos 8 instead of BusinessObjects XI, see Chapter 6 for information
about configuring the Cognos 8 environment for Argus Insight.

7.1 Checking Requirements

Before attempting to configure the BusinessObjects environment, verify that you have
installed all required hardware and software. For more information, see Section 1.2,
"Software and Hardware Requirements."

In addition, if you are using the 64-bit version of Internet Information Services 7 (IIS 7),
you must ensure that:

= ASPNET is enabled.
»  The IIS advanced setting Enable 32-bit Applications is set to True.
»  The IIS advanced setting .NET Application Pool is set to Classic mode.

7.2 Importing the Repository

Before importing the repository, you must delete all the objects in the Argus Insight
folder and its corresponding universe and groups. To access the Argus Insight folder,
log on to the Central Management Console on the BusinessObjects Server and click
Folders/All Folders.

To import the repository:

1. Determine if you need to copy the Repository.biar file:
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s If BusinessObjects and Argus Insight use the same server, you do not need to
copy the Repository.biar file. You can skip this step.

s  If BusinessObjects and Argus Insight use different servers, copy the
Repository.biar file from this location:

Argus_Insight_Web_Server_Location\\ OracleArgusInsight \BOXI Repository\
Paste the file on the BusinessObjects Server.

2. Click Start.

3. Navigate to All Programs, BusinessObjects XI Release 3.1, BusinessObjects
Enterprise, and then select Import Wizard. The Welcome screen for the Import
Wizard opens.

ES Import Wizard

Language

m Welcome to the Import Wizard

Thiz vaizard helpz pou import information from Cryztal Enterprise
or Businezz0bjects Enterprize into pour current
Businesz0bjects Enterprize deplopment. vou will need to:

# Select a source environment
*  Select a destination environment
& Select users and objects to import

Throughout thiz wizard, you can move to the nest page by
clicking Mext, or retum to a previous page by clicking Back.

To begin importing content, click Mest.

< Back I MHext > I Cancel Help

4. Click Next to begin importing content. The Source environment dialog box opens.
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ES Import Wizard E
Source environment
Select an exizting environment from which the “wWizard will import user/group and m
object/folder information.

Source: Business Inteligence Archive Resource [BIAR] File j

i Select the Business Inteligence Archive Resource file you want to import
| fram...

User Mame: I

Password: I

BIAR file: [Cr\Repastor. biar

< Back | Mest » | Cancel | Help |

a. In the Source field, select Business Intelligence Archive Resource (BIAR)

File.

b. Inthe BIAR file field, browse to the location of the Business Intelligence

Archive Resource file that you are using as the source.

Click Next. The Destination environment dialog box opens.

ES Import Wizard E

Destination environment
Select the destination environment to which the *Wizard will export content.

y Enter the name of the Businesz0bjects Enterprize x| 3.1 destination CMS. You
@E alzo need to specify your uzer name and password.

CMS Name: [5¥MDEYNODBOR3

User Mame: IAdministrator

[ I xxxxxxxxx

Authentication: I Enterprize j

Cancel | Help |

a. Inthe CMS Name field, enter the name of the BusinessObjects Server.

b. In the User Name field, enter Administrator.

c. In the Password field, enter the corresponding password for the specified user.

Click Next. The Import Wizard begins the load process and displays a progress
status bar. When done with this process, the wizard opens the Select objects to

import dialog box.

Configuring the BusinessObjects XI Environment 7-3



Importing the Repository

ES Import Wizard E
Select objects to import
Select the objects ta import, m

The Import “wizard enables you to select objects from the source environment ta impart
to the destination environment. Select one or more categories below ta import,

O Import inbox documents
O Import personal categories

[ Import favorite folders for selected users

[ Import application rights

O Import root folder rights

[ Import corporate categories

Import folders and objects

O Import discussions associated with the selected reports

M Irmnart annlicatinn frlders and nhiects LI

Selectdll | Clearl

< Back I Mest » I Cancel | Help |

7. Scroll through the list and select the following check boxes:
= Import users and users groups
s Import folders and objects
s Import universes

8. Click Next. The Import scenario dialog box opens.

L | Import Wizard

Import scenario m

Pleasze zelect the appropriate impart scenario;

= {Uze the object’s unique identifier to determning whether it already exists in the |
idestination syztemn. :

[Fit already exists:

¥ Update the destination object. In caze of name conflict, rename .
" Update the destination object. In case of name conflict, do nat import i,

" Do not impart the object.

¢ Back I MHewt > I Cancel Help

9. Select how you want the system to process objects that already exist in the
destination system.

10. Click Next. The Incremental import dialog box opens.
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ES Import Wizard E

Incremental import

Select the objects whose source contents will ovenwrite the corresponding objects in the
destination environment if the objects already exist in the destination.

[V Owvenarite universe contents
[V Owenwrite connection contents

V' Ovenarite group and user membership

Security rights aszociated ta the object from the zource environment can be used to
overwrite the rights of its coresponding object in the destination.

V' Ovenwrite obiect rights

< Back I Mest » I Cancel Help

11. Select all check boxes.

12. Click Next. The Users and groups dialog box opens.

ES Import Wizard E
Users and groups
Select the uzers or groups you want to import by clicking the box beside the item. To m
zelect groups without selecting users, hold down SHIFT and click the groups.

Groups: Uszers:
E--@ SYMDEYNODBOR 36400 [BusinessObie
Eﬂgﬁ Administrators
pe R
= D Everpone
[ !ﬁ FRGroup
= [O¢ Universe Designer Users

!ﬁ FRGroup
1] | |

Selectdl | Ceast |

V' Show groups hierarchically
[ Select groups that contain selected users

< Back I Mest » I Cancel Help

Note: The appearance of the preceding dialog box depends on the
environment and on the BusinessObjects Server configuration for your
system.

13. Select the users and groups you want to import.
14. Click Next.
15. Set the custom access levels.

16. Click Next. The Folders and objects dialog box opens.
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B3 Import Wizard E

Folders and ohjects
Select the folders and objects you want to import by clicking the box beside the item. m

EI--@ M DEVIB4AS 00T, g oracle. com B400 [Buzinesz0bjects Enterprize =1 3.1]
E[:I Arguz Inzight

[:l Caze Proceszing

[:l Gerneral

1 Phamacovigilance

]_1 Crummy bi

1 | 2

Select Al Clear &l

[ Impart all instances of each selected object

< Back I Mewut » I Cancel | Help

17. Select the folders and objects you want to import.
18. Click Next. The Import options for universes and connections dialog box opens.
EE Import Wizard E

Import options for universes and connections m

Select an importing option for universe objects:

£ Import all universes and all connection objects.

" Import all universe and only connection objects uzed by these universes.

dmport the universes and connections that the selected wWeb Inteligence and!
O Deskiop Inteligence documents use directly. In the nest dialog box, you can
izelect additional universes that are not used by any impaorted docurnent. :

Select the following option if pou wank universe overloads to be migrated with the
LNiverses,

¥ Eeep universe overloads for imported wzers and aroups

¢ Back I Mest » I Cancel Help

19. Select the appropriate options as shown in the previous illustration.
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20. Click Next. The Universe folder and universes dialog box opens.

B3 Import Wizard
Universe folder and universes
Select the univerze folders and univerzes you want ta impart by selecting the box beside m
the item.

Ei@ OWRDEVIE4AS 001 us. oracle. com: 6400 [Businesz0bjects Enterprize 1 3.7]
= @0
gj Compliance Universe
ﬁj CoverPage Universe

] General

aj Pharma Covigilance
“[F @] Reportiter

< | 2

Slectél | Cleardl

< Back I Ment » I Cancel Help

a. Click Clear All.
b. Select the check box for the root Universe folder.

21. Click Next. The Import options for publications dialog box opens.

£3 Import Wizard E |
Import options for publications. m

Select import option for importing prafiles.

= [mpart all profiles,

% Import profiles wzed by selected publicatic

Select import option for imparting publication recipi

™ Import recipients uzed by selected public:

+ Do not import recipients.

< Back I Mewt » I Cancel Help

22. Select Do not import recipients.
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23. Click Next. The system displays a message that you have chosen to import reports
from the source environment without importing the repository objects. If you are
importing reports that use repository objects, you must ensure that those objects
already exist on the destination.

EE Import Wizard |
A note on importing reports m

"j Y'ou have chosen to impaort reports from the source environment.
L

Y'ou have chogen to impaort reports without importing repoziton objects. IF you are
imparting reports that wse repository objects, ensure that thoze objects already
exizt on the destination.

Cancel Help

24. Click Next. The Ready to import dialog box opens.
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& Import Wizard

Ready to import

m The Impart wizard will now impart all zelected objects.

Selected objects to import | -
1 Groups selected
0 Uszers selectad
C111 Folders zelected
LM 0 Object packages selected
4 Objects zelectad
Dw) 0 Shartcuts selected
FA 0 Everts selected
ﬁ 0 Server groups selected

(34 0 Repositary objects selected
P N ralendars calactad ;I

Click Finizh to begin imparting information ko the destination
erwironment,

< Back I Firizh I Cancel Help

25. Click Finish to begin importing information to the destination environment. The

system opens the Import Progress dialog box and updates the screen with status
information during the import process.
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Impork Progress

Import progress:

| rmpart surmmary:

Irmpart |nfa | W arnings | -
1 af 1 Groups imparked [0 warnings)
€ 0of 0Users imparted [0 warnings)
C111 of 11 Folders imparted [0 warnings)
LM 0 of 0 Object packages imported [0 warnings)

4 af 4 Objects imparted [0 warnings) |
,@ 0 af 0 Shartcuts imparted [0 warnings)
E 0 af 0 Events imparted [0 warnings)
ﬁ 0 af 0 Server Groups imparted [0 warnings)
(340 of 0 Repository objects imported [0 warnings)
MR 0 of 0 Calendars imported [0 warnings)

F b| 7 af 7 Universes imparted [0 warnings) ;I

Wieww Detail Log | | Done I

When the import is complete, you can:
»  Click View Detail Log for more information about the import.

s Click Done to close the dialog box.

7.3 Configuring the BusinessObjects Server

The sections describes the following tasks that you must complete to configure the
BusinessObjects Server:

s Copying the PRMART TNS Entry

s Logging On to the Central Management Console

s Configuring Trusted Authentication for BusinessObjects
s Changing the Connection String for Universe

»  Configuring PRGroup Settings

s Configuring Argus Insight Folder Rights

s Configuring BusinessObjects Applications Rights

7.3.1 Copying the PRMART TNS Entry

If the BusinessObjects application uses a different server from the Argus Insight
application, you must update the TNSNAMES.ora file as follows:

1. Copy the PRMART TNS entry from the Argus Insight Web Server.
2. DPaste the entry into the TNSNAMES.ora file on the BusinessObjects Server.

If both applications use the same server and Oracle client, no modifications to the
TNSNAMES.ora file are required.
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7.3.2 Logging On to the Central Management Console
To log on to the Central Management Console on the BusinessObjects Server:
1. Click Start.

2. Navigate to All Programs, BusinessObjects XI Release 3.1, BusinessObjects
Enterprise, and then select BusinessObjects Enterprise Central Management
Console. The Logon page for the Central Management Console opens.

P

Business Objects

an SAP company

Log On to the Central Management Console Help

Enter your user information and click Log On.
(If wou are unsure of your account information, contact your system administrator,

System: S¥MDEYNODBOR3:6400
User Mame: administrator

Password:

futhentication: | Enterprise d|
Log &n |

3. Enter your user name and password.

4. Click Log On.

7.3.3 Configuring Trusted Authentication for BusinessObjects

Trusted Authentication provides a transparent, single sign-on solution to the problem
of how to integrate your BusinessObjects Enterprise authentication solution with
third-party authentication solutions.

Once users log on to the system, they do not want to have to provide their password
more than once in a session. In this scenario, Trusted Authentication allows
applications that have established trust with the Central Management Server to log on
users without their password.

To enable Trusted Authentication, you must configure both the BusinessObjects Server
and the Argus Insight Web Server.

To configure the server to use Trusted Authentication:

1. Log on to the Central Management Console as a user with administrator
privileges.

Click Authentication from the Home page.
Double-click Enterprise.

Select the Trusted Authentication is enabled check box.

a k& ® N

Create a shared secret for your users.
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Note: The Argus Insight Web Server and the Central Management
Console use the shared secret to create a trusted authentication
password. In other words, the systems use this secret password to
establish trust.

Enter a timeout value for your trusted authentication requests.

Note: The timeout value determines how long the Central
Management Console waits for the SessionMgr.Logon call from Argus
Insight. The recommended timeout value is 0 (zero).

Click Update.

7.3.3.1 Configuring the Argus Insight Web Server to Use Trusted Authentication

When creating a valid configuration file on the Argus Insight Web Server, the
following conditions apply to the configuration file:

The name of the file must be TrustedPrincipal.conf.

The file must be placed at this location:

businessobjects_root/win32_x86

The file must contain the line:

SharedSecret=secret_password

where secret_password is the trusted authentication password.

The file must be saved with UTF-8 encoding if it contains non-ASCII characters.

Either Tomcat or WebSphere must be installed on the BusinessObjects Server.

7.3.3.2 Configuring WebSphere

If Tomcat is not installed on the BusinessObjects Server, configure WebSphere as
follows:

1.

Verify that WebSphere 6.0 is installed and working correctly. To do so, launch
either its default page or administrative console in a web browser. Generally, the
default path to WebSphere is as follows:

http://localhost:9060/ibm/console/
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Address -EI hitp:/flozelhcst:S06Ifibmfconsclzf b <o

e | ==mm A
=R

Weltome, please enter seour imformation,

User ID:

Somiristrater
Log ‘n

The User ID Zoss nct require 3 p2ssword, 2nd does not reed 3 be 2 User 1D of 2 user in the lccal user regiztry, It
is orly used %3 track user spacific changes to configuratior dats. Securty is HOT enablad

@ Cones @ Tneied shes

Verify and install the latest Java Virtual Machine (JVM) on the WebSphere
computer.

Install BusinessObjects. During the installation setup, ensure that you deselect the
Tomcat Server installation option.

Configure the WebSphere Server. First, change the class path as follows:
a. Restart the WebSphere Administrative console.

b. Expand the Servers group in the navigation pane of the Administrative
console.

Adress E] hitp:flacalhost:9060/lbm/consalejsecure/logon.do M7

Welcome Administrator | Logout | Suppot | Help

Welcome Application servers Close page
B Gervers Application servers [ T
Application servers Field help
Web servers For field help
An application server is a server which provides services required to run enterprise applications, information, select
B Applications a fiald label or list
@ Preferences marker when the
B Resources help cursor
'tL ? appeats:
B Security
Gelect Name & Node £ Version ) Page hel
B Environment v ¥ v 9ehep

Mora infarmation

senerl WKSNODENGO41Nodelt | 6.0.0.0 Sbouk this page

[ System administeation D

[ Manitoring and Tuning Total 1

B Troubleshooting
[ Service integration

LoDl

c. Click Application Servers, and then click the serverl link. The system opens
the settings page for the server.
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address | €] hitp:fflocalhost:9060flbmiconsolefsecureflogon.do

‘Welcome Administrator | Logout |

walcoma
B servers
Application servers
Wb sarvars
B Applications
B Resources
B Security
[ Environment
@ systern administration
@ Monitoring and Tuning
[ Troubleshooting
[ Service integration

@ uobr

Suppert | Help

application servers

Aopicaton servers I [TT—

Application servers > serverl

An application server is 3 server which provides services required to run enterprise applications.

Runtime J Configuration

GeneralProperties  container Settings

Name
Web Container Settings

EJB Container Settings
[J Run in development mods
B container Services

Parallel start Business Process Services

pecifi i Settings

Classloader policy
Multiple ¥

Class loading mode
Parent first ¥

Messaaing enaines
Messaging engine inbound transports
webSphere MO link inbound

SIB sewice

Server Infrastructure

Apply | [oK| [ R

B Java and Process Management
Class loader

Process Definition

Close page

Field help
Configure a dass
loader,

Page help
More information
about this pags

aprocess,

A proce
Brocess Exednocessary bo

d line information

Menitoring Policy

B Adrministration

=

d. Click the Configuration tab, and then click the Process Definition link in the

Server Infrastructure group. The Process Definition page opens.

Address |&] hitp:, :9060fbm, .do
Welcome Administrator | Logout | Support | Help
Welcome Application servers Close page
B servers Application servers 7 -Whelp -]
Application servers
Application servers > server1 > Process Definition Field help
Web servers For fisld help
A process dafinition defines the command line information necassary to startfinitialize a process. information, salact
Applications 3 fisld labal or list
Configuration rarker when the
Rasourcas halp cursor
sppears.
Sacurity
General Properties Page help
Environment

System administration
Menitoring and Tuning

Troubleshooting

B EHEABE

Service intagration

upD1

Additional Propertit
Executable name

Java Virtus| Machine
Environrnent Entries
Brocess Execytion

Process Logs

Executable arguments

Monitoring Policy

I

startComnmand

Leaaging and Tracing

startCornm andargs

stopCommand

P andargs

terminateCommand

More information
al e

]

e. Click the Java Virtual Machine link in the Additional Properties group. The
Java Virtual Machine settings page opens.
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g.

Address | @] http:f flocalhost:9060{ibmfconsalefsecureflogon.do v Go
Welcome Administrator | Logout | Suppert | Help o
Welcoma Close page z

EEEr R 7 -Phelo -]
i

Application servers

Application servers > serverl > Process Definition > Java Virtual Machine
Web servers

Advanced Java virtusl machine settings.

Applications

Configuration

Page help

Ceneral | Propertios Additional Properties
More
Classpath . about this paas
Custom Properties.

Di\Business
Objects\BusinessObjects

Entarprise 11.5
\java\applications\cewcanative jar

Boot Classpath
ubDI

[ verbose dlass loading =
[ verbose garbage collection

[ verbose anr

Initial Heap Size

[0 Run Herof

HProf Arguments

Click the Classpath field in the General Properties section, and enter the
complete path to the cewcanative jar file. The default location is:

drive:\Business Objects\BusinessObjects Enterprise 11.5\java\applications

Save your changes to the master configuration.

Change the Path environmental variable as follows:

a.

1

a o

Note the location of the win32_X86 folder in the BusinessObjects Enterprise
software installation. The default location is:

drive:\Program Files\Business Objects\BusinessObjects Enterprise
11.5\win32_X86

Right-click the My Computer icon on your desktop, and select Properties.
Click the Advanced tab.

Click Environment Variables.

Scroll through the list of system variables until you find the Path variable.
Select the Path variable and then click Edit.

Position the cursor at the end of the information in the Variable value field.

Add a semicolon (;) and then enter the complete path to the location of the
win32_X86 folder.

Click OK to save your changes and close the Edit System Variable dialog box.
Click OK to close the Environment Variables dialog box.

Click OK to close the System Properties dialog box.

7.3.3.3 Deploying the WebSphere Server
To deploy the WebSphere Server:

1.
2.

Open the Administrative console.

Expand Applications, and then click Install New Application.
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Address .ej http:/flacalhast:9060/ibm/consolefsecureflogon.do

Welcome Administrator | Logout | Support | Help
Welcome Application servers Close page
B servers
Prepating for the application installation TE
B applications
Enterptise Applications Specify the EAR, WAR or JAR module to upload and install,
% Field help
o Path to the new application. Fc;:r field help
Resources . information,
@ Local file systemn select 2 field
B security Specify path label ar list
| | Browse marker when
H Environment the help cursor
) appears,
H Svstern administration O Remote file system
B Monitoring and Tuning
B Troubleshooting
B Service integration Context root
| Used only for standalone Web modules ((war files)
B uppl
Nextl Cancel |

a. Click Browse to enter the complete path to the location of the styles.war file.
The default location is:

drive:\Program Files\business objects\businessobjects enterprise
11.5\java\applications

b. Type the context root for the WAR file in the Context Root field. See Table 7-1
for the order and the context root of various files to be deployed.

c. Click Next.

Table 7-1 WAR Files to Be Deployed
WAR File Context Root

Desktop.war /businessobjects/enterprise115/desktoplaunch/businessobjects

Webcompadapter.war  /businessobjects

Jsfadmin.war /jsfadmin
Admin.war /businessobjects /enterprise115/adminlaunch
Adhoc.war /businessobjects/enterprise115/Adhoc

3. Accept the default values on the subsequent pages and continue to click Next until
you get to Step 2: Map modules to servers.
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Address @ http: - eflogon.do ¥ [gd Go
Welcome Administrator | Logout | Support | Help
Welcome Application servers Close page

E servers

Install New Apy
B Applications
Enterptise Applications Specify options for lling enterprise icati and dul
Install New Application

Map modules to servers
@ Resources

Specify targets such as application servers or clusters of application servers where you want to install the mod
@ Security options your application. Modules can be installed on the same application server or dispersed among several applica

specify the Web servers as targets that will serve as routers for requests to this application. The plug-in config
@ Environrment Step 2: Map (plugin-cfg.xml) for each Web server is genaratad baszed on the applications which are routed through it.

modules to
@ systern adrinistration servers Clusters and Servers:
bSphara:cell= 1NodaOiCelnode=WKSNODENGO41Node01,5ervar=sarver | | Apply
Monitating and Tuning Stap 3
Map virtual E
@ Troubleshooting R
v
B Semice integration et i selact Modula | URI server
h S DENGO. el
® uppl ;)rz:_ Styles,war, WEB- 41Node01C: 41Nod
e | INFfweb.xml
Stylesheets
& | [

4. Select the Application Server (that is, serverl) and click Next. The system
continues to Step 3.

Address Jﬂ http: fflocalhost :9060ibm{console/secureflogon.do

Wwelcome Administrator | Logout | Suppert | Help
Helcome *‘-\DE“IC":'.IC"V SEFVErs Close page
@ servers
Install New Application helo |
B Applications
_ Field help
Enterprise Applications Specify options for installi terpr ications and modul For field help
Install New Application > information, select
Step 1 Select Map virtual hosts for Web modules 3 field |abal or list
@ Rasourcas installation marker when the
EEE Specify the virtual host where you want to install the Web modules help cursor
@ security contained in your application. You can install Web rmodules on the appears.

same virtusl host or disperse them among several hosts,
@ Environment
@ Apply Multiple Mappings

D

@ Troubleshooting Web modules Select| Web module virtual host

[ service integration =p 4 OLAP Intelligence Styleshests default_host

Summary
& upp1

Previous

& systern administration

@ Monitoring and Tuning

5. Select the web module in the list and click Next. The system continues to Step 4
and displays the summary of installation options.

Agddress @ hitp:/flocalhost:9060{bm/console/securefiogon. do

‘Welcome Administrator | Logout | Support | Help
Welcome
Application servers Close pags
& servers
Install New Application help __________|
B Applications
) - Field help
Enterprise Applications Specify options for i il nterpr licati and rmodul, For field help
Install New Application information, select
Summary a field label or list
B Resources marker when the
optio Surnmary of installation options help cursor
@ Security appears.
Step 2 Map Options Values
B Envi it wodules to
SnEINEeT IREHUISS S Use Binary Configuration Ho
B system administration Craate MBeans for resources Yes
ep 3 Ma

[ Monitoring and Tuning e Cell/Node/Server Click hera
@ Troubleshooting Web modt Reload interval in seconds
@ service intagration S | Enable class relaading Ho

Pracess embedded configuration No
@ upor

Application name styles_war

Validate Input off/warn/fail warn

Directory to install application

Distribute application Yas

Deploy Web services Mo

Pre-cornpile JSP Mo

Deploy enterprise beans No

Previous | cancel |
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6. Click Finish. The system displays progress messages and reports when the
installation of the application file has been installed successfully.

Address -@ http:/flocalhost: 9060 ibmjconsole/secureflogon.do hd E
= —
Welcome Check the SystemOut log on the Deploymert Manager or server where the application is deployed for

specific information about the EJB deployment process as it occurs.
B servers

B applications ADMASOEL Installation of styles_war started.

Enterprise Applications

Install New Application ADMASOET! Resource validation for application styles_war completed successfully

B Resources ADMASOSE! Application and module versions validated with versions of deployment targets.

@ Security
ADMAS00SI: The application styles_war is configured in the WebSphere Application Server repository,

B Environment

@ Systern administration ADMASOS3L The library references for the installed optional package are created.

E Monitori d Tuni

SRR _— ADMAS00S! The application styles_war is configured in the VwebSphere Application Server repository.

B Troubleshooting

@) seriicalintagratian ADMASOD I The applcation hinaries are saved in C\Program FilesUBMINehSphere\appServeriprofiesidefau
wvstempl! 46731693 wyorkspace\cellsWWKSNODENGO41 Node01 Cellapplications\styles _war earistyles _wvar

H upb1

ADMASOOS! The application styles_war is configured in the WebSphere Application Server repository.
SECJ0400L Successfuly updsted the application styles_wwar with the appContexdiDFor Security information.
ADMASO 1l The cleanup of the temp directory for application styles_war is complete

ADMASO13L Application styles_war installed successfully
Application styles_war installed successfully.
To start the application, first save changes to the master configuration.

Save to Master Configuration

To work with installed applications, click the "Manage Applications" button

Manage Applications

7. Click Save to Master Configuration to save the installation changes.

8. Repeat the process for each file listed in Table 7-1, " WAR Files to Be Deployed".
Remember to deploy the files in the order listed in Table 7-1, otherwise, the
integration will fail because these files have dependencies on each other.

9. Verify that BusinessObjects has been integrated successfully with WebSphere:
a. Open a browser window.
b. Use the following format to enter the URL for the desktop launchpad:
http:/ /host_name:port_number /businessobjects/enterprisell5/desktoplaunch
For example:

http:/ /localhost:9080/businessobjects /enterprise115/desktoplaunch

Note: You cannot use the shortcuts in the BusinessObjects Enterprise
program group to access the BusinessObjects Enterprise launchpads
deployed on your WebSphere Server. To access them, you must
include the port number of the WebSphere Server in your URL.

7.3.4 Changing the Connection String for Universe

7-18

To change the connection string:
1. Start the BusinessObjects Universe Designer application.

2. Open the Tools menu and select Connections. The Wizard Connection dialog box
opens.
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Wizard Connection [ %]

Connections List
The list of available connections to access data

| Mame s | Type | etwork Layer | Database Engine |
% Auditing Co. Secured CDEC WySGLS

Secured Oracle OCI Oracle 10

=] ( Oracle 9

Secured ODBC M3 Access 2000
% club-wehi Secured QDBC M5 dccess 2007
A efashion Secured ODBC M3 Access 2000
% efashion-webi  Secured QDBC M3 Access 2007

Add Remove | Edit... | Test |

< Back: I FEinish I Cancel | Help |

o

Select PowerReports and click Edit to modify the connection.

= If the current PowerReports connection was edited with a previous version,
the system prompts for confirmation that you want to edit the connection.
Click Yes to continue. The Edit PowerReports connection dialog box opens.

= If the current PowerReports connection was not edited with a previous
version, the Edit PowerReports connection dialog box opens.

Edit PowerReports connection E

s your Oracle database server using Met

Authertication Mode

sermame and

User narme: | APR_ARP
Password: I e
Service: I prrnart j

Test Connection | < Back I Mext = I Cancel | Help |

P

Enter the user name and password for Argus Insight database read-only user /
APR_APP user. The read-only user is created during schema creation. For
example, APR_MART_DB_LINK_USER.

Note: APR_APP user has rights to update many of the MART tables.
If user wants to use read-only account for BusinessObjects connection
they can use APR_MART_DB_LINK_USER account, but Case Series
Freezing will not be supported in Reports and Report Writer with the
use of read-only account.

Click Next. The Configuration Parameters dialog box opens.
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Edit PowerReports connection E

<5 your Oracle database server using

Connection Pool Mode

Pool timeaout:

Array fetch size: I 1 ﬁ

Array bind size: I 5 ﬁ

Login Eimeout: I &00 ﬁ Minukes:

< Back I Mext = I Cancel | Help |

A

6. Click Next. The Custom Parameters dialog box opens.

Edit PowerReports connection E

our Oracle database server using

Hint

ConnectInit [ i 1= PKiE_SECURITY.F_SET_EMY_WAR[@vari

< Back I Einish I Cancel | Help |

v

7. Click Finish. The system returns to the Connections List dialog box.

8. Select PowerReports and then click Test to verify the connection. If you
configured the connection correctly, the system confirms that the server is
responding.
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9.
10.

Wizard Connection E3

Connections List
The list of available connections to access data

ame 2 | Tvpe | Metwork Laver | Database Engine |
% Auditing Co...  Secured CDBC MySQLS

# Conwersion ... Secured Oracle OCT Cracle 10

# PowerReports  Secured Oracle OCT Oracle 9

% club Secured ODBC M3 Access 2000

The server is responding!

)

Details == |

Remove | Edit... |

< Back | Einish | Cancel |

Click OK to close the message box.

Click Finish to exit from the BusinessObjects Designer.

7.3.5 Configuring PRGroup Settings

1.
2

3.

Log on to the Central Management Console on the BusinessObjects Server.

Click the Users and Groups link.

CENTRAL MANAGEMENT CONSOLE

=

|Users and Groups

L

Organize

Folders

Personal Folders
Categories

Personal Categories

Users and Groups
Profiles

B
2§ E

n::l
<

=

Inboxes

Servers

@ [
@ [z

Navigate to Group Hierarchy, and then right-click PRGroup and select Member

Of. The Member Of dialog box opens.
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IUsers and Groups -

- Manage - Actions -
S
p;

o o o8 @n o2

a0

- D
& User List [ name Full Name

B Group List &5 administrators

= Group Hierarchy & Everyone

= 54 |Praroup
5 £ QaaWS Group Designer Open

3D & Report Conversion Toal Us Jain Graup

= &8 |1ranelstors Add Members to Group
= o Member Of

= &5 Universe Designer Users Profile Yalues

Account Manager
User Sacurity
Properties

Tools

Dilete

WWelcome: Administrator | Help | Preferences | About | Log Out

Search title - | el
= of 1
~Type Description Date Modified
User Group Users who can administrate th May 17, 2010 3:50 AM
User Group All users of this system

May 17, 2010 3:50 &AM
I 7, 20

2010 4:0i

Click Join Group.

Member Of: PRGroup L ? Ox
Properties -
P . & Join Group | Remove of 1
User Security
wember Of D Title Description
Profile Values Mo iterm to display
Account Manager

Navigate to Group Hierarchy, and move Administrators, Everyone, and Universe

Designer Users from Available Groups to Destination Group(s).

Join Group: PRGroup

Available Groups

Searchtie -[ 1/
MName
Administrators

Everyone

IChoose a Destination Group to Add Selected Users/Groups to

QaaW'sS Group Designer

Translators

Universe Designer Users

Report Conversion Tool Use Mar 3, 2012 12:00 AM

Mew Group

Destination Group(s)

Mame

of 1
Date Created
Mar 2, 2012 12:00 &M
Mar 3, 2012 12:00 &M
Mar 3, 2012 12:00 &M

Mar 3, 2012 12:00 &M
Mar 3, 2012 12:00 AM

% Cancel

6. Click OK. Note that the system adds PRGroup to your selections.

Wember Of: PRGroup

Properties

User Security
Mermber Of
Profile Yalues
Arcount Manager

BEEBECa

7. Click Close.

Join Group | Remove
Title

Administrators
Everyone

Universe Designer Users

7.3.6 Configuring Argus Insight Folder Rights
To configure the rights for the Argus Insight folder:

1.

2. Click Folders.
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L

| £

& M 4[i_Jofl » M

Date Modified

3. Right-click Argus Insight and select User Security.
IFD|dErS j Welcome: Administrator | Help | Preferences | About | Log Out
Manage - Actions - Organize - Search title - |
= Rl
B Chijects List Title 7 Type Description
Administration Toaols Folder

Bl [ all Folders

2 5§

2
i

DL

M aosiecht peas |

Open
Auditor P

Limits

Diagniostic Test Folder

Feature Samples

Apr 12, 2010 3:46 AM

Mar 3, 2010 12:08 AM

Test folder for the Diagnostic Tool Mar 3, 2010 9:59 PM
Contains examples of new features Apr 12, 2010 3:46 AM

Report Conversion Tool e v Apr 12, 2010 3:46 AM

Report Sarmples Properties Chtains sample reports that are shippe Mar 3, 2010 12:10 AM

Search Program Organize N Top-lewel folder containing the program Mar 3, 2010 12:09 AM
Delete

User Security: Argus Insight

g Administrators

=) Everyone

Properties
User Security Add Principals | Rermave i Security | Assign SecLrity |
Limits

Name Full Name Type Access

User Group Full Control {Inherited)
User Group Mo ACcess

Select Administrators and click Assign Security. The Assign Security dialog box

opens.

Uncheck the Inherit From Parent Folder and Inherit From Parent Group check

boxes.

Select Full Control from the Available Access Levels section and click the right

arrow (>) to assign the Full Control access level.

Assign Security

Dbject:  Argus Insight

Access Levels

Principal: administrators

Awvailable Access Levels

Inheritance: [ Inherit From Parent Folder

™ Inherit From Parent Group

[T Jota

Title Description Title Description
Full Cantral

Schedule Grants view rights for ohjects, view-on-demand conter
Wienwy Grants view rights for objects

=

Yiew On Demand | Grants view rights for objects, and view-on-demand co
2] ] P

Remove Access

Assigned Access Levels

[1 Jat

Full Control | Grants full access

Apply | OK

Cancel
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7. Click the Advanced tab, and then click Add/Remove Rights. Change the access
rights to match the settings shown in the following two illustrations:

Add/Remove Rights 2 Ox
Object: ArgusInsight | yGaneral Global Rights General Imphctvalie  © & 2 [ G
f:::::::‘; RETTERCER Add objects to folders that the user owns Not Specified (] o] ® _

Add objects to the folder Not Specified O O ®
=Coatent Copy objects that the user owns to another folder Not Specified [0 (@] ®
Copy objects to another folder Granted O (@] ®
Define server groups to process jobs Granted O (@] ®
Define server groups to process jobs for objects that the user owns Not Specified (o] (o] ®
Delete instances Not Specified Q (@] ®
Delete instances that the user owns Granted | 0 @

Delete objects Not Specified O ® (@]

Delete objects that the user owns Not Specified O ® () ™

Edit objects Not Specified O ® @) ™

Edit objects that the user owns Not Specified ® (@] (@)
Modify the rights users have to objects Not Specified O C ®
Modify the rights users have to objects that the user owns Not Specified O (@) ®
Pause and Resume document instances Granted (] o ®
Pause and Resume document instances that the user owns Granted O c @
Replicate content Not Specified O (e] ®
Reschedule instances Granted O O ®
Reschedule instances that the user owns Granted @] (@] ®

v
il Cancel

Add/Remove Rights ? Ox
Object: ArgusInsight | yganeral Global Rights General Impiicitvane & © 2 [ g
Principal: Administrators »
vGeneral

Schedule document that the user owns to run Not Specified oO| 0| @
> Content Schedule document to run Granted o 0 ©
Schedule objects that the user owns to destinations Not Specified ® (@) (0]
Schedule on behalf of other users Not Specified (@] (@) ®
Schedule on behalf of other users that the user owns Not Specified Q (@) @®
Schedule to destinations Not Specified ® O O
Securely modify right inheritance settings Not Specified (@] (@] ®
Securely modify right inheritance settings for objects that the user owns Not Specified (@) (@] @®
Securely modify rights users have to objects that the user owns. Not Specified (2) (@] ®
Securely modify rights users have to objects. Not Specified (@] o @
Use access level for security assignment Not Specified [¢] o @
Use access level that user owns for security assignment Not Specified @) O ®
View document instances Granted (o] o @
View document instances that the user owns Not Specified @] @] @®
View objects Not Specified ® O O

View objects that the user owns Not Specified ® (o] le] 3

x| _concel |

8. Click OK. The Assign Security page opens.

Assign Security
Object: Argus Insight
Principal: Administrators

Inheritance: [ Inherit From Parent Folder Remove Access

[ mherit From Parent Group

Access Levels |V T
Add/Remove Rights o

Argus Insight Common Filter Settings: Assigned Rights |

~ Collection Type ” Right Name ./Status 7 Apply To
General General View objects o @
General General View objects that the user owns (] )
General General Schedule to destinations Q %
General General Edit objects that the user owns Q B
General General Schedule objects that the user owns to destinations /] ®
General General Edit objects [} B
General General Delete objects that the user owns Q B
General General Delete objects <] B

9. Click OK. The User Security: Argus Insight Page opens.
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User Security: Argus Insight

Properties
User Security Add Principals | Rermove
Limits

“Wiewy Seclriby

Azsign Securiby

Name
ey Adrinistrators
8 Eweryone

Full Name

Type Access
User Group Advanced
User Group Mo ACcess

10. Select Everyone and click Assign Security. The Assign Security dialog box opens.

11. Uncheck the Inherit From Parent Folder and Inherit From Parent Group check

boxes.

12.

right arrow (>) to assign those access levels.

Select Schedule and View from the Available Access Levels section and click the

Assign Security

™ Inherit From Parent Group
Access Levels
Available Access Levels
ot
Title
Full Control
Schedule
View
Wiew On Demand

Description
Grants full access
Grants view rights for objects, view-on-demand confer
Grants view rights for objects =
Grants view rights for objects, and view-on-dermand cc

N

? OX
Object:  argus Insight
Principal: Everyone
Tnheritance: [ Inherit From Parent Folder Remove Access

Assigned Access Levels

Title
Schedule
View

at
Description
Grants view rights for objects, view-on-demand conter
Grants view rights for objects

Apply M Cancel

13. Click OK. The system returns to the User Security: Argus Insight page. Note that
the access level for the Everyone user group is set to View and Schedule.

User Security: Argus Insight

e SECLrty |

AEEITN SECLnity |

Properties
User Security Add Principals | Rermove
Lirmits

Name
ey Administrators

Everyone

14. Click Add Principals.

Full Name

Type AcCcess
User Group Advanced
User Group View ; Schedule

15. Select PRGroup and click the right arrow (>) to move PRGroup to the Selected

users/groups column.
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Add Principals

Object: Argus Insight
@Al O_Groups Q users _
Look for: | | Find Now | Clear |

Available users/groups Selected users/groups

Administrator

QaaWs Group Designer
Report Conversion Tool Users
Translators

[
Universe Designer Users Ll
N
|

—=

PRGroup

16. Click Add and Assign Security.

17. Select Full Control from the Available Access Levels section and click the right
arrow (>) to assign the access level.
Assign Security

Object: Argus Insight
Principal: PRGroup

Inheritance: Inherit From Parent Folder

Remove Access
Inherit From Parent Group
Access Levels | |
Avaihi:ié A‘cc‘ess Levels Assigned Access Levels
W ([ Jof1 » M W [ Jeft » m
Title Description Title Description
Full Control Grants full access Full Control Grants full access

Schedule Grants view rights for objects, view-on-demand conter
View Grants view rights for objects

View On Demand Grants view rights for objects, and view-on-demand cc

18. Click OK. The system returns to the User Security: Argus Insight page. Note that
the access level for the PRGroup user group is set to Advanced.

User Security: Argus Insight
Properties
User Security Add Principals | Remove | View Security | Assign Security |
Limits
Name Full Name Type Access
&8 Administrators User Group Advanced
&8 Everyone User Group View; Schedule

s Troow ||
19. Click Close.
7.3.7 Configuring BusinessObjects Applications Rights
To configure rights for the BusinessObjects Applications:

1. Log on to Central Management Console on the BusinessObjects Server.

2. Click Applications. The Applications page opens.
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CENTRAL MANAGEMENT CONSOLE

Applications ¥
Manage - Actions -
B &
g Application Name Description
e ¥ BIWidgets BI'Widgets is an application that delivers business intelligence to a desktop in "widgets" format
B ¥ ome
& £ Content Search Modify settings for the Content Search service in Infoview
i 3 Designer Modify settings for the Designer application
8|\ Desktop Intelligence Modify settings for the Desktop Intelligence Application
B3 B  Discussions
i Encyclopedia
TP mnfoview Modify settings for InfoView
| 5 Performance Management Modify settings for the Performance Management application
= N Report Conversion Tool Modify settings for Report Conversion Tool Application
& (& strategy Builder Modify settings for the Strategy Builder
I » | Translation Manager Modify settings for the Translation Manager
& ¥ Web Intelligence Modify settings for the Web Intelligence application
i
1

3. Right-click Web Intelligence and select User Security. The User Security: Web
Intelligence page opens.

User Security: Web Intelligence

Audit Events

Properties Add Principals |

User Security
Name Full Name Type Access
& Administrators User Group Full Control
&  Everyone User Group View

4. Click Add Principals.

5. Select PRGroup and click the right arrow (>) to move PRGroup to the Selected
users/groups column.

Add Principals

Object: Web Intelligence
@Al O Groups O Users

Look for: Find Now | Clear |
Available users/groups Selected users/groups
Administrator ﬁ_-

L)
QaaWs Group Designer >
Report Conversion Tool Users
Translators ﬁ

Universe Designer Users |

6. Click Add and Assign Security.

7. Select Full Control from the Available Access Levels section and click the right
arrow (>) to assign the access level.
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Assign Security
Object: Web Intelligence
Principal: PRGroup

Inheritance: Inherit From Parent Folder Remove Access

Inherit From Parent Group

Access Levels |

Available Access Levels Assigned Access Levels
4 4[1_|wf‘l > M 4 qLu'1 [
Title Description Title Description
Full Control Grants full access Full Control  Grants full access
Schedule Grants view rights for objects, view-on-demand conter
View Grants view rights for objects

View On Demand Grants view rights for objects, and view-on-demand cc

Apply ﬂ Cancel

8. Click OK.

9. Repeat this procedure to configure rights for the Designer and Desktop
Intelligence applications for BusinessObjects.

7.4 Configuring the Argus Insight Web Server

This section describes the steps to complete the following tasks:
= Configuring Holiday Schedule Management

s Configuring Product Designated Medical Events

s Configuring Measurable Suppliers

= Configuring Sites

s Configuring Acceptable Delay Justification

7.4.1 Configuring Holiday Schedule Management
To configure the holiday schedule:

1. Log in to the Argus Insight application.

2. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

3. Click the List Maintenance tab.
4. Select Holiday Schedule Management from the List Maintenance Items group.

5. Select Company or US Federal from the Attributes group, and click Modify. The
Holiday Schedule Management dialog box opens.
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6.
7.

b | Modify Attribute -- Webpage Dialog

Attribute
ﬂ HOLIDAY SCHEDULE MANAGEMENT

Holiday Date

@ Every |(Selec1 Month) v||(5‘»elec1 Date) vl
) The Select Ordina Select Day of
Oms [ ]
| |
Holiday Year | (seiect vear) v|| Search |
List
Date Recurrence Description Remove
[ ok || cancel
Define the holidays.

Click OK. The system saves your changes and returns to the List Maintenance

tab.

7.4.2 Configuring Product Designated Medical Events

To configure product designated medical events:

1.

Select Product Designated Medical Event Configuration from the List

Maintenance Items group.

Select All Configurations from the Attributes group, and click Modify. The
Product Designated Medical Event Configuration dialog box opens.
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2 Argus Insight - Product Designated Medical Event Configuration -- Webpage Dialog

Modify Attribute
Attribute
Product i Medical Event Config
Product |Select Remove Event Sewect Remove
Algoheal [injection] PT - Allergic granulomatous angitis
Map Between
[ Add Mapping To List |
List
Wonder Drug [Ointment, Cream] LLT - Restiessness
Cure All[Capsule, 250 mg] PT - 17.20-desmolase deficiency
Diabpen [injection] PT - Abdominal X-ray

PT - Anaemia folate deficiency

| oK || concei |

3. Make the required selections.

4. Click OK. The system saves your changes and returns to the List Maintenance
tab.

7.4.3 Configuring Measurable Suppliers

To configure measurable suppliers:
1. Select Measurable Suppliers from the List Maintenance Items group.

2. Select All Configurations from the Attributes group, and click Modify. The
Measurable Suppliers dialog box opens.

e Argus Insight - Measurable Suppliers -- Webpage Dialog

Modify Attribute

Attribute
MEASURABLE SUPPLIERS

Suppliers Available Usér Sites
<NONE>
Reisys Germany

Map Between |Relsys United States

Cancel Update | Update |

Not specified Reisys Japan [ Iy -

| ok || cancel |

3. Make the required selections.
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4. Click OK. The system saves your changes and returns to the List Maintenance
tab.

7.4.4 Configuring Sites

To configure sites:
1. Select Site Configuration from the List Maintenance Items group.

2. Select Non-Core Site Configuration from the Attributes group, and click Modify.
The Site Configuration dialog box opens.

e | Argus Insight -- Webpage Dialog

Site Configuration
Available Sites Considered As Non-Core Sites
Relzyz Germany Relzys Japan

Relzys United States

e

Ok Cancel
B————————

3. Define your core and non-core sites by using the right and left arrows to move the
entries between the Available Sites column (core) and the Considered As
Non-Core Sites column.

The system uses this configuration in the DCA-TME Notification Report in Case
Processing.

4. Click OK. The system saves your changes and returns to the List Maintenance
tab.

7.45 Configuring Acceptable Delay Justification

To configure an acceptable delay justification:
1. Select Acceptable Delay Justification from the List Maintenance Items group.
2. Select the delay justification that you want to modify. You can select:
= Acceptable Routing Delay Justification
= Acceptable Submission Delay Justification
3. Click Modify.
4. Enter the appropriate justification.

The system uses this configuration in the Regulatory Submission and Distribution
Compliance report.

5. Click OK. The system saves your changes and returns to the List Maintenance
tab.
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7.5 Configuring LDAP Authentication Settings

This topic describes how to integrate the LDAP authentication with Argus Insight and
BusinessObjects. Follow the installation procedures in the order documented.

Note: Create a group in the LDAP Server and assign LDAP users to
this group. This group should not exist in BusinessObjects.

7.5.1 Setting Up LDAP Authentication in BusinessObjects

To configure the LDAP Server settings in BusinessObjects:

1. Log on to BusinessObjects Central Management Console using the administrator
name and password.

CENTRAL MANAGEMENT CONSOLE

CMC Home - Welcome: Administrator | Help | Preferences | 4bout | Log Out

Organize Define Manage

Folders &7 Access Levels & Instance Manager
Personal Folders 7 Calendars Applications

& Categories "B Events D] Settings

B2 Personal Categories #  Sessions

&

8
>

Users and Groups 5 Authentication
W Profiles License Keys
Inboxes

3 servers
< Connections

)
5

B | & 03] e

Universes
Replication Lists
Federation

Query Results
Temporary Storage
QaaWws

Voyager Connections

W A%
i

[~

el

TR

[

M 4E

2. Click Authentication to access the authentication options in BusinessObjects.
3. Double-click LDAP.

=)
[CENTRAL MANAGEMENT CONSOLE Business Objecil
0 SAP compal

LDAP 2Ox

“ ¥ LDaP has not yet been configured,
| The LDAP Configuration Wizard will lead you through the steps required to set up LDAP Authentication.

Start LDAP Configuration Wizard

M 4%
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4. Click Start LDAP Configuration Wizard. The system displays the following
screen:

LDAP

Please enter the LDAP hosts you are using.
Add LDAP host (hostname:port): Add

10.178.90.149 Delete |

Next > | Cancel |

5. Add the IP address and port number for the LDAP server. Click Next. The system
displays the following screen:

LDAP

Choose the type of the LDAP directory you are using. You can customize the server parameters if required.

LDAP Server Type: | Sun Directory Server v Show Attribute Mappings
< Previous | Next > | Cancel |

6. Click Next. The system displays the following screen:

LDAP

Please enter the base LDAP distinguished name that you would like to use.

Base LDAP Distinguished Name: dc=oracle,dc=com <Previous | Next> | Cancel |

7. Enter a name for the base LDAP and click Next. The system displays the following
screen:

LDAP

Please enter the credentials required by the LDAP hosts.
LDAP Server Administration Credentials

Distinguished Name:
Password:
LDAP Referral Credentials
Distinguished Name:

Password:

Maximum Referral Hops: 0

< Previous | Next>| Cancell

8. Click Next. The system displays the following screen:
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LDAP

Please choose the type of Secure Sockets Layer (SSL) authentication used by the LDAP hosts.
Type of SSL authentication: | Basic (no SSL) v

< Previous | Next > | Cancel |

9. Click Next. The system displays the following screen:

LDAP

Please choose a method of LDAP single sign-on authentication.

Authentication: | Basic (no SS0O) ~
< Previous | Next > | Cancel |

10. Click Next. The system displays the following screen:

LDAP

Please configure how new LDAP users and aliases are created by BusinessObjects Enterprise.

New Alias Options
® Assign each added LDAP alias to an account with the same name

O Create a new account for every added LDAP alias

Alias Update Options
O Create new aliases when the Alias Update occurs
® Create new aliases only when the user logs on
New User Options
& New users are created as named users

New users are created as concurrent users

| < Previous | Next > | Finishl

11. Select one of the New User Options, whichever one is required:
= New users are created as named users
s New users are created as concurrent users

12. Click Next. The wizard reports when it has collected all the required information.
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LDAP

The wizard has now collected all the information it needs.

Use the Finish button to save your LDAP settings.

[ <Previous || Finish | | Cancel |

13. Click Finish.
14. Wait until the system displays the LDAP screen.

15. Locate the Add LDAP group (by cn or dn) field in the LDAP screen. Type the
Group Name configured in LDAP Server, and click Add.

LDAP

LDAP Authentication is enabled

Synchronize Data Source Credentials with Log On

[] Enable and update user's Data Source Credentials at logon time
LDAP Server Configuration Summary

To change a setting, click on the value to start the LDAP Configuration Wizard.

LDAP Hosts: 10.178.90.150:40753
LDAP Server Type: Sun Directory Server
Base LDAP Distinguished Name: dc=oracle,dc=com
LDAP Server Administration Distinguished Name: "

LDAP Referral Distinguished Name: "

Maximum Referral Hops: 0

SSL Type: Basic (no SSL)
Single Sign-On Type: None

Mapped LDAP Member Groups
Add LDAP group (by cn or dn):

Delete

New Alias Options
® Assign each added LDAP alias to an account with the same name
O Create a new account for every added LDAP alias
Alias Update Options
O Create new aliases when the Alias Update occurs
® Create new aliases only when the user logs on
New User Options
@ New users are created as named users
New users are created as concurrent users

Attribute Binding Options

16. Scroll downwards and click Update.

17. Map the LDAP member group whose users you want to authenticate through
LDAP.

For example, PR Group is the member group whose users are part of Argus
Insight and use LDAP authentication for access to BusinessObjects.

18. Select Create a new account for every added LDAP alias under the New Alias
Options on the LDAP window.
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19. Close the window.

20. Navigate to Home, Group List, and then right-click PR Group (LDAP) and select

Member Of. The Member Of dialog box opens.

Users and Groups v
Manage -~ Actions ~
IR
§ » & User List Q Name Type Description
k? & Group List &%  Administrators User Group  Users who can administrate this system
FA - 722 Group Hierarchy &%  Everyone User Group Al users of this system
Mﬂ_ ﬂ PR Group (LDAP) memmmmmmenlloos Coonn U LOAP Users Group
= &8 PRGroup Properties
Join Group

Add Members to Group

Member Of
Profile Values

Account Manager

Member Of: PR Group (LDAP)

Properties

User Security
Member Of
Profile Values
Account Manager

User Security

Q

Tools

Join Group | Remove
Title Description
I

lo item to display

21. Click Join Group.

22. Navigate to Group List, select PRGroup, and then click the right arrow (>) to add

the PRGroup into the Destination Group.

Available Groups

Searchtile [ |/ W 4 Joft » M

Date Created
Mar 3, 2010 12:00 AM
Mar 3, 2010 12:00 AM

2
]

Administrators

Everyone

QaaWs Group Designer

Mar 3, 2010 12:00 AM
Mar 3, 2010 12:00 AM
Mar 3, 2010 12:00 AM
Mar 3, 2010 12:00 AM

Ea’ﬁ BEE

Report Conversion Tool Users

]
3

Translators

B &

Universe Designer Users

Join Group: PR Group (LDAP) 7 Ox
IChoose a Destination Group te Add Selected Users/Groups to
[ Grovp

Destination Group(s)

Name

% Cancel

23. Click OK. Note that PR Group (LDAP) is now a member of the PRGroup.

Member Of: PR Group (LDAP)

Froperties . i Join Group | Remove

User Security

Member Of O Tite Description

Profile Values &%  PRGroup Argus Insight Users

Account Manager
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Configuring the BIP Environment

Once you have installed the BI Publisher (BIP), you need to configure certain settings
to be able to view the available reports in BIP. This chapter introduces you with the
steps to make those configuration changes using BIP.

This chapter comprises the following sub-sections:

Uploading the Argus Insight.xdrz file to BIP

Creating PRMART JDBC Connection

Managing Users and Roles: BI Publisher Security Model

Managing Users and Roles: Oracle Fusion Middleware Security Model
Configuring BIP Users and Roles: Oracle Fusion Middleware Security Model
Configuring BIP Roles and Permissions: BI Publisher Security Model

8.1 Uploading the Argus Insight.xdrz file to BIP

Note: You must be logged in to BIP with the Bl Admin User
credentials to be able to upload the Argus Insight.xdrz file. You can
refer to Table 8-3 for more information on the BI Admin User.

To upload the Argus Insight.xdrz file to BIP, execute the following steps:

1.

Copy the Argus Insight.xdrz file from the following location on the Argus Insight
Web Server to the local file system:

Drive:\<Argus Insight Installation Folder>\ Arguslnsight\BIP\Repository

Log on to BIP using the BI Admin User credentials. This displays the BIP Home
Page as depicted in the following figure:

Configuring the BIP Environment  8-1



Uploading the Argus Insight.xdrz file to BIP

ORACLE

BI Publisher Enterprise @ | Administraton | Helpv | Signout

E new s o d1n As orcladmin v

o

Create ...
% Recent

Report

Recent Reports
Report Job

Data Model

R = £ = pa=r - -
More~ - —
Browse/Manage ... ——
3 catalog Folders
Report Jobs
B Report Job History Line Listing Repart-LE Bollerplates Line Listing Report_LE Line Listing Report_LE Line Listing Repart-RTH
Open |Edit | Marev. Open |Edit | Marev. Open |Edit | Marew. Open |Edit | Marew. Open |Edit | Marev.

Get Started ...

@ Dowload B Fublicher Tople ~  Others

@ Help Contents
aﬁ Cracle Technology Network -

Line Listing Data Model
Edit

3. Click Catalog as highlighted in the following figure:

ORACLE" BI Publisher Enterprise

E new BS Open dIn As orcladmin ¥

Home | Catalog
—

Create ...
% Recent

Report

Recent Reports
Report Job

Data Model

= T = s =N
202283011 r20186301
More™ ——————————— - .
Browse/Manage ... ——
3 catalog Folders
Report Jobs

B Report Job History Line Listing Repart-LE Bollerplates Line Listing Report_LE Line Listing Report_LE Line Listing Repart-RTH

Open |Edit | Marev. Open |Edit | Marev. Open |Edit | Marew. Open |Edit | Marew. Open |Edit | Marev.

Get Started ...

@ Dowload B Fublicher Tople ~  Others

@ Help Contents
)
Oracle Technolagy Network [%

Line Listing Data Model
Edit

This displays the Catalog screen with the Folders and Tasks sections.

4. Click Shared Folders in the Folders section as shown in the following figure:

ORACLE
Catalog

BI Publisher Enterprise ation | Help~ | Signout O

ed In As orcladmin v

G- S 8 BT R Q- | Lowton [jSharedrolders @
=l Folders I:I Argus Intelligence | Last Modified 7/3/12 4:12 AM | Created By Administrator
Devel !
- Expand | More™
cl D Components | Last Modified 6/13/12 6:32 AM | Created By
[ Argus Tnteligence Expand | More
(3 components l:l ENT1 | Last Modified 82112 1:27 AM | Created By ordladmin
B3 e Expand | More™
3 enm2 D ENT2 | Last Modified 8/21/12 1:29 AM | Created By orcladmin
(3 samples Expand | Morev
I:I Samples | Last Modified 6/13/12 6:32 AM | Created By
Expand | Maore™
= Tasks

3 Argus Intelligence

B3 Expand B Upload
3 Delete B Download
Copy 3 cut

[ Paste =@ Rename

L[4 permissions 56 Properties
[ Export ¥LIFF

8-2 Oracle Argus Insight Installation Guide



Uploading the Argus Insight.xdrz file to BIP

5.

Click Upload in the Tasks section as highlighted in the following figure:

CORACLE" BI Publisher Enterprise search [ @ | Administration | Help signout O
h Home | Catalog | [ New~ | BS Open Signed In As orcladmin
(-3 W &8 BT % B~ | Loston [/shared Folders v @
= Folders Argus Intelligence | Last Modified 7/9/12 4:12 AM | Created By Administrator

B[ My Folders
[ Shared Folders

De
Expand | More

Components | Last Modified 6/13/12 6:32 AM | Created By

B[] Argus Inteligence Expand | Morev

B[ Components ENT1 | Last Modified 8/21/12 1:27 AM | Created By orcladmin

BN

B3 enT1 Expand | Morev
E[g EnT2 ENT2 | Last Modified 8/21/12 1:29 AM | Created By orcladmin
EI[) Samples Expand | More¥
Samples | Last Modified 6/13/12 6:32 AM | Created By
Expand | Morev
= Tasks

[23 Argus Intelligence

B2 Ewerd

3 Delete @ Download
Copy 36 cut
[ Paste i Rename

L8 permissions & Properties

B Export xLIFF

This displays the Upload dialog box as shown in the following figure:

‘Upload [x]

Upload | |[ Browss... |

Qverwrite existing file |

Upload Cancel

Click Browse and navigate to the location where you have saved the Argus
Insight.xdrz file on the local file system.

Click Upload. Once done, an Argus Insight folder is created in Shared Folders.

Expand the Argus Insight folder to verify that the Generic Line Listing Data
Model exists in the Data Models sub-folder and the Generic Line Listing Report
in LE and RTF formats exists in the Reports sub-folder as highlighted in the
following figure:

ORACLE" BI Publisher Enterprise

Catalog
G 9 2 @ 8 B0 8 B v | loston | shered roersjarcus%20ims gh/Genersl Reports v
= Folders Generic Line Listing Report-LE | Last Modified 10/4/12 2:20 AM | Created By bip_admin

E[3 My Folders
EB Shared Falders

Lanlln
This report is a listing of cases with key Pharmacovigilance data elements
Open | Schedule | Jobs | Job History | Edit | More>

Lain] Generic Line Listing Report-RTF | Last Modified 10/4/12 2:20 AM | Created By bip_admin
B Arqus Insight This repart is a listing of cases with key Pharmacovigilance data elements
E[ CoverPage Open | Schedule | Jobs | Job History | Edit | Marev

E!E“j General
HE3 0
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8.2 Creating PRMART JDBC Connection

If you are installing BIP on a Windows machine, the TNS entry of Argus Insight must
be added in TNSNAMES.ora file of the BIP Web Server.

If BIP is installed on a Linux machine, no modifications to the TNSNAMES.ora file are
required.

Once you have uploaded the Argus Insight.xdrz file to BIP, you also need to create a
connection between the BIP and the database.

To connect the BIP and the database, execute the following steps:
1.

Log on to BIP using the administrator credentials. This displays the BIP Home
Page as depicted in the following figure:

ORACLE" BI Publisher Enterprise

@ | Administration

Help sign out

Home | Catzlog | I wew~ | BS Open

Signed In As ordladmin

Create ...

@ Recent
Report
Recent Reports
% Report Job

=
£ DataModel e e = e
3 202865011 =

More~ —_—
—_— R
Browse/Manage ...

[0 catsiog Folders
B Report Jobs

B Report Job History Line Listing Report-LE Bollerplates Line Listing Report_LE Line Listing Report_LE Line Listing Report-RTI
Cpen |Edit |Morew Cpen |Edit |Morew Cpen |Edit |Morew Cpen |Edit |Morew Cpen |Edit |Morew
Get Started ...

ﬁ Download BI Publisher Tools ~ Others

@ Help Contents
h E]
Cradle Technology Network

Line Listing Data Model
Edit

2. Click Administration as highlighted in the following figure:

ORACLE’

BI Publisher Enterprise

® | Administration sgnout O

Signed In As orcladmin >

Help ~

Home | Catalog | B New BS open ~

Create ...

=
@ Recent
B o

Recent Reports
% Report Job
z™
f3 Dete todel ok

& 202885011
More~

Browse/Manage ...

3 catalog Folers
Repart Jobs

B Report Job History Line Listing Report-RTF Line Listing Report-LE Line Listing Report_LE Line Listing Report_| Boilerplates
Open |Edit |Morew Open |Edit |Morew

Open |Edit |Morew Open |Edit |Morew Open |Edit |Morew
Get Started ...

ﬁ Download BI Publsher Toos ™ | Others

® Help Contents
. El
Orade Technology Netwark

Line Listing Data Model __}
Edit

3. Click JDBC Connection in the Data Sources section as shown in the following

figure:
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signout O

ORACLE" BI Publisher Enterprise © | Administration | Help

Administration

Home | Catzlog | I New~ | BS Open Signed In As ordladmin

% Data Sources E‘FJ System Maintenance
i 1"« server Comfguration
T @ Scheduler Configuration
@ File @ Scheduler Diagnostics
@ LDAP Connection @ Report Viewer Configuration

@ OLAP Connection

= Runtime Configuration

éq;‘i Security Center

= a Seaurity Configuration @ Properties
2 Roles and Permissions a Font Mappings
2 Digital Signature @ Currency Formats

&3, Delivery [[=\ Integration

VQQ @ Delivery Configuration S 4 Oracle BT Presentation Services
o Printer
o Fax
o Email
@ WebDAY
o HTTP
oFTP
o CUPS Server

This displays the Data Sources Screen.
4. Click Add Data Source as highlighted in the following figure:

signout O

@ | Administration | Help v

E new~

ORACLE" BI Publisher Enterprise

Administration Home | Catalog BS Open | Signed In As orcladmin

Administration > JDBC

Data Sources

IDBC | DI | File | LDAP | oOLAP

rce Name Connaction String [%
jdbcioracle:thin: ©10.241.39.194: 152 1:ai701mt3

jdbc:oracle:thin: @HOST:PORT:SID

idberoraciebis//SLO0ZKWQ:3703/

jdbe:oracle:thin: ©10.241.39.194:1521:a1701ng

aaask

5. Inthe Add Data Source section:
a. Enter PRMART in the Data Source Name field.

b. Select the database from the Driver Type drop-down list. This auto-populates
the Database Driver Class field.

c. Enter the connection string in the Connection String field. You must enter all
the details in lower case in this field.

d. Enter the username (Argus Insight application DB user, for example, apr_app)
to connect to the database in the Username field.

e. Enter the password for the user in the Password field.

f.  Click Test Connection as shown in the following figure:
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@ | Administration | Help~ | Sgnout O

E new~

ORACLE" BI Publisher Enterprise

Administration

Home | Catalog BS Open Signed In As orcladmin

Administration > JDBC > Add Data Source ~

Add Data Source
Apply | | cancel

General

System User checkbox to use the BI System User for your BI Server Datsbase Cannection.

Hams [PRMART

* Driver Typs

* Database Driver Class

= Connection String

Use System User
= Ussrname  |zpr_s,
Passviord

Prs Process Function

Post Process Function

[l Provy Authestication
Test Connection

Backup Data Source

If successful, this displays a confirmation message, as shown in the following
figure:

© | Administration | Help signout O

ORACLE"

Administration

BI Publisher Enterprise

Home | Catalog | [ New BS Open v | Signed In As administrator v

Administration > JOBC > Add Data Source ~

Y
6 Confirmation
Connection estabiished successfully.

Add Data Source

Apply ||| cancel

General

6. Click Apply. This displays the PRMART Data Source in the list of already existing
data source names as shown in the following figure:

ORACLE" BI Publisher Enterprise © | Administration | Heb~ | Sgnout O

Administration

Home | Catalog | [ Mew BS Open~ | SignedIn As ordladmin >

Administration > JDBC
Data Sources

JpBC | upI | File | LDAP | oLAP

Add Data Source
Data Source Hame Connection String Delete
S701mi3 jdbe:oracle:thin: @10.241,39.194:1521 :3i701mt3 @

jdbe

jdbezoraclebis //SLCKY

jdbe:aracle:thin: @10.241.3

5.194:1521:3i701ng % ]

This successfully creates a connection between BIP and the database.

8.3 Managing Users and Roles: Bl Publisher Security Model

Once you have uploaded the Argus Insight.xdrz file to BIP and created the JDBC
connection, you can start creating the users for the BI Publisher Security Model.

This section introduces you to the steps that you need to execute to create users, assign
the roles and permissions to those users, and configure server settings for the BI
Publisher Security Model.

This section comprises the following sub-sections:
s Configuring Server Settings

»  Creating Users and Assigning Roles to Users
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s Creating Roles, Adding Data Sources, and Assigning Roles

8.3.1 Configuring Server Settings

Note: When using file systems such as NFS, Windows, or NAS for
the repository, ensure that the file system is secured.

To configure the server settings for the BI Publisher Security Model, execute the
following steps:

1. Log on to BIP using the administrator credentials. This displays the BIP Home
Page.

2. Click Administration as highlighted in the following figure:

ORACLE" BI Publisher Enterprise

~
Create ... 3
Recent

E.

; Recent Reports

Report Job

3

2y Dats Model e = R = mer SR - . -
£ 2028835011 3
More ™ |
Browse/Manage ...

3 catalog Folders
Report Jobs
B Report Job History Line Listing RepartRTF Line Listing Report-LE Line Listing Report_LE Line Listing Report | Boilerplates

Open |Edit |Marey Open |Edit |Marey Open |Edit |Marey Open |Edit |Marey Open |Edit |Marey
Get Started ...

% Download BT Publisher Tools | Others

® Help Contents
. E
Oradle Technology Network

Line Listing Data Model -
Edit

3. Click Server Configuration in the System Maintenance section as highlighted in
the following figure:

signout O

© | Administration | Hep

E tew

ORACLE' BI Publisher Enterprise

Home | Catalog BS Open Signed In As puneets

%{ Data Sources (% System Mamtenance

3 4 oec Connectin =) [ server configuration
 INDI Connection SrchedoherSomgaran
*File # Scheduler Diagnostics

 LDAP Connection @ Report Viewer Configuration
» OLAP Connection

% Security Center Runtime Configuration

= @ security Configuration @ Properties

= Users = Font Mappings

= Roles and Permissions = Currency Formats
= Digital Signature

Delivery =} Integration

Be Delivery Configuration B & Orade 81 Presentation Services
# Printe;
#Fax
*Emai
* WiebDAY
S HTTP
«FTP
# CUPS Server

This displays the Server Configuration Screen.

4, In the Catalog section, select Oracle BI Publisher - File System from the Catalog
Type drop-down list. If the Catalog Type is not Oracle BI Publisher - File System,
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the folder level permission settings cannot be done in BIP. Refer to the BIP
Technical Reference document for more information.

Note: Only Oracle BI Publisher - File System is supported in this
release.

5. Enter the path where all BIP folders, data models, and BIP reports will be stored in
the BIP server as highlighted in the following figure:

ORACLE" BI Publisher Enterprise © | Administration | Hep v | Sgnout ©
Administration Home | Catslog | I Mewv | B® Openv | SignedInAs puneets v
Administration » Server Canfiguration ~

System
Server C i Scheduler Configurati Scheduler Di i Report Viewer Configuration
“TIP Any changss wil anly take effect sfter the spplication is restartsd,
Apply | [ Cancel

Configuration Folder

The Configuration Repasitory contsins all configurstions, security, datesources, etc that you setup with BI Publisher,

Path [s{xdc.server.canfig.dir}repasitory

Catalog

The Catalog contains all contant such as reports and data modsls.

6. Click Apply to save the changes.
7. Restart the Bl server.

Note: Because the repository is in the file system, the case sensitivity
of folder and Report Names is determined by the platform on which
you run Bl Publisher. For Windows-based environments, the
repository object names are not case-sensitive. For UNIX-based
environments, the Repository Object Names are case-sensitive.

For more information, refer to the Configuring Server Properties section of the
Administrator's guide for Oracle BIP.

8.3.2 Creating Users and Assigning Roles to Users

To create users and assign the required roles to the users in the BI Publisher Security
Model, execute the following steps:

1. Log on to BIP using the administrator credentials. This displays the BIP Home
Page.

2. Click Administration as highlighted in the following figure:
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ORACLE" BI Publisher Enterprise

Create ...

E.

(1) Reportdob

@ Recent

Recent Reports

3
£3 Dats Model e » IR— . ==

More™

Browse/Manage ...

3 catalog Folders
Report Jobs

% Report Job History Boilerplates

Open |Edit |Morev

Line Listing Report_|
Open |Edit |Morev

Line Listing Report_LE
Open |Edit |Morev

Line Listing Report-RTF
Open |Edit |Morev

Line Listing Report-LE
Open |Edit |Morev
Get Started ...

@ Dowriosd B Publisher Tools ™

® Help Contents
. E
Oradle Technology Network

Line Listing Data Model -
Edit

Others

3. Click Users in the Security Center section as highlighted in the following figure:

Administration

Help

ORACLE'

BI Publisher Enterprise

BS Open Signed In As puneets >

Eéa Data Sources

= @ JDBC Connection
@ JNDI Connection
#File

# LDAP Connection
# OLAP Connection

Security Center

J System Maintenance

@ Server Canfiguration

@ scheduler Configuration

@ Scheduler Diagnostics
 Report Viewer Configuration

Runtime Configuration

= Properties

3 Senity Configuration
= Font Mappings
mfesarid Permissions  Currency Formats

= Digital Signature

=, Delivery Integration

@ Delivery Configuration @ @ Orade BI Presentation Services

@ Printer

* Fax

* Email

# \WebDAY

@ HTTP

*FTP

#* CUPS Server

This displays the Users screen.
4. Click Create User as highlighted in the following figure:

signout O

Administration | Help ¥

ORACLE

BI Publisher Enterprise

Home | Catalog | [ ne BS Open v

Administration > Users

Security Center

Security Configuration | Users | Rolesand Permissions | Digital Signature

Humber of rows displayed per page [ 10|80

SAEr(h -

This displays the Create User Screen as shown in the following figure:
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signout O

@ | Administration | Help v

ORACLE" BI Publisher Enterprise

Administration Home | Catalog | I New~ | B® Openv |SignedInAs puneets

Administration > Users > Create User

Create User

Apply | | Cancel

5. Enter the name of the user in the Username field.
6. Enter the password in the Password field.
7. Click Apply. The name of the user is displayed in the list of existing users.
Once you have created the user, you need to assign the required roles to the user.

8. Click the Assign Roles icon corresponding to the user that you have created as
highlighted in the following figure:

Administration > Users
Security Center
Security Configuration | Users  Roles and Permissions | Digital Signature

Number of rowes displayed per page ! 10 M |

Creata Usar
Username Assign Roles Delete
administrator HE Eﬁﬁ
i 2 i
it
i @

This displays the Assign Roles Screen for the user. The BIP system roles such as BI
Publisher Administrator, BI Publisher Excel Analyzer, BI Publisher Online
Analyzer, BI Publisher Developer, BI Publisher Scheduler, and BI Publisher
Template Designer are available by default along with the custom roles (if any)
that have been created by you. See section Creating Roles, Adding Data Sources,
and Assigning Roles for the steps to create custom roles. For more information on
system roles, refer to Understanding Bl Publisher's Users, Roles, and Permissions
in Administrator's Guide for Oracle Business Intelligence Publisher.

9. Select the role that you want to assign to the user from the Available Roles section
and click Move(>) to move the selected role to the Assigned Roles section as
depicted in the following figure:

ORACLE’ BI Publisher Enterprise : © | Administration | Hepv | sgout O

Administration Home | Catalog | [ New BS Open v | Signed In As puneets v

Administration > Users > Assign Roles: bipublisheruser
Assign Roles: bipublisheruser

ol

ek

© &
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10. Click Apply. This assigns the selected roles to the user.

For the list of users that you need to configure using BIDP, refer to the Configuring

BIP Users and Roles: Oracle Fusion Middleware Security Model section of this
chapter.

8.3.3 Creating Roles, Adding Data Sources, and Assigning Roles

In addition to creating users and assigning them the required roles, you also need to
create certain roles, add data sources, and assign them the required roles.

To create roles, add data sources, and assign them the required roles, execute the
following steps:

1. Log on to BIP using the administrator credentials. This displays the BIP Home
Page.

2. Click Administration as highlighted in the following figure:

ORACLE" BI Publisher Enterprise

igned In As orcladmin
~
Create ... 3
@ Recent
9
; Recent Reports
Report Job
3
2y Dats Model e = R = mer SR - s
£ 2028835011 3
More ™ L
Browse/Manage ...

3 catalog Folders
Report Jobs
B Report Job History Line Listing RepartRTF Line Listing Report-LE Line Listing Report_LE Line Listing Report | Boilerplates

Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev
Get Started ...

% Download BT Publisher Tools | Others

® Help Contents
. E
Oradle Technology Network

Line Listing Data Model
Edit

3. Click Roles and Permissions in the Security Center section as highlighted in the
following figure:

ORACLE" BI Publisher Enterprise © | Administration | Help

E New v

signout O

Home | Catalog BS Open Signed In As puneets

£ DataSources ﬁtﬁ System Maintenance

# JDEC Connection
@ JNDI Connection
@ File

# LDAP Connection
@ OLAP Connection

@ Server Canfiguration

@ Scheduler Configuration

@ Scheduler Diagnostics
 Report Viewer Configuration

¢ Security Center
e

= o security Configuration = Propertiss

= = Font Mappings
= Roles and Permissions = Currency Formats
= Digial Signatire

F9_, Delivery

Runtime Configuration

i
!

==, Integration

fai

@ Delivery Configuration
@ Printer

@ Fax

@ Email

@ WebDAY

*HTTP

*FTP

@ CUPS Server

: 3 *# Orade BI Presentation Services

This displays the Roles and Permissions Screen.

4. Click Create Role as shown in the following figure:
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ORACLE

Administration

BI Publisher Enterprise

@ | Administration | Help >

signout O

Home | Catalog | [ Mew BS Open~ | SignedIn As puneets ™~
Administration > Roles and Permissions

Security Center

Security Configuration | Users || Roles and Permissions

Hurmber of rovis displayed per page
Rols Name [ Search |

Create Role

Digital Signature

Rale Name

Admin

Description Add Data Sources
EIP Admin

Dsts modsl sccess

This role has only Report access.

HEREEE

This displays the Create Role Screen.
5. Enter the name of the role in the Name field.
6. Enter the description for the role in the Description field.

Click Apply to create the new role, as highlighted in the following figure:

ORACLE’

Administration

BI Publisher Enterprise

® | Administration | Hep~ | signouwt O

Home | Catalog | I New~ | B® Open | SignedIn As puneets ™
Administration > Roles and Permissions > Create Role

Create Role

—]
ol
= Name

Description

This displays the role in the list of existing roles on the Roles and Permissions

Screen.

8. Click Add Data Sources Icon, corresponding to the role which you have just
created, as depicted in the following figure:

ORACLE

BI Publisher Enterprise

@ | Administration | Help

Administration Home | Catalog | I New~ | B® Open
Administration » Roles and Permissions
Security Center

Security Configuration | Users | Roles and Permissions | Digital Signature:

Numbar of rows displayad perpage |10 )
Raole Name Search
Create Role

Role Hame

Description Add Data Sources Add Roles Delete
BIP Admin s i}
Data model access F‘
This rele has only Report sccess, @ @

This displays the Add Data Sources Screen.
Select PRMART from the Available Data Sources section and click Move(>) to

move it to the Allowed Data Sources section, as highlighted in the following
figure:
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© | Administration | Help v | Signout O

E new

ORACLE" BI Publisher Enterprise

Home | Catalog BS Open Signed In As puneets
Administration > Roles and Permissions > Add Data Sources: AlRole

Add Data Sources: AlRole

A

=

@

5)

(RG]

10. Click Apply to save the changes. This again displays the Roles and Permissions
Screen. See Creating PRMART JDBC Connection section for the steps to create the
JDBC connection.

11. Click the Add Roles icon, corresponding to the role which you have just created to
add the required roles, as shown in the following figure:

ORACLE’" BI Publisher Enterprise | © | Administration | Hep~ | Signout ©

Administration Home | Catalog | I New~ | B Open~ | SignedIn As puneets >

Administration > Roles and Permissions
Security Center
Security Configuration | Users || Roles and Permissions | Digital Signature

Number of rows displeyed perpage (10 |

Role Name: Search

Create Role
Role Hame Description Add Data Sources Delete
Admin EIP Admin @ i
has only Repart secess, @
znukRole @ i

This displays the Add Roles Screen.

12. Select the roles that you want to include for the role from the Available Roles
section and click Move(>) to move the selected roles to the Included Roles section,
as highlighted in the following figure:

ORACLE

Administration

©® | Administration | Help~ | Sgnout O

E New~

BI Publisher Enterprise

Home | Catalog BS Open v | Signed In As puneets ~
Administration > Roles and Permissions > Add Roles: AIRdle

Add Roles: AlRole

Cancel

BE @@

13. Click Apply to save the changes.

For more information, refer to the Configuring Users, Roles, and Data Access
section in Oracle Administrator's guide for Oracle BIP.

For the list of roles that you need to configure using BIP, refer to the Configuring
BIP Users and Roles: Oracle Fusion Middleware Security Model section of this
chapter.

Configuring the BIP Environment 8-13



Managing Users and Roles: Oracle Fusion Middleware Security Model

8.4 Managing Users and Roles: Oracle Fusion Middleware Security Model

This section introduces you with the steps that you need to execute to create users,
assign the roles and permissions to those users, and configure server settings for the
Oracle Fusion Middleware Security Model.

This section comprises the following sub-sections:
s Configuring Server Settings
»  Creating Users and Assigning Roles to Users

s Creating Roles, Adding Data Sources, and Assigning Roles in WebLogic Enterprise
Manager

»  Creating Application Policy

8.4.1 Configuring Server Settings

The steps to configure the server settings in the Oracle Fusion Middleware Security
Model are exactly the same as that of the BI Publisher Security Model. Refer to
Configuring Server Settings for the steps to configure the server settings.

8.4.2 Creating Users and Assigning Roles to Users

Creating users for LDAP or SSO users is done using the LDAP servers which is
beyond the scope of this manual.

For the list of users that need to be configured, refer to the Configuring BIP Users and
Roles: Oracle Fusion Middleware Security Model section of this chapter.

8.4.3 Creating Roles, Adding Data Sources, and Assigning Roles in WebLogic
Enterprise Manager

To create roles, add data sources, and assign roles in WebLogic Enterprise Manager,
execute the following procedure:

1. Log on to the Enterprise Manager. This displays the Enterprise Manager home
page with a list of folders in the left pane.

2. Expand the Business Intelligence folder in the left pane and click coreapplication,
as shown in the following figure:
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ORACLE Enterprise Manager 11g Fusion Middleware Control Setup Helpw  Log Out
SEFam - & Topology
> Farm_bifoundation_domain @ Logged in a5 weblogic

arm_bifoundation_domain | Page Refrashed Sep 23, 2012 4:13:13 PM EDT £
[ [ application Deployments
(32 webLogir Damain E Deployments @  E Fusion Middleware o, &

WU (22) WUp 3y

t

Hame Status  Target
[l [ Application Deplogments

Hame Status  Host

& [ Internal Applications =1 [ WebLogic Domain

1 B adminsspyica(11,1,1) o athastor El (] bifoundation_domair
@ adninservice(11,1,1) G biservert &5 Adminserver b BUROLIS3.crade
£ S analytics(11.1.1) & biclster B g b custer &
i @ analytics(11.1.1) @ | biseren 5] bi_servert $F  BURDIISZ.orade
Ebiadminserwces(ll.l.l) Q P A = [ Business Inteligence
@ biadminutis(11,1,1) @ | adminserver [@]coreappication o
= ‘%b,cmentsewer(l 111} ﬁ bizcliter = [] Metadata Repositories
@bicontentserver(11,1.1) & | biservent [@]mds-owsm BURDI 153 orade..
=1 B, bilocaladmin(11.1.1) (4] bi_cluster z . |
@ bilocaladmin{11.1.1) L bi_serverl —
5 ), biniddewars(11.1.1) @ [hicuste & Farm Resource Center
@ bimiddleware(11.1.1) T bi_serverl Before You Begin
= B, bioffics(11.,1.1) & Vi (2) Introduction ke Oracle Fusion Middieware
@ bioffice( 11.1.1] & b somert @ Understanding key Oracle Fusion Middleware Farm Conceps
= () Overview of Oracle Fusion Middleware Administration Taols
B oG (LT ) il [eriEe Typical Administration Tasks
ot a1l 1,1) T biserverl (3) Getting Started Lising Oracls Enterprise Managsr Fusion Middle:
Bl G bipublsher(11.1.1) G bichster (2) Navigating Within Fusion Middisware Control
@ bipuiblisher(11.1.1) 4 biservert (3) Starting and Stopping Gracks Fusion Mddiewsre
= B bisearch{11.1.1) () bi cluster (@ Denlavinn an Annlication Using Fusion Middlewsre Cantrol
buri1 153 oradew. araclecorn. com: 7001 femiFac arm arm bifaundation demainatyns=oracls iss farme afrloon=4331023653541843# -]

This displays the coreapplication Screen in the right pane.

3. Click Configure and Manage Application Roles in the Application Policies and
Roles section, as shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control Setup v Helpw  LogOut
EiFarm~ | & Topology
- ¢} coreapplication ® Logged in as weblogic
= 5 Farm_bifoundation_domain [37] Business Inteligence Instance + Page Refrashed Sep 23, 2012 4136116 PMEDT (2

& [ Application Deployments

[ [ webLogic Domain

= [ Business Inteligence
coreapplication Overview | Avalabiity | Capacity Management | Diagnostics | Security | Deployment

& [ Metadata Repositories

Change Center: | 4 Lockand Edit Configuration @

Secure Sockets Layer | Single Sign On
Single Sign ©n (SS0) Apply
550 enables a user to log in once and gain access ko all systems without being prompted to log in again at each of them. I 550 is enabled then

Oracle Business Tnteligence wil not challengs the user For authentication and will assume the user has already been authenticated by 550,

Enable 550

[(Oracle Access Manager

Security Realm

I 5o ta the Oracke webLogic Server Administrator Cansole to canfigure and manage the WebLogic security realm.

Application Policies and Roles

= cConfigure and Manage Application Rales

This displays the Application Roles Screen.

4. Select the required application stripe from the Application Stripe drop-down list.

5. Select any existing role (for example, BIConsumer) and click Create Like, as
shown in the following figure:
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ORACLE Enterprise Manager 11g Fusion Middleware Control
iFarm- | & Topology
B~ {¢ coreapplication @

= 5 Farm_bifoundation_demain
& [ Application Deployments

[23 webLogic Domain

siness Intelligence

[coreapplication
[ [ Metadata Repositaries

Busmass Intelligence Tnstance

Setupw Helpw  Log Out

Logged in as weblogic

Page Refreshed Sep 23, 2012 4137:59 PM EDT €3

Application Roles &

#pplication roles are the roles used by security aware apglications that are specific te the application. These roles are seeded by applications in single
glabal policy stare when the applications are registered. These are alsa spplication roles that are created in the context of end Users accessing the
application,

7 To manage users and groups in the WebLogic Domain, use the Oracle Weblodic Server Security Provider,

licy Store Provider

Seope WebLogic Domain
Provider ¥ML

Location jsystem-jazn-data.xml

[Esearch

Enker search keyward For role name to query roles defined by this application, Use application strips b search iF application Uses a stripe that is
: sk

l Application Stripe [ ohi

Raole Name

s it ]

Create... reateLike..| A Edt.. 3@ Delete...
Rale Name Display Name
ElSystem BI System Role
ElAdministrator BI Administrator Role
BTATTY BrALOrRule

™ BIConsumer BI Consumer Role
ALReparterGrp AL Report Writer Graup
ALDataModelarp AL Daka Madel Group
ENT1 EWTERPRISEL
ENTZ EWTERPRISEZ
ALadministratorGrp AL Administrators Group
Argqus

htGrp

Argus Insight: Group

Description
~
Ho Data model access
Ho Data model access
Access to DM and Reports - Author role.
Only users having Ent1 privilege can access .
In BIP user having this role can access ENTZ..
Admin access
All enterprise specific roles should be memb...

This displays the Create Application Role Screen.
6. Enter the name of the role in the Role Name field.

7. Enter the display name and description for the role in the Display Name and
Description fields. These are optional fields.

8. (Click Add to add any existing application role/group/user to the new role as
shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control Setup v Helpw  LogOut
HiFam+ | &% Topology
B~ ¢} coreapplication ® Logged in as weblogic

3 Farm_bifoundation_domain
1 23 Application Deployments
[ [ webLogic Domain

= [ Business Inteligence

[coreapplication |
[23 Metadata Repositories

@ Business Inteligence Instancs +

application Reles > Creats Application Role
Create Application Role Like : BIConsumer
General

o
* Role Mame | siroleuser

Display Mame | airoleuser
Decceipti

Members

Page Refreshed Sep 30, 2012 £:07:08 &M ELT 02

OF, Cancel

An application role may need to be mapped to users or groups defined in enterprise LDAP server, or the role can be mapped to other application roles,

dpadd B2 Delete..

Display Name
BlConsumers

ElAuthor

authenticated-role

Type

Group

Application Role
Authenticated Role

This displays the Add Principal Screen.

9. Click the > icon close to the Display Name field to display the list of all the roles,

groups, and users that are created in LDAP server, as highlighted in the following
figure:
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| add Principal

Specify criteria to search and select the application roles that vou want to grant permissions to.
=search

Type | Application Rale +

Principal Mame [ Starts with (o

Display ame [ Starts with (%] @

Searched Principals

Principal Display Marne Description
Mo principals Found based on search criteria

ok Cancel |

-

10. Select the name of the role, group, or user that you want to add to the new role

and click OK. For example, for the BIReportWriter role, BIConsumer and
authenticated-role are mandatory members. Besides that, the AIRole must also be
a part of the BIReportWriter Role. These roles are displayed in the Members
section of the Create Application Screen, as shown in the following figure:

IGanarai
Application Stripe obi
Role Mame BIReportWriter
Display Mame | BI Report Writer Role

Description | Only Reparts access.

Members
An application role may need to be mapped to users or groups defined in enterprise LDAP server, or the role can be mapped to other application roles,

op add 32 Delete.,

Name Display Name
authenticated-role

BIConsumer

AlRole

Type
Authenticated Role
application Role
Application Raole

Note: The BIReportWriter role must be added to the BIReportWriter
application policy. You can refer to the Creating Application Policy

section for the steps to create the application policy for the
BIReportWriter role.

11. Repeat steps 8 to 10 to add more roles, users, and groups to the new role.

12. Click OK on the Create Application Role Screen to save the changes.

Once you have created the role and added the required list of users, roles, and

groups to the new role. You must add the PRMART data source to the new role.

13. Log on to BIP using the administrator credentials. This displays the BIP Home

Page.
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14. Click Administration as highlighted in the following figure:

Admir

Help

ORACLE

BI Publisher Enterprise

BS Open dInAs orcladmin
~
Create ... 3
@ Recent
E.
F Recent Reports
Report Job
3
2y Dats Model x » — SR - s
£ 2028835011 3
More ™ g
Browse/Manage ...

3 catalog Folders
Report Jobs

B Report Job History Line Listing Report-RTF Line Listing Report-LE Line Listing Report_LE Line Listing Repnruj@ Bollerplates

Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev
Get Started ...

@ Download BT Publisher Tools | Others

® Help Contents
. E
Oradle Technology Network

Line Listing Data Model -
Edit

15. Click Roles and Permissions in the Security Center section as highlighted in the
following figure:

Help v

© | Administration

E new

Search il

ORACLE' BI Publisher Enterprise

Home | Catalog B Open ed In As avanishk

E‘?ig Data Sources =%, System Haitenance
3 & J08C Conection E1 o server configuration

 JNDI Connection  Scheduler Configuration

@ File @ Scheduler Diagnostics

» LDAP Connection » Report Viewer Configuration

@ OLAP Connection

< Security Center == Runtime Configuration

e

== Security Confiquration @ Properties
 Roles and Permissions = Font Mappings
> Digial Sgnatire = Currency Formats

=4, Delivery =\ Integration
# Delivery Configuration B & Orade 81 Presentation Services
# Printe;
#Fax
*Emai
* WiebDAY
S HTTP
«FTP
# CUPS Server

’T

This displays the Roles and Permissions Screen. You can view the name of the
new role which you have just created in the list of role names.

16. Click the Add Data Sources icon corresponding to the name of the new role, as
depicted in the following figure:
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ORACLE’

Administration

BI Publisher Enterprise © | Administration | e~ | sgnost O

Home | Catalog | I Mew BS Open~ | Signed In As avanishk >

Administration > Roles and Permissions
Security Center
Security Configuration | Roles and Permissions | Digital Signature

Numbsr of rovs displayed perpage [10 (]

Rale Name Search

Previous [1-10cf 21 (] Ned 10 B
Add Data Sources

Rolz Hame

ALAdmin @
AlDataModsler F‘
AlIRole
AL Administrators Group T‘
AL Data Mod: roul Access to DM and Reports - Author role. @
AL Report W N Dats mods! sccass @
snujtest @
Argus Insight Group Al nterpriss spaciic roles should be members of this role, @
81 Administrator Role @
81 Author Role @

cus [1-100f21 (M| Next 1o (3)

This displays the Add Data Sources Screen.

17. Select PRMART from the Available Data Sources section and click the Move (>)
icon to move the PRMART data source to the Allowed Data Sources section as
shown in the following figure:

ORACLE" BI Publisher Enterprise ® | Administration | Helpv | Signouwt O
Home | Catalog | [ New~ | B® Open~ | SignedIn As avanishk
Administration > Roles and Permissions > Add Data Sources: ARole ~
Add Data Sources: AlRole
Database Connections
@
@
2
File Directories

18. Click Apply to save the changes.

For more information, refer to the Creating Application Roles Using Fusion
Middleware Control section of the Oracle Administrator's guide for Oracle BIP.

For the list of roles that need to be configured, refer to the Configuring BIP Users
and Roles: Oracle Fusion Middleware Security Model section of this chapter.

8.4.4 Creating Application Policy

Once you have created the new role and assigned the required roles, users, and data
sources to the role, you also need to create the application policy for the new role.

Before creating a BI Publisher Report Writer policy, you must have created an empty
role in the Enterprise Manager.

Note: The steps mentioned in this section are valid for creating
BIReportWriter application policy.

To create the application policy for the new role, execute the following steps:

1. Log on to the Enterprise Manager. This displays the Enterprise Manager home
page with a list of folders in the left pane.

Configuring the BIP Environment 8-19



Managing Users and Roles: Oracle Fusion Middleware Security Model

2. Expand the Business Intelligence folder in the left pane and click coreapplication,
as shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control Setup Helpw  Log Out

R Farm - & Topology

Farm_bifoundation_domain @ Logged in a5 weblogic
Page Refreshed Sep 29, 2012 4:13:13 P EOT £

£l Deployments @ = Fusion Middleware Sy A

WU (22) WUp 3y

t

Hame Status  Target
[l [ Application Deplogments

Hame Status  Host

& [ Internal Applications =1 [ WebLogic Domain

1 B adminsspyica(11,1,1) o athastor El (] bifoundation_domair
@ adninservice(11,1,1) G biservert &5 Adminserver b BUROLIS3.crade
£ S analytics(11.1.1) & biclster B g b custer &
N @) analytics(11,1,1) @ | biseren (5 bi_servert 4}  BURD1IS3.orade
Ehiadminserwces(ll.l.l) G P A = [ Business Inteligence
@ biadminutils(11.1.1) & Adnnserver [@coreapplication &
=l &, bicontentserver(11.1,1) &  biclster I [ Metadata Repositories
@bicontentserver(11,1.1) & | biseven [ mds-owsm BURDI 153 orade..
=1 B, bilocaladmin(11.1.1) (4] bi_cluster P . |
@ bilocaladmin{11.1.1) L bi_serverl
B 8, bimiddeware(11,1,1) B [biduster = Farm Resource Center
@ bimiddleware(11.1.1) T bi_serverl Before You Begin
= B, bioffics(11.,1.1) & Vi (2) Introduction ke Oracle Fusion Middieware
@ bioffice( 11.1.1] & b somert @ Understanding key Oracle Fusion Middleware Farm Conceps
= () Overview of Oracle Fusion Middleware Administration Taols
B oG (LT ) il [eriEe Typical Administration Tasks
ot a1l 1,1) T biserverl (3) Getting Started Lising Oracls Enterprise Managsr Fusion Middle:
Bl G bipublsher(11.1.1) G bichster (2) Navigating Within Fusion Middisware Control
@ bipuiblisher(11.1.1) 4 biservert (3) Starting and Stopping Gracks Fusion Mddiewsre
= B bisearch{11.1.1) () bi cluster (@ Denlavinn an Annlication Using Fusion Middlewsre Cantrol
burD1153. cradev.araclecorn. com: 7001 fam/Fac arm am bifoundation domainityoe=cracle ias Farmés afrloon=4931023663341049# >

This displays the coreapplication Screen in the right pane.

3. Click Configure and Manage Application Policies in the Application Policies
and Roles section, as shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control Setupw Helpw  Log Out
HiFarm~ | &% Topology
> 4 coreapplication @ Logged in as weblogic
=) 52 Fargy_bifoundation_domain [&] Business Inkelligence Instance v Page Refrashed Sep 30, 2012 7120144 AW EDT 0)

& (3% _Jplication Deployments

[ [ webLogic Domain

= [ Business Intelligence
Coreapplication Overview | Avalabiity | Capaciy Management | Diagnostics | Security | Deployment

[ [ Metadata Repositaries

Change Center: | 4 Lock and Edit Configuration @

Secure Sockets Layer  Single Sign On
Single Sign On (55Q) #Apphy
550 enables a user to log in once and gain access to all systems without being prompted ko log in again at each of them, If 550 is enabled then

Oracle Business Intsligence will nok challengs the user Far suthentication and will assume the ser has alrsady been authenticated by 530,

Enable 550

=r [ oracle Access Manager

Security Realm

I o to the Oracle WebLogic Server Administrator Console to configure and manage the WebLogic security realm.

Al ion Policies and Roles
= onfigurs and Manags Application Palicies

T Configure and Manage Application Roles

This displays the Application Policies Screen.
4. Select obi from the Application Stripe drop-down list.
5. Select the BIAuthor policy and click Create Like as shown in the following figure:
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ORACLE Enterprise Manager 11g Fusion Middleware Control Setupw Helpw  Log Out
GiFamy | &k Topology

- 4 coreapplication ®

=5 Farm_b\FUundatlunlﬁumaln [@] Business Inteligence Instance +
1 [ Application Deployments

[ wwebLogic Domain

Logged in as weblogic
Page Refreshed Sep 30, 2012 7138149 AM EDT £
Application Policies
[ Business Inkell

A
application policies are the authorization policies that an application relies upon For controling access to its resources.
[ [coreapplication | (f To manage users and groups in the WeblLogic Domain, use the Oracle Weblogic Server Security Frovider,
& [ Metadata Repositories HPolicy Store Provider
Elsearch

Selsct an application stripe in policy store , selsct principal typs and enter search keyword to query application security grants assigned to the
principals, Click on searched principal to query policies assigned,
application Stripe [/ T ~

|
Principal Type. | Applieation Role (+

Hame |[g | ®
Create... Createlike...| A Edit.. 3§ Delete...

1
Principal Display Name Description
i ElAdministrator EI Administrator Role
h ElSystem EI System Role
r ElAUthor EL Author Role [
EIFERarEWTEr

BT Hepart Wiiter

This displays the Create Application Grant Like Screen with the Grantee and
Permissions sections.

6. Click Add in the Grantee section, as highlighted in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control
HiFam+ | &% Topology
B~

Setup~ Helpw LogOut
4} coreapplication @
Fardygifoundation_domain [ Business Intelligence Instance »

& [ Application Deployments
& [ webLogic Domain

Logged in as weblogic

Page Refreshed Sep 30, 2012 7141147 AM EDT T
Application Folicies > Create Application Grant
El [ Business Inteligence Create Application Grant Like Grant To : BlAuthor ok || Cancel
- Icoreapplication Application Stripe obi
&l [ Metadata Repositaries g
ntees (user, group or application role) you wank o add to the palicy.
o Add | 38 Delete..,
B Display Name Type Description
Mo users or groups added.
4 Permissions
dp add A Edit.. 3% Delete,.
Permission Class Resource hame
oracle.security.jps.ResourcePermission oracle.bl.publisher, developRepart ~
oracle.security.jps.ResourcePermission oracle.bl.publisher. developDataMads!
oracle.security.jps. ResourcePermission EPM_Esshase_Administrator 1
oracle.security.jps.ResourcePermission EPM_Esshase_Calculate
oracle.security.jps. ResourcePermission EPM_Calc_Manager_Designer B

This displays the Add Principal Screen.

Click the > icon close to the Principal Name field to retrieve the list of all the
available application roles, as shown in the following figure:
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Ir Add Principal
Specify criteria to search and select the application roles that wou wank to grank permissions to,
[=I5earch
Tvee | Application Role ¥ |
Frincipal Mame Starts With v:
Searched Principals

Principal Display Mame Description
Mo principals Found based on search crieria

! oK Cancel

8. Select the name of the role from the Searched Principals section (for example,
BIReportWriter) and click OK. This again displays the Create Application Grant
Like Screen.

9. Select the developDataModel Resource Name from the list of Permission Classes
and click Delete.

10. Click OK to apply the changes.

8.5 Configuring BIP Users and Roles: Oracle Fusion Middleware Security
Model

This section lists the names of the <Admin Users> and roles that you need to configure
using the steps given in Managing Users and Roles: Bl Publisher Security Model and
Managing Users and Roles: Oracle Fusion Middleware Security Model sections of this
chapter.

8.5.1 Bl Admin User

An Admin user refers to the user who has Bl Publisher administrative rights. This user
should belong to the BIAdministration functional role.

8.5.2 Data Modeler Users

An Argus Insight Data Model user refers to the user who should have access to both
Data Models and Reports in the Argus Insight folder. This user should belong to
AlIDataModeler custom role.

There are Enterprise specific Modeler users, who have access to Data Models and
Reports in Enterprise specific folders and Argus Insight folder. These users should
have Enterprise specific Modeler roles assigned to them. This user should belong to
Enterprise specific Modeler roles.
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8.5.3 Report Writer Users

An Argus Insight Role (AIRole) user refers to the user who should have access to
Reports only, and should have Read-only access to the Data Model which is required
to create the reports. This user should belong to AIRole.

There can be users who have access to reports of specific Enterprises. These users can
Read/Write reports in Enterprise specific Report folder and Argus Insight Report
folder. However, these users have Read-only access to the Data Models in the
Enterprise specific Data Model and Argus Insight Data Model folder. This user
should belong to Enterprise specific Report roles.

8.5.4 Global Admin Users

An Al Admin Role user should have full access to the Argus Insight folder
(Read /Write/Delete).

An Enterprise specific Admin user should have full access to the Enterprise specific
folders (Read /Write/Delete) and Argus Insight folder (Read/Write/Delete).

8.5.5 Configuring BIP Roles

The following table illustrates the Roles that you need to configure using BIP:

Table 8-1 Configuring BIP Roles

Role Users/Roles to be added

BIAdministration Super user who has full access to any folder and BIP

(Functional Role) Administration access

AlRole All Argus Insight role users, AIDataModelerRole, and All
Enterprise Report Roles (for specific enterprises)

AlDataModelerRole All AT Data Modeler Users, All Enterprise Modeler Roles, and
ATAdminRole

Enterprise Report Role Users that belong to a specific Enterprise with Reports access
and Enterprise Modeler Role

Enterprise Modeler Role Users that belong to a particular Enterprise with both Data
Models and Reports access

Enterprise Admin Role Enterprise specific Admin users. These users should have full
access to the Enterprise specific folders.

ATAdminRole Any User with this role should have full access to the Argus
Insight Folder. The Enterprise Admin Role should be added to
this role.

BIAdministrator (Functional BI Admin User
Role)

BIAuthor (Functional Role) AIDataModelerRole

BIReportWriter (create this ~ AIRole
role using the steps given in

section 8.4.3 and create an
Application Policy for this

role using the steps given in

section 8.4.4)

8.5.6 Folder Level Permissions

This section explains the Folder Level permissions that you need to grant using BIP.
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Refer to the About Catalog Permissions section in Oracle Administrator's Guide for
Oracle BIP for more information.

Table 8-2 Folder Level Permissions

Folder Roles to be added Permissions

Argus Insight AIAdminRole Full access

Argus Insight > General > AlDataModelerRole, AIRole AlIDataModelerRole - Full
Data Model access

AlRole - Read, Run,
Schedule, and View report

Argus Insight > General >  AlRole Full access

Reports

Argus Insight > CoverPage AlRole Full access

Enterprise specific folders ~ Enterprise Specific Admin  Full access

Role
Enterprise Specific Folder -- Enterprise Modeler Role, Enterprise Modeler Role -
Data Model Enterprise Report Role Full access
Enterprise Report Role

-Read, Run, Schedule, and
View report

Enterprise Specific Folder -  Enterprise Report Role Full access
Reports

8.6 Configuring BIP Roles and Permissions: Bl Publisher Security Model

This section explains the users, which you need to create, and the roles that you need
to assign to those users using the BI Publisher.

This section comprises the following sub-sections:
= Argus Insight Specific Users and Roles

»  Enterprise Specific Users and Roles

8.6.1 Argus Insight Specific Users and Roles

The Argus Insight folder comprises two sub-folders:
= Data Models
= Reports

There are three types of Argus Insight specific users and their corresponding roles. The
following is the list of users that you need to create along with the name of the role for
each user:

s User Name: AIAdminRole Users, Role Name: AIAdminRole
s User Name: AlDataModeler Users, Role Name: AIDataModelerRole
s User Name: AIRole Users, Role Name: AIRole

In addition to these users that you need to create, there is a default Bl Admin User for
the application. This user is a super user with a BIP administration access and has also
got access to upload the Argus Insight repository.

The access to the Data Models and Reports folder depends on the type of the user and
the role assigned to that user. In addition, the BI publisher also allows you to add roles
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(Nested Role) to a role (Super Role). In that case, the user with the Super Role
privileges also has the privileges of the nested role. For example, a user has been
assigned an X role and you add Y role to the X role, that user also has the privileges of
the Y role, even though Y role is not directly assigned to the user.

You can refer to Managing Users and Roles: BI Publisher Security Model or Managing
Users and Roles: Oracle Fusion Middleware Security Model section, depending on the
Security Model that you are using for the steps to create users, create roles, and assign
roles to users and roles.

The following table lists the Argus Insight specific users that you need to create, the
roles that you need to assign to the users, and the description about the privileges for

each user and role:

Table 8-3 Argus Insight Specific Users and Roles

Name of the User/Role

Users/Roles to be
added

Description

BI Admin User BI Administration The BI Admin User has access to upload
(Functional Role) the Argus Insight repository and works
as a Super user who has BIP
Administration access.
ATAdminRole AlDataModelerRole  The user with this role has full access to
the Argus Insight Folder.
ATAdminRole Users ATAdminRole This user has full access to the Argus
Insight Folder.
AlDataModelerRole BI Publisher The user with this role has access to the
Developer Argus Insight Data Models and Reports
AlRole folders.
AlDataModeler Users AlDataModelerRole  The user has access to Argus Insight
Data Models and Reports folders.
AlRole BITemplate Designer =~ The users belonging to this role have
and BI Publisher read-only access to the Argus Insight
Scheduler roles Data Models folder and full access of
the Argus Insight Reports folder.
AlRole Users AlRole This user has read-only access to the

Argus Insight Data Models folder and
full access to the Argus Insight Reports
folder.

8.6.2 Enterprise Specific Users and Roles

In addition to the Argus Insight specific users and roles, you can also create Enterprise
specific users and roles, and add extra privileges to those users and roles by adding
Argus Insight specific roles to them.

Similar to the Argus Insight folder, each enterprise comprises the Data Models and

Reports folder.

There are three types of Enterprise specific users and their corresponding roles. The
following is the list of enterprise specific users that you need to create along with the
name of the role for each user:

= User Name: Enterprise Specific Admin Users, Role Name: Enterprise Admin Role

s User Name: Enterprise Modeler Role Users, Role Name: Enterprise Modeler Role

= User Name: Enterprise Report Role Users, Role Name: Enterprise Report Role
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Table 8—4 Enterprise Specific Users and Roles

Users/Roles to be
Name of the User/Role added

Description

Enterprise Admin Role AIAdminRole
(Created in 8.6.1

section)
Enterprise Specific Enterprise Admin
Admin Users Role

Enterprise Modeler Role  AlDataModelerRole
(Created in 8.6.1
section)

Enterprise Report
Role

Enterprise Modeler Role  Enterprise Modeler
Users Role

Enterprise Report Role AlRole (Created in
8.6.1 section)

Enterprise Report Role Enterprise Report
Users Role

The user belonging to this role has full
access to the Enterprise specific folder.

In addition, the user belonging to this
role also has full access to the Argus
Insight folder.

This user has full access to the
Enterprise specific Folder.

In addition, this user has full access to
the Argus Insight folder.

The user belonging to this role has
access to:

Argus Insight Data Models folder (Full
access)

Argus Insight Reports folder (Read,
Run, Schedule, View report)

Enterprise specific Data Models folder
(Full access)

Enterprise specific Reports folder (Read,
Run, Schedule, View report)
This user has access to:

Argus Insight Data Models folder (Full
access)

Argus Insight Reports folder (Read,
Run, Schedule, View report)

Enterprise specific Data Models folder
(Full access)

Enterprise specific Reports folder (Read,
Run, Schedule, View report)

The user belonging to this role has
access to:

Argus Insight Data Models folder (Read
only)

Argus Insight Reports folder (Full
access)

Enterprise specific Data Models folder
(Read only)

Enterprise specific Reports folder (Full
access)
This user has access to:

Argus Insight Data Models folder (Read
only)

Argus Insight Reports folder (Full
access)

Enterprise specific Data Models folder
(Read only)

Enterprise specific Reports folder (Full
access)
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For information on the Folder Level permissions that you need to grant using BIP,
refer to the Folder Level Permissions section.
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9

Managing the Argus Insight
Cryptography Key

This chapter describes how to update the cryptography key in Argus Insight after the
key has been updated in Argus Safety.

9.1 Updating the Cryptography Key

After the cryptography key has been updated in Argus Safety, you must update the
cryptography key in Argus Insight. This process will update all the required
passwords in Argus Insight using the new key.

To update the cryptography key and regenerate passwords:

1. Log in to the Argus Insight client.

2. Click Start.

3. Navigate to Programs, Oracle, Argus Insight, and then select Cryptography Key
Management. The Argus Insight Key Management - Login dialog box opens.

{3 Argus Insight Key Management - Login |

APRUSER Pazsword: ||

Databaze Mame: |

] Cancel

4. Log in to the Key Management tool:
a. Enter the password for the APR_USER.
b. Enter the name of the Argus Insight database.

c. Click OK. The system authenticates your login and then opens the Argus
Insight Key Management - Regenerate passwords dialog box.
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3 Argus Insight Key Management - Regenerate passwords

=101x]

Argus Key : ||

Regenerate passwaords

Cloze |

— Password regenerated for users

5. Enter the new key from the Argus Safety Server. You can copy this key from the
ArgusSecureKey.ini file, which is present on all Argus Safety Servers. Make sure

you use the exact key used by the corresponding Argus Safety Server.

6. Click Regenerate passwords to start the password regeneration process.

When the password regeneration process completes, the system:

= Displays whether the regeneration process was successful (or failed)

s  Lists the passwords that changed

Note: The list of changed passwords for the Cognos version of Argus

Insight will be different from the list for the BusinessObjects version.

9.1.1 Copying Initialization Files to Other Servers

After you change the cryptography key using the Key Management tool, you must
manually copy the ALini and Argus SecureKey.ini initialization files from the

C:\Windows folder of the Argus Insight Web Server to the following folders:

= C:\Windows of all Cognos Servers

= C:\Windows of all Argus Insight Web Servers

You must copy the ALini and Argus SecureKey.ini files to keep the cryptography key
and the APR_USER password in sync on all the servers. If you failure to copy the files,

the Cognos Server or any other Argus Insight Web Server will not function.

9.1.2 Restarting IIS and Running ETL

After you change the cryptography key, you must complete the following steps on the

Argus Insight Web Server for your changes to take effect:

1. Restart the Internet Information Services (IIS).

2. Run the incremental ETL.
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Uninstalling the Argus Insight Application

This chapter describes how to uninstall the Argus Insight application.

10.1 Uninstalling Argus Insight from the Web Server

To uninstall the Argus Insight application from the Web Server:

1. Log in to the Argus Insight Web Server as a user with administrator privileges.

Navigate to Control Panel, Programs, and then select Program and Features.

2
3. Select Uninstall or change a program.
4

Right-click on Argus Insight and select Uninstall from the menu.
@erograms andfeatures ________________________________________________ H=H|

r@f-- 8

@\7\; 5 = Control Panel = Programs = Programs and Features
File Edit View Tools Help

Tasks Uninstall or change a program

View installed updates

To uninstall a program, select it from the list and then click *Uninstal, "Change", or "Repair®.
Zet new programs enline at

‘Windows Marketplace

WY Twn Windows features on or off Orgeres = jij Views = ZpUninstal g Change @
e~ | =] Publisher | | instal... || se  |~]
E7-zip 4.65 12}30/2010 3.13MB
Mobe Reader 9.4.2 Adobe Systems Incorporated 2172011 215 MB
Argus Insight - 342012 465 MB
ST Ul ]

i5/Mcaree Agen BT
@) Mcatee virusscan Enterprise

The system starts the Argus Insight wizard and opens the Welcome screen with
options for modifying, verifying, and removing programs.
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Argus Insight - InstallShield Wizard

eify, of remove the program

ogram. This program lets you modify the

ct new program components to add or select currently install

etup exist and that the

InstaliShicld [ e Ml Hents

5. Select Remove and click Next.

The wizard prompts you to confirm that you want to completely remove the
selected application and all of its features.

6. Select Yes to continue. The wizard uninstalls the Argus Insight application and
reports when the process is completed.

Argus Insight - InstallShield Wizard

Maintenance Complete

InstallS| d has finished performing maintenance op

ifnﬁ': [ Cancel

InstallShield

7. Click Finish. The wizard informs you that the system must be restarted to
complete the uninstall of Argus Insight.

Be sure to save your work and close other open applications before continuing.

8. Click OK to restart the Argus Insight Web Server.

10.1.1 Deleting the Argus Insight Folder from the Web Server

After you uninstall the Argus Insight application, you must restart the server. In
addition, you must manually remove the Argus Insight folder from the installation
directory. The install wizard does not automatically remove this folder.

To remove the Argus Insight folder after an uninstall:

1. Login to the Argus Insight Web Server as a user with administrator privileges.
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2. Go to the Argus Insight installation directory (that is, the directory where Argus
Insight was installed before you uninstalled the application).

3. Delete the Argus Insight folder and its contents from this location.

10.1.2 Resetting the IIS

If you uninstall Argus Insight, be sure to reset the Internet Information Services (IIS)
before you install the Argus Insight application again.

10.2 Uninstalling Argus Insight from the Business Intelligence Server

With Argus Insight, you can use either Cognos 8 or BusinessObjects for your Business
Intelligence tool. To uninstall Argus Insight from either the Cognos Server or the
BusinessObjects Server, follow the procedures in Section 10.1, "Uninstalling Argus
Insight from the Web Server."
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