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Preface

This guide provides information about using and interpreting some advanced features
of Oracle's StorageTek Tape Analytics (STA). It provides concepts and procedures for
using these features.

Audience

This document is intended for new and experienced users of STA.

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle
Accessibility Program website at
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For
information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or
visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing
impaired.

Related Documents

The STA documentation set consists of the following documents.

For users of the STA application
s STA Quick Start Guide—Use this guide to introduce yourself to the STA application
and some features of the user interface.

»  STA User’s Guide—Use this guide for instructions on using STA application
features, such as the Dashboard, templates, filters, alerts, Executive Reports,
logical groups, and STA media validation.

»  STA Screen Basics Guide—Use this guide for details about the STA user interface. It
describes the screen navigation and layout, and the use of graphs and tables.

n  STA Data Reference Guide—Use this guide to look up definitions for all STA tape
library system screens and data attributes.

xi



For installers and administrators of the STA server and application

Conventions

The following text conventions are used in this document:

Xii

STA Release Notes—Read this document before installing and using STA. It
contains important release information, including known issues. This document is
provided with the STA media pack download.

STA Requirements Guide—Use this guide to learn about minimum and
recommended requirements for using STA. This guide includes the following
requirements: library, drive, server, user interface, STA media validation, and IBM
RACEF access control.

STA Installation and Configuration Guide—Use this guide to plan for installation of
STA, install the Linux operating system, install the STA application, and then
configure library connections, users, and email addresses.

STA Administration Guide—Use this guide to learn about STA administrative tasks,
such as error logging, server administration, database backup and restore, STA
services configuration, password administration, and SNMP connection
configuration.

STA Security Guide—Read this document for important STA security information,
including requirements, recommendations, and general security principles.

Third Party Licenses and Notices—Read this document for information about use of
third-party technology distributed with the STA product.

Convention Meaning

boldface Boldface type indicates graphical user interface elements associated

with an action, or terms defined in text or the glossary.

italic Italic type indicates book titles, emphasis, or placeholder variables for

which you supply particular values.

monospace Monospace type indicates commands within a paragraph, URLs, code

in examples, text that appears on the screen, or text that you enter.




What's New

This section summarizes new and enhanced features for StorageTek Tape
Analytics v2.0.

STA v2.0, April 2014

New and enhanced features are described in the following manuals.

STA Requirements Guide

New guide that includes all minimum requirements for installing STA and using
selected features

New minimum requirements to support STA v2.0

- Oracle Enterprise Linux (OEL) or Red Hat Enterprise Linux (RHEL) 6.3 or 6.4
- New minimum library firmware levels

- New drive firmware levels

Enhanced library and device support

- Support for LTO-6 drives

- Support for Oracle's StorageTek T10000D drives

- Support for SNMP library traps 13 and 14, providing enhanced library data

- Support for Tape Transport Interface (TTI) 5.40, providing enhanced data from
StorageTek T10000C and T10000D drives

STA Installation and Configuration Guide

Upgrade process to migrate STA v1.0.x database to STA v2.0
New ability to create STA usernames from within the STA user interface
New ability to assign user roles to STA usernames

Enhanced information provided when performing a library SNMP Check/Test
Connection or Get Latest Data

STA Quick Start Guide

New guide that introduces new users to the STA application and some features of
the user interface

xiii
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STA User's Guide

New guide that describes how to use STA application features and interpret the
data displayed by STA

New user roles that determine the screens and activities individual users can
access

Enhanced Dashboard

- Over 50 new graph, table, and report Dashboard portlets provide summary
views of your tape library system

- Highly customizable Dashboard display allows up to 30 portlets, arranged
and filtered according to your specifications.

— Predefined Nearline Dashboard templates provide hourly, daily, weekly, or
monthly system utilization summaries.

- New mobile Dashboard display
Enhanced template management
- New and enhanced STA predefined templates

- New Template Quick Links screen provides one-click access to predefined and
custom templates.

- New Templates Management screen provides system-wide management of all
templates.

— Users can assign their own default templates by screen.

— Users can import and export templates for sharing with other users.
Enhanced Filter dialog box, providing the following abilities:

- Filter by multiple exclusive or inclusive criteria

- Filter for blank attribute values

—  Filter by user-defined logical group

— Reset an applied screen filter with one click

New Executive Reports based on customized Dashboard templates

- User-defined Executive Report policies allow you to specify report content
and frequency.

- Reports are run automatically or on demand.

— Reports are generated in PDF format.

- Reports can be automatically emailed to selected addresses.
New logical groups for organizing drives and media

- Manual logical groups are user-maintained.

- Dynamic logical groups are automatically updated based on user-defined
criteria.

- Logical groups can be used in defining selected policies and filters.

New alert policies and generated alerts notifying you of events and conditions in
your tape library system

— User-defined alert policies allow you to specify alert generation criteria and
frequency.



— Alerts can be automatically emailed to selected addresses.
New STA media validation feature for T10000 T1 and T2 media

- Requires minimum library firmware levels and T10000C and T10000D drive
firmware levels supporting TTI 5.40.

— Provides automated media validations based on user-defined policies.
- Provides on-demand manual validations of single or multiple media.

— Media Validation Overview screen provides user management of validation
requests.

- Provides comprehensive reporting of validation results.

- Optional automated drive calibration and qualification feature ensures
validation drives are high performing.

STA Screen Basics Guide

Reorganized Navigation Bar throughout

New screen display best practices for avoiding and troubleshooting browser
display issues

New user Annotations for List View table records and Dashboard. Annotation
History is displayed in the Detail View.

Additional table Export formats—XLS, CSV, and PDF
New spark charts graph type used in Dashboard table portlets

STA Data Reference Guide

New screens for library hardware components—robots, cartridge access ports
(CAPs), pass-thru ports (PTPs), and elevators

New screens for Alerts and Media Validation activities

Notifications Overview and Analysis screens have been renamed to All Messages
Overview and Analysis

New Messages screens for libraries, drives, and media

New data attributes

- Media and Drive Health Trends

- Library and library complex capacities, including media slots and drive bays
- Library and library complex host request data

- Data for library hardware components—robots, cartridge access ports (CAPs),
pass-thru ports (PTPs), and elevators

— Drive tray serial number
—  Drive port speed

- Alerts detail and counts
- Media validation data

— Tape Alerts received from drives are now consistently labeled and grouped

XV



STA Administration Guide

= STA processes split into three managed servers, which can be managed
individually

»  Processed SNMP records are periodically purged from the database to minimize
database growth.

XVi
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Getting Started

Oracle's StorageTek Tape Analytics (STA) is an intelligent monitoring application
available exclusively for Oracle's StorageTek Modular Tape Libraries. It simplifies tape
storage management and allows you to make informed decisions about future tape
storage investments based on the current health of your environment.

STA allows you to monitor globally dispersed libraries from a single, browser-based
user interface. You can manage open systems and mainframe mixed-media, and
mixed-drive environments across multiple library platforms.

STA's detailed performance trending analyses allow you to increase the utilization and
performance of your tape investments. These analyses are based on a continually
updated database of library operations. STA captures and retains data from your tape
library environment and uses this data to calculate the health status of your library
resources (drives and media). STA aggregates data according to a variety of criteria
and displays it in tabular and graphical formats, allowing you to quickly assess
environment activity, health, and capacity.

How This Section is Organized

This section introduces you to basic login and screen display features of the STA user
interface. The following topics are discussed:

»  "Supported Devices" on page 1-1
s "STA Login Sessions" on page 1-2
s  "Login Tasks" on page 1-3

= "Help" on page 1-7

Supported Devices

This section identifies the devices supported by STA. See the STA Requirements Guide
for complete details about minimum firmware levels and other requirements.

In general, the newer the drive model and the more up-to-date the drive and library
firmware, the richer the data that STA receives and the more in-depth the analysis it
can perform. For best results, it is recommended that you update your drive and
library firmware to the most current versions.

StorageTek Modular Tape Libraries

= SL8500 standalone libraries and complexes

= SL3000
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STA Login Sessions

= SL500
= SL150
Drive and Media Types

= StorageTek T10000A, T10000B, T10000C, and T10000D drives
= StorageTek T10000T1 and T10000T2 media
= StorageTek 9840C and 9840D

s HP LTO-3, LTO-4, LTO-5, and LTO-6, full Automation Drive Interface (ADI)
support

s IBM LTO-3 and LTO-4, full ADI support
s IBM LTO-5 and LTO-6, basic support—Library Drive Interface (LDI) mode—only

Note: For LTO drives, the ADI protocol must be enabled on both the
drives and the library for STA to receive rich data about these drives.
LTO 2 and SDLT drives do not support ADI, and therefore STA
receives only minimal data about them.

STA Login Sessions

Your STA administrator will provide you with an STA username and password for
logging into STA. Once you are logged in, you have access to all STA screens and
features. See "Log In to STA" on page 1-3 for instructions.

Password Requirements
User passwords have the following format requirements:
= Must be 8-32 characters in length
= Must have at least one special character
= Must not have any of the following special characters:

<>&2? () 3%
You can change your password at any time. See "Change Your Password" on page 1-6
for details.

User Account Lockout

After five unsuccessful login attempts within a five-minute period, you will be locked
out of your user account for 30 minutes. For security reasons, your account cannot be
reset during the lockout period, even by the STA administrator, so you must wait the
full 30-minutes before attempting to log in again.

User Roles

Each STA username is assigned a user role, which determines the screens and activities
the user can access. Your user role is displayed in the Main Toolbar, next to your STA
username.

Preferences ~  Help sta_operator (Operator) ) Logout O
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The user roles are as follows:

= Viewer — Can access all screens from the Home, Tape System Hardware, and Tape
System Activity menus.

s Operator — Has all privileges of the Viewer role. Also has editing privileges for
some Setup & Administration screens and view-only privileges on Configuration
screens.

= Administrator — Has all privileges of the Operator role, plus has full editing
privileges for all Setup & Administration screens.

For a complete description of the screens and activities available to each role, see the
STA Installation and Configuration Guide.

The STA documentation identifies the user role required to access screens and perform
activities. If no role is identified, then the activity can be performed by all users.

Screen Navigation

Logging Out

Login Tasks

Log In to STA

Do not use your browser's Forward and Back (or Next and Previous) buttons for
navigating through the STA screens. The use of these buttons could produce
unpredictable results, as the data you see may be stale or out of sync with the data on
the STA server. To navigate, you should always use the methods provided by STA: the
Navigation Bar and text links.

See the STA Screen Basics Guide for complete details about STA screen navigation. Also,
see the STA Screen Basics Guide for information about troubleshooting screen display
and navigation issues.

When you are ready to finish a login session, it is recommended that you log out of
STA rather than simply closing the browser window. Logging out releases the session
memory on the STA server for other processes. If you simply close the browser
window, the session memory is not freed until the defined session timeout period is
exceeded, possibly impacting STA performance, especially if your session timeout
period is long. See "Log Out of STA" on page 1-4 for instructions.

s  "LogInto STA" on page 1-3
= "Log Out of STA" on page 1-4
= "Display STA Software Version Information" on page 1-5

= "Change Your Password" on page 1-6

Use this procedure to start an STA session. Before using this procedure, you must
verify that your computer and browser are configured correctly. See the STA
Requirements Guide for minimum requirements.

In addition, you must get the following information from your STA administrator:
= URL of the STA application

= Your STA username and password
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Log Out of STA

Use this procedure to terminate your STA session. You can terminate your session at
any time.

Start a supported Web browser on your computer.

In the Location Bar or Address field, enter the URL of the STA application. The
URL uses one of the following formats:

http://local_host_name:port_number/STA
https://local_host_name:port_number/STA

where local_host_name and port_number are the name and port number of the STA
server given to you by your STA administrator. Typically, STA runs on port 7021.

The Login screen appears.

Login @
Isername |

Passward

Login

IUnautharized use of this sike is prahibited and may
lead to disciplinary action, up to and including
kermination and/or criminal prosecution,

Enter the STA username and password you have been assigned, and then click
Login.

Depending on the preference settings for your STA username, the Accessibility
Settings dialog box may appear.

i Accessibility Settings

[ Screen reader

[~ High contrast

[~ Large fonts

[~ Do not show these options again

oK | Cancel l

IR e e T e e

Complete the Accessibility Settings dialog box, if applicable, and then click OK.
See the STA Screen Basics Guide for details on completing this dialog box.

The Dashboard appears.
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Note: It is recommended that you log out of STA rather than simply
closing the browser window. Logging out releases the session memory
on the STA server for other processes. It is especially important to log
out if your defined login session timeout period is long. See the STA
Screen Basics Guide for related information.

1. From any STA screen, click Logout in the Main Toolbar.

Preferences »  Help &sta_admin [.ﬂ.dministrab:ur]l o
Y

Your login session is terminated and the Logged Out dialog box appears.

Logged Out

You have logged out of STA

G0 to Login

2. Click Go to Login.

Logged Out

Yiou have logged out of STA

The Login screen appears. See "Log In to STA" on page 1-3 for instructions on
logging in.

Login @
Isernarme |

Paszward

Login

IUnauthorized use of this site is prohibited and mayw
lead to disciplinary action, up to and including
kermination and/or criminal prosecution,

Display STA Software Version Information

Use this procedure to display version information about the STA application and
supporting software. This information is useful whenever you contact your Oracle

support representative.

1. Click About in the status bar in the lower-right corner of the STA screen.
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Copywright i 2 i

The version information dialog box is displayed.
About

ORACLE' StorageTek Tape Analytics =

Copyright é 2012, Cracle and/or its affiiates. Al rights reserved,

STA Software Yersion: v1.0.1.420 Standard Edition
STA Software Build Date: 2012-05-25 12:0%:13
‘Weblogic App Server Yersion: 10.3.5.0

MySOL 5.5, 20-enterprise-carmmercial-
actvanced-log

Database Driver Yersion:  mysgloonnector-java-5,1.15
Database Schemna Yersion: 31,10
Database Schema Release Date: 2012-05-20 18:00:00
Database Schemna Installation 2012-05-25 10:52:09

Database Server Yersion:

i
(838
2. Click OK to dismiss the dialog box.

Change Your Password

Use this procedure to change the password for your STA username. See "Password
Requirements" on page 1-2 for details on valid password assignments.

1. Select Preferences > General from the Main Toolbar.

Help ,ﬂsta_admin (Administrator) Logout -

ok G
i g B Templates: | STA-Default »

Accessibility
Confirmations I

The General dialog box appears.

General @
Refresh interval in seconds: 480 |5
Session timeout in minutes: 30 il
Time Zone: | < Auto-detect Time Zone = El

Change Password: * | pessss
Verify Password: * | sesese

Passwords must be at least eight characters long and contain a mix of letters and
numbers,

oK Cancel
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2. In the Change Password field, enter the new password you want to assign.
The entry is masked as you type.
3. Enter the password again in the Verify Password field.

4. Click OK.
General @
Refresh interval in seconds: 480 ﬂ
Session timeout in minutes: 30 ﬂ
Time Zone: | < Auto-detect Time Zone > El

Change Password: + | sseses
Verify Password: * | sessse

Passwords must be at least eight characters long and contain a mix of letters and
numbers.

Cancel

Your password is updated, and the next time you log in, you must use the new
one.

Help

STA provides context-sensitive Help for all screens. Help buttons are located on the
following toolbars:

= Main Toolbar

Preferences « asta_admin (Administrator) Logout o

s Template Toolbar

@ Templates: m @ 5 -

= Graphics Area Toolbar

@ Format: |25 ¢

= List View Table Toolbar (Overview screens only)

@ Format: = EE | B
o |BIREB Y Y| &

= Pivot Table Toolbar (Analysis screens only)

Getting Started
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@ sEBT7%

= Dialog boxes

Help Window Layout

lonline Help - StorageTek Tape Analytics A

B Searchj

@ v @B & & Q)

F’ﬁ Contents
[ [ Getting Started E
= [ User Interface Basics
[ [] General Screen Layout
Cursor Shapes
=3 Object Selection
Tooltips
[l [ Text Link Navigation
Time Zone Adjustments
= 3 Graph Displays
= [ Table Displays
[ [] Filtering Table Data
m 3 Templates
= 3 Managing Library SNMP Connections
[ [ Libraries Qverview Screen
= 3 Library Complexes Screen
m 3 Exchanges Screen
[ [ Drives Overview and Analysis Screens
® 3 Cleaning Activities Screen
i [ Media Overview and Analysis Screens
[ [ SNMP Notifications Screen
[ 5TA Toolbar Quick Reference
[ sTa Dialog Box Reference

Y

# Index

g Search g

Find in Page D

¢ D

N
- | >

G User Interface Basics 7

Kr;)oltips H )

Atooltip is a small popup window that displays descriptive text. Tooltips are available for most
STAscreen icons, buttons, graphicimages, and text items. Move the mouse over an item to
display the tooltip.

@ Fomat =58
Wieww B B E B
Crive E
Drive WM Type  Health Ewchangs Start :
Indcatar

2011091123235 (
Ghi 20110907 05:02:34  F
QMONITOR .11 18:02:50

\ Copyright ® 2012 Oracle and'or its affiliates. All rights I'EEWE:/

Iltem Name

Description

A Title

Displays the title of the help system.

B Helpset Quick Search

Allows you to perform a quick search throughout the helpset.

C Help Toolbar

Provides direct access to commands for interacting with the helpset. See "Help
Toolbar" on page 1-9 for details.

D Topic Quick Search

Allows you to perform a quick search within the currently displayed topic.

E Help Navigation Bar

Provides three navigation tabs: Contents, Index, and Search. See the following
topics for details:

= "Help Contents Tab" on page 1-9
= "Help Index Tab" on page 1-10
= "Help Search Tab" on page 1-11

F Browse Buttons

Allows you to browse sequentially through the help topics, forward and
backward.

G Topic Breadcrumbs

Shows the current topic within the topic hierarchy. Click a parent heading to
display that topic.

H Topic Area

Displays the contents of the help topic.
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Help Toolbar

The Help Toolbar provides direct access to frequently used commands for displaying
and using the help system.

vieww | @ (S| B | B8 | @

Icon

Name Description

View -

View menu Provides the following selections:

= Maximize Reading Pane — Toggles the expansion or collapse of
the navigator pane.

= Restore Default Window Layout — Rearranges the panes
according to the default layout.

= Contents — Expands the Contents tab in the Help Navigation
Bar.

= Index - Expands the Index tab in the Help Navigation Bar.
s Search — Expands the Search tab in the Help Navigation Bar.

= Show permanent link for this topic page — Allows you to save
a link to the current topic in your browser bookmarks.

Go back/forward Allows you to retrace your steps backward and forward through
one page previously displayed topics.

Print this topic page Opens your computer's print dialog box so you can print the
current topic.

Email this topic page Opens your computer's default email application so you can email
the link to the current topic.

Link to this topic Allows you to save the link to the current topic in your browser
page bookmarks.

Help Contents Tab

The Contents tab displays the table of contents for the helpset. Topics are listed in a
hierarchical tree, with higher-level headings shown as folders. You can expand or
collapse folders to list or hide the headings within. Click a heading to display the topic
in the Topic Area.

=l Contents
= [ 5TA Help
[ [ Getting Started
=[] User InterFace Basics
@ 3 General Screen Layout
Cursar Shapes
=3 Ohject Selection
Tooltips
@ 3 Text Link Mavigation
=3 Graph Displays
& 3 Table Displays
=3 Filtering Table Data
=3 Templates
&[] Data Attribute Reference
& [ 57A Toolbar Quick Reference
®E 3 s7a Dialog Reference
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Context Menu
Right-click within the Contents Tab to bring up the Context menu.

E Contents
= [ 5T4 Help
& [ Getting Started
[ [ User Interface Basics

& [ General Screen Lavout
Cursar Shapes !

= bbb
Print This Page
% Email This Page I
To Link ko This Page i
B3 Te :
& [ Graph Collapse )
[E] |_—| Table Expand All Below s
= i_—I_IFiIterin Collapse all Below
= |_‘| Filk
& I_—I £ Show as Top |
[ [} Filtermmrosm |
H |_—| Templates l_
Menu Selection Action
Print This Page Opens your computer's print dialog box so you can print the current
topic. Also available through the Help Toolbar.
Email This Page Opens your computer's default email application so you can email
the link to this topic. Also available through the Help Toolbar.
Link to This Page Allows you save a link to the current topic in your browser
bookmarks. Also available through the Help Toolbar.
Expand Expands the selected heading.
Collapse Collapses the table of contents to hide the headings within the
selected heading.
Expand All Below Expands the selected heading and all sub-headings within it.
Collapse All Below Collapses the selected heading and all sub-headings within it.
Show As Top Displays the current heading at the top of the Contents tab.
Help Index Tab

The Index tab displays a sorted index of keywords in a two-level hierarchy. A keyword
can be associated with multiple topics.
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B Contents |

= Index |

Jumnp b kesword | dake A

Change Attributes dialog
Confirmation dialog

[ &

Confirmations dialog

Create Mew Log Bundle dialog B
cursor shapes

Daka refresh dialog

Data Refresh dialog

‘date range

... changing on graphs

... 0n graphs
... svnchronizinn arrnss aranhs @
| -
3 topics are associated with this keyword

Topic. )
changing on graphs 3TA Help
on graphs 5TA Help D
synchronizing across graphs 3TA Help

B Search

Iltem Name Description

A Jump to keyword Enter one or more words in the text field. As you type, the first keyword in the list
that matches the typed letters is selected. As more letters are typed, a more
accurate selection is made.

B Keyword list Two-level list of keywords, sorted alphabetically. Select a keyword to display the
associated topic in the Topic list.

C Expand/Collapse Pane Click to expand or collapse the Topic list.

D Topic list List of keywords. Click a keyword link to display the associated topic in the Topic
Area. Click a column heading (Topic or Source) to sort by that column.

Help Search Tab
The Search tab allows you to construct a full-text query that searches throughout the
helpset.
=l Search
Pivot Table A
® Allwords € Any words € Boolean expression
v Case Sensitive B
28 matches found D \—}
Topic Title Score A [Sour
Pivat Table Lavaout [==. =
Pivot Table Toolbar ==
Graph Summary Data For a Pivok Table 000
Pirvok Table Lawvout Tasks ===
Graph Detail For a Pivok Table Attribuke 000 i
Table Displavs [ ]
Drives — finalysis, Pivaok Table [
Media — Analysis, Pivot Table [ ]
Change Tahle Attributes and Their Me: 5
Pivot Tables ==
Freninrt Tahle Daka =
4 r | »
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Iltem Name Description

A Search text Enter one or more words in the text field. As you type, the first keyword in the list
that matches the typed letters is selected. As more letters are typed, a more
accurate selection is made.

B Selection criteria Allows you to specify selection criteria for the search.

Expand/Collapse Pane Click to expand or collapse the Topic list.

D Topic list List of search results. Includes the topic title, score, and source of each. Click a
topic link to display it in the Topic Area.

The Score column indicates the ranking of the topics according to how well they
match the search criteria. By default, all topics are sorted by Score. Click a column
heading (Topic Title, Score, or Source) to sort by that column.
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Dashboard

The Dashboard is the first screen you see when you log in. It consists of multiple
portlets, each showing a different view of your tape library system.

This section describes the concepts and detailed procedures associated with this
process. Sections are:

"Using the Dashboard" on page 2-1
"Dashboard Layout" on page 2-6

"Portlet Types" on page 2-8

"Mobile Dashboard Display" on page 2-11
"Dashboard Tasks" on page 2-13

Using the Dashboard

Following is an example of the default Dashboard delivered with STA. Your display
may differ if another Dashboard template has been assigned as the default for your
STA username.
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'Dashboard

@ Format: ‘Column Count:

Media Health

@F T X
Lroz |
LT3 :_

Type

LTO4

LTOS

LTO CLMU

o woe e Qg

R
MNumber of Media

M Action B Evaluate B Monitor
W Use 3 Unknown

Action Media @YX
Volser  |Media Type | Action Date |
CLNUG1 LTO_CLNU  2013-06-1404:02:59

4 T | 3

Library Media Cells

@ = VXK

1.92%
25.00%

3.85%

7.69% 46.15%
15.38%
Media Type
WLToz WLTC3 LT
WLTOS BLTo_CLNU M Unallocated

3 §| Row Height:

wE @ -
Drive Health @ 8 N 4
= 1705
2
a

MNumber of Drives

W Action  EEvaluate B Monitor
W Use 1 Unknown
Action Drives DETX
3 . Drive g
Drive Serial Mumnber Model | Acti

Mo drives currently in ACTION state

4 1 | 3

Library Drive Bays

OF - g 4

100.00%

Driw

e Type
WLTOS W Unallocated

@  Templates: E E‘

Library Health

@YX

MNumber of Libraries

W Non-Operative [l Degraded
W Normal W Unknown

Libra

Cum. Data Read/Written [OF = $ X
14m
13m
1M
—Read
= Written
61613
61513 61713
Date
Cart Movements (Daily) @ EX
2
£ =—Enters
= — Ejects
a1 = Other
1]
614113 61613
61513 61713

Date

Customizing the Dashboard

The Dashboard is fully customizable. There are over 50 different portlets to display,
each one showing a different set of analytic and summary data collected by STA. You
can include a maximum of 30 portlets at one time. See "Portlet Types" on page 2-8 for
descriptions of the available portlets.

You can rearrange portlets, change their sizes, and filter the data that is shown on each

portlet. See "Dashboard Tasks" on page 2-13 for instructions.

Dashboard Templates

If you have Operator or Administrator privileges, once you have arranged a
Dashboard the way you like, you can save the display as a customized Dashboard
template. The order and size of the portlets and any applied filters are saved as part of

the template.

Dashboard templates are the basis of Executive Reports. See "Executive Reports" on

page 6-1 for details.
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Note: It may take some time for a complex Dashboard arrangement
to load on your screen. Applying filters to Dashboard portlets can also
impact the screen loading time. If you experience long load times, you
may want to break up a complex Dashboard into multiple, smaller
Dashboards.

Default Dashboard

Your default Dashboard view is determined by your STA username, not your user
role. There may be a different default Dashboard template for each STA username.

Times Displayed on the Dashboard

Because the Dashboard reports high-level summaries for your entire tape library
system, all data is reported in UTC time. In contrast, all other STA screens report times
adjusted for your local time zone (as specified in the time zone preferences for your
STA username; see theSTA User’s Guide for details).

In the sample Maximum Mount Time (Hourly) graph below, the selected mount shows
a date and time of 3/18/14 9:00 AM. However, if you were to view this mount on the
Exchanges Overview screen, the date and time would be adjusted to your time zone
preference. For example, if your preference setting were UTC-5, the selected mount
would show a date and time of 3/18/14 4:00 AM.on the Exchanges Overview screen.

Max Mount Time (Hourly) @ fﬁ' .E x

Date and Time| 31814 9:00 AM
Mount Time: 88,

Bak
55K
41K
27K
14K

QK

Seconds

Date and Time

Dashboard line graph portlet titled Hourly Maximum Mount Time. The tooltip for the
mount selected on the graph indicates Date and Time 3/10/14 9:00 AM, and Mount
Time 68,762.

34 3 e 3 e e 3 e 3 e e e e 3 3 e 3 e A e 3 e S S A S e e S A S A e A A e A KN A AN KN A A KA A KA A AN AN

Linking to Detail Screens

Some Dashboard portlets provide links to other STA screens, allowing you to drill
down to more detail about the selected resources. See "Filtering Using Dashboard
Graphics" on page 4-9 and "Apply a Filter From the Dashboard" on page 4-18 for
additional information.
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Graph Links

Bar charts, pie charts, and area charts bring up the List View for the selected resource,
with a filter applied to the screen display. The following screens show how clicking on
a pie chart section brings up the Media — Overview screen List View, filtered to show
only the selected media type.

Library Media Cells @ ﬁ‘ W X

ia Type: LTOE
unt: 17

ibrary Media Cells

Media Type

Media - Overview @  Templates: | Default +
@ Format: || 5
Box JHXK BOw /HXK BO v /X
MB Read MB Write Avg Mount R/W MB/sec
400K 3.500K
350K ¢ T
’A‘ 3,000K \“
_ 30 7% 250K \
@ 250K Pl * o A
200K i %, ..System B 20008 v __System .. System
el i A Average % 1 500K Awerage Average
I 150K A =
= K = .
ook . 1,000K
-
50K /‘ 500K
K
R R~ (I S R R~ o S~ R~ S S
5 £ b g = & &2 b g g 2 & & b g
Date Date Date
L]
@ Fomat: = EE ,E, Applied Filter: Media Type Is LTOS
v R BOB TS| H _
2 Media = Drive
m\;r;:rSenal Media Type |Health Last Annotation ﬁa:ﬂi:ﬁ”al Drive WWNN Crive Type Hea_hh Last Exchange Start
Indicator Indicator
STAS00 LTOS " HU19477NPW 50:01:04:F0:00:88:06:10  HpUltriums “ 2013-06-23 15:00:28 =
STAS03 LTOS [ HU1947 NP 50:01:04:F0:00:88:06:10  HpUltriums e 2013-06-23 15:37:05
STAS04 LTOS i HU19477NPW 50:01:04:F0:00:88:06:10  HpUltrium5 [ 2013-06-23 17:43:15
050365 LTOS e HU19477NPW 50:01:04:F0:00:88:06:10  HpUltrium5 e 2013-06-26 13:37:45
STAS01 LTS é 9168025768 50:01:04:F0:00:68:06:0D0  IbmUltrium5 e 2013-06-23 15:07:533 |=
STAS02 LTOS é 9168025768 50:01:04:F0:00:88:06:00  IbmUltrium5 é 2013-06-23 15:23:13

Some graph sections may not have associated Overview screen information to display.
For example, in the Library Media Slots portlet below, there is no media detail
available for the Unallocated category, which represents media slots that are empty or
not activated. Therefore, clicking on this section of the pie has no effect.
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Library Media Slots @ = vV X

k

Media Type: Unallocated
499, Count: 7,429 I

Media Type

Unallocated

Text Links

Some table portlets include text links, which bring up the Detail View for the selected
resource. The following screens show how the drive serial number link on a
Dashboard portlet brings up the Drives — Overview screen Detail View for the selected
drive. See the STA Screen Basics Guide for additional information on text links.

Drives Requiring the Most Cleaning per MB @ %ﬂ'; ? x
Drive Serial Mumber | Drive Model |

iR B LTOS
3168025 ::h TS

[ Drive Serial Mumber ]
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Drives - Overview
@ ot 05 E @
BOw SHX| BO% F8K
MB Raad M8 Write
A0k 7000k
3500 &, 000K
A
il ,"n' = 0K
[
SEE (] = 4t Jagyatem
& =0 'lr |I‘ __i'i’,'til’rl_ 2 K E\‘-r;l:slanqe
B, 200K F it —E;;i':gf ) : Sl — 81EA025766
£ sk ! '. 2EBESTRG 2000k
{
10 ! \ l.gooic
[ ,‘
50 |7

file 4__/_5

® et [Cedt- @ R

BO% JHEX
Mount B/W M8/sec
120
=1

100 / 7

1
__ifstern

0 e | —— Yefzige

o Drke
~916EN257E8

L

2013 JRIZAN3
2213 &IEM3
Drate
@ Fomsk = ES @

(Details for Drive 9168025768 )
Drive

D Serlst Mlmbier: 9168025768
Tl Tray SSrial Numbes:

Monitored smee 2013-B6-20 13:0438  *

Media
Vollme Serlah Numbet (VSN): T3B095

Dohee WALNN:
Erfve Typa:
Grve Health Indicstors
Last Tirve Netification:
By WWPN Fort 20z
Drive WWPN (Part 8]
Cirliez Mbdet:
Drne Mzwifach e
Enaryyitin Capshis:
Crnve Interfacs:
Crve Properties Lpdateds
Drrva Frmware Versiom

Orive Exdhancs Selue:  GOOD
STA Start Tracking:  2013-06-20 13:0439 Bisis Conpression Rapag: 1:1
STA Stop Tracking: Alert: Oy Load mit: Ho
— Excnange Orive Suspicion:  0000% y
[ SIS S R S Fwrhamna Trive Cesmna Mo

Tray 0 1 My fctursr Sanal 0758102312 E
50:01:04:F0:00:68:06:00 Nurbers

Thmuitriums Medis Health Indicstor: USE

vsE ViRMVlSsfe Media:  Ho

UKHOWN Clesning Madia: Mo
50:01:04:F0-00:88:06:0F =

50:01:04:F0:00:B8:06:0F Hast Recent Excliange:

LTOS Excnange Start:  2013-06-26 13:49:00
1BM Exchange Elapged Time: B39

Yot Exchange Mot Time:  :02:12

FIBRE Mokt RAW MBfssct 14:23

2013-06-20 13:09:39 Exchisrge Rezording Technigue: 1TO4
CIRB

Dashboard Layout

The Dashboard is divided into equal-sized portlets that are arranged in columns and

rows. There can be from one to five columns, and any number of rows. Rows can be
100 to 600 pixels in height.

2-6 StorageTek Tape Analytics User's Guide



Dashboard Layout

Dashboard (I\ & Tempees [Defmit. BB @
@ Formsl: Colienn it 1.‘;:* Renw Hedlght: 254 _E-i i - B) .
 Mediaticalth @ Eﬂ W i\ Drive Health : E® ﬁ TR =
L( C D \
| Sjjar.
s | - ‘ F
L — res | .
- LT CLINL _ -
] "‘.-:Ili-ll'l -] E.-glu.:lt-_-l Iilfi.t;:nllc-rl ] ."‘iclllr_\.ll W Evaliate ﬁ;v1c-r:|r-:-| ‘ Ll é
B Unikapm i Unigt
\ J
Library Health DETX Action Media 'j)ﬁ TX

Volser  [Media Type BAction Bate
Mo media currently i ACTION state

B Non-Opemflve B Degraded

W LUnknean

Mz al L

& Ml

1)

Item Name Description

A Template Toolbar Provides direct access to commands for applying and managing templates. This
toolbar appears on most STA screens. See "Templates Toolbar" on page 3-5 for
details.

B Dashboard Toolbar Provides direct access to commands for managing the Dashboard display. See
"Dashboard Toolbar" on page 2-7 for descriptions of each icon.

C Dashboard portlet Dashboard portlets are arranged in columns and rows. Each portlet shows a
different high-level view of your tape library system. See "Dashboard Portlets" on
page A-1 for details.

D Dashboard portlet title  Identifies the type of data in the portlet. See "Dashboard Portlets" on page A-1 for

details.

E Dashboard portlet Provides direct access to commands for manipulating the display of this
toolbar Dashboard portlet. See "Dashboard Portlet Toolbar" on page 2-8 for details.

F Dashboard portlet Shaded area at the top of the Dashboard portlet. Allows you to grab the portlet
border and move it. See the STA Screen Basics Guide for details.

G Vertical scrollbar Appears only if there are additional rows below the bottom of the screen.

Dashboard Toolbar

The Dashboard Toolbar appears at the top of the Dashboard. It provides direct access
to frequently used commands for controlling the overall display of the Dashboard.

@

Format:

Column Court:

k03 | @ -

2 §| Row Height:
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Icon Name

Description

@ Help

Displays help for the Dashboard.
Related Topic: "Help" on page 1-7

~1 Column Count
Column Count: 3 J

Displays the number of columns in the Dashboard display and allows
you to change it.

Related Topic: "Change the Dashboard Column and Row Layout" on
page 2-14

Row Height
Row Height: | 250 (3 5

Displays the height of each Dashboard row, in pixels, and allows you to
change it.

Related Topic: "Change the Dashboard Column and Row Layout" on
page 2-14

! Add Portlet
ﬂ' = menu

g Graphs  »
fHTables  »
= Reports ¢

Menu provides options for you to add selected graph, table, or report
portlets to the Dashboard display.

Related Topic: "Add a Dashboard Portlet" on page 2-15

Dashboard Portlet Toolbar

The Dashboard Portlet toolbar appears at the top of each Dashboard portlet. It
provides direct access to frequently used commands for modifying the portlet.

Icon Name

Description

'@ Panel Information Displays a description of the portlet and allows you to add an

annotation, which appears on Executive Reports.

Related Task "Add or Change a Dashboard Portlet Annotation"
on page 2-17

Detach Pane

Detaches the portlet from the screen and displays it in a separate
window in the browser foreground.

Related Topic: the STA Screen Basics Guide

? Filter Data

Displays a dialog box that allows you to define, modify, or reset
filter criteria and apply them to the portlet. The first icon
indicates there is no filter in effect; the second icon indicates a
filter has been applied.

Related Topic: "Apply or Change a Dashboard Portlet Filter" on
page 2-18 and "Clear a Dashboard Portlet Filter" on page 2-20

x Remove Pane

Deletes the portlet from the Dashboard display.
Related Topic: the STA Screen Basics Guide

Portlet Types

The following portlet types are available:

s "Graph Portlets" on page 2-9

» 'Table Portlets" on page 2-10

= "Report Portlets" on page 2-11
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See "Dashboard Portlets" on page A-1 for descriptions of the available portlets.

Graph Portlets

The following types of graph portlets are available. See "Graph Portlets" on page A-1
for descriptions of individual portlets. See the STA Screen Basics Guide for additional

details about the display and uses of the various graph types.

s  Bar chart—Used for point-in-time data.

Media Health @ = 7 X

[
LToZ |
L
B LTOS |
= e
i LTO4 |
- LTOS
LTO_CLNU
Swoeedhe S ENS

Mumber of Media

W Action B Evaluate B Maonitaor
lUse 2 Unknown

»  Pie charts—Used for point-in-time data.

Library Media Cells @ %3 '\_I-i? R

1.82%
25.00% 3.85%

7.69% 46.15%
15.38%
Media Type
WLTOZ ELTO3 WLTO4
WLTOS WLTC CLMU I Unallocated

s Line graphs—Used for date and time range data.

Dashboard 2-9



Portlet Types

Mounts (Daily) @ = B X

200
720
G40
360
480
400
320
240
160
a0
0

B/2013 B23M3 B25013
2113 2413 ZEM13

Date

Count

For line graphs where there is only a single point of data—for example, a monthly
graph where only a single month's data exists—a bar graph is displayed instead.
Following is an example.

Mounts (Monthhy)

18K
16K
14K
13K
11K
Gk
7K
Sk
4K
2K
0K

Lount

Jun-2012
Date

Table Portlets

The following types of table portlets are available. See "Table Portlets" on page A-4 for
descriptions of individual portlets.

= List table—Displays data in a traditional list table.
Action Media D= VXK
Valser |I"-"IE|:|ia Type| Action Date |
CLMNUS1 LTO_CLNU  2013-06-24 06:22:24

1| 1] [ F

»  Trend report—Includes an embedded spark chart showing start, end, high, and low
values over the range. See the STA Screen Basics Guide for additional information
about spark charts.
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Data Read/Written Trends @ = TV X
Type |5tar1£ Value | Trend Data | End value | High Value | Low

Read Ll L _,.,-'-""----‘H-."'I 100,529 339,143

Written 416,804, - = 1,902,336 6,674,756

Readand Written 435,983, _ 7 ™ 2,002,865 6,395,080

4| 0 b

Report Portlets

Report portlets are text-only windows showing current information. See "Report
Portlets" on page A-5 for descriptions of individual portlets.

Media Health Report @ ﬁ‘ ? x

Total Media Monitored @ 49

Media in ACTION state :
Media in EVALUATE state :
Media in MOMITOR state :

Media in USE state :
Media in UNEMOWM state : 40

L5 [ Y [ Y

Mobile Dashboard Display

STA supports the Dashboard display on mobile devices. You can display any
Dashboard template available to your STA username. Regardless of your user role,
however, the mobile display is read-only. You cannot link to other screens from the
Dashboard nor can you rearrange portlets and save templates. Therefore, Dashboard
templates accessed from a mobile device must first be created through a desktop STA
connection.

The Dashboard display is automatically optimized for your mobile device. For
example, a three-column template may display in single column on a mobile phone
but two columns on a tablet. Device rotation is also supported. See Figure 2-1 and
Figure 2-2 for sample Dashboard displays.
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Figure 2-1 Sample Mobile Dashboard Display on a Tablet

ORACLE StorageTek Tape Analy

HoieDash n

Figure 2-2 Sample Mobile Dashboard Display on a Mobile Phone

ORACLE
T
R
]
'
N
|
- - + m -
Bres Hasith
Copyright & 2012, 2014
< » m @

Mobile Display Requirements

The following table lists the device operating system requirements for mobile display.
In addition, all devices must run the default browser version provided with the device
operating system.
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Device Type Operating System

Apple iPhone and iPad i0S 5.0 and above

»  iPhone 4S runs iOS 5.0

s iPhone 5 runs iOS 6.0

s iPad3 supports iOS 5.1.1

s iPads 4 and 5 support iOS 6.13

Google Android Android 2.3 and above

= Samsung and Amazon tablets run Android
version 4.0

= Google tablets run Android version 4.1

Blackberry Blackberry 7 OS and above

Windows tablets Latest version

Accessing STA From Your Mobile Device

Your mobile device must have access to the network on which STA is running.

If the network is publicly accessible, you can simply open a browser window on
your mobile device, enter the URL of the STA application, and then log in with
your STA username and password. See "Log In to STA" on page 1-3 for
instructions.

If the network is protected by a firewall or virtual private network (VPN), see your
system administrator for access instructions.

Dashboard Tasks

These procedures allow you to modify the appearance and arrangement of the
Dashboard. If you have Operator or Administrator privileges, once you have modified
the Dashboard display, you can save the arrangement as a Dashboard template.

"Change the Dashboard Column and Row Layout" on page 2-14
"Add a Dashboard Portlet" on page 2-15

"Add or Change a Dashboard Portlet Annotation" on page 2-17
"Apply or Change a Dashboard Portlet Filter" on page 2-18
"Clear a Dashboard Portlet Filter" on page 2-20

"Display the Dashboard on a Mobile Device" on page 2-22

You can also perform the following procedures with the Dashboard, and the
instructions are the same as for other STA display areas.

Detach a Dashboard portlet. See the STA Screen Basics Guide
Remove a Dashboard portlet. See the STA Screen Basics Guide.

Save the current Dashboard display as a new or modified template (Operator and
Administrator users only). See "Create a Template" on page 3-12 or "Modify a
Template" on page 3-14 for detailed instructions.
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Change the Dashboard Column and Row Layout
You can change the size of the individual Dashboard portlets by modifying the column
count and row height.

1. In the Navigation Bar, select Home > Dashboard.

Homse

GED

Executive Reports

The default Dashboard for your STA username is displayed.

2. To change the number of portlet columns, and therefore the width of each portlet,
enter a number in the Column Count field in the Dashboard toolbar. You can also
use the spinbox control arrows to change the field value. Valid entries are 1 to 5.

'Dashboard
@  Format: Cnb.rmCu.anm-Heoght: =E Q8 @ -
Media Health D T ¥ orivesealth @k

The change takes effect as soon as you press Enter or move the cursor to another
area of the screen.

'Dashboard ® Tergates: [Acenais BE 3

@ Format: CokmnCounk: 45| RowHeght: | 203 Q@ @ -

Media Health & - Drive Health & o Library Status Fa Media Watch List P
& r & ¢ B m
SE400_CLN | UM MOV ELISE-E vok Media Type |Health
T10000T2 g8a0c S | |Indieater
00T2 b .
2 TI0000A M £ su3000 [ MO SBH0R o
= i -
Lro3 | 7100000 § 5 5L500 — arEx moanm @
LTO1_CLN = Ltos B stssoo [ aness  roanw @
- VLS i — SE0022  LTOS Q
& : S EEEE e SFEIZ  LTOS Q9
e - LTS043  LTOS D
: ’ h W Hon-Operative
Wacticon W Evaluate Waction  Evaluate W Degraded
W Monitor [ Use W Monikor [ Use W Hormal
I Unidanecem I Unlnown W Unknown o —— .

Note: If you increase the number of columns, the Dashboard Portlet
toolbars may be truncated due to lack of space. Any hidden icons are
available from the menu at the far-right of the toolbar.

Hedia Health
S8400_CLN |
= TI0D0OTZ &

LTOZ
'

LTOW_CLN
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3. To change the height of each portlet, enter a number in the Row Height field in the
Dashboard toolbar. You can also use the spinbox control arrows to change the field
value. Valid entries are 100 to 600.

'Dashboard
@ Format: CobmnCount: | 35| Fow Height: Q @ -
Hedia Health DT X | DriveHealth D E

The change takes effect as soon as you press Enter or move the cursor to another
area of the screen.

Dashboard @ Tewtes: |STadefout~ [BEH &
@  Format: Coburn Count: 33 RewHeght: sy Q@ -

Media Health @ T ¥ | Drive Health D EH T X | braryStatus DHETX
2400 _CLN UNMKNOWN & SL150 —
= T [ = o SLESOn —
HEE = ol poo_EFa T emMBemEEEram [
WAt @Eal i.":l'n H. -'.-". Link WAt l{Eval i'..!'n .l.:"v: Link W Hon- HDegra i.‘.".rr.n: [ [ty

Media Watch List @ B 7 ¥ | orives watch List W E 7 X | cum. Data Read/written (1) = E ¥
Micha Madha Drive Drive: A0

Voer |MediaType|Health  |Health Drive Serial Mumber [ Heaith 158 - —feal
Indicator  [Trend | |Incicator = Wrie

_______ — . — [ ——— —— = 1 1F1na

" —Read

Add a Dashboard Portlet

Use this procedure to add a portlet to the Dashboard display. You can include a
maximum of 30 portlets.

You can add more than one instance of the same type of portlet, and you can filter each
instance differently so you can focus on different data. For example, you may want to
add two separate Media Health portlets: one for big libraries (SL3000 and SL8500) and
one for small (SL150 and SL500).

Note: Adding a large number of Dashboard portlets may result in
the portlet legends being truncated or not displayed at all. If this
occurs, you may want to remove some portlets to restore the legends.

1. In the Navigation Bar, select Home > Dashboard.

Homse

GED

Exeoulive Reports

The default Dashboard for your STA username is displayed.
2. In the Dashboard toolbar, select the Add Portlet menu.
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'Dashboard

@ Format: ColmnCount: | 3o RowHsight: | 250 5
Media Health WE T % orvetealth
98400_CLN | LINKNOWN
© T10000TT  pes GR40C —

Submenus are listed for the portlet types—Graphs, Tables, or Reports.

From the appropriate portlet submenu, select the specific portlet you want to add.
Time-related portlets provide you with options for Monthly, Weekly, Daily, or
Hourly time increments.

Dashboard @ Templates: |sTanefmit- [ E | &
@ Fomat: CoumnCount: | 33 RowHeght | 2503 | Q | RS
Media Health D H 7 ¥ DriveHealth Alarts R 1
98400_CLN | UMKNOWN & = Alerts Trends
p TI0000TT s _ opunc B Cumulative Data Read and Written
= T10000T2_CLN [™™ - o= Drive Actvity Trends
£ LToz B - ( Drive Conaurrent Lisage: l:] Monthly
g 3 3 Tioo000 B
= LTS5 L: = Orive Health
LTOT_CLNL T T T LrﬁE e Health T
CRWURE o S '-"""f. rends
- g%EEEE ::".:."SEEE.'!EEE Drive Utiization *
Mumber of Media Number of Drives Drives Avalabls ®
Wacion  WEvakate BMonior Waction  WEvakiate WMonior 170 Throughput *

The portlet is added to the end of the Dashboard display. You may need to use the
vertical scrollbar to view it. To move the portlet to a new position, see the STA
Screen Basics Guide.

Dashboard @ Templates: |sTaDefadt~ [ B @ &
@ Fomst: ComnCount: | 33 Rowmeght: | 203 | Q
' 0% 1.55% | | I— w
T9% % 5 16% 1.95% I:ﬂ: o o o o b
- = o= BEOR] R Opd B
Media Type Dvive Type 35BS 58S
WU loed.. lses,. W54 Eune EoRs EoEs . Eoed b b B b BB R B
W40 EEes. mETo., m@Te W84 @54 @ET0.. WETI0.
ETi0. mTi0. ETI0. 500 ETi0. mTi0, ELTOZ CLTOS Drate

@e&nﬂmtm{m E .{E

L BOUDO%
= 40.00%
:
T noos
Date
Mo Moo W10.. Mz0.. W30 I
W40 W50 WG0. W7D, WE0..
WeD. 0. ET .. W WL
W4 mi5. miE

1
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Add or Change a Dashboard Portlet Annotation

Use this procedure to add or modify a user-defined text annotation for the current
portlet. The annotation appears on Executive Reports and can be used for a variety of
purposes, such as clarifying the information displayed or drawing attention to specific
data.

Note: The text you enter is specific to the current Dashboard
template. For example, if the Drive Health portlet appears in several
Dashboard templates, each instance of the Drive Health portlet can
have a different annotation associated with it.

Note: Annotation text is specific to your STA username. For
example, annotations entered by one user on the Drive Health portlet
do not appear to a user logged in with a different STA username.

Annotations can be up to 1,000 ASCII characters in length. There are no formatting
options, such as boldface or color. Also, spacing options, such as forced line feeds, are
not preserved on the Executive Reports.

For an annotation to appear on an Executive Report, the current Dashboard view must
be saved as a template. Additionally, if you modify a portlet annotation, any existing
Dashboard templates using that portlet must be re-saved in order for the updated
annotation to appear on Executive Reports. See "Create a Template" on page 3-12 and
"Modify a Template" on page 3-14 for detailed instructions.

1. In the Navigation Bar, select Home > Dashboard.

Homse

1 %-._-_- rd

Exequlive Reparts

The default Dashboard for your STA username is displayed.

2. Click Panel Information in the Portlet Toolbar of the Dashboard portlet you want
to annotate.

Dashboard
@ Format Colemn Count: 35| RowHeight: 50§
Media Health 7 3 Drive Heal
T10000T1
-
T 1 CLN
LRl ML
] EEauate EW [ ]
[} g ] B

The Annotate dialog box appears.
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3. Enter the annotation text you want to appear in this instance of the portlet, and
click Save Annotation to save the information. Annotations can be up to 1,000
characters in length.

Note: To better view the text, you can resize the dialog box by
grabbing the lower-right corner of the text area and stretching it.

2 Annctate 2@

The Madia Health graph shows the curment media haalth, based on analyss af Every
exchange in which each meda has been imolved. The analytics take into account historical
drive and meda health,

Yeun may enber up to 1,000 characters. This text will be displayed on printed reports.

Gty

Once saved, the annotation is not visible on the Dashboard portlet itself, but can
be viewed by clicking Panel Information again. To have the annotation appear on
an Executive Report based on this Dashboard display, you must save the display
as a new template or an update to an existing template.

Caution: To retain this annotation for future login sessions, you must
save the current display as a template or an update to an existing
template. If you log out of this session without saving the template,
the annotation will be lost for future login sessions and Executive
Report runs.

Apply or Change a Dashboard Portlet Filter

Use this procedure to change the data displayed on a Dashboard portlet by applying a
new filter or modifying an existing one.

Note: To remove all filter criteria from a Dashboard portlet, see
"Clear a Dashboard Portlet Filter" on page 2-20.

If a filter has been applied to a portlet, the Applied Filter icon is displayed. Some
portlets are filtered by default, so they include this icon already. Hover the mouse over
the icon to display a description of the applied filter.

The criteria for filtering Dashboard portlets varies by portlet type. For example, you
can filter most line graphs by a date range, but you cannot do so for a pie chart.

1. In the Navigation Bar, select Home > Dashboard.
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Homse

QD

Exsoutive Reparts

The default Dashboard for your STA username is displayed.

2. On the Dashboard Portlet toolbar of the portlet you want to modify, click Filter. If
the portlet already has a filter applied, click Applied Filter.

' Dashboard

] Format: Column Count: 3 :l Row Height: 250 :J i

Cum. Data Read /Written (L) Media Health

L I —_— To0001

£ 208 T1D0ITI_CL

B Action ']
]

The Filter Data dialog box appears. If no filter has been applied, the dialog box
displays the default settings. If a filter is already in effect, the criteria are displayed
in the dialog box.

“F Filter Data 11
Eter Matching: @ Malch ANY of the folowing & |
Match ALL of the following
Date (Mo, Days) [w] |La2a than = days age [=] |30 3¢

Apply | Reset | Cancel |

3. Specify the filter criteria in the dialog box, as follows:

a. In the Filter Matching field, select one of the options to indicate whether you
want to match any or all of the criteria you specify. See "Filter Data Dialog
Box" on page 4-2 for details.
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b. Indicate the filter criteria for as many portlet attributes as you want. Click Add
new filter criteria row to add more criteria.

c. Toremove filter criteria, click Remove this filter criteria row.

4. Verify that your specifications are correct, and then click Apply.

I Filter Data DR
Fater Matching: 8 Match ANY of the following 2+ |
Pl PRI S Match AL of the following
Date (Na. Days) [=] |Lats than = days age [=] |30 5 |
Library Model |=l |1s [w] | SLE500 - % |

The following updates are made to the Dashboard portlet:

»  The portlet displays a summary or analysis of only the records that match the
criteria you have specified.

»  The Dashboard Portlet Toolbar displays the Applied Filter icon.

"Dashboard

@ Format: CobmnCount: | 33| RowHeight: | 2503

Cum. Data Read [Written 'j} H g X Hedia Hea

645
LEE

.., 00005

Clear a Dashboard Portlet Filter

Use this procedure to remove all filter criteria from a Dashboard portlet. Unlike graph
portlets on other screens, there is no Reset Filter icon available on Dashboard portlets.
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Note: To remove selected (not all) filter criteria from a Dashboard
portlet, see "Apply or Change a Dashboard Portlet Filter" on
page 2-18.

1. In the Navigation Bar, select Home > Dashboard.

Homse

GED

Exequtive Reports

The default Dashboard for your STA username is displayed.
2. Click Filter Data in the Dashboard Portlet Toolbar.

' Dashboard

@ Format: CobmnCount: | 333 RowHeight: | 25003 |

Cum. Data Read /Written (L) Media Health

B T100001

358 :

£ 28 - & T10000T1_CL
3B —head '
5B = Wniten 100001

66 ~ T10000_CLK

B Action ']
W

The Filter Data dialog box appears, and all selection criteria currently in effect are
indicated.

3. C(lick Reset.

“f Filter Data P8

@ Match ANY of the following
Match ALL of the follawing

Date (Mo, Days) [=] |Less than = daysage [=] [0

Filttesr Mabekirg:

x
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The following updates are made to the Dashboard Portlet:

—  Allfilter criteria are removed from the portlet so it displays all available
records.

— The Dashboard Portlet Toolbar displays the Filter icon.

Dashboard
@ Format: ColenCount: | 33| RowHeight: | 2503
Cum. Data Read[Written (E) d@ Media Health
i -

i1E

Display the Dashboard on a Mobile Device

Use this procedure to display a read-only version of the Dashboard on a mobile
device, such as a mobile phone or tablet. See "Mobile Display Requirements" on
page 2-12 to verify that your device is supported.

Note: Before performing this procedure, you must obtain access to
the network on which STA is running. See "Accessing STA From Your
Mobile Device" on page 2-13 for details.

Note: The examples in this procedure are from a mobile phone
display.

1. Start a browser window on your mobile device and log in to STA. See "Log In to
STA" on page 1-3 for details.

The default Dashboard template for your STA username is displayed.
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[ B B Caaboals W Masdis B Uis Pl
C 2012, 2014 Lagout
———————

2. To change the display, select the template you want to view from the Templates
menu.

MB-Media-MWDH

v MB-MountsMoves-MWDH

MEBE-SystemHealthStatusAction

3. Tolog out, click the Logout link at the bottom of the screen.
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Templates

Templates provide modified STA screen views that can be saved, reused, and shared
with other users. This chapter describes the concepts and detailed procedures for
creating, using, and managing templates. Sections are as follows:

s "Using Templates" on page 3-1

s "Defining and Managing Templates" on page 3-2
» "Template Toolbars and Screens" on page 3-4

»  "Template Usage Tasks" on page 3-7

= "Template Management Tasks" on page 3-12

Using Templates

Templates are available for the Dashboard and all screens on the Tape System
Hardware and Tape System Activity tabs. They are not available for screens on the
Setup & Administration tab.

Templates are screen-specific; a template for the Drives — Overview screen can be
applied to that screen only and cannot be applied to the Drives — Analysis screen, for
example. Each screen has a default template, which is the one that is automatically
applied when you first navigate to that screen in a login session.

To apply a different template to a screen, you simply select the template you want to
use from the Templates menu in the Templates toolbar. If you leave the screen and
later return, the last-used template remains applied.

Template Defaults

In any given login session, the first time you navigate to a screen, the screen is
displayed using the default template. Each screen has its own default, which you can
designate. The default templates for each screen are user-specific, so each STA
username may have its own set of assigned defaults. Each screen can have only one
default.

You can assign defaults for your current STA username only. See "Set the Default
Template for a Screen" on page 3-10 and "Clear the Default Template for a Screen" on
page 3-11 for instructions.

The predefined templates provided with STA include a set of initial screen defaults.
These templates are all named "STA-Default," one for each screen.
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Predefined Templates

STA is delivered with a set of predefined templates that provide frequently used
information about library resources (such as libraries, drives, media) and events (such
as exchanges and cleaning activities).

Predefined templates are available to all users, but only users with Operator or
Administrator privileges can make changes to them. You cannot modify the
predefined templates directly; instead, you must save any changes to a new, custom
template. You can, however, delete predefined templates that you do not use and then
later restore them.

Custom Templates

Any number of custom templates can be created for each screen. Only users with
Operator or Administrator privileges can create or modify custom templates.

You create a custom template by modifying the current screen—such as changing
graphed attributes, re-ordering columns in a list view table, or applying filter
criteria—and then saving the new display as a template. When you save a template
you assign it a name and designate its visibility (public or private) setting.

Once you have saved a custom template, it is immediately available for the current
and future login sessions.

User Roles for Template Usage Activities

Some template activities can be performed by all user roles, whereas others are
available only to users with Administrator or Operator privileges. The following table
provides a summary of activities available to each role.

Note: Regardless of user role, you have access to all public templates
and private templates owned by your current STA username. You
cannot use private templates owned by another STA username.

User Roles

Template Activity Screen or Toolbar

Viewer and above

Apply a template to the current screen Template toolbar

Set the current template as the screen default for your STA
username

Viewer and above

Display a list of all templates available to your STA username Home > Quick Links

Navigate to a screen with the selected template applied

Operator and above  Display a list of all templates available to your STA username Setup & Administration >

Change the default screen template for your STA username Templates Management

Defining and Managing Templates

Templates include a variety of screen display characteristics, such as graph and table
layouts and filter criteria. Applying a template to a screen updates the screen display
so it matches the characteristics defined in the template.

STA provides a default template for each screen, as well as a set of predefined
templates, which are available to all STA usernames. You can also create your own
custom templates tailored to your needs and optionally share them with other users.

3-2 StorageTek Tape Analytics User's Guide



Defining and Managing Templates

STA templates exhibit sticky behavior, in that once a template is applied to a screen,
that template continues to be displayed whenever you access that screen during the
remainder of the current login session, until you explicitly apply a different template.

Screen Characteristics Included in the Template Definition

Changes to the following screen characteristics are saved as part of the template
definition:

s Graph display details, such as:

Wide versus narrow view

Graphed attributes

Percent versus actual value display
Date range

Whether the Graphics Area is visible or collapsed (See the STA Screen Basics
Guide for details.)

= Table display details, such as:

Hidden and visible columns
Column order

Column width

m Filter criteria

Screen Characteristics Not Included in the Template Definition

Changes to the following screen characteristics are not saved as part of the template
definition:

= Table resource selections applied to graphs

s Table sort criteria

= Specific data content

Template Ownership and Visibility

Ownership and visibility for available templates are displayed on the Templates
Management screen, which is available to all users with Operator or Administrator
privileges. The two concepts are explained below.

Ownership

A template is owned by the STA username that created it, and the ownership cannot
be changed. In the case of STA predefined templates, the owner is always "STA". If you
have Operator or Administrator privileges, you can use, modify, rename, delete, and
assign default status to any templates you own.

Visibility
A template's visibility determines who can see and use the template. A template's
visibility can be changed only by the owner. Visibility is either public or private, as

follows:

s Public - The template is available to all STA usernames. STA predefined templates
are always public. If you have Operator or Administrator privileges, you can use,
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modify, and delete any templates that have public visibility, even if they are
owned by another STA username.

= Private — The template is available only to the STA username that owns it.

Note: When an STA username is deleted, all private templates
owned by that username are automatically deleted or made public,
according to the selection made by the Administrator user performing
the deletion. See the STA Installation and Configuration Guide for details.

Sharing Templates

You can share custom templates with other users through the STA import and export
functions. For example, you can save a custom template, export it as an XML file to
your local computer, and then email the XML file to another user. The other user can
then log in to STA with their STA username, import the XML file, and begin using the
template immediately.

See "Export a Template" on page 3-17 and "Import a Template" on page 3-18 for
instructions. These activities require Operator or Administrator privileges.

User Roles for Template Management Activities

Template management template activities are available only to users with
Administrator or Operator privileges. The following table provides a summary of
activities available to each role.

Note: You can manage public templates and private templates
owned by your current STA username. You cannot manage private
templates that are owned by another STA username.

User Roles

Template Activity Screen or Toolbar

Operator and above  Create a template Template toolbar

Modify the appearance of a template—custom templates only
Save a template to a new name—custom templates only

Change the public or private visibility settings of a
template—custom templates owned by your STA username
only

Operator and above  Rename a template—custom templates only Setup & Administration >

Change the public or private visibility settings of a Templates Management
template—templates owned by your STA username only
Export a template—custom templates only

Import a template

Delete a template

Restore the STA predefined templates

Template Toolbars and Screens

This section describes the following toolbars and screens, which allow you to use and
manage templates:
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s "Templates Toolbar" on page 3-5
s "Template Quick Links Screen" on page 3-5

= "Templates Management Screen" on page 3-7

Templates Toolbar

For screens that have templates, the Templates Toolbar appears at the top of the main
window area. It provides direct access to frequently used commands for applying and
managing templates.

@ Templates: |STADefaut~ [ [El

Icon Name Description

@ Help Displays help for template functions.
Related Topic: "Help" on page 1-7

Templates menu Menu lists all available templates for this screen. The first
Templates: | STA-Default - entry is always "STA-Default". The list includes all predefined
and custom templates available to the current user. Select a
template to apply it to the current screen.

Related Topic: "Apply a Template" on page 3-7

_ Save Template Allows you to save the current screen configuration, either as
] anew template or as a modification of an existing template (if
you are the owner).

Note: This icon is available only for Operator and
Administrator users.

Related Topic: "Create a Template" on page 3-12 and "Modify
a Template" on page 3-14

Default Template ~ Allows you to set the current template as the screen default
for the current STA username.

Related Topic: "Set the Default Template for a Screen" on
page 3-10

Template Quick Links Screen

The Quick Lists screen provides links to templates available to your STA username.
Following is a sample of the default Quick Links screen provided with STA. Because
the list is specific to the current STA username, your display may differ if other
templates are available to your STA username.
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Quick Links
@ Click any of the template links below to navigate to a page with the template pre-applied
Dashboard Templates Drive Analysis Templates Drive Cleanings Templates
# STA-Nearline-Daily * » STA-Drive-Firmware-Levels * ® STA-Cleaning-all *
& STA-Nearline-Hourly = & STA-Drive-Read-Marginal * & STA-Cleaning-Base-Information *
» STA-Mearline-Monthly = X X X
» STA-Nearline-Weeldy * Media Overview Templates All Messages Overview Templates

Library Complexes Templates

* STA-Media-All = * STA-otification-All =
* STA-Media-Base-Information * * STA-Motification-Base-Information *
# STA-Complex-all * # STA-Media-Cleaning *
& STA-Complex-Configuration * & STA-Media-Expired *
» STA-Complex-Utlization * » STA-MediaHealth =
x - ® STA-Media-Last-Exchange *
Libraries Overview Templates & STAMediadTO Performancs *
* STA-Media{TO-Utilization =
F = * STA-Media-MIR-Stats *
: gii:g-ggse-lnformaﬁon 5 * STANed?a-St._a_ts-L_ast‘-Exﬁange B
 STALib-Configuration = » STA-Media-Utilization
- STA'L!bHE.‘?Iﬁ".: Media Analysis Templates
» STALib-Utiization *
Drive Overview Templates s STA-Media-HealthByMediatype =
: Exchanges Templates
» STA-Drive-all *
# STA-Drive-Base-Information *
# STA-Drive-Enterprise-Performance = » STA-Exchange-Alerts-all *
» STA-Drive-Health * « STA-Exchange-AlertsErrors *
® STA-Drive-Last-Exchangs * » STA-Exchange-Base-Information *
® STA-Drive-LTO-Performance = ® STA-Exchange-MIR-Alerts =
* STA-DrivedTO-Utlization *
# STA-Drive-Performance-30-Days *
* STA-Drive-Utlization =

*Indicates STA Prepackaged Template

As shown in the following screen sample, each template name is a hot link, which you
can click to navigate to that screen with the selected template automatically applied.

Quick Links
@ Click any of the template links below to navigate to a page with the template pre-applied
Dashboard Templates Drive Analysis Templates
& STAMearline-Daily * STADrive-Firmwared evels *
* STA-Mearline-Hourly * STA  Jive-Read-Marginal *
& STA-Mearline-Monthly = ) -
* STA-Mearline-Weekly = Media Overview Templates

Library Complexes Templates
LS & o STAMedia-All =

The templates are grouped by screen, such as Libraries Overview Templates, Drive
Analysis Templates, Exchanges Templates, and so on. Within each screen group, the
templates are listed in alphabetical order. The list is automatically updated with new
templates or template name changes.

Quick links are available for the following template types:
= All predefined templates — These are identified with an asterisk (*) after the name
= All custom public templates

= All custom private templates owned by the current STA username

Note: The Quick Links screen does not include the templates named
"STA-Default" for each screen group. Therefore, if the only template
available to your STA username for a particular screen is the one
named "STA-Default," that group is not listed. It is added to the screen
as soon as an available custom template is added.
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Templates Management Screen

The Templates Management screen, which is found on the Setup & Administration
tab, is available only to Operator and Administrator users.

Following is a sample of the default Templates Management screen provided with
STA. Because the list is specific to the current STA username, you may see different
templates listed on your display.

'Templates Management

@ QB8R  ¥E =80
Name Created Owner [ Type [ Default | Visibility

STA-Mearline-Daily 2013-04-24 13:12:44 STA Dashboard [r37]
STA-Mearline-Hourly 2013-04-24 13:16:04 STA Dashboard &l
STA-Mearline-Monthly 2013-04-26 05:04:54 STA Dashboard ri )
STANMearline-weekly 2013-04-26 04:48:17 STA Dashboard {47
STA-Cleaning-all 2012-02-16 11:57:02 STA Drive Cleanings [r37]
STA-Cleaning-Base-Information 2011-08-26 11:05:11 STA Drive Cleanings &l
STA-Drive-Firmware-Levels 2012-02-15 11:54:11 STA Drives Analysis {fr
STA-Drive-Read-Marginal 2011-08-16 16:23:09 STA Drives Analysis {47
STA-Drive-al 2012-02-16 11:37:33 STA Drives Overview [r37]

As shown in the following screen sample, each template name is a hot link, which you
can click to navigate to that screen with the selected template automatically applied.

.Templates Management

@ Bz  VYE =280
Mame | Created | Owner |
2013-04-24 13:12:44 STA Dashboard
STA-NearIinE—l-!ouH[I{ 2013-04-24 13:16:04 STA Dashboard
A-Nearline-Mont 2013-04-26 05:04:54 STA Dashboard
STATearine eeh Click to apply this template |  213.04.26 04:48:17 STA Dashboard
STA-Cleaning-all 2012-02-16 11:57:02 STA Drrive Cleani

Template Usage Tasks
= "Apply a Template" on page 3-7
»  "Set the Default Template for a Screen" on page 3-10
»  'Clear the Default Template for a Screen" on page 3-11

Apply a Template

Use this procedure to apply a template to the current screen. When you initially
navigate to a screen in a login session, the default template for your STA username is
applied automatically.

You can perform this procedure with any of the following methods:
= "Using the Templates Toolbar" on page 3-8
s "From the Quick Links Screen" on page 3-9

= "From the Templates Management Screen" on page 3-10
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Using the Templates Toolbar

Note:

This option can be performed by any user.

The menu displays all templates that are available to your STA username. The
currently displayed template is identified in the dark area of the Templates field.

In the current screen, select the Templates menu.

Media - Overview @ Templates; BE
@ Format [ FEN STA-Default
STA-Media-al
i i
% @ » / %" x % @ » / %" x STA-Media-Base-Information it x —
MB Read MB Write Avg STA-Media-Cleaning
1.800K 1.800K STA-Media-Expired
STA-Media-Health
1.500K ) 1.500K l’; )
i ] STA-MediaLTO-Performance
1 B it L
" o 1.200K " STA-Media-LTO-Utization -
1 |
£ L ..Sysen an0K § ) Lsystem STA-Media- ast-Exchange m
i Average E % Average e
g A STA-Media-MIR-Stats
L BO0K oy
F £ STA-Media-Stats-Last-Exchange
i [
300K o . 300K ’.r' i STA-Media-Utilization
- - —
ORe=—" oK ——
= = = = 2 4 = =
Ll WL W W W L -
'y
@ Format: = BB E;;
ev- IR ROBTYR B
: Media : : Drive
e et Media Type Health Last Annotation Bie o Drive WWINN Crive Type Health Last Ex
Number : MNumber ;
Indicator Indicator
CLNU22 LTO1 e HU10546L4M 50:01:04:F0:00:AC:BE:58  HpUltrium3 e 2013-07-1¢ »
TCD307 T10000T2 &b 579001000122 50:01:04:F0:00:8B:03:8C  T10000d-Enc e 201,3-0?—25'_'
TTC156 T10000T2 b 576004001400 50:01:04:F0:00:8B:03:98  T10000c-Enc e 2013-07-2¢
uDoi44 T10000T1 b 579001000247 T10000d il 2013-07-1¢
EM0345 LTO1 - HU10546L4M 50:01:04:F0:00:AC:BE:58  HpUltrium3 db 2013-07-1¢
5Te012 LTOS e HU1233RA40 50:01:04:F0:00:CA:BE:AD  HpUltriumé& e 2013-07-2;
C5V003 T10000T2 e 579001000134 T10000d-Enc e 2013-07-2%
CSV004 T10000T2 a 579001000133 T10000d-Enc ﬁ 2013-07-2¢
C5V005 T10000T2 a 579001000134 50:01:04:F0:00:88:03:98  T10000d-Enc @ 2013-07-2¢ 7
4| m | +
Columns Hidden 67 | Columns Frozen i1, Displaying 8,251 record(s)

2.

@  Templates: m B &

STA-Default

STA-Media-all
STA-Media-Base-Information
STA-Media-Cleaning
STA-Media-Expired
STA-Media-Health
STA-MediaLTO-Performance
STA-MediaL TO-Utilization
STA-Media-Last-Exchange
STA-Media-MIR-Stats

( STA-Media-Stats-Last-Exchang )

[a] |

fstem
ferage
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The new template is applied.

Media - Overview

@  Format:

e | P

=

Note:

You can always verify the currently applied template by

viewing the name displayed in the Templates field.

-\l"IEW' @E@%Q}E ?ﬁ%{i

@ Ce_mplates:

Volume Serial ::::.?facmrer Media Media Media Physical |Media Library (Media Library e WORM/\Madia MB Drive Serial
Number Serial Number Manufach.lrer|Ty'pe Address Name Serial Number Indicator Media |Capadty Mumber
CLNUZ2 LTO LTO1 1,1,-12,1,51 Crimsonii 571000200060 e HU10546L4M
TCD307 8120500502380 5TK Ti0000T2 1,2,2,1,2 tiib 515000100534 e 8,388,608.00 579001000122
TTC156 5102100300200 5TK T10000T2 1,2,11,2,13 tib 515000100534 i 5,242,880.00 576004001400
uDni144 DUULUUULIUUL TR Ti0000T1 1,1,-11,1,17 Crimsonil 571000200060 da 1,048,576.00 572001000247
EM0345 LTO LTO1 1,1,-12,1,52 Crimsoni1i 571000200060 [+ HU10546L4M
5Te012 JCELMKi002  TDK LTOE 3,Right, 2,3 Kilauea-DVTE  000729c+1134k e 2,493,053.00 HU1238RA40
C5V003 5092250000320 5TK. Ti0000T2 1,2,-9,1,9 tiib 515000100534 e 8,388,608.00 579001000134
CSV004 809225000052C 5TK TiooooT2 1,2,1,1,2 tiib 516000100534 e 8,388,608.00 579001000133
C5V005 5092250000330 5TK. T10000T2 1,2,11,1,13 b 515000100534 e §,388,608,00 579001000134
|DCBODG 8120520301740 5TK Ti0000T2 1,1,-12,1,8 Crimsonil 571000200060 e 8,388,608.00 579001000247
DCBOO7 5120870300630 5TK Ti0000T2 1,1,-12,1,37 Crimsonil 571000200060 e 8,388,608.00 579001000247
DCBOOZ 8120870201320 5TK Ti0000T2 1,1,-11,1,12 Crimsonil 571000200060 e 8,388,608.00 579001000247
DCBO17 5120870200720 5TK Ti00ooT2 1,1,3,1,3 Crimson11 571000200060 e 5,242,880,00 579001000247
|DCBO18 8120510602380 STK T1i0000T2 1,1,-12,1,45 Crimsoni1l 571000200060 e 8,388,608.00 579001000247
DCBO19 5120510502470 5TK. Ti00ooT2 1,1,7,1,12 Crimsonil 571000200060 e 8,388,608.00 579001000247
DCBO20 8120510502430 5TK Ti0000T2 1,1,-7,1,9 Crimsonil 571000200060 e 8,388,608.00 579001000247
DVT052 5070330508582 5TK T1i0000T1 1,1,-11,1,10 Crimsonil 571000200060 e 512,000.00 531002001542
|DVTO55 5070330440127 5TK T10000T1 1,1,-12,1,40 Crimsonil 571000200060 e 512,000.00 531002001542
TTCO0S 5100270000310 5TK Ti0000T2 1,1,-12,1,38 Crimsonil 571000200060 e 8,388,608.00 579001000247
TTCO06 8102370700240 5TK Ti0000T2 1,1,-7,1,7 Crimsonil 571000200060 e 8,388,608.00 579001000247
TTCO07 5102350700090 5TK Ti0000T2 1,1,12,2,33  Crimsonil 571000200060 e 8,388,608.00 579001000247
TTC157 8102100300240 5TK Ti0000T2 1,2,2,1,3 tiib 515000100534 e 5,242,880.00 575004000046
UADOG1 §11155030018C 5TK T1i0000T2 1,1,-12,1,10 Crimsonil 571000200060 e 5,242,880,00 579001000247
UGo03s 7102380600182 5TK T1i0000T1 1,1,-11,1,25 Crimsonil 571000200060 e 1,048,576.00 572004012140
556010 F120629222  SONY LTOG 1,Right, 2,1 Kilauea-DVTE 000729c+1134k e 2,499,053.00 HU1235RA40
556224 9120629178  SONY LTOE 1.4 71,92 Crimsonil 571000200060 e 2,384,185.00 1063000642
1| 1 | 3

Columns Hidden

46 | Columns Frozen

1

From the Quick Links Screen

Displaying 8,251 record(s)

Note:

This option can be performed by any user.

1. In the Navigation Bar, select Home > Quick Links.

Home
Dashboard

The screen displays templates available to your STA username.

Note:
list.

The templates named "STA-Default" are not included in the
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2. Select the text link of the template you want to use.

3. You are taken to the screen with the selected template applied.

From the Templates Management Screen

Note: This option requires Operator or Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Templates Management.

*| Home
*| Tape System Hardware
»| Tape System Activity
Setup & Administration
Logical Groups
Alerts Policies
Executive Reports Polices
Templates Management
Media Validation % }
Service
Automated Service Requests
Logs
Configuration
SNMP Connections

Users
Emnail

The screen displays all templates available to your STA username.

Note: The templates named "STA-Default" are not included in the
list.

2. Select the text link of the template you want to use.

3. You are taken to the screen with the selected template applied.

Set the Default Template for a Screen

Use this procedure to assign a template as the screen default for your STA username.
You can set only one default per screen, although each STA username can have its own
set of defaults.

Note: You cannot assign default templates for other STA usernames.

You can perform this procedure with either of the following methods:
s "From the Templates Toolbar" on page 3-10

s "From the Templates Management Screen" on page 3-11
From the Templates Toolbar

1. In the current screen, from the Templates menu select the template you want to be
the default.

3-10 StorageTek Tape Analytics User's Guide



Template Usage Tasks

@  Templates: -1 S
STA-Default |
STA-Media-All
STA-Media-Base-Information rﬁ' x

A STA-Media-Cleaning
STA-Media-Expired
STA-Media-Health
STA-MediaL TO-Performance
STA-MediaLTO-Utilization
STA-Media-Last-Exchange [stem

ferage
STA-Media-MIR-Stats

( ST.|5.-|'~"I|E|:.|ia|-513'cs-Last—E)(d'langI\5 )

The template is applied.
2, In the Templates menu, click Default Template.

The template is updated to be your default for this screen.

From the Templates Management Screen

Note: This option requires Operator or Administrator privileges.

1. Inthe Navigation Bar, select Setup & Administration > Templates Management.
2. Select the template you want to be the default for the selected screen.
3. Click Set Default in the Templates Management toolbar.

The template is updated to be your default for the selected screen. This update
does not take effect until your next login session.

Clear the Default Template for a Screen

Use this procedure to clear the default template setting for a screen and re-assign the
"STA-Default” template as the screen default for your STA username.

Note: You cannot clear default templates for other STA usernames.

Note: This procedure requires Operator or Administrator privileges.

1. Inthe Navigation Bar, select Setup & Administration > Templates Management.
2. Select the template you want to be the default for the indicated screen type.
3. (Click Clear Default in the Templates Management toolbar.

The "STA-Default" template is re-assigned as your default template for the selected
screen.
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Template Management Tasks
s 'Create a Template" on page 3-12
s "Modify a Template" on page 3-14
= "Rename a Template" on page 3-17
= "Change the Visibility (Public or Private) Settings for a Template" on page 3-17
= "Export a Template" on page 3-17
= 'Import a Template" on page 3-18
»s  "Delete a Template" on page 3-19
= "Restore the STA Predefined Templates" on page 3-21

Create a Template

Use this procedure to create and save a new template for the current screen. You can
designate whether the template will be available to your STA username only or to all.

Note: This procedure requires Operator or Administrator privileges.

1. Apply the desired changes to the current screen.

Note: See "Screen Characteristics Included in the Template
Definition" on page 3-3 for the types of screen changes that can be
included in a template.

In the following example, the Media — Overview screen has been modified by
collapsing the graphics pane so that only the tables area is visible.
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Media - Overview Templates: | Default » [
@ Format: = EE
view - | Bl & B | &
Wolurme Serial  |Media lMed|a Media ME Drive Health
W ITYDB |E1%?lct20r | Avalabla Dirive WM Drive Type i Last Exchange S
ACCORFET T1 @ 185,535 AS6E:DG:FS:F9:09:12:4E T 10000E @ 2011-08-11 09:47’:i|
CABD4CO e @ 818,788 A2:42:8F:4B:05:83:97:9F T10000E e 2011-08-06 06:54:
CBOEC483 TL @ 400,232 DB 18 2R 57 A5 BRES T10000B @ 2011-08-01 07:42:
C2EBF36C T-CLrMU @ 0 64:148:24:36:7C:55:34: 47 T 10000B 6 2011-08-10 17:21:
FO80CEAT T2 @ 713,239 BE:58:EB:93:F4: 2B:95: 9E T 10000C 6 2011-08-09 02:04:
JDDOsSEE2 T2 @ 1,236 83:2F:F8:8F:Dd: 08 200 4= T 100002 @ 2011-08-07 13:57:
P41EFBE22 ik @ 402,219 64:1F:C5E7:BA64:BF: 45 T 10000E 6 2011-08-09 20:24:
OBSCODCL LTO-4 @ 241,341 C5:D0:98:ERF4:24:DEBFHP-LTO4 9 2011-08-11 12:47:
ToE20BGA LT-4 @ 1,527,421 C5:00:98: EBF4i24 . DEEFHP-LTO4 e 2011-08-10 05:03:
HAFFEOST LTO-4 @ 781 81:AE:9D:F2:B6: 72:04:5IHP-LTO4 @ 2011-08-07 05:23:
ABEEZ24DF LTO-4 & 961 C5:00:93:EB:F4:24:.DE:BFHP-LTO4 @ 2011-08-12 05:52:
B199F=FE T2 4,164 C7:10:42:54:10:43:00:60 T 10000C 6 2011-08-08 08:20:
Bo&DCCO0 T2 i 1,676 DE:EE:B7:5C:39:43:B7 B0 T 10000C 6 2011-08-11 17:33:
BFSEG7ES Tl i 871,445 51:88:2:15: 48:47:BF:B7 T10000E e 2011-08-10 09 10:
C37OEVEF LTO-4 i 3,232 FCARB4:58: 106758 30HP-LTO4 6 2011-08-12 02:11:
68178353 T-CLML i 0 ED:2E:C2:DC:88:25:67 00 T 100008 e 2011-08-10 07:41:
7055249 Ti 3,223 EF:OB:F3:0C:5E:11:36:92 T10000E @ 2011-08-07 20:01:
CC0ZE39 T2 s 889 90:F5:8:28:B0:FDi51:DF T10000C 6 2011-08-12 01:35:
D2383917 LTO-4 b 261,061 FC:AD:A719BC:22:79: AIHP-LTO4 e 2011-08-10 16:50:
D2F15480 T-CLrMU 0 3C:30F 34 BO:BAISAES T10000C 6 2011-08-09 00:52:
D527FBED T1 & 259,126 97:71:6E:84:10:F: 7. 7E T 10000B e 2011-08-10 22:07:
CSES200C LTO-4 s 2,745 51:29:C2:88:54:00:B1: 65 HP-LTO4 @ 2011-08-10 10:23:
D&709A60 LTO-4 éb 1,863 51:29:C2:858:54:00:B1:65HP-LTO4 6 2011-07-30 08:16:
E1F241B4 LTO-4 kb 238 93:E7:B3:CAD9:98:31: 1IHP-LTO4 6 2011-07-19 04:50:
EF16B528 T1 i 4,144 AS:ES:DD:E4:30:04:00:4 T10000E @ 2011-08-10 21:52:
EFGOFSSE LTO-4 o 1,598 1F:FD:6C:2E:F3:98:7B:ECHP-LTO4 e 2011-08-08 23:56:
FaiC42477 LTO-4 & 1,081 D1:33:98:B1:COn 32 EF 14« HP-LTO4 @ 2011-08-04 01:11:
F3B&SS01 LTi}4 32,287 C5:DD:98:EB:F4:24:DE:BF HR-LTO4 (-] 2011-08-08 1?:5EIL|
[l »
Colurmns Hidden 51 | Columns Frozen 1 Displaying 1,085 record(s)

2.

When you have made all the modifications you want, click Save Template.

rMedia - Overview

@ Format: = RES
view - | [ 3 B | &
Wolurme Serial  |Media tqfﬂ'i !Media B T ey

The Save Template dialog box appears.

[ Save template £ |
Template Mame: E
% Private
Shared:
¢ Public

3.

Save | Cancel

Miwicam Tonm

Templates; | Default - %

Drive Health | s

Complete the Save Template dialog box, as follows:

a.

In the Template Name field, type a new, unique name.
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Note: If the name already exists, when you click Save, depending on
your user Confirmations preferences, you may be asked to confirm
whether you want to overwrite the existing template. See "Modify a
Template" on page 3-14 for instructions.

b. In the Shared field, select a visibility option. See "Template Ownership and
Visibility" on page 3-3 for additional information.

*  Private — The template will be available to the current STA username only.
*  Public — The template will be available to all STA usernames.

4. C(Click Save.

Save template <}

Template Mame: | MediaTableCnly

 Private
' Pubilic i

1 ﬂ%} Cancel | §
979 T10000B @ 20111408-06 06:54

The template is saved and the name is displayed in the Templates menu.

Media = Qverview @mplates: MediaTableCnly -

Shared:

]
@ Format; = =R | &
view | [B] (& B | &
[T
Yolume Serial - |Media |Media Media MB ‘ ‘ Drive Health ‘
B Sk |Health TS Dirive WM Drive Type |7 L5 .l Last Exchange S

Modify a Template

Use this procedure to modify an existing template for the current screen. You can
modify any custom template owned by your STA username.

You must be the owner of the template to modify it directly. To modify an STA
predefined template or public template owned by another STA username, you must
save the modifications to a new name. See "Create a Template" on page 3-12 for
instructions.

Note: This procedure requires Operator or Administrator privileges.

1. In the Templates menu, select the template you want to modify.

The template is applied to the screen.
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rMedia - Overview

Templates:
|
@ Format; = ER | G
view~ | & 2 B | &
| T |
Wolurme Serial !Media 'I‘jedl?h !Media ME Dirive VI Drive T |Drive Health | ast Exch <
Murnber | Type 2] |&vailable i e TP ndicator dalsHESILE
| Indicator | |
ACCOFF2F T1 (%] 185,535 AS:6E:DE:FSIF9:D9:12:4E T10000B 6 2011-08-11 09:4?:ﬂ
CASBD4CO Td @ 818,788 AZi42:8F48:D5:E2:97:9F T10000E 6 2011-03-06 06:54:
CBOEC483 T1 (5] 400,232 DO:BO:18: 2R 57 A5 B:B3 T10000B 6 2011-08-01 07:42:1
D2EBF36C T-CLMU @ 0 64:14:24:36:7C:55:34: &7 T10000B 6 2011-08-10 17:21:
FoE0Caa7 T2 @ 713,239 BE:B8:EE:93:F4:2B:95:0E T10000C 6 2011-08-09 02:04::
JDDOSEEZ T2 @ 1,236 83:2F:F8:8F:D4: 08 200 4S T10000C @ 2011-08-07 13:57:
P41EFE22 Tl @ 492,219 64:1F:C5:B7:84:64:BF 45 T10000E 6 2011-08-09 20:24:
QBESCODCL LTO-4 @ 241,341 C5:D0:98:ERF4: 24 DE:BF HP-LTO4 a 2011-08-11 12:47:
TSEE0B6A LTO-4 Q@ 1,527,431 C5:D0:98:ERF4 24 DEBF HP-LTO4 6 2011-08-10 06:03:
XATFFEOST LTO-4 @ 781 81 AEOD:FD:B6: 75:D4: SIHP-LTO4 6 2011-08-07 05:23:1
ABEEZ24DF LTO-4 951 C5:D0:93:EE:F4:24:.DE:BF HP-LTO4 6 2011-08-12 05:52:
B199F3FE T2 s 4,164 C7:10042:54:10:43:90:60 T10000C e 2011-08-08 0=:20:!
BosDCCo0 T2 T 1,676 DE:EEB7:SC:39:43:67: B0 T10000C @ 2011-08-11 1733
BFSEG7ES Tid b 871,445 S1:88:2:15:48:47:BF.B7 T10000B @ 2011-08-10 09, 10:
C37OEVEF LTO-4 i 3,232 RFCARE4:58: 106758 30 HP-LTO4 6 2011-08-12 02:11:
6817853 T-CLMU 0 ED:2E:C2:DC:88: 2567 O T10000B a 2011-08-10 07:41::
7065249 T, i 3,223 EF9RF3:DCISE 11:36:9% T100008 6 2011-08-07 20:01:
COC0ZE39 T2 wi 889 90:F5:8:24: B0 7In51:DF T10000C @ 2011-08-12 01:35::
D2383917 LTO-4 261,061 7C:AD:A719:BC: 22:79: AIHP-LTO4 6 2011-08-10 16:50:
D2F15480 T-CLMU ot 0 3C:30F 34 B0:BASAES T10000C e 2011-08-09 00:52:!
D527FBED T1 ib 23,126 977 Li6E:B4100F: 79 7B T 100008 @ 2011-08-10 22:07:
DSEE290C LTO-4 e 2,745 51:20:C2:88:54.D0:B16E HP-LTO4 @ 2011-08-10 10:23::
DEZDEAGD LTO-4 i 1,863 51:29:C2:88:54.D0:B1. 65 HP-LTO4 6 2011-07-30 08:16:
E1F241B4A LTO-4 258 93 EF:E3:CADS:98: 31 I HP-LTO4 6 2011-07-19 04:50:
EF16B628 T1 ud 4,144 AS:EQ:DD:84:80:94:00:4 T10000E 6 2011-08-10 21:52:
EFSOFSSE LTO-4 éb 1,298 1FFDEC2E: F398: 7B EC HP-LTO4 6 2011-08-02 23:56:
F2C42477 LTO-4 1,081 D1:33:98:B1:COn 320 EF 4« HP-LTO4 6 2011-08-04 01:11:1
F3BAS9D1 LTO-4 b 32,287 C5:D0:95:EB:F4: 24 DE:EBFHP-LTO4 6

|

Columns Hidden 51

Colurmns Frozen 1

2011-08-028 17:37: 'l
»

Displaying 1,085 recard(s)

2. Make the screen changes you want to include in the template.

Note:

See "Screen Characteristics Included in the Template

Definition" on page 3-3 for the types of screen changes that can be
included in a template.

In this example, the screen is modified by applying the filter, "Media Type=TCLNU".

Media - Overview

Termplates: | MediaTableOnly « &

L]
@ Format: = EE @plied Filter: Media Type=T-CL@
view + | [B] £ &
Wolurne Serial |Media IMedia |Media ME IDri\re Health
b he i.l.ype [Health |ﬂ\\railable Ditive WM Drive Type |- L= L0 Last Exchange St
|Indicator |
C2EBF36C T-ZLrMU @ 0 64:14:24:36: 70553447 T 100008 6 2011-08-10 17210~
6817853 T-CLMU b 0 ED:2E:C2:0iC:88: 256700 T 100008 6 2011-08-10 0741
D2F15480 T-CLMU i 0 3C:30:F34:BO:BASAES T10000C @ 2011-08-09 00:52:
MBDOEFCD T-CLMU o 0 F3:22:30:53:76:4:FCBE  T10000C e 2011-08-10 23:33:
ASSS0CAR Tl @ 0 AB:SFELRCAR: 700 27:C T10000C @ 2011-08-12 0317

3. Verify your changes, and then click Save Template in the Templates Toolbar.
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Templates: | MediaTableOnly - %J E

|

The Save Template dialog box appears, and the current template name is supplied
in the Template Name field.

[ Save template <]

Template Mame: | MediaTableOrly|

” Private

Shared:  Public

Save | Cancel _

4. Complete the Save Template dialog box, as follows:

a. Leave the Template Name field as is.

b. Depending on whether you want to modify the visibility of the template,
either select an option in the Shared field or leave the field as is:

*  Private — The template will be available to the current STA username only.
*  Public — The template will be available to all STA usernames.

5. Click Save.

[ save template ]

Termplate Mame: | MediaTableOrly

 Private
Shared: ;
& Public |
_ Cancel | |
5700 TARANNR [ 21 ToNEA N N7 A

The Template Overwrite Confirmation dialog box appears.

Note: This dialog box does not appear if it has been turned off. See
the STA Screen Basics Guide for details.

1 ==

i Save template
i . . -

i Do you wish to overwrite the existing templats?

|
1
| ves | no | |

6. Click Yes to confirm the modification.
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1
i Save template

1 ; ) &
| Do you wish to overwrite the existing template? |

The template is updated with the changes you have specified.

Rename a Template

Use this procedure to rename an existing custom template. You can rename any
custom template available to your STA username, even if you are not the owner. You
cannot rename STA predefined templates.

Note: This procedure requires Operator or Administrator privileges.

1. Inthe Navigation Bar, select Setup & Administration > Templates Management.
2. Select the custom template you want to rename.
3. Click Rename in the Templates Management toolbar.

The Rename Template dialog box appears.

4. Inthe New Name field, type the name you want to assign. Your entry must be
unique; you cannot enter a name that has already been assigned.

5. Click OK.

The name is updated.

Change the Visibility (Public or Private) Settings for a Template

Use this procedure to assign public or private visibility to a template owned by your
STA username.

Note: This procedure requires Operator or Administrator privileges.
In addition, your STA username must be the owner of the template.

1. In the Navigation Bar, select Setup & Administration > Templates Management.
2. Select the template you want to modify.

If the template is currently private, the Make Template Public icon in the
Templates Management toolbar becomes active. If the template is currently public,
the Make Template Private icon becomes active.

3. Click Make Template public/ private.

The template is updated to according to your selection.

Export a Template

Use this procedure to export a custom template from the STA application to your
computer in XML format. This allows you to share custom templates with other users.
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You can export any custom template available to your STA username, even if you are
not the owner. You cannot export STA predefined templates.

This procedure requires Operator or Administrator privileges.

Note:
1.
2. Select the custom template you
3.

In the Navigation Bar, select Setup & Administration > Templates Management.

want to export.

Click Export in the Templates Management toolbar.

The file is downloaded to your computer according to your browser settings. See
your browser documentation for details. Following is a sample dialog box you
might see on a computer running Windows. Note that the file will be saved with a

Xml extension.

Opening LibCww-Detail.xml :

it

You have chosen to open:
2 LibOvw-Detailxmi
which is a: XML Document

from: http:// us.oracle.com:7021

What should Firefox do with this file?

(7 Openwith | XML Editor (default)

@) Save File

[7] Do this automatically for files like this

from now on.

| o Ci[ Cancel

Fa

Import a Template

Use this procedure to import an STA template received from another source so it is
available to your STA username. This allows another user to export and email a
custom template to you for your use. See "Sharing Templates" on page 3-4 for

additional information.

Note:

This procedure requires Operator or Administrator privileges.

The template you want to import must be located on a drive accessible to your
computer, such as a local drive, network drive to which you are connected, or a flash

drive mounted on your computer.
1.
2,

.Templates Management
@ | = () i

In the Navigation Bar, select Setup & Administration > Templates Management.

Click Import Template in the Templates Management Toolbar.

B Q&

| Created

STA-Messages-All
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The Import Template dialog box appears.

Import Template

Template File: | Browse_.

Ok Cancel

3. Click Browse and navigate to the location of the template file you want to import.

Import Template

Template File: Browse_[

oK Cancel

A navigation dialog box appears according to your browser settings. See your
browser documentation for details.

4. Use the navigation dialog to locate the template file and upload it. The file must
have a .xml extension.

5. The template is added to the list. The assigned Owner is your STA username, and
the Visibility is set to Private.

Settings - Templates
QRFLE (Y =20

Name Created | Owner | Type | Default | Visibility |
{MNearline Daily 2013-04-25 16:19:27 sta_admin Dashboard d ¥
STA-Nearline-Daily 2013-04-24 13:12:44 STA Dashboard o
STA-Nearline-Hourlv 2013-04-24 13:16:04 STA Dashboard &
Delete a Template

Use this procedure to delete a template from the STA application. The template is
deleted for all STA usernames.
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You can delete any custom template available to your STA username, even if you are
not the owner. You can also delete STA predefined templates, except for the templates
named "STA-Default."

Note: This procedure requires Operator or Administrator privileges.

Note: If you delete STA predefined templates, you can later restore
them. See "Restore the STA Predefined Templates" on page 3-21 for
details.

Note: If the deleted template was the screen default for any STA
usernames, then the "STA-Default" template for that screen becomes
their new default.

1. Inthe Navigation Bar, select Setup & Administration > Templates Management.
2. Select the template you want to delete.

3. (Click Delete in the Templates Management toolbar.

'Templates Management
@ (v 2L =20 %
2

Q&

MName

e Ereated

STA Messages-Al e e 08033

The Delete Template confirmation dialog box appears.

Note: This dialog box does not appear if it has been turned off. See
the STA Screen Basics Guide for details.

[ Delete Template

Are yoll sUre yoll want to delete the saved template WediaTableCrly'?

_ves | o |

4. Click Yes to confirm the deletion.
5 Delete Template

Are yoll sUre yol want to delete the saved template MediaTableCrly'?

| .m%m
- |
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The template is deleted and the Templates Management list is updated.

Restore the STA Predefined Templates
Use this procedure to restore the STA predefined templates after deleting them.

Note: This procedure requires Operator or Administrator privileges.

Note: This procedure does not affect custom templates you have
created.

1. In the Navigation Bar, select Setup & Administration > Templates Management.

2. Select Restore Predefined Templates from the Templates Management toolbar.
Templates Management

@ |[V#& @? B=0&aE ad
T Hestore Pre-defined Templates ] Created

STA-Messages-All 2011-12-09 08:03:
STA-Messages-Base-Information 2012-02-17 16:18:

The template Reset dialog box appears.

Reset @

Restore Pre-defined Templates
Do you wish to restore all pre-defined templates?

Yes M

3. Click Yes.
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Reset @

Restore Prepackaged Templates

Do you wish to restore all prepackaged templates?

QD |

The predefined templates are immediately restored to the STA application and
available to all users. Any custom templates you have created are also still
available. The Templates Management list is updated.
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Filtering Data

STA enables you to filter the records displayed in pivot and list view tables. Filters
allow you to focus on a subset of information by displaying just the records that meet
specific criteria.

This section describes the effects of filters and the ways you can apply them. The
following topics are discussed:

= "About Filters" on page 4-1
- '"Filter Application" on page 4-1
- "Filter Duration" on page 4-2
= "Applying a Filter" on page 4-2
- "Filter Data Dialog Box" on page 4-2
- 'Filtering Using Aggregate Count Links" on page 4-7
- 'Filtering by Applying a Template" on page 4-8
- "Filtering Using Dashboard Graphics" on page 4-9
= "Filtering Tasks" on page 4-10

About Filters

You can filter table data by any table attribute, whether or not that attribute is
currently displayed on the table. You can specify filter criteria for any number of
attributes, and you can choose whether any or all of the criteria must be met. See
"Applying a Filter" on page 4-2 for complete details.

Once you apply a filter, the criteria are displayed in the Applied Filter area of the table.
This allows you to verify which filter criteria have been applied to the current table
view. If no criteria have been applied, this area is blank.

Note: Filter descriptions longer than 250 characters are truncated.
You can hover the cursor over the text to display a tooltip containing
the full description.

Filter Application

Some screens on the Drives and Media tabs are paired with one another. For these
pairings, any filter applied on one screen is automatically applied to its partner. The
screen pairings are as follows:
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Drives — Overview and Drives — Analysis
Media — Overview and Media — Analysis

All Messages — Overview and All Messages — Analysis

With the exception of these pairings, a filter applies only to the screen on which you
apply it. Following are examples:

Filter Duration

If you apply a filter to the Drives — Overview screen, the same filter is
automatically applied to the Drives — Analysis screen, but not to Drives — Cleaning
Activities nor any other STA screen.

If you apply a filter to the Libraries — Overview screen (a screen with no "partner"),
the filter applies to that screen only.

Once you have applied a filter to a screen, it remains in effect for the duration of your
login session. If you navigate away from the screen and then return to it later in the
session, the filter will still be in effect. To change or remove a filter, you must take one
of the following actions:

Apply a new filter. See "Applying a Filter" on page 4-2 for details.
Remove the filter. See "Clear the Current Filter" on page 4-14 for details.

Apply a template; the filter criteria in a template overrides any existing criteria.
See "Apply a Template" on page 3-7 for details.

Log out of STA. See "Log Out of STA" on page 1-4 for details.

Applying a Filter

You can apply a filter in any of the following ways:

By completing the Filter Data dialog box for a pivot or list view table. See "Filter
Data Dialog Box" for details.

By clicking an aggregate count link in a pivot table. See "Filtering Using Aggregate
Count Links" on page 4-7 for details.

By applying a template. See "Filtering by Applying a Template" on page 4-8 for
details.

By clicking a section of a bar chart or pie chart on the Dashboard. See "Filtering
Using Dashboard Graphics" on page 4-9 for details.

Filter Data Dialog Box

The Filter Data dialog box appears when you click the Filter Data icon.

¥

A sample

dialog box is shown below.
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Y Filter Data

@Er Matching:

@ Match ANY of the following A
(7 Match ALL of the following

TLibrary Complex Name [=] |startswith  [+] |5L8500
Library Name

Library Top Level Indicator (=] |1 [=] |oEGRADED

[=] |Contains [izal] [ 12

B

(ﬁ Apply | Reset | Cancemi

Iltem Name

Description

A

Filter Matching field

Allows you to specify the type of match you want to perform. Select one of the
following options:

Match ANY of the following — Selects table records that meet any of the
criteria you specify. This is the default.

Match ALL of the following — Selects only records that meet all of the criteria
you specify

B

Filter criteria rows

Each row specifies filter criteria to apply to the table. You can add as many rows as
you want. On each row, you specify the criteria through the following menu
selections:

Table attribute — All available attributes for the table are listed in the menu.

Note: If you know the name of the attribute you want to select, you can type
the first few letters to quickly move the cursor to that item in the menu.

Filter operators — Filter operators vary by attribute type.

Attribute value — Attribute values vary by attribute.

See Table 4-1, " Filter Operators by Attribute Type" for descriptions of the filter
operators and attribute values.

C

Filter criteria buttons

Buttons allow you to add new filter criteria rows or remove the associated row.

D

Buttons

Click one of the following buttons:

Apply — Applies the specified filter criteria to the table. See "Use the Filter
Data Dialog Box to Change a Table Filter" on page 4-10 for details.

Reset — Removes all filter criteria so the table displays all records. See "Clear
the Current Filter" on page 4-14 for details.

Cancel - Exits from the dialog box without applying any changes.
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Filter Operators by Attribute Type

Attribute Type

Filter Operators and Attribute Values

For example, Drive Health Indicator,
Volume Serial Number and
Drive WWNN.

S Filter Data @8
i @ Match ANY of the following 2 ||
Filter Matching: = :
() Match ALL of the following |
Volume Serial Mumber (VSN) El Contains AB x
Drive Health Indicator [=] [1amt [=] [use F > 4
ACTION
DEGRADED
ERROR
EVALUATE
MONITOR
USE
UNKNOWM
Apply Reset Cancel |

»  Is - Selects records with attribute values that match the specified
string.

»  Isn't - Selects records with attribute values that do not match the
specified string.

»  Is Blank — Selects records with blank or null attribute values. This is
useful for selecting records that have not had an particular attribute
value set in STA. For example, the criteria "% Drive Utilization (30
Days) Is Blank" would select all drives that have not been used in the
last 30 days.

= Starts With — Selects records with attribute values that start with the
specified string.

= Contains — Selects records that contain the specified string anywhere
within the attribute value.

= Doesn't Contain — Selects records that do not contain the specified
string anywhere within the attribute value.

s Ends With - Selects records with attribute values that end with the
specified string.

Text entries are not case-sensitive. For example, "ABC" matches "abc" or
"Abc".

Some text attributes are free-form, in which case, you enter the string in
the associated text entry field. Your entry is not case-sensitive.

Other text attributes are predefined, in which case you select the value
from a menu of possible values. The values listed do not necessarily
reflect currently applied filters or the current removed drives and media
display settings for your STA username. For example, the "Drive Health
Indicator" drop-down menu may include health values that are not
currently included in any monitored libraries.

Note: When filtering by logical group, it is usually appropriate to use the
"Contains" and "Doesn't Contain" operators, rather than "Is" and "Isn't".
See "Filtering by Logical Group" on page 7-4 for details.
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Table 4-1 (Cont.) Filter Operators by Attribute Type

Attribute Type

Filter Operators and Attribute Values

Date and time stamp

For example, STA Start Tracking
(Dates) and Last Exchange Start
(Dates).

Y Filter Data @8
Filter Matching: (@ Match ANY of the following +
S *) Match ALL of the following
STA Start Tracking (Dates) =] [1sBefore [»] [2013-07-16 15:47:10 [y b4
Last Exchange Start (Dates) [w] [Equak [w] (20130717 1227:04 (B b4

= Equals - Selects entries with attribute dates and times equal to the
one you specify.

= Isn't —Selects entries with attribute dates and times not equal to the
one you specify.

s Is Before — Selects entries with attribute dates and times before the
one you specify.

» Is After — Selects entries with attribute dates and times after the one
you specify

Enter the date and time as of your time zone. You can type the date and

time directly into the associated text entry field, or you can use the

calendar selector tool to select a date and time. Date and time stamps are
entered in yyyy-mm-dd hh:mm:ss format.
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Table 4-1 (Cont.) Filter Operators by Attribute Type

Attribute Type Filter Operators and Attribute Values
Number of days T Filter Data ) -]
For example, STA Start Tracking (No. Fiter Matching; (& Mk ANY of e follwing |
Days) and Last Exchange Start (No. ot Ao e oo
Da S) Exchange Start (No. Days) E| Less than # days ago 2 x
y STA Start Tracking (No. Days) [=] |[More than # days ago [=] |5 ®
= Less than # days ago — Selects entries that occurred less than (<) the
specified number of days ago.
= More than # days ago — Selects entries that occurred more than (>)
the specified number of days ago.
Type the value in the associated text entry field.
This operator is especially useful if you want to include a time-related
filter in a saved template. By selecting records based on age rather than a
specific date and time stamp, the filter is useful now and in the future.
Numeric ¥ Filter Data B
For example, Media Length in Meters Fiter Matching: @ Mt ANY of the following g 3
and Exchange Elapsed Time. i
Media MB Avail Pre [+] [LessThan [] | 2000000 b4
Exchange Elapsed Time E| Greater Than E 120 x

»  Is—Selects records with attribute values equal to the specified value.

= Isn't - Selects records with attribute values not equal to the specified
value.

»  Less Than - Selects records with attribute values less than (<) the
specified value.

= Greater Than — Selects records with attribute values greater than (>)
the specified value.

Type the value in the associated text entry field. Do not include units of
measure, such as MB, in your entry. Decimals are allowed.

Boolean T Filter Data @8
For example, Cleaning Media and ier Matching: @ MBteh ANY of the folowing |
. 2. * ) Match ALL of the followi
Exchange Write Inefficient e e
Cleaning Media [=] |False [+] x
Alert: Media Directory Corrupt [=] [True [=] ®

s True - Selects records for which the condition is true.

s False — Selects records for which the condition is not true.

Filtering Using Aggregate Count Links

The cells within pivot tables contain aggregate counts of resources or events that meet
specific criteria. A filter is therefore intrinsic to each aggregate count and is based on
selection criteria represented by the pivot table edges. See the STA Screen Basics Guide
for details on pivot table layers and filters.

For example, in the following Drives — Analysis pivot table, the "5" in the MONITOR
column indicates that there are a total of five drives with a health status of "Monitor".
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@ B
- | ACTION | MONITOR [ UNKNOWN [ USE [ Total [ I
A-5L8500 | 1 | HP | u} u} u} =} =1
STK | u} 4 u} 5] a9
Drive Manufacturer Total | 0 4 0 40 44
Library Mumber Total ] 4 ] 40 44
B-5L3000 | 2 |HP u} u} u} a2 a2
| STK | u} 1 u} Eis) 36
Drive Manufacturer Total | 1] 1 1] 43 44
Library Number Total | 1] 1 1] 43 44
C-5L500 |3 HP | o u} o = =1
Drive Manufacturer Total | ] ] ] 5 5
Library Number Total | i i 5 5
Library Complex Name Total | ] @ ] 23 o3

Clicking on this link takes you to the Drives — Overview screen and applies an
appropriate filter based on the table edges The filter criteria are indicated in the

Applied Filter area of the table.

Note: The filter based on the table edges overrides any filter already
applied to the Analysis or Overview screens.

Note: Filter descriptions longer than 250 characters are truncated.
You can hover the cursor over the text to display a tooltip containing
the full description.

@ Format: = B2 B @Jplied Filter: Drive Health Indicator=MONITOD

view - | [B] @ B B
Drive : Media Mec
Diriver WA Dirive Serial Murmber Drive Type  |Health Exchange Start m#?:r?\?éﬂ) Manufacturer  [Hea
Indicator Serial Nurmber  |Indi
29:90:43:0F: 13: 14:DF 80 1920103806 T10000E uh 2011-08-09 02:16:37 BoOFG2642 BoOFG2642
25:04.5F 7R AR CA B4 40 206054111 T10000C i 2011-08-02 14:24:08 BFCOGEZE BFCOGEZE
JEFL 3062 B3 A0 FA 4 143286306 T10000B whs 2011-08-08 11:16:53 MOCAF1FS MOCAF1IFS
AESTELFC 4R 72T (92701162 Ti000oc 2011-08-09 04:40:53 P7FS7OT0 P7FS7OT0
CO:ES: AG:B3: TR 74 F9: 26 19958779350 T10000B i 2011-08-08 12:13:11 WERO1EZC A WEO1EZC A

See "Use an Aggregate Count Link to Apply a Filter" on page 4-15 for detailed

instructions.

Filtering by Applying a Template

Applying a template automatically applies any filter criteria that are included in the
template definition. These criteria override any filter that may already be in effect.

For example, the following Drives — Analysis pivot table has an applied filter, "Drive
Health Indicator=USE".
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@ Fomat = 52| B ( Applied Filter: Drive Health Indicator=LISE %)
Wiews » & B
| ) [T
Cirive | ) Media I
Dirive WM Drive Serial Murnber Drive Type  [Health Exchange Start msﬁrg:r?\.?srﬁlj Manufacturer |k
!Indicator | |Serial Murnber |1
098 COnF2: 34 BE:61:B5 21158184903 T10000C 6 2011-08-07 20:40:21 L47EDE0G L47EDE0G ﬂ
12:F9: 4048 EAFC:S:38 867332006 T10000e 6 2011-08-09 03:43:19 F4956CA0 F4956CA0
1F23:4F CoFA R ALBZ 1401403333 T10000B 6 2011-08-08 170711 P7FEDGS 2 P7FEDGS 2
1FFOi6C: 2B F3:98: 7B EC 1885765667 HP-LTOd @ 2011-08-00 03:05:58 BEDO3ZF3 BEDOZZF3

Applying a template that includes a different filter, in this case "Drive Health
Indicator=MONITOR", changes the table display and causes the original filter to be

overridden.
Templates:
Default |
+ Drive-Health-Monitor % |
STA-Drive-All
Avg Moun STA-Drive-Base-Information
10 STA-Drive-Last-Exchange
i ‘ STA-Drive-Utilization

The new filter criteria are indicated in the Applied Filter area of the table.

@ Format: = EE ﬂ.( Applied Filter: Drive Health Indicator=MONITOR )
view - | [ &# B o
[ | [
|Drive ; : Media Mec
Dirive WM Crive Setial Murmber Drive Type  |Health Exchange Start ixﬂﬁrg;g‘gﬂ) !Manufacturer Hea
ilndicator i |Serial Mumber  |Indi
20:90:43:0DF: 12: 14:DF: 80 192010322806 T10000e 2011-08-09 02:16:37 BOF&2642 BOF&2642
30394 5F TR AR CAB4 4l 206054111 T10000C 2011-08-08 14:34:06 BFCOGEZE BFCOGEZE
25 FA 2962 B8 A0 FA: 4 143286306 T10000B 2011-08-028 11:16:53 NOCAFIFS NOCAFIFS
AB:STELFC AR 7027 Ce02701162 T10000C 2011-08-09 04:40:53 PFFSFOF0 P7FSF070
Co:ES:AG B TR 7A P 2€ 19958773359 T100008 2011-08-08 12:13:11 WEO1EZCA, WFO1EZCA,

Filtering Using Dashboard Graphics

Bar, pie, and area charts on the Dashboard display aggregate data for resources or

events that meet specific criteria. A filter is therefore intrinsic to each section of these
Dashboard charts.

For example, in the following "Health by Media Type" graph, the selected section of
the LTO-4 bar represents 34 drives with a health status of "Monitor".
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Media

Health by Media Type il

LT &kl)hﬂnnitnr: 3400

TCLMU B Monitor

Media Ty P

Mumber o..

Clicking this section of the bar takes you to the Media — Overview screen and applies
the intrinsic filter. The filter criteria are indicated in the Applied Filter area of the table.

@ Format: = £8 | B (applied Filter: Media Type=LT0-4 and Media Health Indicator=MONITOR )

vew~- | B & B | &
wolume Serial - Media !Irjgj?h |Media K Ditive YR Drive Type Drive Health Last Exchange Start
1 yylal=g Type T | Availatle Indicator

iIndlcatDr |

ABBE24DF LTO-4 951 C50D093:ERF424.DE:BFHP-LTO4 @ 2011-08-08 05:52:10 =
CI7OETEF LTO-4 th 3,232 FCAF84:58: 1006758 3CHP-LTO4 @ 2011-08-028 02:11:11
[E2383917 LTO-4 L 261,061 7CANAT 19:BC 2279 AIHP-LTO4 @ 2011-08-06 16:50:17
DSESZ90C LTO-4 ' 2,745 51:29:C2:858:54:.00:B L6 HP-LTO4 @ 2011-08-06 10:23:43

Filtering Tasks
s "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10
s "Clear the Current Filter" on page 4-14
= "Usean Aggregate Count Link to Apply a Filter" on page 4-15
= "Apply a Filter From the Dashboard" on page 4-18

Use the Filter Data Dialog Box to Change a Table Filter

Note: This procedure applies to both pivot and list view tables.

Use this procedure to apply new filter criteria to the current table. You can filter by one
or more record attributes, and you can remove selected filter criteria.

For screens that are paired with a "partner", the filter applied to one screen is
automatically applied to its partner. See "Filter Application" on page 4-1 for details.

1. Click Filter Data in the Table Toolbar.
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@ Format: = EE & Applied Filter: Drive Health Indicator Is USE

ven - | 3 [ & z B

) o ey orive . |orive Library [orive |
B”VT‘JSE”EI Drive WWH| Filter Data I.n'E Madel |Physical E”VE Library Serial Health b

LR — 1 Address e |Mumber Indicator |
9168025768  50:01:04:F0:00:B8:05:00 LTOS 0,1,1,9 mctapell 55900020234 6
HU1947/MPW  50:01:04:F0:00:B8:06:10 LTOS 0,1,2,9 mctapell 55900020234 a

The Filter Data dialog box appears. If a filter has already been applied, the criteria
are displayed in the dialog box, as in the example below.

Y Filter Data @B

(@) Match ANY of the following o

() Match ALL of the following

G_rive Health Indicator [=] 1= [=] |usE = x)

Filter Matching:

apply | Reset | Cancel |.::

2. Specify the filter criteria in the dialog box, as follows:

a. In the Filter Matching field, select one of the options to indicate whether you
want to match any or all of the criteria you specify. See "Filter Matching field"
on page 4-3 for details.

b. Click Add New Filter Criteria to add a new, blank filter criteria row to the

dialog box.
Y Filter Data @M
i (@ Match ANY of the following
s Mk g () Match ALL of the following
Crive Health Indicator [=] 15 [=] |UsE - Edc'i_r

c. Specify the filter criteria using the menus and text field on the row. See
Table 4-1, " Filter Operators by Attribute Type" for details on filling out each
row.

Note: When selecting an attribute for filtering, if you know the name
of the attribute you want to select, you can type the first few letters to
quickly move the cursor to that item in the menu.
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d. You can add as many rows of filter criteria as you want.

e. Toremove filter criteria, click Remove This Filter Criteria Row for the
associated row.

Y Filter Data @8

@) Match ANY of the following

{l tching: -
ex it () Match ALL of the following

& 1+

@VeHealﬂﬂIndicator El Is E| USE -
Drive Model [l |15 =] [LTOS = 3 Re

3. Verify that your specifications are correct, and then click Apply.

SF Filter Data ) ;- |
; . (@) Match ANY of the following P
e Mt ") Match ALL of the following
Drive Model [=] [1= (] [LTOS = %

eset Cancel | .

The following updates are made to the table:
— The table displays only the records that match the criteria you have specified.
— The Applied Filter area indicates the specified criteria.

— For list view tables, the Table Status Line indicates the number of records.

4-12 StorageTek Tape Analytics User's Guide



Filtering Tasks

]

@ Fomat: = £5 | & (Applied Fiiter: Drive Model 1s LTOS

ERICEE YR A N

5 z Drive T Drive Library |Drive 2 Exchange |Exchange - |Alert: Drive = %
aniSenal Drive WWNN Drive Maodel |Physical ﬁ”"e Library Serial Health :;f?ﬁD”;E Drive Write f.lar;:.LI_:)mt Diagnostics S‘ZEJE"'CE E'D";Em;r
e Address e Mumber Indicator | 00209 {5 enicion |Effidency [-22% ™ |Required = v,
9168025766  50:01:04:F0:00:B8:06:00 LTOS 0,1,1,9 mctaped1 55900020234 e 2] 0.00
HU19477MPW  50:01:04:F0:00:B8:06:10 LTOS 0,1,2,9 mctapedl 55900020234 e (3] 0.00 000050100

4] M

[
|

Columns Hidden 68 | Columns Frozen £

Displaying 2 record(s)

4. If the screen is one of a Drives, Media, or All Messages screen pairing, the filter
criteria are also applied to its partner. You can navigate to the partner screen to

verify this.
>| Home Drives - Overview
Tape System Hardware @ Format 7 EJ {

Complexes Overview

Libraries E’EB &
Overview % Drive Utilization
Messages
) 100
Drives
Overview
20
2]

ent

The Applied Filter area of the tables on both screens indicate the same filter.
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Drives - Analysis
@ Format: |15 hE

7z
Library Complex Name Total

24

2.0

1.6

W ACTION
= W EVALUATE
a 1.2 W MONITOR
L WUSE
| UM ENOWN
0.8
0.4

SL500_559000202341

Drrive Health Indicator

® /EBTE s

ACTION | EVALWI
o[ HP 0
IBM | 0

R R e T | ~

SL500_559000202341

Clear the Current Filter

Note: This procedure applies to both pivot and list view tables.

Use this procedure to remove all filter criteria from a table.

Note: To remove selected filter criteria from a table, see "Use the
Filter Data Dialog Box to Change a Table Filter" on page 4-10.

1. Click Reset Filter in the Table Toolbar.

@ Format = BE Applied Filter: Drive Model Is LTOS

view ~ | [B] [% 23 B W R :
i = ' A [ I
Drive Serial Drrive WWHNN Reset Filter (Display All Records) EL|bra|
Mumber
| [Address |
9168025768  50:01:04:F0:00:B8:08:00 LTOS 0,1,1,9 mctapell

The following updates are made to the table:
- All filter criteria are removed from the table so it displays all available records.

— The Applied Filter area is blank, indicating no filter criteria are currently
applied.

— For list view tables, the Table Status Line indicates the number of records
displayed.
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—ala |
@  Format = Y )
en- B3 B T7EQ B
Drive Exchange
Drive Sesial Mumber Drive WWHN Drive Type  |Health Exchange Start  [oroe ioronge [Ove Ex
Indicator Required
531001002143 S0:01:04:F0:00:AB:FT:51  T10000a @ 2014012107:36:4  DRIVE_BRROR -
SO0000020966 S0-0 LOAFI-00:ABFTOS  SHSB0c 4 4012 0:1%® OO
531002001231 S0:01:04F0:00:AB:F 784  T10000s 4 014013110153  GOCD
576004000046 50:01:04:F0:00:86:03:80 _T10000c-Enc 4 0140118073051  WRITE ERROR 1%~
i m ¥
Coksmnstidden 96 | ColmnsFrozen 1
)

Use an Aggregate Count Link to Apply a Filter

Use this procedure to apply a filter to an Overview screen by clicking an aggregate

count link in the "partner” Analysis screen pivot table. The resulting display shows
detail for the aggregate count.

The aggregate counts in each table cell are the result of the filter criteria intrinsic to
each table layer, joined by "AND" statements. Clicking an aggregate count link in a
pivot table cell applies the associated filter criteria to the Overview screen.

Note: The filter applied with this method overrides any filter already
applied to the Overview screen.

1. Use the Navigation Bar to bring up an Analysis screen.

| Home

Media - Overview

Tape System Hardware @

Fomat: ] B & @
Complexes Chverview
LT BO % /I
Ovenvew MB Read
Messages
- 00K
—_—
Charnew J"hg"
Analyss 300K J1.
Masrages 2506 | Y
. ] (7]
Hedia 00K % =" B
Overview 2 qsok| A
= r
A 100K ‘,‘
s B0K L
LY
Library Components

The Media — Analysis screen is used in this example.

Filtering Data 4-15



Filtering Tasks

Media - Analysis Templates: | Default =,
@ Format: |[Z hEN
7z &
Library Complex Name Total
1.200
1,000
200
- W ACTION
5 W MONITOR
3 600 WUSE
W unknown
400
200
D bt
IMedia Health |...
-
@ BB
ACTION | MONITOR | UNKNOWN | USE | Total |
A-SLE500 |1 4 12 2 75 294
Library Number Total 4 12 2 375 394
B-5L3000 | 2 4 17 1 369 ci=hi
Library Number Total 4 17 1 263 291
C-5L500 |3 2 23 o 273 200
Library Number Total 2 23 0 275 300
Library Complex Name Total 10 53 R 1019 1085
2. In the pivot table, click an aggregate count link.
@ __Z Bl 4%
7o % S
f ACTION | MONITOR [ UNKNOWN |  USE |  Total |
A-5L8500 |1 13 2 375 294
A Library Number Total 13 2 375 394
B SE3000-2 e 17 1 369 291
Library Number Total 4 17 1 369 291
C-5L500 |3 2 23 u] 275 200
Library Number Total z 23 ] 275 200
Library Complex Name Total 10 53 3 1019 1085

You are taken to the "partner” Overview screen (Media — Overview in this
example), and the following updates are made to the list view table:

— The table displays only the records included in the pivot table aggregate
count.

— The Applied Filter area indicates the filter criteria from the aggregate count.

— The Table status line indicates the number of records displayed; this number is
the same as the aggregate count in the pivot table.
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Media - Overview
@  Formats ,H[ E

BO % 72X

MB Read

80K

70K
0K
£ 50K
= 40K,
30K
20K
10K

]}
F

B-L0-L LOT

@ Format:

LL=£0-1LOT

LLOT

LE-L0-LLOT
-10-

L+ T

(w]
By

i amam
= as
=iy

System
Average

LE-LO0-LLOT
SO-80-LLOT

BO¥v Zd&
MB Write
240K,
2008
h ﬂ:""- ’
CO1B0K b o i Y e
< 1 wf.‘: I"'ur"“"-' System
0 )
o 120K I‘",‘\-.fer:age
20K
40k
Ok
MOk R ORE R R R
e G s e
SELLES L
g e e
2y 2R

Date

—_|

Templates: |Defaultz, =
BO v ZH &K
Mount BR/W MB/sec
2,100
1,800
i "n"tlr'.‘-‘
1.5004 8 ‘\J"l'!.' I”-?..\
ol
1,200 _Syten
500 Average
B00
300
a
[ I TR R
9 Soaie g
LEigiis
e e
0 = = ko WS
o= o = o = A
Date

lﬂ, @pplied Filter: Media Health Indicator=ACTION and Library Complex Marme=A-SLBS00 and Library Number=D

vVewr Bl FE H

: ; Media ; ]
ﬁamgr e P.I'Ill;.ﬁl: Ew?:ﬁll_‘t;l:r Klf ::lI:bT;B Drrive WP Drive Type %3?;:‘;3 ith Lazt Exchange Start E
CADBD4C0 T1 (5] 818,788 AZ:42:8F:4B:DS:E3:97.9F T10000E (7] 2011-07-30 06:54:05 ¢
D2ESF36C T-CLMU (%] 0 64:18:24,36:7C:55:34: 47 T 100008 @ 2011-08-03 17:21:30 ¢
FOB0CHAT T2 @ 713,239 BE:A8ER92:F4:2B:95:9E T 10000cC e 2011-028-02 02:04:32 €
KATFEOST LTO-4 @ 721 21 AROD:FiBG: 7E: DS HP-LTO e 2011-07-31 05:23:01 I

4| | 3

Colurnns Hiddesn 51 Displaying 4 record(s)

Colurnins Frozen 1

3. Use the Navigation Bar to return to the Analysis screen.

*| Home Drives - Overview
Tape System Hardware @ Format: ] % |
Complexes Overview
Libraries EEB (@
Overview % Drive Utilization
Messages
X 100
Drives
80
&0

ent

The filter remains active; therefore, the Analysis screen displays only the records
that meet the selection criteria intrinsic to the original aggregate count link.
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Media - Analysis Termplates; | Default - ﬁ e
@ Format 4] =
P
Library Complex Mame Total
45
4.0
35
3.0
E 25
=1 IWACTION
[S1i]
15
1.0
0.5
Media Health Indi...
=]
@ Z B & E |(bpolied Fiter: Media Health Indicator=ACTION and Library Complex Mame= A-5L8500 and Library MNurmber=1 )
ACTION | MONITOR | UNKNOWN | USE | Total |
A-5L8500 |1 4 ] ] ] 4
Library Number Total 4 ] ] ] 4
Library Complex Name Total 4 ] ] u] 4

Apply a Filter From the Dashboard

Use this procedure to apply a filter by clicking a section of a bar or pie chart on the
Dashboard. You are taken to the corresponding Overview screen, and the filter
intrinsic to the bar or pie chart section is applied. This procedure allows you to display
detail about data displayed on the Dashboard.

1. Use the Navigation Bar to go to the Dashboard.

-

Home

Dashbua%
Quick Links

Executive Reports

2. Click a section in a Dashboard bar or pie chart.
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Library Media Cells o

25.76% TypesT2

Walue: 22000

D)

Media Type

You are taken to the corresponding Overview screen (Media — Overview in this
example), and the following updates are made to the list view table:

— The table displays only the records included in the selected Dashboard section.
— The Applied Filter area indicates the filter criteria from the selected section.

— The Table status line indicates the number of records displayed; this number is
the same as the Value for the selected Dashboard section.
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Media - Overview @ Templates: | Defal - E?
@ Format: [ g @
BO 2 24X BO v ZH XK BO» 74K
MB Read MB Write Avg Mount R/w MB Throughput
20K 240K 1.0
FOK , n
. 200K .
50K é H ' A ."-."'.i an He
""‘ IEI!‘(“1 wogok T L = L s
2 50K el 4 1T bn g Y '.‘.' % T
Fol Tuee v System B i __System __System
e okl ¥ % Ac:era_qe 3 s ?' Average Average
£ 30 £ Ak
20k
10K 40K
K K 0.0
] LU N ) b e hd B B [ N I N U R
B il 2 B il S EEcrzNER
Date Date Date
=]
@ Format: = EE ,El @Jplied Filter: Media Tvpe=Tb
view- B @& B | A
: : Media - : Drive :
ﬁSLLiE;SenaI r.}qu.': Health a:‘;ﬁbgfnal Dirivier WM Drive Type  Heaalth Last Exchange Start r:\?jlljd
b Indicator Indicator
EFEDOS71 T2 @ 10581163864 CE:FS:34:B0: 2B 1F: A 70 T10000C e 2011-10-30 12:41:31 i’
GDC7AZ03 T2 @ 1845827429 FRCAFLIS:44:4CT5BE T10000C e 2011-11-01 04:16:52
A50580C5 T & 1179175474 AL 200948, 20008 54:B T10000C @ 2011-10-18 02:18:05
AOFSE00C il &b 1351359457 FOiEF:D9:3CFOG 3R C1BL T 100000 6 2011-10-27 092437
17098511 T2 & 1845827429 FRCAFLES:44:4C T3EE T10000C 6 2011-10-24 024239
HE420535 T2 [ 1726497956 A0FFFO:BECFCa ACICE T 10000C 6 2011-10-31 17:13:09
P2ABE33C T2 i 1349498817 EL:D1:9C: 5028 20:84: 23 T10000C 6 2011-10-29 18:10:20
LI3a00925 T2 &b 1565246273 CaceR50:40:81.CF: 780 T10000C 6 2011-10-31 14:12:47
| A o R e e e B S o e s e L e S -~ Dt B
< |
Colurnns Hidden 58 | Columnns Frozen 1 Displaying 220 record(s)

3. Use the Navigation Bar to select the "partner" Analysis screen, if applicable.

Note:
only.

This step applies to Drive, Media, and All Messages screens
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+ Home Media - Overview
Tape System Hardware @ fomat: ] & @
Complees Crverview
Lt ares Eh Qg jﬂ d? [
Overiew MB Read
Mesrages
400K,
Cerves .
Charnew 350K 1
Analysis 300K v
5 250K | %
Messages E o (Y Syt
Media 5, 00K 4 =" e
Overview = 150K ll‘
100K ‘,‘
Me 50K L
Library Components

o -

The filter remains active; therefore, the Analysis screen displays only the records
that meet the selection criteria intrinsic to the selected bar or pie chart section.

Media - Analysis
@ Farmat; ,E]

23
Library Complex Name Total
300
250
200
E WACTION
2 150 WMONITOR
U WUsE
100
50
a

Media Health In...

@ Templates: | Default -

|
@ AAEEE @pplied Filter: Media Type=T2>
ACTION [ EVALUATE | MONITOR | UNKNOWN USE Total |
A-51L8500 (1 1 ] 3 a 136 140
Library Number Total al ] 3 u] 136 140
B-5L3000 | 2 1 0 4 ] 135 140
Library Number Total 1 u} 4 ] 135 140
Library Complex Name Total 2 ] T ] Z71 280
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STA Alerts

The STA alerts feature notifies you of events and conditions in your tape library
system based on user-defined alert policies. You can create as many alert policies as
you want. The alert policies identify the types of conditions and events to which you
want to be alerted and the frequency at which alerts may be generated. Optionally,
you can indicate that you want alerts sent to specified email addresses.

The following topics are discussed in this chapter:

= "How Alerts Work" on page 5-1

= "User Roles for Alerts Management" on page 5-2
s "Details on Defining Alert Policies" on page 5-3
= "Alert Emails" on page 5-9

»  "Alerts Workflow" on page 5-10

s "Alert Management Tasks" on page 5-10

How Alerts Work

The STA alerts process consists of the following parts:
s "Defining Alert Policies" on page 5-1
s "Alert Generation" on page 5-2

= "Monitoring Generated Alerts" on page 5-2

Defining Alert Policies

Users with Administrator privileges perform this part of the process from the Alerts
Policies screen on the Setup & Administration tab.

When you create an alert policy, you can enable it immediately or leave it disabled for
the time being. In addition, several sample alert policies are delivered with STA, and
they are disabled by default (see "STA Sample Alert Policies" on page 5-9 for details).
Only enabled alert policies are used to generate alerts.

To define an alert policy you specify the following information:

= Policy name — An alphanumeric identifier for the policy. Policy names must be
unique.

= Policy description — Optional description of the policy.

=  Entity type — Entities are tape library system resources or events. You must
designate the types of entities to be evaluated by the alert policy. Options include
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libraries, drives, media, exchanges, and media validations. See "Alert Policy
Entities" on page 5-3 for a complete list.

s Severity — Determines the frequency with which alerts may be generated
whenever the criteria defined by this policy are met. See "Alert Policy Severities"
on page 5-4 for details.

»  Alert criteria — User-defined criteria by which the appropriate library system
resources are evaluated. Alert criteria work in much same way as the STA filtering
feature. See "Filter Data Dialog Box" on page 4-2 for details.

»  Email recipients — Optional list of email addresses to receive emails whenever an
alert is generated by the policy. See "Alert Emails" on page 5-9 for details.

Alert Generation
This part of the process is done automatically by STA.

STA continuously evaluates enabled alert policies in the background. Specifically, alert
policies are evaluated whenever the following types of activities occur:

= Anenabled alert policy is created or modified in any way.
= A drive/media exchange occurs.

= A media validation exchange occurs.

= An SNMP trap is received from a monitored library.

= Alibrary data collection occurs.

= An STA application or server event occurs.

STA generates alerts based on the alert policy criteria and severity. If the policy criteria
are matched and enough time has passed since the last alert for the same library
resource and event, a new alert is generated. The time period is determined by the
policy severity. See "Alert Policy Severities" on page 5-4 for details:

If the alert policy includes email addresses, an email containing details about the alert
is sent to the designated addresses. See "Alert Emails" on page 5-9 for details.

For additional details about the alert policy evaluation process, see "Alert Policy
Severity Examples" on page 5-4.

Monitoring Generated Alerts

Any STA user can perform this part of the process from the Alerts Overview screen on
the Tape System Activity tab.

The screen displays a list of generated alerts, and you can sort, filter, export, and print
this list according to your needs. Users with Operator privileges can also annotate
selected alerts.

If you are using an alerts workflow at your site, you can update the state of selected
alerts to reflect current progress. Alerts workflow management is an optional manual
process. See "Alerts Workflow" on page 5-10 for details.

User Roles for Alerts Management

Table 5-1 summarizes the alert policy definition activities available to each STA user
role.
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Table 5-1 Alert Policy User Roles

User Role

Alert Policy Activity

Screen

Operator and above

Display, filter, and print a list of defined alert policies.

Setup & Administration >
Alerts Policies

Administrator only

Define an alert policy.

Copy an alert policy.

Rename a policy.

Change the policy criteria.
Change the list of email recipients.
Enable or disable an alert policy.

Delete an alert policy.

Setup & Administration >
Alerts Policies

Table 5-2 summarizes the alert monitoring activities available to each STA user role.

Table 5-2 Alert Monitoring User Roles

User Role

Alert Monitoring Activity

Screen

Viewer and above

Display, filter, and print a list of all generated alerts.

Export the alerts list to a spreadsheet or document.View detail

for a selected alert.
Change the state of a selected alert.

Show or hide dismissed alerts.

Tape System Activity >
Alerts Overview

Operator and above

Annotate an alert.

Tape System Activity >
Alerts Overview

Details on Defining Alert Policies

This section provides additional detail to help you in creating alert policies. The
following information is included:

"Alert Policy Entities" on page 5-3
"Alert Policy Severities" on page 5-4
"Alert Policy Best Practices" on page 5-8
"STA Sample Alert Policies" on page 5-9

Alert Policy Entities

You can define alert policies for the following types of entities, or tape library system
resources and events:

Library complex

Library

Drive

Media

Robot

CAP

PTP - Relevant only to SL8500 libraries.
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s Elevator — Relevant only to SL8500 libraries.

= Exchange — See "Alert Policy Severities" on page 5-4 for information about how
Exchange alert policies are processed differently from other policy types.

= Media validation — Applies only if media validation is enabled in STA. Alerts are
triggered by final validation results only, not intermediate results. See "STA Media
Validation" on page 8-1 for details.

s STA application itself — To be notified whenever the STA application restarts.

Alert Policy Severities

The policy severity determines the frequency with which alerts may be generated from
the policy. The severity levels are as follows:

= Severe — An alert may be generated once an hour.
= Warning — An alert may be generated once every 24 hours.

= Informative — Only one alert is generated; no additional alerts are generated, even
if the policy criteria continue to be met.

See "Alert Policy Severity Examples" on page 5-4 for examples detailing the effects of
the assigned severity levels.

Exchange and Media Validation Activities Alert Policies and Severities

Because exchanges and media validations are discrete events, not persistent resources,
exchange and media validation alert policies generate alerts whenever a new exchange
or validation is processed and the policy criteria are matched, regardless of time
frames. Therefore, the severity levels you assign to these alert policies are irrelevant.
See Example 5 and Example 6 below for details.

Additionally with exchange and media validation alert policies, you must take care
not to create overlapping policies that might generate multiple alerts from the same
exchange or validation. See "Avoiding Too Many Alerts" on page 5-8 for details.

Alert Policy Severity Examples

The following examples illustrate how and when alerts are generated based on specific
policy criteria and severities. These examples show how a policy's severity level
influences the frequency of alert generation. You can use this information to decide
which severity levels to assign to your alert policies.

= Example 1, ""Warning" Policy for Drives"
= Example 2, ""Informative" Policy for Drives"

"

= Example 3, ""Severe" Policy for Media"
= Example 4, ""Severe" Policy for CAPs"

= Example 5, "Policy for Exchanges Using "Media Health Indicator™

" (]

= Example 6, ""Warning" Policy for Media Using "Media Health Indicator

Example 1 "Warning" Policy for Drives

This policy generates alerts for drives that require attention because they have
ACTION or EVALUATE health.

Policy entity: Drives

Policy severity: Warning — alerts may be generated every 24 hours.
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Policy criteria: Drive Health Indicator is ACTION, or Drive Health Indicator is

EVALUATE.

Time Events Evaluation Result

05:00:17, Day 1  The policy is created The policy is evaluated ~ An alert is generated for Drive 1 and emails
and enabled. for all drives and sent to the defined recipients.
Drive 1 health is matchgd for Drive 1 but No alert for Drive 2.
EVALUATE. not Drive 2.
Drive 2 health is
MONITOR.

08:12:24, Day 1  Drive 1 health goes to The policy is evaluated ~ Since it has been less than 24 hours since
ACTION. for all drives and the last alert for Drive 1, no new alert is

. - matched for Drive 1 but generated.

I\D/I%\;SH%F}(I;I?I this sl not Drive 2. No alert for Drive 2.

13:37:01, Day 1  Drive 1 health is still The policy is evaluated ~ No alert for Drive 1.
ACTION. fﬁ; ’?c %Sc{lz)isljor}ci An alert is generated for Drive 2 and emails
Drive 2 health goes to Drive 1 and Drive 2 sent to the defined recipients.
EVALUATE. rive 1 and Drive 2.

05:01:03, Day 2 Drive 1 health is still The policy is evaluated ~ Since it has been more than 24 hours since
ACTION. for all drives and the previous alert for Drive 1, a new alert is
Drive 2 health is still matched for both generated and emails sent to the defined
EVALUATE Drive 1 and Drive 2. recipients.

No new alert for Drive 2 since it has been
less than 24 hours since the last alert for
Drive 2.

17:08:43, Day 2 A new email recipientis The policy is evaluated =~ No new alert for Drive 1.
added to the policy. for all drives and Since it has been more than 24 hours since
. S matched for both . . .
Drive 1 health is still Drive 1 and Drive 2 the previous alert for Drive 2, a new alert is
ACTION. ’ generated and emails sent to the defined
Drive 2 health is still recipients.
EVALUATE.
Example 2 "Informative" Policy for Drives
This example presents the same policy criteria as Example 1 but with an "Informative"
severity.
Policy criteria: Drive Health Indicator is ACTION, or Drive Health Indicator is
EVALUATE.
Policy entity: Drives
Policy severity: Informative — alerts are generated only once.
Time Events Evaluation Result
05:00:171 The policy is created The policy is evaluated ~ An alert is generated for Drive 1 and emails
and enabled. for all drives and sent to the defined recipients. No
. . matched for Drive 1 but additional alerts will be generated by this
Drive 1 health is Drive 2 licv for this dri
EVALUATE. not Drive 2. policy for this arive.
Drive 2 health is No alert for Drive 2.
MONITOR.
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Time Events Evaluation Result
08:12:24 Drive 1 health goes to The policy is evaluated ~ No new alert for Drive 1.
ACTION. for all drives and No alert for Drive 2
. - matched for Drive 1 but '
Drive 2 health is still Drive 2
MONITOR. not Drive 2.
13:37:01 Drive 1 health is still The policy is evaluated ~ No new alert for Drive 1.
ACTION. for all drives and An alert is generated for Drive 2 and emails
. matched for both . g
Drive 2 health goes to Drive 1 and Drive 2 sent to the defined recipients. No
EVALUATE. ' additional alerts will be generated by this
policy for this drive.
05:01:03 Drive 1 health is still The policy is evaluated ~ No new alerts for Drive 1 nor Drive 2.
ACTION. for all drives and
Drive 2 health goes to nmoit]CD}; ?Sefgr Drive 1 but
USE. ’
Example 3 "Severe" Policy for Media
This policy generates alerts for exchanges resulting in a 5135 FSC. This FSC indicates
issues with the tape leader, and the media should be ejected from the library and
examined as soon as possible.
Policy entity: Media
Policy severity: Severe — Alerts may be generated every hour depending on exchange
activity.
Policy criteria: Exchange FSC is 5135.
Time Events Evaluation Result
08:00:53 The policy is created The policy is evaluated ~ No alerts are generated.
and enabled. as new exchanges are
processed and no match
is found.
08:05:09 A 5135 FSC occurs onan  The policy is evaluated ~ An alert is generated for Media A and
exchange for Media A.  as new exchanges are emails sent to the defined recipients.
E;?lc\/e[zileij an matched No additional alerts will be generated by
' this policy for this exchange. Media A will
have no more alerts from this policy until it
is involved in a new exchange (assuming
future exchanges also result in a 5135 FSC).
09:13:17 A 5135 FSC occurs onan  The policy is evaluated ~ An alert is generated for Media B and
exchange for Media B.  for new exchanges and  emuails sent to the defined recipients.
matched for Media B. No additional alerts will be generated by
this policy for this exchange.
10:35:22 A 5135 FSC occursona  The policy is evaluated ~ An alert is generated for Media A and

new exchange for for new exchanges and  emails sent to the defined recipients.

Media A. matched for Media A. No additional alerts will be generated by

this policy for this exchange.

Example 4 "Severe" Policy for CAPs
This policy generates alerts for CAPs that require attention.

Policy entity: CAPs

Policy severity: Severe — Alerts may be generated every hour.
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Policy criteria: CAP Library Health is NOTOPERATIVE or CAP Library Health is

DEGRADED.
Time Events Evaluation Result
14:05:10 The policy is created The policy is evaluated ~ An alert is generated for CAP 1A and
and enabled. for all CAPs and emails sent to the defined recipients.
CAP1Aisina matched for CAP 1A.
DEGRADED state.
15:01:12 CAP 2B goes into a The policy is evaluated ~ No new alert for CAP 1A.
NOTOPERATIVE state. fglz;tac lklus-CdAfEi Eg?h An alert is generated for CAP 2B and
CAP 1A and CAP 2B emails sent to the defined recipients.
15:05:20 CAP 1A is still The policy is evaluated A new alert is generated for CAP 1A and
DEGRADED and for all CAPs and emails sent to the defined recipients.
CAP 2B is still matched for both No new alert for CAP 2B
NOTOPERATIVE. CAP 1A and CAP 2B. ’
16:01:27 CAP 1A is still The policy is evaluated ~ No new alert for CAP 1A.
DEGRADED and for all CAPs and .
CAP 2B is still matched for both An nf W alf? lihge(rile;"a te(cil for'C'A Pt2B and
NOTOPERATIVE. CAP1Aand CAP2B. ~ ©Mals sEtio e delined reciplents.
Example 5 Policy for Exchanges Using "Media Health Indicator"
Exchange alert policies differ from policies for other library system components in that
the severity of the policy is irrelevant. Because exchanges are discrete events, exchange
alert policies always generate alerts when the policy criteria are met, regardless of
policy severity. This example illustrates this point. See Example 6 for a similar example
that results in fewer alerts.
Policy entity: Exchanges
Policy severity: Because this is an exchange alert, the policy severity is irrelevant. In
this case, the severity is "Informative,” but the results would be the same for all
severity levels: alerts are generated for all exchanges involving media with
EVALUATE health.
Policy criteria: Media Health Indicator is EVALUATE.
Time Events Evaluation Result
13:13:17, Day 1  The policy is created The policy is evaluated ~ No alert is generated.
and enabled. for all exchanges and no
Media Z health is match is found.
EVALUATE.
14:43:09, Day 1 ~ An exchange occurs for ~ The policy is evaluated ~ An alert is generated for Media Z and
Media Z, whose health  for all exchanges and emails sent to the defined recipients.
is EVALUATE. matched for Media Z.
07:20:24, Day 1  Another exchange The policy is evaluated A new alert is generated for Media Z and
occurs for Media Z, for all exchanges and emails sent to the defined recipients.
whose health is still matched for Media Z.
EVALUATE.
15:05:19, Day 2 Another exchange The policy is evaluated A new alert is generated for Media Z and
occurs for Media Z, for all exchanges and emails sent to the defined recipients.
whose health is still matched for Media Z.

EVALUATE.
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Example 6 "Warning" Policy for Media Using "Media Health Indicator"

This policy generates alerts for media with EVALUATE health. This example is similar
to Example 5, but because it is a Media alert policy, it results in fewer alerts.

Policy entity: Media

Policy severity: Warning — alerts may be generated every 24 hours.

Policy criteria: Media Health Indicator is EVALUATE.

Time Events Evaluation

Result

13:13:17, Day 1  The policy is created The policy is evaluated

An alert is generated for Media Z and

and enabled. for all media and emails sent to the defined recipients.
Media Z health is matched for Media Z.
EVALUATE.

14:43:09, Day 1 ~ An exchange occurs for ~ The policy is evaluated
Media Z, whose health  for all media and

Since it has been less than 24 hours since
the last alert for Media Z, no new alert is

is still EVALUATE. matched for Media Z. generated.

07:20:24, Day 2 Another exchange The policy is evaluated =~ No new alert is generated for Media Z
occurs for Media Z, for all media and since is has still been less than 24 hours
whose health is still matched for Media Z. since the last one.

EVALUATE.

15:05:19, Day 2 Another exchange The policy is evaluated ~ Since it has been more than 24 hours since
occurs for Media Z, for all media and the previous alert for Media Z, a new alert
whose health is still matched for Media Z. is generated and emails sent to the defined

EVALUATE.

recipients.

Alert Policy Criteria

You can define alerts based on any attribute available for the selected alert Entity.
However, not all attributes create events that will actually trigger an alert. In addition,
for Media Validation alert policies, alerts are triggered by final validation results only,
not intermediate results.

Alert Policy Best Practices

This section includes some tips for creating alert policies.

Avoiding Too Many Alerts

It is recommended that you define alert policies using criteria specific to the policy
entity type. And for exchange and media validation alert policies, it is recommended
you use criteria unique to exchanges and validations and not available for drives and
media. Otherwise, you may create overlapping alert policies that result in multiple
alerts and emails for the same event or resource attribute.

For example, you could create and enable all three of the following policies:

= Warning policy for Media: Drive Health Indicator is MONITOR or Media Health
Indicator is MONITOR

= Warning policy for Drives: Drive Health Indicator is MONITOR or Media Health
Indicator is MONITOR

= Policy for Exchanges: Drive Health Indicator is MONITOR or Media Health
Indicator is MONITOR

The Media and Drive alert policies would each generate an alert every 24 hours for
each drive and media with MONITOR health. In addition, the Exchanges alert policy
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would generate an alert every time a drive or media with MONITOR health is
involved in an exchange. You could potentially get scores of alerts from a single drive
or media with MONITOR health.

A better approach would be to create and enable the following policies:
s Warning policy for Media: Media Health Indicator is MONITOR

= Warning policy for Drives: Drive Health Indicator is MONITOR

s Policy for Exchanges: Alert: Drive Dump Available Is True

Using Logical Groups to Define Alert Policies

When defining alert policies for Drives or Media, you can use logical groups in the
selection criteria. Because drives and media can belong to more than one logical group
at a time, it is usually appropriate to use the "Contains" and "Doesn't Contain"
operators when specifying the criteria, rather than the "Is" and "Isn't" operators. See
"Filtering by Logical Group" on page 7-4 for details.

STA Sample Alert Policies

Some sample alert policies are delivered with STA. These policies are meant to give
you concrete examples for policy creation, and they are all disabled by default. You
can enable as many of them as you want and use them as is, or you can use them as
starting points for creating policies more specific to your needs.

Caution: Unlike the predefined templates delivered with STA, the
sample alert policies are not write-protected, and you can modify
them directly. However, if you modify or delete the sample policies,
you cannot restore them to their original state. For any modifications,
it is recommended that you copy the sample policy and modify the
copy while leaving the original unchanged. See "Copy an Alert Policy"
on page 5-17 for details.

It is also recommended that you print a record of the sample policies
as delivered, so you can re-create them manually if necessary. See
"Manage the List of Alert Policies" on page 5-11 for details.

All STA sample alert policies have names with an "STA" prefix. It is recommended that
you preserve this naming convention for the sample policies and not use the "STA"
prefix when naming your own alert policies. The Date Created /Updated for STA
sample alert policies is the date when the STA application was last installed.

Alert Emails

Alerts can be sent to any number of email addresses. Through emailed alerts, users are
notified of significant events in the tape library system without having to log in to the
STA application. Alerts can even be sent to employees who do not have STA
usernames.

The available email addresses must have been previously defined to STA on the
Configuration — Email screen. See the STA Installation and Configuration Guide for
instructions.

Example 5-1 and Example 5-2 are examples of the text of alert emails you might
receive.
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Example 5-1 Sample Exchange Alert Email

Exchange Started at December 13, 2013 5:52:05 AM MDT and Ended at December 13,
2013 7:15:41 AM MDT
STA Drive Alert - 2013-12-13 07:20:46 (Drive HU1233210W)
Alert Summary:
Policy Desc: Generates an alert when the Drive Health Indicator is Evaluate
and Drive Health Trend is Worse.
Criteria Met: Drive Health Indicator=EVALUATE and Drive Health Trend=WORSE
STA Server: sysbiz

DRIVE
Serial Number: HU1233210W
Tray Serial Number: UNKNOWN
Model: HpUltriumé

Last Annotation:

Health Indicator: Evaluate
Health Trend: Worse
Suspicion Level: 90.0
Exchange Status: GOOD
Exchange Tape Alerts - Warning: 0
Exchange Tape Alerts - Critical: 0

Alerts (30 days): 3

Example 5-2 Sample STA Application Alert Email

STA STA Server Alert 2013-12-15 22:39:21 (STA Server bizsys)
Alert Summary:

Policy Desc: This policy will match when the STA software is restarted.
Criteria Met: staEngine: Server in an UNKNOWN State - Restarting.
STA Server: bizsys

Alerts Workflow

The alerts workflow is an optional manual process that is based on predefined states
you can assign to selected alerts on the Alerts Overview screen. You can implement the
alerts workflow in whatever manner best works for your site, but a suggested
progression of alert states is as follows:

1. New — STA assigns this state to all alerts when they are created.
2. Acknowledged — The alert has been noted.

3. InProgress — The alert has been assigned to a responsible party and is being
evaluated.

4. Dismissed — The responsible party has completed all activity on the alert. By
default, all dismissed alerts are hidden on the Alerts Overview screen, but you can
optionally display them. See "Show or Hide Dismissed Alerts" on page 5-27 for
details.

See "Change the State of an Alert" on page 5-26 for details on using alert states to
implement a manual workflow.

Alert Management Tasks

Alert Policy Definition Tasks
= "Manage the List of Alert Policies" on page 5-11

5-10 StorageTek Tape Analytics User's Guide



Alert Management Tasks

"Create an Alert Policy" on page 5-12

"Copy an Alert Policy" on page 5-17

"Modify an Alert Policy" on page 5-18

"Modify Email Recipients for an Alert Policy" on page 5-20
"Enable or Disable an Alert Policy" on page 5-21

"Delete an Alert Policy" on page 5-22

Alert Monitoring Tasks

"Manage the List of Generated Alerts" on page 5-24
"Display Detail For an Alert" on page 5-24

"Show or Hide Dismissed Alerts" on page 5-27
"Change the State of an Alert" on page 5-26

Manage the List of Alert Policies

Alert Policies

@ VTad #7088 ol

Blert Polcy Hame

STA-CAF-Status

STA-Drive Status

CTE Mekia Lasiie 8 ska

1.

Date Created Updated Polcy Description m WY | Alert Severity | Enabled e
' This policy wil malch whenever the CAP ' ' ' e
201309-16 1621435  status changes to a degraded or Cap Warreng o CAF Lbrary Health 151G

Note: This procedure requires Operator or Administrator privileges.

In the Navigation Bar, select Setup & Administration > Alerts Policies.

* Home
* Tape System Hardware
2| Tape System Activity

Setup & Adminstration

The Alerts Policies screen appears, showing all sample and user-defined policies at
your site.

non-gperatve state of CAP Library Haalth [+

e a1 LS8 T o  LastDrive Notification Is

2013-09-16 16:14:35 ::::: changes to degraded oF non-operative Drive W arming o Last Drive Molfication
anam e A mama. e THES poboy will match when a drive STA —— R _a  Deve Health Incheator Ig
2. You can manage the list of alert policies by performing the following tasks:
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= Filter the table records; see "Use the Filter Data Dialog Box to Change a Table
Filter" on page 4-10.

= Reset a filter applied to the table; see "Clear the Current Filter" on page 4-14.
= Refresh the table to display new policies; see the STA Screen Basics Guide.

= Display a printable form of the table in a separate browser tab or window; see
the STA Screen Basics Guide.

Create an Alert Policy

Use this procedure to create an alert policy. The Alert Policies wizard leads you
through the steps to define all information for the policy.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Alerts Policies.

*| Home

| Tape System Hardware
* Tape System Activity
Setup & Administration

Expoutive "Cb” Poboes
Ternplates Maragemsent
Mecks Valdation
Service
LGS
Configura bon
SHMP Connecitions
Uisers
Emad

The Alerts Policies screen appears.

2. Click New Alert Policy.

Alert Policies
® |78 GEEaX ad
Alert Policy Mame Date Creabed Undated Pa
This policy wil ma
STA-CAP-Status 2013-09-16 16:14:35  status changes t

P Al RR

The Alert Policies wizard appears.
3. Complete the first screen of the wizard as follows:
a. In the Policy Name field, type a unique name.

Your entry can include any alphanumeric characters up to 250 characters in
length.
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Note: All sample alert policies delivered with STA have names
beginning with "STA," so it is recommended that the names you
assign to your alert policies not start with this prefix.

b. In the Policy Description field, enter an optional description of the policy.
This information is included in alert emails. You may want to use this field to
specify recommended corrective actions for alerts generated by this policy.

c. Click Next.

Alert Policies o8

Paolicy Rame Policy Type
Enfer pobcy name and deornbon

Policy Name  * | Drpue-Dian-5LE500

Alerts for drives in SLE500
libraries with Desgnostics Reguired

Podcy Descripbor

%" .le

Note: On any screen of the wizard, you can select the breadcrumb
links at the top of the dialog box to go directly to the next immediate
screen or any screen you have already visited.

Alert Pobcies HY

Type Alert Criteria

wited Step: Policy Name

4. Complete the second screen of the wizard as follows:

a. In the Entity Type menu, select the type of library system component for
which this policy may generate alerts. See "Alert Policy Entities" on page 5-3
for information about the types.

b. In the Select Severity field, select the severity level of the alert policy. See
"Alert Policy Severities" on page 5-4 for information about severity levels.

c. Click Next.
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Alert Policies iR

.
Polcy Hame  Policy Type  Alert Critenia

SEect poicy Type

Celach sevenity: Warring -

iﬂ*iq‘g Concdl |

5. On the third screen of the wizard, specify the alert policy criteria as follows:

a. In the Filter Matching field, indicate whether you want to match any or all of
the criteria you specify.

b. Click the Add New Filter Criteria Row button to add a new, blank selection
criteria row to the dialog box.

Alert Policies o8
= L
Policy Mame  Folcy Type  Alert Criteria  Redpients
Salact mlert criberis
Fiiar Matching: Match ANY of the folloving #
TSNS 5 Match AL of the folowing L
Library Madel [=l [1s [=] [ma500 . K |
Alart: Drive Diagrostics Requred L] [True [w) B_J

c. Specify the selection criteria using the menus and text fields on the row. See
Table 4-1, " Filter Operators by Attribute Type" for details on completing each
row.

Note: When selecting an attribute for filtering, if you know the name
of the attribute you want to select, you can type the first few letters to
quickly move the cursor to that item in the menu.

d. You can add as many rows of selection criteria as you want.

5-14 StorageTek Tape Analytics User's Guide



Alert Management Tasks

Note: When basing selection criteria on logical groups, it is usually
appropriate to use the "Contains" and "Doesn't Contain" operators,
rather than the "Is" and "Isn't" operators. This is because drives and
media can belong to more than one logical group at a time. See
"Filtering by Logical Group" on page 7-4 for details.

e. Toremove criteria, click the Remove This Filter Criteria Row button on the
row you want to delete.
Alert Pobcies Y
=

Policy Name Polcy Type  Alert Criteria  Recpents

Salact ert ovteria

Match ANY of the following + |
@ Match ALL of the following

Fiter Matching:

Libwary Modsl Is [=] Isgs00 5 |

[=]
Mert: Drive Disgnostics Required :‘ Tirus Tl @

6. Verify that your criteria are correct and click Next.

Alert Policies a8l
Policy Mame  Polcy Type  Alert Criteria  Redplents
Select plert critenia
it Matehing: ) Match ANY of the folowing = |
PR Match ALL of the following
Library Madsl =l [1s =] [s5500 = 3t |
Mart: Drhve Diagaoebes Requred L] [True [a=] b

- @)=

a. In the Email Recipients menu, select the email addresses to which you want
emails to be sent whenever an alert is generated by this policy.

b. Click Next.

7. Complete the fourth screen of the wizard as follows:
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Alert Policies ]

Policy Mame  Polcy Type  Alert Criteria  Recipients  Review

‘Selact e emnad addreszes 1o recene mer matchng thes policy

Emad Redpents: | user 18domain, com; user 28don =]

ooct | R _conce

8. Complete the last screen of the wizard as follows:
a. Verify that all the policy information is correct.
b. Use the Enable Alert Policy check box as follows:
- Select the check box to create the policy and enable it immediately.

- Deselect the check box to create the policy but leave it disabled for now.
You can enable it at a later time. See "Enable or Disable an Alert Policy" on
page 5-21 for details.

c. Click Save.

Alert Policies g ]

L
Policy Mame  Policy Type  Alert Criteria  Redpients  Rewiew

Reveew the aberf polcy
Policy Name: Drive -Diag-5LA500
Pokcy Descripbon:  Aberts for drives in SLB500 Ebvaries with Diagnostics Reguired
Enbty Type: DRIVE
Severity:  WARNING
Alerting Condition:  Library Model Is SLB500, and Alert: Drive Disgnostics Required True

user 1ifidomadn, com
user 2ifdomain, com

Ervusll Recimierits:
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The policy is created. If the policy is enabled, then the appropriate library system
resources are immediately evaluated against the policy and alerts are generated as
appropriate. If the policy is disabled, then the policy is not evaluated for now.

Copy an Alert Policy

Use this procedure to copy a selected alert policy. You can copy any user-defined
policy or STA sample policy, depending on your needs. Following are some uses for
this procedure.

= Use an existing policy as the basis for a new policy. Copy an existing policy that is
similar to one you want to create, and then modify the copy. See "Modify an Alert
Policy" on page 5-18 for details.

= Copy the STA sample policies to preserve the original versions. The STA sample
policies are not write-protected and there is no way to restore the original versions
if they are modified, so it is recommended that you keep copies of the original
versions even if you do not use them.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Alerts Policies.

* Home

* Tape System Hardware
* Tape System Activity
Setup & Adminkstration

Ternplates Maragemsent
Mecks Valdation
Service

LGS
Configura bon

SHMP Connections
Lisers

Emad

The Alerts Policies screen appears.

2. Select the alert policy you want to copy and click Copy Alert Policy.

Alert Policies

> | TR 4-3:: a4

Abert Pobcy Name Date Created Updated Pokcy De
Drive-Diag-SLE500 WSO8 171657 e e i
Exch-MadiaHealth-Action 20130918 11:20:58 ﬁ":: :"_'i.nﬁ'f

The first screen of the Alert Policies wizard appears. The copy of the policy has all
the same information as the original, except for the following:

s The word "Copy" is added to the end of the Policy Name.
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= No email recipients are defined.
s The policy is disabled (the Enable Alert Policy check box is deselected).

Alert Policies &Rl

. — =
Policy Name | Foliicy Type

Envter pofcy name and desorpbon

I Fobcy Mame  * | Drive-Disg-SUES00 Copy

Alarts for drives in L8500
Eeranies vith Ciagnostcs Reguired

Mgt Cance

3. In the Policy Name field, type the name you want to assign.

4. Use the Next button or the wizard breadcrumbs at the top of the dialog box to
navigate to the screens with the information you want to modify. See "Create an
Alert Policy" on page 5-12 for details on completing these screens. You can also
leave all information unchanged if you are simply copying the original policy to
preserve it.

5. Click Save when done.

The new policy is created, and the Alerts Policies screen is updated with the
information.

In the following example, the Drive-Diag-SL3000 policy was copied from the
Drive-Diag-SL8500 policy, and the alert criteria were modified to evaluate drives

in SL3000 libraries.
Alert Policies
® FaEl %7 i 2 1|Q)&8
. ) MertPolicy | !
Alert Policy Name Date Created Updated Policy Descripbon Tupe Mlert Saventy Enabled Alert Criberis
Y e TG TE 17 1l Merts for drives n SLIDDO B . = Libr gy Miodad T= SL3000 e 1S
ve-Diag-5L.3000 2013-09-18 17:28: 14 Diagrostes Required Drive warmng and Alert: Drrve Diagnostics Requred True user T Bdckna
y . . erts for drives in SLES00 i Libwasry Mol Ts SLES00 user 12
Tue-Diag-2.8500 W1300-18 1R16:S7 Déagnostics Requred Drtve Feor & o Alert: Drive Dxagnostics Required True user 2 ]
T T P P ) LTl L e L e ——— R S — T doma

Modify an Alert Policy
Use this procedure to make any of the following modifications to a selected alert
policy.
= Change the policy name.
s Change the policy description.
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= Change the tape library system resource or event to be evaluated by this policy.
= Change the policy severity.
= Add, delete, or modify the policy selection criteria.

= Add or delete email recipients; for a more direct method, see "Modify Email
Recipients for an Alert Policy" on page 5-20.

= Enable or disable the policy; for a more direct method, see "Enable or Disable an
Alert Policy" on page 5-21.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Alerts Policies.

*| Home

* Tape System Hardware

3 Tape System AcCtivity

Setup & Administration
Logical Groups

w

Ternplates Maragemsent
Mecks Valdaion
Logs
Configurabon
SHMP Conneciions
Users
Emad

The Alerts Policies screen appears.

2. Select the alert policy you want to modify and click Edit Alert Policy.

‘Alert Policies

o T ¥Ahmax ad
Blert Pobcy Name Ciate Created Updated Pob
This policy will mal
STA-CAP-Status 2013-09-16 16:14:35  stabs changes to
nor-operative sta
This policy will mai
STA-Drive Status 2013-09-16 16:14:35  stabes changes to

atakp

The first screen of the Alerts Policy wizard appears, and the policy's current
information is displayed.
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Alert Policies @

Policy Name | Folcy Type

Enter polcy name and desmpbon

DriveDiag-SLAS00

Alarts for drives in 5L3500
dbranes wath Dlagnostics Required

gt Canced |

3. Use the Next button or the wizard breadcrumbs at the top of the dialog box to
navigate to the screens with the information you want to modify. See "Create an
Alert Policy" on page 5-12 for details on completing these screens.

4. C(Click Save when done.

The policy is updated, and the changes are displayed on the Alerts Policies screen.

Modify Email Recipients for an Alert Policy

Use this procedure to add or delete email recipients for a selected alert policy. The
recipients are notified of all alerts generated by the policy. You can choose any number
of addresses that have been predefined to STA in the Configuration — Email screen. See
"Alert Emails" on page 5-9 for details.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Alerts Policies.
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* Home
»| Tape System Hardware
2| Tape System Activity
Setup & Administration
Logical Groups
5 Poboies
Ry_forl Pobces
Templates Managemeant
Macks Valdabion
Service
Logs
Configuration
SNMP Connections
Lisers
Emad

The Alerts Policies screen appears.

2. Select the policy you want to modify and click Email Recipients.

Alert Policies
e VB +7@ @ e d
Alert Poboy Name Date Created Updated P
. “This pokey wil 1
STA-CAP-Status 20130916 16:14:35  stabus changes
non-gperabive
This policy wil n

The Email Recipients dialog box appears.

3. In the Email Recipients menu, select the check boxes next to the addresses you
want to receive alerts generated from this policy. Deselect the check boxes next to
the addresses not to receive alerts.

Email Recipients B

Select the emad addresses to receive alerts matching this polcy

Emual Recpeents: | |ser 1 @domain,com; user 28don |

OF MCAonara Ve STt " & =

4. Click OK.

The policy is updated according to your modifications.

Enable or Disable an Alert Policy

Use this procedure to enable or disable a selected alert policy. Only enabled policies
can generate alerts.
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To ensure email recipients are notified of all alerts generated by a particular policy, you
should add the recipients to the policy before enabling it. See "Modify Email
Recipients for an Alert Policy" on page 5-20 for instructions.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Alerts Policies.

*| Home

*| Tape System Hardware
* Tape System Activity
Setup & Adminstration

Executive l!%j:r’ ¥ Polces
Templates Management
Mecks Vabdabion
Service
LGS
Configura bon
SHMP Connecitions
Users
Emad

The Alerts Policies screen appears.
2. Select the policy you want to modify.

If the policy is currently enabled, the Disable Alert Policy icon in the Alerts
Policies toolbar becomes active. If the policy is currently disabled, the Enable
Alert Policy icon becomes active.

3. Click Enable/Disable Alert Policy.

Alert Policies
@ TE *2/ X aa
Alart Pobcy Mams Date Created Updated Polcy Descriphion f{;:::‘o‘.c_\. Alert Severity | Enabled
This policy wil match whenever the CAP
STA-CAP-Status 201309-16 16:1435  stats changes to 8 degraded or Cap Warring S
non-operatve state o AL
This policy wil match whenever the drive :
STADrive Status 013-09-16 16:14:35  status changes to dearaded or non-coerative Drive Warning ot |Lastirhe
The policy is updated according to your selection.
= If you have enabled the policy, the corresponding tape library resources or
events are immediately evaluated against the policy criteria, and alerts are
generated as appropriate.
= If you have disabled the policy, alerts are no longer generated for the policy.
Delete an Alert Policy

Use this procedure to delete an alert policy. Deleting a policy does not delete alerts
already generated from this policy; they are still available for viewing on the Alerts
Overview screen. You do not have to disable an alert policy before deleting it.
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Note: This procedure requires Administrator privileges.

Caution: Be careful not to delete any of the STA sample alert policies
because they cannot be restored except by manually re-creating them.
All STA sample alert policies have names with an "STA" prefix.

1. In the Navigation Bar, select Setup & Administration > Alerts Policies.

| Home

* Tape System Hardware
* Tape System Activity
Setup & Administration

The Alerts Policies screen appears.

2. Select the alert policy you want to delete and click Delete Alert Policy.

Alert Policies
@ | 7W 4-.?5{:&

MertPoicy Name | Date CreatedUpdated F
[ Alerts for Healt

a-Drive Evaliate-Worse 013-12-17 15:44: 55 Trend = W
This policy wll ¢
STA-CAP-Siabus M0 13409-16 1621435 siatus changes
[ s o1t

The Delete dialog box appears.

3. Verify your selection and Click Yes to confirm the deletion.

Delete <)

Are you sure you wish to delebe Alert Policy Exch-Drive-Health-EVALUATE?
{This apples only to the pobcy; any alerts generated by this policy vl stll be avalable on the Alerts Cverview page)

"W Rl hile § DT mﬂvﬂmmm- 1w J@d

The policy is deleted and the list on the Alerts Policies screen is updated.
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Manage the List of Generated Alerts

Note: With the exception of annotating an alert, this procedure can
be done by any STA user. Annotating requires Operator privileges.

1. In the Navigation Bar, select Tape System Activity > Alerts Overview.

* Home
* Tape System Hardware
Tape System Activity

Exchanges

Dirive Chaanings Owerview

Media Validation Overview

Al Hessages
Owerview

Anislyiet

The Alerts Overview screen appears, showing all active (not dismissed) alerts that
have been generated to-date.

Alerts Overview @ Tempiates: |STadefaite [ (B

¥ Format :_:,
viewn S [BEBTE2Q H | rgerumbe: 15 of1  Show Dismissed Alerts
Date Crested Updsted Alart Pokcy Name ﬂw* At SEvErity Component [0 Abert Sisbe Alert B

W13-11-22 10:29:43 STA-Lbrary Status Lbrary  Waming S 16000201302 Hew Lirary Top Level Indicator= =
2013-11-22 10:01:45 STA-Robot-Status Robat Warming 74018339 e Robot Library Health=DEGR.
20E3-11-22 10:04:40 STARobot-Siatus Robat Warming 035670 P Robot Library Health=DEGR.
2013-11-22 10:01:31 STALibeary-Stakiis L Warming S16000201233 Py Library Top Level Indeator=
H013-11-22 10:00:35 STA-Elavator-Stabus EEvator Warming ELEVATOR-T303 101 +50=38 MNew Elevatar Library HealthaDEC

2. You can manage the list of alerts by performing the following procedures:

= Display a printable form of the table in a separate browser tab or window; see
the STA Screen Basics Guide.

» Annotate an alert, see the STA Screen Basics Guide.
= Export the list of alerts; see the STA Screen Basics Guide.

»  Filter the list of alerts; see "Use the Filter Data Dialog Box to Change a Table
Filter" on page 4-10.

= Reset a filter applied to the table; see "Clear the Current Filter" on page 4-14.
= Refresh the table to display new alerts; see the STA Screen Basics Guide.

= Detach the table from the screen and display it in a separate window in the
browser foreground; see the STA Screen Basics Guide.

= Go directly to a specific page on the screen; see the STA Screen Basics Guide

Display Detail For an Alert

Use this procedure to display an alert and trace it to the tape library system event or
condition that triggered it.
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1.

Note: This procedure can be performed by any STA user with
Viewer privileges or above.

In the Navigation Bar, select Tape System Activity > Alerts Overview.

* Home
* Tape System Hardware

D Chearinigs Overvisw
Media Valdabion Overview
All Messages
Overview
Anustysis

The Alerts Overview screen appears.

2. Select the alerts you want to view and click Detail View.
Alerts Overview
@ Fomat 2
vew - | F | TEQ H r
Date Created Updated Alert Pokcy Name
2013-09-20 15:14:35 STA-Drive-Health
STaMedatiesth
2013-09-20 15:07:40 STA-Drive-Health
2013409-20 16:06:45 STA-Mada-Heath

Alerts Overview

@  Format:

Alert Detail
Alert Details

Cate CreatedUpdated:
At Policy Mame:
Alert Seveity:

Alert Location Information
Library Serial Huember:
Library Mame:
Liwary Compiey Mame:

Alert Detadl
Alert Detalls
Date Crested LUndated:

PURR SR PR

In the Detail View, each record you have selected includes several links to other
screens containing related information.

Select the link in the Alert Event Type field (in this example, Exchange) to display
detail for the event that triggered the alert.

@ Templstes: |STADefadt- [ [T

Alert Date 2013-09-20 16:13:59
Other Details

2013-09-20 16:1 %59
STA-Media-Health

Wairning Mavt State; Hew
tIndicator=MONITOR

516000100317 Drive Sensl Mumber! 500000016923
tenstrd 7 Volume Senial Number: DD0GE38
SLES00 12

User-Provided Information

Arnotation History:  Hone
Alert Date 2013-09-20 16:19:12

Other Details

2013-09-20 16:15:12 Alert Policy Type:  Media

cra saadia Lasisk e eAneo

You can use the information that is displayed to trace the cause of the alert and
determine whether you need to take any action.
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‘Exchanges Overview
D Fomet = EE | @

Details for Exchange

Exchange Health and Activity
xchange Start  2013-09-20 16:12
Exmchangs End:  2013-09-20 16:13:57
Exchange Elapsed Time: D:01:44
Exchange Mount Teme:  0:00:14
Do Exchange Stak

Exchangs Taps Alerts - Sa

Mount /W ME:  0.00
Mount Sent M:
Mount Recenved MB:
Exchangs Drive Cleaning Requred: No
Cumrent Cleaning Uses:

Entarnrics Cnecific Tnfrematon

Change the State of an Alert

= )

Dirree Serial Mumbser:
Drive Tray Serial Mumber:
i: UMKNOWH
: Sth9B40c
: 9B40C

Drive Fromware Verson:
Crive Haalth Indeator:
Drive Suspicden Level:
Drrve Meaith Trend:

Drive Lifebme Clasns:
Drive Lifebme Loads:

Drrve Lifetme Meters:
Drive Lifetme Power Hours:
Dirive: Start Tradking:

Drivee Stop Traddng:

Media

Volume Serial Number:
Marks Typea:
Claznang Maia:

@  Temclates: _Esu-oe!aulz- B@

Recorded on 2013-09-20 161213 | *

500000016922

1.46.503-5.20

72,879
2013-09-17 16:04:12

SB40R

Use this procedure to change the state of selected alerts according to the alerts
workflow process implemented at your site. See "Alerts Workflow" on page 5-10 for

details on this process.

Note: This procedure can be performed by any STA user with
Viewer privileges or above.

1. In the Navigation Bar, select Tape System Activity > Alerts Overview.

* Home

* Tape System Hardware

Dirive Cheanings Overview
Media Valdabon Overview
All Hessages

O rviEw

by

The Alerts Overview screen appears.

2. Select the alerts you want to modify and click Change Alert State. You can select

multiple alerts.
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Alerts Overview
@ Fome = En | @

m'@ﬁ‘?'ﬂﬂ Bl | Page tumber: 15 of1 _ShowDemssed Alerts |

i
Date Cr ted | Alert Pobcy Name !m"*'ﬂ BlertSevetty |
2013-09-20 17:01:06 STADrive Health Drve . o
B
2013-09-20 15:49: 40 STA Media-Health ' M
STADmetedth  Dove  Wamng B
2013-09-20 15:47:42 STA Media-Health ' M

The Change Alert State dialog box appears.

3. In the menu, select the state you want to assign to the selected alerts. You can
assign any available state, and then click OK.

Change Alert State -]

Selact the new workflow for the selected alert(s):

The alerts are updated, and their new state is displayed in the Alerts Overview
screen.

Note: If you changed the selected alerts to "Dismissed," and the
Alerts Overview screen is set to hide dismissed alerts, the alerts are
removed from the display. See "Show or Hide Dismissed Alerts" on
page 5-27 for details on displaying dismissed alerts.

Alerts Overview
@ Foeme = EE 8
m._y;ga?ga_a Page Humber: 15 oft  ShowDismissed Alerts

Date Createdfipdated | Alert Policy Name {lert Pokicy Alart Severity | Component 1D Miert State |
2013-05-20 17:01:08 STA-Drive-+Health

v
=

2013-09-20 15:45:40 STA-Meda-Health

FBiE

201309-20 18:47:42 CTA-Meadis-Health

Show or Hide Dismissed Alerts

Use this procedure to toggle the display of dismissed alerts on the Alerts Overview
screen. See "Change the State of an Alert" on page 5-26 for details on how alerts are
dismissed.

Note: This procedure can be performed by any STA user with
Viewer privileges or above.

1. In the Navigation Bar, select Tape System Activity > Alerts Overview.
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The Alerts Overview screen appears, and by default, all dismissed alerts are

hidden from view.

2. Click the Show Dismissed Alerts button in the table toolbar.

Alerts Overview

ven~ | S RBBTE2Q B rooetume: 15 oft
I i ]

Date Created Updated | Blert Policy Mams ::‘:Pﬂﬂ' Alert Severity |
2013-05-20 17:01:.06 ETA-Drive-Health Drive Warning S000000 12856 hew =]
2013-09-20 16:53:51 STA-Drive-Health Drive Waming 500000012193 Moz D
2013-09-20 16:49:40 STA-Meda-Health Media Waming EMZ402 MNEwi M
2013-00-20 16:48:30 STADerva-Haslh Drive W armang SOO000011322 My (i |

Dismissed alerts are now visible on the screen, and the button label has changed to

Hide Dismissed Alerts.

.Aler!s Overview

@ rFomar = 55 | B

veve [/ RBTBQ | e

Date Created Updated MertPolcyMame  [7=2"Y | ert Severtty ComponentID |  AlertState
2013-09-20 17:09:31 ETA-Drive Health Drive Wamning 57001000247 Haw Dr
2013-09-20 17:08:01 STA-Drive Health Drive Warning S00000020933 Hew Or
201309-20 17:07:53 ETAMeda-Health Media Waming a1 Hew ]

(5.0 130108 T8 Drti diaalt . " 3 s bes Or
013-09-20 16:58:03 ETA-Drive-Health Drive Waming S0000001312 (Cxsnissed
2013-05-20 16:56:32 STA-Meda-Health Meda Wamning L2605 (Chsmissed
©013-06-20 16:54:19 ETA-Meda-Health Mz Waming TEE221 Cesnissed
21T R B R ETE T e sl Trrrs Tirrane L TR Tl he

3. To hide the dismissed alerts again, click the Hide Dismissed Alerts button.

Alerts Overview
@ Formak: = EE E,

Vit -

Date Created Updated adert Poloy Mame
2013-0r9-20 17:15:34 Eli{hri\re-l-HH.'l
201340/9-20 17:05:31 STA-Drive-Health
2013-0r3-20 17:08:01 STA-Drive-Haalth
20130r9-20 17:07:53 ST A-Madis Haal
2013-0r3-20 17:01:08 STA-Driva-Haslth
2013409-20 16:58:03 STA-Drive-Health
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Executive Reports

STA Executive Reports provide high-level views of your tape library system. Executive
Reports are based on defined Dashboard templates, and all the information in the
template is included in each report. Dashboard portlet annotations are also included in
the reports if they have been added to individual Dashboard portlets and saved as part
of the Dashboard templates.

All users have privileges to view Executive Reports, but defining report policies
requires Administrator privileges, and running reports requires Operator privileges.
See "User Roles for Executive Report Policies" on page 6-6 for more information.

This section describes how to define, run, and use Executive Reports. The following
topics are discussed:

"Executive Report Creation Process" on page 6-1
"Using Executive Reports" on page 6-2
"Executive Report Policies" on page 6-4
"Executive Report File Tasks" on page 6-6
"Executive Report Policy Tasks" on page 6-10

Executive Report Creation Process

The process for running an Executive Report is as follows. Report files are not
available until all of these steps have been completed.

1.

An Operator or Administrator user defines and saves a custom Dashboard
template. (This step is optional, as Executive Reports can also be based on the
predefined templates delivered with STA.) See "Create a Template" on page 3-12
for details.

An Administrator user creates an Executive Report policy based on the Dashboard
template. See "Create or Modify an Executive Report Policy" on page 6-10 for
details.

An Operator or Administrator user runs the report on demand, or the report runs
automatically according to the schedule defined in the policy. See "Run an
Executive Report On Demand" on page 6-6 for details.

If the report policy includes a list of email recipients, the report file is emailed to
those users. See "Emailing Executive Reports" on page 6-5 for details.

Users view the report file. See "View an Executive Report" on page 6-7 for details.
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Using Executive Reports

Executive Reports are produced in PDF format and saved to the STA database. Reports
can also be emailed automatically to designated recipients.

Displaying Executive Reports

Once an Executive Report has been run, you can view it from the Executive Reports
screen on the Home tab. Figure 6-1 is an example. The screen lists all report files
available to your STA username. If the list is empty or does not include report files you
should be able to view, see an STA Administrator user for assistance.

A report policy can be run multiple times, so you may see several instances of the
same report, each with a different date and time stamp. Report files are saved in the
STA database and are therefore backed up with the regular database backups. You
may want to periodically remove old report files you no longer need. See "Delete an
Executive Report File" on page 6-8 for details.

Figure 6—-1 Sample Executive Reports Screen

Executive REPDI'IS
e YR LX Q&

Report Run Date Time Report Mame File Size (bytes) Rleport Crwmer Source Template Man
2014-01-27 17:01:44 Dy Medks MWDH 288,355 STA I -Disshibossd-Graphs -Mads - MWDH -
2014-01-27 17:01:40 Dy Drives FWDH 299,916 S5TA XL -Dashiboard -Graphs -Drives MVDH
2014-01-27 17:01:26 Cuady All Tabdes 44019 STA STA-Dashibassd-A1-Tablss
2014-01-27 17:01:08 Caiy All Reports 3,084 STA STA-Dashboard-Al-Feports
2014-01-27 17:01:04 DCady All Grapha 363,007 S5TA STA Dashbasrd-A1-Grapha
2014-01-26 17:01:49 ‘Wesidy Drive Utiraton 20d mrements 72,335 5TA 2L -Dashiboard -Dr-Ut-50d4nc
2014-01-26 170143 Dady Madks MWDH 287,758 STA I -Dashiosrd-Graphd Mada METH
Z014-01-26 17:01:40 Dady Drives FWDH 297,476 5TA A -Dashiboard-Graphs-Drives-+WDH
20140126 170125 Dady Al Tableg 41,743 5TA STA-Dashboard-Al-Tables
Z014-01-26 170108 Dady Al Reports 3,086 5TA STA-Dashboard-Al-Reports %

4 nr ¥
Displaying 62 of 52 record(s)

Reports are created in PDF format, and you can either view them directly in your
browser window or save them to your local computer for later viewing. See "View an
Executive Report" on page 6-7 for instructions. Figure 6-2 is a sample page from an
Executive Report.

You may also receive Executive Report output by email. This must be set up by a user
with Administrator privileges. See "Emailing Executive Reports" on page 6-5 for
details.
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Figure 6—2 Sample Executive Report

STA Report: Syatem Health Acticn 2014-03-21 12:32:42
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Running Executive Reports

Executive Reports can be run on a regular schedule and on demand. Report schedules
can be defined only by users with Administrator privileges. Reports can be run on
demand by users with Operator privileges and above.

Report Schedule

Executive Reports can be run on a regular schedule at the following frequencies.
= Daily (every 24 hours)

s Weekly (every 7 days)

= Monthly (every 30 days)

= Quarterly (every 90 days)
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User Roles for

= Yearly (every 365 days)

The user does not need to be logged in for a report to run. Reports always run
automatically in the background shortly after 00:30 UTC time. The time displayed in
the report header is in UTC time.

The report schedule is based on the Start Date of the report and is days-based, not
calendar-based. Therefore, a monthly report runs on the specified Start Date and every
30 days thereafter, not necessarily on the same date every month. Following are some
examples to clarify. The Start Date for all is 10/15/2013.

Frequency Report Schedule

Daily 10/15/2013,10/16/2013,10/17/2013, and so on

Weekly 10/15/2013,10/22/2013,10/29/2013, and so on

Monthly 10/15/2013,11/14/2013,12/14/2013, 01/13 /2014, and so on
Quarterly 10/15/2013,01/13/2014, 04/13/2014, 07 /12/2014, and so on
Yearly 10/15/2014,10/15/2015, 10/15/2016, 10/14 /2017, and so on

On-demand Reports

When run on demand, Executive Reports are run at the next available opportunity.
Depending on system activity, there may be a delay of up to two minutes before the
start of execution. On-demand report runs do not affect the regular report schedule—a
report will run at its regularly scheduled times regardless of how many times it is run
on demand.

Executive Report Files

Some Executive Report file tasks can be performed by all user roles, whereas others are
available only to Administrator or Operator roles.

Note: Regardless of user role, you can view reports run
automatically or by any STA username.

Table 6-1 summarizes the Executive Report file activities available to each STA user
role.

Table 6-1 Executive Report File User Roles

User Role Report Activity Screen

Operator and above | Run a public report on demand. Setup & Administration >
Executive Reports Policies

Operator and above | Delete a public report file run automatically or on demand. Home > Executive Reports

Viewer and above

Display a list of public report files run automatically or on Home > Executive Reports
demand, as follows:

= Export and view a report file.

= Filter the report file list.

= Print the report file list.

Executive Report Policies

This section provides information about Executive Report policies.
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Defining Executive Report Policies

The Executive Reports Policies screen on the Setup & Administration tab displays all
Executive Report policies. Figure 6-3 is an example.

Figure 6-3 Sample Executive Reports Policies Screen
Executive Reports Policies

® 7% #/:-%X Q&

Report Name Date Created Updated :lﬂ? t Fun (DarteTime Source Template N
Dy Al Graghs & 01-78 17:00:00 STA-Dashboard-All-G
Dy Al Reparts (=1l B1-Z3 17-00:00 STA-Dashibasrd-Al-R
Dy Al Tables 5403 & 01-78 17:00:00 STA-Dashboard-Al-Ti
Dy’ Drives MWDH 5004 (=1l B1-Z3 17-00:00 L Diashbsasnd-Graped
Cusily Mecha MyTH 2014-01-17 15:05:27 & 01-28 17-00:00 1L -Dashbosnd -Gr aphd
Wissldy Drnoe LitilizaSon 00d | 2014-01-22 08:15:29 (=1l ikl y STA 20190202 17-00:00 L Dashbsasnd-Dr-Lis-

Each Executive Report policy is based on a saved Dashboard template and includes
the following elements:

= Report name — An alphanumeric identifier for the report. Report names are not
required to be unique.

= Source Dashboard template — Reports can be based on any Dashboard template
available to your STA username, except the one named "STA-Default." To create a
report based on the template named "STA-Default,” you must first save the
template to a different name, and then base the report on the new name.

»  Start Date — The first day that the report is scheduled to be run. See "Running
Executive Reports" on page 6-3 for details. It will run automatically shortly after
00:30 UTC on this day.

s Frequency — The frequency at which the report is scheduled to be run. See
"Running Executive Reports" on page 6-3 for details.

= Ownership — Reports can be Public or Private. Private report policies can be
managed and viewed from the STA user interface only by the STA Administrator
username that has defined them. Instances of public report policies can be viewed
and managed by any user.

Note: When an STA username is deleted, all private report policies
owned by that username are automatically deleted or made public,
according to the selection made by the Administrator user performing
the deletion. See the STA Installation and Configuration Guide for details.

= Email recipients — Reports can be sent to any number of email addresses. Email
addresses must be defined in the Configuration — Email screen. A PDF of the
report is emailed to the recipient after each report run has completed.

Emailing Executive Reports

Emailing reports is one way you can provide reports to people who are not regular
users of STA and who do not have an STA username. Each Executive Report can be
sent to any number of email addresses, which have been previously defined to STA
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through the Configuration — Email screen. See the STA Installation and Configuration
Guide for instructions.

The email recipient list for each report can be defined only by a user with
Administrator privileges. A PDF of the report is emailed to the recipients as soon as it
is run. See Figure 6-2 for a sample page from an Executive Report.

User Roles for Executive Report Policies

Table 6-2 summarizes the Executive Report policy activities available to the Operator
and Administrator roles.

Table 6-2 Executive Report Policy User Roles

User Role

Report Activity

Screen

Administrator only

Create a public or private report policy.

Display a list of report policies, including public policies and
private policies created by the current STA username.

Modify a report policy, including public policies or private
policies created by the current STA username, as follows:

= Define a regular schedule for the report.
= Assign public or private ownership to the policy.
= Designate email addresses to receive report files.

s Change the Dashboard template on which the report is
based.

= Delete the policy.

Setup & Administration >
Executive Reports Policies

Operator and above

Display a list of public report policies only, as follows:
= Filter the report policy list.
= Print the report policy list.

Setup & Administration >
Executive Reports Policies

Executive Report File Tasks

These tasks involve viewing and managing Executive Report output files, and they
can be performed by all user roles. These tasks are performed from the Executive
Reports screen on the Home tab.

Note: You only have access to public reports and private ones owned
by your STA username. You cannot perform these tasks on reports
privately owned by another STA username. See "Defining Executive
Report Policies" on page 6-5 for additional information.

"View an Executive Report" on page 6-7
"Delete an Executive Report File" on page 6-8

"Manage the List of Executive Report Files" on page 6-9

Run an Executive Report On Demand

Use this procedure to run a selected Executive Report right away. The report is run at
the first available opportunity, which could take up to two minutes. This does not
affect the report's schedule—it will also be run at its regularly scheduled time.
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Note: This procedure requires Operator or Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Executive Reports
Policies.

* Home

* Tape System Hardware
» Tape System Activity
Setup & Administration

Logical Groups
Alerts Polices

Media Validation
Service
Lags
Configuration
SHMP Cornections

Users
Emad

The Executive Reports Policies screen appears.

2. Select the report policy you want to run and click Run.

FExecutim Reports Policies

RSN EESRY Report Owner et Run Date/Time

Date Createdfpdated |20 | SRS
M0 1401-17 12:12:08 en daly 5TA 2014-01-24 17:00:00
2014-01-17 12:13:07 en dady STA 2014-01-24 17:00:00
2014-01-17 12:09:32 &= dady STA 2014-01-24 17:00:00

en

20014-01-17 12:10:27

dady 5TA 2004-01-24 17:00:00

A confirmation dialog box appears.
3. Verify the information and click OK to run the report.
Reports A

R repart Dady Drives MWDH immediately?
(This will not affect the report's regular schedule)

SYS

The report is run. See "View an Executive Report" on page 6-7 for instructions on
displaying the output.

View an Executive Report

Use this procedure to view an Executive Report after it has been run. Reports are
created in Adobe PDF format.

1. In the Navigation Bar, select Home > Executive Reports.
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Home

Quick Links

Al A,

\

The Executive Reports screen appears, showing all report files available to your
STA username.

2. Select the report file you want to view and click Export.

Executive Reports
® | 7B Q&
Report Run Date | Rapart Name | File Size (bytes) | Report Owner | Spuroe Template Nams
el 5 A 264, 734 5TA X -Dashboard-Graphs Drives MWDH
133,544 5TA MEB-SystemHealthS atusaction
AT Tor 30,422 STA STA-Dashboard-al-Tables
2014-01-23 17:01:04 System Health Action 3,103 5TA MEB-SystemHealthS atusaction
2014-01-23 17:01:01 Dady Al Graphs 385,390 5TA STA-Dashivosnd Al -Graphs
2014-01-23 17:00:34 Dady Media MWDH 254,330 5TA X -Dashboard-Graphs MedaMWDH

The file is downloaded to your computer according to your browser settings. See
your browser documentation for details. Following is a sample dialog box you
might see on a computer running Mozilla Firefox on Windows.

" Opening System Health Actice.pdt IR

You have chosen to open:

@.‘__!iynem Health A:t@

which is: Adobe Acrobat Document
fram mA

‘What should Firefox de with this file?

Qpen with | Adobe Acrobat 9.0 (default) -
& | Save File

Do this gutornatically for files like this frorm now on.

In this example, you would proceed as follows:

»  Click Save File and OK to save the report to your local computer. The report is
saved in PDF format and can be viewed with Adobe Reader at a later time.

s Click Open with and OK to view the report from your browser. This option
requires the Adobe Acrobat add-on to be installed and enabled in your
browser, and the exact functioning depends on your browser configuration. If
you are not able to use this option, see your browser documentation for
instructions.

Delete an Executive Report File

Use this procedure to delete a selected report file. This does not affect other report
files, nor the report policy definition. You can select only one report file at a time to
delete.
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1. Inthe Navigation Bar, select Home > Executive Reports.

Homie
Dashboard
Quick Links

b b3,

\

The Executive Reports screen appears, showing all report files available to your
STA username.

2. Select the report file you want to delete and click Delete.

Executive Reports

@ (7@ @a a
e, b Tames REpart MHame _Fie&nlﬁﬂes]_ Rlaspart Ohrisr | Sourcs Templs be Mams

264,234 STA L Dashboard-Graphs-Drives MAVDH - -
=29 1L I 133,544 5TA ME-SystemHealthStatusiction
201401-23 17:01:14 Dy A Tables 30,422 5TA STA-Dashboard-all-Tables
140123 170104 Svatnm Hiadth Artian 1.I0% £TA MA ttemHmaltht b sl tinn

A Delete confirmation dialog box appears.

3. Verity your selection and Click Yes to confirm the deletion.

Delete £

Dedete report fle Daly Drives MWDH' from
Jan 24, 2014 2213210 FM7

(Thiz applies only to this report file; the repart definition will not be delsted)

LAY LATTS WLSOTAR T T U I A T LY @Jﬂ
Dy Media MWDH 245,83

The report file is deleted and is no longer available for viewing from the Executive
Reports screen.

'Executive Reports

@ v LX Q&

Report Run Date/Time | Rospeor . Mame | File Size (bytes) | Report Owner | Source Template Nar
20140 1-24 14:02:12 System Health Action 133,544 5TA ME-SystemHealthS tatusiction -
201401-23 1701214 Duasly Al Tables 30,422 5TA STA-Dashboand-A1-Tables
2014-01-23 17:01:04 System Health Action 3,103 5TA MB-SystemMealthStatusiction
WAAMNIYT A RAAE Frade Al Crandear L WA TTA CTA NMaskloeard Al e ardear

Manage the List of Executive Report Files

The list of Executive Report files is a List View table, similar to those found on
Overview screens, and you can perform the same functions as for any List View table.
See the following procedures for instructions:

»  To filter the table records, see "Use the Filter Data Dialog Box to Change a Table
Filter" on page 4-10.

s Toreset a filter applied to the table, see "Clear the Current Filter" on page 4-14.
»  To refresh the table to display any new report files, see the STA Screen Basics Guide.
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To display a printable form of the table in a separate browser tab or window, see
the STA Screen Basics Guide.

To detach the table from the screen and display it in a separate window in the
browser foreground, see the STA Screen Basics Guide.

Executive Report Policy Tasks

These tasks involve creating and managing the Executive Report policies, and they
require Operator or Administrator privileges. These tasks are performed from the
Executive Reports Policies screen on the Setup & Administration tab.

Note: You only have access to public reports and those owned by
your STA username. You cannot perform these tasks on reports
privately owned by another STA username. See "Defining Executive
Report Policies" on page 6-5 for additional information.

"Create or Modify an Executive Report Policy" on page 6-10.
"Delete an Executive Report Policy" on page 6-13
"Run an Executive Report On Demand" on page 6-6

"Manage the List of Executive Report Policies" on page 6-14

Create or Modify an Executive Report Policy

Use this procedure to create an Executive Report policy or make any of the following
modifications to an existing public policy or a private policy owned by your STA
username.

Change the name of the policy.
Designate a different Dashboard template on which the policy is based.

Note: You can make this modification only if the policy is based on a
private template owned by your STA username or a public template.

Change the regular schedule for when reports are generated from the policy.

Change public or private ownership of the policy and the reports generated from
it.

Change the email recipients for reports generated by the policy.

Optionally, you can run the report on demand after making the changes.

1.

Note: This procedure requires Administrator privileges.

In the Navigation Bar, select Setup & Administration > Executive Reports
Policies.
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*| Home

* Tape System Hardware
* Tape System Activity
Setup & Administration

Logical Groups
Alerts Polides

Exequtive Raparts Dc-lvc%
Templates ."'lmrr\c"l

Media Validation
Service
Logs
Configuration
SMHMP Connections
Users
Emal

The Executive Reports Policies screen appears.

2. Proceed as follows:

s To create a report, click Add in the Executive Reports Policies table toolbar.

'Executive Reports Policies

Report Hame
Dady All Graphs 20
Dadly Al Reports i}
Moy Al Tahlss n

X Qad

Date Created Updated
1di]1=17F 122 12208
1440117 12: 12241
140117 1321307

R

-
“

= To modify an existing report policy, select the policy in the table and click Edit.
You cannot modify a private Executive Report policy owned by another STA

username.
Executive Reports Policies
@ |[VTE X ad
Report Mame Date Created Uipdated
Ciadly Al Graphs .El-‘--lil:-l? 12 12:08
Daldy All Reports 201401-17 12:12:41

Ciady Al Tables 20

14-01-17 12: 13507

The Add/Edit Executive Reports Policy dialog box appears.

3. Complete the Add/Edit Executive Reports Policy dialog box as follows:

a. Inthe Report Name field, type a unique name.

Your entry can include any alphanumeric characters up to 250 characters in

length.

b. Inthe Source Dashboard Template menu, select the template you want to use
as the basis of the Executive Report. The menu lists all Dashboard templates

available to your STA username.

Note: This field is display-only if you are modifying a policy and the
source template is owned privately by another STA username.
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c. Inthe Locale menu, select English; this is the only option available at this time.

d. In the Start Date field, specify the date when you want scheduled runs of the
report to begin. Reports are run shortly after 00:30 UTC, starting on this date.

e. In the Run Frequency menu, select the frequency at which you want the
report to run.

f. Inthe Shared field, select one of the following options:
—  Public to make the report available to all users.

—  Private to make the report available to the current STA username only.
This does not affect the email recipients list—you can have copies of the
report emailed to other users even if the report is private.

g. Inthe Email Recipients menu, select the email addresses to which you want
copies of the report emailed after each report run. The report is sent as a PDF
attachment. The menu lists all email addresses that have been defined to STA.

4. Verify the information is correct, and then click one of the following buttons:

= Save to save the report policy and have it run for the first time on the
designated Start Date.

= Save and Run to save the report policy and run it immediately. This does not
affect the schedule you have defined; it will also run at its regularly scheduled
time, starting on the designated Start Date.

Add/Edit Executive Reports Policy A

Report Name:  * | System Health Action
Source Dashboard Template: *® | MB-SystemHaalthSrahmAstian T|
Locale:  * | English |
StartDate: [201401-24 Y
Fum Freguency: Dy EI
Shared: @ Publc () Private

Emal Reopeents: -|

Q\E@M.

The Executive Reports Policies screen is updated with the new policy information.

Executive Reports Policies
® ré& +/ "X Qa8
Report Name Date Created Updated R"-W.": nit Report Owmer Hext Run Date/Time Source Template Name
| _LHM _F"ta.al."\-C'.-’ | | - | |
Cady All Graphs 2014-01-17 12: 12:08 L dadly STA 2014-01=24 17-00:00 STADashboard-al-Graphs
Cuady Al Tables 2014401-17 12:13:07 e dady 5TA 2014-01-24 17:00:00 5TA-Dashiboard-Al-Tables
Dy Drives MRVDH 2014-01-17 12:09:32 L dadly STA 2014-01=24 17-00:00 L Dashboard-Graphs -Derves
Dy Media MWDH 2014401-17 12:10:27 e dady 5TA 2014-01-24 17:00:00 A Dashboard-Graphs Mada
Dy Db 11 G0 dave 2014.01-17 12011138 £ dady 5T4 20148-01-24 17+00:00 1 g 1906 s
{(Syatem Health action 2014401-17 12:12:41 & dady 5TA 2014-01-24 17:00:00 MB-SystembealthStatusActc }
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If you selected Save and Run, the report is run in the background at the first
available opportunity. It may take up to two minutes for the report to start
running.

As soon as the report run finishes, the output is available from the Executive
Reports screen on the Home tab. See "View an Executive Report" on page 6-7 for
instructions on displaying the output.

Delete an Executive Report Policy

Use this procedure to delete an Executive Report policy. You can only delete Public
policies or Private policies that have been created by your STA username.

Deleting a report policy does not delete previously run report files; they are still
available for viewing on the Executive Reports screen.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Executive Reports
Policies.

*| Home

* Tape System Hardware
*> Tape System Activity
Setup & Administration

Logical Groups
Aleris Polices

ExeQitr REporis Dﬂ*‘.‘j\fb
Templates Managemsnt

Media Valdation
Service
Logs
Configuration
S Cornections
Users
Emad

The Executive Reports Policies screen appears.

2. Select the report policy you want to delete and click Delete.

Executive Reports Policies
> TE 4+ z@n a
Repar Fepor
Report Mame DCiate Created Undsbed Locab t e t o Reéport Owaner Me&xt Rur Dabe Time
Ciadly All Graphs 014-01-17 12:12:08 en dady 5TA 214-01-24 17-00:00
Diadly All Tables 2014-01-17 12:13:07 en daidy 5TA 2014-01-24 17-00:00
Duadly Drives MWDH 014-01-17 12:09:32 &n dady STA 2014-01-24 17-00:00
Diady Media MWDH 2014-01-17 12:10:27 &n dady STA 20149-01-24 17-:00:00
* -17 12:11:38 &n dady STA 2014-01-24 17-00:00
2014-01-17 12:12:41 &n daily STA 2019-01-24 17-00:00

The Delete dialog box appears.

3. Verify your selection and Click Yes to confirm the deletion.
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Delete oA

Dielebe report definition "5 ystem Health Action™

(This will ot delete any previous nuns of this report)

The report policy is deleted.

Manage the List of Executive Report Policies

The list of Executive Report policies is a List View table, similar to those found on
Overview screens, and you can perform the same tasks as for any List View table. See
the following procedures for instructions:

»  To filter the table records, see "Use the Filter Data Dialog Box to Change a Table
Filter" on page 4-10.

»  Toreset a filter applied to the table, see "Clear the Current Filter" on page 4-14.

»  To refresh the table to display any new report policies, see the STA Screen Basics
Guide.

= To display a printable form of the table in a separate browser tab or window, see
the STA Screen Basics Guide.

= To detach the table from the screen and display it in a separate window in the
browser foreground, see the STA Screen Basics Guide.
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Logical Groups

STA's logical group feature allows you to create any number of user-defined groups of
drives and media. Logical groups are useful for filtering and reporting STA data. If
your site has enabled the optional STA media validation feature, you can use logical
groups when defining automated media validation policies. See "Validating Media by
Logical Group" on page 8-21 for details.

Logical groups can contain any combination of drives, media, or both. Individual
drives and media can belong to more than one logical group at a time.

Anyone with Operator or Administrator privileges can perform the activities
described in this chapter. The following topics are discussed:

= "Using Logical Groups" on page 7-1

= "Logical Group Creation Process" on page 7-2
= "Types of Logical Groups" on page 7-3

= "Filtering by Logical Group" on page 7-4

= "Logical Group Creation and Management Tasks" on page 7-11

Using Logical Groups

Following are some ways logical groups can help you to organize and report your STA
data:

= Use logical groups to filter data on the following screens. See "Filtering by Logical
Group" on page 7-4 for details.

s Drives Overview and Drives Analysis
s Media Overview and Media Analysis
= Selected Dashboard portlets

= Save screen layouts that have been filtered by logical group as templates. The
filters are saved as part of the templates. See "Screen Characteristics Included in
the Template Definition" on page 3-3 for details.

s Create Executive Reports based on Dashboard templates that are filtered by logical
group. See "Executive Reports" on page 6-1for details.
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Logical Group Examples

Example 1 Logical Groups for Library Partitions

A library has eight partitions, and users would like to produce STA reports for drives
and media in each partition. To do so, you could create one logical group for each
library partition.

Example 2 Logical Groups for Libraries in Different Geographic Locations

Two library operators manage libraries at one site and three other operators manage
another site. The operators would like to see STA data that apply to drives and media
at their site only. To do so, you could create one logical group for each site.

Example 3 Logical Groups for Archival Media

An archival site creates two copies of each archived media. To help manage the two
sets of media, you could create one logical group for all copy #1 media and another
logical group for copy #2 media.

Example 4 Logical Group for Calibration Media

If you choose to enable drive calibration and qualification, which is part of the STA
media validation feature, you must define a logical group of media to be used for this
purpose. All drive calibration and qualification activities will be done exclusively with
these media, and the media should not be used for production data. See "Calibration
Media Logical Group" on page 8-16 for details.

Logical Group Creation Process
The process for creating a logical group is as follows.

1. Create the logical group from the Logical Groups screen. You assign a name and
designate whether it is a manual or dynamic group. See "Types of Logical Groups"
on page 7-3 and for details.

2. Add drives and media to the group using either of the following methods:

= If the group is manual, then you select individual drives and media to add to
the group. This is done from the Drives Overview and Media Overview
screens. See "Add Drives and Media to a Manual Logical Group" on page 7-13
for details.

s If the group is dynamic, then you define the selection criteria by which drives
and media are assigned to the group. This is also done from the Logical
Groups screen. STA then automatically builds the group. See "Create and
Define a Dynamic Logical Group" on page 7-17 for details.

Logical Group Ownership

A'logical group is owned by the STA username that created it, and the ownership
cannot be changed except when the owner is deleted. The logical group owner is
displayed on the Logical Groups screen.

Note: When an STA username is deleted, all logical groups owned
by that username are automatically deleted or made public, according
to the selection made by the Administrator user performing the
deletion. See the STA Installation and Configuration Guide for details.
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Types of Logical Groups

When you create a logical group, you designate whether it is manual or dynamic.
Once you have created a group, you cannot change its type.

Manual Logical Groups

Manual logical groups are relatively static—membership does not change except
through direct user intervention. You build manual logical groups by manually
assigning selected drives and media to the group. You can add or delete drives and
media from a group at any time. See "Create a Manual Logical Group" on page 7-11 for
details.

Dynamic Logical Groups

Dynamic logical groups evolve over time as drive and media attributes change.
Membership in a dynamic logical group is based on selection criteria that you define.
Logical group selection criteria work in much same way as the STA filtering feature,
and they can range from simple to very complex. See "Create and Define a Dynamic
Logical Group" on page 7-17 for details.

Depending on the size of your tape library system, it may take some time to build a
dynamic group for the first time. The group is built in the background, so you can
proceed with other STA activities while the group is being built.

Updates to Dynamic Group Membership

Dynamic group membership is automatically updated as drives and media are added

and removed from your library environment, and as the attributes of individual drives
and media change. When drives and media meet the selection criteria for a group, they
are automatically added to the group, and when they no longer meet the criteria, they

are automatically removed.

Group membership updates occur once per hour, but you can manually initiate a
group update at any time. See "Force a Dynamic Logical Group Update" on page 7-21
for details.

You cannot manually add or delete individual drives and media from a dynamic
group. To change the membership of a dynamic group, you can revise the selection
criteria. See "Change the Selection Criteria for a Dynamic Logical Group" on page 7-20.

Dynamic Group Selection Criteria

A variety of drive and media attributes are available for creating selection criteria.
Some attributes apply only to drives, some only to media, and some to both. Following
are some examples:

= Matching on Library Name selects both drives and media.
= Matching on Drive Type selects only drives.
= Matching on Cleaning Media selects only media.
Table 7-1 identifies the available criteria and whether they apply to drives only, media
only, or both.

Table 7-1 Dynamic Logical Group Selection Criteria

Attribute Drives Only Media Only Both

Cleaning Media X
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Table 7-1 (Cont.) Dynamic Logical Group Selection Criteria

Attribute Drives Only Media Only Both

Drive Firmware Version X

Drive Health Indicator

Drive Serial Number

Drive Type

X | XXX

Drive Suspicion Level

HLI Address

Library Complex Name

Library Model

Library Name

Library Number

XXX XXX

Library Serial Number

Media Health Indicator X

Media Suspicion Level

Media Type X

Partition Name

Partition Number

Partition Type

Physical Address

Rail Number

SCSI Element ID

STA Start Tracking (Number of Fays)

XXX X[ XX X| X

STA Start Tracking (Date)

Volume Serial Number X

Filtering by Logical Group

While only users with Operator or Administrator privileges can create and manage
logical groups, all users, including those with Viewer privileges, can use existing
logical groups to filter STA data. Filtering screens by logical group allows you to focus
on just the drives and media in that group.

The data on the following screens can be filtered by logical group:
s Drives Overview and Drive Analysis
s  Media Overview and Media Analysis

= Selected Dashboard portlets — See "Dashboard Portlets With Filtering by Logical
Group" on page 7-10 for a list of the portlets.

In addition, you can use logical groups in the selection criteria for the following types
of policies:

»  Alert policies — See "Using Logical Groups to Define Alert Policies" on page 5-9 for
details.
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= Media validation policies — See "Calibration Media Logical Group" on page 8-16
and "Validating Media by Logical Group" on page 8-21 for details.

Constructing Filters Using Logical Groups

Drives and media can belong to more than one logical group at a time. Therefore,
when you construct selection criteria for filtering by logical group, it is usually
appropriate to use the "Contains" and "Doesn't Contain" operators on the Filter Data
dialog box, rather than the "Is" and "Isn't" operators. The "Is" and "Isn't" operators
require an exact match and therefore may result in filters that select no records at all,
or all records, rather than records belonging to the logical groups you specify.

The examples below illustrate use of these operators. These examples use the
"LTO6-Drives-Media" logical group, which includes three drives and 26 media.

Logical Groups
Defined Logical Groups @
0 Q| R
Logcal Group Name | Logical Group Type | Logical Group Cwner Media Count Cirive Count
LT 5O Dyt SE8 e o] 3
(‘E__ﬁ-umsmm Maral ata_admn % D
Columng Hidden Ciodumns Frogen
A
Assigned Entities®
Drives. & | HMeda o
Drive Serial Number Drive Model Date Joined Volsar | MedaType _ Date Joined
1063000542 LTOE ar2rf2013 M1515 LTO6G afzifann3
1065000713 LTDE 812712013 M1515 LTO& af27fa013
HLI12 33 P0Y LTOE 22013 1517 LTO& =P
1518 LTO& 81713

Example 1 Using the "Is" Operator

On the Media — Overview screen, using the "Is" operator to filter for the
LTO6-Drives-Media logical group selects no records. This is because all media in the
LTO6-Drives-Media group also belong to at least one other group.

The "Is" operator selects only drives and media that belong exclusively to the specified
logical groups. If the drives and media belong to any other groups as well, they are not

selected by the filter.

¥ Filter Data -]
Eiter Matching: @ Math ANY of the folowing 4
el vt Match ALL of the folawing

L | Logical Group(s) T Is T‘ LTOE-Drives-Meda j- x

Media - Overview

@ Fomat: = EE ul‘: Apphed Fiter: Logical Group(s) [s LTOS Drives-Madia :l

vew- BElBRIBTE H

' Meda =

yone Serisl | Media Type |Health Last Amnatation (i ool o

Indicator

)
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Example 2 Using the "Contains" Operator

Changing the filter operator to "Contains" selects all 26 media records in the logical
group. The "Contains" operator selects drives and media that belong to the specified
logical groups, as well as any number of other groups.

I Filter Data iy ]

@ Match ANT of the follovang o |
Match ALL of the following

(‘wam [] [Comtsns —T] [1Tos0meseds ™3« ® |

Fiter Matching:

Media - Overview ® Templates: | sTADefadt~ i [

& Fmalz = EE .ﬂ',CWHm:twami:}cmmLTﬂﬁ{mmsﬂm:]
we- BB ISEBTE B

. Mada o Drive
p S Media Type |Health Last Annatation I : : CA Drrve WWTE Drive Type Health Last Exche
|Indhcator Erelcatar

M1515 LTOS FI] @ +

M1516 LTOG [®] @

IM1517 LTS [# il e

o m ¥

Columns Hidden 67 | Columns Frozen 1 Desplaying 26 recond(s)

How Changes to Logical Group Definitions Can Affect Filters

If a filter includes a logical group as part of its selection criteria, modifications to the
definition of the logical group affect the behavior of the filter. The following example
provides a step-by-step illustration of changes you might see.

Step 1 Define the Logical Group
On the Logical Groups screen, dynamic logical group "LG-Media-T10K-Clean," is

created for all T10000 cleaning media. The group has the following definition.
Edit Logical Group @8
* Logical Group Name: | LG-Media-T 106 -Clean

Losgical Group Type: Drynamic

Entity Assignment Policies
Filter Matching: Match ANY of the folowing +
& Mlatch ALL of the 'Fn-lu'.'.rq
Cheaning Madia [=] True [=] %
Meda Type [=] startswith [=] [T10000 - ®

There are 51 media included in the logical group.
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Logical Groups
Defined Logical Groups @
+706 X
Logical Group Name Logical Group Type | Logical Group Owner Media Count Drive Count |
C I:-G-M-Tltﬂ-ﬂtm Crymamic sta_admin 51 o :p
Columns Hidden Coluerns Frozen
]
Assigned Entities @
Drives o HMedia
Drive Serisl Mumber | Drive Model | Date Joned | Vickser [ MedaType | Date Joined
The selected logacal group containg no drives. CLMN001 T10000T1_CLM 12/16/2013 &
CLN0a1 T10000_CLMU 12/16/2013
CLN00Z T10000_CLNU 12/16/2013
g2 T10000T1_CLN 12/16/2013

Step 2 Use the Logical Group in a Filter

The Media — Overview screen is filtered by this logical group. The 51 records included

in the group are displayed.

'Media - Overview

=

@ Formai: = EE BCWHH:LMM]CMMLGM-TIDK&M}

@ Templstes: | STADefoult ~

vew- BB HIBTEGQ H
g Tyre i Drive WM Drive Type Last Exchange Start Fsc lex |Micha ME A
1 1 ] l |Required |
CLhG18 T10000_CLk -
CLMNO52 T10000_CLF
CLHG51 T10000_CLk
CLN1T77 T10000_OLk
CLN1TS T10000_CLF 572001000153 50:01:04:F0:00:AA: 26:64, T 10000d 2013-12-13 16:16:48
1R TN 1R a

L] Ll L3

Colurrns Hidden 100 | Codumnns Fronen 1

Step 3 Effects of Modifying the Logical Group Selection Criteria

On the Logical Groups screen, the logical group definition is modified to include
T10000T2 cleaning media only.
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Edit Logical Group Y - |
* Logical Group Mame: | LG-Media-T 10K-Clean
Logecal Group Type: Dynamc
Entity Assignment Policies

*) Match ANY of the following
@ Mabch ALL of the following

Cleaning Media El Truse El
Midia Type [=] |startawith  [=] [T10000T2 -

Filber Matching:

i o

There are now just 11 media in the logical group.

Logical Groups
Defined Logical Groups @
70 a X
Logical Groun Hame L p Ty ' Drive Count
CLGMedia T 10K-Clean Dynasmic sta_pdein 1 [
il
Assigned Entities @
Drives | Media ik
Drive Serial Mumber | Drive Model | Date Joined | Volser | MediaType | Date Joned |
The selected logical group contairs no drives. CLMGO3 T10000T2_CLM 12/16/2013 -
CLNODS T10000T2_CLM 12/16/2013
CLMOED T10000T2_CLM 12/16/2013 I
CLNO3 T10000T2_CLM 12/16/2013 -

The Media — Overview screen is automatically updated to reflect the new logical group
definition included in the applied filter.
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Media - Overview @  Templates: | STA-Dafauit -

@ Fomat: = EE ﬂ@dm:w&mp{ﬂ Emmmﬂd:-;im&_m:)
ww- BIRHIBTEQ H

| | [Exchange |
Drive WWHN Drive Type LastExchange Start oo o0t (O IMeda ve &
Requirad
amo10 T10000T2_( A
CLMNDOE T10000T2 ¢ g
s T10000T2_¢
COLND92 T10000T2_(
Qnoo3 T10000T2_( i
T TCF

+ ] *

Columns Hidden 100 | Columne Frozen 1 Displaying 11 record(s)

Step 4 Effects of Changing the Name of the Logical Group

On the Logical Groups screen, the name of the logical group is changed to
"LG-Media-T10KT2-Clean." The logical group selection criteria remain the same, and
the group still includes the same 11 medjia.

Logical Groups
Defined Logical Groups®
+ 70 Q X
Logeeal Graup Mame Logical Group Type | Logical Group Chrer | Media Count Dxriwve Count
LG -Media-T10KT2-Clean Dynasmic sta_admin 1 oo
Columnes Hiddan Columng Fromen
]
Assigned Entities @
Drives | Media
Drive Serial Mumber Crive Model | Diate Joined [ Volger Meda Type | Diate Joined [
The selected legical group contains na drives. CLNOO3 T10000T2_CLN 12/16/2013 -
CLNM0S T 10000T2_CLN 12/16/2013
CLM10 T10000T2_CLN 12/16/2013
CLNITS T10000T2_CLN 12/16/2013 =

Because the old logical group name is still used in the filter applied to the Media —
Overview screen, the screen now displays no records. The filter specifies a logical
group name that no longer exists.

Media - Overview

® rFomt = EE | @& @HW:MGM&}CMMLGM&JW@
B 5B 780 B

i | v |E""5°"’ Drive WWH Drive Type Last|

(Mo Media data avadable

Step 5 Update the Filter

The filter must be updated, either to include the new logical group name in the
selection criteria or to make the selection criteria more broad. In the example below,
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the selection criteria are made more broad by specifying just a portion of the logical
group name to match. If the filter were included in a template, the template would also
need to be updated and re-saved.

i Filter Data »8E

A i @) Mabch ANY of the folowing 4

mi—— Makeh ALL of the fallawing

Apely | Resat Cancel

Dashboard Portlets With Filtering by Logical Group

You can filter the following Dashboard portlets by logical group. See "Dashboard
Portlets" on page A-1for descriptions.

Graph Portlets

s Drive Health

s Drive Utilization

s I/O Throughput

»s Library Drive Bays

s Library Media Slots

s Maximum Mount Times
= Media Health

= Mounts

Table Portlets

s Drives Requiring the Most Cleanings Per Meter
»  Drives Watch List

s Media Watch List

= Monitored Device Trends
Report Portlets

= Data Read Report

s Data Written Report

»  Drives Health Report
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s Media Health Report

m  Monitored Device Counts

Logical Group Creation and Management Tasks
All tasks in this section require Operator or Administrator privileges.
Manual Logical Groups Only
s "Create a Manual Logical Group" on page 7-11
"Add Drives and Media to a Manual Logical Group" on page 7-13
= "Remove Drives and Media From a Manual Logical Group" on page 7-15
Dynamic Logical Groups Only
s "Create and Define a Dynamic Logical Group" on page 7-17
= "Change the Selection Criteria for a Dynamic Logical Group" on page 7-20
s "Force a Dynamic Logical Group Update" on page 7-21
All Logical Groups
= "View Logical Group Assignments for Selected Drives or Media" on page 7-22
= 'List All Drives and Media Assigned to a Logical Group" on page 7-23
= "Rename a Logical Group" on page 7-24
s "Delete a Logical Group" on page 7-26

Create a Manual Logical Group

Use this procedure to create a manual logical group.

1. In the Navigation Bar, select Setup & Administration > Logical Groups.

* Home

* Tape System Hardware
* Tape System Activity
Setup & Administration

LOGa ruapas

Executive Reports Poloes
Templates Management
Meadin Wabols Ban
Carvite
Loegs
Configuration
SHMP Connections
USETS

Emad

The Logical Groups screen appears.
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Logical Groups
Defined q:-giml Groups @
+ /0 QX
I - Logieal Group Name | Logesl Grewp Type | Logical Group Owner | Madia Count | Deive Count
LTOS-Drives-Meda Manual sta_adimin 05 Tl
Mew-T 106D -Drives Fanal sta_admin 1] 4
SE3000-HL1 Crynaméc wta_admin 8383 375
2 |

Assigned Entities @

Drives Media T

Drive Serial Mumber | Drive Model | Date Joined || volser | MedaType Date Joned

Please select a logical group to disploy enbities Fiease sehect a hogecal group to deplay entites

2. Click Add Logical Group in the Defined Logical Groups toolbar.

'I.nglcal Groups
Defined Logical Groups @
NG QX%

There { Add Logical Group [rently defined.

3. Complete the Create Logical Group screen as follows:

a. In the Logical Group Name field, type a unique name.

Your entry can include a maximum of 249 alphanumeric characters.

b. In the Logical Group Type field, select Manual.
c. Click Save.

Create Logical Group iy -]
* Logical Group Name: | Meve-T 108D Drives|

Logpeal Growp Type: 80 Marusl
| Drynamic

To add drives andfor media to this marual group, you must go o the respective Cverview pages,
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The group is created and is added to the Defined Logical Groups table. For
now the group is empty. See "Add Drives and Media to a Manual Logical
Group" on page 7-13 for details on adding resources to the group.

Logical Groups
Defined Logical Groups @
+ 700 Q
Logical Group Mame Logeal Group Type | Logcal Group Owener, Media Count Dirrve Count
Miwy-T 10KD-Dirives Manual sta_asdmn L] n]

Add Drives and Media to a Manual Logical Group

Use this procedure to add drives, media, or both to an existing manual logical group.
You can add drives or media one at a time, or you can select multiple resources and
add them all at once.

Note: The logical group must already exist. See "Create a Manual
Logical Group" on page 7-11 for instructions.

Note: Removing drives and media from a logical group is done on
the Logical Groups screen. See "Remove Drives and Media From a
Manual Logical Group" on page 7-15 for instructions.

Note: You cannot add drives or media to a dynamic logical group. To
change the membership of a dynamic group, see "Change the
Selection Criteria for a Dynamic Logical Group" on page 7-20.

1. Go to the appropriate Overview screen, as follows:

» Toadd drives to the logical group, select Tape System Hardware > Drives —
Overview in the Navigation Bar.

= Toadd media to the logical group, select Tape System Hardware > Media -
Overview in the Navigation Bar.

2. On the selected screen (Drives — Overview in this example), select the drives or
media you want to add to the logical group.

Optionally, you can apply a filter to the screen to narrow down the choices. The
example below shows individual drives selected from a filtered list.
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'Drives - Overview ®

@ Fomat: = EE | & {ApobedFiter: 5TA Start Traddng Less than £ days ago 3, and Drive Model Is T100000 '}

vew» BB HETE B

Drive Serisl Number | Dive WWNN A/ | DriveType  [Heslth !ﬁ‘h“ - ‘ Last Annotation
| | Incheater l
STH00 1000415 50:0 1:04:F0:00:84:B4:B7  T10000d-Enc @ @
SPR00 000421 S0:0 15047 0:00:84:BA:CF T 100004-Enc 5] [}
579001000120 T10000k-Enc [~]
i . 3 o e i -, B 9 =1

3. Click Logical Groups in the table toolbar.
Drives - Overview
@ Format: = EE | O | Appled Fiter: STA Sta

=aLL EAE
Detvs Serial Logical Groups

The Logical Groups dialog box appears.

4. In the menu, select the logical group to which you want to add the selected drives
or media, and then click OK.

Note: The menu displays manual logical groups only.

ﬁ Logical Groups (€78

Adding 3 Drives to logical group:
| New-T10KD-Drives [+
i Mew-T10kDDrives

ew- TOS-Drives

cares

The resources are added to the logical group. See "List All Drives and Media
Assigned to a Logical Group" on page 7-23 to confirm the update.

5. Optionally, you can add additional resources to the group as follows:

= To add additional resources of the same type (in this example, drives), stay on
the current Overview screen and return to Step 2.

s To add resources of the other type (in this example, media), return to Step 1
and select the corresponding Overview screen.
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Remove Drives and Media From a Manual Logical Group

Use this procedure to remove selected drives, media, or both from a manual logical
group.

Note: Adding drives and media to a logical group is done on the
respective Overview screens. See "Add Drives and Media to a Manual
Logical Group" on page 7-13 for instructions.

Note: You cannot delete drives or media from a dynamic logical
group. To change the membership of a dynamic group, see "Change
the Selection Criteria for a Dynamic Logical Group" on page 7-20.

1. In the Navigation Bar, select Setup & Administration > Logical Groups.

*| Home

* Tape System Hardware
* Tape System Activity
Setup & Administration

Executive Reports Poloes
Tesmplates Management
Meacka Vaddaton
Cervioe
Configuraton
SHMP Connections
USErs

Emad

The Logical Groups screen appears.

2. In the Defined Logical Groups table, select the manual logical group you want to
modify.

The drives and media assigned to the group are displayed in the Assigned Entities
table.
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Logical Groups
Defined Logical Groups &
+ /G a X
i Logical Group Name | togeal Group Type | Logicl Group Owner | MediaCount | Deive Count |
IE:-F-B- = Crymamsc sta_admn o 118
TOSDrves-Media @ Manual sta_admin 4 3
v T IKD-Drives Manua sta_admin 1] 1
SL3000-HLI Dymiamic sta_admin 115 7

Columng Frogen

-
& | Hedia
_ DOriveModel | = Datedoned || Volser [ MedaTyps Diste Joired
LTO6 afa6rmM13 M0aa LTOS afxafan3
LTOS 8l X013 M 1502 LTOS afxla3
LTO6 e T 1503 LTOS afxsfa3
[ 1504 LTOE afxrH3

3. In the Drives or Media table, select the resources you want to remove from the
group, and then click Unassign Entities. You can select multiple records at once,
but they must all be from the same table.

Note: The Unassign Entities button does not activate for dynamic
logical groups. If the button is not activated, check to be sure you have
selected a manual logical group.

Assigned Entities 3

Diriees 'ﬁ Media

Drive Serial Number | Drive Model | Date Joined 1 Vioiser

1063000591 LTOE BfI6[2013

1068000622 LTOS Bfxefa3 1502

1068000711 LTOS =T T 1503
1504

The Unassign Entities dialog box appears.

4. Verity that you have specified the correct information and click Yes.

Unassign entities 2R

Are you sure you wish to remove 2 media from logical group 'LTOS-Drives-Media'?

I
The selected resources are removed from the group, and the Assigned Entities
table is updated.
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Logical Groups
Defined Logical Groups @
+ /0 Q X
Logcal Group Hame | logcalGroupType | LogicalGroup Owner | MedaCount | DeveCount |
LTO5-Drives Dyramic sta_admin o] 118
Mol  saaden 2 3
Mew-T LD -Drives Marnal sta_sdmin 0 1
SL3000-+HL] Drynamic sta_admin 113 7
i ]
Assigned Entities @
Drives & | Media &
Drive Seria Mumber | DriveModel | Datedaned || Voser | MedaType | Date Joned |
[oesooosel  TOST Ememls | wusoe LTOE 8262013
1ER000E5 22 LTOE BR52013 FLIMIE0S LTO&E B 03
10E8000711 LTOE BIE12013

5. To remove additional drives or media from the group, return to Step 3.

Create and Define a Dynamic Logical Group

Use this procedure to create a dynamic logical group and define the selection criteria
that determine which drives and media are assigned to the group.

1. In the Navigation Bar, select Setup & Administration > Logical Groups.

Hme

Tape System Hardware
| Tape System Activity
Setup & Administration

[ ] e | I

Execubrve Reports Poldes

Templates Management
Meadia Valdation
Service

Logs
Configuraton

SHMP Connections

Users
Emad

The Logical Groups screen appears.

2. Click Add Logical Group in the Defined Logical Groups toolbar.

'l.nglcal Groups
Defined Logical Groups @

ua@_

3. Complete the Create Logical Groups dialog box as follows:

a. In the Logical Group Name field, type a unique name.
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Your entry can include any alphanumeric characters up to 250 characters in
length.

b. In the Logical Group Type field, select Dynamic.
The Entity Assignment Policies appear in the dialog box.

Create Logical Group >

(* Logieal Group Name: | LTOS-Drives )

Logecad Group -'~.'“:‘

@ Match ANY of the folowing e
Makch ALL of the following

Entity Assignment Rules

Eiter Matrhing
ter Matching

==

Save | Cancel |

4. Specify the selection criteria as follows.

a. In the Filter Matching field, indicate whether you want to match any or all of
the criteria you specify.

b. Click the Add New Filter Criteria Row button to add a new, blank selection
criteria row to the dialog box.
Create Logical Group 3R
* Logical Group Masne: | LTOS<Drives

Logecal Growup Type: Marwasl
@ [rynamic

Entity Assignment Rules

& Match ANY of the following
Match ALL of the folowing

Filter Matching

Drive Type T‘ Is T HplLitrem5 = x

c. Specify the selection criteria using the menus and text fields on the row. See
Table 4-1, " Filter Operators by Attribute Type" for details on filling out each
row.

Note: When selecting an attribute for filtering, if you know the name
of the attribute you want to select, you can type the first few letters to
quickly move the cursor to that item in the menu.

d. You can add as many rows of selection criteria as you want.
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e.
row you want to delete.

Create Logical Group
* Logical Group Name: | LTOS-Drives

Logical Growup Tyme: Ml

@ Dymarmic
Entity Assignment Rules

Fitar Matching @ Match ANY of the fiollowing
T Match adl of the folowing

- Is E Helltrum 5
Drive Type =) |Is =] |fbmlftriums
anufactrer = |Is =] |IBM™

5.

Create Logical Group

* Logical Group Name: | LTOS5-Drives

Logical Group Type: Marual

@ Dynamic
Entity Assignment Rules
e cuan B Mateh AP of the following
a7 oA koheng: g
Match ALL of the folowing
Drive Type El Is 3 Hpllirums
Drive Type =] [ [=] omiums

Verify that your criteria are correct and click Save.

To remove criteria, click the Remove This Filter Criteria Row button on the

@8

iy -]

xx |+

(e |

The group is created and added to the Defined Logical Groups table, and STA

begins building the group in the background.

Initially, the media and drive counts for the group are displayed as zero.
Depending on the size of your tape library system and the complexity of your
selection criteria, it may take from a few seconds to many minutes for all
qualifying drives and media to be added to the group. Leaving the Logical Groups

screen does not interrupt this process.
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Logical Groups
Defined Logical Groups @
+ /0 Q| X
Logical Group Name: Logical Group Type | Logical Group Dwner Media Count Drive Count '
TO5Drnas Dy SiA _Ademin i ] :
LTO6-Drives-Macks Marwusl sta_Acderan A05 Fal
Pay-T 108D Dot Marnal Sia_Ademn o =
S3000-HLT Dynanmic StA_Barmen 3358 373

6. As the logical group is built, you can click the Refresh Table icon to update the
screen display with the in-progress drive and media counts.

Logical Groups
Defined Logical Groups @

+ /8 @A

1 poecad Grongn Mame: Logical Grouo Type | Logical Group Owner | MedaCount | Drive Count |
LTOS Drives | Refresh Table | Drymaamic sta_admin a
LTO6 Driveas-Macka Marnal sim_acdmin 405 71
Peve-T 10KD-Drives Marual sta_admin 0
The display is updated.

Logical Groups
Defined Logical Groups @

+/G/0 %]
{:'I_TIE.S&NH T T gia_admn £

LTOB Drves- ek Fana =18 BT

Change the Selection Criteria for a Dynamic Logical Group
Use this procedure to change the selection criteria for an existing dynamic logical
group.

1. In the Navigation Bar, select Setup & Administration > Logical Groups.

*! Home

| Tape System Hardware
*| Tape System Activity
Setup & Administration

Execubive Reports Poldes
Templates Management
s W adola San
Service
Lags
Configurabon
SHMP Connections
Lisers
Eread

The Logical Groups screen appears.

2. In the Defined Logical Groups table, select the dynamic logical group you want to
modify and click Edit Logical Group.
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Logical Groups

Defined Logical Groups®
4 . Q X
Logeeal Groug Mame

LTOS5-Drives
LTOE-Drpves Mecka

e e furer

The Edit Logical Group dialog box appears,
displayed.

Edit Logical Group

* Lipeal Growp Mame: | LTOS-Diifves

Logeal Group Type:  Dymamic

Entity Assignment Rules

& Match ANY of the followng

g Match ALL of the following

1 & 1
L |

Drrve Type

—

|
- | Iz

Drrnd Type:

3.

Logeesl Group Type

Drymaamic
Wl
Drvrasmsc

and the group's selection criteria are

2@
|
- R
. R |
Sove | Cancd |

You can add, delete, and modify selection criteria as necessary. See "Create and

Define a Dynamic Logical Group" on page 7-17 for instructions.

Force a Dynamic Logical Group Update

Use this procedure to initiate an immediate update of a dynamic logical group to
reflect any changes in the qualifying drives or media. Dynamic groups are updated
automatically every hour, but you can use this procedure to update groups between

update cycles.
1.

In the Navigation Bar, select Setup & Administration > Logical Groups.
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*| Home

* Tape System Hardware
| Tape System Activity
Setup & Adminkstration

Executive Reports Poloes
Tesmplates Management
Media Waldaton
Sarvite
LS
Configurabon
SHMP Connections:
Lisers
Eread

The Logical Groups screen appears.

2. In the Defined Logical Groups table, select the dynamic logical group you want to
update and click Refresh Dynamic Group.

Logical Groups
Defined Logical Groups &
P x
Lol Grougp Mams | Logcal Group Type |
T Ty ¥
LTOS-Drives DCrymamic | 3
LTO6-Drives ecka [l sl L3
(RS SN S | o S -
Codumns Hidden Columns Frozen

STA begins updating the group in the background. Depending on the size of your
tape library system and the complexity of your selection criteria, it may take from
a few seconds to many minutes for the update to complete. Leaving the Logical
Groups screen does not interrupt this process.

3. As the group is updated, you can click the Refresh Table button to update the
screen display with the in-progress drive and media counts.

Logical Groups
Defined Logical Groups @
= B
+ ./’) L e
- Lol Gmgp Plame Losgical Group Types Logical Group Ovener Mledia Count Drive Count
LTOSDrives | Refresh Table | Crymsrri: S48 _admin 0 a
LTOE-Drives-Macky Marnal Sin_arimin 405 71
Mew-T 108D Driroes Marual Sta_admin 1} 4

View Logical Group Assignments for Selected Drives or Media

Use this procedure to view the logical groups to which selected drives or media have
been assigned.

1. From the Drives — Overview or Media — Overview screen, select the records you
want to display, and click Detail View.
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Drives - Overview

Drive Serial Mumber Dirive WWHN e

579001000419 50:0L:04F0:00:8A:BA:BY

579001000421 50:01:04:F0:00:5A:BA:CF

50:01:04:F0:00:88:03:86

579001000120

In the Detail View for each record you have selected, the logical group
assignments are listed in the User-Provided Information section at the bottom of
the display. All groups to which the resource is assigned are listed.

Drives - Overview ® Tenolotes: [STADefadt~ [
N
@ Format: = 55| B | Appbed Fiter: Drive Serial Mumber Contains 579
Wirite Mount Ratios
Library Complex BV Mount Rlatio:
Liprary Complex Mame; 313000 571000000007 Exchange Encrypiion Usad:
Library Model: SL3000 Exchange D5C:
Partiton Type: HLY Read Quakty Index:
Partibon Mame:  SLI000_57 1000000001:HLI:0 Tape Effinency:
Fartition Mumber: 0 MV Operabon:
Eiank Tape:
Pesrm Shabus:
User-Provided Information

Logical Group(s):  SL3000-HLT
New-T10KD-Drives

Amngtation Hstoey: Hone

List All Drives and Media Assigned to a Logical Group

Use this procedure to display a list of all drives and media assigned to a selected

logical group.

1. In the Navigation Bar, select Setup & Administration > Logical Groups.
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Setup & Administration
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Tesmplates Management
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Users
Emad

The Logical Groups screen appears.
2. In the Defined Logical Groups table, select the logical group you want to display.
All assigned drives and media are displayed in the Assigned Entities table.

Logical Groups

Defined Logical Groups @

+/70 a XK

Logical Group Hame Logecal Group Type | Logical Ghoup Orener | Media Counit ] Drive Countt
LTS Drnees Crymiamic Sta_adan o 118
M L TOG-Diries [l al sta_adman ] (]
Fg Drives Maryal sta_admin o 1
Crymamic sta_adman 1201 81
Cabumns Hidden Colummns Frozen
A

Assigned Entities @

Dirives : Media

Dirrve S-enalﬂ_l.lrber | Dirie Mol ] Duste !uned Visksar . NI-E&: Type | Dake Joned

1013000516 LTOE 8f36/2013 & 000001 9E0R: a8fxfa13

1063000044 LTOs 8f26/2013 000005 FE40R 8262013
1063000051 LTO6 8/26/2013 000009 95408 826313

Rename a Logical Group
Use this procedure to change the name of an existing manual or dynamic logical
group.
1. In the Navigation Bar, select Setup & Administration > Logical Groups.
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The Logical Groups screen appears.

2. In the Defined Logical Groups table, select the group you want to rename, and
then click Edit Logical Group.

Logical Groups
Defined Logical Groups @
i %1 ﬁ “

..... g : _ Logical Group Nama | Logical Group Type | Log
LTO5-Drives Crymeasmec sta_i
ewATOSDrives Manial sta_y
Mew-T L0D-Drives Marual sta_i
S13000+41 DCrymasme: sta_i

The Edit Logical Groups dialog box appears.

3. Type the new name in the Logical Group Name field, and then click Save. For

dynamic logical groups, do not modify any other fields. For manual logical
groups, this is the only field available.

Edit Logical Group @

(El._m Group Name: | LTOS ﬁ--sc-s-h'lth_)

Logscal Group Type: Manual

To dd drives andfor meda to this manual group, you must go o the respective Cheniew pages.
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The Defined Logical Groups table is updated with the new name.

Note:
drives nor media. This is just lag in the table display.

The Assigned Entities table indicates the group contains no

Logical Groups
Defined Logical Groups @
+ 70 a X
Lagrcal Group Name | Logical Group Type | Logical Group Cwner
Dyiamic sta_nden
 Manuel sta_admin
Harual sta_adkin
il )
Assigned Entities 3
Drives % | Media

Date Joined Moiser

W‘ e
The selected logecall group contans no drives.

o

I

o

Media Count

The selected kgal group contains no meds, )

Drive Count
118 &

3

=

Date Joined 1

4. To update the Assigned Entities table display, in the Defined Logical Groups table,
deselect the logical group and then re-select it. The display is updated with the

assigned drives and media.

Logical Groups
Defined Logical Groups @
+78 @ X
B Logeeal Group Name | Logeal Group Type | Logical Group Owner | MedaCount | Drive Count
LTOS5-Drives Crymaemec sta_admn Q 118 -
LTOS-Drives-Meda Marual sta_gdmin 4 E|
Mew-T 10D Drives Marual sta_axdmin Q 1 -
Columrs Hidden Columng Frozen
|

Assigned Entities 3

Drives & HMedia %

Drive Serial Number Drive Modhel | Date Joned | Violger Media Type | Date Joned |

10E8000591 LTS 8/26/2013 IMOE3E LTO& 872672013

10EB000622 LTD6 B/26/2013 M1502 LTDE 8/26/2013

10E8000711 LTO& 8/26/2013 M1503 LTO& 82672013

IM1504 LTOE 8/26/2013

Delete a Logical Group

Use this procedure to delete a selected manual or dynamic logical group. You can

delete only one logical group at a time.

Note:

This procedure deletes the entire logical group. To delete just

selected drives or media from a manual group, see "Remove Drives
and Media From a Manual Logical Group" on page 7-15.

1. In the Navigation Bar, select Setup & Administration > Logical Groups.
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The Logical Groups screen appears.

2. In the Defined Logical Groups table, select the group you want to delete, and then
click Delete Logical Group.
Logical Groups
Defined Logical Groups @
+ 70 Q
ar oo hame Logicel Group Type | Logical Grou
LTO5-Drives

Dyrismec sta_admin

M & ' Mars sta sdmin
(‘E::-Tiwm Marual sta

The Delete Logical Group dialog box appears.
3. Verify that you have selected the correct logical group, and then click Yes to delete.
Delete Logical Group @8

Are you sure you wish to delete the logical group:

MNew-T10kD-Drives

(all entities currently assigned will be released from this group)

The group is deleted and removed from the Logical Groups screen.

Logical Groups
Defined Logical Groups @
010 X

Lisgical Grougs Mams | Logicsl Group Type | Logical Grou
LTOS-Orives Drymaemec sta_admin
New L TOGDxives Manual sita_admin

Any screens, Dashboard portlets, or templates filtered by the group now show "No
data to display" or "No data available."
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. = |
@ Foma: = EE | G (JAopbed Filter: Logial Group(s) Is New-T10KD-Drives
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STA Media Validation

STA media validation is an optional STA feature that helps to ensure long-term
preservation of the data in your tape library system. It provides automated,
policy-driven validation of production media in StorageTek SL8500 libraries, using the
data integrity checking capabilities of Oracle's StorageTek T10000C and T10000D
drives. STA analyzes the validation results and makes recommendations for
preserving your data.

Note: STA media validation is supported only for tape library
system configurations meeting the minimum requirements. See the
STA Requirements Guide for a list of STA, library, drive, and media
requirements.

The following topics are included in this chapter:

"Overview of STA Media Validation" on page 8-1

"Configuring STA Media Validation" on page 8-5

"Drive Calibration and Qualification" on page 8-11

"Submitting Manual Validation Requests" on page 8-17

"Using Automated Media Validation" on page 8-20

"Managing the STA Media Validation Request Queue" on page 8-21
"User Roles for Media Validation" on page 8-25

"Media Validation Tasks" on page 8-26

Overview of STA Media Validation

This section includes the following topics:

"Features and Benefits of STA Media Validation" on page 8-1
"Feature Comparison for STA and SL Console" on page 8-3
"Types of Verification Tests" on page 8-3

Features and Benefits of STA Media Validation

With STA, you can use one user interface to automate and manage media validation
activities across all SL8500 libraries in your tape library system. This section
summarizes the advantages of STA media validation.
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Increased Security With Reduced Cost and Complexity

STA media validation is done internally by the T10000C and T10000D drives
themselves, providing several advantages over validation methods offered by other
vendors. Data in your tape library system is kept secure because there is no need to
send it across a network to a separate application. Costs are reduced because there is
no need for a dedicated host server or additional host software to read information
from the media and drives, and there is no need for additional Fibre Channel data
connections to the drives.

No Disruption to Library Production Operations

Validation drives are not available for use by host applications, but if a host requires
media that is being validated, the host request takes priority. The library interrupts the
validation, dismounts the media from the drive, and makes the media available to the
application. This is done transparently to the application.

Assurance of Valid Test Results

To confirm the validity of all media validation tests, STA provides optional drive
calibration and qualification features. Calibration ensures that validation drives are in
good working order, and qualification ensures that the validation drives remain
calibrated and failed validations are the result of problems with the media, not the
drive. These features operate without user intervention once they are configured and
enabled. See "Drive Calibration and Qualification" on page 8-11 for details.

Automated Validation Operations

With STA, you can define policies for automatically selecting media for validation. For
example, you could define policies to initiate validations whenever media health falls
to Action or whenever a drive detects a bad media information record (MIR). STA
automatically queues the media for validation on a a compatible drive.

STA can initiate and process multiple validations simultaneously, depending on the
number of drives you have set aside for validation activities. See "Using Automated
Media Validation" on page 8-20 for details.

User Management of Validation Requests
You can use STA to manage the validation request queue. You can reprioritize pending

validation requests, cancel in-progress requests, and initiate validations manually. See
"Managing the STA Media Validation Request Queue" on page 8-21 for details.

Limit to Validation Frequency

To prevent the overuse of data media, STA does not allow a piece of media to be
validated more than once in a 24-hour period. This applies to both manual and
automated validation requests.

Comprehensive Reporting of Validation Results

STA displays the results of all validation activities performed in your tape library
system. This includes validations initiated by other applications, such as Oracle's
StorageTek SL Console and Oracle's StorageTek Storage Archive Manager (SAM). STA
analyzes validation results and makes recommendations for action you should take.
See "Displaying the Status of Validation Requests" on page 8-22 for details.
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Feature Comparison for STA and SL Console

Table 8-1 compares the media validation features available through STA and
SL Console. An "X" in the column indicates the feature is supported by that product.

Table 8-1 Media Validation Feature Comparison for STA and SL Console
Feature STA SL Console

Configure the validation drive pool. X
Support all T10000C and T10000D verification test types. X
Automatically mitigate false-positive validation results.

Calibrate validation drives.

x X X X

Automatically perform ongoing qualification of validation
drives.

Perform one validation at a time.
Perform multiple validations at a time.
Perform validations in multiple libraries or complexes at once.

Perform automated, policy-driven validations.

X X X X X

Submit multiple validation requests to a user-managed request
queue.

Reprioritize pending validation requests.

Display progress indicators for in-progress validations.
Display validation results one at a time.

Display multiple validation results at one time.
Display validation results in table and graph form.
Display validation history over a selected date range.

Display detailed validation failure and disposition information.

X X X X X X X X

Report indications of marginal tape quality (on selected drive
firmware versions only).

<

Receive alerts about validation results

Display Dashboard summaries of validation activity ona PCor X
mobile device

Receive emailed Executive Reports summaries of validation X
activity

Types of Verification Tests

The T10000C and T10000D drives perform the following media validation tests, all of
which are available through STA. When you define a media validation policy or
initiate a manual media validation, you indicate which type of test to perform. See
"Submit Manual Media Validation Requests" on page 8-40 and "Create a Media
Validation Policy" on page 8-54 for instructions.

Basic Verify

Verifies that the media is mountable and the media information record (MIR) is valid.
The drive simply mounts the media and validates the MIR. This validation detects
whether the MIR is unreadable or out of sync and updates the following data
attributes for the media:
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= Exchange Recording Technique (recording format used by the drive to write to the
media)

= Media Suspicion Level

s MB Written (total amount of data written to the media)

Note: To be used by STA for policy-driven validation, media must
have this information at a minimum. See "Media Eligible for
Automated Validation" on page 8-20 for details.

This method takes approximately two minutes.

Standard Verify

Verifies that the highest-priority areas of the media are readable. The drive verifies
records at the beginning of tape (BOT), end of data (EOD), and the outer-most wraps
of data written on the top and bottom edges of the tape.

This method typically takes a maximum of 30 minutes, regardless of the amount of
data and the compression ratio used.

This test is not valid for blank tapes.

Complete Verify
Verifies that all data records on the media are readable. The drive does a
record-by-record verification with no decompression nor decryption.

By default, the validation starting point is the beginning of tape (BOT). For T10000T2
media, you can optionally choose to resume validation from the last verified location,
as indicated by the media RFID chip; validations of T10000T1 media must always start
at the BOT.

The drive validates data at maximum tape velocity, regardless of the compression ratio
used on the media. This method may take approximately five to nine hours,
depending on the starting point, the amount of data on the media, and the drive type.

This test is not valid for blank tapes.

Complete Verify Plus

Verifies that all data records on the media are readable, including StorageTek Data
Integrity Validation (DIV) checking. If the data records on the media include DIV
cyclic redundancy check (CRC) codes added by the host, the data is decompressed and
decrypted. Consequently, this test requires the validation drive to be encryption
capable and connected to an Oracle Key Manager (OKM). This test is not valid for
drives configured with a FICON interface.

By default, the validation starting point is the beginning of tape (BOT). For T10000T2
media, you can optionally choose to resume validation from the last verified location,
as indicated by the media RFID chip; validations of T10000T1 media must always start
at the BOT.

This method may take approximately five to nine hours, depending on the starting
point, the amount of data on the media, the drive type, and the compression ratio.

This test is not valid for blank tapes.
Verify and Rebuild MIR
Verifies the MIR and rebuilds it if necessary. The drive first verifies the MIR. If there

are errors, the drive finds the last known-good spot on the MIR, then does a
high-speed locate to that point on the tape. The drive then does a record-by-record
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verification with no decompression nor decryption. If the MIR is invalid or out of sync,
the drive reads all records, starting from the beginning of tape (BOT), to gather the
information necessary to rebuild the MIR, and then rebuilds it. Records are not
decompressed nor decrypted.

You should use this method if there is a corrupt MIR on an exchange.

The drive reads the data at maximum tape velocity. This method may take
approximately five to nine hours, depending on the starting point, the amount of data
on the media, and the drive type. This is significantly faster than rebuilding the MIR
with the drive Virtual Operator Panel (VOP).

Configuring STA Media Validation

This section includes the following topics:

s 'Preparing for STA Media Validation" on page 8-5
= "Validation Drive Pools" on page 8-5

= "Enabling Media Validation" on page 8-9

= "Disabling Media Validation" on page 8-11

Preparing for STA Media Validation

Before enabling media validation on STA, you should perform the following
preparation steps.

1. Determine the library complexes and standalone libraries in which you want to
implement media validation.

2. On the STA Drives — Overview screen, review and choose drives in these libraries
that you want to use for media validation. See "Validation Drive Pools" on
page 8-5 for details.

3. Use SL Console to add the drives to the validation pools. You must log in to
SL Console on the selected standalone library or a library that is part of the
selected complex. See the SL8500 User's Guide for details.

4. Decide whether you want to use drive calibration and qualification, and if so,
create the calibration media logical group. See "Drive Calibration and
Qualification" on page 8-11 for details.

Note: Some of these steps may require Administrator privileges. See
"User Roles for Media Validation" on page 8-25 for details.

Validation Drive Pools

Note: The validation drive pools are maintained only through
SL Console. See the SL8500 User’s Guide for detailed instructions on
maintaining the pools.

Validation drives are drives that have been set aside exclusively for the time-being for
media validation. These drives are not accessible to host applications. They must be
assigned to a media validation drive pool through the SL Console.
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Each SL8500 library complex and standalone SL8500 library has its own validation
drive pool, and up to ten drives can be assigned to each pool. You must assign at least
one drive per library complex or standalone library in which you want to validate
media. If you will be validating encrypted media, in each applicable library you must
assign at least one drive that has been enabled for encryption and connected to an
Oracle Key Manager (OKM).

Note: You may have only one validation drive at your site, in which
case any media to be validated must be moved to that library.

You can add and remove drives from the validation drive pools according to your
needs. STA detects any changes and uses new drives as necessary.

Validation Drives That Can be Used by STA

SL Console does not check for STA minimum requirements when drives are added to
the validation drive pools. As a result, drives in the pools may not necessarily be valid
for use by STA. However, the STA Media Validation Configuration screen displays the
total number of validation drives that do meet the minimum requirements for STA
media validation. From there, you can link to the Drives — Overview screen, where you
can see detail for these drives, such as drive type, Drive Health Indicator, and the drive
location. See "Display Validation Drives for STA Media Validation" on page 8-26 for
instructions. Figure 8-1 is a sample display.
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Figure 8—-1 Validation Drives on the Drives — Overview Screen
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Choosing Drives for the Validation Drive Pools

Although drives are assigned to the validation drive pools with the SL Console, you
can use STA to review and select candidate drives.

You can assign any drives to the pools, but in order for STA to use them, they must
meet the following minimum requirements:

m  Drive Model is T10000C or T10000D.

s Drive Firmware Version ends in 5.40 or higher — This indicates the firmware
supports TTI5.4.

s Drive Health Indicator is Use.
s Drive Suspicion Level is 0.

Figure 8-7 is a sample filter you might use on the Drives — Overview screen.
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Figure 8-2 Filter for Reviewing Validation Drive Candidates

? Filter Data P8R

Match ANY of the folowing &+ |
& Match ALL of the following

Fiter Hatoeng

Lib 2 Ml & [l

Dirive Mo | | Contains -] | T10000 -
Drive Moded [=] |1 ] | T10000A -
Drive Mods [=] |1ant =] | T100008 -
Driwe Firmnwre ersion | | Cortais w| | 54

Drive Health Tndhcator [] |18 w| | LISE 2
Dirivres Susspicion Levs Tj L= Thsn :- 1 x

Apcly | Reset | Cancel |

In addition to these minimum requirements, you should select drives that are of high
quality, with some recent activity and few or no errors. Drives with the following
characteristics may be good candidates for the validation pools:

= Activity in the last 30 days. See the Drive Dismounts (30 Days) attribute.
= Nodrive errors. See the Drive Errors (30 Days) attribute.
= No excessive drive cleans. See the Cleans (30 Days) attribute.

= No excessive alerts or SNMP traps. If there are alerts and traps, you may want to
investigate to determine whether they indicate a potential problem with the drive.
See the Drive SNMP Trap Count (30 Days) and Alert Count (30 Days) attributes.

= Relatively fast. See the Mount R/W MB/sec (30 Days) attribute.

You may want to apply selected drives to the graphs to get a visual representation of
the drive characteristics and confirm your selections. Figure 8-3 shows three candidate
drives applied to the graphs on the Drives — Overview screen.
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Figure 8-3 Drives — Overview Screen Showing Validation Drive Candidates
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Enabling Media Validation

STA media validation is disabled by default, so you must explicitly enable it. This is a
global setting, so once enabled, STA media validation is available for all

SL8500 libraries in your tape library system. See "Enable or Disable Media Validation
on STA" on page 8-30 for detailed instructions. Enabling and disabling media
validation requires Administrator privileges.

Once media validation is enabled, you can begin using STA to perform the following
activities:

s Create manual media validation requests. See "Submitting Manual Validation
Requests" on page 8-17 for complete details.

» Display and manage the media validation request queue. See "Managing the STA
Media Validation Request Queue" on page 8-21.

»  Use media validation policies to perform automated validations. See "Using
Automated Media Validation" on page 8-20 for complete details.
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Note: You can create validation policies before enabling media
validation on STA.

Media Validation Configuration Status Messages

The Media Validation Configuration screen displays the current configuration status of
the STA media validation feature.

The following messages may appear while media validation is being configured
without drive calibration and qualification. Figure 8—4 is an example.

= Media Validation is DISABLED.
»  Media Validation successfully enabled.

= Media Validation Enabled; Opted-out of Drive Calibration.

Figure 8—4 Media Validation Configuration Success Message

'Media Validation
Media Validation Configuration @

Media Validation State u
@ Enabled | Dsabled & Media Validation successfully enabled

Mumber of drives reserved for Media Valdation: 1

Use media from the following manual logical group for Calbration: Mone (Opt-out of Calibration: not recommendsd) T Save

The drive calibration and qualification feature may take some time to enable and
configure. You may see the following messages while this process is underway.
Figure 8-5 is an example. See "Drive Calibration and Qualification" on page 8-11 for
information about these features.

= Media Calibration Process in Progress.
= Media Operation to Create History in Progress.
= Drive Qualification Type Pool Pre-Calibration SUCCESS.

s Calibration Success. Drive Qualification is Now Active.

Figure 8-5 Drive Calibration Configuration Success Message

‘Media Validation
Media validation Configuration'd |

H V. n Sta Status
@) Enabled () Disabled Drive Qualification Type Pool Pre-Calibration SUCCESS.
f

Mumber of drives reserved for Media Valdation: 4

Use media from the followang manual logical group for Callbration: M-Choass DM - SAVE
- gl

The following messages indicate a problem with media validation configuration.
Figure 8-6 is an example.
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s No Available Drives, Not Suitable for Media Validation Use.
s No Available Media, Not Suitable for Calibration Use.

= Warning: Insufficient Media in MV Media Pool for Number Of Drives in MV
Partition.

Figure 8—6 Drive Calibration Configuration Error Message

Media Validation
Media Validation Configuration®

Media Vahdation State Status
& Enabled (7 Drsabl No Available Media, Not Suitable for Calibration Use.

Mumber of drives reserved for Media Yalidation: 1

&

Use media from the following manual logical group for Callbration: Man group 1 -

Disabling Media Validation

Once media validation has been enabled at your site, you may want to temporarily
disable it on occasion for library maintenance. See "Enable or Disable Media Validation
on STA" on page 8-30 for detailed instructions.

STA does not accept any new media validation requests while media validation is
disabled. Any pending or in-progress requests are processed to completion unless you
explicitly cancel them.

With media validation disabled, STA still displays requests initiated from other
sources, such as SL Console and the library command-line interface (CLI).

Drive Calibration and Qualification

Drive calibration and qualification are optional STA features that confirm the validity
of all media validation tests. When these features are enabled, STA uses only calibrated
and qualified drives to perform media validation activities.

Calibration, which is a one-time, setup process, ensures that validation drives are in
good working order before they are used for media validation. Qualification is an
ongoing, automated process performed on drives that have been calibrated. It verifies
that failed validations are the result of problems with the media, not the drive.

Together these features ensure that the results of each and every media validation
reflect the true quality of the tested media and are not confounded by unknown issues
with the validation drives.

This section includes the following topics:

s "Drive Calibration and Qualification Terms" on page 8-12
= "Benefits of Calibration and Qualification" on page 8-13

= "How Calibration and Qualification Work" on page 8-14

"Preparing for Calibration and Qualification" on page 8-15
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Drive Calibration and Qualification Terms

These terms are useful in understanding the concepts of drive calibration and
qualification and are used throughout this section.

Validation exchange
A media and drive exchange in which the drive performs a specified validation test on
the media and its data.

Failed validation
A media validation exchange that ends with a "Degraded" or "Failed" status.

False positive result

A failed validation that is the result of problems with the validation drive, not the
media. STA uses drive calibration and qualification processes to reduce the possibility
of false positive results and ensure that failed validations are the result of problems
with the media.

Drive calibration

Optional STA media validation feature whose purpose is to ensure that validation
drives are performing optimally. If drive calibration is enabled, validation drives must
be calibrated before STA can use them for media validation.

Calibrated drive

Validation drive that has successfully passed the STA drive calibration process. A
drive that fails calibration is considered disqualified and is not used by STA. If the STA
drive calibration feature is disabled, all validation drives are considered uncalibrated,
but they are used by STA.

Uncalibrated drive
A drive that has not yet been calibrated; or a validation drive in a system in which the
STA calibration feature has not been enabled.

Drive qualification

Optional STA media validation feature that ensures validation drives remain
calibrated and helps to ensure failed validations are the result of problems with the
media, not the drive. STA automatically initiates a drive qualification process
whenever there is a failed validation. Drive qualification is enabled as part of drive
calibration.

Drive calibration is essentially a one-time process, whereas drive qualification is
ongoing.

Qualified drive
Calibrated drive that has successfully passed the STA drive qualification process.

Disqualified drive
A drive that has failed STA calibration or qualification.

Calibration media

Media that has been set aside specifically for drive calibration and qualification. You
assign calibration media to a manual logical group through STA. It is highly
recommended that you dedicate calibration media exclusively to drive calibration and
not use them for production data. Calibration media should be of high quality.

Read Quality Index (RQI)
Measure of the amount of error correction left on the media. RQI applies to the
exchange as a whole and includes contributions from both the media and the drive
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involved in the exchange. This term is specific to media validation and differs from
Read Margin.

RQIl is reported as a percentage. A high value is desirable.

Data Quality Index (DQlI)

Measure of the amount of error correction left on the media, similar to Read Quality
Index (RQI), but targeted specifically to the media because it factors out the drive's
contribution. During drive calibration and qualification, STA uses the DQI to
determine whether the drive is qualified or disqualified.

DQI is reported as a percentage. A high value is desirable.

Benefits of Calibration and Qualification

Although drive calibration and qualification are optional features, it is highly
recommended that you enable them on STA, as they provide the following significant
advantages:

= Ensured Validity of Validation Results
s Ensured Health of Validation Drives

= Operational Efficiency

Ensured Validity of Validation Results

Because each exchange involves both a piece of media and a drive, when an exchange
failure occurs, there is always uncertainty whether the problem is with the drive, the
media, or both. For production media, STA uses sophisticated health and suspicion
algorithms that reduce this uncertainty, in part by using available historical data for
the media and the drive. The more data available, the more reliable the analysis.

Media validation failures carry the same inherent uncertainty. However, they are
further complicated by the fact that validation exchanges tend to involve a
higher-than-normal percentage of problem media and media that have little or no
available history.

For example, an archive media that has not been used in over a year may have
minimal STA data. If the media is validated on an uncalibrated drive and the
validation fails, there is a possibility the failure is the result of problems with the
validation drive, not the media being validated. With minimal historical data available
for the media, there is increased uncertainty about the validation result. The STA drive
calibration and qualification features directly address these uncertainties, providing
you with assurance the failed validation has identified a problem with the media.

Ensured Health of Validation Drives

Another advantage of calibration and qualification concerns drive quality. Because
validation drives have a higher-than-normal number of exchanges with problem
media, they may become degraded at a faster rate than production drives. Through
drive qualification, STA continuously verifies the health of validation drives. Drive
problems are identified early so the verification drives can be serviced or replaced
before they, in turn, begin to cause problems with production media.

Operational Efficiency

When a media validation fails, some action must be taken to verify the result and
confirm there is a problem with the media. If drive calibration and qualification is
disabled, you must do this verification manually. For example, you could perform a
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Complete Verify on the media using a different drive, and if this validation also fails,
then you could be reasonably certain the problem is with the media, not the drive.
Depending on the amount of data on the media, this could take several hours.

If drive calibration and qualification is enabled, STA verifies all failed validations
through the process of drive qualification. Qualification is done automatically with no
user intervention. Because STA uses pre-qualified media, it is only necessary to do a
Standard Verify for the qualification, which takes significantly less time than a
Complete Verify.

How Calibration and Qualification Work

Calibration and qualification are separate processes, but they are enabled and disabled
together. Before using calibration and qualification, you must create a manual logical
group for media that will be used for these activities. See "Preparing for Calibration
and Qualification" on page 8-15 for details.

Drive Calibration Process
Drive calibration is a one-time setup process that begins as soon as drive calibration is

enabled on the Media Validation screen. All drives in the validation pool are tested
using a Standard Verify. This may take one to two hours per drive.

Once drive calibration is configured and enabled, it proceeds automatically with no
need for manual intervention. If a new drive is added to the media validation pool,
STA detects this and automatically begins calibrating the drive. STA also automatically
recalibrates drives after a firmware update.

Calibration uses the following basic process for each validation drive:

1. STA performs two Standard Verify validations on the drive, each time using a
different media from the calibration media logical group.

2. STA analyzes the Data Quality Index (DQI) values from the validations. For a
drive to be qualified, the following criteria must be met:

—  One media must have DQI >=75. This is assigned to the drive as the primary
calibration media.

- One media must have DQI >=50. This is assigned to the drive as the secondary
calibration media.

3. Depending on the DQI results, STA proceeds as follows:

— If both criteria are met after two validations, the drive is calibrated. A third
validation is not necessary for this drive.

— If only one of these criteria is met after two validations, a third validation is
performed using a different media from the calibration media logical group.

— If both these criteria are not met after three validations, the drive is considered
disqualified.

Results of Drive Calibration

If a drive passes calibration, two media are assigned to it as dedicated primary and
secondary calibration media. During the calibration process, these media are confirmed to
be of high quality. Each validation drive has its own primary and secondary
calibration media, and these media are used for all drive qualification activities on the
drive.
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If a drive fails calibration, it is disqualified. Disqualified drives are assigned a
Calibration State of "Not Suitable," and they are not used for any STA validation
activities while drive calibration is enabled. They remain in the media validation drive
pool until you explicitly remove them through the SL Console.

Note: If drive calibration is disabled, STA ignores the "Not Suitable"
Calibration State and uses the drives for validation. This may happen

if calibration was enabled on STA at one point and has since been
disabled.

Once all drives have been calibrated, the Media Validation Configuration screen
displays, "Drive and Media Pool Setup Success--calibration has been successful.”
Detailed results about individual drives are displayed on the Drives — Overview
screen, and you can review the results and take appropriate action. See "Display
Validation Drives for STA Media Validation" on page 8-26 for instructions.

Validation Drive Qualification Process

Validation drives are qualified to assure the drives are still calibrated. Qualification is
an ongoing process that runs automatically in the background and requires no user
intervention. STA automatically initiates a qualification whenever a media validation
results in a Degraded or Failed status.

During qualification, the validation drive is tested using a Standard Verify. The test are
performed using the primary and secondary calibration media assigned to the drive.
Qualification follows a process similar to drive calibration.

Results of Drive Qualification

Upon completion of qualification, STA makes one of the following recommendations
about the quality of the drive and the media:

»  The drive is disqualified.
s The data media is bad.
» The data media is bad, and the secondary calibration media is disqualified.

Disqualified media are not used for drive calibration or qualification. They remain in
the calibration media logical group until you explicitly remove them. See "Results of
Drive Calibration" on page 8-14 for information about disqualified drives.

Qualification results are displayed on the Media Validation Overview screen in the
Calibration and Qualification attributes. You can review the results and take
appropriate action.

Preparing for Calibration and Qualification

Before enabling calibration and qualification, you must perform the following
preparation tasks.

1. On the Logical Groups screen, create a manual logical group for media that will be
used for drive calibration. See "Calibration Media Logical Group" on page 8-16 for
details. This task requires Operator or Administrator privileges.

2. On the Media - Overview screen, review and choose the media you want to use
for drive calibration. See "Choosing Calibration Media" on page 8-16 for details.
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3. Assign the media to the logical group. This task requires Operator or
Administrator privileges.

4. Enable drive calibration and qualification. See "Enable Drive Calibration and
Qualification" on page 8-35 for instructions. This task requires Administrator
privileges.

Calibration Media Logical Group

The media used for drive calibration and qualification must be assigned to a manual
logical group dedicated exclusively for this purpose. This is the calibration media logical
group. Once a logical group has been designated as the calibration media logical group,
the media in it cannot be used for host operations, and STA will not allow them to be
used in regular media validation operations.

There is only one calibration media logical group for your entire tape library system.
You must assign at least two media for each drive in the validation drive pool, and the
media must reside in the same standalone libraries and library complexes as the
validation drives. For example, if you have eight validation drives in complex

SL8500 1 and one validation drive in standalone library SL8500-Seattle, the logical
group must include at least 16 media from the libraries in complex SL8500 1 and two
media from library SL8500-Seattle. There is no maximum number of media you can
assign to the group.

You can add and remove media from the logical group according to your needs. STA
detects any changes and uses new media as necessary.

Choosing Calibration Media

It is highly recommended that you dedicate calibration media exclusively for drive
calibration and qualification, and not use them for production data. This helps to
ensure that the quality of the media is not compromised by production operations. The
following may be good candidates for calibration media:

= Media that has been in use but has data you no longer need; for example, expired
backup media in good condition.

= New or unused media in good condition to which you have written dummy data.
The data may be encrypted or not, depending on your needs.

To be used for drive calibration and qualification, media must meet the following
criteria:

= Media Type is T10000T2 (indicating T100000T2 or T10000T2 Sport). Although
T10000T1 media can be validated, they cannot be used for drive calibration and
qualification.

s Media Health Indicator is Use.
= Media Suspicion Level is 0.

= Atleast two wraps of data have been written to the media.

Note: STA does not check for these criteria when you add media to
the calibration logical group, so it is possible to assign media that
cannot be used for calibration and qualification.
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Note: If any media you assign to the calibration logical group do not
have the minimum required STA history, STA automatically initiates a
Basic Verify on them before attempting to use them for drive
calibration. A Basic Verify provides the minimum required history. See
"Types of Verification Tests" on page 8-3 for details.

To find media that meet these requirements, you can apply a filter to the Media -
Overview screen. Figure 8-7 is a sample filter you might use on the Media — Overview

screen.
Figure 8-7 Filter for Reviewing Calibration Media Candidates
{ Filter Data i@

o Match ANY of the following
¢ Mabching

o Match ALl of the following
Library Model ] |15 [=] 'sasm = 4
Medka Type ] [ 15 [=] [T 1000 - o |
Mk Health Inckoabor [ - Is - ] LISE - R
Madhs Suespacon Level ? 1 T 0 x |

Appiy | Reset | Canced |
You can sort the filtered results by the "Media MB Avail Post" attribute to find media
with at least two wraps of data. This varies by recording format and media type.

Table 8-2 provides a summary of required amounts.

Table 8-2 T10000T2 Media, MB Written (Compressed) for Two Wraps of Data

Media Type MB Written
T10000D Standard 119,000 MB
T10000D Sport 23,800 MB
T10000TC Standard 97,000 MB
T10000TC Sport 19,400 MB

Submitting Manual Validation Requests

Once the validation drive pools have been created and media validation has been
enabled on STA, you can use STA to submit manual validation requests and manage
the validation request queue. See "Submit Manual Media Validation Requests" on
page 8-40 for instructions.
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Note: If you have enabled drive calibration, the media included in
the calibration media logical group cannot be included in manual or
automated validation requests. STA will display an error message that
the media are not eligible for media validation. See "Calibration Media
Logical Group" on page 8-16 for details about these media.

You can submit manual validation requests from either of the following screens:

s Media Overview — You can select multiple media at once to be validated using the
same verification test. Figure 8-8 is an example.

Figure 8-8 Initiating Media Validations From the Media — Overview Screen

Media - Overview @ Tenpistes: [stacesr. (@ @
|
@ Fomau = EE | G | Apphed Fiter; Library Complex Name Is SL9500_14, and Media Health Indicatoe [sn't USE

EEB“??'Q =

ki Drive Serial
Media Type |Health
ndcotor [ UmDer

LSRR et

anos2 Tiooo.cr @ ' @ ses00_14

= Media Validation Overview — You can select only one media at a time for
validation. Figure 8-9 is an example.

Figure 8-9 |Initiating a Media Validation From the Media Validation Overview Screen

Media Validation Overview @  Tempistes: Esrn-n:h.n- BB
tMeda Valdaton Status: Media Validation successfully enabled

& 5 |
wwe B TE Q| B | reostumber | 108 ofi
Wokime F C
Priceity Estmated Time |mum
o Serial Time: ‘FI i ‘ Exchange Start Vabdabon Test Type | Request State |_" it E
65 600738 0:57:53.3 2013-11-17 17:03:49 Complete Verify Plus Complested [ ] -
I 64 700632 ' ' AT IR0 Standard Venfy Completed @
211 0758 Compiete Verify Pus. Pending
63 700768 2013-11-17 17:05:18 Standard Verify Completed [
e S e ] mEe A e § A maeE [ TR o . [ T =
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To generate a manual request, you specify the following information. Figure 8-10 is a
sample manual validation request.

Figure 8-10 Sample Manual Validation Request for Multiple Media

o= validation Activities - |
WARNING: Onfy 15 media out of 18 media are eligible to be added for media validation,

:l} g Library Compiex; Nams
0632 SLBS00_14 a
i ] SLBSOD_14
0515 SLBS00_14
MEIESE SLESDD_14 E
TOE269 SLASOD_14
7SS SLBSDD_14
CLo020 SLAS00_14
MiSE SLASDD_14
TOiE19 SLAS00_14
MET2 SLESDD 14 X
Valdaton test to nun: | Complete Verify T:
@ Perform valdatons from beginning of tape
Continue valdations from last known validated data pont
Drive: | Autoselect (Recommended) v_,
s ™ H e
e T =1

= Media to be validated. STA allows you to generate requests for T10000 media only.
If you select multiple media at once on the Media Overview screen and only some
are T10000, then only the eligible media are confirmed for validation.

= Validation test type. This is the type of verification test to be performed on the
media. See "Types of Verification Tests" on page 8-3 for detailed descriptions.

»  Start from beginning of tape (BOT) or resume where the last interrupted validation
left off. This option is available only if all of the following conditions are true. See
"Resuming Interrupted "Complete Verify" Tests on T10000T2 Media" on page 8-24
for details.

= You have selected T10000T2 media for validation. (T10000T1 media
validations always start at the beginning of tape.)

»  The validation test type is Complete Verify or Complete Verify Plus. (Other
test types always start at the beginning of tape.)

= The most recent validations for some or all of the selected media are not 100
percent complete. (Media for which the most recent validation was complete
are always validated from the beginning of tape.)

= Validation drive - If your site has more than one validation drive, the
recommended method of drive selection is to have STA select a compatible
validation drive. However, if all selected media are in the same standalone library
or library complex, you can manually specify the drive to use; STA provides a list
of compatible drives from which to choose. If the media are distributed across
multiple standalone libraries or complexes, then STA automatically selected the
drives to use.

As soon as you submit the manual request, it is added to the STA media validation
request queue. The validation is started when a compatible drive becomes available.
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Using Automated Media Validation

STA allows you to define any number of media validation policies, which
automatically select media for validation based on a variety of user-defined criteria.
For each selected media, STA generates a validation request, which is submitted to the
STA validation queue. As soon as a compatible drive becomes available, the validation
is started. This activity is all managed automatically by STA.

Depending on the number of media validation policies and how they are defined, a
single piece of media could potentially be selected for validation several times a day.
To prevent this from happening, STA limits automated validations to a maximum of
one per day for each media. Once a validation request has been generated for a piece
of media, STA will not generate any additional validation requests for it that day.

Media Eligible for Automated Validation

Note: If you have enabled drive calibration, the media included in
the calibration media logical group cannot be included in manual or
automated validation requests. STA will automatically exclude these
media from any validation policies. See "Calibration Media Logical
Group" on page 8-16 for details about these media.

To be used by STA for policy-driven validation, media must have a minimum history.
Media must have values for the following attributes:

= Exchange Recording Technique (recording format used by the drive to write to the
media)

= Media Suspicion Level
= MB Written (total amount of data written to the media)

If you want STA to validate media that does not have this history, you should
manually initiate a Basic Verify to supply these attributes. See "Types of Verification
Tests" on page 8-3 and "Submit Manual Media Validation Requests" on page 8-40 for
details.

Defining Validation Policies

Users with Administrator privileges perform this part of the process from the Media
Validation screen on the Setup & Administration tab. Media validation does not need
to be enabled on STA for you to create validation policies, so you can do this ahead of
time if you want.

When you create a validation policy, you can enable it immediately or leave it disabled
for the time being. STA uses only enabled policies to generate validation requests.

To define a validation policy, you specify the following information:

= Policy name — Alphanumeric identifier for the policy. Policy names must be
unique.

= Policy description — Optional description of the policy.

= Applicable media group — You can choose to apply the policy to media with
specified recording formats in a specified library complex, or media in a specified
logical group. See "Validating Media by Logical Group" on page 8-21 for details
about logical groups.
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= Selection criteria — Predefined criteria by which media in the applicable media
group are selected for validation. See "Selection Criteria for Validation Policies" on
page 8-21 for detailed descriptions.

= Validation test type — Type of verification test to be performed on the media. See
"Types of Verification Tests" on page 8-3 for detailed descriptions.

See "Create a Media Validation Policy" on page 8-54 for detailed instructions.

Validating Media by Logical Group

You can apply a media validation policy to any existing logical group—one logical
group per policy. STA generates validation requests only for media in the group that
meet both of the following criteria:

s T10000 media

= Media that reside in standalone SL8500 libraries or library complexes that have
validation drive pools with drives meeting the STA minimum requirements

Selection Criteria for Validation Policies
STA can select media for validation based on any of the following predefined criteria:

= Random Selection — Randomly selects media for validation whenever a validation
drive in the standalone library or library complex is available.

= Media Health = Action — Selects media that have had a specified number of
successive exchanges resulting in an Exchange Media Health of Action. You can
specify from one to five exchanges.

= Media Health = Evaluate — Selects media that have had a specified number of
successive exchanges resulting in an Exchange Media Health of Evaluate. You can
specify from one to five exchanges.

= Media Health = Monitor — Selects media that have had a specified number of
successive exchanges resulting in an Exchange Media Health of Monitor. You can
specify from one to five exchanges.

= Extended Period of non-use — Selects media that have not had an exchange for a
specified number of days. You can specify from 365 to 1,095 days (one to three
years).

= Newly Entered — Selects media that have recently been entered into the library.

= Bad MIR Detected — Selects media with an exchange resulting in a Bad MIR
Detected error. A bad media information record (MIR) indicates degraded
high-speed access on the media.

Managing the STA Media Validation Request Queue

The media validation request queue is displayed on the Media Validation Overview
screen on the Tape System Activity tab. The queue lists all media validation activity
that has occurred in your tape library system. This includes pending and completed
validation requests initiated by STA or any other application. By default, requests are
listed in reverse Priority Order, with the most recent requests at the top of the list.

From the Media Validation Overview screen, you can perform any of the following
activities:

= '"Displaying the Status of Validation Requests" on page 8-22

s "Canceling Pending or In-Progress Validation Requests" on page 8-24
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s "Resuming Interrupted "Complete Verify" Tests on T10000T2 Media" on page 8-24

Displaying the Status of Validation Requests

The Media Validation Overview screen displays complete details about all validation
requests. This section describes attributes of particular interest on this screen.

Note: If drives, media, or library connections are removed from your
tape library system, any associated pending STA validation requests
remain in the request queue until you explicitly cancel them. See
"Cancel Pending Media Validation Requests" on page 8-50 for
instructions.

Media Validation Request Priorities

The Priority Order attribute indicates the order of each validation request in the queue.
When a new request is created, it is assigned the next available Priority Order value.
STA processes requests in priority order, and you can reprioritize pending requests by
moving them up or down in the queue. See "Reorder Pending Media Validation
Requests" on page 8-47 for instructions.

Pending and in-process requests are listed in reverse Priority Order, so the most
recently received requests are at the top of the list. Completed validations have a blank
Priority Order value.

Media Validation Request States
The Request State indicates the progress of each validation request. Requests are
typically processed through the following sequence:

1. Pending — The request has been submitted and is waiting for a compatible
validation drive to come available. The Request Status Information attribute may
display additional details.

2. Starting — The drive has been reserved for the validation operation.

3. In-Progress — The validation is in progress. The Elapsed Time and Estimated Time
Remaining attributes are continually updated as the operation proceeds.

4. Completed — The validation has completed. See "Media Validation Results" on
page 8-23 for details about information STA may display.

In addition, the following Request States may occur at any time:

s Error — An error has occurred with the request. The Request Status Information
attribute may display additional details.

= Stopping, or Stop Requested — The request has been stopped, either manually or
by a media request from a host application. See "Canceling Pending or In-Progress
Validation Requests" on page 8-24 for details.

Media Validation Initiators

STA reports all media validation information it receives from your tape library system.
Consequently, you may see media validations not initiated through STA. Media
validations can be done from a variety of applications, and the Initiator attribute
indicates the source. Options are as follows:

s Drive - Indicates the validation was initiated directly on the T10000C or T10000D
drive.
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s  Host - Indicates an external host application, such as Oracle's StorageTek Storage
Archive Manager (SAM). These applications do not use the internal media
validation capabilities of the T10000C and T10000D drives.

s Library — Indicates the library command-line interface (CLI). Only Oracle support
representatives are authorized to initiate media validations through the CLIL
However, library administrators can use the CLI to cancel pending or in-progress
validations. See the SL8500 User’s Guide for details.

s SLC - Indicates the SL Console.
s STA - Indicates STA.

Media Validation Results

When a validation completes, the media is returned to a media slot, and STA displays
the results and recommendations for user action. Following are attributes on the
Media Validation Overview screen that you may find useful for interpreting validation
results, particularly for validations that result in errors.

Validation Result
STA assigns one of the following Validation Result values to each completed
validation:

s Use - The media passed validation.
s Degraded — Migrate the data and scratch the media.

»  Failed — Migrate the data and disposition the media according to your site's
policies.

»  Unknown — May occur in the following situations:

The validation was canceled by STA or interrupted by a host request for the
media.

An error occurred during the validation.

Communication between STA and the library was interrupted during the
validation.

The media information record (MIR) is corrupted.

The validation was initiated by an application other than STA and STA has not
received sufficient information from the library to determine the result.

Data Quality Index (DQlI)

The DQI is a measure of the amount of error correction left on the media, computed by
STA based on the results of the validation. This value is expressed as a percentage,
with a higher value indicating a better result. This attribute is blank in the following
cases:

s The validation is a Basic Verify.
s The validation resulted in an media validation Perm Status of True.

s The validation resulted in an Invalid MIR error.

Recommendation
This attribute includes recommendations from STA for user action. Following are some
messages you may see.

= Media OK: continue using.
s Media Degraded--Perform Qualification.

= Permanent error encountered: Perform drive qualification.
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= Not enough data to determine MV results. Rerun media validation.
= Degraded Media: Rerun Media Validation Using a Different Drive.
=  Media Validation Interrupted.

Request Status Information

This attribute is usually blank but may contain information about issues that occurred
with the validation request. It may explain the problem or suggest corrective action to
take. Following are some messages you may see:

s Drive Timeout; MDV manager cancel — Indicates STA requested the library to
return the media to a media slot because the validation took more than nine hours
to complete. This is usually the result of a library operational error. If the Read
Percentage attribute for the validation exchange is less than 100 percent, then the
validation did not complete. If this status recurs for the media, there is probably an
issue with the media; if it recurs for the drive, there is probably an issue with the
drive.

» Library returned error code — Indicates an error code returned by the library while
processing the validation request. The error code is also listed in the Library Error
attribute.

Canceling Pending or In-Progress Validation Requests

You may need to cancel validation requests, especially Complete Verify or Complete
Verify Plus validations, which may take many hours to complete. From STA, you can
cancel STA-initiated pending or in-progress validation requests only. You can cancel
these requests at any time, and you can cancel multiple requests at once.

When a pending request is canceled, it is immediately removed from the validation
request queue.

For in-progress validations, you can cancel Complete Verify or Complete Verify Plus
tests only. When an in-progress request is canceled, the Request State changes to
Stopped and STA sends a cancellation request to the drive. It may take several minutes
for the drive to receive the request and unload and dismount the media. Once the
media has been returned to a media slot, the validation request is removed from the
validation request queue. You can later resume or repeat the validation. See "Resuming
Interrupted "Complete Verify" Tests on T10000T2 Media" on page 8-24 for details.

Resuming Interrupted "Complete Verify" Tests on T10000T2 Media

Note: This option is available for T10000T2 media only; validations
of T10000T1 media must always start at the beginning of tape (BOT).

For T10000T2 media, Complete Verify and Complete Verify Plus validations that have
been interrupted by host media requests or canceled manually can either be restarted
from the beginning of tape (BOT) or resumed from the point where they left off. To
resume a validation, the drive must be able to determine from the media RFID chip
where the last validation left off.

This option is available both for manually submitted requests and for requests
initiated by an STA media validation policy. See "Submit Manual Media Validation
Requests" on page 8-40 and "Create a Media Validation Policy" on page 8-54 for
instructions.
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Note:

Depending on the read /write operations that have occurred

on the media since the most recent validation was interrupted, the
validation may no longer be valid, and you may want to restart the

operation from the beginning.

User Roles for Media Validation

Table 8-3 lists the user roles required for configuring STA media validation.

Table 8-3 Media Validation Configuration User Roles

User Role

Media Validation Configuration Activity

Screen

Viewer and above

Display drives in the media validation drive pools.

Tape System Hardware >
Drives > Overview

Administrator only

Display drives in the media validation drive pools.
Enable or disable media validation on STA.

Enable or disable drive calibration by selected the designated
logical group of media.

Setup & Administration >
Media Validation

Table 84 lists the user roles required for managing the STA media validation request
queue.

Table 8-4 Media Validation Request Queue User Roles

User Role

Media Validation Request Queue Activity

Screen

Viewer and above

Display, filter, and print a list of all media validation requests.

Export the media validation requests list to a spreadsheet or

document.View detail for a selected media validation request.

Manually submit media validation requests one at a time.
Reorder pending media validation requests.

Cancel selected pending or in-progress media validation
requests.

Resume an interrupted validation of a T10000T2 media.

Tape System Activity >
Media Validation
Overview

Operator and above

Manually submit multiple media validation requests.

Resume multiple interrupted validations of T10000T2 media.

Tape System Hardware >
Media > Overview

Table 8-5 lists the user roles required for managing STA media validation policies.
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Table 8-5 Media Validation Policy User Roles

User Role Media Validation Policy Activity Screen

Operator and above  Display and print the list of media validation policies. Setup & Administration >
Media Validation

Administrator only ~ Display the list of media validation policies. Setup & Administration >
Media Validation

Define a media validation policy.

Enable or disable a media validation policy.
Copy a media validation policy.

Modify a media validation policy as follows:
= Rename a policy.

= Change the policy criteria.

Delete a media validation policy.

Media Validation Tasks

Media Validation Configuration Tasks

= "Display Validation Drives for STA Media Validation" on page 8-26
= "Enable or Disable Media Validation on STA" on page 8-30

= "Enable Drive Calibration and Qualification" on page 8-35

= "Disable Drive Calibration and Qualification" on page 8-37
Media Validation Request Management Tasks

= "Display the Media Validation Request Queue" on page 8-38

= "Submit Manual Media Validation Requests" on page 8-40

s "Reorder Pending Media Validation Requests" on page 8-47

= "Cancel Pending Media Validation Requests" on page 8-50

s "Cancel In-Progress "Complete Verify" Validations" on page 8-52
Media Validation Policy Tasks

»  "Create a Media Validation Policy" on page 8-54

= "Display the List of Media Validation Policies" on page 8-59

= "Enable or Disable a Media Validation Policy" on page 8-60

s "Copy a Media Validation Policy" on page 8-61

= "Modify a Media Validation Policy" on page 8-63

»  "Delete a Media Validation Policy" on page 8-65

Display Validation Drives for STA Media Validation

Use this procedure to display information about validation drives that meet minimum
requirements for STA media validation. See "Validation Drives That Can be Used by
STA" on page 8-6 for details.
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Note: The validation drive pools are maintained only through
SL Console. See the SL8500 User’s Guide for detailed instructions on
maintaining the pools.

Note: This procedure requires Administrator privileges.

You can perform this procedure using either of the following methods:
= "From the Media Validation Screen" on page 8-27

s "From the Drives — Overview Screen" on page 8-28

From the Media Validation Screen

Note: This method requires Operator or Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.

* Home

* Tape System Hardware
* Tape System Activity
Setup & Administration

Logecal Groups

Aderts Poboes

Exacutve Reports Polces
Templates Management

Configuration
5P Connections
Users

Emai
2. Inthe Media Validation Configuration section of the screen, the Number of Drives
Reserved for Media Validation field displays the total number of drives assigned

to the validation pools and that meet STA minimum requirements. Select the link.

'Media Validation
Media Validation Configuration®

Media Vahdation State  Status
@ Enabled | Drsabled  Hedia Validation successfully enabled

Mumber of drives reserved for Media v .11:.1‘:U®
Use media from the following manual logical group for Callbraton: {Cpt-out of Calbration; not recommended) [»]  Save

You are taken to the Drives — Overview screen with a filter applied to show detail
about these drives.
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Drives - Overview @  Templates: | STa-Defadt = (i) (@
BO % JHX BOox JHX BOoxv JHEX
MB Read MB Write Avg Mount BW MBfsec
T 0ok 6.000K | 105
600K 5,000K | 08
S00K, '“iu g TSEL
. v 4,000K -}'} s
b- - - i r -
B A0 . Sygtem 2 3 pook s H . System a 50 H Sysbem
_ 00K E l iy [} { i Averape a2 45 lI : Average
= = 2.000K o H
200K E :"-t : i A g m '.M‘JI.' :--.‘I,'
L1}
100 =u LA s 1000k ) ¥ H ‘}'-;:" 15 .-.e..”. --."I
0k "'-yl"."“'I Nt oK e k] ok ¥
S EEEB SEEERE SEEE B
P B R E B B R B B &
Date Date Dt
il ]
® Fomat: = EE | @ (ApphedFiter: MV Drive Capable Trus
view- B[ % EHTEQ H
s i Eu_:hmge
Drive Serial Number Drivee WWHN Drive Type | Heaith ExchangeStart  |CEhnde [BRE | e
Inclicator
Required
SPG00-4000 105 S0:01:04:F0:00:BEEC:01  T10000c ﬂ 2014-01-30 2356 14 GO0
576004000119 50:01:04:F0:00:88:54:8F  T10000c & 0140126 16:15:13 GOGO
575004003943 50:01:04:F0:00:88: 5A:74  T10000c ﬂ 20140125 16:20:50 GOOD
576004004906 50:01:04:F0:00:BE:08:56  T10000c €@ 20140124 15:08:39 GOCD
57900 1000352 50:01:04:F0:00:88: 5A:5C  T10000d [ -] 2014-01-25 16:15:36 GOOD

From the Drives - Overview Screen

Note:

This method can be done by any user.

1.
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CAPs Crvesnview
PTPs Overview
Elevators Overasw

* Tape System Activity
»| Setup & Administration

The Drives — Overview screen appears, displaying all drives in your tape library
system.

2. In the Table Toolbar, click Filter Data.

B Fomat = EE .'-_J.
vew - | B [2 & Bz
[Drtve |
Drive Serial Humber v WM Drive Type  |Health Excha
| | Inclcator
57900 1000 164 S0:0L04:F0:00:AA:25:70  T10000d ik H13-11-181
57900 1000247 S0:01:04:FO:00:ACIBE:SZ  T10000d &b 013-11-161

The Filter Data dialog box appears.

3. In the selection criteria menus, select MV Drive Capable and True. Then click
Apply.
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7 Filter Data @

@ Match ANY of the foliowang k2

it MM O kit AL of i Glkowi )

MV Deive Capabls =] | True [ x|

WO0KD0 358G 30:01:04-F0-00 B8R0 TFE Stkoda0c

The table is updated to display only drives that have been assigned to the
validation drive pools and that meet minimum requirements for STA media

validation.
—al ]
@ rormat: = EE | &  Appled Fiter: MV Orive Capable True %
vew BB TEQ H
Invive Exchange
= Drive Exchasnge D
Drive Serial Number Drive WWHN DriveType  [Health Exchange Start Status Qearing | Exchangefs

.]n'j:'.'.!'.ﬂf . Required
STE0030006592 S0:01:04:F0:00<BB:03:5F TIDOOO: (<] 2013-11-18 04:21:58 MOM_DRV_ERROR 2586
SPE00400 1483 50-0 1:04:F0:00:88:03:50 T E0000C -] M013-11-17 17:05:59 RON_DRY_ERRCR 3TSE
STE004000812 S0:01:04:F0-00:68:03:74  TEO00OcEne € 20131117 170518 MON_DRY_ERROR 7
SO0 000119 S0:01:04:F0-00:B8:03:5€ T 10000 -] 2012-11-17 17:03:43 GO0
STaQ0 000120 50:01:04:F0:00:68:03:85  THEDO00dEnc (] 2013-11-17 19:04; 59 GOOoD
SP6004000073 S0-01:04FO0-00-B8:03:47  TH0000: B 2013-12-15 10:55:49
S7E00400 1405 S0:01:04:F0:00:BA:BA:DE  TEDDDDC [
S7Ta00 1000352 5020 1:04-F0:D0-BB-5A:5C  TI10000d 7]

Enable or Disable Media Validation on STA

Use this procedure to review the current configuration of the media validation feature
on STA and enable or disable it. By default, media validation is disabled when STA is
installed. See "Enabling Media Validation" on page 8-9 and "Disabling Media
Validation" on page 8-11 for details.

Note: If you disable media validation after it has already been
enabled, STA does not accept new validation requests. However, any
pending or in-progress requests remain in the validation queue and
are processed to completion. If you want to cancel these requests, you
can do so either before or after disabling media validation. See
"Canceling Pending or In-Progress Validation Requests" on page 8-24
for details.
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Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.

* Home

* Tape System Hardware
* Tape System Activity
Setup & Administration
Logecal Groups
Alerts Pobces
Exécuthve Reparts Polces
Templates Management

The Media Validation screen appears.
2. In the Media Validation State field, select either Enable or Disable, as follows:

»  Enable — Enables STA media validation for all SL8500 libraries monitored by
STA.

= Disable — Disables STA media validation for all SL8500 libraries monitored by
STA. You may want to temporarily disable media validation to perform library
maintenance.

Media Validation
Media Valdation Configuration®

Hedia Validation State  Status

O Dissbled 4 Media Validation is DISABLED

hunber of drives reserved for Media Valdaton: 1

Lise mecka From the following marual logical group for Calbration: | Mone (Opt-out of Callbrabon; not recommended) E Save |

A confirmation dialog box appears.

3. Verify your selection, and click Yes to confirm.

Media Vabdation Configuration &/

MOTICE: Madia Vabdation vill be enablad for al sligible devices.
Are you sune you want to enable Meda Validabon?
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The STA media validation state is updated according to your selection, and the
new status is indicated on the screen. If media validation cannot be enabled at this
time, the reason is indicated on the screen.

Media Validation
Media Validation Configuration &

Media Val n Stabe abus
@ Enabled ) Disabled . Media Validation successfully enabled 3

Mumber of drives reserved for Media Validation: 1

Use meda from the following manual logical group for Calbration: | None (Dpt-out of Calibration; not recommended) [

Create the Calibration Media Logical Group

Use this procedure to create the logical group of media you want to use for drive
calibration and qualification. It is recommended that you set aside the media in this
logical group exclusively for these purposes. See "Calibration Media Logical Group"
on page 8-16 for details.

Note: This is an optional procedure that you need to use only if you
plan to enable drive calibration and qualification.

Note: Before using this procedure, you must create a manual logical
group to be used exclusively for the calibration media. See "Choosing
Calibration Media" on page 8-16 and "Create a Manual Logical Group"
on page 7-11 for details.

Note: This procedure requires Operator or Administrator privileges.

1. Inthe Navigation Bar, select Tape System Hardware > Media > Overview.

8-32 StorageTek Tape Analytics User's Guide

Save



Media Validation Tasks

PTPs Oreerview
Blevators Overview

The Media — Overview screen appears, displaying all media in your tape library
system.

2. In the Table Toolbar, click Filter Data.

® Formar: = BE | &

vew ~ | [B] (8 3 D Q  H
|
Wolume Serial | | {Drive Sarial ‘
Madia Type [Health |
000059 .IM s "smmznq "5
A AAY GEAND i W AN [

The Filter Data dialog box appears.

3. In the selection criteria menus, enter the criteria specified in "Choosing Calibration
Media" on page 8-16 Then click Apply.

P Fiter Data °8
il Ty -+
Lirary Model [=] |15 [=] ‘stesm - R
Media Type [=] 1s [=] (TioooTz - X
Medka Health Indicator [=] [t [=] Tuse - X|
Media Suspicon Level [=] 1 [=] o x|

apply | meset | cancel |
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The table is updated to display only media that meet the criteria.

4. Sort the results by the Media MB Avail Post attribute to locate media with at least
two wraps of written data.

@ Fomot = EZ Lovel 10

v ERBYBY WG

.
e E@dﬂtﬁ:Lﬁ!vﬂddd&iﬂm.ﬂﬁtﬁ&TﬁefsTm,HMMHMMW!:LE,Hﬂftﬁa&m ]

b Drive WiHI Drive Type  |Health Last Exchangs
Indicator

TEE |52 0.00 TIODOOTZ @) 576004000812  S0:01:04F0:00:88:0%:74  T10000c-Enc © 015164 .
TED487 0.00 TIGNNOT2 @ 570001000120 SOL:04FO:00:ES:03ES  TI0000DEn: © 20131117 19:0¢
TED475 0.00 TIGNOOTZ G 575001000120 SO:0L:04FO:00:68:03:86  TH0000dEn @ M-S
RwC42s 0.00 Ta6060T2 @ 570001483  S0e0n:04F0:00:88:0350 Tid000c @ 20131115 1805 s]
TED438 0.00 T 2000072 ©  S700I000133  S0:00:04:F0:00:E8:03:08  Ti0000d & 20131116 11:4c
TED486 0.00 THNOOTZ @ S7TS00I000133  SROLORFOGRES:0RYE  TI0000d @ M6 1n3
TEDS17 0.00 T210000T2 [#] S7R00 000205 50:01:04:F0:00:B8:03:6E T 100004 [ #1 2013-11-16 0Bz 5=
5. From the list, select the media you want to use for drive calibration and
qualification. Then from the Table Toolbar, click Logical Groups.
. = == Applied Fiter: Library Model 15 53500, and
@ Fome: = EE 5 Level 1 0
veer BFEIABT7EQ B
| |
. Media )
Wolume Serial e | Drive: Serial
Media Type Health
Humber lwﬂPmt | Indicator Humber
TEEISZ 000 TIDNOOTZ. (@ S76004000812
TED4TS 0,00 T10000T2 ﬂ 575001000120
RWC42S 0.00 T1000IT2 576004001484
0.00 T10004T2 75001000133
TEDSI7 0,00 T10000TZ G 570001000205
moEE | 0,00 TI0OTZ. € 575001000206
TEDS31 0,00 T 10000T X ﬁ SO0 L0000
The Logical Groups dialog box appears.
6. In the menu, select the logical group you have created for the calibration media,
and click OK.
b Logical Groups A
Adding 3 Media to logical group:
M Cual-Media [
000 TI0000TZ | @ S7e004nns PO 00
The media are added to the logical group. You can display them on the Logical
Groups screen. See "List All Drives and Media Assigned to a Logical Group" on
page 7-23 for instructions.
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Logical Groups
Defined Logical Groups (&
+ /0 Q X
Lageeal Grang Name Lagpesl Group Type | Lageeal Groas Ovanes Meda Count Do Cowint
W Qual Medha Maniial sta_admin 3 o
e Marwal sia _sdmin a o
SLA500_HPLTOG Marnaal sia_admin a 1]
Columres Hiddsn Coluimna Frozen
|
Assigned Entities @
Drives )
Drive Serial Mumber | Drive Model Date Joined | “edaType | Do Jodned |
The selected logical group contains no drives T 1000072 11/18/2013
T10000T2 11182013
T10000T2 11/18/2013

Enable Drive Calibration and Qualification
Use this procedure to enable the optional drive calibration and qualification features
on STA. These features are separate processes, but they are enabled and disabled
together.

Note: It is highly recommended that you enable drive calibration
and qualification if you are using STA media validation. See "Drive
Calibration and Qualification" on page 8-11 for details on the benefits
of these features.

Note: Before using this procedure, you must create the calibration
media logical group. See "Create the Calibration Media Logical
Group" on page 8-32 for instructions.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.
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* Home
¥ Tape System Hardware
* Tape System Activity
Setup & Administration
Logical Groups
Aderts Pobces
Executhve Reparts Poldes
Ternplates Management

The Media Validation screen appears.

2. Inthe Use Media From the Following Manual Logical Group for Calibration
menu, select the logical group that includes the media you want to use for
calibration and qualification. The menu lists manual logical groups only.

‘Media Validation
Media Validation Configuration @

Hedia Validation State  Status
@ Ensbled | | Dizabled  Media Validation successfully enabled

Numbser of drives reserved for Meda Vabdaton: 4

Lise media from the folowing manual lagical group for Calbwabion: | Mone [Opt-out of Calbration; not recommended) [w]  Stve
i - : 1t recommended) -

Media Valdation Polices'®
ds : W s @ | ER

3. Verify your selection, and click Save to confirm.

Media Validation
Media Validation Configuration ®

Media Validation State  Status
@ Ersbled | Diaskisd  Media Validation suecessfully enabled

Number of defves reserved for Meda Vakdabon: 4

Lise mesdia from the folowing manual logical group for Calibration: | My DriveCalbMedia LG z

Drive calibration and qualification are enabled, and STA begins calibrating drives
in the media validation drive pool.

The new status is indicated on the screen. If calibration is successful, the screen
displays the message, "Drive and Media Pool Setup Success--calibration has been
successful." If there are any issues, they are also indicated.
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Disable Drive Calibration and Qualification

Use this procedure to disable the optional drive calibration and qualification features
on STA. These features are separate processes, but they are enabled and disabled

together.

Note: Itis highly recommended that you enable drive calibration
and qualification if you are using STA media validation. See "Drive
Calibration and Qualification" on page 8-11 for details on the benefits
of these features.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.

* Home

* Tape System Hardware
* Tape System Activity
Setup & Administration

Logecal Groups
Alsrts Poboias
Exacutve Reports Polces
Templates Management
Hedia Yalidateon
Sarviee
L
Configuration
5P Connections
Lisers

Ermasl

The Media Validation screen appears.

2. Inthe Use Media From the Following Manual Logical Group for Calibration
menu, select None (Opt out of calibration; not recommended).

Media Validation
Media Validation Configuration @

Hedia Validation State  Status
O Erabled  Dusbled  Available Media Not Suitable for Calibration Use. Minimum Number is 6.

tumber of drives reserved for Media Validabon: 4

Uze meda from the following manual logical group for Calbraton

FIERE T Te

Media Validation Polices =
. : Logtics fadand G

3. Verify your selection, and click Save to confirm.
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'Media Validation
Media Vabdation Configuration &

Media Validation State  Status
@ Enabled | Dmabled  Awvailable Media Not Suitable for Calibration Use. Minimum Number is 6.

Mumber of drives reserved for Media Validation: 4

. ; 2 f - Pty o pour =l ]
Use media from the following manual logical group for Calbration: tone (Cpt-out of Calibeation; not recommended) [ |

The Media Validation Configuration dialog box appears.

4. Review the selection and click Yes to confirm that want to disable drive calibration
and qualification.

Media Validation Configuration ]

ROTICE: You have salartad bo apt out of drive calbeation.

STA will be unable detect false positives if a drive & degraded due to
WERIAlNG &N eNCESShE NUmber of bad tapes,

Flease confirm that youw wish not to per form drree callbration,

&

Drive calibration is disabled, and STA does not begin any new calibration or
qualification operations. Any in-progress calibration or qualification activities are
processed to completion.

The new status is indicated on the screen. If there are any issues, they are also
indicated.

Media Validation
Media Validation Configuration @

Hedia Validation State  Status
@ Ensbled | Disabled  Available Media Hot Suitable for Calibration Use. Minimum Number is 6.

Number of drives reserved for Media Vabdation: 4

Use media from the following manual logical group for Calbwation: | None (Opt-out of Calbration; not recommended) [w]  Save |

Display the Media Validation Request Queue

Use this procedure to display information about pending, in-progress, and completed
media validation requests. See "Displaying the Status of Validation Requests" on
page 8-22 for details.

Note: You can use this procedure even if media validation is
disabled on STA.

Note: This procedure can be done by any user.

1. From the Navigation Bar, select Tape System Activity > Media Validation
Overview.
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* Home
* Tapa System Hardware
Tape System Activity

* Setup & Administration

The Media Validation Overview screen appears, displaying all validation requests
for which STA has received information.

Media Validation Overview @ Temgbtes [sTaDefost. [
Meda Valdaton Status: Media Vahidation successfully enabled
@ &
view - | @ T R + % Q B | ragetumbes 1ia ofl
; : :
Pricrity iolume Serial Estmated Time ; 2 Wabolaon
Order Elapsed Tme & Exchange Start Yakdation Test Type Reguest State Pesdt rI:I
1 TEE451 DHI1E-18 145714 Standard Verify Completed @ -
2 TEDHB3 2013-11-18 1%57:17 Complete Verify Phs Compbeted &
3 TEES1S 0=00:51.6 2013-11-18 133255 Complete Verify Plus - Resun Completed E E
4 TEESH1 0:1%22.9 2013-11-18 131316 Standard Verify Completed [] E
5 TEE548 0:14:24.4 2013-11-18 13: 1255 Standard Verify Completed (]
& TEES46 0z14:25.1 2013-11-18 13:12:45 Standard Verify Completed o
7 TEES1D 0:00:51.2 2013-11-18 13:08:55 Complete Varify Plus - Resun Completed z
#& TEELin Fi==EA & E MR EETRE N, Frerrdnte Uarifu B « Bao w Faenks bed Y

2. By default, the requests are sorted in Priority Order, starting with "1,” which
means the oldest requests are at the top of the screen. To view more recent
requests, you can either scroll to the bottom of the screen or select the Descending
Sort arrow on the Priority Order column.

3. From this screen, you can manage the validation request queue by performing any
of the following tasks:

= "Submit Manual Media Validation Requests" on page 8-40

= "Reorder Pending Media Validation Requests" on page 8-47

= "Cancel Pending Media Validation Requests" on page 8-50

= "Cancel In-Progress "Complete Verify" Validations" on page 8-52

In addition, you can perform most of the same tasks as for any List View table. See
the following procedures for instructions:

» To display a printable form of the table in a separate browser tab or window,
see the STA Screen Basics Guide. "

= To export the list of media validation requests, see the STA Screen Basics Guide."

»  To filter the table records, see "Use the Filter Data Dialog Box to Change a
Table Filter" on page 4-10.

»  To reset a filter applied to the table, see "Clear the Current Filter" on page 4-14.

»  To refresh the table to display any new requests, see the STA Screen Basics
Guide"
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= To detach the table from the screen and display it in a separate window in the
browser foreground, see the STA Screen Basics Guide."

Submit Manual Media Validation Requests

Use this procedure to manually submit media validation requests to the validation
request queue. You can use this procedure as soon as media validation is enabled on
STA. See "Submitting Manual Validation Requests" on page 8-17 for details.

You can use this procedure to start new validations or to resume validations that were
previously interrupted. The option to resume interrupted validations is available only
if all of the following conditions are true:

= You have selected T10000T2 media for validation. (T10000T1 media validations
always start at the beginning of tape.)

= The validation test type is Complete Verify or Complete Verify Plus. (Other test
types always start at the beginning of tape.)

s The most recent validations for some or all of the selected media are not 100
percent complete. (Media for which the most recent validation was complete are
always validated from the beginning of tape.)

You can perform this procedure using either of the following methods:

s "From the Media — Overview Screen" on page 8-40. Using this method, you can
submit multiple requests at once.

s "From the Media Validation Overview Screen" on page 8-44. Using this method,
you can submit only one request at a time.

From the Media — Overview Screen

Note: This method can be done by any user.

1. From the Navigation Bar, select Tape System Hardware > Media > Overview.

* Homea

Tape System Hardware
Complexes Chanaey
Libwr SFaeE
Crsrvidew
Hessages
Dirivees
Ohrerview
Analyss
Messages

Medka

Messages

Library Components
Robols Cvemveew
CAPs Chrrview
PTPs O

ey
Blevators Chvervie

The Media — Overview screen appears, displaying all media in your tape library
system.
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2. Apply appropriate filter criteria to narrow down the list of media. In the following
example, the screen is filtered to show media with "Library Complex Name Is
SL8500_14, and Media Health Indicator Isn't USE."

Note: You may want to use the STA-Media-MV predefined template
because it filters the screen to show only T10000-type media in SL8500
libraries.

'Media - Overview @ Tewens [aoeen- B @

@ romat: = B2 | 4 @m:mmmumm:;mdmmmmﬁ:)
v BIRRQPBTEQ B

Volume &S F::; seridl Drtve Libwary

Serial Media Type h:ﬁ” Drive Wt Crive Type Complex Last Exchange Start
Humber Indicator Indicator  Name

03559 TI0000TL (1] SLA500_14 e
E0T25 TI0000TL SLAS00_14 (4
TO0532 TI000OTL [™ SPE004000692  50:01:04F0:00:88:03:5F Ti10000c ﬂ SA500_14 2013-11-17 170434
700768 T10000TL & STEODA00012  SOe0L:04FD00:ER:0374  Ti0000c-Ene &  =8%00_14 2013-11-17 17-05:18
TO15 T10000T1 ™ SPE00A001488  S0e0L:04:F0c00:88:03:50 Ti10000c (-] 28500_14 2013-11-17 17:05:59
701048 TI0000T L LA0_14

0125 T10000T1 & S8500_14

3. Select the media you want to validate. You can use multi-select to select as many
media as you want. Then click Media Validation in the Table Toolbar.

‘Media - Overview @ Tempetes: [sraerits | B B

. |
@ Fometr = EE & Appled Filter; Library Compbex Mame [5 SLA500_14, and Medka Health Indcator [sn't USE

The Validation Activities dialog box appears. A message indicates the total
number of media eligible for validation, and the eligible media are listed. Media
may be ineligible for any of the following reasons:

s The media are not T10000 type.
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The media are cleaning media.
The media are not in an SL8500 standalone library or complex.

Drives in the library or complex validation drive pool are not compatible with
the media.

Drives in the validation drive pool do not meet minimum requirements for
STA media validation.

Note: If none of the selected media are eligible for validation, the
message, "No valid media selected for validation" is displayed.

b Validation Activities ]
WARNIMNG: Only 15 media out of 18 meda are sighie to be added for media valdaton. ',I

:}ﬂ::;mw Medha Type Library Complex Mame

Fo0632 T10000T 1 SLES0_14 -

] T 200G0T 1 SLESHO_14

rain b L] T 10D00T 1 SLESDD 14

PO1658 SLASHO_14 =

M55

SLASHO_14

FOL7EE

T
T
T
*

SLESH) 14
SLASDD 14
SLESH 14
Lt i SLESDD 14 o
Valdabon test tonn: | Basc Venfy ;J
Drive: | Autoselect (Recommended) [=]

_Create | Cancel |

4. In the Validation test to run menu, select the type of verification test you want to
perform. See "Types of Verification Tests" on page 8-3 for details about the options.

If you select Complete Verify or Complete Verify Plus, you may also be required
to select one of the following options. These options are available only if you are
performing Complete Verify or Complete Verify Plus validations on T10000T2
media, and the most recent validations for these media were interrupted prior to
completion.

Perform validations from beginning of tape — Indicates you want T10000T2
media to be validated from the beginning of tape (BOT).

Continue validations from last known validated data point — Indicates you
want testing of T10000T2 media that has been partially validated to resume
where the previous validation left off, if the drive can determine this from the
media RFID chip. If the drive cannot determine where the previous validation
left off, it will start from the beginning of tape.

See "Resuming Interrupted "Complete Verify" Tests on T10000T2 Media" on
page 8-24 for details on these options.

5. In the Drive menu, select the drive you want to use for the validations. This option
is available only if the media you have selected all reside within the same library
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complex or standalone library. The menu lists the validation drives in the complex
or standalone library.

= Validation Activitics -]
WARNING: Only 15 madia out of 18 media are eligible to be added for madia validation.

Note: You select just one drive, which means all media will be
validated by the same drive, if possible. If the drive is not compatible
with some media—for example, you have selected to perform a
Complete Verify Plus, and some of the media are encrypted but the
drive is not encryption capable—the validation requests will be added
to the request queue, but they will remain in a pending state.

Consequently, it is recommended that you choose Autoselect, which
causes STA to automatically select a compatible validation drive for
each media.

Yohme Seritl  IMeda Type !mwcmdn Name

700632 TH0000T1 SL8500_14 -

0 T10000T1 SL8500_14 [

0915 TH0000T1 SL8500_14

T01658 T10000T1 SL8500_14 £

01X T10000T1 SL500_14

01755 T10000T1 SLE500_14

CLE0X T10000T2 SLES00_14

01256 T10000T1 SL500_14

1819 T10004T1 SLB500_14

01872 T 1000071 SL500 14 fed
Valdation test ta run: | Complete Verify =]

19 Perform validabons from baginring of ape
12 Continue validations: from last known validated data point

Dirrves | 1, 2, -1, 1,1 - TI0000D I:EEIII{IIII.?}L

[

1,13 -Tl WESMM1M}
100000 (57900 1000133)
100000 (579001000 133)
100000 (57900 1000 134)
100000 (575001000134 I

a1=T
1=T
=T
2-T

Click Create.
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= validation Activities - |
WARNIMNG: Onfy 15 media out of 18 media are eligible to be added for media validation,

m”m ?MT# Library Complex Nams.

700632 TA0000T 1 SLESDD_14 -
00758 T10000T 1 SLESD_14 [ |
IS5 T 10000T 1 SLE500_14 | 9
MI65E T10000T 1 SLESH)_14 E
1269 T10000T SLASH0_14 ; |
701755 T10000T 1 SLESDD_14 L3
faTaiv.i] TIM000T2 SLESDD_14

TOE256 TI0000T 1 SLASDD_14

01819 T 10000} SLESDD_14

I572 T 1000071 SLASHD 14 =

Veldation test to run; | Complete Verify [=]

& Perform valdations from beginning of tape
5 Continue valdabons from Last known validated data point

Drive: | Autoselect (Recommended) E]

The validation requests are generated and added to the validation request queue.

7. You can view the requests on the Media Validation Overview screen. See "Display
the Media Validation Request Queue" on page 8-38 for instructions.

By default, each request is assigned the next available Priority Order as it is
generated. See "Reorder Pending Media Validation Requests” on page 8-47 for
instructions on reprioritizing them.

Media Validation Overview @ Tevpltes: [sTasefsit- [
Meda Vabdaton Status: Media Validation successfully enabled
® &
Vitw = E?'ﬁ_}ﬁ“ﬁ.ﬂ Bl | Page Mumber: 15 of1
| I ;
Bhrisgad "“*""’r Seriel | Elapsed Time I;—“"“"‘”"" Exchange Start Valdaton Test Type | Request State I:m""“ |§
KZ—IE 701048 Complete Verify F'm;\ -

221 900454 Comphete Verify Pending [ W
220 02522 Compiate Verify Pending ’
219 702101 Complete Verify Pending |'='
218 900532 Complete Verify Pending |
217 MR Complate Venfy Panding '
216 701819 Complete Verify Pending
215 01256 Complete Verify Pending
214 ALCO20 Complete Verify Pendng
213 701755 Complate Varify Panding
212 119 Complete Verify Pending
211 71658 Complate Verily Pardeg
210 700915 Compiete Verify Pending
209 MO8 Complate Verify Pending
208 700632 Complete Venify Pending
W7 TR W-11-15 1% 5028 Compiate Verty PL= &nﬁﬁﬁ
06 TEE151 0216:29.3 213-11-15 143232 Standard Verify Completed

From the Media Validation Overview Screen

Using this method, you can submit only one request at a time. To submit multiple
requests at once, see "From the Media — Overview Screen" on page 8-40.
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Note: This method requires Operator or Administrator privileges.

1. From the Navigation Bar, select Tape System Activity > Media Validation
Overview.

*| Home

*| Tape System Hardware

Tape System Activity
Alerts Crverview

Exchanges Overview
Dirtve Chearmngs Overvisw
ledia Validatio

» Satup & Administration

The Media Validation Overview screen appears. By default, the screen is displayed
in ascending Priority Order.

2. If you want to sort the screen by Volume Serial Number, select the Ascending Sort
or Descending Sort arrow in that column.

Media Validation Overview

@ Templates: |$rA-Elefadl.- B H

Mada Valdaten Stans: Media Vabdation sucoessfully enabled
@ &
vew - | @ W 8 B % Q | | Fagetumber: 158 ofl
[Vohame | | 12
Pty 1 |Estmated Time |vabdation |
or | Serial . Elapead Time | Exchange Start Valdation Test Typs Request State Rewt 5
ss-;r;um 057533 2013-11-17 170599 Complete Werify Plus -Cncrplnefl.bef | ﬁ [ -
84 063 2013-11-17 IT0% 34 Standard Verify Ceenpleted ﬂ
211 MO8 Complets Verfy Pius Pendng
63 70768 2013-11-17 17:05: 18 Standard verify Completed o .
207 TOEZB 1-28:07.4 201311-15 144458 Complete Werify Plus Corrpleted m
125 Wo8z8 1:28:08.7 2013-11-15 144504 Complete Werify Flus Completed

3. Select the media you want to validate by selecting the request record. Then click
Media Validation in the Table Toolbar.

Note: You can select only one record at a time, and you cannot select
media with pending or in-progress validation requests.

Media Validation Overview @ Tempistes: | STA-Defacit

Meda Valdaton Status:  Media Validation successiully enabled

@ &
View = E ? .E [#] E Page Number: 18 oft
IVokme N | C
PO sendl | T [ e Exchange Start VadatonTestType | RequestState !“'“d'm"' !c
Humber | sl | | sl
65 600738 0:57:53.3 013-11-17 17:03:49 Complets Verify Plus Completed [ -
&4 700632 M13-11-17 17:049: 34 Standard Verfy Completed ﬁ |
211 MO7Es Comphete Verify Pus Pending
53 00758 2013-11-17 17:05:18 =

Standard Vi

Completed [~

=1
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The Resubmit Media dialog box appears.

@ Resubmit Media B

The folowing media will be resubmitted for Media Vakdation:

700632 (T 10000T 1, Library Complex=SL8500_14)

akdation test to run: | Basc erify -

e | Aubossiect (Recommanded) )

O | Cancel |

4. In the Validation test to run menu, select the type of verification test you want to
perform. By default, this field is set to Basic Verify, but you can choose any
appropriate verification test for this media. See "Types of Verification Tests" on
page 8-3 for details about the options.

If you select Complete Verify or Complete Verify Plus, you may also be required
to select one of the following options. These options are available only if you are
performing a Complete Verify or Complete Verify Plus validation on a T10000T2
media, and the most recent validation for the media was interrupted prior to
completion.

— Perform validations from beginning of tape — Indicates you want T10000T2
media to be validated from the beginning of tape (BOT).

— Continue validations from last known validated data point — Indicates you
want testing of T10000T2 media that has been partially validated to resume
where the previous validation left off, if the drive can determine this from the
media RFID chip. If the drive cannot determine where the previous validation
left off, it will start from the beginning of tape.

See "Resuming Interrupted "Complete Verify" Tests on T10000T2 Media" on
page 8-24 for details on these options.

5. In the Drive menu, select the drive you want to use for the validation. The menu
lists the validation drives in the complex or standalone library where the selected
media currently resides.

Note: If the drive you select is not compatible with the media—for
example, you have selected to perform a Complete Verify Plus, and
the media is encrypted but the drive is not encryption capable—the
validation request will be added to the request queue, but it will
remain in a pending state.

Consequently, it is recommended that you choose Autoselect, which
causes STA to automatically select a compatible validation drive for
the media.

6. Click OK.
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5 Resubmit Media B
The following media will be resubmitted for Media Valdation:

700632 (T 100007 1, Library Complex=SL8500_14)

Vabdation test to run: | Venify and Rebold MR ||

Do | Aubosslast (Recommended) =

188 TECETT GIATEED WIFTFI TSIy

The request is generated and added to the validation request queue. By default, it
is assigned the next available Priority Order. See "Reorder Pending Media
Validation Requests" on page 8-47 for instructions on reprioritizing the request.

Media Validation Overview B Templates: | STADefmdt - [0 B
Media Valdation Status:  Media Vahidation successfully enabled
® &
view - | [@ T & = M Q  H | ;sgetumbe: 15 of1
Vol i L
Priotity | Estrmated Tims ’ Vakdaton
Order _N&m"ﬂ‘ Eaosed Time Ramaring Exchange Start Waldation Test Type Request State Rt F,
&5 &007S5 0:57:53.3 A013-11-17F 10345 Complete Venfy Plus Compleied ] -
l: 208 TO0E32 Vierify and Rebuid MIR PEnding :l
64 MOB3d J013~11-17 170434 Standard Werify Completed ]
212 TO76E Cormplate Verfy Pus Pending -
&3 0768 2013-11-17 1 7:05: 15 Standard Yerify Completed <]
anT mnone simonT A AAAT 14 AE 4A Ao e L A e A P =1

Reorder Pending Media Validation Requests

Use this procedure to reprioritize pending requests in the media validation request
queue. See "Media Validation Request Priorities" on page 8-22 for details.

Note: You can use this procedure even if media validation is
disabled on STA. For example, you may disable media validation for
library maintenance and then reprioritize the pending requests left in
the validation queue so they will be processed in a different order
when media validation is reenabled.

Note: This procedure can be done by any user.

1. From the Navigation Bar, select Tape System Activity > Media Validation
Overview.

STA Media Validation 8-47



Media Validation Tasks

* Setup & Administration

The Media Validation Overview screen appears.

2. By default, the requests are sorted in ascending Priority Order. To see more recent
requests, scroll to the bottom of the screen. Note the pending requests.

Media Validation Overview @ Templates: | STADefault »
Madia Valdaton Stats: Media Vahbdation sucoessfully enabled
® &
vew - | [@ T B @Y% G B rogetumben 15 of1
| Vohume Serial {Estimated Tene [ Viale
i+ Elapead Time I Eschangs Start Walidation Test Typs Reguest State ]
203 TECEIZ 87:04:16.0 213-11-15 1B:54:25 Complets Verify Completed
204 RWC425 61591367 2013-11-15 18:05:25 Complete Verfy Plus Completed
205 TEE152 5137:50.3 2013-11-15 16:45:96 Cormpilete Verify Compleied
206 TEET 2013-11-15 15:04:32 Basic Verify Completed
207 088 1:28:07.4 2013-11-15 144458 Complete Verify Plus Complated
TEE267 Complete Verify Flus Pending
209 700768 Coenplets Verify Plus Panding
211 00632 Verify and Rebuld MIR Pending
12 TEE26E Complete Verify Plus Pending
213 TEE151 02 16:29.3 2013-11-15 14:32:32 Standard Werify Compleied
214 TEE151 2013-11-15 1430628 Complete Verify Plus Comnpleted

3. Click Reorder Pending Requests in the Table Toolbar.

Media Validation Overview

Misdka Valdaton
® &
vew- | B T B .. Bl | ragem

Viohume Serial Estimated Tim
Elapasd Time i

203 TECEI2 B7:04: 16.0
The Reorder Pending Requests dialog box appears, with all pending requests

listed in their current priority order. The requests are identified by the media
Volume Serial Number and the current Priority Order.
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%, Reorder Pending Requests @ B3

Reorder Pending Requests

TEE267 {currently 208)
700768 {currently 209)
700632 {currently 211)
TEE26E {currently 212)

L

[ <

K. Cancel

4. Select the requests you want to reprioritize, and click the appropriate arrows to
move them in the list. This dialog box supports multi-select.

Arrows Description
& OF w Move the selected item(s) up or down, one place at a time.
= or = Move the selected item(s) to the top or bottom of the list.

%3 Reorder Pending Requests @ B2

Reorder Pending Requests |

TEE267 (currently 208) l
700758 (currenty 209) |
700632 (currently 211) :
TEE26E (currently 212)

Iﬂﬂ@

Ok Cancel

5. When the requests are in the order you want, click OK.
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, Reorder Pending Requests @R

Reorder Pending Requests

700768 (currently 209)
TEE26E {currently 212)
TEE267 {currently 208)
700632 (currently 211)

i

I

?
=

The requests are reordered according to your selections, and the Priority Order
values are updated on the Media Validation Overview screen to reflect the new

order.

Media Validation Overview

]

Heda Vabdaton Stabs:  Media Validation successhully enabled

Templates: | STA-Default +

@ &
ven~ B T B 2 % Q H | Pag=tumber: 115 of1
ﬂ*"{i"r"“’“ Gerted HapsedTime |Comaiec Time Exchange Start ValdatonTestType | RecuestState |15
203 TECES? B7:0%:16.0 M013-11-15 18:54:25 Complete Venly Complsted
204 RWC4z5 6:59:36.7 2013-11-15 18:05:25 Compiste Verify Plus Complstad
205 TEE152 537503 2013-11-15 15:45:45 Complete Verify Compiehed
206 TEEXDT 2013-11-15 15:04:32 Basic Werify Compiebed
207 M0eza 1:28:07.4 W13-11-15 14:-44-58 Complate Vanfy Pus Carmple ted
Complete Verify Plus Pending
Complete Verify Plus Pending
Complete Verify Plus Pending
visrify and Rebuid MIR Pending
T 15ie3.3 2013-11-15 143232 Standard Venty Compieed
214 TEE151 2013-11-15 14:30-28 Complate Verify Plus Comphsted

Cancel Pending Media Validation Requests

Use this procedure to cancel one or more pending media validation requests. Canceled

pending requests are immediately removed from the validation request queue, and
they cannot be resubmitted. See "Canceling Pending or In-Progress Validation
Requests" on page 8-24 for details.

Note:

You can use this procedure even if media validation is

disabled on STA. For example, you may disable media validation for
library maintenance and then cancel the pending requests left in the

validation queue.

Note:

This procedure can be done by any user.
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1. From the Navigation Bar, select Tape System Activity > Media Validation
Overview.

2 Setup & Administration

The Media Validation Overview screen appears.

2. By default, the requests are sorted in ascending Priority Order. To see more recent

requests, select the Descending Sort arrow on the Priority Order column. Note the
pending requests.

Media Validation Overview @ Tewplstes: | STADefauit .
Meda Valdation Status: Media Validation successfully enabled
@ &
M'ETE"#Q}G Bl | rage tumber 15 of1
Prioe @ kme st | lEstmated Tene | | | (el
a Elapsed Time : | Exchange Start Validation Test Type Reguest State
des b {Remaining _ R
217 600798 B Verify Pending
215 TEE461 Standard Verify Pendng
214 TEE1S1 2013-11-15 14:30:28 Complate Verify Pius Completad
213 TEEIS1 0:16:29.3 2013-11-15 14333 Standard Verify Complcted
212 700632 Verify and fisbudd MIR.  Pending
20 TEE268 Cremglete Verify Plus Pending
207 708 1:28:07.4 2013-11-15 14:44:58 Complete Venfy Plus Completed
206 TEE26T 2013-11-15 15:04:32 Basic Verify Compeeted
205 TEE152 £:37:50.3 0131115 16:45:46 Complate Verify Completed
WhA NN 4D CaDnuaiE T TWLAT 48 A ADLACLTE Fasade b Ve o Pl s M aalabad
3. Select the requests you want to cancel, and click Cancel in the Table Toolbar. You
can select any number of pending requests.
Note: The Cancel button does not activate if you select any
completed validations.
Media Validation Overview @ Terphtes: | STaDefault »
Mada valdaton Stabs: Media Validation sucoessfully enabled
@ 4
vew~ | @ T % Q B rage tamber: | 15 ofl
Priorit,»"¥ [Volume Estimated Time | Valc
Order : | Elapsed Time In . Exchange Start . Vabdation Test Type Reguest State kﬁ
215 TEE%61 Standard Werify
214 TEE1S! 2013-11-15 14:30:29 Complete Verify Phes prk!:d
213 TEE151 0:16:29.3 2013-11-15 14:32:32 Standard Verify Completed
212 700632 Vertfy and Rebudd MIR. Pending
0 TEEXGS Comphate Verify Flus Pending
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The Cancel dialog box appears, listing the volume serial numbers of the requests
you have selected.

4. Verify the list of volume serial numbers and click Yes to confirm the cancellations.

Cancel €78

Cancel Media Validation for '700832, 6007987

The requests are canceled and removed from the Media Validation Overview

screen.
Media Validation Overview @ Templates: [STADefaut +
Mada Vabdaten Stats: Media Vahidation successfully enabled
® &
vew~ BT 2@ % % Q EH | rogerumbe: 153 of1
Priceét,» ™ |Vokame Serial = Estimated Time & ; . Valc
Order Elapssad Time i Exchange Start Wakdabon Test Type Reguest Skats P
215 TEE451 Standard Yerify Pending
214 TEE151 2013-11-15 14:30: 23 Complete Verify Plus Complheted
213 TEE151 0=16:29.3 A013-11-15 14: 3232 Standard Yerify Complated
9 TEE 258 Complete Verify Plus Pending
207 TOOB2ZE 28:07.4 2013-11-15 14:44:58 Complate Verfy Pus Compiatad
WL TEEWT WL 1B 1215 Bmre Ui i~ el bt

Cancel In-Progress "Complete Verify" Validations

Use this procedure to cancel one or more in-progress Complete Verify or Complete
Verify Plus media validations. You cannot cancel other in-progress validation types.
See "Canceling Pending or In-Progress Validation Requests" on page 8-24 for details.

Note: You can use this procedure even if media validation is
disabled on STA. For example, you may disable media validation for
library maintenance and then cancel the in-progress Complete Verify
requests left in the validation queue.

Note: This procedure can be done by any user.

1. From the Navigation Bar, select Tape System Activity > Media Validation
Overview.
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2 Setup & Administration

The Media Validation Overview screen appears.

2. By default, the requests are sorted in ascending Priority Order. To see more recent
requests, select the Descending Sort arrow on the Priority Order column. Note the

in-progress validations.

Media Validation Overview @ Templates: | STADefoult -
Meda Valdation Status: Media Validation successfully enabled
® 4
M'ETE"'@Q}G a Page Mumber: 12 of1
@ e [E— EstmatedTane | Exchange Start Valdaton TestType | RequestState |0
217 600798 | I [ ‘Bas verify Pendng [
215 TEE41 Standard Verify Pendng
214 TEE151 2013-11-15 14:30:28 Commplete Venfy Pus Completed
213 TEE151 0:16:29.3 2013-11-15 143232 Stardard verify Complcted
212 700632 Verfy and Rebudd MIR.  Pending
209 TEE268 Comglets Vienfy Plus Pendng
207 700828 1:28:07.4 2013-11-15 14:44:58 Complete Vinify Pus Completed
205 TEE26T 2013-11-15 15:04:32 Basic Werify Compeeted
205 TEE152 5:37:50.3 2013-11-15 16:45:46 Complete Verify Completed
WUA AN AT L.0MuaE T TWAT 48 AC ADLACLIE Fasalabe ek Nk rasalatad
3. Select the validations you want to stop, and click Cancel in the Table Toolbar. You
can select any number of in-progress Complete Verify or Complete Verify Plus
validations.
Note: The Cancel button does not activate if you select any
completed validations.
Media Validation Overview @ Templates: | STADefat -
Meka Vakaton Stans: Media Validation successfully enabled
® 4
vew - | @ T } % Q  Hll | Pagetumbe: [ 1 of1
- | | |
Prionk,» % Volume Estmated Time Valk
Order : | Elapsed Time i | Exchange Start ! Vabdation Test Type : Reguest State Fex
Cooapeeme L msvey pedeg
215 TEE4G1 Standard Werify Pending
214 TEE151 2013-11-15 14:30:28 Complete Verify Plus Completed
213 TEE151 0:16:29.3 M13-11-15 1463232 Standard Verify Completed
F12 700632 Verfy and Rebuld MIR Pendng
0 TEEXGS Comphate Verify Flus Pending
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The Cancel dialog box appears, listing the volume serial numbers of the

validations you have selected.

4. Review the information displayed and click Yes to confirm the cancellation.

Cancel €78

Cancel Media Validation for '700832, 6007987

STA issues cancellation requests to the drives. This process may take several
minutes to complete. Once each media has been dismounted from the drive and
returned to a media slot, the associated validation request is removed from Media

Validation Overview screen.

Media Validation Overview

& Termplates: |§r.n-Default-

Mada Vabdaten Stats: Media Vahidation successfully enabled

@ 4
vew- BT E@ S B Q Hl | ragerumber: 15 of1
Priceit. ™ (Volime Seral = Estrmated Time 4
Order Bapsed Time i Exchange Start
215 TEE461
214 TEE131 A113-11-15 14 3023
213 TEE1S51 0:16:29.3 2013-11-15 143232
X5 TEEXGE
207 MO0E28 1=28:07.4 2013-11-15 14458
WE TEEIRT W L1115 1E=(d33

Create a Media Validation Policy

Wakdabon Test Type

Standard Yerify

Complete Verify Plus
Standard Yerfy

Complete Verify Plus
Complate Verfy Pus

Bmowr Warifu

Risquest State

-Fe-"-d.n;

Complheted
Complated
Pending

Compiatad
i~ vl bt

W ﬂ
Res

Use this procedure to create a media validation policy. Media validation policies allow
you to automate media validation in your tape library system. See "Using Automated

Media Validation" on page 8-20 for details.

The Media Validation Policies wizard leads you through the steps to define all

information for the policy.

Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.
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* Home

¥ Tape System Hardware
* Tape System Activity
Setup & Administration
Logecal Groups
Aderts Pobces
Executhve Reparts Polces
Templates Management
HMedia Validaten
Fervice *
Loge
Configurabion
5P Connections
Users
Ermal

The Media Validation Policies screen appears.

2. Click New Media Validation Policy.

Media Validation Policies @

Med
Forn

F'.:.I'iq.-
Enabled?

The Media Validation Policies wizard appears.
3. Complete the first screen of the wizard as follows:
a. In the Policy Name field, type a unique name.

Your entry can include any alphanumeric characters up to 250 characters in
length.

b. In the Policy Description field, enter an optional description of the policy.

c. Click Next.
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Define Media Validation Policy k] H
!.

Enter Policy Hame Select Target

Envier pobcy A & descrgrbion.

FolCy MName:  ® | Wiyl ih2 Compiete-Acbon
Selects media in LG-LUb2-T 10K
logical group that have Action
Fuadth and peerformes & Complete

obcy Descriphion: Vertfy from where left off.

Note: On any screen of the wizard, you can select the breadcrumb
links at the top of the screen to go directly to the immediate-next
screen or any screen you have already visited.

Define Media Validation Policy
—_— :
g _* Jelect Target  Setup Polcy

4. On the second screen of the wizard, you indicate the group of media you want this
policy to validate, as follows:

= If you want this policy to validate media using a specific recording format,
optionally within a specific library complex, select the Select media format
and optional library complex option, and complete the associated fields as
follows:

- In the Media Format menu, select the media recording formats you want
this policy to validate. You can select as many formats as you want.
Options are: T1I0000A and T10000B, which are available for T10000T1
media; T10000C and T10000D, which are available for T10000T2 media.

— In the Library Complex (Optional) menu, select the library complex you
want this policy to validate. If you select None, the policy will validate the
specified media types across all complexes. If you select a library complex,
the policy will validate media within that complex only.

= If you want this policy to validate media in a specific predefined logical group,
select the Select logical group option. In the Logical Group menu, select the
logical group. The menu lists all logical groups that have been defined.
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Note: Be sure to select a logical group that includes T10000 media in
SL8500 complexes or standalone libraries with validation drives, as
STA does not verify this for you.

5. Click Next.
Define Media Validation Palcy R

Enter Policy Name  Select Target  Setup Polcy
Select Media Format o Logecal Group for media vabdaton,

Select media format and opbonal Brary complex

Miarda Erermod
sda Formats

_.W__Fm‘ |

a. In the Policy Criteria menu, select the criteria by which media will be selected
for validation. See "Selection Criteria for Validation Policies" on page 8-21 for
descriptions of the options.

6. Complete the third screen of the wizard as follows:

Depending on your selection, you may need to complete additional fields, as
follows:

— If you select Media Health = Action, Evaluate, or Monitor, you must also
specify the successive Number of exchanges that must occur before a
media is selected for validation. Options are 1-5. For example, if you
specify "2", media are selected for validation as soon as two successive
exchanges occur with the indicated media health.

— If you select Extended period of non-use, you must also specify the
Number of days. Options are 365-1095 (one to three years). For example,
if you specify "730", media are selected for validation if 730 days or more
have passed since their last exchange.

b. In the Validation Test Type menu, select the type of verification test you want
the drive to perform. See "Types of Verification Tests" on page 8-3 for
descriptions of the options.

If you select Complete Verify or Complete Verify Plus, you must also select
one of the following options.

STA Media Validation 8-57



Media Validation Tasks

Note: These options apply only to T10000T2 media; validations of
T10000T1 media must always start at the beginning of tape (BOT).

— Perform validations from beginning of tape — Indicates you want testing
of all T10000T2 media to start from the beginning of tape (BOT), even if
the media has already been partially validated.

- Continue validations from last known validated data point — Indicates you
want testing of T10000T2 media that has been partially validated to
resume where the previous validation left off, if the drive can determine
this from the media RFID chip. If the drive cannot determine where the
previous validation left off, it will start from the beginning of tape (BOT).

See "Resuming Interrupted "Complete Verify" Tests on T10000T2 Media" on
page 8-24 for details on these options.

c. Click Next.

Define Media Validation Policy »a
-

Enler Policy Mame  Selsct Target Setup Policy  Review

Select a policy and walidation test type.

Policy Criteria: Media Health = Action ||  Number of exchanges: | 3 ||

validation Test Type: Comphate Vanfy -

Perform valdations from beginning of tape
@ Continue vabdabons: from last kncwn validated data point

s (Y ) co

S

7. Complete the last screen of the wizard as follows:
a. Verify that all the policy information is correct.
b. Complete the Enable Policy check box as follows:
- Select the check box to create the policy and enable it immediately.

- De-select the check box to create the policy but leave it disabled for now.
You can enable it at a later time. See "Enable or Disable a Media Validation
Policy" on page 8-60 for instructions.

c. Click Save.
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Define Media Validation Policy @

Enter Polcy Mame Select Target Setup Policy  Review
Review the configuration of your Meda Valkda bon polcy

Pobcy Mame:  MV-Lib2-Complebe-Acbon

Cedects mediy in LG-UD2-TE0K logical group that have Action health and
perfarms & Complate Venfy from whers left off.

Pobcy Desoripbion
Logecal Group:  LG-Liba2-T 10K
Pobicy Criteria: Media Health = Achon

Murmber of exchanges for poicy: 3

Wabkdation Test Type: Complete ‘\.'rnﬁ.' - Reaame

The policy is created. If the policy is enabled, then STA immediately begins
evaluating media against the policy and generating media validation requests as
appropriate.

If the policy is disabled, then the policy is not evaluated for now.

Display the List of Media Validation Policies

Use this procedure to display information about all STA media validation policies.

Note: These procedures require Operator or Administrator
privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.

* Home
* Tape System Hardware
* Tape System Activity
Setup & Administration
Logical Groups
Aderts Poboes
Exacutve Reports Polces
Termplates Management

The Media Validation Policies screen appears. The defined policies are listed in the
Media Validation Policies section.
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-Hedia Validation

Media Valdation Configuration®

Use media from the followang manual logicall group for Calibrabon:

Hedia Vahdation State  Status
@ Enabled | | Dsabled Media Validation successiully enabled

Humber of drives reserved for Media Vabdation: 9

Media Validation Policies @

- o |
Mone (Dpt-ocut of Calbrabon; not recommended) || Save

+/0EXGA B
Pelicy Harme an Ak r;:':_z: Logical Group Library Complex | Policy Criteria Validation Test Type
STA-T I0000A acton Mo T10000a Meda Health = Achon Standard Werify
STA-T 100004 newly entered 2] T 10000a HMewly Entered Basic Verify
STA-T I0O00A nonwused $0 T10000a Extended period of non-use Basic Yerfy
STA-T L0OD0A random samoie Mo T 100006 Random Selechon Bazic Verify

T 10000

STAT 10000C/D MIR cormupt

(]

Bad MIR detected Versfy and Rebuld MIR

T10000d

From this screen, you can manage validation policies by performing any of the
following tasks:

"Enable or Disable a Media Validation Policy" on page 8-60
"Copy a Media Validation Policy" on page 8-61

"Modify a Media Validation Policy" on page 8-63

"Delete a Media Validation Policy" on page 8-65

In addition, you can perform most of the same tasks as for any List View table. See
the following procedures for instructions:

To display a printable form of the table in a separate browser tab or window,
see the STA Screen Basics Guide. "

To export the list of media validation policies, see the STA Screen Basics Guide."

To filter the table records, see "Use the Filter Data Dialog Box to Change a
Table Filter" on page 4-10.

To reset a filter applied to the table, see "Clear the Current Filter" on page 4-14.

To refresh the table to display any new policies, see the STA Screen Basics
Guide"

To detach the table from the screen and display it in a separate window in the
browser foreground, see the STA Screen Basics Guide."

Enable or Disable a Media Validation Policy

Use this procedure to enable or disable a selected media validation policy. STA uses
only enabled policies to generate automated media validation requests. See "Using
Automated Media Validation" on page 8-20 for details.

Disabling a policy does not affect any pending or in-progress media validation
requests generated from the policy; they are processed to completion unless you cancel
them.
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Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.

» Home

* Tape System Hardware
* Tape System Activity
Setup & Administration

Logecal Groups
Aderis Poboes
Exarutreg Risports Pobces

Ternplates Management

Hedia Vahidation
Sarviie

Logs
Configura tion
SHMP Connections
Lisars

The Media Validation Policies screen appears.

2. Select the policy you want to modify.

If the policy is currently enabled, the Disable Media Validation Policy icon in the
Media Validation Policies toolbar becomes active. If the policy is currently
disabled, the Enable Media Validation Policy icon becomes active.

3. Click Enable Media Validation Policy or Disable Media Validation Policy, as
applicable.

Media Valdation Polices 3

+/FRRxal H
Pabcy Name Polcy i Logi

Ensbied? [Format
T 100002
M- Randam Yes ;’m
T10000d

MV-RebudMIR nT 108D Yes T

The policy is updated to according to your selection.

= If you have enabled the policy, STA immediately begins evaluating media
against the policy criteria and generating media validation requests, as
appropriate.

= If you have disabled the policy, STA no longer generates media validation
requests for the policy. Any pending or in-progress media validation requests

are processed to completion unless you cancel them. See "Canceling Pending
or In-Progress Validation Requests" on page 8-24 for details.

Copy a Media Validation Policy

Use this procedure to copy a selected media validation policy. To use a policy as the
basis for a new one, you can copy an existing policy that is similar to one you want to
create, and then modify the copy. See "Modify a Media Validation Policy" on page 8-63
for instructions.
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Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.

* Home
3| Tape System Hardware
* Tape System Activity
Setup & Adminstration
Logical Groups
Templates Management
Medis Vabdatian
Service
Logs
Configurabon
SHMP Connections
Users

The Media Validation screen appears.

2. Select the media validation policy you want to copy and click Copy Media

Validation Policy.

Media Valdation Poldes @

+ XQa @
Prbey Harne i

Ennbled?
STA-T 100004 sction 2]
STA-T 10000A msvety smbened Mo
STA-T 100004 non-Lsed 4]
STA-T 100004 randam sampls o
STA-T 10000C /D MIR, corrupt ]

Mada
Format

T10000a
T 100004
Ti0000a
T10000a
T 10000
T

Lol

The first screen of the Media Validation Policies wizard appears. The copy of the
policy has all the same information as the original, except for the following:

s The word "Copy" is added to the end of the Policy Name.

= The policy is enabled (the Enable Validation Policy check box is selected).

8-62 StorageTek Tape Analytics User's Guide



Media Validation Tasks

cefine Hedia Vabdation Policy o83
Enter Policy Mame  Select Targat
Enter polcy name and desaiption.
{ Pobry Name: = oTA-Ti0000A non-used Copy
This pobcy will Sslact T 100004 -
formatted media in all complexes
that have not been used for 365
Polcy DescripBon: days for & basic verify,
Back | Mgat Cancel

In the Policy Name field, type the name you want to assign, and modify the
Policy Description as necessary.

Use the Next button or the wizard breadcrumbs at the top of the dialog box to
navigate to the screens with the information you want to modify. See "Create a
Media Validation Policy" on page 8-54 for instructions on completing these
screens.

Click Save when you have finished.

The new policy is created, and the Media Validation Policies screen is updated
with the information.

In the following example, the "STA-T10000B non-used" policy was copied from the
"STA-T10000A non-used" policy, and the policy criteria were modified for T10000B
media.

Media Vahdation Pohcies @

+/JEGREXad H
PoRC Maka
F':lk'.‘iaﬂ-e B ol _E'\a;'ed*’ Format .-\'.Dl;ll:d Group .Li‘.u'ar'.l Complei Poh".- Cl:-fef'-d . Wa
STA-T 100004 action o T 10000 Media Health = Action Sk
STA:T payity prdered Ja T 10000 Py Entered Ba
AT 100004 non-used M T 10000 Extended period of non-use ™, Ba
STA-T 100004 random sampie Mg T 10000 Random Selection Ba
AT 100008 non-used Tes T 100000 Extended penod of non-wuse Ba
STA-T 10000C/0 MIR conmupt Mo .r-.'.-\-..-_-u Bad MR detected e

Modify a Media Validation Policy

Use this procedure to modify a selected media validation policy. You can change any
attributes of a policy.

Note: For a more direct method of enabling or disabling a policy, see
"Enable or Disable a Media Validation Policy" on page 8-60.
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Note: This procedure requires Administrator privileges.

1. In the Navigation Bar, select Setup & Administration > Media Validation.

* Home
* Tape System Hardware
* Tape System Activity
Setup & Administration
Logecal Groups
Aleris Poboes
Exécuthve Reparts Polces
Termplates Management

The Media Validation Overview screen appears.

2. Select the media validation policy you want to modify and click Edit Media
Validation Policy.

Media Vakdation Pobdes @

a@gxna 2
Pokcy b o POy Meds

R i ot |
STA-T 100008 acton ] T 10000
STA-T10000A nevly entered L] TI0000
STA-T10000A non-used Ho T10000s
STA-T10000A randam samgle Ho T10000a
STA-T 100008 nor-used Yoz T10000b
CF AT 1AW I LD Aarr onl Rin T 0000

The first screen of the Media Validation Policies wizard appears, and the policy's
current information is displayed.
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Define Hedia Validation Policy L3
m

Enter Policy Mame Sslect Targst

Enfer policy name and description,

Pobcy Mame:  ® | STA-T10000A newly anterad

Mgxt | Cancel |

3. Use the Next button or the wizard breadcrumbs at the top of the dialog box to
navigate to the screens with the information you want to modify. See "Create a
Media Validation Policy" on page 8-54 for instructions on completing these
screens.

4. Click Save when done.

The policy is updated, and the changes are displayed on the Media Validation
Policies screen.

Delete a Media Validation Policy

Use this procedure to delete a media validation policy. Deleting a policy does not
delete media validation requests already generated from the policy; they are still
available for viewing on the Media Validation Overview screen. Pending and
in-progress requests generated from the policy are processed to completion.

You do not need to disable a media validation policy before deleting it.

Note: This procedure requires Administrator privileges.

1. Inthe Navigation Bar, select Setup & Administration > Media Validation.
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The Media Validation Policies screen appears.

2. Select the media validation policy you want to delete and click Delete Media
Validation Policy.

Media Vabdation Pobdes @

The Delete dialog box appears.

3. Verify your selection and Click Yes to confirm the deletion.

Delete =

Are you sure you wish to delete Media Yalidation policy ™V-RlebuldMIR -nT 10KD77
(Thes apples only to the policy; any validations generated by this policy will 58 be avadable on the Media Validabons overview page)

The policy is deleted and the list on the Media Validation Policies screen is
updated.
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Understanding STA Analytics

This section provides concepts and tasks to help you interpret and use the data
provided by STA. It assumes a basic understanding of STA features and functions. The
following topics are included:

s "STA Data Store" on page 9-1

= "Dimmed Values on STA Screens" on page 9-2

= "Removed Drives and Media" on page 9-2

= "Removed Libraries" on page 9-8

s ""Missing" Media" on page 9-8

= "Duplicate Volume Serial Numbers" on page 9-9

"Mapping Host and STA Drive Identifiers" on page 9-10

STA Data Store

Following is a summary of the types of data included in the data store.

s Library configuration model — A hierarchical view of the library and device
configurations, properties, and statuses. To retrieve this information, STA initiates
data collections through a series of SNMP requests sent to the library.

= Exchange records — Detailed information about all drive and media exchanges,
including cleaning activities. The library sends this data to STA through
asynchronous SNMP traps.

= Errors and events — Records of significant library errors and events. The library
sends this data to STA through asynchronous SNMP traps.

See the STA Administration Guide for details on how STA receives this data from the
libraries.

Data Retention

Data in the STA data store is retained indefinitely as a historical record and never
deleted. However, data for removed resources — libraries, drives, and media — may
be hidden from the STA data screens, depending on the Data Handling settings for
your username. See "Removed Drives and Media" on page 9-2 and "Removed
Libraries” on page 9-8 for details.

When STA first begins tracking a library, drive, or media, that resource is assigned an
STA Start Tracking timestamp. If the resource is later removed from the library
environment, an STA Stop Tracking timestamp is assigned. And then if the resource is
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later re-added, the STA Start Tracking attribute reflects the original timestamp
assigned when STA first began tracking the resource.

Dimmed Values on STA Screens

At times you may see data elements or resource identifiers that are dimmed—or grayed
out—on the screen. While these data elements are usually active links leading to
additional detail, the dimmed values are not links. Following are elements that may be
dimmed:

= Removed drives; see "Removed Drives and Media" on page 9-2 for details.
= Removed media; see "Removed Drives and Media" on page 9-2 for details.

= Exchanges not yet complete; once the exchange completes, the identifier is no
longer dimmed, and the link is active.

= Alert Event types for which a corresponding element does not exist

Dimmed data elements may also be the result of an upgrade in progress. They
gradually become active links as they are processed.

Removed Drives and Media

By default, drives and media that have been removed from your tape library
environment do not appear on the STA screens. The Data Handling preferences for
your STA username allow you to turn on the display of removed drives, removed
media, or both. Your selections take effect immediately, so depending on your needs,
you can selectively show or hide removed drives and media throughout your login
session. See the following sections for additional detail:

n  The STA Screen Basics Guide for instructions on changing these display settings.

s "Identifying Removed Drives and Media" on page 9-2 for how removed drives and
media are displayed on Overview screens.

= 'Impact of Removed Drives and Media on Calculated Totals" on page 9-3 for how
calculated values are affected by these display settings.

Note: Data for removed drives and media is never removed from the
STA data store. See "Data Retention" on page 9-1 for details.

Identifying Removed Drives and Media

If you choose to display removed drives or media, they are identified by the following
attribute values on the Drives — Overview and Media — Overview screens:

s The STA Stop Tracking date indicates the date and time when STA determined the
drive or media no longer exists in any of the monitored libraries. Because there
may be a lag between the time when a drive or media is removed and when the
library notifies STA of the change, this value may differ slightly from the time
when the item was physically removed.

s The following attributes are set to "REMOVED":
- Library Complex Name
— Drive Library Name or Media Library Name
- Library Model
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- Partition Type
— Partition Name
— Physical Address

On activity screens, such as Exchanges — Overview and Media Validation
Overview, the identifiers for removed drives and media are dimmed. See
"Dimmed Values on STA Screens" on page 9-2 for details.

Impact of Removed Drives and Media on Calculated Totals

STA provides both current information about your tape library system and historical
information collected over time. As drives and media are added and removed from
your system, the total number of drives and media used for STA calculations also
varies. These variations can result in differences between a historical summary value,
such as a 30-day rolling average, and a corresponding value calculated using only
currently displayed records.

= Historical summaries—Rolling 30-day and daily summaries and averages are
always calculated based on the number of drives and media in the system during
the reporting period; therefore, they are not affected by the removed drives and
media settings for your STA username. For example, a drive removed on day 10 of
a 30-day period will be included in calculating summaries and averages for the
first 10 days of the period, but not for the remaining 20 days. See "How Removed
Drives and Media Affect Calculated Summaries" on page 9-3 for examples.

s Currently Displayed Values—Totals and aggregations displayed on Overview and
Analysis screens are calculated based on the number of records currently
displayed; therefore, they are affected by the removed drives and media settings
for your STA username. For example, if your removed drives display setting is
turned off, removed drives will not be listed on the Drives — Overview screen, nor
will they be included in the total record count on that screen, nor in the
aggregations on the Drives — Analysis screen. See "How Removed Drives and
Media Affect Overview and Analysis Screens" on page 9-4 for examples.

How Removed Drives and Media Affect Calculated Summaries

STA calculates a wide variety of daily and 30-day summary attributes, such as
megabytes read, written, sent, and received; number of drive errors and cleans; and
percent drive utilization. Drives and media are included in calculating these values up
until the time they are removed from the tape library system.

For example, removing a drive from a monitored library at 17:00 on April 15 has the
following impacts to these summary values:

= Daily summaries — The drive's activity for April 15 before 17:00 is included in the
day's daily summaries. Because the drive has been removed, it will not have any
activity to include in daily summaries for April 16 and beyond.

s 30-day summaries — The drive's activity is included in all 30-day summaries for
April 15 and the next 30 days, although the number of days' activity included will
be reduced with each succeeding day, as the 30-day window moves forward. The
30-day summary on May 15 will be the first one that does not include any activity
for the drive.
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How Removed Drives and Media Affect Overview and Analysis Screens

This section provides examples illustrating the effects of your removed drives and
media display settings on the following screens.

= "Drives — Overview Screen" on page 9-4

s "Drives — Analysis Screen" on page 9-5

= "Exchanges and Cleaning Activities Screens" on page 9-6
= "Alerts Overview Screen" on page 9-7

s "Media Validation Overview Screen" on page 9-7

Note: While these examples focus on removed drives, the same
principles and screen display characteristics apply to removed media
and the "Show Removed Media" settings.

Drives — Overview Screen

Figure 9-1 shows the Drives — Overview screen after the "Show Removed Drives"
setting has been selected. Removed drives are listed on the Drives — Overview screen,
and the total number of records includes the removed drives. In this example, there are
a total of 1,024 drives, and drive HU180214PT is highlighted to show that the Library
Complex Name and Drive Library Name both indicate "REMOVED," and the date the
drive was removed is displayed in the STA Stop Tracking column.

Figure 9—1 Drives — Overview Screen, Show Removed Drives Setting "On"

Drives - Overview @ Tempistes: | Orv-OvwRemovedorves » (i) ()

@ Formar: = EE | @

- EE2mBTEGQ H

Orive Serial Number [[ioros COMPIEX DTV LERNY | 74 stop Trading Drive WWHH Drive Type E:E“ Exchange St
572004012140 S.3000_571000; Crimson 11 S0:01:04:F0:D0-AC:EE:30  T1D000b © 20140323 1352 -
1210140732 SL3000_571000% Crimson 11 500 1:04cF 000z AC:BE:54  Thenliitriam3 '. 2014-03-23 003
1068000531 D350 50 SLAS00-160 S0:01:04:F0:00: 70: 18: 34 ThenlBiriuns 1) 20140323 1652

(E..ITB‘-CE]-F-' REMOVED REMOVED 2014403-21 08:40:43 0 L:04eF000:A0ESDC  HpUlirum+ 4 2014-03-18 05 20:
FITIEr 1 £ X S < kD (X S0:01:04:F0:00:78:1C:24  HpUltriums T 201403-2009:22
1310250658 REMOVED REMOVED D001403-21 121514 S0:01:04cF0:00:A0:E4:C9  Thenliitrium4 " 2014-03-18 06: 30:
1068000506 REMOVED REMOVED 20140322 00:1%:01 S0:0L:04:FO:00:ACES:ID  Theliriums . 2014-03-21 07:56:
LOWTODSS24 REMOVED: REMOVED 01403-20 1110223 SE01:04F0:00C0AER7  Ihmilitrmd s 014-03-19 115
HU17410GRH £1.500_5220000C grean23 S7:54:50:49:26:85: 7582  Holltrumd 4 2014-03-19 10:21 T

o L} ¥
Columng Hidden 94 | Colurns Frozen 1 Displaying 1,024 record(s)

Figure 9-2 and Figure 9-3 show the Drives — Overview screen after the "Show
Removed Drives" setting has been deselected. Removed drives are not listed on the
Drives — Overview screen, and the total number of records does not include removed
drives. In Figure 9-2, there are a total of 936 drives, and the STA Stop Tracking date is
blank for all drives displayed.
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Figure 9-2 Drives — Overview Screen, Show Removed Drives Setting "Off"

Drives - Overview @ Templstes: | Drv-Ovw-RemovedDrives
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In Figure 9-3, the Drives — Overview screen has been filtered to show all drives with
serial numbers starting with "HU180214." The removed drive HU180214PT does not
appear in the list.

Figure 9-3 Drives — Overview Screen, Show Removed Drives Setting "Off" and Filtered for a Known
Removed Drive

Drives - Overview @  Templates: | Drv-Orvwi-RamovedDnives -
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HU 1302 1909 S.3000_5710002 5.3000-174 S0:01:04F0:00:AC:BE: 39  Hpllitrumd @

Drives — Analysis Screen

Figure 9-4 shows the Drives — Analysis screen after the "Show Removed Drives"
setting has been selected. Aggregated data for removed drives are included under the
headings Library Complex Name "REMOVED" and Drive Library Number "-1". The
total number of drives is 1024, and the total removed drives is 88.
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Figure 9-4 Drives — Analysis Screen, Show Removed Drives Setting "On"

Drives - Analysis @ Temglates: [STaDefuit~  [E (@)
® JEBYEI G -

ACTION | EVALUATE | MOMITOR | USE | UNKNOWN | Total |

LAFTVEE LIDTary e rosan o T o L] Fis =¥ -
SLESDO_8 1[5TK a v] a o 13 13
HF Q o a o 13 13
IBM a ] a o 3 3
Drive Manufacturer Total Q o 1] o ] 2
2|5TK a v] a o % 2%
HF Q o a o 2 i
IBM a ] a o 7 7
Drive Manufacturer Total Q o 1] o 35 35
3(5TK a v] a o 2 r
HF Q o a o 17 17
IBM a ] a o 12 12
Drive Manufacturer Total Q o 1] o 31 31
Dirive Library Humber Total a o a o a5 95
-1 STK e el
HP [ e e s 1
BH [ T T -
URKNOWH [ T o s >

Drive Manufacturer Total n] 1L 3 ¥ 7 =
Dirive Library Humber Total a 1 3 ¥ 7 &3

Library Complex Hame Total r 3 4 121 B4 24 =

Figure 9—4, shows the Drives — Analysis screen after the "Show Removed Drives"
setting has been deselected. Aggregated data for removed drives are not included in
the table. There are no headings for Library Complex Name "REMOVED" and Drive
Library Name "-1". The total number of drives is 936.

Figure 9-5 Drives — Analysis Screen, Show Removed Drives Setting "Off"

Drives - Analysis @ Tewhtes: [saveRn- D B
® LJEBTR Q

. .Il_‘l'ltlll-.|f'-l'.l.l.l.lA1E MONITOR | USE umwgl‘murl
| DFive Manufacturer Total 0 0 0o n o 31 i
Drive Library Number Total 0 0 a1 o 31
SLES00_53 1| 0 1 0 13 0w 24
1BM 0 o a0 12 1
Drive Manufacturer Total 0 1 0 13 2 %
Drive Library Number Total 0 1 0 13 2 %
SLBS00_8 1|5TK v] /] 1] [/} 13 13
HFP Q '] Q ['] 13 13
IBM v] o a [/} 3 3
Drive Manufacturer Total Q '] Q ['] ] Fo]
2|5TK v] 0 a ['] 26 2%
HFP Q '] Q ['] 2 r;
IBM v] 0 Q ['] 7 ra
Drive Manufacturer Total Q '] Q ['] 3% 35
3(5TK 1] '] Q ['] 2 2
HP Q '] Q '] 17 17
IBM o] '] 1] ['] 12 12
Drive Manufacturer Total 0 0 o 0 n u |E
Drive Library Humber Total o 1] Q [1] 9% G5
| Library Complex Name Tatal 2 2 114 817 f% p) -

Exchanges and Cleaning Activities Screens

The Exchanges Overview and Drive Cleanings Overview screens always show
exchanges involving removed drives and media, regardless of your display settings.
All screen attributes indicate the values at the time of the exchange.
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In Figure 9-6, the "Show Removed Drives" setting is selected. The "Drive Serial

Number" entries for removed drives are active links to the Drives — Overview, Detail
View screen.

Figure 9-6 Exchanges Overview Screen, Show Removed Drives Setting "On"

Libraries - Exchanges @ Templates: | Defadt - [

@ Format: = EE | Umie | Loo0. | B
1

| | | | 1
FEhanHE trat |Library Carmplesx !Drive Library iDrive Serial

| |
: ; : |Walume Serial ‘
| | w |
!Name iNumber Wk ! Drive Stop Tracking — Drive Maodel iNumber | |
| | =
2012-05-11 16:01:14 SLas0o_7 1 31002045768 2012-05-15 12:47:17 DE08 HN1z262 QE40F &~
2012-02-11 16:07:20 SLEs00_7 Iy 3100 Fi=t:] 2012-05-15 12:47:17 Q5408 RiG2955 SE40F
2012-05-11 16:13:06 SLEs00_7 1 331002043768 2012-05-15 12:47:17 D540 HRH1Z265 9E40F

In Figure 9-7, the "Show Removed Drives" setting is deselected. The "Drive Serial
Number" entries for removed drives are dimmed and are not active links.

Figure 9—-7 Exchanges Overview Screen, Removed Drives Setting "Off"

Libraries - Exchanges @  Templates: - B

|
@ Format: = EE | Limit: | 1,000 - EL
vew - | 3] @ B |
| |
Library Comples: |Drive Libraty |Ditive Serial : : ; Volurne Serial
Exchanage Start o ENumber INumber | Drive Stop Tracking Drive Maodel froe Il
| ] | ] 1 |
2012-05-11 16:01:14 sLes00_7 1 1 2012-05-15 124717 95408 HM1262 9540R &~
2012-05-11 16:07:20 sLes0o_7 1 5 012-05-15 12:47:17 Q5404 RGZ2955 S540R
2012-05-11 16:15:06 SLES00_7 1 Drive Serial Number k 15.47.17 95404 HM1265 9540R
2012-05-11 16:19:58 sLesoo_7 2l 37 2012-05-15 12:47:17 95404 01468 9540R

Alerts Overview Screen

The Alerts Overview screen always shows alerts involving removed drives and media,

regardless of your display settings. Alerts are always retained, even after the
associated drive or media has been removed.

In the following example, your "Show Removed Drives" setting has been deselected.
STA is monitoring LibraryABC, which has 60 drives, and two drives are responsible

for all 27 drive alerts seen in the last 30-day period. The two drives are subsequently
removed from the library.

On the Drives — Overview screen, the value of the Drive Alerts (30 Days) attribute is

"0" for all drives in LibraryABC. This is because the drives responsible for all 27 alerts
have been removed from the library.

On the Alerts Overview screen filtered by "Alert Type Is Drive", 27 alerts are shown.

Media Validation Overview Screen

Pending STA media validation requests for removed drives and media remain in the

validation request queue until you explicitly cancel them. See "Cancel Pending Media
Validation Requests" on page 8-50 for details
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Removed Libraries

If you remove a library from the tape library environment, the following updates are
made immedjiately to the STA screens:

= STA no longer collects data from the library, and you can delete the STA server
trap recipient from the library SNMP configuration.

s The library is removed from the Libraries Overview and Complexes Overview
screens.

s The drives and media included in the library are removed from the Drives and
Media screens.

= All exchanges and cleaning activities that have occurred in the library are removed
from Exchanges Overview and Drive Cleanings Overview screens.

= All messages for the library and its drives and media are removed from the Drives
Messages, Media Messages, and All Messages Overview screens.

= Pending STA media validation requests remain in the validation request queue
until you explicitly cancel them. See "Cancel Pending Media Validation Requests"
on page 8-50 for details

See the STA Administration Guide for detailed instructions on removing a library
connection.

Although the library data is removed from the user interface screens, it is never
removed from the STA data store. If you later reestablish a connection to the library, all
existing library data is made available on the STA screens again. See "Data Retention"
on page 9-1,.

"Missing" Media
Media must be in a library storage cell or drive at the time of a data collection in order
for it to be detected (see the STA Administration Guide for a description of the data

collection process). Media in a "transient" location is not detected by a data collection.
Transient locations are defined as any of the following;:

= Robot hand
= Elevator — SL8500 libraries only
s Pass-thru port (PTP) — SL8500 complexes only

»  Dirive, at the time of library initialization; that is, the library was re-initialized
while the media was left in the drive.

The STA application includes logic to handle these transient movements — media that
has unexpectedly "disappeared" is kept on the STA screens in anticipation of detecting
it again within a specific short period of time. STA removes the media from the screens
only if it still does not detect the media within that time period. Although this is a rare
occurrence, you are most likely to observe it in an SL8500 complex, where media
cartridges are frequently transferred from one library to another through pass-thru
ports (PTPs).

If you cannot find a volume serial number (VSN or volser) that you expect to see on
the Media — Overview screen, it is recommended that you do the following:

1. Verify that you have the correct volser.

2. Filter the Media — Overview screen for that volser, to be sure it is really missing
from the list.
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3. If the volser appears on the Media — Overview screen, check the Start Tracking,
End Tracking, and Ejected Date attributes. The Ejected Date indicates the media
was ejected through a cartridge access port (CAP) or access expansion module
(AEM) (SL3000 libraries), or mailslot (SL150 libraries).

4. If the media has an End Tracking date but no Ejected Date, the media may have
been removed from the library environment by an unsupported method, such as
through an open library door. On the Dashboard, check the Media Exception
Report portlet. This report lists media that has left the library through a means
other than a CAP, AEM, or mailslot.

5. Initiate a manual data collection on the library in which you expect the media to
be located. See the STA Installation and Configuration Guide.

Duplicate Volume Serial Numbers

In the STA data store, media history is retained by volume serial number (VSN or
volser). That is, all history for a particular piece of media is tied to its volser. For this
reason, it is recommended that you avoid duplicate volume serial numbers (VSNs or
volsers) in the tape environment monitored by STA. Volsers should be unique across
all monitored libraries. Duplicate volsers will result in co-mingling of data for different
pieces of media.

Volsers are considered to be duplicates only if the media with the same volser also
have the same domain and type. Domain identifies the media format, and type
identifies the version, as illustrated in the following examples:

s LTO6 -"LTO" is the domain and "6" is the type.
= T10000T1 - "T10000" is the domain and "T1" is the type.

The same volser used on two different LTO4 cartridges would be considered duplicate,
while the same volser on an LTO4 cartridge and an LTO5 or T10000T1 cartridge would
not.

True duplicate volsers may occur for a variety of reasons, such as:

= In the case of cleaning media, there are only 999 globally available volsers. Large
tape environments with 1,000 or more cleaning media will of necessity have
duplicate volsers.

= Various tape management applications may allow duplicate volsers. This is the
case only for libraries with SCSI host connections —SL150, SL500, and some
SL3000 libraries. Libraries with Host Library Interface (HLI) host connections —
SL8500 and some SL3000 libraries — use Oracle's StorageTek Enterprise Library
Software (ELS) or Oracle's StorageTek Automated Cartridge System Library
Software (ACSLS), which do not allow duplicates.

Following are situations in which there may appear to be duplicate volsers, but in fact
there is just one media and the volser is unique:

= A media is moved from one library to another.

= A media is ejected from a library, taken off site for some time, and then re-entered
into a library.

“Duplicate Detected" Flag on Exchanges

The Duplicate Detected flag appears on the Exchanges Overview screen and indicates
that the volser involved in the exchange is a duplicate — the media has the same
volser as another media of the same domain and type but with a different media serial
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number (MSN). If you find exchanges with this flag, you should investigate and
determine whether to assign a different volser to one of the media, as the data for the
two will be co-mingled. See the STA Data Reference Guide for additional information.

Note: Only some drive types and firmware levels report MSNs;
therefore, with some drive types, STA may not receive all the
information necessary to detect duplicate volsers.

Mapping Host and STA Drive Identifiers

In STA, tape drives can be identified by drive serial number, World Wide Name
(WWN), or physical location within the library. However STA does not know, and
cannot display, the logical device ID that a host uses to identify a drive. If you want to
map the host drive identifiers to the STA identifiers, you must do this manually.

Mainframe Identifiers

Mainframe hosts use a four-digit hexadecimal drive ID (0000-FFFF) to identify a drive.
To map the host identifiers to the STA identifiers, you can use Oracle's Enterprise
Library Software (ELS) Display DRives command on the mainframe host. The IDEntity
option lists the mainframe hexadecimal ID, serial number, and WWN for each drive.
Following is an example of the command output.

Example 9-1 Sample ELS Display DRives Command Output

DISPLAY DRIVES IDENTITY

.SLS46331 Display Drives Command 994

DRIVE LOCATION MODEL WORLD WIDE NAME SERIAL NUMBER

0A10 00:02:01:08 T9840D 50:01:04:F0:00:79:18:CD 5700GU008737
0A11 00:02:01:09 T9840D 50:01:04:F0:00:79:18:C1 5700GU006080
0B04 01:01:01:14 T9940B 50:01:04:F0:00:89:A7:74 479000025047
0BO5 01:02:01:14 T9940B 50:01:04:F0:00:89:A7:44 479000026693
0B06 01:02:01:15 T1B35 50:01:04:F0:00:89:A7:68 572004003720
0BO7 01:02:01:11 T1B35 50:01:04:F0:00:89:A7:68 572004003720

You can issue this command from a variety of locations on the mainframe host,
including the operator console or an SMCUUUI utility batch job. Optionally, you can
save the output of the command to a.csv or .xml file. See the ELS Command, Control
Statement, and Utility Reference manual for complete details about usage, syntax, and
options.

Open Systems Identifiers

On open systems hosts (Linux and Solaris), logical device names for tape drives are
found in the /dev/rmt directory. To map the host logical names to the STA identifiers,
you can do a long listing (Is -I) of this directory. The command output shows the logical
device name and the pointer to the raw device file, which includes the WWN for the
drive. Following is an example of the output on Linux; the logical device name and
WWN for each drive are highlighted in bold type.

Example 9-2 Sample Linux /dev/rmt Directory Listing

# 1ls -1 /dev/rmt

lrwxrwxrwx 1 root root 86 Jan 31 16:31 /dev/rmt/Ocbn
->../../devices/pci@79,0/pcil0de,377@a/pcil077,171@0/fp@0, 0/tape@w500104£000b8050e
,0:cbn
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lrwxrwxrwx 1 root root 86 Jan 31 16:31 /dev/rmt/lcbn
->../../devices/pci@79,0/pcilOde,377@a/pcil077,171@0/£fp@0,0/tape@w500104£000b80511
,0:cbn

#
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Tape

Using STA to Answer
Environment Questions

This chapter combines elements and procedures described in the previous chapters to
address common questions about tape storage operations and health. The methods
described are not exhaustive, but are meant as examples of some ways you can use
STA to answer these and similar questions, and in the process build your expertise in

using the STA product.

Each procedure includes a "Referenced Tasks" section, which refers to the elements
and procedures from previous chapters.

The questions are organized into the following categories:

s "Drive and Media Health Questions" on page 10-1

s "Capacity and Resource Management Questions" on page 10-28

Drive and Media Health Questions

Question

Task

Which drives and media have had the most errors in the
last 30 days? Are there any correlations between the
two?

"Report the Media and Drive With the Most Errors" on
page 10-1

Which drives have had the most errors this week? Have
their error rates gone up?

"Report Trends in Drive Error Rates" on page 10-8

Which drives have had significantly declining efficiency
over time?

"Report Drive Efficiency Trends" on page 10-14

Is the drive that failed twice today the same one that
caused problems two months ago?

"Report Trends in Drive Failures" on page 10-17

At 9:00 am today, one of our tape jobs experienced an
error. Which drive and media were involved? Have they
also experienced other errors?

"Report Information to Help Troubleshoot Tape Job
Errors" on page 10-19

What critical errors were reported to STA last month? Is
the total number trending up, down, or staying stable?

"Report Trends in Critical Errors" on page 10-23

Report the Media and Drive With the Most Errors

These procedures address the questions, "Which drives and media have had the most
errors in the last 30 days? Are there any correlations between the two?"

The following methods are described:
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s "Report Drives With the Most Errors", below
s "Report Media With the Most Errors" on page 10-4
= "Display Correlations Between the Two" on page 10-6

Referenced Tasks

= "Apply a Template" on page 3-7

»  STA Screen Basics Guide

»  STA Screen Basics Guide

= "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10

Report Drives With the Most Errors
1. In the Navigation Bar, select Tape System Hardware > Drives > Overview.

*| Home
Tape System Hardware
Complexes Overview
Libraries
Overview
Messages
Drives
Overview
Messages
Media

2. In the Templates menu, apply the "STA-Drive-Health" template.

Drives - Overview @ Templtes: (DU [
@ Format: |2 E} @ Default |
STA-Drive-all
; — " s 4 . | o
By @ 2 Z H X B Oy X STA-Drive-Base-Information o %
MB Read MB Write STA-Drive-Enterprise-Performance
700 | BOK 5TA-Drive-Health
B00 | i 50K ;
c [ i, " STA-Drive-LTO-Utilization
g ook gaokiit & Tia STA-Drive-Last-Exch
e | n . [ [} [T -Drive-Last-Exchange
2ol e Y At A - ==
o 300 ik $‘ Wwerage o cr "ot ', WEerag STA-Drive-Performance-30-Days ag
-~ —_ . [ LTS
=ao0| A B A, =20 e e 4 STa-Drive-Utiization
AL R B A =TT

3. In the Drive Errors (30 Days) column, click the Sort Descending arrow.
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19.72
0,00
Q.00
0.00
0.00

o B o ) o 5 R )

The drives with the most errors are brought to the top of the list.

@  Format: = B

ven- | B & B | B

; : . . |Drive A IDrive Library | Drive Exchange |Exchange = Diagnostic
EWESB”al Drive WSATIN Drive Model |Physical Erwe Library |Serial Health ‘Drive Wite |Emf.ﬂl._loatd Required

gD=r Address i |Number |Indicakor |Suspicion |EFficiency | el | Alert
HU10470LTA  S0:01:04:FO:00:74:82:10 LTS 4,5,1,9 sl500-goldie 52200000074 0 100.00 o ﬂ
572001000315 S0:01:04:FO:00:AC:AT:DT  T10000B 90 R o s|3000 57100020003 6 100.00
HU18031659  S0:01:04:FO:00:4C:AT7:D1  LTod 1,1,-3,1,2 sI3000 57100020003 'D 50,00 1]
HU1947/ME]  S0:01:04:FO:00 A ATIED  LTOS B B e s[3000 57100020003 '_i) 50,00 0]
HU19477MNCA  S0:01:04:FO:00:584:B4:353  LTOS 1,4,-1,1,3 bas-sla500  S1600010045 ':D 50,00 o

4. Use the following steps to add selected drives to the graphs.
Adding the drives to the graphs allows you to compare their attribute values
against the system average. By default, graphs always include the system average.
a. In the List View table, select the drives you want to add to the graphs.
b. Click Apply Selection on the Table Toolbar.
@  Format

View -

- Dirive e Dirivee Library |Drive Exchange |Exchange : Dizagnostic
G Drive Model |Physical Drive Library Serial Health  |Drive Wrike D_m_re Load Required
Mumber Addre Bl Rliroher Todlicabor |5 epiving |Fificmne, |HMIEAlRE 277

EOi0L:04F0:00:TAB2I10  LTOS 43,19 slEi0-goldie 52200000074 & 100.00 0oy
S0:01:04:FO:00: AC:A7:D7  T10000E Tl = 13000 571000200035 a 100.00
HU15031659  S0:01:04:FO:00:AC:A7:01  LTO4 1,1,-3,1,2 13000 S7iooozoo0s (R G0.00 1]
HU19477ME]  S0:01:04:FO:000ACA7ED LTOS I s S 13000 S7100020003 'D S0.00 u]
HUL19477MCA  50:01:04:F0:00:54:6B8:35  LTOS 1,4,-1,1,3 bas-sl@s00 51600010045 ':D 50,00 8]

The graphs are updated with the drive data. In the example below, one of the
drives shows a high level of errors when compared with the system average.
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Drives - Overview @  Templates: | STA-Drive-Health
@ Foma: S EF & @B
- : - : : -
BO v 7K BO v 72X BO v 74K
%% Drive Utilization Drive Dismounts
100 450 105
400 o0
8o 350
. System 200 . System P o System
= B0 Average - Auverage = Average
g L. _Drive £ 250 _ Drive c B0 _Drive
o 57200100... o 200 57200100... O g 57200100,
o 40 _ Dirive _ Drive ~Drive .l
HU10470L... 150 HU10470L... 10 HU10470L...
a0 100 i
LY
i e ;
0 = o 0
SEEEE SEEEL SEEEL
il e feb Ra B B et
= = =
REEEE ZEEEE TEREE
BEs=k BEsahl BEs =k

@ Format: = EE | E |

vew~ | B & B | B

:f)rive Serial
Murrber

Dirive WATIR

T I R N L BT e e A

Report Media With the Most Errors
1. In the Navigation Bar, select Tape System Hardware > Media > Overview.

| Home

Tape System Hardware
~ Complexes Overview
Libraries
Overview
Messages
Drives
Overview
Analysis
Messages
Media

Dwvervie
Analysis j }

Messages

2. In the Templates menu, apply the "STA-Media-Health" template.
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Media - Overview @ Templates: [DerSUET
@  Format: ] 121 % Default |
SLE500-1
BO 2 78X B % A4 XK heckiisal o R
MB Read MB Write 3TA-Media-Base-Information
40 5 ooo 5TA-Media-Cleaning
35 } STA-Media-Expired
] 4,000
30 . . STA-Media-Health
£ 25 i £ 3000 |, At
2 5g i __System & Y __System Anee ystem
& " Awerage & . oy Average STA-Media-LTO-Utilization yerage
N i Ll g
= " = P STA-Media-Last-Exchange
1,000 [ 4 .
bt STA-Media-MIR-Stats
] . STA-Media-Stats-Last-Exchange
i STA-Media-Utilization

3. In the Dismounts With Errors (30 Days) column, click the Sort Descending arrow.

Dismu:u.'..“.t |.ﬁ.v-;| Mount Read |.f

{ME Throughput r

Su:urt Descending i

0,00
0 0.01

The media with the most errors are brought to the top of the list.

i . DismoL 5% ol
Volume Serial l!?la Media Life Media Media Load |Exchange IExchange wliiLnD Avg Mount Read |Avg Mount Write [Avg Mount B ‘
i pckary e Wa_rranty Lirmit Alett erte_ y Read Etrars (30 MBE Throughput  |MB Throughput  |MB Throughput In
Jrupt: Indicator Inefficient | Marginal Days) |(3EI Daws) (30 Daws) (30 Days) |
1 ]
150215 (7] (] 100 0.01 25.37 25,37 Eil
150219 @ (7] 100 0.01 25.72 25.72 ¢
150230 (7] 7] 99 0.0t 26.55 26,85 =
150217 (-] (7] 99 0,01 26,51 26,81 ¢
IOt T aTa A aan il UL PR
4. Use the following steps to add selected media to the graphs.
Adding the media to the graphs allows you to easily compare their attribute
values against the system average. By default, graphs always include the system
average.
a. In the List View table, select the media you want to add to the graphs.
b. Click Apply Selection on the Table Toolbar.
@ Fomat: = EE | B
Wiew -
i = 5 : i i c Media
Wolume Serial Media Media  |Cleaning |Physical Media Library  |[Media Library ‘
T - - i Last Exchange Start |Health
Murrber rial M Manufacturer |Trpe Media Address Mame Serial Mumber !Indlcator
199Pe2KEes  LTO LTOS 42,1 slSD0-golde 522000000744 2012
199PEZNI1E  LTO LTOS 11 slE00-galdie 522000000744 2012-
750230 1982605035 LTO LTOS 4,4,7,3 sl500-goldie 522000000744 2012-04-24 08:05:05 (%]
150217 199PE2L370  LTO LTOS 4,4,7,6 sl500-goldie 522000000744 2012-04-24 06:42:47 Q
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The graphs are updated with the media data. In the example below, both
media show high numbers of errors when compared with the system average.

Media - Overview @  Templates: | STA-Mediatealth ~ [ [
@ Format: |22 &

B0 v Zd XK By Oz ZHXK DO v ZF K|
Media Suspicion Exchange Read Margin
mme—-m 100 10.5
o0
a0 80
e 75 -
. System . System _System
£ BO Average E B0 fAverage 2 g0 Mverage
g _ Media g _ Media 5 L
o T50218 o T50218 o 45
o 40 _ Media oo40 _ Media : i
T50219 T50215
3.0
20 20
15
s
Rt ORE R OB RS ORE RS [N
£ ¥
i -
|
A
@ Format: = EE E_,
view ~ | [B] g Ep ﬁ‘
Yolume Serial mediaf . Media Media  [Cleaning |Physical Media Library  |Media Library Last Exch Start Lﬂedli?h ‘
Mumber ANUPACEUEr | nuFackurer |Tepe Media  |Address Marne Serial Mumbey SEEAtalE el e
Setial Murnber Indicator
e rmspezkase  LTO LToS 4,4,2,1 sE00-goldie 522000000744 2D12-04-2406:51:02 6D il
WS0216 N wopean1is  LTO. LT05 4411 sS00-goldie 522000000744 2012-04-2407i5L03 @

____________ TR e T T S =

Display Correlations Between the Two

This procedure helps you to determine whether there are correlations between the
drives and media with most errors. The Exchanges Overview screen is the most useful
for this activity because each exchange involves exactly one drive and one piece of
media.

1. In the Navigation Bar, select Tape System Activity > Exchanges Overview.

| Home
| Tape System Hardware

Tape System Activity
Alerts Overview

wchanages Overview

Drive Cleanings Ow \

Media Validation Overview
All Messages

Overview

Analysis

2. Use the following steps to display only those exchanges that took place within the
last 30 days and that involve the drive with the most errors.
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The drive with the most errors was identified in "Report Drives With the Most
Errors" on page 10-2.

a. Click Filter Data.
b. In the Filter Matching field, select Match ALL entered criteria.
c. Add the following filter criteria:

*  Exchange Start (Dates) is after a date 30 days ago

*  Drive Serial Number is the serial number of the drive with the most
errors

d. Click Apply.

[ Filter Data iy ]

Match ANY of the following #‘

Filter Matohing: —_—

" Match ALL of the following

[=] 2012-03-24 By b4

[=] HuigsTLTA

Exchange Start (Dates)

Drive Serial Mumber

PR TNTY TN

The table is updated according to your selection criteria.

.

@  Format: = £E | Limit: | 1,000 « B, (applied Filter: Exchange Start=>2012-03-24 and Drive Serial Mumber Is 'HUL0470LTA ¥
ven | BB & | H
: ) Ditjve : Media P dl
Exchange Stark EW?: Sertal Drive Model Health ;olunge Serfal Media Tvpe Health Etr "';:e Exchange |g1tec'|:|c
HibE] |Indicakor S Indicator | AL | e
2012-04-24 10:14:46 HU10470LTA LTOS %] TS0236 LTOS (] DRIYE_ERROR, DRI\-‘H
2012-04-24 09:14:12 HU10470LTA LTOS o TS0235 LTOS (%] DRIYE_ERROR DRIV
memA A R LA I e | rF—y . | r=y LTI R LT

3. To focus on the media involved in the errors, sort the table by a related column.

Suggested columns are Media Exchange Status, Exchange FSC, or Media Health
Indicator.

Med
|Health
Indical soet pscending

Drrive Exchs

3

&  DRIVE ERR

e

4. Visually scan the Volume Serial Number field to see if there are any correlations
between drive errors and specific media.
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5. If you do find a potential correlation, use the following steps to filter the data
further to display just the exchanges that involve both the faulty drive and the
suspect media.

a. Click Filter Data.

The selection criteria already in effect are displayed in the Filter Data dialog
box.

b. Leave the current criteria rows as is, and add the following row:

*  Volume Serial Number is the volser of the suspect media identified in

Step 4.

]? Filter Data 2 H
Fiter Makching Match ANY of the follewing &+ |
T Match ALL of the following
Exchange Start (Dates) [=] |1safter [ 2012-03-2400:00-00 G b 4
Crive Serial Humber [+] 1= [] HU04TDLTA b 4

([Vohume Sera turmer [=] [1s [=] 'se00222 ) XK

ST2005001072 T 100006

c. Click Apply.

The table is updated according to your selection criteria.

Report Trends in Drive Error Rates

This procedure addresses the questions, "Which drives have had the most errors this
week? Have their error rates gone up?"

Although STA screens show 30 days worth of data by default, you can use filter and
selection criteria to narrow down to just the current week. The following methods are
described:

= "Using the Drives — Overview Screen", below
= "Using the Exchanges Overview Screen" on page 10-11

= "Using the Drives — Messages Screen" on page 10-13

Referenced Tasks

= "Apply a Template" on page 3-7
m  STA Screen Basics Guide

m  STA Screen Basics Guide
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»  STA Screen Basics Guide
»  STA Screen Basics Guide
»  STA Screen Basics Guide
= "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10

Using the Drives — Overview Screen
1. In the Navigation Bar, select Tape System Hardware > Drives > Overview.

*| Home
Tape System Hardware
Complexes Overview
Libraries
Overview
Messages
Drives
Overview
Messages
Media

2. In the Templates menu, apply the "STA-Drive-Health" template.

Drives - Overview @ Templtes: (DU [
@ Fomat: [ F & DeFault |
STA-Drive-all
" mo— " — . ET
@B LB % / ﬁi x |‘_;‘»"® .3 o / ﬁ x STa-Drive-Base-Information fﬂ' x
MB Read MB Write STA-Drive-Enterprise-Performance
?DD| BOK i
00| 50K
L 500 L s E"-‘ i 1‘1. . STA-Drive-LTo-Utilization
o N ;\_ . i 1 W 4 ey ]
: 400 | EE e : e :r l', :t. E _,.‘ Bt STA-Drive-Lask-Exchange ke
5 300 - Average g [ Y Average STA-Drive-Performance-30-Days  yerage
o T ! '
= jop| ymes =20 f 4w i STA-Drive-Utilization
i (A T i
s il EBNH =TV T

running 30-day sum of drive errors is shown in the table and one of the graph
panes.

3. In the Drive Errors (30 Days) column, click the Sort Descending arrow.

The drives with the most errors are brought to the top of the list.

4. Use the following steps to add the top five drives to the screen graphs.
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a. In the List View table, select the top five drives.

b. Click Apply Selection on the List View Toolbar.
@ Format: = EE | E |

Drive Library |Drive Exchange |Exchange Drive Load |Ciagnostics - % Drive
Required

rive Serial

Mumber

s |

Hibrary 51600010009 6@ i .
r'15.531IJEI1EI02?"1EI 1,2, 1 1,3 HSC 5500-Ca 51600010012 @ 90,00 1 089

All graphs, including Drive Errors, are updated to show these drives over a
30-day period.

Drives - Overview @  Templates: | STA-Drive-Health -
@ roma: M E & @
- o —— — " e -
BO% /BXR BOx% JEX| BO% /EX
% Drive Utilization Drive Dismounts
100 | 1.200 105
o System o System r‘__ System 3\
a0 | Average 1.000 Average £ Average
| _ Drive _ Drive 75 _ Drive
| 50000002 a00 50000002 ... 50000002...
= 60 _ Drive = _ Drive = &0 _ Drive
o 50000002, . 3 goo 50000002 ... 3 50000002,
a __ Drive g __ Drive O oas _ Drive
o 40 13100006... 13100006... 13100006 .. =
_ Drive 400 _ Drive 30 _ Drive
57200400... 57200400... 57200400...
20 _ Drive 200 _ Drive 15 _ Drive
HU10470L... HU10470L... . HU10470L... J
¥
o ] D-!‘-
SEEE Beseg gasdd
R OR R R R AR R i wthoiling
= = =
BRERE EREREER ERERE
- v EE=Zslh EEEal
’ 4 ’ ;I
|
@  Format
Wiew - | =]

. ) . ! . Di ki Dirive
Dirive Serial : e Ll : / : Drive Load |@9MOSNES Tup Bevice |Errars
,EN'umber Required

%o Drive
Itilization

"5?2001000316 1,1, 2 152 sl3000 57100020003 a

5. Use the following steps to narrow down the date range on the Drive Errors graph
pane.

a. Click Choose Date Range on the Drive Errors Graph Pane Toolbar.
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__ 3ystem

n .l'"l S rmrana

b. Complete the Choose Date Range dialog box as follows:

*  Select Time Range.

*  In the Starting Date and Ending Date fields, enter the start and end dates
of the current week.

c. Click OK.

Choose Date Range

" Paint In Time

Drate:

& Time Range

Starking Date: | 2012-04-03 %
Ending Date: | z012-04-14 B

% Cancel
I T HA AT T ™ |

The graph is updated according to your selection criteria. The variations in the
graph lines show increases and decreases in error rates during the week.

@& @
Drive Errors
=l
||' __ System
75 f Average
__Drive
&0 | 127100006,
- | __Drive
3 | SO000002....
24 \ [ Drive
% | ! S0000002...
30 ."I Drive
I". [ 57200400...
15 __Drve
\ HLU 04700 .

Using the Exchanges Overview Screen

1. In the Navigation Bar, select Tape System Activity > Exchanges Overview.
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2| Home

+| Tape System Hardware

Tape System Activity
Alerts Overview

wchanges Overview
!

Drive Cleanings Cw

Media Validation Overview
All Messages
Owverview

Analysis

2. In the Templates menu, apply the "STA-Exchange-Alerts-Errors" template.

This template applies a filter to show only exchanges with errors.

Exchanges Overview D Tentes: [ETRDERE] B @
@ rmet HEH & @ STA-Default |
STA-Exchange -Aerts-A1
. = |
BOx JHX BOn JHX {ﬂ*fmwwwé;&x
Mount Read MB Mount Write MB ierteInf
24K 240K STA-Exchange -Alerts-Severs
STA-Exchange -Merts-Waming
208, 200K, STA-Exchange Base-Information
STA-Exnchange-MIR-Alerts
16K 160K ol B |
3. In the Drive Serial Number column, click the Sort Ascending or Sort Descending
arrow.

Errors are grouped by drive, allowing you to bring focus to faulty drives.

- Applied Filker: Drive Load Limit Alert=true or Media Load Limit Alert=true or Hard Error Alert=true or
@ Format: = £% | Limit: | 500« Media Errar Alert=true or Media Life Alert=true or Tape Dir Invalid Unload=true or Tape Sys Write
vew - | B @
- Media Madia !MIR |Media !Media
Exchange Start Manufacturer Drive Maodel | Media Type |Inwalid |RFID  |Directary
; | ; Manufackturer
Serial Murmber Alert |.ﬂ.lert | Carrupk
1

2012-04-05 04:03:19 HULO470LTA TE0218 I99P62EE60 LT LTS LTS d
2012-04-05 04:25:19 HULO470LTA TE0236 I195260M455 LT LTS LTS
2012-04-08 04:37:18 HULO470LTA T50200 I99ps2DET7e LT LTS LTS
PO P-Nd-N5 N5 143 HI N A4701 T TEAPRT TAAPANIMGAT 1T I TS | s

4. To focus on specific errors, use the following tasks to move columns around and
remove empty columns, as applicable.

—  STA Screen Basics Guide
—  STA Screen Basics Guide
5. Use the following steps to display just this week's data.
a. Click Filter Data.
b. In the Filter Matching field, select Match ALL entered criteria.
c. Add the following selection criteria:

*  Exchange Start (No. Days) is less than 7 days ago
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d. Click Apply.

T Filter Data g -]
Alert: Lnée Hardware A || | Dree e W -
Alert: Drive Hardware B E Tiwe E L
Alert: Drive Interface Fault w] [ Troe [a]

E
I
-
!

Wi

X%

Adart: Madia Directory Conmupt [=] [Tne [= A
Alert: Ivvald Cleaning m Trse E x !
Alert: Media Mot Data Grade =] [True [=] A
Alert: Read Fadure [=] T [=] x|
Alert: Unsupported Format =] [Troe [=] 4 [
Alert: WORM Integrity Fadure E Trse El ?
Alert: Write Fadre g Tre '?] jx:l
Alart: WORM Overwrite Atteepted  [w] | Tris [w] _8_I
Perm Read Ermors E Greater Than E L] x [
Perm Write Errors [=] |Greater Tan [=] ‘0 E
Sarwd Perm Effors m Graater Thah I:! o x !5
Urioad Errars [=] [creater han[=] (@ 3¢ |
Lisage Perm Esrars [=] | Grester Than [=] [0 E"3
Exthange Start (No. Days) [=] [Less than # daysage [=] (7 ) e
L I'I.;VLI.I\J 1‘51"‘1 Affiash

The table is updated according to your selection criteria.

Using the Drives - Messages Screen

Since most messages do not contain a specific drive reference, the information from
this method is not as comprehensive as from the others. However, this method does
provide a quick snapshot of drives whose health state has changed.

1. In the Navigation Bar, select Tape System Hardware > Drives > Messages.
*+| Home
Tape System Hardware
Complexes Overview
Libraries
Owerview
Messages
Drives
Owerview

Analysis

Message
Wedia ii }

Owverview
2. In the Device Serial Number column, click the Sort Ascending or Sort

Descending arrow.

Errors and statuses are grouped by drive.

Using STA to Answer Tape Environment Questions 10-13



Drive and Media Health Questions

@ Format: = BE

Lmit: | 1,000+ | &

View = = g % . ;:j'

Date SNMP brap recv'd

Text ‘ Drive Tepe

'Device Serial

N

. Drive Wendar Mumber | Device Skate | Propet

2012-04-03 17:27:57 Skk9540c StorageTek S00000020336 DEGRADED

2012-03-30 15:56:31 Skk9540c StorageTek S0000001 1337 DEGRADED

2012-03-30 15:56:31 Skk9540c StorageTek S0000001 1337 MORMAL

2012-03-30 15:55:12 Skk9540c StorageTek S0000001 1337 MNOTOPERATIVE
2012-04-05 14:52:57 Skk9940b StorageTek 479002034139 MORMAL

2012-04-05 14:52:57 Stk9940b StorageTek 479002034139 DEGRADED

2012-04-05 13:55:28 Skk23400 StaraneTek - n n e TUT L C S T I

3. Visually scan the list for changes in the device state of individual drives.

Report Drive Efficiency Trends

This procedure addresses the question, "Which drives have had significantly declining
efficiency over time?"

STA records and displays many measures of data transfer rate efficiency, including
read, write, and read /write combined rates. STA collects the rates per exchange and
then summarizes them into daily and 30-day time periods. In addition, some drive
types also provide their own efficiency calculations. Following are some efficiency
attributes reported by STA.

Referenced Tasks

"Apply a Template" on page 3-7

STA Screen Basics Guide
STA Screen Basics Guide
STA Screen Basics Guide

*| Home
Tape System Hardware
Complexes Overview
Libraries
Overview
Messages
Drives
Overview

Analysis

Messages
Media

10-14 StorageTek Tape Analytics User's Guide

In the Navigation Bar, select Tape System Hardware > Drives > Overview.

In the Templates menu, apply the "STA-Drive-Performance-30-Days" template.



Drive and Media Health Questions

ives - i Terrplerzs: ;
Drives - Dverview @ s REIGIET]
@ remet: WHE @ Deladt |
SAriive-ll
; o i : | e
E;‘e (" / ?"'l x LZ‘:B o W ‘ff‘ Pt x ST ATriwrFire-T 0 or Al i x
MB Read MB Write STA-IHve-Ekarar se-Perfomance
s Bl o MeZnve-bealkh
- | el -
1_(| ; - 5 Oeshea-LlCHatfomanca
bl ' [ by 3 ST ZHve LTS Ltifzatior
sv| H Sans iy 4o i
S s a S > ta :‘I H 1_'|l wsiei ST ArZiive-Lass-Duoenge Eis
E ::f it 0 “rvemgs B30 Lot Loy r T firemge S Trive-Pa
L " LI o EIp Y
= j-': i i = 0y ; oL el
lEemoAae ET N — AT

This template includes attributes related to drive performance. It does not include
any graph panes.

Note: Some measures are null or zero if STA has not been monitoring
a drive long enough to gather data and calculate accurate numeric
values.

Drives - Overviaw & Tenpkkca | STA Drive “orboewanzz X Davs - G BB

@  Famab: = 25 | &

e |[E B & 2

I o e I
Shvetedl [MIResdto (WD wksino et e el

| .
R F gt 7 Py (1D SEE 20 D Received erabe

ket |Uags) ILJays) iuars} U Lavs) ,E?:i‘;; s !g}"f; A Ig}:;; il II"'IjI:;jU
“ULHG0TA a.r 12,548 422.C0 12,548,405, 00 ZCI 12T 400 c.cl 25251 ZEE] -
720010003135 7,310.00 2200 14200 2,220.053.2C L0 A2 2411,659.50 C.Ca 3 A7

L) B R 1.4 s R Hdh 1k b U L] Ef=5 il

3. Use the following steps to add graphs of interest to the Graph Area.

By graphing selected attributes, you can see increases or decreases in efficiency
over time, and compare individual drive efficiency numbers to the system
average.

a. Click Restore Pane at the top of the screen to display the Graphics Area.
The Graphics Area is blank.

Drives - Overview @ Erdates

b. Click Add Graph in the Graphics Area Toolbar.

Drives - Overview
@ rfomat B EH B

A new graph pane, with the attribute MB Read, is added to the Graphics Area
display.

c. Click Change Graphed Attribute in the Graph Pane Toolbar, and select an
attribute of interest.
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Drives - Overview @ Teuplare STA TR R A RS ey - m E
& remz: ME IS @
Zvchange Japzed Thz
d5AR Sy slem
zchangs Moun: Ime Biarage

Zata Lomrprassion Keho

%o Dy v Ubiizazior

Zachange Ziive Suspcion

=at lan e w1 = Filivim oy
=l Il Fr jin

B Betrasen 2 Mosk Recet iZeans
b £z Las: Clzen

e Moun: Macia

e Ricbe MEsce |'
g a |

d. Repeat the previous two steps for any additional attributes you want to graph.

The graphs are updated to display the system average for the attributes you
have selected. The examples below show Mount Read MB/sec, Mount Write
MB/sec, and Mount R/W MB/sec.

k@ w A2 XK By @ w & HXK H0 % FfE X
“ournt Head “H; sec MMount Write VH; soc Mount B/ % PMHp sec
i N7 g 1.8
AN i 15
E AU i w 1.2
e i = ) 251 ! 4
o __bwzar __=hEtEn i 1 rit __bwelem
= - =. f’wra_"aq: Merege = 09 "A, W rr‘., Aarerane
o D4z n = Lol -~
H it L walt
a2 D03D =P ‘tl 2 LA v
=
s A o3 i B
I
hERERY R E RN ¥haaRay
R U bR ook
EEEEFE EEEERE FEEEEE
BEEos B BEiosl ERESe
= Ciae Caa
|

4. Use the following steps to add the top five drives to the graphs.

Adding the drives to the graphs allows you to compare their attribute values
against the system average. By default, graphs always include the system average.

a. In the List View table, select the top five drives.

b. Click Apply Selection on the Table Toolbar.

ME Between 2
Mast Recent

Drive Model |Drive Drive Library VE Sinced

Manufacture Serial Mumber

Mumber

516000100451

P e L A L —r Ll A SRR e
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The drives are added to all the screen graphs.

Drives - Overview

@ Format:ig_"l|ﬂ|@

@  Templates; |STF\-Drive-F‘erFormance-SD-Daysv

BO» ZH XK BbO»v 72X B0z /72X
Mount Read MB/sec Mount Write MB/sec Mount R/ MB/sec
G __ System 4 __ System AL __ System
0.080 gv.erage 35 g\{eraqe 5 JS‘.ferage
; rive ; rive : rive
o075 T 572001000... ] T B72001000... o 572001000
v Drive 20 Drive 1340 Drive
o 0080 T HUT0470L. 8 T HUT0470L.. . THUT0470L...
E" 0.045 _DI'i'\-'E E’ " _DI’i‘-‘E E" " mey Dr'n.fe
[= HU1 8031658 % 10 HUA 2031658 % 10 HU1B03 1655
o 0.030 Drive b Drive o Drive
= G T HU12477ME = ¢ T HUTS47TNE ) = . T HUAD477NE]
. Drive Drive Drive
0000 T HU1247TN.. a THUT2477N... ot 'u maae  HUTD4TTN..
EEEEER EEEEE EEEEE
o i il e o B Ll o ol
= = &
REEEE EEEERE EEREE
R e EEzsak EEsak
Date Date Date
]
@ Fomat: = 88 | § |
- | B B8 B

Drive Serial Dtive WM

Report Trends in Drive Failures

This procedure addresses the question, "Is the drive that failed twice today the same
one that caused problems two months ago?"

StkoE40c  1,2.1.1.2

Dirivee Library
Serial Mumnber

516000100127

ME Bebweesn 2
Maost Recent

ME since La:

®

If the drive errors appear in the Messages or Exchanges tables, you can filter the tables
by drive ID and then look at current and historical data. The Exchanges table, in
particular, allows you to select data for a specific time period.

Referenced Tasks

»  STA Screen Basics Guide
»  "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10

1. In the Navigation Bar, select Tape System Activity > Exchanges Overview.
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*| Home
*| Tape System Hardware
Tape System Activity
Alerts Overview

wchanges Overview

Drive Cleanings Cw |

Media Validation Overview
All Messages
Owverview

Analysis

2. To view more of the table data at once, click the Collapse Pane icon in the middle
of the screen to expand the table vertically.

P
@ Format: (= EE | Limit: | 1,000 - =N iy
Collapse Pane

v~ | B8 |

3. Use the following steps to narrow down the data to exchanges that occurred
between four and five months ago involving the suspect drive.

a. Click Filter Data.
b. In the Filter Matching field, select Match ALL entered criteria.

c. Add the following selection criteria:

*  Exchange Start (Dates) is after a date three months ago

*  Exchange End (Dates) is before a date two months ago

*  Drive Serial Number is the serial number of the drive with errors

Note: If your site has exchanges that last more than a day, you may
need to adjust your date settings to encompass complete exchanges
involving the drive in question.

d. Click Apply.
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F Filter Data (i) -
e 7 Maitch ANY of the following + |

Filter Matdhing: &) Match ALL DFE‘EFD‘J“W
Exchange Start (Dates) [=] [1safter [=] [2013-10-0 191537 By b 4 |
Exchange End (Dates) [=] 1sBefore [=] (20131120 141752 [y ® |
Drive Serial Humber [=] [1s [=] 57004002599 R’ |

REsat Cancsl
ATFTT Y Iy BT B R ] " o “HrNY =T " L~ ] 8!

The table is updated according to your selection criteria.

Exchanges Overview @ Temglates: |STADefmit- [ @
. . = == | [ f Appled Filter: Exchange Start Is After 2013-10-20 20 15:37, and Exchange End Is Before 2013-11-20 21:17:52, and Drive Serial
@ Format: = 22 | S Is 576004001229

View ~ H-ﬂﬁ? ﬂﬂ' H Page Number: 15 of1
Drive Wolume s
Exchange Start Drive Serial DriveModel  |Health  |Serial MedaType  |Health E.#;mw $ﬁ"‘"‘3‘"’ Mount
Habes [indicator  [Mumber [Indicatee | _

2013-11-19 16:17:00 STEO0A001999  TI0000C @ ALOS11 T10000T2 @ 0:00:55 0:00: 38 =
2013-11-19 01:15:52 SPEO04001999  TIDOOOC (-] : T10000T2 & 1:o0u04 15:00:39
2013-11-16 11:44: 18 STEO040019%9  T10000C ] T10000T2 @ 405:21 4:05:03
2013-11-16 11:41:07 STE004001999  TIDOOOC €& A06sD  T10000TZ @ 00zl 0:01:43

WiiEd .14 ALATET RS AN 1 DD T [ A T ANWITS (Y 18 Whedd 14 W 1

4. Visually scan the data to determine whether the drive experienced exchanges with
errors during this period.

Report Information to Help Troubleshoot Tape Job Errors

This procedure addresses the questions, "At 9:00 am today, one of our tape jobs
experienced an error. Which drive and media were involved? Have they also
experienced other errors?"

The following methods are described:
= "Using the Exchanges Overview Screen"

= "Using the All Messages — Overview Screen"

Referenced Tasks
m  STA Screen Basics Guide

»  "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10
»  STA Screen Basics Guide
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Using the Exchanges Overview Screen

In cases where each "job" is an independent exchange (that is, mount, read/write data,
dismount), you can use this method to access information about tape job failures.

1. In the Navigation Bar, select Tape System Activity > Exchanges Overview.

*| Home
*| Tape System Hardware

Tape System Activity
Alerts Overview

wchanages Overview

Drive Cleanings Ow \

Media Validation Overview
All Messages
Overview

Analysis

2. So you can view more of the table data at once, click the Collapse Pane icon in the
middle of the screen to expand the table vertically.

s
@ Famat: i= EE |Umit | 1,000~ | &) g
Collapse Pane

view - | [B] 7 B | of
3. Use the following steps to narrow down the data to just exchanges that
experienced errors.
a. Click Filter Data.
b. In the Filter Matching field, select Match ANY entered criteria.
c. Add the following selection criteria:
*  Drive Exchange Status contains "ERROR"
*  Media Exchange Status contains "ERROR"

Note: Entries are not case-sensitive, so "ERROR" will match "error"
or "Error".

d. Click Apply.
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T Filter Data b -

@ Match ANY of the following + I
Match ALL of the folloving

Fifber Matching:

Dirive Exchange Status Contairns

ERROR x
ERROR ; :_ ]

Macha Exchsnge Stabie Contains

Cancel ]

The table is updated according to your selection criteria.

Note: The Drive Health Indicator and Media Health Indicator
columns may indicate Use even after an error. This is because the
values of these attributes are aggregated over time. The specific values
depend on the frequency and severity of errors, and whether there
have been subsequent exchanges with no problems. Recent exchanges
with no problems move the aggregated value toward a "Use" status.

@ Format: = EE | Limit: | 1,000 - % ( Applied Filker: Drive Exchange Status Contains 'ERROR or Media Exchange Status Contains 'ERROR' )
we - | B @B & | B
i 1 | 7 1 3 T T
s : Dirive | : |Media 2 A
Exchange Start 'E[::_Eesf”al ‘ Drive Model Health 'ﬁﬂI;E:rSB”al Media Tepe  |Health Etr:;ifxchange ?tzctl:
| | Indicatar | |Indicatar |

2012-04-30 15:33:53 531002002155 Ti000048 “ E¥TS25 Ti0o0o PERM_ERR.ZR. PERM &
2012-04-30 15:32:59 572004002083 T10000E E¥TSZ6 Ti0o0o ™ PERM_ERROR PERM
2012-04-30 13:17:10 HUL047DLTA LTOS 6 TE0205 LTOS 6 DRIVE_ERRCR DRIVE
2012-04-30 12:16:29 HULO470LTA LTOS 6 T=S0200 LTOS 0 DRIYE_ERR.CR. DRIVE

4. Scroll to exchanges that occurred around 9:00 am today, and review the
information in the Drive Exchange Status, Media Exchange Status, and Exchange
FSC columns for details about the errors.

By default, the rows of the table are sorted by Exchange Start time.

> |

@ Format: = S5 | Limit: | 1,000 &L | applied Filker: Crive Exchange Status Contains 'ERROR or Media Exchange Status Contains 'ERRGR!
v+ | B & B | A
: Drive | . [Media = : | |
Exchange Start I :Health 'EDIUEB Serial Media Type Health Etr '\Ee Exchange ;ﬂte?a Exchange Exchange FSC EE_xcha
Tndicator | B Indicatar s St | e
2012-04-25 09:18:26 0 T20217 LTOS e DRIVE_ERROR DRIVE_ERROR 0:09: Z;I
2012-04-25 09:07:54 e T50205 LTS a DRIVE_ERROR DRIVE_ERROR 0:07:t
2012-04-25 05:07:52 e Ta0200 LTS a DRIVE_ERRCR DRIVE_ERRCR 0:07:t
AR1e A4 e Eno.ne & AR e oa mRTUE CRnen mRTUS CRnen o 0
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5. Optionally, to display detail about a drive or media involved in an error, select the
text link in either the Drive Serial Number or Volume Serial Number column.
@ Format: = £E | Limik: | 1,000 E_, Applied Filter: Drive Exchange Status Contains 'ERROR' or Media Exchange Status Contains ‘ERFOR!
- |5 BB | B
= | | : |
rive | : |Media = ‘ |
Exchange Start E{ealth ;;olurge Serial Media Tepe  |Health @:\::e ErdEhs |r:f Etha SR Exchange FSC g?Cha'

' Indicator | M |Indicator | e | ek | i
2012-04-25 09;07:54 a a CRIVE_ERRCR DRIVE_ERRCR O
2012-04-25 08:07:52 e e DRIYE_ERRCR DRIVE_ERRCR 0:07:5
2012-04-25 07:08:06 é é DRIVE_ERROR DRIVE_ERROR 0:08:1

Using the All Messages — Overview Screen

In cases where you know the time of a job failure, you can use this method to check for
related STA error messages.

1. Inthe Navigation Bar, select Tape System Activity > All Messages > Overview.

1

* Home

*| Tape System Hardware
Tape System Activity
Alerts Overview
Exchanges Qverview
Drive Cleanings Overview
Media Validation Overview

All Messages
Owervie
.ﬂ.nalysisq }

Use the following steps to narrow down the data to just traps that involved errors.
a. Click Filter Data.

*

2.

Severity is error

b. Click Apply.
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@  Format:

[ Filter Data i ]

@ Match ANY of the folgwing 4 |
Match ALL of the follovang

Ediwr hedin b barary
Fiter Matchan

Sewenity == IS w | | ETOE -

fr e ey T T g i g e

& Library Log SLI000 S7I00020 1298

The table is updated according to your selection criteria.

Lirnit: | 1,000 « ,EL {Applied Filker: Severity=errar }

View - = @ ﬁ ﬁ

Date SMMP trap recy'd | ‘ Device ID ‘ Device Activiky | Severity | Text Drrive Typ
2012-05-02 13:04:39 HBC 66000703 queryDrive errar "Error from device Code: 604 - Drive is nok functional”, Unknown
2012-05-02 05:29:38 HEC 74000397 ase errar "Drive not urloaded Faor Fetch - on rewindUnload”, RiiLsiUnknown
2012-05-02 05:29:38 HEIC 74000397 move error "Errar fram device Code: 601 - Drive is lnaded", Data= Unknown
2012-05-02 05:00:23 HBEC 74000397 inkernal errar "Drive communication bime-out 1,2,-2,1,1" Unknown

3. Scroll to traps that were received around 9:00 am today, and review the entries.

By default, the rows of the table are sorted by Date SNMP trap recv'd time.

Report Trends in Critical Errors

This procedure addresses the questions, "What critical errors were reported to STA last
month? Is the total number trending up, down, or staying stable?"

STA reports instances of a wide variety of error types. This procedure provides
instructions for exporting the error data to a spreadsheet application, which can then
be used to summarize error trends over time.

The following methods are described:
s "Using the All Messages — Overview Screen"

= "Using the Exchanges Overview Screen" on page 10-25

Referenced Tasks
= "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10

m  STA Screen Basics Guide
m  STA Screen Basics Guide
m  STA Screen Basics Guide
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»  STA Screen Basics Guide
= "Apply a Template" on page 3-7
»  STA Screen Basics Guide
»  STA Screen Basics Guide
»  STA Screen Basics Guide

Using the All Messages — Overview Screen
1. Inthe Navigation Bar, select Tape System Activity > All Messages > Overview.

1

*| Home
*| Tape System Hardware

Tape System Activity
Alerts Overview
Exchanges Qverview
Drive Cleanings Overview
Media Validation Overview

All Messages
Owerview
.ﬂ.nalysisq }
2. Use the following steps to narrow down the data to traps sent within the last
month.
a. Click Filter Data.
b. In the Filter Matching field, select Match ALL entered criteria.
c. Add the following selection criteria:

*

Date SNMP trap recv'd (Dates) is after a date one month ago
*  Severity is error

d. Click Apply.

10-24 StorageTek Tape Analytics User's Guide



Drive and Media Health Questions

@ Format:

View - L=

T Filter Data o

Anide. S Match ANY of the following |

hing: —

Match AL af the folowing

Date SN9 frap recy'd (Dates) 1- Is After _1- ﬂb x|

Leventy ? Is T ETTON = x |
et |_Cancel |
T— e T— wrnerers
ot £1AnAn TraAATn s o 2 2

The table is updated according to your selection criteria. The Severity and Text
columns are adjacent, allowing you to review them together. You may need to
scroll to the right to see the columns.

Lmit: | 1,000 » | B}

(Applied Filter: Dake SMMP trap recy'd =2012-04-20 and Severity=etrar )

Date SHMP brap recy'd Hﬂﬁnge”‘a' | Device ID | Device Ackivity r Severity Text \
2012-05-03 12:12:05 516000100090 HEC /6000335 syslogd errar <A=last message repeated 10 Himes -
2012-05-03 11:10001 516000100090 HEC 66000335 move errar "Error From device Code: 601 - Drive is loaded”, Ok
2012-05-03 09: 10031 516000100090 HEC 66000335 Manve error "Error From device Code: 601 - Drive is loaded"”,
2012-05-03 08:38:29 516000100090 HEZ 66000335 RobotInitial ror "Error From device Code: 514 - Robot needs to
SO S A A0 N0 DA CHA & mnmd amdm, [S] =Tl T T e o] Pk bk Tmiki=l e M miliiwm Fomes vmbmbk e 157 Pk = b e

3. You can use any of the following methods to see the full error message text.

- Move the mouse over the bottom border of the cell; the full text is displayed in
a tooltip.

1 1
Severity | Text | Drive Type | Drive Vendaor

Unknown
Unknown
Unknigwin

errar "Error from device Code: 510 - Robok says location Full, Unknown
errar Destination Full - cartridge returned to source”, wolume: Unknown
error ' ~E[>§rfr:qm device Cade: 510 - Rabaot says location full Unknown
errar
errar

"Diestination Full - cartridge returned to source”, volumelabel=5L1185~R hliLsm=7
MO O CE" OO - FILF TUOOC ST T QLT U U LA UITTR T T

[ T PR o

—  Widen the Text column.

- Export the table to a file. Then use a compatible spreadsheet application to
open the file and format the error message text so it wraps within the table
column.

Using the Exchanges Overview Screen

Drive and media errors are reported as a result of exchanges. Therefore, it is more
efficient to look for errors on the Exchanges Overview screen, where drive and media
data is consolidated, rather than on the Drives or Media screens.
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1. In the Navigation Bar, select Tape System Activity > Exchanges Overview.

| Home

+| Tape System Hardware

Tape System Activity
Alerts Overview

wchanges Overview

Drive Cleanings Cw |

Media Validation Overview
All Messages
Owverview

Analysis

2. In the Templates menu, apply the "STA-Exchanges-Alerts-All" template
(alternatively, apply the "STA-Exchanges-Alerts-Errors" template for a smaller

subset).
Exchanges Overview @ Terpaes: [ETRDEEE B B
@ Fomat: ] H & @ STA Detauls |
GBS}
Hount Read MB HMount Write MB STA-Exchange-Alerts-Informational
168 210K STA-Exchange-Alerts-Severs
STA-Exchange-Alerts-Warmnsg
15K 150K STA-Exchange-Base-Informaton
1508 STA-Exchange-MIR-Alerts
1o J s &

This template includes several columns that indicate different types of errors. The
exchanges are sorted in reverse chronological order, — most recent exchanges
first — allowing you to see at a glance which error types have predominated at
your site over the last month.

Exchanges Overview @ Tempates: | STAExchange-dlerts-al+ [ @
Eormat: = EE u'_!’i Filter: Exchange Tape Alerts - Severe Greater Than 0, or Exchange Tape Alerts - Wanning Greater Than 0, or E
b i Tape Alerts - Info Greater Than 0
vew- BB TEQ ;ﬂ Page Mumber: 15 of2

Drive  |Drive Media Ewcharge Exchange Exchange '”‘"r = """-"it’ ""“"r o [Mert  [dlert: Mec""":'l o
E i Tape ts | Tape ts | Tape 5 manent Linreoove|
Start Health wchange  |Exchange A A e Per

Indcator (Status (Status | |-Severe |-Waming |-Info [T (B0 IOFECtN e lonagpeq [Startof
2014-01-22 11:94: 17 @ Gooo GO00D Q Q 1 -
2014-01-22 10:34:34 & GooD G000 o i 1
2014-01-22 12:40:19 D eoco GO0 o o 1
201401-22 12:08:18 & GooD GO0 o 0 1
Wi1EA 137 11 AT B [y i ] ] 1

3. If there are enough errors to indicate possible trends, use the following steps to
add graphs of interest to the Graph Area.

Attributes that may correlate to errors include Write Efficiency, Read Margin, and
R/W Rate MB/sec.

a. Click the Restore Pane icon at the top of the screen to display the Graphics
Area.
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Exchanges Overview @ Templates: | STA-Exchange-Aeriz-all = [} [l
Format: e & Appl-chlbl:r:Excha-rchchkfm-Sr-Thm':I,l:rE'-cd'lmTnpcﬂlcfhs-%‘farrr-uﬁrt-:rcfmm':l,urhm
@ = == 1 = | Tape Alerts - Info Greater Than 0
Restare Pane
view = | [B] [2 Ld. F 8 G Ef Page Number: =
e e S et b e | Mlerts Alert: |Alert: e —— s
The Graphics Area is blank.
b. Click the Add Graph icon in the Graphics Area Toolbar.
Exchanges Overview
./ Formatz i ﬂ '-_JJ
A new graph pane, with the attribute Mount Read MB, is added to the
Graphics Area display.
c. Click the Change Graphed Attribute icon in the Graph Pane Toolbar, and
select an attribute you want to graph.
Libraries - Exchanges @ Templates: | STA-Exchange-alerts-al =

@ Format: ) &

z%&ﬁ‘iéx

Moun

Megabytes

Mounk Read MEjSec
Mounk Write MB/Sec
Maunk R MB/Sec
Read Rate MB/sec
Wirike Rate ME[sec
R Rate MB/sec

‘Wrike EFficiency %

Mourk Read MB
Mounk Write ME
Mounk R ME
Maunt Sent ME
Mounk Received MB

Drive Suspicion Level
R

@

Eystem
Average

|

I = anrlizd Filbar: MR Trevalid dlark=rroe nr Madia BETN lerk=trie qr Media Perrmanank Freor Dlark=trie me

Repeat the previous two steps for any additional attributes you want to graph.

The graphs are updated to display the system average for the attributes you
have selected. The samples below show Write Efficiency, Read Margin, and
R/W Rate MB/sec.
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2 7 d XK
Write Efficiency Read Margin
100% 100%
0% B0%
- B0% - B0%:
g System
F: L] Average t'
" a0n a0
20% 20%
%k o%l——

vz 74X v 74X

R/W Rate MB/sec

u System

FAwerage ": m sl

Average

4. To calculate total errors by error type, you must use an external spreadsheet
application. Use the following steps to export the data displayed in the table to an
HTML-based Excel-compatible file.

a. Click the Export icon in the Table Toolbar and select Exchange.xls.

@ Format: = EBE

W47 1 == 1T [~ ]

]
Appled Filber: Exchange Tape Alerts - Severe Greate
Tape Alerts - Info Greater Than 0

Fage Number: 15 of2

Exchange |Exchangs |E
Tape Alarts | Tape Alarts|T
-Severe |- Waming |-

00N n n

b. Save the file to a location on your local computer.

c. Use a compatible spreadsheet application to open the file and summarize the

data.

Capacity and Resource Management Questions

Question

Task

How many libraries, drives, or media are in my tape
system environment?

"Report Total Libraries, Drives, or Media" on page 10-29

How many drives or media of a particular type are in
my tape system environment?

"Report Drive and Media Types" on page 10-31

Which are the top three drives in terms of utilization?

"Report Drives With the Highest Utilization" on
page 10-33

Which types of media are in short supply? Do I have an
oversupply of any type?

"Report Shortages or Surpluses of Media" on page 10-36

Am I likely to need more media, drives, or storage cells
next year? If so, how many?

"Project Future Media, Drive, or Storage Cell
Requirements" on page 10-40

Which types of drives or media are used the most in my
tape system?

"Report Resources With the Highest Utilization" on
page 10-45

Which library in my tape environment is the busiest?
Which is the least busy?

"Report Library Relative Activity Levels" on page 10-51
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Question Task

Which media are over 90 percent full? How do I "Report Media Approaching Capacity" on page 10-54
generate a list that can be used to create a script to eject
them from the library?

Have all my drives been upgraded to the latest "Report Drive Firmware Levels" on page 10-56
firmware?

Report Total Libraries, Drives, or Media

These procedures address the question, "How many libraries, drives, or media are in
my tape system environment?"

The following methods are described:
= "Using the Dashboard"
s "Using Overview Screens" on page 10-30

= "Using Analysis Screens" on page 10-31

Related Topics
m  STA Screen Basics Guide

»  "Clear the Current Filter" on page 4-14

Using the Dashboard
1. In the Navigation Bar, select Home > Dashboard.

Home

Dashboa
Cluick Links

Executive Reports

2. If the number of resources (libraries, drives, or media) is small, you can do a quick
visual count just by reading the graph.

In the sample below, you can estimate from the graph that there are ten libraries
total: (8 +2).

Library Status D E T X

3. If the number of resources is high, you can move the mouse over each slice in the
pie chart to display tooltips of descriptive information, including totals.

In the sample below, the pie chart tooltips yield the count: 13 + 9 +23 =45 total.
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fdodel: T1OO000C
Count: 13 [

todel: LTOS
Count: 23

hdodel: T100008
Count: @

20.00%

Using Overview Screens

In Overview screens, the total number of records displayed is listed at the lower-right
corner of the List View table. As long as there are no filters applied, this number is the
total of that type of resource (libraries, drives, or media) monitored by STA.

1. In the Navigation Bar, select an Overview screen.
*| Home
Tape System Hardware
Complexes Overview
Libraries
Overview
Messages
Drives

Owerview

Analysis

Messages
Media

2. Check the Applied Filter area of the table, and verify that there is no filter in effect.
If one has been applied, see "Clear the Current Filter" on page 4-14 for instructions
on clearing it.

In the sample below, no filter has been applied, and the Drives — Overview screen
indicates there are 232 total drives monitored by STA.

@ Fomat: = EE | B ey ST
view~ | [B] 22 B | Hb
Ditive .
Drive Serial Mumber Drrive WM Drive Type Health Exchange Start Etr:;ifxchange Exchange F5C
- - |Inclicator
S00000015771 LIMEMOWN Stkg40c 6 2012-04-21 12:45:06 clslen} ﬂ
HU19497%73 S0:01:04:F0:00: 7A:62:04  HpUltriumS e 2012-04-23 09:531:49 GO0
HU18031658 S0:01:04:F0:00:AC:ATFE  HpUltriom e 2012-04-22 23:36:46 GO0
531002002155 S0:01:04:FO:00: 790840 T10000a & 2012-04-10 16:40:24 GO0D
00000023554 S0:01:04:F0:00:59:90: 348  Stk2S40c e 2012-03-30 16:43:45 [eleleln}
576001000305 SOi0L:0 FO00: 72650 T10000: e 2012-04-06 03:15:05 elslen)
HU18031636 S0:01:04:F0:00: 79:Ca:FC HpUlbriumed e

2012-04-17 19:08:27 GO0 o=
i 3
Columns Hidden 67 | Columns Frozen 1 Displaying 232 record(s)
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Using Analysis Screens
Analysis screens aggregate data according to a variety of criteria.

1. In the Navigation Bar, select an Analysis screen.

*| Home

Tape System Hardware
Complexes Overview
Libraries

Crverview
Messages
Drives
Overview
Analysis

Media

2. Check the Applied Filter area of the table, and verify that there is no filter in effect.
If one has been applied, see "Clear the Current Filter" on page 4-14 for instructions
on clearing it.

In the sample Drives — Analysis screen below, no filter has been applied, and the
pivot table breaks down the 232 total drives by library complex and state.

@ JEBR| — —

| ACTION | EVALUATE | MONITOR | USE | UNKNOWN |  Total |
5L3000_571000200032 | 1 6 2 5 20 34
5L500_522000000744 1 0 0 6 1 8
SLB500_1 0 2 0 1 71 74
5L8500_5 0 2 2 30 37
SL8500_6 0 0 0 14 14 28
SL8500_7 0 0 0 32 3
5L8500_8 0 0 0 5 5
Library Complex Name Total | 2 10 4 43 173 {22}

Report Drive and Media Types

These procedures address the question, "How many drives or media of a particular
type are in my tape system environment?"

The following methods are described:
s "Using the Dashboard"
s "Using Analysis Screens" on page 10-32

Referenced Tasks
m  STA Screen Basics Guide

m  STA Screen Basics Guide

Using the Dashboard
1. In the Navigation Bar, select Dashboard.
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Home
Dashboa
Quick Links
Executive Reports

2. Move the mouse over the relevant section of a pie or bar chart to display a tooltip
with descriptive information and totals.

In the following sample, moving the mouse over the T10000C bar reveals there are
four T10000C drives with an "Evaluate" health.

Drive Health @ =H VX

T100006 |

Crive Model: T10000C
valuate: 4

Cirive Madel

T1000

- Pt LN B e
"--h-b::&:numﬁjﬁz_

Mumber af Drives
B Evaluate

3. If you select a section of a bar or pie chart, you are taken to the associated
Overview screen, filtered for that type of drive or media.

In the sample below, the Drives — Overview screen is displayed, filtered to display
only T10000C drives with an "Evaluate" health.

Drives - Overview @ Templates: |STaDefadt- i) (@
==
@ Formak: = EE (iE:TedFlber: Drive Model Is 100005, and Drive Health indicatar s EVALUATE :)

l-'_'!|
vew- EI2HBTEQ B

Orive Exchange

Drive Sesial Number Drvve WWHe DriveType  Health ExchangeStart  (Com =N [ANE | Exchange
Enchcator Rmquired
576004002350 S0:01:04:F0:00:80:41:00  T10000c-Enc @  21401-221E3:03  GOOD
Sre004002512 5000 15040200 80:41:07 T 10000c-Enc L2 20 14-01-22 01:03:42 GO0
S76004003980 S:01:04:F0:00:80:A6:73  T10000c-Enc @ 0140122093744 GOOD
STE004005263 50:01:04:F0:00:88: 15:48  T10000cEmc L2 2014401-17 21:57:01 GOOD

Fl " ¥

Colurrns Hidden 95 | Columns Frozen 1 Displaying 4 record(s)

Using Analysis Screens

This method is especially useful if you want data aggregated by a series of criteria,
such as by library and media state. The pivot table on Analysis screens presents this
information in a concise format.
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1. In the Navigation Bar, select an Analysis screen (Drives — Analysis or Media —
Analysis).

* Home

Tape System Hardware
Complexes Overview
Libraries

Orervitw
Messages
Drives
DB
Aralyves
Messages
Media
Oremrvisn

Aralve
Messi s

Litrary Components

In the sample Media — Analysis screen below, subtotals and totals are provided at
the bottom of each column and to the right of each row.

@ ZAEBE
ACTION | EVALUATE | MONITOR | USE | UNKNOWN |  Total |
SL3000_571000200032 |1 7 0 0 125 453 591
Library Number Total | 7 0 0 125 459 5al
SL500_522000000744 |1 | 0 0 0 16 5 21
2 | 0 0 0 8 3 Ll
3 | 0 0 0 £ 12 18
4 [ 10 0 0 8 1 19
Library Number Total | 10 0 0 ad 2 ]
SL8500_1 1 | 0 0 1 £ 941 943
2 [ 0 0 0 19 534 553
Library Number Total | 0 0 1 25 1475 1501
SL8500_5 1 | 1 0 0 44 413 458
Library Number Total | 1 0 0 44 413 458
SL8500_6 1 | 0 0 0 &6 204 290
Library Number Total | 0 0 0 a6 204 290
SL8500_7 1 | 0 0 1 5 314 320
Library Number Total | 0 0 1 5 314 320
SL8500_8 1 | 0 0 0 0 434 434
Library Number Total | 0 0 0 0 4354 434
Library Complex Name Total ! Clg i z 323 3320 366

Report Drives With the Highest Utilization

These procedures address the question, "Which are the top three drives in terms of
utilization?"

Utilization can be defined in several ways, including lifetime hours in use, amount of
data passed, and total number of mounts. The following methods are described:

s "Using Total Time in Motion"

s "Using Time in Use Over the Last 30 Days" on page 10-35

Referenced Tasks
= "Apply a Template" on page 3-7
m  STA Screen Basics Guide
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Using Total Time in Motion

Note: This information is provided only by StorageTek enterprise
drives.

1. In the Navigation Bar, select Tape System Hardware > Drives > Overview.

*| Home

Tape System Hardware
Complexes Overview
Libraries
Overview
Messages

Drives
Overview
Messages

Media

2. In the Templates menu, apply the "STA-Drive-Utilization" template.

Drives - Overview @ Templates: [DERGUETY 5

oog) = Default
@  Format: ) S |
STA-Drive-All
s . ez
E'T-J D / x % o / o x STA-Drive-Base-Information o x
MB Read MB Write STA-Drive-Enterprise-Performance
700 | 60K STA-Drive-Health
BO0 | : 50K | STA-Drive-LTO-Performance
500 E E‘-‘ 3 r: , STa-Drive-LTO-Utilization
< 400 T STA-Drive-Last-Exch
= 400 I'E __System : :. :1.l‘ :1 MU sidem rive-Last-Exchange bstem
{ fverage Pyl X Merage STA-Drive-Performance-30-Days  {efage
g, i LR
=G E ) STa-Drive-Utlization N
i s b oy = T
10K (7 T ] n:! dp—af

3. In the Drive Lifetime Hours in Motion column, click the Sort Descending arrow.

903 1,140

685 594
435 1,110

031 1,709

993

135 0:00:00
238 0:00:00

The top three drives in terms of time in motion are displayed at the top of the list.
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T e Drive Drive o Drive  |Drive  |Drive Il Bth?mEA‘V
EL'E%”‘*{ Drive W/hIN “?,l”‘c’lel Fhysical E”‘TEIH'J“BQ’ Health |dlization LtimeL Fetime Lt ;‘fet'me Hours ;‘”
I i Inddress ‘ el S Indicatm_D Cleans|Loads  [Meters Hower i 4
| |Days) | | oS | Mation
15393652 S01:04 FO:00 78820 LTod 1,1,2,9 522000000744 6 54.03 0 25,853 31,545,800 13,126 1,904
HU19477MCE  S0:01:04:F0:00:848: BACLTOS  1,4,-1,1,2 516000100451 b 110,79 0 71,897 21,245,68° 20,008 1,359
U19477MCA  S0:01:04:F0:00:88 BACLTOS  1,4,-1,1,3 516000100451 (1) 80.35 1 65,505 19,279,9% 20,031 1,709
HUTO0Z8CKEW L 50104 FO:007a a2 LTos  3,2,3,9 222000000744 a 51.51 0 31,636 22,2720 10,916 1,594

Using Time in Use Over the Last 30 Days
1. In the Navigation Bar, select Tape System Hardware > Drives > Overview.

*| Home
Tape System Hardware
Complexes Overview
Libraries
Overview
Messages
Drives

Owerview

Analysis

Messages
Media

2. In the Templates menu, apply the "STA-Drive-Utilization" template.

i = i emplates:  |PEERS0IEE: e
Drives - Overview @ Templat GEEE
@  Format: |2 5 ) Default |

STA-Drive-All
s . k=
% e / ﬁf‘ x % o / ﬁ x STA-Drive-Base-Information ﬁ x
MB Read MB Write STA-Drive-Enterprise-Performance

700 50K STA-Drive-Health

500 ‘ Htiz STA-Drive-LTO-Performance
L 500 H :‘.-‘ 3 :‘: , STA-Drive-LTO-tilization
w L (0 1 7
£ f w 1 ] (5] A o] |
> 400 i __System H :. :1.‘ =1 M1 Syetem STA-Drive-Last-Exchange bstem
2 300 "o Average Py e ¥ Average STA-Drive-Performance-30-Days  ferage
¢ Y L Yo
= 300 Pl STA-Drive-Utilization N

100 TokE bl 4 S

3. In the % Drive Utilization (30 Days) column, click the Sort Descending arrow.
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i% Driec 55, [Rrive |Drive
iUtiIizatinn%} iFekime  |Lifetir

130 Days) F t Descending i

I 24,03

0 28,

110,79 ol 2L
l 50,36 1 65t
. 51.52 0 31,
| 0,03 0 16,
i 2T R n =] =

The top three drives in terms of percentage time in use are displayed at the top of

the list.

@ Fomat: = EE | G

vien v | [B] 3 B |

) . o Drives o | . I :
; : Cirivve e : |Dr|ve SR |Dr|ve |Dr|ve Drive |Dr|ve
| | | | |
ﬁzfnebsf”a' Drive WM Drive Madel |Physical !E;'r“;;'[;'ﬁrn?g‘;r [Health i(Ut"'zat""" |LiFetime  |Lifetime |Lifetime  |Lifetime
e Address | IIndicatc-r [y |Cleans iLoads %Meters !Power I—

19477ME] S0:01:04:F0:00:ACIAFED LTOS 1,1,-4,1,3 571000200032 'D 297.38 2 458,436 12,371,792 19‘!
L19477ME4A  S0:01:04:FO:00:AC:AT:DD LTS Tyl -3,0.3 571000200032 é 269,21 0 45417 12,009,257 1

19477MCE  Si0L:04FDi00EA:BASF LTOS 1,4,-1,1,2 S16000100451 ‘ 110,73 0 71,897 21,245,657 20
HU19477/MCA  S0:01:04:FOi00:EM: 84533 LTOS 1,4,-1,1,3 516000100451 2 G0, 36 1 ©5505 19,279,994 20

Report Shortages or Surpluses of Media

This procedure addresses the questions, "Which type of media am I the shortest on?
Do I have an oversupply of any type?"

The definition of media available for writing varies by site. For example, a site that does
not reuse media may simply compare total versus available capacity for each type of
media; another site that does reuse media may look at some media life measure instead.
Both of these measures, and others, are available within STA. This procedure uses total
versus available capacity.

Referenced Tasks

= "Apply a Template" on page 3-7

»  "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10
m  STA Screen Basics Guide

m  STA Screen Basics Guide

m  STA Screen Basics Guide

1. In the Navigation Bar, select Tape System Hardware > Media > Overview.
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2| Home

Tape System Hardware

Complexes Overview
Libraries
Overview
Messages
Drives
Overview
Analysis
Messages
Media
Overvie
Analysisa ]
Messages
2. In the Templates menu, select the "STA-Media-Utilization" template.
Note: Depending on the number of templates available to your STA
username, you may need to scroll down in the menu to see the
selection.
Media - Overview B Terplates: [ENNDERIET
@ remat 51 5 @ STAMeda-al |
STA-edia-Base-Information |
BOx JHXK BHOx JHX — e X
MB Read MB Write |
STA-Madia-Expirad
400K | ;zx STA-MedaHealth
oy . ?\‘ A STA-Mediad TO-Performance
L1 B L
4 ;ﬂ A . o0k | 1 W STA-Media-L TO-Utkzation
& 20K 1y E ey 1
> no | § __Sysiem S 2500K i ' . Syslem STA-Media-Last-Fuochange e
& 1 Aierage B 2,0006 | 8 i Puerage STA-Meda-MIR-Stats
L 150K |y 2 5 e ¢ i
=2 . ,“ = L2 P .I STA-eday
100K | X 1,000k (3 - "
soe [ % "'Iﬂ; LA™ STA-Meda-Stats-Last-Exchange
o o STA-Media T10000-Perfarmanics
oK oKL
222222 222222 STA-eda-T 10000 thzation
smes=hE Tmma =k E
TEEEZEX TEEEZXEX STA Media-Utkzation
B bk A B A B K B bk R AR A A K ; b

This template includes all the attributes related to utilization, such as Media
Dismounts (30 Days), MB Read (30 Days), and Media Life Indicator.

@ Fomer: = 2 | O

vew- BlBHIBTEQ H
Vaokame Seria e i Meda  |MedaPhyscal !mmn Medalbrary (92 [Orive Serial il
— Serial Number |11P% | Address — SeralNmber Hindicator  |Mm08 (30 Daye
MO3929 20140117 14:25:34 WM 1,1,9,14  omson-acisl STI000000017 @  SO000D020965 .
CLNEDD 2014-01-17 13:03:38 LTO_O1ML 1,2,-20,1,3 =3500-160 516000000441 ‘ HU1Z35RHGE |
CLNEDS 2014-01-17 13:03:39 LTOCLM 1,3,716,1,5  £8500-160  S16000000441 @)  MUIZISRMGS
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i /] Format:

View » EI

Wolume Serial
ISt

SFE128
LT5043
INVIS0
INV3a1
INVIS4

EalEBTEQ H

Meda Mgy Mea
Media | Media Physical |Meda Library |Media Library Dirive Serial
STA Start Tradang | Manufacthurer Health Cesmoun
Serial Pumber |10 | eSS - e I e (30 Day:
2015-01-17 13:03:3%  ADARTCHWL LTOS 1,3.6,1,11 si8500-160 518000000441 o 1058000584 3 -
2014-01-17 12:06:20 AABFEINIE LTOS 0,1,1,2 SL500-155 522000000353 :,:] HU1232L]

0140117 1%25:3% 070020130 TI0000T1 1,1,6,2,3  amsoen-acds] 571000000017 s 53002001231

2004-01-17 14:25:34 7073010201402 T 1000071 1, 1,-6,2,42 crimson-acsis] 571000000017 i 531001001130

01401-17 14:25:33 707301020299 T10000T1 1,1,-15,1,1  crimson-acssl S710000000 17 [ 53100002805 s

] Bl ¥
Coohurrnes Hickdesn B85 Colurng Frozen 1 Diesplaying 431 rﬁ.‘brdl:::]

3. Use the following steps to eliminate any media for which capacity or availability
information is not available.

The longer STA monitors the libraries, the more exchange data it receives, and the
lower the overall uncertainty level.

a. Click Filter Data.
b. Add the following selection criteria:

*  Media MB Capacity is greater than 0
c. Click Apply.

“f Filter Data R

& Match ANY of the folowing
Match ALL of the following

[=] | Graater Than [=] n_:)

Filter Matching:

Cw-u_da ME Capacity

x

ﬂ jeset | cancel |
'sFE3 "01401-17 13:0%:39  ADFLRTCHWL LTOE 1,356,111  Swgo0-1 516000000441 |

4. Note the number of records eliminated, since it reflects the level of uncertainty.

In the sample below, the number of records goes from 647 to 431, indicating a high
uncertainty level. This library has been monitored for only a few days.

.
G, | ooked Fiter: Media MB Capacity Greater Than 0 )

5. For the media in the resulting list, use the following steps to display the capacity
and space available for each piece of media displayed.

a. Select View > Sort > Advanced.
b. Complete the Advanced Sort dialog box as follows:

*

In the Sort By menu, select Media Type.
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*  In the first Then By menu, select Media MB Avail Pre.
*  In the next Then By menu, select Media MB Avail Post.

Note: LTO drives report the Media MB Avail Pre attribute, and
StorageTek enterprise drives report Media MB Avail Post. Including
both attributes in the sort criteria ensures you will include all media

types.
c. Click OK.

Advanced Sort &
Sz @ Ascending
Media Type - Descending
Then By @) Ascendng
Media ME Aval Fre [=] Descending
Then By 8) Ascending

[Medka ME Aval Post =l Descendrg

cma,
(TP " A TN

The table is sorted according to your criteria.

6. To better view the capacity data together on the screen, use the following steps to
reorder the table columns.

a. Select View > Reorder Columns.

b. In the Reorder Columns dialog box, arrange the following attributes so they
are listed together.

*  Media Type

*  Media MB Capacity

*  Media MB Avail Pre

*  Media MB Avail Post
c. Click OK.
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Reorder Columns M

¥isible Columins

STA Start Tracking -
Media Manuf ackurer

edia Tepe
Media MB Capacity

Media MB Avail Pre

Media MB &vail Pos

Pheesical Address

Media Manufackurer Serial Nurmber

Media Library Mame

Media Library Serial Mumber LI

Madiz Hazlbk Tadic akar

[ 4 [ K

'I'Q.:‘?‘F.! 1 ;.Q- (Rl --‘1‘?‘ J *:T;"
The table columns are reordered according to your criteria.
@ Format: = EE | 0L | Appbed Filter: Media M3 Capadty Greater Than 0

vew- Bl HF B TEQ H

Phiysacal |Media Library

Volume Serial Medie - [Madia MB Meda ME & MedaMB A
[Husmber Hame

STA Start Traddng Capadty avad Pre Avad Post

TC5075 2014-01-17 12:04: 1B

8,388,608.00 1,485878.75 |,.2,50,1,5 ehh19 =
TEES0S 2014-01-17 12:07:05 5,242,820.00 4,263,409.80 41,126 -]
TEES(3 201401-17 12:07:05 5,242,880.00 4,263,511.214,1,-9,2,9 gb
TEES(S 2014-01-17 12:07:08 5.342,850.00 42353 1.3-11,2.14 b

e RAAE AR A A A oA AR A s AAE EA W 4 W mE A i =

7. To calculate the total capacity and space available for each media type, you must
use an external spreadsheet application. Use the following steps to export the data
displayed in the table to an HTML-based Excel-compatible file.

a. Click the Export icon in the Table Toolbar and select the Media.xls option.

@ Fomat = EE | L | Apphed Fiter: Media Type 5t

Volume
Serial 3
umber .
(] Media.pdf L
LFO011 QTR T s e e | 51600010

b. Save the file to a location on your local computer.

8. Use a compatible spreadsheet application to open the file and summarize the data.
For example, you may want to calculate totals, percentages used, or averages by
media type.

Project Future Media, Drive, or Storage Cell Requirements

These procedures address the questions, "Am I likely to need more media, drives, or
storage cells next year? If so, how many?"

The criteria for determining whether drives or media need replacement varies by site.

For drives, STA tracks many applicable criteria — in particular, several drive lifetime
measures, such as Drive Lifetime Loads, Drive Lifetime Meters, and Drive Lifetime
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Power Hours. See "Report Percent Drive Utilization", below, for one example.

For media, STA provides data that is useful in a variety of scenarios, including the
following:

Your site is migrating off one type of media and you need to replace it with

another; see "Report Data Related to Media Migration" on page 10-43 for details.

Existing media are ageing or showing errors beyond your site-defined reasonable

threshold; see "Report Data Related to Media Ageing" on page 10-44 for details.

page 10-36 for details.

Referenced Tasks

Rep
1.

2

Ta

"Apply a Template" on page 3-7
STA Screen Basics Guide

Existing media are filling up; see "Report Shortages or Surpluses of Media" on

"Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10

STA Screen Basics Guide
"Create a Template" on page 3-12

ort Percent Drive Utilization

In the Navigation Bar, select Tape System Hardware > Drives > Overview.

Home

pe System Hardware

Complexes Overview

Libraries

Owerview

Messages

Drives

Owerview
.ﬁ.nalysisq ]

Messages

Media

2.

Drives - Overview

@  Format: |2 B | @ Default
STA-Drive-All
[5"@ B / ﬁ' x [5"@ o / ﬁ' x STA-Drive-Base-Information ra x
MB Read MB Write STA-Drive-Enterprise-Performance
60K STA-Drive-Health
STA-Drive-LTO-Performance
: 50K |,
. n, * STA-Drive-LTO-Utilization
H L
" = [T STA-Drive-Last-Exchange
i1 __System S 3gcld b a% F W __System {stem
i Average ok g v } Average STA-Drive-Performance-30-Days  ferage
Ad ay ' =
ais B L =T STA-Drive-Utilization
iy S Jokf b bd i A ':%
1] L 'll !.‘ ‘-‘ 3 L B | -

In the Templates menu, select the "STA-Drive-Utilization" template.

@ Templates: m @
|
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The first graph on the screen is % Drive Utilization, which displays the system
average of percent drive utilization over time. This provides a high-level measure
of activity for all drives in your environment.

Drives - Overview

@  Templates: | STA-Drive-Utilization -

@ Format: ) g @
B0 » FHXK B ® v A8 X
R/%W Mount Ratio R/ Rate MB/sec
100 1.4
L)
20 a0
£ B0 £ B0
o _System Ju . System 2 __System
] Average o Average - Average
a J i 40 ek | 0B =, AR
20 -
=l
3. To differentiate and compare the activity levels of individual drives, and to
identify potential hot spots, you can sort or filter the drives in the table by various
criteria, such as drive type or library.
In the sample below, the table is sorted in descending order of % Drive Utilization
(30 Days) — highest percentage utilization first.
@ Formak = EE |Er Applied Filker: % Drive Utiization (30 Days) ='0"
vew | B & B | H
1
4 ; Dirive 4 4 Ditive Dirive Dirive
gt Ditivve: WM Drive Model |Physical Biive Hosor/ Lifetime |Lifstime  |Lifstime
Turnber Serial Mumber
Address Loads iMeters Power Ho
500000020023 UMKNCWH 940 2,1,2,1,2  Sie000io0i0z @@ 67.53 -
500000009635 50:01:04:F0:00:79:27:13  9540C 1,2,-2,1,1 516000000454 ' 61.76
HU1B393BG2  S0:01:04:FO:00:7A:B2:01  LTO4 1,1,2,9 Sz2000000744 €@ 49,47 0 30,307 33,594,466 13,
HUL03BCKWT  50:01:04:F0:00:7A:82:04  LTOS 3,2,3,9 522000000744 €@ 47,65 0 32,968 23,871,478 11,1

4. Use the following steps to add the top five drives to the screen graphs.

Adding the drives to the graphs allows you to compare their attribute values

against the system average.

a. In the List View table, select the top five drives.

b. Click the Apply Selection icon on the List View Toolbar.
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View B =
| \ Drive |0 Drive¥ Drive
Drive Serial Cirive Library Ukilization e
‘Murnber Gl Serial Mumber Health Lifstime

The drives are added to the graphs.
Drives - Overview (@  Templates: | STA-Drive-Utilization + )

@ Fomat: 2 EH 5@

BO»~ ZHEX BO» 78X BROv /72X
| % Drive Utilization R/%W Mount Ratio R/ Rate MB/sec
100 100 2.4
o System - System . System
a0 Awerage a0 Ayerage Average
| s Drive _ Drive 5 _ Drive
50000000... 50000000... &2 50000000...
T B0} | _ Drive E B0 _ Drive e _ Driva
! 50000002, H 50000002, [ S0000002...
o l | _ Drive T _ Drive = _ Drive
o 40 HUTO3BCK... o 40 HUTD3BCK. .. [y HLUMD3ECK. .
| _ Drive _ Drive a _ Drive
lf l| HUTB0316. . HUTBO316... = HUMB0316...
20 B4k Il' __ Drive 20 _ Drive _ Drive
JRgel HU18383B... HU18353B... HU183%3E6...
D T D.— .
2ag4s SEEER SE8%8
ok el et R R KRR S
= 2 2
RREE D RREE G RERET
BoliE BnNYB EnEHE
. ) '

@ Format: = B2 | & |

3 %o Drive 9 i ; 2
Drive Setial Drive Library Utilization i EF"’?
Murnber Serial Number ; (30 Az

Pawwer Hi

Report Data Related to Media Migration
1. In the Navigation Bar, select Home > Dashboard.

Executive Reports
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The screen provides a high-level view of the number of media, aggregated by
type.

2. Move the mouse over the Library Media Cells graph to display detail for each type
of media stored in the library system.

The sample below illustrates a site planning to migrate off older generation LTO2
and LTO3 tapes. Moving the mouse over these two sections of the pie chart reveals
there are a total of 27 LTO2 and 64 LTO3 media that must be replaced.

Library “eda L=l '5

Qe
C1% o
> Libiay Meades Lels ) Library “oda Colls u

: Eg

53

Yo [ape Eibd
Wocd. EOE. o WD
ok W@ITO BITOR TS
WLTM (GLTCE LT, 0L
- ET° ETn ETiL
Kol Iy et a T

3. Select a section of the pie chart to go to the Media — Overview screen filtered for
that type of media.

The sample below shows the screen filtered for LTO2 media. On this screen, you
can organize the media records by remaining capacity, physical location, or other
attributes pertinent to the migration process.

—_—
@ Format: = £E | & (Applied Fiker: Media Type=LT0Z
view~ | B & B B
i Media ; ; |Drive
B i Serial IMedia Tvpe (Health B e el Drrivve Wi Drive Type |Health Last Exchange Start  |Med
Mumber : Mumber :
|Ind|cat0r |Ind|cat0r
ATE159 LTo2 Z Z fl
ACS147 LTz Iz‘ 1110237123 S0001:04:FO:00: 7 CESC  IbmUlkriumz E 2012-02-08 12:32:09
AC5151 LTz 2 =]
ACS198 LTz ) 2]
AC5211 LTz 2] 2] b
| 3
Colurmns Hidden Al Colurns Frozen 1 Displaying 27 record(s)

4. Alternative approaches for gathering this information are to use either of the
following screens, which can summarize, filter, or aggregate media totals by type.

— Media - Overview

- Media — Analysis

Report Data Related to Media Ageing

1. In the Navigation bar, select Tape System Hardware > Media > Overview.
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| Home
Tape System Hardware
Complexes Overview
Libraries
Overview
Messages
Drives
Overview
Analysis
Messages
Media

Overview

Analysis a }

Messages

2. In the Templates menu, select "STA-Media-Expired".

Media - Overview @ Terplates; DG [
@  Format: |2 = Default |
SLE500-1
['_;EB o /ﬁx EQEB o 9w /fﬁ-x STA-Media-all f{x
MB Read MB Write STA-Media-Base-Information
50 5.000 STA-Media-Cleaning
' # i i
. 4,000 i
" !
n i o
= 3,000 |« ' ] -LTO-
ﬁ __System =, U 3 E bon __System STA-Media-LTC-Performance fstem
ay Awerage . [ i Average 5TA-Media-LTO-Utilizakion ferage
" = 2.000 iy ' s
! \ = [ ot STA-Media-Last-Exchange
Al 10008 baovd 3 ;
u i s STA-Media-MIR-Stats
a
(]
¥ [.._r'_‘l'_ STA-Media-Stats-Last-Exchange
o o

o
I

L

STA-Media-Ukilization

This template includes a filter and attributes related to media that have expired
and should be retired from service.

Media - Overview @  Templates; | STA-Media-Expired - B
=l

@ Fomat: = £ { Applied Filker: Media Life Indicator=true or Media Warranty Indicator=0UT_CF_WARRANTY ]

vou - | 51 8 B | B

| . 1 - : P : _ i .

Malurme Serial Media Library |Media Library ‘Cleaning !ﬁlej.nmg Media lme'jllfh Media Life ueu:ha i Cirivee Serial Media Load
Mumber Marne Serial Number [Media | SUspicion o Indicatar Aty Hmber Limnit Alert

Elie | |Expired |Inc||cat0r Indicator
00003 HSC-8500-Complex 5160001001 25 oo @ [5] ©  So0o000zossz 7
CO0006 HSC-B500-Complesx 516000100127 oo @ (%] ©  sSoooooozEacd 7
SL1105 HSC-B500-Complex 516000100127 oo & (%] @  soooooozossd &
WOO554 HSC-B500-Complex 516000100127 ooo & (%] ©  sooo0002EETS I

Report Resources With the Highest Utilization

This procedure addresses the question, "Which types of drives or media are used the
most in my tape system?"
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The drives and media that make up the majority of the system are not necessarily
subject to the most use. Utilization is affected by your client configuration and the
types of drives and media requested by these clients. This procedure addresses some
of the most common ways of defining most used.

The following methods are described:
= "Report Drive Utilization"

s "Report Media Utilization" on page 10-48

Referenced Tasks

= "Apply a Template" on page 3-7

= "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10
»  STA Screen Basics Guide

»  STA Screen Basics Guide

Report Drive Utilization
1. In the Navigation Bar, select Tape System Hardware > Drives > Overview.

*| Home
Tape System Hardware
Complexes Overview
Libraries
Overview
Messages
Drives
Overview
Messages
Media

2. In the Templates menu, apply the "STA-Drive-Utilization" template.

Drives - Overview @ Templtes: [DorEO [
|

@  Format: ) B | @ Default
STA-Drive-All
[5"@ B / ﬁ' x [5"@ o / ﬁ' x STA-Drive-Base-Information ra x
MB Read MB Write STA-Drive-Enterprise-Performance
700 60K STA-Drive-Health
B0 I i S0k STA-Drive-LTO-Performance
. .
g . ", ", STA-Drive-LTO-Utilization
g _tucui : @Ak HL &t :
. - 1] 1 | ) o
= 400 | :E __System ; e ; :. :1. :1 R __System STA-Drive-Last-Exchange bstem
3E.E.| i Average B 8 ': : } Average STA-Drive-Performance-30-Diays  Jerage
o | HHE T 25 A b - e
= 00 I N :"ﬁ :‘.:I - = 20K }' ' ,: v S{TA-DrNe-UEIhEatIDn' %
TS B A 2 10K el Ad TIC S 4

This template displays utilization statistics for all drive types.
3. Use the following steps to remove drives for which STA has no utilization data.

a. Click Filter Data.
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b. In the selection criteria, select the attribute that represents the utilization
measure of interest to you. Select Greater than and enter 0.
Following are some suggested attributes for measuring drive utilization.
*  To identify drives with the highest utilization rates, use % Utilization (30
Days).
*  To identify drives that have recorded the most new data, use MB Write (30
Days), or MB Received (30 Days).
*  Toidentify drives that have passed the most data at the drive head, use
MB R/W (30 Days).
*  For drives that have been in the library for their entire periods of use, the
drive lifetime attributes are also useful measures of activity — for example,
Drive Lifetime Loads or Drive Lifetime Hours in Motion.
c. Click Apply.
I Filter Data 2@
yoa. i Match ANY of the followang + J
: Match ALL of the following
TFREC T 00 Ene %]

4. Perform a multiple-column sort to group the records by drive type and then

utilization.
a. Select View > Sort > Advanced.
b. Complete the Advanced Sort dialog box as follows:
*  In the Sort By field, select Drive Type.
*  In the Then By field, select the attribute that you used in Step b above, and
Descending.
c. Click OK.
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Advanced Sort 8
ot By ¥ ascending
Drrive Tepe | " Descending
Then By £ pscending
% Drive Utilization (30 Days) -] {¥ Descending
Then By i peccending

-] " Descending

M Cancel
T T =""1T"™ -

ST L e s AR LN P I L

The table is sorted according to your criteria.

5. To summarize the data by drive type, you must use an external spreadsheet
application. Use the following steps to export the data displayed in the table to an
HTML-based Excel-compatible file.

a. Click the Export icon in the Table Toolbar, and select Drives.xls.

® Fomac = EE | A
e EHEBHZETEQ H
€] Drives. sl
Drive Serial Humber M i Drives.csv TG'.
L& Drives.paf L
572004003214 SiErEvEruEmiED: 15:81

b. Save the file to a location on your local computer.

6. Use a compatible spreadsheet application to open the file and summarize the data.

Report Media Utilization
1. In the Navigation Bar, select Tape System Hardware > Media > Overview.

2| Home

Tape System Hardware
Complexes Overview
Libraries

Overview
Messages
Drives
Overview
Analysis
Messages
Media
Overview

Analysis 3 }

Messages

2. In the Templates menu, apply the "STA-Media-Ultilization" template.
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Media - Overview

@  Format: |22

MB Read

50

-~

JL,‘

= -

BO® %z 8K

Remeeaa L
______.--llnr

=

@ Default
SLB500-1
P . | g
B O 2 AR STa-Media-al il 4
MB Write STA-Media-Base-Information
5 0a0 STA-Media-Cleaning
h STA-Media-Expired
"y
000 H STA-Media-Health
-4 iy
£ 3,000 fo—7-4— STA-Media-LTO-Perfarmance
__System E o __System ystem
Average = S S o 1 Average STA-Media-LTO-Litilization yerage
o 2000 [v 1y L.
= ' ': gl : ‘._.‘ STa-Media-Last-Exchange
= i
Lt IR STA-Media-MIR-Stats
oy,
0 S STA-Media-5tats-Last-Exchange
bt boohd

@  Templates: m I HE
|

STA-Media-Ukilization

This template displays utilization statistics for all media types.

3. Use the following steps to remove media for which STA has no utilization data.

a.

b.

Click Filter Data.

In the selection criteria, select the attribute that represents the utilization
measure of interest to you. Select Greater than and enter 0.

Following are some suggested attributes for measuring media utilization:

*  To identify media with the greatest amount of movement, use Time spent
reading or writing.

*  To identify media below a specific threshold of available space, use Media
MB Avail Pre/Post

*  To identify media with the greatest number of mounts and dismounts, use
Media Dismounts (30 days).

*  To identify media with the greatest amount of data read or written, use
MB R/W (30 days).

Click Apply.
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T Filter Data iR
& Match ANY of the follovang
Match ALL of the following
[=] |Greater Than [=] [of b o
et | _Cancd |

(L Tt TN For (-1 TR IR

4. Perform a multiple-column sort to group the records by media type and then
utilization.

a. Select View > Sort > Advanced.
b. Complete the Advanced Sort dialog box as follows:
*  In the Sort By field, select Media Type.

*

In the Then By field, select the attribute that you used in Step b above, and

Descending.
c. Click OK.

Advanced Sort B
Sork By * Ascending
Media Tvpe =] 1 Descending
Then By _ ™ Ascending
ME R/ (30 Days) =] 1 Descending
Then By % dscending

" Descending

Cancel
% o

The table is sorted according to your criteria.
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ry
@ Format: = B8 ,E, Applied Filter: MB RfW (30 Days) ='0' )
view ~ | [B] B B | B
| | | I
; B Spent | |Data 1 : Media  |Media |

xﬁ#ﬂ:ﬁenal iading ar !r\cﬂ:d‘;acil'g’lB Media ME Awvail Pre |Compression gl;ia Pl Life Warranty |L

{tirg | R |Patio Indicator |Indicator !.ﬁ

| l 1
ARCESL 799,204 757, 140,00 1:1 1,073.69 6,114,101 6,115,174 [~ e ﬂ
ARC345 799,204 767,104.00 1: 1 1,073.69 6,114,1016,115,174 & @
ARCE34 799,204 767,140,00 1: 1 1,073.69 6,114,1006,115,174 & @
ARCE30 799,204 757,122,001 : 1 1,073.62 6,113,7006,114,783 @ Q@

5. To summarize the data by media type, you must use an external spreadsheet
application. Use the following steps to export the data displayed in the table to an
HTML-based Excel-compatible file.

a. Click the Export icon in the Table Toolbar, and select Media.xls.

@ Fomat = EX | UL | Apphed Fiter: Media Type 5t
Vo -
Volume
Serial 2
Umbar
| Media.pdf &
LFO011 TR T e P g S1600010

b. Save the file to a location on your local computer.

6. Use a compatible spreadsheet application to open the file and summarize the data.

Report Library Relative Activity Levels

This procedure addresses the questions, "Which library in my tape environment is the
busiest? Which is the least busy?"

The definition of busy varies by site; common definitions include the number of
exchanges, mounts, or dismounts. This procedure uses the number of mounts. In
addition, it provides instructions for graphing the data so you can compare the
libraries to one another and to the system average.

Referenced Tasks

"Apply a Template" on page 3-7
m  STA Screen Basics Guide

m  STA Screen Basics Guide

»  STA Screen Basics Guide

»  STA Screen Basics Guide

»  STA Screen Basics Guide

1. In the Navigation Bar, select Tape System Hardware > Libraries > Overview.
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* Home

Tape System Hardware
Complexes Overview
Libraries

Overview

Messag

Drives

2. In the Templates menu, apply the "STA-Lib-Utilization" template.

Libraries - Overview @ Templates: W =
@  Format: 25 E | @ Defaulk |
STA-Lib-al
BO v 75 XK By ® 2 A H X STA-Lib-Base-Information rﬁ %
Occupied Storage Cells MB Read MBY¥  STA-Lib-Configuration
500 24K, . 5TA-Lib-Health

STA-Lib-Utilization k
T B

400 |{ A

3. In the Mounts (30 Days) column, click the Sort Ascending or Sort Descending
arrow.

Note: Other columns you might want to sort by are Enters (30 Days),
Ejects (30 Days), Occupied Storage Cells, or MB R/W (30 Days).

@ Format: = EE I_EJ

WVigw = @ E’gl %’ ﬂ'
& o0 |Emoty |CccupiediFmpty iEnters Ejects et | e Drve e i (30 |ve Read {30 IMB Wirite (30
e age  |Storage |Drive  |Drive £30 Days) (310 Days (30 (Yeization |- o |Da . S

: Cells |Bays  |Bays | Y= Y= Darys) |0 Days) ¥ [2¥ | i

Sle000100127 945 9,140 =1 14 1] [ 27,295 3.01 i} u] ]
522000000744 &9 S a u] 4 = 16,599 28.46 132,599,968 29,949 132,570,016
571000200032 591 1,214 34 14 1] [ 13,6595 20,29 35,170,524 29,116 35,141,708
516000100451 458 2,718 S 27 ] 0 10,696 .14 16,037,375 17,363 16,020,013
516000100102 553 805 34 30 i} 1 7,057 0.97 210,250 59,862 140,358
51000000454 290 1,158 28 36 0] 0 5,367 4,15 3,607,462 977,915 3,029,547
516000100090 320 1,128 36 28 18 14 54 0.29 812,857 360,703 452,154
516000100561 434 9,654 = 59 i} 0%, g/ 0.00 u] 1] 0]

4. Use the following steps to add a graph pane showing dismounts.
a. Click the Add Graph icon in the Graphics Area Toolbar.
Libraries - Overview

@  Formak: |25 =N

B O »

Occupied Storage Cells

A new graph pane, with the attribute MB Read, is added to the end of the
Graphics Area display. You may need to scroll down to see the graph.
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b. Click the Change Graphed Attribute icon in the Graph Pane Toolbar, and
select the Dismounts attribute from the menu.

BOx JHX
MB Rs
. Parbtions
’ Drive Bays Ocoupled
* Drive Bays Unocoupied
T Media Slots Occupied
21 Mada Sots Unoccupied Bysem,
Lbrary SNMP Traps
Dismounts b
CAP Enters
CAP Ejects
PTP Enters
PP Ejects
ME Read
MB Write |‘
a Fonmmare—s= ‘-.—":— T

The graph is updated to display the system average for dismount data.

Bo ¥ FEX

5. Use the following steps to add selected libraries to the screen graphs.

Adding the libraries to the graphs allows you to compare their attribute values
against the system average.

a. In the List View table, select the libraries you want to add to the graphs.
b. Click the Apply Selection icon on the List View Toolbar.

& Formst: = B2 | @
View = B TEQ H
Library Senl
Library Complex Mame |
SER000202341  SLB00_SER000201341 m-:l

SSB000202391] 5.500_559000202381
_m.l—li
580001002271 =.3:20_1

RN [=0-17 " I ] bl
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In the sample below, the three libraries with most mounts are added to all the

graphs.
Libraries - Overview @  Templates: |57A-DtFadt - BB
@ rem: H 8 & @
BOox JHEHXR BOox JHR Bo=z JHX
MB Read MB Write
35008 120
3.0008 | 10M .
—_— Syst L sk
2500 } -+ Anerage - -I'; L ** Average
£ 1 oAy hed i,
- v 000K & _Lbary 3 Y v _ Library
516000000 o y 516000000 = e } '. 516000000,
Library L 4 500K I Library H i Library
— 516000100 o 1200 1L — 516000100 : [ I 516000100
Library S Library = 4M : | Libeary
— 550000202 h i : 550000202 : :_ 550000202
sook |4 240 '
\.‘ P e ¥ (1
[ T . 1 | ME—
.
® Fome: = BE | &
vws BB EHTEQ | HE
! Librz
Library Serial Library Complex Name Library Hame Librasry Model Library WATN ?”vﬁmz Library [P addrecs Lewe
ersion =1 Indsi
SLE00_S59000202341 mctapedl SLE00 S0:01:045F0:00:88:06:03 1493 (7. 18.00) 10.80.175.251 =
SL500_559000202391 mcitaped2 SL500 S0001:04:F0:00:88: 16: 39 1493 (7. 18.00) 10.80. 175,250
518500_1 17 SLE5S00 S0001:04:F0:00:79: 1D:AC  FRS_8.40 10-80.104.97
SLE300_1 =ih2 SLES00 S001:0F0:00:89:F5:31  FRS_8.490 10.80.104.32
518500 1 eib3 SLB500 S0:01:04:F0:00:79:16:A4 FRS 8.40 10.80.104.83
6.

In the Dismounts graph pane, click the Detach Pane icon to detach the graph to
enlarge it and display more detail.

RO % @
Ditmounts

4000
3500 A

i
."l.

Report Media Approaching Capacity
This procedure addresses the questions, "Which media are over 90 percent full? How
do I generate a list that can be used to create a script to eject them from the library?"

STA reports media capacity and available space as numeric values only, not as
percentages. This procedure provides instructions for exporting the numeric values to
a spreadsheet application, which can then be used to calculate percentages. The
resulting list can be used by a media eject script.
Referenced Tasks
= "Apply a Template" on page 3-7
»  STA Screen Basics Guide
»  STA Screen Basics Guide
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1. In the Navigation Bar, select Tape System Hardware > Media > Overview.

| Home

Tape System Hardware
Complexes Overview
Libraries

Overview
Messages
Drives
Overview
Analysis
Messages
Media
Overview

Analysis 3 }

Messages

2, In the Templates menu, apply the "STA-Media-Utilization" template.

Media - Overview @ Templates: [[DerGUETY &
@  Format: |2 & @ Default |
SL8500-1
a gt P 2 5 i 3- .r?"“'"?
E’E‘B @ / ﬂ' x [?Ela @ / o x STA-Media-All .fﬂ? x
MB Read MB Write STA-Media-Base-Information
50 5.000 STA-Media-Cleaning
i i STa-Media-Expired
40 L 4,000 H
' i ] o " STA-Media-Health
. [ -4 &
u ! < 3,000 | —u STA-Media-LTO-Perf
H 1 System i R system i
0 n 1 Average R H 1 Average STA-Media-LTO-Ukilization yerage
a2 H . ] R Il ;
- L) i - ¥ K 5
68 ;.IE ': :'ﬁ ey :' ® l: s STA-Media-Last-Exchange
N AT AR STA-Media-MIR-Stats
=S v =- g* o STA-Media-5tats-Last-Exchange

STA-Media-Ukilization

This template includes the Media MB Available and Media MB Capacity
attributes.

3. In the Media MB Capacity column, click the Sort Descending arrow.

Media MBE
| Capacity

|f1edia ME Arwvail Pre

Sort Descending
1,048,575

512,000

The media with the highest capacity are brought to the top of the list. This sort also
has the advantage of grouping media by type, since capacity tends to vary by
media type.
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a

@ Format: = £

wen- | &8 |

fdineseiel vedatirary |00 loweserol [ e e [ st (TS0 b v |
| Indicator | |(30 Days) g [FYEEET | Wiriting [ IPaEEY. [
BASSLY 571000200032 ﬂ 576001000451 10 o:01:03 0:00:00 0:01:03 5,242,550 ﬂ
BASS0E 571000200032 e S7e001000224 g 00000 0:00:52 0:00:52 5,242,550
BASS07 571000200032 @ 576001000451 9 0:00:0% 0:00:00 0:00:0% 5,242,580
BRASS04 571000200032 ﬂ 576001000224 10 0:00:00 0:00:00 0:00:00 5,242,550
BASS00 571000200032 ﬂ 576001000451 g 0:00:00 0:00:52 0:00:52 5,242,550

4. To create a list that can be used by a media eject script, you must use an external
spreadsheet application. Use the following steps to export the data displayed in
the table to an HTML-based Excel-compatible file.

a. Click the Export icon in the Table Toolbar and selected the Media.xls option.
@® Fowmat = EE | L | Apphed Filter: Media Type 51

ven- AR OBTEQ | B

Volume Media
Serial Marufacturer
urmbsear Corrisl Murmber

LFO011

b. Save the file to a location on your local computer.

5. Using a compatible spreadsheet program, add a Percentage Full column,
containing calculated values derived from the attributes in the exported table. Sort
the table by the column values and identify a list of media over 90 percent full.

Report Drive Firmware Levels

This procedure addresses the question, "Have all my drives been upgraded to the
latest firmware?" Firmware levels are usually evaluated by drive type or model.

The following methods are described:
s "Using the Drives — Overview Screen"

s "Using the Drives — Analysis Screen" on page 10-60

Referenced Tasks

= "Apply a Template" on page 3-7

»  STA Screen Basics Guide

»  STA Screen Basics Guide

= "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10
»  STA Screen Basics Guide

»  STA Screen Basics Guide

Using the Drives — Overview Screen
1. In the Navigation Bar, select Tape System Hardware > Drives > Overview.
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*| Home

Tape System Hardware

Complexes Overview

Libraries
Overview
Messages

Drives
Overview

Analysis

Messages
Media

2.

Drives - Overview

Format:  |22) )
BOxz 74X

=)

@ =

In the Templates menu, apply the "STA-Drives-Base-Information" template.

@  Templates: M B

Default ‘
STA-Drive-al

E&) @ o / ;ﬁ x @-Drive-ﬁase-lnfnrmation® Fﬂ x

MB Read MB Write Briva-Erterprisa-Hork
200 S0k STA-Drive-Health
o0 : r. STa-Drive-LTO-Performance
1
600 | 4 : HA STa-Drive-LTo-Ukiization
@ “ -:‘5 \
o o5o0f - o [ :
= 5 STA-Drive-Last-Exch
= E 8 .. = ': TV g oSyt rive-Last-Exchange Eic
a i i i Average ! i L ‘N Average STA-Drive-Performance-30-Days  ferage
L 300 | [} L
= ool ad i - i STa-Drive-Utilization
S i O L H = Rl
This template includes the drive firmware version and other related attributes.
@  Format: = EE IE.I
vew+ | (5] @ B | B
; - [ - : x 3 Drrive Drrive : ; : :
ﬁz:ﬂigf”al Drive Type Eﬂgﬁifacture Drive Model Bn;:tlzrdoperhes Health Drrive Wi |Phrysical Eg:ﬁeubrary EQ::IH
" Indicator Address
HU18031620  HplUltrioms  HFP LT 2012-03-25 15:01:31 a S0:0L:04:FD:00: A ATIFE 1,1,-2,1,6 sl3000 571000 *l
HU10470LTA  HpUltriomS  HP LTS 2012-03-28 18:01:55 6 S0:01:04:F0:00: 7482010 4,35,1,9 sl500-goldie 52200
E7200 NN B T1annnh_Fre- ST TAnnmne: Nt RondonE 12001 20 ﬂ Ermd ond R mis AT AT T [ s SRR B BE-3 cl=hnn EFimnm

3. Use the following steps to reorder the table columns so the drive firmware level is

displayed next to the drive model.

a. Select View > Reorder Columns.
@ Format: = E£E 5
e D Es | 7
Columns » |
Dekach Dirivee Wt
ot " 0104000

[},3_9:01:04:Fn:nn:?a
ETHIHEEHETH Y

b Gﬂrder Calurns. ..
BTN
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b. In the Reorder Columns dialog box, arrange the following attributes so they
are listed together.

*  Drive Model

*  Drive Firmware Version
c. Click OK.
Reorder Columns >

¥isible Columns

Drive Type -
Drrive ManuFacturer

Five Model
Drive Firmware Version

Drive Froperfies Opdated
Drive Health Indicator
D Wit IR

Drive Physical Address
Drrive Library Mame |

Drive Library Serial Mumber
Dvivea TM

K4 b B

-

@  Format: == | B
B OeE B | R | |

i : ' Drive ) ) Drive |Drive g
B:;'Egre”al Dirive Tepe |IE)'1ral\|;iFacture Ditivee Model |Firmware Brl;ztI;rdeertles Health ‘ Dirivees W RN !Physical Eg:ﬂzl"

| Wersion " Indicator | |Address

HU18031620  HpUltriomd  HP LTiog HE45-015,021 2012-03-25 15:01:51 a SO:01:04:F000:ACATIFE  1,1,-2,1,6 13000 ﬂ
HU10470LTA  HpUltriumS  HP LTS ISES-015.762 2012-03-25 18:01:55 e S0:01:04:FO:00:7AE2:10  4,3,1,9 s1500-g
ETPMAMMTIE T annnk_Fr- ST o Nulalnlal=] 1 de 1NE_E 2N 0 2ondonE 120001020 ﬁ B Nd B AT AT T s T i il

4. To display firmware levels by drive type, use the following steps to set up a
multiple-column sort.

a. Select View > Sort > Advanced in the Table Toolbar.
b. complete the Advanced Sort dialog box as follows:

*  In the Sort By field, select Drive Model.

*  In the Then By field, select Drive Firmware Version and select
Descending.
c. Click OK.
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Advanced Sort

Sork By
Drrive Model

Then By
Drivve Firmware Version

Then By

o

The table is sorted according to

i peccending
" Descending

™ pscending
¥ Descending

i peccending
" Descending

W % Cancel
I it P bl T Y Y IR O =

your criteria.

@ Format: = B8
B NS B . | | |
Drive Serial Drrive Drive "~ il e tive Properties Dtz b Drive Li
Nurh Drive Type ManiFach Madel Fit rrisare: o P Health Dritee Wi Physical M
ot SRR e Wersion pedte Indicator |address atie
331000013515 Sthas40a  STK 98404 1.44,108-5,10 2012-03-26 18:01:39 [E  UMKMCwWN 2,2,-2,1,3 Hsc-siﬂ
33000024195 SHaS40a  5TK 9540 1,44, 108-5,10 2012-03-26 16:01:39 [E  UMKMOWN 2,2,-1,1,2  HSC-&
5. Use the following steps to display firmware levels for a specific drive model.
a. Click Filter Data.
b. Specify the following selection criteria:
*  Drive Model is the drive model of interest.
c. Click Apply.
T Filter Data iy -]
L fter Matching: @ Match ANY of the folowing o]
Match ALL of the following
Drive Modal [=] [1= [=] [T100008 ﬂ o’
st | Cancel |
R T ibonhEne [ EioEe Rl B3

The table is updated according to your selection criteria.
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S |
@ Format: = EE |E, Applied Filker: Drive ModeI=TID@
vew~ | B 2 B | &
: s z 7
el (g e A -
| Yersion | Indicator | Address |
572004002083 T10000b STH T10000E RP.453205-5.30 2D12-04-30 15:11:21 @ S0:01:04:FO:00: 79650 1,2,1,1,3 evtlibrary
572001000214 T10000b STk T10000E 1.458.205-5.30 2012-03-30 14:35:43 Ii‘ S0:01:04:FO:00: 34:BA:84  1,2,1,1,4 bas-slas00
572004000099 T10000b-Enc STK T10000E 1.45,205-5,530 J12-03-25 15:01:31 @ Soinl:0FnO0: A AT B 1,1,1,1,6 13000
572001000315 T10000b-Enc STK T10000E 1.45,105-5.30 J012-04-06 15:01:39 e SO0l Fn00: A AFDY 1,1,-1,1,3 13000
572004000129 T10000b STH T10000E 1.45,105-5.530 Z012-04-04 15:02:37 E S0:01:04:F0:00: 54 BB 1,1,-2,1,4 bas-slas00
572001000316 T10000b STH T10000E 1.48,105-5.30 Z012-04-04 15:01:36 e S0:01:04:FO:00:AC:AFES 1,1,2,1,2 s13000
572001000201 Ti0000b STH &IDDDDB 1.48.105-5.530£012-04-06 15:04:52 S0:01:04:FO:00:54:BA:AE  1,2,-1,1,1 bas-slason

Using the Drives - Analysis Screen

This method provides totals by drive and firmware level, and aggregates the totals by

library complex.

1. In the Navigation Bar, select Tape System Hardware > Drives > Analysis.

1

* | Home

Tape System Hardware
Complexes Overview
Libraries

Overview
Messages
Drives

Owerview

Analysis

2. Use the following steps to display firmware levels for a specific drive model.

a. Click Filter Data.

b. Specify the following selection criteria:

*

Click Apply.
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T Filter Data iy -]

@ Match ANY of the folowing 4 |

Flter Malching: —_—

Match ALL of the following

Drive Modal =] [1 [=] [T100008 - o’

ek | Cancel
(1] et T Ioo000Enc o £y ¥yl P R L

The table is updated according to your selection criteria.

-—
@ # [ & B (FppliedFiter: Drive Modsl=T100008 }
. ACTION | EVALUATE | MONITOR | USE [ umnknowN | Total

SL3000_571000200032 STE 1 ] ] 1 1 3
Drive Manufacturer Total 1 a a 1 1 3
Drive Library Number Total 1 i} i} 1 1 3
SLES00_5 1|5TK ] ] 1 1 z 9
Drive Manufacturer Total a a 1 1 z 4
Drive Library Mumber Total i} i} 1 1 2 9
SL8500_7 1|5TK 1] 1] 1 1] 1] 1
Drive Manufacturer Total a a 1 a a 1
Drive Library Mumber Total i} i} 1 i} i} 1
SLE500_8 1|5TK n] n] n] n] 1 1
Drive Manufacturer Total i} i} i} i} 1 1
Drive Library Mumber Total i} i} i} i} 1 1
Library Complex Name Total 1 i} z z 4 g

3. Use the following steps to reorganize the pivot table to aggregate firmware levels
by drive model.

a. Click the Change Attribute icon on the Pivot Table Toolbar.

b. In the Change Attributes dialog box, rearrange the attributes so the Selected
Attributes list is as follows:

*  Drive Model

*  Drive Firmware Version

*

Library Complex Name

Note: The last attribute in the list — in this case, Library Complex
Name — always designates the column headers. The remaining
attributes designate the row layers, nested in the order listed — in this
case, Drive Firmware Version within Drive Model.

c. Click OK.
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Change Attributes 2R
Available Attributes %elected Attributes
Drive Tepe - Drrive Model
Encryption Capable Drrive Firmware Yersion
Drive Interface ibrary Complex Name
Exchange Encryption Used

Exchange Recording Technique
Crive Exchange Status ﬂ
Exchange FaC
Exchange Drive Cleaning Required @
Exchange Write Inefficient
Exchange Read Marginal

d

Mkiva | aad Lirik Alark

Kl <4 b M

( E 'Eanu:el
A

| Ta4n7 @ - ¢

The pivot table is updated according to your criteria.

|

@ # B & E (applied Fiter: Drive Model=T100008

SL3I]I]I]_571d SL5I]I]_522I]d SL8500_1 SLB500_5 SLB500_6 SL8500_7 SLB500_5
T10000B | 1.46.209-5.20 o} 0 0 o} 0 0
1.48.105-5.30 2 0 3 0 0
1.48.205-5.30 1 0 0 1 0 0
RP.48205-5.30 0 0 0 0 0 1
Drive Firmware ¥ersion Total & ] ] 4 ] 2
Drive Model Total 3 0 0 4 0 1

4. To display a detailed listing of any of the subtotals, click the text link in a cell.
@ # [ & Er | applied Fiker: Drive Model=T 100008

SL3000_5710 SL500_52200 SL8500_1 | SL8500_5 | SL8500_6 | SL8500_7 | SL8500_8
0

®

4
4

T10000B | 1.46.209-5.20

1.48.105-5.30

1.48.205-5.30

RP.48205-5.30

Drive Firmware Yersion Total
Drive Model Total

o o o o oo
o o o o oo
o o o o oo
=== O O O

LW O o= MO

You are taken to the Drives — Overview screen, which displays additional detail
for the drives included in the selected subtotal.
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Drives - Overview @  Templates: | Defadlt -
@ Fmat: HEH & @
BOo v 22X B0 ® 24X BO v ZH XK
MB Read MB Write Mount R,;/"'W MB/sec
800 50K 1.4
00 " L
H B 12y !
GO0 N I 1 L " H
u: n L-; "ot o 10E
£ 500 8 2 30k) 4% 4 w b 4
£ 400 N gnystem = YL o System R B L B S .
a H Average o P 1 Y T Average S och 1™ d R
& 300 T - ok} v t 2 0Bp 1 E :
= 2m S = R : Co4fy b i
FAYIRATH 10Kt & 8 : = kU '
100 i ..";;i'w- y TH ' n.zf - i
D|I""—""=_ UK.'._I—' 0.0
Ty S EEEEY T
Bob R R R R Boh R OR R RBpRERERDE
5 5 = 5 R-E-R-R-R-E- -
EEFERT FEEEXE EEEERECS
Eﬁuuthﬁ Egmquhﬁ E:ichmpima
Date Date Date
Al
@ Format: = BB E { dpplied Fiter: Drive Model=T10000E and Drive Firmware Yersion Is '1,48.105-5,30' and Library Comples Name=5L850@
vew - | 5 & & | EA
il Drive Exchange Ejlc
Dirivee WM Drive Type Health Exchange Start Shahs Exchange FSC cle
Indicatar R
=
FS72001000201 S0:01:04:F0:00:84:B&:AE  T10000b ks 2012-04-16 13:54:03 GO0
572004000129 S0:01:04:F0:00:84:BA: B8 T10000b E
S72001000141 S0:01:04:FO:00:8A:BA: D5 T10000b-Enc a 2012-04-15 14:10:27 elnien]
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Dashboard Portlets

This section includes descriptions of the available Dashboard portlets.
= "Graph Portlets" on page A-1

= "Table Portlets" on page A-4

= "Report Portlets" on page A-5

Note: All data on Dashboard portlets is reported in UTC time. See
"Times Displayed on the Dashboard" on page 2-3 for details.

Graph Portlets

Graph portlets include several formats. Bar and pie charts are point-in-time reports of
related data. Line graphs and area charts show values over a selected date range. See
the STA Screen Basics Guide for additional information about these graph formats.

Depending on when you display the Dashboard, the last time period on each graph
may show a drop-off in data because it is just a partial period.

Alerts
Bar chart showing the total number of STA alerts for drives, media, libraries, CAPs,
and PTPs generated over a selected date range.

Note: Alerts are generated based on user-defined alert policies.
Because the number of alert policies and their criteria and severity are
entirely user-defined, this graph does not necessarily indicate issues
with your tape library system environment.

Alert Trends
Line graph showing the total number and severity of STA alerts each day over a
selected date range.

Note: Alerts are generated based on user-defined alert policies.
Because the number of alert policies and their criteria and severity are
entirely user-defined, this graph does not necessarily indicate issues
with your tape library system environment.
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Cum Data Read and Written
Line graph showing the total amount of data read and written over a selected date
range.

Drive Activity Trends
Area chart showing, by drive model, the total number of dismounts each day over a
selected date range.

Drive Health
Bar chart showing, by drive model, the total number of drives with each Drive Health
Indicator as computed by STA.

Drive Health Trends
Line graph showing, by drive model, the average Drive Suspicion Level each day over
a selected date range.

Drive Utilization (Hourly, Daily, Weekly, or Monthly)

Line graph showing the average percentage of time the drives were occupied each
hour, day, week, or month. You can filter by drive location (complex, library, or rail, for
example) and by date range.

1/0 Throughput (Hourly, Daily, Weekly, or Monthly)
Line graph showing the total amount of data read and written each hour, day, week, or
month over a selected date range.

Library Component Health Trends
Line graph showing, by library component type (robots, CAPs, elevators, and
pass-through ports), the average daily condition over a selected date range.

Note: The conditions are as reported by the library, not by STA
analytics.

Library Component Status

Bar chart showing, by library component type (robots, CAPs, elevators and
pass-through ports), the current total number of components with each reported
condition.

Note: The conditions are as reported by the library, not by STA
analytics.

Library Drive Bays
Pie chart showing the current distribution of installed drives by type and empty drive
slots.

Library Media Slots
Pie chart showing the current distribution of occupied media slots by media type and
empty slots.

Library Status
Bar chart showing, by library model, the current total number of libraries with each
Top-Level Indicator as reported by the library.
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Maximum Mount Times (Hourly, Daily, Weekly, or Monthly)

Line graph showing, for each hour, day, week, or month over a selected date range, the
total time-to-mount of the single exchange that took the longest time to mount. The
value plotted is the total time from the start of the exchange to the start of the mount.

Media — Least Recently Mounted (Hourly, Daily, Weekly, or Monthly)

Line graph showing, for each hour, day, week, or month over a selected date range, the
piece of media with the longest time since the last exchange. The value plotted is the
total time since the last exchange. Only media that have had exchange activity are
included.

Media Health
Bar chart showing, by media type, the total number of media with each Media Health
Indicator as computed by STA.

Media Health Trends
Line graph showing, by media type, the average Media Suspicion Level each day over
a selected date range.

Media Movements (Hourly, Daily, Weekly, or Monthly)

Line graph showing the total times media were entered, ejected, or otherwise moved
each hour, day, week, or month over a selected date range. "Other" movements include
moves by robots, elevators, or PTPs.

Media Slots Available (Hourly, Daily, Weekly, or Monthly)
Line graph showing the minimum and maximum media slots available each hour, day,
week, or month over a selected date range

Media Utilization (Hourly, Daily, Weekly, or Monthly)

Line graph showing an estimate of average media utilization each hour, day, week, or
month over a selected date range. Media utilization is the percentage of the total
media capacity that has been used by data—that is, the "fullness” of the media. Only
media that have had exchange activity are included.

Media Utilization Bands (Hourly, Daily, Weekly, or Monthly)

Line graph showing an estimate of the number of media bands, or utilization ranges,
used each hour, day, week, or month over a selected date range. A band appears on
the graph only if there are media with utilization values in that range.

The <0001% band includes both media that is literally blank and media that is
effectively blank because it has an internal label but no real data.

Media Validation
Line graph showing the total number of media validations, and the total passed,
failed, and unknown for the selected time period.

Mounts (Hourly, Daily, Weekly, or Monthly)
Line graph showing the total number of mounts each hour, day, week, or month over a
selected date range. The value plotted is the number of mounts, not dismounts.

Robot Health
Bar chart showing the current number of robots by Robot Health as computed by STA.

SL8500 Dismount Efficiency (moves)

Bar chart summarizing the total number of rails on which a media travels to complete
a dismount request as part of an exchange. This includes movements by robots,
elevators, and PTPs. If a media crosses a rail without stopping, the rail is not included
in the count. For example:
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Table Portlets

s For a media moved from a drive to a media slot on the same rail, the count is "1."

s For a media moved from a drive on rail #4 to a media slot on rail #1, the count is
IV2‘"

s For a media moved from a drive on rail #4, to a PTP on rail #3, to a drive on rail #1
in a different library, the count is "3."

Note: For libraries managed by StorageTek ACSLS, if the media float
option is enabled, dismount move efficiency will be "1" whenever
media slots are available within the same LSM as the drive.

SL8500 Mount Efficiency (moves)

Bar chart summarizing the total number of rails on which a media travels to complete
a mount request as part of an exchange. This includes movements by robots, elevators,
and PTPs. If a media crosses a rail without stopping, the rail is not included in the
count. For example:

s For a media moved from a media slot to a drive on the same rail, the count is "1."

s For a media moved from a media slot on rail #1 to a drive on rail #4, the count is
H2.”

s For a media moved from a drive on rail #1, to a PTP on rail #3, to a drive on rail #4
in a different library, the count is "3."

Table Portlets

Some table portlets are point-in-time reports of related data. Others are trend reports,
showing start and end, and high and low values over a selected date range. You can
hover the cursor over a table cell to display a tooltip containing detailed values and
dates.

Trend reports include embedded spark charts, which are small line graphs that plot up
to four key values—Start, End, High, and Low—for a selected date range. See the STA
Screen Basics Guide for details about spark charts.

Data Read/Written Trends
Summarizes the amount of data read and written, and average data compression ratio
over a selected date range.

The Total Data Stored values are the total amount of data stored on all media in the
selected libraries as of the indicated dates.

The Data Compression values displayed in the table are rounded to the nearest whole
number; the table cell tooltips display decimal value detail.

This portlet displays values for dates within the last six months (180 days) only. If you
filter for a date range extending past the previous six months, the portlet displays
values only for dates that fall within the allowed range. Following are examples:

= Filtering for "Number of Days More Than 25" shows values for the period from 60
to 25 days ago.

s Filtering for "Number of Days Less Than 75" shows values for the period 60 days
ago to current.

= Filtering for "Number of Days More Than 200" shows no data.

A-4 StorageTek Tape Analytics User's Guide



Report Portlets

Drive Capacity Planning (30 Days)
Summarizes installed drive slots, installed drives, removed drives, and drive
utilization statistics over the last 30 days.

The Drives Under-utilized count includes unknown drives (drives for whichSTA has
received no data), as well as drives that have never been used.

Drives Fewest Meters Between Recent Cleanings

Lists drives that have run the fewest meters of tape between the two most recent
cleanings. The table only includes drives for which STA has recorded at least two
cleaning actions. This is as of the current point in time.

Drives Watch List

Summarizes drives with Action or Evaluate drive health. Lists the drive serial number,
model, Drive Health Indicator, Drive Health Trend, and most recent annotation. This is
as of the current point in time.

Media Capacity Planning (30 Days)
Summarizes installed, activated, and occupied media slots, media removed, and
media utilization statistics over the last 30 days.

Media Exceptions

Lists media that have been removed from the tape library system through some means
other than a cartridge access port (CAP), SL3000 access expansion module (AEM),
SL150 mailslot. This is as of the current point in time.

Media Validation

Summarizes media validation results by verification test type. By default, this portlet
shows data for the last 14 days. The counts in the Pass, Fail, and Unknown columns
are based on the MV Result attribute, as follows:

s Use-MV Resultis Use
»  Fail - MV Result is Failed or Degraded
s Unknown — MV Result is Unknown

This table reports completed validations only; pending or in-process validations are
not included. It includes validations initiated by all sources, including host
applications, SL Console, and the library CLI, as well as STA. See "Media Validation
Initiators" on page 8-22 for details.

Media Watch List

Summarizes media with Action or Evaluate media health. Lists the volume serial
number (volser), type, Media Health Indicator, Media Health Trend, and most recent
annotation. This is as of the current point in time.

Monitored Device Trends

Summarizes the number of resources in your tape library system over a selected date
range. Information includes the total number of libraries, robots, CAPs, pass-through
ports (PTPs), elevators, drives, media, and media removed through a CAP, SL3000
AEM, or SL150 mailslot.

Report Portlets

Report portlets are text-only summaries of current information about your tape library
system.
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Data Read Report
Summarizes total data read from media, including the daily average, daily high and
low marks, and average compression ratio.

Data Written Report
Summarizes total data written to media, including the daily average, daily high and
low marks, and average compression ratio.

Drives Health Report
Summarizes the number of drives by Drive Health Indicator as computed by STA.

Library Status Report
Summarizes the number of libraries by Library Top-Level Indicator reported by the
library.

Media Health Report

Summarizes the number of media by Media Health Indicator as computed by STA.
The "Unknown" category includes media for which STA has not received sufficient
data to calculate health; this may occur for the following reasons:

s The media has not been mounted in a drive during the time STA has been
monitoring it.

s The STA Supported attribute for the media has a value of True. This indicates the
media has a type does not meet the minimum requirements for STA analytics—for
example, SDLT and LTO-2 media. See the STA Requirements Guide for details about
supported media types.

Media Validation Report

Summarizes media validation activity, including a breakdown of validations
performed, number of media validated, number of drives used, and validation elapsed
times.

Monitored Device Counts

Summarizes total devices monitored in your tape library system, including libraries,
robots, CAPs, pass-through ports (P1Ps), elevators, drives, media, and media removed
through a CAP, SL3000 AEM, or SL150 mailslot

By default, this report includes all devices as of the current date. However, when
filtered by STA Start Tracking Date (Days) or STA Start Tracking Date (No. Days), the
report counts include the number of devices with STA Start Tracking dates that fall in
the specified range of dates or number of days. For example, if you use the filter "STA
Start Tracking Date Less Than 7 Days Ago," the report only counts devices that were
added to the tape library environment during the last seven days; devices monitored
for longer are not included.
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STA Predefined Templates

This section includes short descriptions of the predefined templates for each Overview,
Analysis, and Messages screen. The following sections are included:

Home Tab

s "Dashboard Templates" on page B-2

Tape System Hardware Tab

s "Complexes Overview Templates" on page B-3

» 'Libraries — Overview Templates" on page B-4

» 'Libraries — Messages Templates" on page B-4

= "Drives — Overview Templates" on page B-5

s "Drives — Analysis Templates" on page B-6

s '"Drives — Messages Templates" on page B-6

s "Media - Overview Templates" on page B-6

= "Media - Analysis Templates" on page B-8

s "Media — Messages Templates" on page B-8

= "Robots Overview Templates" on page B-8

s "CAPs Overview Templates" on page B-8

s '"PTPs Overview Templates" on page B-9

= "Elevators Overview Templates" on page B-9

Tape System Activity Tab

s "Alerts Overview Templates" on page B-9

= "Exchanges Overview Templates" on page B-10

s 'Drive Cleanings Overview Templates" on page B-11
= "Media Validation Overview Templates" on page B-11
= "All Messages — Overview Templates" on page B-11
= "All Messages — Analysis Templates" on page B-12
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Dashboard Templates

Dashboard Templates
Dashboard B Templates M BE &

STA-Defauit
STA-Disshbosnd -G aphs
Midia Health @ B T ¥ | Orive Health D H T ¥ | Lbraryststus  STA-Dashboard-A8-Reports
STA-Dashboard-al-Tables
. STA-Dashboard Nearine Dady

GOT2 CLM L = sL3000 i STA-Dashboand-Nearling Hourly

o = ik = = STa-Dashboard-Mearine Monthly

oK 1500 [ STADashboard-earine Weekly

LTO1 CLN s LTOA & '_'.-_3:_':.i ﬂﬁﬂﬁmw'ﬁﬂl

STA-Default
Provides a comprehensive summary of the condition, configuration, and daily
performance of your tape library system.

B Fomat ColemCont: | 32 Rowheght | 2203 Q| @ -

D0 CLM LRI HMOANTN

STA-Dashboard-All-Graphs
Displays all available graph portlets in alphabetical order. This template is useful for
selecting portlets to include in Dashboard templates and Executive Reports.

STA-Dashboard-All-Reports
Displays all available report portlets in alphabetical order. This template is useful for
selecting portlets to include in Dashboard templates and Executive Reports.

STA-Dashboard-All-Tables
Displays all available table portlets in alphabetical order. This template is useful for
selecting portlets to include in Dashboard templates and Executive Reports.

STA-Dashboard-Nearline-Daily

Displays daily summary information for drive and media activity in your tape library
system over the last 30 days. The displayed portlets summarize mount activity, I/O
throughput, drive and media utilization, and drive and media slot availability.

Note: Data displayed in this template is updated at the end of each
day. For bar charts, at least one full day's worth of data must have
been collected by STA in order for data to be displayed. For line
graphs, at least two data points are required, so at least two days'
worth of data are required.

STA-Dashboard-Nearline-Hourly

Displays hourly summary information for drive and media activity in your tape
library system over the last four days. The displayed portlets summarize mount
activity, I/O throughput, drive and media utilization, and drive and media slot
availability.

Note: Data displayed in this template is updated at the end of each
hour. For bar charts, at least one full hour's worth of data must have
been collected by STA in order for data to be displayed. For line
graphs, at least two data points are required, so at least two hours'
worth of data are required.
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Complexes Overview Templates

STA-Dashboard-Nearline-Monthly

Displays monthly summary information for drive and media activity in your tape
library system over the last 365 days. The displayed portlets summarize mount
activity, I/O throughput, drive and media utilization, and drive and media slot
availability.

Note: Data displayed in this template is updated at the end of each
month. For bar charts, at least one full month's worth of data must
have been collected by STA in order for data to be displayed. For line
graphs, at least two data points are required, so at least two months'
worth of data are required.

STA-Dashboard-Nearline-Weekly

Displays daily summary information for drive and media activity in your tape library
system over the last 100 days. The displayed portlets summarize mount activity, I/O
throughput, drive and media utilization, and drive and media slot availability.

Note: Data displayed in this template is updated at the end of each
week. For bar charts, at least one full week's worth of data must have
been collected by STA in order for data to be displayed. For line
graphs, at least two data points are required, so at least two weeks'
worth of data are required.

STA-Dashboard-Quick-Start
Displays information about the overall configuration and condition of the tape library
system; used with the STA Quick Start Guide.

Complexes Overview Templates

Complexes Overview @  Templates: M B3

D oot S & @ STA-Defalt
STA-Complex-Al
RO% /JHX BOx /JHX STAComlex Confgreten (R 38
Media Shots Occupied MB Read (X1 STA-Comples 4 niration
STA-Default

Displays basic library complex configuration.

STA-Complex-All
Displays all library complex graphs and table attributes.

STA-Complex-Configuration
Displays library complex configuration information.

STA-Complex-Utilization
Displays information about the amount and rates of library complex activity and drive
utilization.
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Libraries — Overview Templates

Libraries — Overview Templates

2

Format:

B O v JHEX B ey JHX STaLb-Base-dnformaton [N 3¢
Media Slats Occupsed ME Read MB'  STALb-Configuration

Libraries - Overview @ Templates: M B &

8 82 @ STA-Default

STALb-a0

ki STA-Lib-Health
STALib-Quick Start

F ' STA-Lb-Utillization
f *u TR ~

-

STA-Default
Displays basic library properties and configuration information.

STA-Lib-All
Displays all library table attributes.

STA-Lib-Base-Information
Displays the base library configuration and relatively static data; useful for library
description and inventory listings.

STA-Lib-Configuration
Displays library configuration and connection information; useful for troubleshooting
connection issues.

STA-Lib-Health
Displays information about library health, firmware, and SNMP connection with STA.

STA-Lib-Quick-Start
Displays information about the overall configuration and condition of the library; used
with the STA Quick Start Guide.

STA-Lib-Utilization
Displays summary information about the amount and rates of library activity and
drive utilization.

Libraries — Messages Templates

Libraries - Messages @  Templates: A ENE

@

View -

Miate CHME tran rame'd |

Format: iS5 0EE

STA-Default

BB 7% | ragenmber: 15 of1

!Library EL\brary Serial

Tran Tuna ‘ 1 2t Annntation library Camnlay Mama Vibrary Mama Mavira TN Pavira Artiity

STA-Default
Displays SNMP traps, including detail about the library and device involved.
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Drives — Overview Templates

Drives — Overview Templates

Drives - Overview

]

Format:

MB Read

B O % JHX

i e

HB Write

STA-Default

Displays drive configuration information and the status of the most recent exchange

that occurred on the drive.

STA-Drive-All

B O ®

JHR

Displays all drive graphs and table attributes.

STA-Drive-Base-Information

k] Templates: M jjj_!

STA-Defauit
STA-Drive-Al
STA-Drive-Base-Information EF 4
STA-Drive-Enterpnse Performance
STA-Drive-Health

STA-Drive-LTO-Performance
STA-DriveLTO-Utization
5TA-Drive-Last-Exchange

STA-Drivie-My
STA-DrivePerformance-30-Days jﬁ
STA-Drive-Utlrabon

Displays the base drive configuration and relatively static data; useful for drive

description and inventory listings.

STA-Drive-Enterprise-Performance

Displays summary performance data for enterprise drives only.

STA-Drive-Health

Displays current and summary health and activity information for all drives.

STA-Drive-Last-Exchange

Displays information for the last exchange that occurred on each drive.

STA-Drive-LTO-Performance

Displays performance data for LTO drives only.

STA-Drive-LTO-Utilization

Displays utilization statistics for LTO drives only.

STA-Drive-MV

Displays drives that meet the criteria for performing STA media validation. The
displayed attributes provide detail that is useful for selecting and monitoring the
performance of drives that may be assigned to the validation drive pools.

STA-Drive-Performance-30-Days

Displays summary performance data for all drives over the last 30 days.

STA-Drive-Utilization

Displays utilization statistics for all drives.
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Drives — Analysis Templates

Drives — Analysis Templates

Drives - Analysis D Tempistes: M B@E
[k /] Formats __j E ‘:_L STaDefaul £
STA-Drive-Frmmare Levels

e 3 ST D -Fosad Mo ginal
Librarv Complex Hame Total

STA-Default
Summarizes current drive health by library complex.

STA-Drive-Firmware-Levels
Summarizes current drive firmware levels by drive type.

STA-Drive-Read-Marginal
Summarizes the "Exchange Read Marginal" status for applicable drives, by library
complex name. Applicable to StorageTek T10000 drives only.

Drives — Messages Templates

Drives - Messages @  Templates:  [STAOSREEN, 5 7]
STA-Default |

@ Fomat = EE | B

View ~ E? |_—'q. ? 'ﬂ ﬁ‘ Page Mumber: 1 ofl

Date SNMP trap recv'd |Tran Tvpe | Last Annotation | Drive Tvpe | Drive Vendor ‘ Device Serial Number ‘ Device State | Device Address | Library Comple

STA-Default
Displays SNMP traps, including detail about the drive involved.

Media — Overview Templates

Media - Overview @  Templates: M B @
|

' ~ e ik '’
@ Femat B & @ STA-Default
STA-Media-Al I
- R == g = | |
Box JHX BHBox /HX STA-Medka-Base-informaten S
MB Read MB Write
STA-Media-Cleaning

TR0 1,050,

0 ~ e STA-Media Expired

.,

00K e ‘m,‘ Bok L STa-Media-Health

22 f,’ *u o s STA-Media 4 TO-Performance
- 75 <
; Y STA-Media ATO-Utzation
00K ¥ < B0
__Systen 4 o Syster STA-Medka Last-Exchangs fstem
S Herane e Awerage jerage
&' 3000 o 45K STAMedia MIR-Stats
2004 30k STAMedia-My
. STA-Media-StatsLastExchangs
il STA-Medka-T10K-Performancs
oK T I;-f“ T STA#edia-T10KAtizaton
& 19/3113 11313 .

STA-Default
Displays base information about the media, its most recent exchange, and the drive
involved.

STA-Media-All
Displays all media graphs and table attributes.
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Media — Overview Templates

STA- Media-Base-Information
Displays the base media information and relatively static data; useful for media
description and inventory listing.

STA-Media-Cleaning
Displays base information about cleaning media only. Also displays the status of the
cleaning media's most recent exchange and the drive involved.

STA-Media-Expired
Displays information about expired media. Your Oracle support representative may
ask you to use this template before submitting error log information.

STA-Media-Health
Displays current and summary health and activity information for all media.

STA-Media-Last-Exchange
Displays information about the last exchange for each piece of media.

STA-Media-LTO-Performance
Displays summary performance information for LTO media only.

STA-Media-LTO-Utilization
Displays summary utilization information for LTO media only.

STA-Media-MIR-Stats
Displays data from the media information record (MIR).

STA-Media-MV-Calibration

Displays media that may be used for calibration and qualification of validation drives.
The displayed attributes provide detail that is useful for selecting and monitoring the
performance of media that may be candidates for inclusion in the calibration media
logical group.

STA-Media-MV-Performed
Displays media that have been validated within the last 30 days. The displayed
attributes provide detail about media validation operations performed on these media.

STA-Media-Stats-Last-Exchange

Displays throughput and efficiency information for the last exchange for each piece of
media. Your Oracle support representative may ask you to use this template before
submitting error log information.

STA-Media-T10K-Performance
Displays summary performance information for T10000 media only.

STA-Media-T10K-Utilization
Displays summary utilization information for T10000 media only.

STA-Media-Utilization
Displays summary utilization information for all media.
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Media — Analysis Templates

Media — Analysis Templates

Media - Analysis e mg} BE
@ romat ZEH 5 STA-Default
STA-Media-HealthiyMedatype

» =
STA-Default
Summarizes current media health by library complex.

STA-Media-HealthByMediaType
Summarizes current media health by media type.

Media — Messages Templates

Media - Messages ®  Templates: . WEENE
|
@ Format: = EE | § STA-Default |
view ~ | [% Fﬂu ? E gﬂ' Page Number: 1§ of1
I T :
Nate SUMP tran remy'd | Tran Tunes | | At Annntatinn !VDIL”.TIE Serial Media Tuna Neviee Artivity Caueri it likrary Camnlev Mames 1ihrary
STA-Default

Displays SNMP traps, including detail about the drive involved.

Robots Overview Templates

Library Components - Robots Overview @  Templates: M & 8
@ rFomet HE E @ STA-Defait
- STARobot-Al
BOxw JHX BO v AHX BOx JHX
STA-Default

Displays properties and activities for all library robots.

STA-Robot-All
Displays all available data attributes for all library robots.

CAPs Overview Templates

Library Components - CAPs Overview @  Tempiates: M B3
@  Fomat B &4 @® STA-Defaudt |
= J it sr..“cﬂlu
B w JHM Bh® 2w M
STA-Default

Displays properties and activities for all library cartridge access ports (CAPs), SL3000
Access Expansion Modules (AEMs), and SL150 mailslots.

STA-CAP-AIl
Displays all available data attributes for all library CAPs, SL3000 AEMs, and SL150
mailslots.
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Alerts Overview Templates

PTPs Overview Templates
Library Components - PTPs Overview @  Templates: M BE
® Fomaz = E2 | E STA-Default
STAPTP-A1
v BBTEQ B

STA-Default
Displays properties and activities for all SL8500 library pass-thru ports (PTPs).

STA-PTP-AlI
Displays all available data attributes for all SL8500 library PTPs.

Elevators Overview Templates

Library Components - Elevators Overview @  Tempistes: BB
[n] STA-Dwefauit

vews BB TEQ H

FFF

@ Fomat = B
STA-Bevator-Al |

STA-Default
Displays properties and activities for all SL8500 library elevators.

STA-Elevator-All
Displays all available data attributes for all SL8500 library elevators.

Alerts Overview Templates

Alerts Overview @  Templates: W BE
STA-Default

@ Fomat = =B
STA-Alerit-Al

L;l
view- | S BB T 8 Q| B | Pagebumben 173 of1 _ShowDismissed erts |

STA-Default

Displays summary information for all STA alerts. The displayed attributes identify the
alert policy, severity, criteria, and the tape library system resource or event for which
the alert was generated.

STA-Alert-All
Displays all available attributes for all STA alerts.
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Exchanges Overview Templates

Exchanges Overview Templates

Exchanges Overview D Templates: M BB

B

Format: 5 2 @ STA-Default
STA-Exchange-Aleris-Al
-':'é T e _2’ j R _&? T o .:-’? I.f x STA-Exchange Alerts-Emors L{t x

Maunt Read MB

B0k

Haount Write MB STA-Exchange-Alerts-Informational
b STA-Exchange-fer ts-Severs
STA-Ewchangs-Aler ts-\ armang
Sn 5TA-Exchange Base -Informabon
l STAExchange-MIR -Alerts

STA-Default
Displays identification and status information for the drive, media, and library
involved in each exchange.

STA-Exchange-Alerts-All
Displays information about alerts that occurred during exchanges; exchanges that
have not generated an alert are not included.

STA-Exchange-Alerts-Errors

Displays all exchanges that resulted in at least one severe or warning tape alert. The
displayed attributes provide detail about the types of errors that occurred. Severe tape
alerts indicate an error on the exchange that may put your data at risk. Warning tape
alerts indicate an error that may be associated with a hardware failure.

Your Oracle support representative may ask you to use this template before submitting
error log information.

STA-Exchange-Alerts-Informational

Displays all exchanges that resulted in at least one informational tape alert. The
displayed attributes provide detail about the types of alerts that occurred.
Informational tape alerts do not indicate an error on the exchange—cleaning alerts are
an example.

STA-Exchange-Alerts-Severe

Displays all exchanges that resulted in at least one severe tape alert. The displayed
attributes provide detail about the types of errors that occurred. Severe tape alerts
indicate an error on the exchange that may put your data at risk.

STA-Exchange-Alerts-Warning

Displays all exchanges that resulted in at least one warning tape alert. The displayed
attributes provide detail about the types of errors that occurred. Warning tape alerts
indicate an error on the exchange that may be associated with a hardware failure.

STA-Exchange-Base Information

Displays base information for all exchanges, such as drive and volume serial number,
drive and media health, drive and media exchange status, MB read and written, and
times.

STA-Exchange-MIR-Alerts

Displays all exchanges that resulted in alerts related to the media information record
(MIR). Your Oracle support representative may ask you to use this template before
submitting error log information.
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All Messages — Overview Templates

Drive Cleanings Overview Templates

Drive Cleanings Overview

O T [REENN B @

3  Formal: ﬂ Ch -é;l ST A D Fanlt
| STA-=Clearsng-al
Box JHEXR BHOo v JHEHX STA-Cleaning-Base-Information [ 9
Heters Between 2 Host Recent Cleans Drive Lifetime Meters Drive Lifetime Loads
STA-Default

Displays identification and status information for the drive, media, and library
involved in each cleaning exchange.

STA-Cleaning-All
Displays all cleaning exchange attributes.

STA-Cleaning-Base-Information
Displays base information for all cleaning exchanges, such as drive and volume serial
number, drive lifetime cleans, and current and maximum cleaning uses.

Media Validation Overview Templates

Media Validation Overview @  Templates: M B3
Meda Vabdabon Status: Media Validation is DISABLED STh-Defaudt
-H' \_Jl ST A ediavabdation -Al
_— =2 TR TN ¢ . -~ s - . L - b a r
STA-Default

Displays summary information for all media validation requests. The displayed
attributes identify the request state, verification test, initiator, and policy name, if
applicable. The validation results are shown for completed validations.

STA-MediaValidation-All
Displays all available attributes for all media validations.

All Messages — Overview Templates

All Messages - Overview @ Templates: [STADeENET [E)

@  Format:
view » | [

Mate SNMP tr

STA-Default
STA-Messages-all

BYY%® & Page Mumber: 12 ofs STA-Messages-Base-Information

nnnnnnn

Ty . .
Tran Tunea | | aet Annntatinn | lihrary Cnmnles Mames | Likrarw Mames ELIbI’n.ﬁl'.\l' |L|hra_ry Serial | Ne

STA-Default
Displays SNMP traps, including detail about the library and device involved.

STA-Messages-All
Displays all attributes available for SNMP traps (no graphs are available for this
screen).

STA- Messages-Base-Information
Displays base data for SNMP traps; useful for an overview, description, and listing of
STA messages.
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All Messages — Analysis Templates

All Messages — Analysis Templates

All Messages - Analysis @ Tempates: M B
@ rfomat = H | & STADefault | |
STA-Default

Summarizes STA message severity levels by library complex.
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STA Dialog Box Reference

This section contains reference information for the following types of STA data entry
dialog boxes.

= "Login Dialog Box" on page C-1

= "Dashboard Dialog Box" on page C-2

= "Filter Dialog Box" on page C-4

= "Media Validation Overview Dialog Boxes" on page C-5
= "Logical Groups Dialog Boxes" on page C-8

s "Alert Policy Wizard" on page C-12

= "Executive Reports Policies Dialog Boxes" on page C-14
= "Templates Management Dialog Boxes" on page C-17

s "Media Validation Policy Wizard and Dialog Boxes" on page C-23
= "Service Log Dialog Boxes" on page C-26

= "SNMP Connections Dialog Boxes" on page C-28

s "User Management Dialog Boxes" on page C-34

» "Email Configuration Dialog Boxes" on page C-36

For descriptions of dialog boxes relating to user preferences and tables, see the STA
Screen Basics Guide.

Login Dialog Box

= "Login" on page C-1

Login

Login @
sername |

Passward

Login

Inauthorized use of this site is prohibited and mayw
lead to disciplinary action, up to and including
kermination andfor criminal prosecution,
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Dashboard Dialog Box

Description

This dialog box appears when you enter the URL of the STA server in your browser.
Your STA administrator will provide you with an STA username and password for
logging in.

Note: You have up to five chances to log in successfully. After five
unsuccessful login attempts within a five-minute period, you will be
locked out of your user account for 30 minutes. For security reasons,
your account cannot be reset during the lockout period, even by the
STA administrator, so you must wait the full 30-minutes before
attempting to log in again.

Screen Fields

Username
Required.

Enter the STA username you want to log in with.

Password
Required.

Enter the password assigned to the STA username.
Buttons
Login

Click to log in. Once your username and password are authenticated, you are taken to
the Dashboard.

Note: The Accessibility Settings dialog box may appear before the
Dashboard.

See Also
=  "LogIntoSTA" on page 1-3

Dashboard Dialog Box

= "Annotate" on page C-3
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Annotate

E} Annotate (&N - |

The Media Health graph shows the current media health, based on analysis of every
exchange in which each media has been involved. The analytics take into account historical
drive and media health.

You may add additional notes to this panel:

You may enter up to 1,000 characters, This text will be displayed on printed reparts.

Save Annotation | Cancel |

Description

This dialog box allows you to add or modify a Dashboard portlet annotation. It
appears when you click Portlet Information on a Dashboard portlet.

Note: The text you enter is specific to the current Dashboard
template. For example, if the Drive Health portlet appears in several
Dashboard templates, each instance of the Drive Health portlet can
have a different annotation associated with it.

Note: Annotation text is specific to your STA username. For
example, annotations entered by one user on the Drive Health portlet
do not appear to a user logged in with a different STA username.

Screen Fields

You may add additional notes to this panel:
Type the text you want to appear on Executive Reports.

Annotations can be up to 1,000 ASCII characters in length. There are no formatting
options, such as boldface or color. Also, spacing options, such as forced line feeds, are
not preserved on the Executive Reports.

Buttons

Save Annotation
Click to apply the annotation to the Dashboard portlet.

Cancel
Click to dismiss this dialog box without applying the annotation.

See Also
= "Add or Change a Dashboard Portlet Annotation" on page 2-17
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Filter Dialog Box

Filter Dialog Box

= 'Filter Data" on page C-4

Filter Data

5P Filter Data

@) Match ANY of the following

Filter Matching:
AR | Match ALL of the following

Drive Model [=] [1= ] [LTOS =
Encryption Capable [=] |True [+]

Xpe B g

Apply | Reset | Canicel |

Description

This dialog box allows you to specify the criteria you want to use to filter data in a List
View or Pivot table. You can specify any number of criteria.

This dialog box appears when you click Filter Data on a table toolbar.

Screen Fields
Filter Matching
Indicate the type of matching you want to use for the filter. Options are:

= Match ANY of the following — Selects table records that meet any of the criteria
you specify. This is the default.

s Match ALL of the following — Selects only records that meet all of the criteria you
specify.

Filter criteria list
Enter the filter criteria you want to apply to the table. You can add as many rows as
you want. On each row, you specify the criteria through the following menu selections:

s Table attribute — All available attributes for the table are listed in the menu.

Note: If you know the name of the attribute you want to select, you
can type the first few letters to quickly move the cursor to that item in
the menu.
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= Filter operators — Filter operators vary by attribute type.
= Attribute value — Attribute values vary by attribute.

See Table 4-1, " Filter Operators by Attribute Type" for details about the menu
selections.

Buttons

Add new filter criteria row
Click to add a new row to the list of filter criteria.

Remove this filter criteria row
Click to delete the current row of filter criteria.

Apply
Click to apply your entries. The table is updated to display only those records that
meet the selection criteria you have specified.

Reset
Click to reset the dialog box to the default settings.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
s "Use the Filter Data Dialog Box to Change a Table Filter" on page 4-10

Media Validation Overview Dialog Boxes
= "Cancel Requests" on page C-5
= "Resubmit Media" on page C-6
= "Reorder Pending Requests" on page C-7

Cancel Requests

Cancel @ R

Cancel Media Validation for 'STA1177

Yes M

Description

This dialog box allows you to cancel a selected media validation request. It appears
when you select an in-progress or pending media validation request on the Media
Validation Overview screen and then click Cancel.

Buttons

Yes
Click to cancel the selected media validation request.
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No
Click to dismiss the dialog box without canceling the media validation request.

See Also
= "Cancel Pending Media Validation Requests" on page 8-50

s "Cancel In-Progress "Complete Verify" Validations" on page 8-52

Resubmit Media

@ Resubmit Media ]

The following media vl be resubmitted for Media Validation:

STA115 (T10000T2, Library Complex =SLE500_7)

Vahdabon test torun: | Bamc Verify L=

Dirbvm: | Aarlosslsct (Ressmmerced ) -

Description

This dialog box allows you to resubmit a selected media validation request. It appears
when you select a completed media validation request on the Media Validation
Overview screen and then click Resubmit Media.

Screen Fields

Validation test to run
Select the media validation test you want to run. The menu lists all verification tests
available on T10000C and T10000D drives.

Perform validations from beginning of tape
Appears only if you have selected Complete Verify or Complete Verify Plus. Select this
option if you want all selected media to be validated from the beginning of tape (BOT).

Resume interrupted validations when possible, otherwise start at beginning
Appears only if you have selected Complete Verify or Complete Verify Plus. Select this
option if you want the selected media to be validated from wherever the previous
validations left off, if this can be determined from the media information record (MIR).

Drive
Select the validation drive you want to use. The menu displays all validation drives in
the standalone library or library complex.

This option is available only if all media you have selected for validation are in the
same standalone library or library complex. If this option is not available, STA
automatically selects compatible drives to perform the validations.
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Buttons

OK
Click to submit the request.

Cancel
Click to dismiss the dialog box without submitting the request.

See Also
= "Submit Manual Media Validation Requests" on page 8-40

Reorder Pending Requests

%3 Reorder Pending Requests @ B

Reorder Pending Requests

MNGDOES

FT183

ORT 159
TIOa 35

TR D
3 A b

SO | Coned |

Description

This dialog box allows you to reorder pending media validation requests. It appears
when you click Reorder Pending Requests on the Media Validation Overview screen.

Screen Fields

Reorder Pending Requests
List of all pending media validation requests, in the order they are to be run. Select one
or more requests you want to re-order. This field supports multi-select.

Buttons

Ordering arrows
These buttons are active only if you have selected one or more items in the Reorder
Pending Requests list.

Arrows Description

& OF w Move the selected item(s) up or down, one place at a time.
= or & Move the selected item(s) to the top or bottom of the list.

OK

Click to apply your updates.

Cancel
Click to dismiss the dialog box without applying your updates.
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See Also
= "Reorder Pending Media Validation Requests" on page 8-47

Logical Groups Dialog Boxes
=  "Logical Groups" on page C-8
»  "Create or Edit Logical Group" on page C-9
= "Delete Logical Group" on page C-11

s "Unassign Entities" on page C-11

Logical Groups

ﬁ Logical Groups @28

Adding 2 Drives to logical group:

Dallas [=]

(04 Cancel |

Description

This dialog box allows you to add drives or media to a manual logical group. It
appears when you select one or more drives or media on the Drives — Overview or
Media — Overview screen and then click Logical Groups.

Screen Fields

Adding to Logical Group menu
Select the logical group to which you want to add the selected drives or media.

Buttons

OK
Click to apply your entries.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
= "Add Drives and Media to a Manual Logical Group" on page 7-13
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Create or Edit Logical Group

Create Logical Group D@

LOGCA Lo CUD 30me LTLD-Lm

Logecal Geroup Type: Marua
& Dynanmc
Entity Assignment Policies

. & Mabch ANY of the folowing
via

Match ALL of Bhe follovang
Crive Type w| s | | Thmidmé oL b o
Drive Type [=] s [=] [Fpltrums . b 4
Madia Type T L3 T LYD& - x
_Save | Cancel
Description

This dialog box allows you to create manual and dynamic logical groups. For dynamic
groups, you use this dialog box to define the matching policy criteria for selecting
drives and media for the group.

This dialog box appears when you click Add Logical Group or Edit Logical Group on
the Logical Groups screen.

Screen Fields

Logical Group Name
User-assigned name for the logical group. Your entry can be up to 249 alphanumeric
characters, and it must be unique.

Logical Group Type
Required field for the Create Logical Group dialog box. Display-only field for the Edit
Logical Group dialog box.

Indicate the type of logical group. Options are:

= Dynamic - Drives and media are automatically selected for this group based on
the selection criteria you define.

= Manual - Drives and media are selected for this group manually.

Filter Matching

Note: This field appears only for dynamic logical groups.

Indicate the type of matching you want to use for the selection criteria. Options are:

= Match ANY of the following — Selects drives and media that meet any of the
criteria you specify. This is the default.
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s Match ALL of the following — Selects only drives and media that meet all the
criteria you specify.

Selection criteria rows

Note: These fields appear only for dynamic logical groups.

Enter the selection criteria you want to use for this group. You can add as many rows
as you want. On each row, you specify the criteria through the following menu
selections:

s Drive and media attributes — Selected drive and media attributes are listed in the
menu. See "Dynamic Group Selection Criteria" on page 7-3 for the complete list.

Note: If you know the name of the attribute you want to select, you
can type the first few letters to quickly move the cursor to that item in
the menu.

= Selection operators — Selection operators vary by attribute type. These are similar
to the operators in the Filter Data dialog box. See Table 4-1, " Filter Operators by
Attribute Type" for details.

= Attribute value — Attribute values vary by attribute.

Buttons

Add new filter criteria row

Note: This button appears only for dynamic logical groups.

Click to add a new row to the list of selection criteria.

Remove this filter criteria row

Note: This button appears only for dynamic logical groups.

Click to delete the associated selection criteria row.

Save
Click to save the logical group. If it is a dynamic group, STA begins building the group
according to the specified selection criteria.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
»  "'Create a Manual Logical Group" on page 7-11

s "Create and Define a Dynamic Logical Group" on page 7-17
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Delete Logical Group

Delete Logical Group @8

Are you sure you wish to delete the logical group:
LTOS-Dyn

{all entities currently assigned will be released from this group)

Description

This dialog box allows you to confirm whether you want to delete the selected logical
group. It appears when you when you select a logical group on the Logical Groups
screen and then click Delete.

Buttons

Yes
Click to delete the selected logical group.

No
Click to cancel the deletion and keep the selected logical group.

See Also
»  "Delete a Logical Group" on page 7-26

Unassign Entities

Unassign entities 2R

Are you sure you wish to remaove 2 drives from logical group 'EncDrives'?

Description

This dialog box allows you to confirm whether you want to remove the selected drives
or media from the manual logical group. It appears when you select one or more
records in the Drives or Media table on the Logical Groups screen and then click
Unassign Entities.

Buttons

Yes
Click to remove the selected drives or media from the group.

No
Click to cancel the removal and keep the keep the selected drives or media in the

group.

See Also
= "Remove Drives and Media From a Manual Logical Group" on page 7-15
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Alerts Policies Dialog Boxes
= "Alert Policy Wizard" on page C-12

Alert Policy Wizard

Alert Policies Y]

Enter Rule Mame Select Target Sehup Rule Recplents Review
R = mert pel

Pobcy Name:  STA-Meda-MIR Cormupbed-Fobcy

Policy Descrofon:  This policy will match when & media's MIR has become corrupted,
Er IA
VARNING
tra Conditian: wert: Meda Cart Memory Fallure True, or Alert: Meda Directory Comupt
R T
Emad Reopents:  usar Bdoman. com
Enable Alart Pol o
| |
Badk Mgt Save Cancel
Description

This wizard allows you to define and enable new alert policies. It also allows you to
modify information for existing policies.

This wizard appears when you select New Alert Policy or Edit Alert Policy on the
Alerts Policies screen.

Screen Fields

Policy Name

Policy Name
User-assigned name for the alert policy. Your entry can be up to 250 alphanumeric
characters, and it must be unique.

Policy Description
Optional field. User-assigned description of the alert policy.

Policy Type
Entity Type
Select the type of library system component or event for which this policy may

generate alerts.

Select Severity
Select the severity level of the alert policy. Options are:
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= Severe — May generate alerts every hour
= Warning — May generate alerts every 24 hours

= Informative - May generate just one alert

Alert Criteria

Filter Matching
Indicate the type of matching you want to use for the alert policy criteria. Options are:

= Match ANY of the following — Triggers an alert when any of the criteria you
specify are met. This is the default.

= Match ALL of the following — Triggers an alert only when all the criteria you
specify are met.

Alert criteria rows
Enter the criteria you want to use for this alert policy. You can add as many rows as
you want. On each row, you specify the criteria through the following menu selections:

= Attributes — The attributes vary according to the selected Entity Type.

Note: If you know the name of the attribute you want to select, you
can type the first few letters to quickly move the cursor to that item in
the menu.

= Selection operators — Selection operators vary by attribute type. These are similar
to the operators in the Filter Data dialog box. See Table 4-1, " Filter Operators by
Attribute Type" for details.

= Attribute value — Attribute values vary by attribute.

Recipients

Email Recipients
Select the check box of each email address to receive emails whenever alerts are
generated from this policy.

Review

Enable Alert Policy
Select the check box to create the policy and enable it immediately. De-select the check
box to create the policy but leave it disabled for now; you can enable it at a later time.

Buttons

Breadcrumbs
Breadcrumbs are activated for wizard screens you have already visited and for the
next immediate screen. Click a link to go directly to the selected screen.

Back
Click to go back to the previous screen in the wizard.

Next
Click to go to the next screen in the wizard.
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Cancel
Click to exit the wizard without applying your entries.

Save

Note: This button appears only on the last screen of the wizard.

Click to apply your entries and create or update the alert policy.

See Also
= "Create an Alert Policy" on page 5-12

= "Modify an Alert Policy" on page 5-18

Executive Reports Policies Dialog Boxes
= "Add/Edit Executive Reports Policy" on page C-14
= "Reports" on page C-16
s "Delete" on page C-16

Add/Edit Executive Reports Policy

Add [Edit Executive Reports Policy »Ba
ReportMame:  * | Dady Al Reperts 30- 1|
Source Dashboard Template: * | STA-Dashboard Mearkne -Daly -
Locale: ™ | English [
Start Date: M 14-03-21 :{5
Run Frequency: | Every 30 days =)
Shared: (@) Public 7)) Privake
Emad Recpients: user | Bahmple . fom; uter JBes ¥
Save Save and Run | Cancel
Description

This dialog box allows you to define or modify an Executive Report definition,
including name, source Dashboard template, run frequency, shared status, and email
recipients.

This dialog box appears when you click Add or Edit on the Executive Reports Policies
screen.

Screen Fields
Report Name

Type the name you want to assign to the report. Your entry can be up to 255
alphanumeric characters.
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Source Dashboard Template

The menu lists all Dashboard templates that are available to the current STA
username. Select the template you want to use as the basis of the Executive Report.
The report will include all information in this template.

Locale

The menu lists all languages in which Executive Reports can be produced. Select
English.

Start Date

Specify the date when you want scheduled runs of this report to begin. Reports are run
shortly after 00:30 UTC, starting on this date. The default is tomorrow, in which case
the report runs for the first time shortly after 00:30 UTC the day after it is defined.

Run Frequency
In the menu, select the frequency at which you want the report to run. Options are:

s Daily

= Every7days

= Every 30 days
= Every 90 days
= Every 365 days

Shared
This field allows you to specify whether this report can be shared with all STA users in
the STA user interface. You must select one of the following options:

»  Public — Report is available to all users.

»  Private- Report is available to the current STA username only. This does not affect
the email recipients list—copies of the report can be emailed to any addresses that
have been defined to STA, as described below.

Email Recipients
Specify the email addresses to which you want copies of this report emailed after each
report run. An email is sent to each address with a PDF attachment of the report.

The menu lists all email addresses that have been defined to STA. In the menu, select
the check box next to each email address you want to receive this report. You can select
as many addresses as you want. Select the "All" check box to select all check boxes in
the list.

Buttons

Save

Click to apply your entries. The report will be run automatically at the first scheduled
date. You can also run the report manually from the Setup & Administration >
Executive Reports Policies screen.

Save and Run
Click to apply your entries and run this report now. This does not affect the report's
regular schedule.

Cancel
Click to dismiss this dialog box without applying your entries.
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See Also
s "Create or Modify an Executive Report Policy" on page 6-10

Reports

Reports N
Run repaort ‘MonthlyML' immediately?

{This will not affect the report's regular schedule)

Cancel

Description

This dialog box allows you to confirm whether you want to run the selected Executive
Report. The report is run at the first available opportunity, which could take up to two
minutes.

This dialog box appears when you click Run on the Executive Reports Policies screen.
Buttons

OK
Click to run the report.

Cancel
Click to dismiss the dialog box without running the report.

See Also
= "Run an Executive Report On Demand" on page 6-6

Delete

Delete Y - |

Delete report definition "All-Reports'?

{This will not delete any previous runs of this report)

Description

This dialog box allows you to confirm whether you want to delete the selected
Executive Report definition.

This dialog box appears when you click Delete on the Executive Reports Policies
screen.
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Buttons

Yes

Click to delete the selected Executive Report definition. This does not affect copies of
this report that have already been run; they can still be viewed from the Home >
Executive Reports screen.

No
Click to cancel the deletion and keep the selected Executive Report definition.

See Also
»  "Delete an Executive Report Policy" on page 6-13

Templates Management Dialog Boxes
= "Reset (Templates)" on page C-17
s "Import Template" on page C-18
= "Rename Template" on page C-19
»  "Delete Template" on page C-20
= "Save Template" on page C-21
s "Save Template (Overwrite)" on page C-22
s "Default Template" on page C-22

Reset (Templates)
Reset @
Restore Pre-defined Templates
Do you wish to restore all pre-defined templates?
Yes Mo
Description

This dialog box allows you to restore all STA predefined templates that have been
deleted. The templates will be restored and made available to all users.

This dialog box appears when you click Restore Predefined Templates on the
Templates Management screen.
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Screen Fields
None
Buttons

Yes
Click to restore all STA predefined templates.

No

Click to dismiss this dialog box without restoring the templates.

See Also
= "Restore the STA Predefined Templates" on page 3-21

Import Template
Import Template @
Template File: [ Browse_. ]
OK | Cancel
Description

This dialog box allows you to import a template from your local computer so it is
available to your STA username.

Screen Fields

Template File
Click Browse and navigate to the location of the template file you want to import. The
file must have a .xml extension.

Buttons

OK
Click to import the specified template.

Cancel
Click to dismiss the dialog box without importing the template.

See Also
= 'Import a Template" on page 3-18
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Rename Template

/ Rename Template @

Mew Mame: | ExchTime

0K Cancel

Description
This dialog box allows you to rename a custom template.
Screen Fields

New Name
Type the name you want to assign. Your entry can be up to 255 alphanumeric
characters, and it must be unique.

Buttons

OK
Click to apply your changes.

Cancel
Click to dismiss the dialog box without applying your changes.

See Also
s "Rename a Template" on page 3-17

STA Dialog Box Reference C-19



Templates Management Dialog Boxes

Delete Template
Delete Template @
Are you sure you want to delete the saved template 'ExchTime'?
[ Do not ask for confirmation in the future
Delete Cancel
Description

This dialog box allows you to confirm the deletion of a template. It appears when you
click Delete on the Templates Management screen and your Confirmation preferences
indicate you want to be prompted before deleting a template.

Screen Fields

Do not ask for confirmation in the future
Select this check box to suppress this dialog box for future template deletions.

You can restore the dialog box at any time; see the STA Screen Basics Guide for
instructions.

Buttons

Delete
Click to delete the template.

Cancel
Click to dismiss the dialog box without deleting the template.

See Also
»  "Delete a Template" on page 3-19
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Save Template

@ Save template )
Template Marme; I
& Private
Shared:
" public

Save | Cancel |

Description

This dialog box allows you to save the current screen settings as a template. It appears
when you click Save Template on the Templates Toolbar.

Screen Fields

Template Name
User-defined name for this template. Your entry can be up to 255 alphanumeric
characters in length.

If you type a new name, a new template is created. If you type a name that already
exists, the specified template is overwritten with any changes you have made to the
screen. Depending on your Confirmation preferences, you may be prompted for a
confirmation before overwriting an existing template.

Shared
Indicate whether you want the template to be visible to other STAusernames. Options
are:

»  Private — The template is available to the current STAusername only.

»  Public — The template is available to all STAusernames.

Buttons

Yes
Click to save the template.

No
Click to dismiss the dialog box without saving the template.

See Also
s "Create a Template" on page 3-12
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Save Template (Overwrite)

Save Template

Do you wish to overwrite the existing template?

[ Do not ask for confirmation in the future

= M

Description

This dialog box allows you to confirm modifications to an existing template. It appears
when you are about to overwrite an existing template and your Confirmation
preferences indicate you want to be prompted before doing so.

Screen Fields

Do not ask for confirmation in the future
Select this check box to suppress this dialog box for future template modifications.

You can restore the dialog box at any time; see the STA Screen Basics Guide for
instructions.

Buttons

Yes
Click to overwrite the template to match the current layout.

No
Click to dismiss the dialog box without overwriting the template.

See Also
s "Modify a Template" on page 3-14
Default Template
Default Template
Are you sure you want to set template 'STA-Nearline-Monthly' to be the default for this page?

[7] Do not ask for confirmation in the future

Yes M

Description

This dialog box allows you to confirm the currently applied template as the default for
this screen. It appears when you click Default Template in the Templates toolbar on
any screen and your Confirmation preferences indicate you want to be prompted
before setting a new default.
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Screen Fields

Do not ask for confirmation in the future
Select this check box to suppress this dialog box when you set a default template in the
future.

You can restore the dialog box at any time; see the STA Screen Basics Guide for
instructions.

Buttons

Yes
Click to set this template as the default.

No
Click to dismiss the dialog box without setting the default template.

See Also
= "Set the Default Template for a Screen" on page 3-10

Media Validation Policy Wizard and Dialog Boxes

"Media Validation Configuration Confirmation" on page C-23

"Media Validation Policy Wizard" on page C-24

Media Validation Configuration Confirmation
Media Validation Configuration €]

MOTICE: Media Validation will be disabled for all eligible devices.

Are you sure you want to disable Media Validation?

Yes M

Description

This dialog box allows you to confirm whether you want to enable or disable the
media validation feature on STA. This is a global setting and affects media validation
operations for your entire tape library system.

This dialog box appears when you select the Enabled or Disabled radio buttons in the
Media Validation State field on the Media Validation Configuration screen.

Buttons

Yes
Click to confirm you r selection.

Cancel
Click to dismiss this dialog box without applying your selection.
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See Also
= "Enable or Disable Media Validation on STA" on page 8-30

Media Validation Policy Wizard

Define Media Validation Policy LA
L]

Enter Policy Mame  Select Target Setup Polcy Review

Review the configurabon of your Media Validabon polcy

chCy Mame:  Vabdate-pn-Bad-MIR
Pokcy Descrpbon:
Logical Graup:  LTO-Deives-Dyn
cy Criteria: - Bad MIR detected

abdabon Test Type: Basc Verify

Back | MEat Save | Cancel |

Description

This wizard allows you to define and enable new media validation policies. It also
allows you to modify information for existing policies.

This wizard appears when you click New Media Validation Policy, Edit Media
Validation Policy, or Copy Media Validation Policy on the Media Validation Policies
toolbar.

Screen Fields

Enter Policy Name

Policy Name
User-assigned name for the media validation policy. Your entry can be up to 250
alphanumeric characters, and it must be unique.

Policy Description
Optional field. User-assigned description of the media validation policy.

Select Target

Select media type and optional library complex
Click this button to indicate you want to have media selected for validation based on
media type and optional library complex.

Media Type
Select the type of media.
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Library Complex (Optional)
Select the library complex.

Select logical group
Click this button to indicate you want to have media selected for validation based on a
defined logical group.

Logical Group
Select the logical group.

Set Up Policy

Policy Criteria
Select the criteria for selecting media within the group you have specified on the
previous screen. Options are:

= Random selection — This is the default.
= Media Health = Action

= Media Health = Evaluate

= Media Health = Monitor

= Extended period of non-use

= Newly entered

= Bad MIR detected

Validation Test Type
Select the type of validation to be performed by this policy. Options are:

= Basic Verify

= Standard Verify

s Complete Verify

= Complete Verify Plus
= Verify Rebuild MIR

Review

Enable Policy
Select the check box to create the policy and enable it immediately. De-select the check
box to create the policy but leave it disabled for now; you can enable it at a later time.

Buttons

Breadcrumbs
Breadcrumbs are activated for wizard screens you have already visited and for the
next immediate screen. Click a link to go directly to the selected screen.

Back
Click to go back to the previous screen in the wizard.

Next
Click to go to the next screen in the wizard.
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Cancel
Click to exit the wizard without applying your entries.

Save

Note: This button appears only on the last screen of the wizard.

Click to apply your entries and create or update the alert policy.

See Also
»  'Create a Media Validation Policy" on page 8-54

= "Modify a Media Validation Policy" on page 8-63

Service Log Dialog Boxes
= Section, "Create New Log Bundle"
= Section, "Log Bundle Run Info"

»  Section, "Delete Selected Log Bundle"

Create New Log Bundle

Create MNew Log Bundle

Log Bunidle MNarme:

Save | Cancel |

Description

This dialog box allows you to assign a name to a new RDA (Remote Diagnostic Agent)
log bundle.

This dialog box appears when you click Create New Log Bundle on the Logs Toolbar.

Screen Fields

Log Bundle Name
Enter a name. Log name requirements are:

m  Maximum of 210 characters

= Can only contain alphanumeric characters and underscores, but cannot contain
four or more consecutive underscores.

= Spaces are replaced with underscores.
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= Cannot begin with the following uppercase characters:

COM
LPT
PRN
CON
AUX
NUL

Buttons

Save
Click to apply your entries.

Cancel

Click to dismiss this dialog box without applying your entries.

See Also
n  STA Administration Guide

Log Bundle Run Info
Log Bundle Run Info B

Collecting diagnostic data ...

l.m

RDA Data Collection Started 03-5Sep-2013 13:33:02

Processing Initialization module ...

Processing OCM module ...

Processing PERF module ...

Processing CFG module ..

Processing OS5 module ...

Processing PROF module ...

Processing NET module ...

Processing Oracle installation madule ...

Processing WREQ module ...

Processing STA module ...

Hashing credential information......

Starting MySql STA database dump to fvar/Tog/tbi/db/dump.......
ERROR 1045 (2B000): Access denied for user ‘root'@'localhost’ (using
password: NO)

ERROR 1045 (2B000): Access denied for user ‘root'@localhost’ (using
password: NO)

ERROR 1045 (28000): Access denied for user "root'@ocalhost’ (using
password: NO)

ERROR 1045 (28000): Access denied for user "root'@Tocalhost’ (using
password: NO)

ERROR 1045 (28000): Access denied for user "root'@Tocalhost’ (using
password: NO)

ERROR 1045 (28000): Access denied for user "root'@localhost’ (using
password: NO)

ERROR 1045 (28000): Access denied for user "root’@localhost” (using L

_Close |

Description

This dialog box displays detailed information from the latest log bundle creation run.
It appears when you select a log bundle on the Service — Logs screen and click Log
Bundle Run Info. This is a display-only dialog box.

STA Dialog Box Reference C-27



SNMP Connections Dialog Boxes

Buttons

Close
Click to dismiss the dialog box.

See Also
n  STA Administration Guide

Delete Selected Log Bundle

Delete Log Bundle @

Are you sure you want to delete the selected log bundle:

Test

Delete | Cancel |

Description

This dialog box allows you to confirm whether you want to delete the selected log
bundle. It appears when you when you select a bundle on the Service — Logs screen
and then click Delete. The name of the selected bundle is displayed in the dialog box.

Buttons

Delete
Click to delete the log bundle.

Cancel
Click to dismiss the dialog box without deleting the log bundle.

See Also
n  STA Administration Guide

SNMP Connections Dialog Boxes

C-28

s "Define SNMP Client Settings" on page C-29
s "Define Library Connection Details" on page C-31

s "Confirmation (Delete Library Connection)" on page C-33
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Define SNMP Client Settings

Define SNMP Chent Settings t/N ]

STA SHMP Comnechon Username (Auth] =

STA Engana 1D O B00000 260500000 140e 552 5b85

Tragy Leneis 1,2:3,4,11,13,14,21,25, 27,41, 45,61,63,65,8 1,85, 100
Jser Community * | public
Trap Community * | pyhlic
smve | _cance |

Description

This dialog box allows you to define SNMP connection settings for STA so it can
receive SNMP data from one or more libraries. You must define settings for both the
SNMP v3 and SNMP v2c protocols. The appropriate settings (SNMP v3 or SNMP v2c)
will be used with each monitored library, depending on library firmware level and
which SNMP protocol the library is configured to use. See the STA Installation and
Configuration Guide for details.

You must define all of the following settings:
s For SNMP v3 connections:
- User name
- Connection authorization password
- Privacy password
s For SNMP v2c connections:
- User community name
— Trap recipient name

This dialog box appears when you click Edit on the SNMP Client Attributes Toolbar.

Screen Fields

Note: The following fields define the SNMP v3 connection settings
for STA, and all are required. If all monitored libraries use SNMP v2c
for STA communications, these entries will be ignored and you can
enter any values.

STA SNMP Connection Username (Auth)
Required.
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Enter the name of the STA SNMP v3 user. This user must also be defined on all
monitored libraries that use the SNMP v3 protocol for STA communications.

Enter STA SNMP Connection Password (Auth)
Required.

Enter the connection authorization password for the SNMP v3 user. This password
must also be defined on all monitored libraries that use the SNMP v3 protocol for STA
communications.

Verify STA SNMP Connection Password (Auth)
Required.

Re-type the connection password to ensure that you have entered it correctly. An error
message will be displayed if the two passwords do not match.

Connection Password Encryption (Auth)

Display only.

Encryption technique for storing the connection password. This is always SHA (Secure
Hash Algorithm).

Enter Privacy Encryption Password (Privacy)
Required.

Enter the privacy encryption password for the SNMP v3 user. This password must
also be defined on all monitored libraries that use the SNMP v3 protocol for STA
communications.

Verify Privacy Encryption Password (Privacy)
Required.

Re-type the privacy password to ensure that you have entered it correctly. An error
message will be displayed if the two passwords do not match.

Privacy Encryption Protocol (Privacy)

Display only.

Encryption technique for the SNMP privacy mechanism. This is always DES (Data
Encryption Standard).

STA Engine ID
Display only.
Globally unique SNMP engine ID for the STA server. This is assigned by STA and is

distinct from the library engine ID provided by each library. Both are required to
ensure secure communication.

Trap Levels
Display only.

List of all the SNMP traps that STA can process. This does not necessarily mean that
these traps have been configured on the monitored libraries; you must verify this on
each library.

Note: The following fields define the SNMP v2c connection settings
for STA, and both are required.
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User Community
Required.

Enter the name of the STA SNMP v2c user. This user must also be defined on all
monitored libraries that use the SNMP v2 protocol for STA communications. The
default is public.

Note: If all monitored libraries use SNMP v3 for STA
communications, this entry will be ignored and you should leave the
value set to public.

Trap Community
Required.

Enter the name of the STA SNMP v2c trap recipient. This trap recipient must also be
defined on all monitored libraries that use the SNMP v2 protocol for sending traps to
STA. The default is public.

Note: If all monitored libraries use SNMP v3 for sending STA traps,
this entry will be ignored and you should leave the value set to public.

Buttons

Save
Click to apply your entries.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
»  STA Installation and Configuration Guide

Define Library Connection Details

Define Library Connection Details |

STATP Address  * | 10,80, 175.36 [w

—

Save | Cancel |
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Description
This dialog box allows you to define connection details for a library that you want to
connect to STA.

This dialog box appears when you click Add or Edit on the SNMP Monitored Libraries
Toolbar.

Screen Fields

Library Complex

Display only.

Library complex ID. This ID is automatically generated by STA when you successfully
retrieve the latest library configuration data.

Library Name
Required.

Enter the name you want to assign to the library. This name will be used to identify the
library throughout the STA screens. You may want to use the library host name.

Library Primary IP Address
Required.

Enter the IP address of the public port on the library. For SL150 libraries, this is the
Network Port 1 port; for SL500 libraries, it is the 1B port; for SL3000 and SL8500
libraries, it is the 2B port.

Note: For SL3000 and SL8500 libraries using the Redundant
Electronics feature, this is the 2B port on the active controller card.

Library Secondary IP Address
This field does not apply to SL150 and SL500 libraries and should be left blank.

For SL3000 and SL8500 libraries, your entry in this field depends on the specific
configuration of the library. This entry enables STA to maintain uninterrupted SNMP
communications with the library if either a Redundant Electronics switch or a Dual
TCP/IP failover occurs.

s For libraries with the Redundant Electronics feature, enter the IP address of the 2B
port on the alternate (standby) controller card

n  For libraries with the Dual TCP/IP feature, enter the IP address of the 2A port on
the active controller card.

s For libraries with both features, you can choose which IP address to enter,
depending on which feature you want STA to support without interruption. See
"Configuring the Libraries for STA"in the STA Installation and Configuration Guide
for detailed instructions.

s For libraries with neither of these features, leave this field blank.
STA IP Address
Required.

The menu lists all available IP addresses for the STA server. Select the IPv4 address the
library should use to send SNMP data to the server. If there is more than one listed and
you are not sure which one to use, see your STA administrator for assistance.
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Library Engine ID
Unique SNMP engine ID of the library automatically provided by the library
whenever a library data collection is performed.

Under normal circumstances, you should not modify this field. However, if you have
reason to believe the library engine ID has changed (due to a firmware upgrade, for
example), you should blank out this field and STA will detect the new engine ID
during the next Check/Test Connection or Get Latest Data operation. This is the only
time you should modify this field.

Automated Daily Data Refresh

Enter the time of day when you want STA to collect the latest configuration data from
the library. The data will be collected automatically every 24 hours at this time, local to
the time zone you specify in the Time Zone field.

The default is 00:00 (12:00 am). Use 24-hour time format for your entry (for example,
13:00 is 1:00 pm).

Note: Itis recommended that you choose a time period when there is
typically lighter library usage, so the data collection does not conflict
with other significant library activity.

Caution: If you leave this field blank, scheduled automatic library
data collections will be disabled. This will cause your STA library
configuration data to become out of sync with the library.

Library Time Zone
In the menu, select the library's local time zone.

Buttons

Save
Click to apply your entries.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
»  STA Installation and Configuration Guide

Confirmation (Delete Library Connection)

Confirmation €78

Delete tib from the configuration?

Ok Cancel

Description

This dialog box allows you to confirm whether you want to delete the selected library
connection. It appears when you when you select a monitored library on the
Configuration - SNMP Connections screen and then click Delete.
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Buttons

OK
Click to delete the selected library connection.

Cancel
Click to cancel the deletion and keep the library connection.

See Also
»  STA Installation and Configquration Guide

User Management Dialog Boxes
= "User Configuration" on page C-34

»s  "Delete User" on page C-35

User Configuration

User Configuration *]

User Name:  * | sia operator
W a g alie g Dperator user

Opar s boe -

Description

This dialog box allows you to create or modify an STA username.It appears when you
click Create New User or Modify User on the Configuration — Users screen.

Screen Fields

User Name

Note: This field is active only for Create New User.

Type the name you want to assign to this STA user. Your entry must be unique.

Description
Type a brief description of the STA username.

Role
Select the role you want to assign to this STA username. Options are:
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Delete User

= Viewer — Can access all Home, Tape System Hardware, and Tape System Activity
screens.

= Operator — Has all privileges of the Viewer role. Also has editing privileges for
some Setup & Administration screens and view-only privileges on Configuration
screens.

= Administrator — Has all privileges of the Operator role, plus has full editing
privileges for all Setup & Administration screens.

Enter Password
Verify Password

Enter Password
Type the password to want to assign to the user. The entry is masked as you type.
Password requirements are as follows:

= Must be 8-32 characters in length

= Must have at least one special character

= Must not have any of the following special characters:
<>&2 () {3+

Verify Password

Type the password again to verify that you have entered it correctly.

Buttons

Save
Click to apply your entries.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
»  STA Installation and Confiquration Guide

Delete User @

You have chosen to delete the selected user:
Admin

If this user has private templates and/or reports, or is
the owner of logical group(s), how do you wish to handle them?

@ Leave them in place, make them public
(7 Delete them

Delete | Cancel |
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Description

This dialog box allows you to confirm whether you want to delete the selected user. It
appears when you select an STA username on the Configuration — Users screen and
then click Delete.

Screen Fields

If this user has private templates or groups, how do you wish to handle them?
Indicate what you want to do with any logical groups or private templates owned by
this STA username. Options are:

= Make them public — Keep the templates, Executive Report policies, and logical
groups, but make them public and available to all STA usernames. This is the
default.

»  Delete them — Delete all private templates, Executive Report policies, and logical
groups owned by this STA username.

Buttons

Delete
Click to delete the STA username.

Cancel
Click to dismiss the dialog box without deleting the STA username.

See Also
»  STA Installation and Configuration Guide

Email Configuration Dialog Boxes
s "Define SMTP Server Details" on page C-37
s "Define Email Details" on page C-38
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Define SMTP Server Details

Define SMTP Server Details &

P Port 5

i Pl StorageTek Tape Anadybics Alert

o | s Sacure Conneclion Protoool
TS
Lo

| Reguires Authentcabon

o
- ]
]

e | Cancel

Description
This dialog box allows you to define the email settings for the SMTP server used to
send emails from the STA application.

This dialog box appears when you click Edit Selected SMTP Server on the
Configuration — Email screen.

Screen Fields

SMTP Host Address
Enter the IP address or fully qualified DNS alias of your SMTP email server.

SMTP Port
Enter the SMTP port number for outgoing mail transport. Typically, this is port 25, but
check with your IT system administrator to verify that this is the port used at your site.

From Name
Enter the name you want displayed in the "From" line in email from the server.

From Email Address
Enter the email address from which the email is being sent. If you do not want users to
reply to this email, you may want to enter an address in the format:

DoNotReply@Your_Company.com

Enabled?
Select this check box to enable the SMTP email server. De-select this check box to
disable the email server.

Use Secure Connection Protocol

Select this check box to select the appropriate secure connection protocol. See your IT
system administrator to determine which connection is right for you. You must select
one of the following options:
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s TLS - Click to select Transport Layer Security.
»  SSL-Click to select Secure Sockets Layer.

Requires Authentication
Select this check box to indicate that the SMTP server requires authentication.

Username
Enter a username supported by the SMTP server. Required only if you have selected
the Requires Authentication check box.

Enter Password
Enter the password assigned to the user. Required only if you have selected the
Requires Authentication check box.

Verify Password
Enter the password again to verify that you have entered it correctly. Required only if
you have selected the Requires Authentication check box.

Buttons

Save
Click to apply your entries.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
»  STA Installation and Configuration Guide

Define Email Details

Define Email Details i@

hgdress  * | user Pdoman, com

Save | Cancel |

Description

This dialog box allows you to add an email address eligible to receive emails from
STA.

This dialog box appears when you click Add Email or Edit Selected Email on the
Email Addresses Toolbar on the Configuration — Email screen.
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Screen Fields

Address
Enter a destination to send email to in the form:

your_name @your.company.com

Language-Locale
In the menu, select English if it is not already displayed.

Time Zone
In the menu, select the recipient's local time zone.

Buttons

Save
Click to apply your entries.

Cancel
Click to dismiss this dialog box without applying your entries.

See Also
»  STA Installation and Configuration Guide
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