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Copyright © 2008, 2010, Oracle and/or its affiliates. All rights reserved. 

The Programs (which include both the software and documentation) contain proprietary information; they 

are provided under a license agreement containing restrictions on use and disclosure and are also 

protected by copyright, patent, and other intellectual and industrial property laws. Reverse engineering, 

disassembly, or decompilation of the Programs, except to the extent required to obtain interoperability 

with other independently created software or as specified by law, is prohibited. 

The information contained in this document is subject to change without notice. If you find any problems in 

the documentation, please report them to us in writing. This document is not warranted to be error-free. 

Except as may be expressly permitted in your license agreement for these Programs, no part of these 

Programs may be reproduced or transmitted in any form or by any means, electronic or mechanical, for any 

purpose. 

The platform-specific hardware and software requirements included in this document were current when 

this document was published. However, because new platforms and operating system software versions 

might be certified after this document is published, review the certification matrix on the My Oracle 

Support (formerly OracleMetaLink) Web site for the most up-to-date list of certified hardware platforms 

and operating system versions. The My Oracle Support (formerly OracleMetaLink) Web site is available at 

the following URL: 

http://metalink.oracle.com/ 

or 

http://support.oracle.com/ 

If the Programs are delivered to the United States Government or anyone licensing or using the Programs 

on behalf of the United States Government, the following notice is applicable: U.S. GOVERNMENT 

RIGHTS Programs, software, databases, and related documentation and technical data delivered to U.S. 

Government customers are "commercial computer software" or "commercial technical data" pursuant to 

the applicable Federal Acquisition Regulation and agency-specific supplemental regulations. As such, use, 

duplication, disclosure, modification, and adaptation of the Programs, including documentation and 

technical data, shall be subject to the licensing restrictions set forth in the applicable Oracle license 

agreement, and, to the extent applicable, the additional rights set forth in FAR 52.227-19, Commercial 

Computer Software -- Restricted Rights (June 1987). Oracle USA, Inc., 500 Oracle Parkway, Redwood 

City, CA 94065. 

The Programs are not intended for use in any nuclear, aviation, mass transit, medical, or other inherently 

dangerous applications. It shall be the licensee's responsibility to take all appropriate fail-safe, backup, 

redundancy and other measures to ensure the safe use of such applications if the Programs are used for 

such purposes, and we disclaim liability for any damages caused by such use of the Programs. 

Oracle and Primavera are registered trademarks of Oracle Corporation and/or its affiliates. Other names 

may be trademarks of their respective owners. The Programs may provide links to Web sites and access to 

content, products, and services from third parties. Oracle is not responsible for the availability of, or any 

content provided on, third-party Web sites. You bear all risks associated with the use of such content. If 
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you choose to purchase any products or services from a third party, the relationship is directly between 

you and the third party. Oracle is not responsible for: (a) the quality of third-party products or services; or 

(b) fulfilling any of the terms of the agreement with the third party, including delivery of products or services 

and warranty obligations related to purchased products or services. Oracle is not responsible for any loss 

or damage of any sort that you may incur from dealing with any third party. 

To view the P6 Commercial Notices and Disclosures for Documentation, go to the 

\Documentation\<language>\Notices and Disclosures folder of the P6 physical media or download. 
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ODS Security Implementation 

For P6 Reporting Database R2.1, the ODS user security implementation is different than it was in the 

previous release.  

ODS User Security in P6 Reporting Database R1 

In P6 Reporting Database R1, Project Management application users needed the report_user_flag set to 'Y' 

in the USERS table in the P6 EPPM database. During an ETL run or Incremental run, the USERS table was 

checked. An ODS database user would be created for those flagged users, with the same username and 

password as the P6 EPPM users. The new ODS database users were able to view only the data for which 

they had permissions to view in the P6 EPPM database. 

ODS User Security in P6 Reporting Database R2.1 

For P6 Reporting Database R2.1, P6 EPPM users must be given Enterprise Reports module access to 

become reporting users in the ODS database. If a P6 EPPM user was a reporting user in a previous version 

they still must be granted module access through P6 EPPM application. These users with the reporting_flag 

set to ‘Y’ will not become reporting users without newly granted Enterprise Reports module access. When 

granted module access, a database user is created in the ODS instance for the username.  

The ODS database users can only view the data for which they have permissions to view in the P6 EPPM 

database. P6 EPPM user passwords are not used as the ODS database users passwords. The ODS database 

users that are created for these P6 EPPM users have randomly generated passwords. An administrator (or 

a user with privileges to change other users's passwords) can reset the database user password in order to 

connect directly as the ODS database user. 

User Database Access 

The database access that the user has is based on a new role called P6Reports. This role gives the database 

user permissions to create a session. The user can only access public synonyms. These synonyms enable the 

user to view their P6 Reporting Database data. Because the user does not know the password, the 

recommended method for configuring P6 EPPM with the ODS reporting database is an SSO\LDAP 

configuration. 

Setting up both P6 EPPM and BI Publisher with LDAP enables users to connect through P6 and be 

authenticated against the BI Publisher WebService. This enables users to run reports, which will then use a 

proxy connection to retrieve data from the ODS. The data retrieved is specific to the user, and can be 

displayed in a report in P6.  

Customers who use a native authentication must configure BI Publisher to use database authentication with 

proxy, and then set up P6 with the Administrative user account for BI Publisher. The WebService to BI 

Publisher will use the Administrative BI Publisher account to connect and run the reports, and will also use 

a proxy connection to the ODS reporting database. 
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Configuration Information 

See the P6 Reporting Database Administrator's Guide (or the P6 Analytics Administrator's Guide if you purchased 

P6 Analytics) for specific configuration information. See Pre-defined BI Publisher Reports in the P6 online 

help for information about pre-defined reports. Also, see "Configure P6 for Reporting" and "Getting 

Started with BI Publisher Reports" in the P6 EPPM Administrator's Guide. 
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