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Chapter 6
Introduction

This topic describes each of the rules that are part of the
Documanage Bridge.

All Documanage Bridge rules reside in a single library. The
name of that library may be different on different platforms.

Platform Library Name
Windows dmg_brw32.dll
All other platforms libdmg_br.so




Chapter 6
Introduction

Types Of RU |eS There are three types of rules in the Documanage Bridge:

e Server Rules run only on the bridge server (IDS). They may appear only on rules lists
in docserv.ini.

e Client Rules run only on the standard IDS CGlI client. They may appear only on rules
lists in docclInt.ini.

e Utility Rules run on either IDS or the standard CGI client. They may appear on rules
lists in either docserv.ini or docclnt.ini.

The three types of rules are distinguished by the first letters of their names.

Prefix Type of rule Example

DmgBrs Server Rule DmgBrsValidateSession
DmgBrc Client Rule DmgBrcDumpFile
DmgBru Utility Rule DmgBruLogAttachments

Unless otherwise noted, all Documanage Bridge rules do their work on the forward run of the
rules list.



Attachment Variable Conventions

Attachment
Variable
Conventions

Unless otherwise noted, all Server Rules read their input attachment variables from the Output
Queue and write their output attachment variables to the Output Queue. The rule
DmgBrsCopyAttachment is provided for copying all attachment variables from the Input
Queue to the Output Queue so the Server Rules can find them. Since DmgBrsCopyAttachment
copies all attachment variables in this way, all input attachment variables also become output
attachment variables unless otherwise noted.

Prefixes

In the Documanage Bridge, there are some commonly used attachment variable prefixes that
have conventional meanings. These are shown in the following table.

Prefix Meaning Example

DOC_ Relates to a Document DOC_ID

FLD_ Relates to a Folder FLD_KEYSTRING

NTE_ Relates to a Note NTE_DESCRIPTION

PRJ_ Relates to a Project PRJ_PRIORITY

X Relates to an Extended Property, in XDOC_ denotes an Extended
combination with one of the other Document Property
prefixes

TSK_ Relates to a Task TSK_MANAGER

PS_ Relates to a Property Set PS_LIST

DIA_ Relates to a Diary DIA_TITLE

BRN_ Relates to a Project Branch BRN_ID

CONTENTS_ Relates to a Document contents fileor  CONTENTS_DECOMPRES
its Document. SED _PATH

ANNOTS Relates to a Document annotations file ~ ANNOTS_PATH

or its Document.
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Document, Folder, and Project Specifications

In the description of the input attachment variable of many rules, the terms document
specification, folder specification, or project specification are used. These terms are shorthand
for a standard cluster of attachment variables that uniquely identify a document, folder, or
project.

Current document A current document specification refers to the current version of a document.
specification
Variable Description

CABINET  The name of the document’s cabinet. Required.

DOC_ID The ID property of the document. Required.

Version document A version document specification refers to a particular version of a document. There are
specification alternative ways to supply the version, described below

Variable Description

CABINET The name of the document’s cabinet. Required.

DOC_ID The ID property of the document. Required.

DOC_MAJORVERSIO  The MajorVersion property of the document. Required if

N DOC_VERS is absent. This may be -1, to indicate the current
version.

DOC_MINORVERSIO  The MinorVersion property of the document. Required if

N DOC_VERS is absent, but ignored if DOC_MAJORVERSION
is-1.
DOC_VERS The MajorVersion and MinorVersion properties of the document

expressed in the format M.m, where M is the MajorVersion and
m is the MinorVersion separated by a dot. Requred if
DOC_MAJORVERSION or DOC_MINORVERSION is absent.
M may be -1, to indicate the current version.

Folder specification A folder specification refers to a specific folder. Either the KeyString property or the ID
property of the folder must be supplied. If both are present, the ID is ignored.

Variable Description

CABINET The name of the folder’s cabinet. Required.

FLD_LEVELNUMBER The LevelNumber property of the folder in the cabinet. One (1) is
the first level, that is, the level nearest the root. Optional, defaults

to 1.

FLD_KEYSTRING The KeyString property of the folder. Required if FLD_ID is
absent.

FLD_ID The ID property of the folder. Required if FLD_KEYSTRING is

absent. Note that, in some Documanage configurations, it may be
possible for the ID property of the folders in a cabinet to be non-
unique. Inthat case, use the KeyString in your bridge application.

It is always unique.
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Project specification

DOCSPEC

URL tail

A project specification refers to a specific project.

Variable Description

CABINET The name of the project’s cabinet. Required.

PRJ_KEYSTRING The KeyString property of the project. Required.

A DOCSPEC is a standardized output attachment variable that contains the elements of a
version document specification formatted for use in a URL. This is provided as a convenience
in the construction of URLS in a bridge client application. A DOCSPEC is in the following
form:

CABINET=url_encoded_cabname&DOC_ID=ID&DOC_VERS=M.m

Parameter Description

url_encoded_cabname The name of the document’s cabinet, encoded for use in a URL.
ID The ID property of the document.

M.m The MajorVersion and Minor\Version properties of the document
separated by a period.

A URL tail is a standardized output attachment variable that contains a fragment suitable for
use on the end of a URL that returns a file. This is provided as a convenience in the
construction of URLs in a bridge client application. A URL tail is in the following form:

Jurl_encoded_document_name.ext

url_encoded_file_name is the Name property of a document—sometimes with an indication of
a page number—with any forward slashes in the name replaced by underscores and encoded
for use in a URL.

ext is a file extension, sometimes denoting the file’s native file type and sometimes denoting a
file type to which the file is to be converted.

URL tails are useful as the last element in URLS that return a file. These URLs will typically be
for rules lists that contain rules with Return in their names, such as DmgBrsReturnDocument,

DmgBrsReturnConvertedDocument, and so on. When such a URL is used with a browser, the
URL tail provides a file name for display in any file saving dialog the browser may present.
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Standard Extended Project Properties

Extended project properties may be classified into two groups: those that appear in all
Documanage systems because they're used in managing workflow, and those that are unique to
a particular Documanage system because they are derived from the LOB tables. In this
document, call the former Standard Extended Project Properties, and the latter Extended
Project Properties.

Attachment variables for extended project properties are named like other extended properties.
They consist of a prefix of XPRJ_ followed by the bridge-encoded name of the extended
project property. For example, a variable might be named XPRJ_Claim$20Number, where
“Claim$20Number” is the bridge-encoded name of the Extended Project Property “Claim
Number”.

Attachment variables for standard extended project properties are named like basic properties.
They begin with a prefix of PRJ_. The names of the standard extended properties are:

Variable Name Equivalent To
PRJ_PROJECTID P_ProjectID and I_ProjectID
PRJ_WORKFLOWID P_WorkflowID
PRJ_DESCRIPTION P_Description
PRJ_STARTEDON P_StartedOn
PRJ_STARTEDBY P_StartedBy
PRJ_LASTTASK P_LastTask
PRJ_LASTTASKON P_LastTaskOn
PRJ_DUEDATE P_DueDate
PRJ_PRIORITY P_Priority
PRJ_STATUS P_Status
PRJ_|_TASKID I_ TaskID
PRJ_I_TASK |_Task
PRJ_|_ASSIGNEDTO I_AssignedTo
PRJ_|_LOCKEDBY I_LockedBy
PRJ_I_SINCE I_Since
PRJ_|_DUEDATE I_DueDate
PRJ_|_SUSPENDBY I_SuspendBy
PRJ_I_SUSPENDFOR 1_SuspendFor

PRJ_I_SUSPENDTILL

I_SuspendTill




Rule Parameters

Rule Parameters

A few rules take parameters that determine or modify their behavior.

In an INI file, the parameters are separated from the rule and from each other by commas.
Never insert white space before or after the commas.

Some parameters take a value which the rule uses directly, and some parameters take the name
of an attachment variable whose value is then used by the rule or which is otherwise processed
by the rule. Be sure to distinguish these two cases carefully.

RecordSet Wildcard

In a few cases where the name of an attachment variable can be passed as a parameter, it will be
noted that a RecordSet wildcard may be used. A RecordSet wildcard allows a particular field
in each record of an attachment variable record set to be processed.

The general format of a RecordSet wildcard is
RecordSetName*.FieldName

RecordSetName is the name of the RecordSet and FieldName is the name of a field in the
RecordSet.

For example, the rule DmgBrsEncodeURLField takes parameters that are the names of
attachment variables, and any of these may be a RecordSet wildcard.

function = dmg brw32->DmgBrsEncodeURLField, HITS*.FLD_KEYSTRING
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The above would cause DmgBrsEncodeURLField to process all of the FLD_KEYSTRING
variables in the HITS RecordSet. If the attachment contained the following variables, then
HITS1.FLD_KEYSTRING and HITS2.FLD_KEYSTRING would be processed.

HITS = 2

HITS1.FLD KEYSTRING = DMGSamples.dbo.Amergen.LName = 'Bradley'
HITS1.FLD_ID = 29

HITS2.FLD_KEYSTRING = DMGSamples.dbo.Amergen.LName = ‘Wilson’

HITS2.FLD_ID = 174



Server Rule Validations

Server Rule
Validations

Many server rules validate certain conditions before they run. If the conditions are not true, the
rule will do nothing and will not generate an error. The two common validations are listed
here. There are a few other validations specific to particular rules that are described in the
context of those rules.

« Reqtype. Validate that the reqtype is not the Failure reqtype, as configured in the INI
option [ReqTypes] Failure.

e Session. Validate the Documanage session by checking that the attachment variable
SESS_VALID contains 1. See DmgBrsValidateSession.

Some server rules do both validations, some do one or the other, and some do neither. The
description of each Server Rule lists its validations. Note that, for those rules that validate the
Session, SESS_VALID is not listed as an input attachment variable even though it is a required
input for the rule to run.
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RU |e The rule descriptions that follow have certain standard sections in them, which are illustrated
.- and explained in the sample rule description given here.
Descriptions

DmgBrsSampleRule

A brief description that summarizes the rule’s purpose.

The usage of the rule on a rules list, including any parameters.
Example: function = dmg brw32-
Usage >DmgBrsSampleRule, parametername

A table describing each of the rule’s parameters. This section is
Parameters absent if Usage does not list any parameters.

A table showing the name and description of each input attachment
Attachement inputs variable, or “None” if there are no inputs.

A table showing the name and description of each output
Attachement outputs attachment variable, or “None” if there are no outputs.

An extended description of the rule, giving necessary details of the
Remarks rule’s operation.

Examples Any examples that help illustrate the rule’s use.

How the rule changes the reqtype, if at all. See “ReqTypes” in
“Using the Documanage Bridge” and the sections that follow it for
ReqType changes a discussion of ReqType changes in the bridge. Server rules only.

A list of INI options that affect the rule, if any. See “Configuring the
Documanage Bridge” in “Using the Documanage Bridge” for more
INI options information. Server rules only.

Which validations, if any, the rule performs. Validations are
Validations described above. Server rules only.

Platform restrictions ~ Any platform limitations.

A list of suggested rules, if any, that might logically follow on the

same rules list. This list is not meant to be exhaustive, and other

possibilities may exist. The list is meant only to be illustrative of
May be followed by the kinds of combinations that might be useful. Server rules only.

See also A list of related or contrasting rules.

10
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This chapter contains descriptions of all Documanage
Bridge rules, in alphabetical order.

Be sure to read the introductory material in chapter 1 and
the General Reference, particularly "Configuring the Bridge
to Documanage”, before referencing these descriptions.

11
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DMGBRCDUMPFILE

DmgBrcDumpFile writes

a file into an HTTP response for a web server to return to a browser.

Usage function = dmg brw32-

>DmgBrcDumpFile,

directory, filename variable,disposition

Parameters The parameters provide an alternative way to notify DmgBrcDumpFile of the location of the
file to be output to the web server.

The parameters as a whole are optional. However, if you supply directory, then you must

supply filename_variable

since these two parameters work together.

Parameter

Description

directory

The directory path, with or without a trailing path delimiter, for the
directory in which the file to be dumped is stored. Optional.

filename_variable

The name of an attachment variable (case independent) that contains
the name of the file to be dumped, including any extension that may
be on the filename. Required when directory is supplied, otherwise
ignored.

disposition

Use a value of KEEP (case independent) for the disposition to
prevent the file described in the first two parameters from being
deleted after it is dumped. If this is set to any other value or is
omitted, the file will be deleted after it is dumped. Optional. Ignored
if either of the first two parameters is empty.

Attachment inputs DmgBrcDumpFile is designed to process ResTypes and reads the following variables from the

input queue.

Variable

Description

TARGET_FILE

The path to the file to be dumped. Ignored if parameters are
supplied, else required.

HTTP_CONTENTLENGTH | The size in bytes of the file, used in the HTTP header. This

variable is created by some Server Rules. Optional. If
missing, DmgBrcDumpFile will calculate the size of the file.

HTTP_MIMETYPE

The MIME type of the file, used in the HTTP header.
Required.

HTTP_STATUS

The HTTP status, used in the HTTP header. Required.

HTTP_COOKIENAME

The name of the Bridge’s cookie, used in creating a cookie
to put in the HTTP header. Optional.

HTTP_COOKIETEXT

The content of the Bridge’s cookie. Required if
HTTP_COOKIENAME is supplied, else ignored.

12



Attachment outputs

Remarks

Examples

Platform restrictions

DmgBrcDumpFile

HTTP_COOKIEPERSISTS | Contains 1 or 0 to indicate whether the Bridge’s cookie
persists or not. Use 0 for a non-persistent cookie. When it
is 0, DmgBrcDumpFile creates a cookie without an
expiration date, which the browser will discard when the
browser is closed. This has the effect of logging the user out
if cookies are used for security. Optional. Default is 1.

HTTP_COOKIEDATE The expiration date of the Bridge’s cookie. Ignored if
HTTP_COOKIEPERSISTS is 0. Optional. A non-persistent
cookie will be created if this is missing or empty even if
HTTP_COOKIEPERSISTS is 1.

None.

DmgBrcDumpFile creates an HTTP header for the target file and sends both the header and the
target file through the CGl interface as an HTTP response by writing them to stdout. In this
way, a file can be delivered to the browser. A number of Server Rules create files that can be
sent to a browser using this mechanism. The names of all of these rules begin with
“DmgBrsReturn:” DmgBrsReturnThumbnail, for example.

There are two ways that DmgBrcDumpFile can locate the file. One is through its parameters,
and the other is through TARGET_FILE. DmgBrcDumpFile will use TARGET_FILE unless
the parameters are supplied.

TARGET_FILE is output by the “Return” Server Rules, and includes a complete path to a file.
For TARGET_FILE to be useful, DmgBrcDumpFile must be able to see the file using that path.

If using TARGET _FILE isn’t feasible or convenient for some reason, use the parameters. They
are described above, and illustrated in the examples. The rules that return TARGET_FILE also
return a variable called TARGET_FILE_NAME, which contains only the name and extension
of the file. This variable can be useful in the second parameter.

The Bridge Server Rules with which you will typically use DmgBrcDumpFile provide all of
the required and optional HTTP_... variables.

When DmgBrcDumpFile’s parameters are not in use, DmgBrcDumpFile does not delete the
file specified in TARGET_FILE. This is because that file is nearly always stored in a Bridge
Cache in this case, and the Bridge Server Rules DmgBrsinit and DmgBrsldle will manage the
deletion of the files.

When DmgBrcDumpFile’s parameters are in use, then DmgBrcDumpFile will automatically
delete the file after it is dumped unless you set the last parameter to “KEEP”, case independent.

In this example, assume that the Bridge Server and Bridge Client are on separate computers.
Assume that the Bridge Server’s Cache directory, which is on the Bridge Server’s machine, is
accessible to the client via sharing. The rules list for running DmgBrcDumpFile for a particular
ResType might look like the following.

[RESTYPE: RETURN_ANNOTS]
function = ATCw32->ATCLoadAttachment

function = dmg brw32-
>DmgBrcDumpFile, \\host\bridgecache, Target file name, Keep

Suppose the variable TARGET_FILE_NAME happened to contain “myfile.jpg” for a
particular transaction. In the above example, DmgBrcDumpFile would attempt to process a
file whose full path was “\\host\bridgecache\myfile.jpg”. Notice that we’ve set the last
parameter to prevent deletion of the file, because it is in the Bridge Server’s Cache.

None.

13
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See also

DmgBrcReceiveTempFile
DmgBruPurgeFiles
DmgBrsValidateSession

Rules whose names begin with DmgBrsReturn

14



DmgBrcReceiveTempFile

DMGBRCRECEIVETEMPFILE

Usage

Parameters

Attachment inputs

Attachment outputs

Remarks

Examples

DmgBrcReceiveTempfile receives Bridge Temp Files sent over the queue from the Bridge
Server with ATCSendFile.

function = dmg brw32->DmgBrcReceiveTempfile,prefix,directory

Parameter Description

prefix A prefix that matches the prefix set for the corresponding ATCSendFile.
Required.

directory The directory path, with or without a trailing path delimiter, for the
directory in which the Temp File being received is to be stored. Required.

DmgBrcReceiveTempfile is designed to process ResTypes and reads the following variable
from the input queue.

Variable Description
TEMP_FILE_NA An attachment variable that contains the name of the Temp File being
ME received. Required. If this is absent, the rule does nothing.

None.

DmgBrcReceiveTempfile makes it convenient to receive Bridge Temp Files over the queue
from ATCSendFile. The transfer type used in ATCSendFile must be BINARY.

The use of Bridge Temp Files involves the use of the ReqType configured in [ReqTypes]
Redirection. That ReqType is also used in other situations. However, since
DmgBrcReceiveTempfile does nothing if TEMP_FILE_NAME is absent, it is safe to use
DmgBrcReceiveTempfile on the rules list that processes redirections, and it will do its work of
receiving a Temp File only when needed.

Suppose that a Temp File is being sent from the Bridge Server on a rules list where
ATCSendFile is set up as follows:

function = atcw32->ATCSendFile, DmgTemp, TARGET FILE,BINARY
Notice that the transfer type is BINARY.

Given the above call to ATCSendFile, the corresponding configuration of
DmgBrcReceiveTempfile might be as shown below. Notice that the prefix for
DmgBrcReceiveTempfile, “DmgTemp”, is the same as that used for ATCSendFile. Suppose
that the variable TEMP_FILE_NAME contains “myfile.pdf” for this transaction.

[RESTYPE:REDIR]

function = ATCw32->ATCLoadAttachment

function = ATCw32->ATCAppend2Attachment

function = ircltw32->IRCUnloadPage

function = dmg brw32->DmgBrcReceiveTempfile, DmgTemp,e:\temp\

function = dmg_brw32-

>DmgBruPurgeFiles, e:\temp\, 15, TEMP_FILE NAME

[HTMLTemplates:REDIR]

Page = dmg_br redir.htm

HTTPHeader = dmg _br header.htm

15
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Platform restrictions

See also

In the above, DmgBrcReceiveTempfile will receive the file sent by ATCSendFile and write it to
“e:temp\myfile.pdf”.

In the example, we’ve added DmgBruPurgeFiles to the rules list to delete files in e:\temp that
are more than 15 minutes old so that the directory does not fill up. It operates only if the trigger
TEMP_FILE_NAME is present.

If TEMP_FILE_NAME is not on the attachment, neither DmgBrcReceiveTempfile nor
DmgBruPurgeFiles will run, but whatever redirection has been requested will still run
unhindered.

None.

DmgBrcDumpFile
DmgBruPurgeFiles

16



DmgBrsAddDocumentAsRendition

DMGBRSADDDOCUMENTASRENDITION

DmgBrsAddDocumentAsRendition creates a Rendition relationship between two Document

Usage

Attachment inputs

Attachment outputs

Remarks

\ersions.

function = dmg brw32->DmgBrsAddDocumentAsRendition

Variable

Description

A Version Document
Specification

The first of the two Document Versions that will be related as
Renditions. Required.

A Version Document
Specification, with

“ 27 suffixed to each
variable name except
Cabinet

The second of the two Document Versions that will be related
as Renditions. The variables will be named CABINET (which
is perforce the same Cabinet as that of the first Version
Document Specification), DOC_ID_2, etc. Required.

Variable

Description

IS_WORKFLOW

Contains 1 if the Cabinet is a Workflow Cabinet, else 0.

FLD_LEVELNUMBE
R

The LevelNumber Property of the Folder of the first Document
Version. 1 is the first Level, that is, the Level nearest the root.
Exists only if IS_WORKFLOWCcontains 0.

FLD_KEYSTRING

The KeyString Property of the Folder of the first Document
Version. Exists only if IS_WORKFLOW contains 0.

FLD_ID

The Id Property of the Folder of the first Document Version.
Exists only if IS_ZWORKFLOW contains 0.

PRJ_KEYSTRING

The Keystring Property of the Project of the first Document
Version. Exists only if IS_WORKFLOW contains 1.

FLD_LEVELNUMBE
R 2

The LevelNumber Property of the Folder of the second
Document Version. 1 is the first Level, that is, the Level nearest
the root. Exists only if IS_WORKFLOWcontains 0.

FLD_KEYSTRING_2

The KeyString Property of the Folder of the second Document
Version. Exists only if IS_WORKFLOW contains 0.

FLD_ID_2

The 1d Property of the Folder of the second Document Version.
Exists only if IS_WORKFLOW contains 0.

PRJ_KEYSTRING_2

The Keystring Property of the Project of the second Document
Version. Exists only if IS_WORKFLOW contains 1.

DmgBrsAddDocumentAsRendition creates a Rendition relationship between two Document

\ersions.

The rule takes two Version Document Specifications as inputs. The two Specifications have the
same Cabinet, because Documents that are renditions of each other must be in the same
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ReqType changes
INI options

Validations

Platform restrictions

May be followed by

See also

Cabinet. The other variables in the Specifications are distinguished by appending “_2" to the

names of the variables for one of the two Documents versions.

This rule will fail if the Bridge is not connected to Documanage Service Release 2 or higher.

[ReqTypes] Failure if the rule fails.
None.

Session and Reqtype
None.
DmgBrsPresentDocument

DmgBrsPresentFolder

DmgBrsPresentProject

DmgBrsRemoveDocumentAsRendition

DmgBrsQueryDocumentRenditions
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DMGBRSADDNOTE

Usage

Attachment inputs

Attachment outputs

Remarks

Examples

DmgBrsAddNote

DmgBrsAddNote adds a Note to a Documanage Folder or Project.

function = dmg brw32->DmgBrsAddNote

Variable Description
A Folder or Project Specification Required.
NTE_ADDEDBY The AddedBY Property of the new Note. It would be

unusual to supply this variable since Documanage
will automatically set it to the creator of the Note if
it is omitted. Optional.

SESS_USERNAME The username, as output by
DmgBrsValidateSession. Used for the AddedBy
Property of the new Note when NTE_ADDEDBY
doesn’t exist.

NTE_ADDITIONALINFO The Additionallnfo Property of the new Note.
Optional.

NTE_DESCRIPTION The Description Property of the new Note.
Required.

Variable Description

IS_WORKFLOW Contains 1 if the Note was added to a Project. Contains 0 if the Note
was added to a Folder.

NUM_NOTES Returns the number of Notes that existed for this Folder or Project
before the new Note was added.

DmgBrsAddNote creates a new Note. Once a Note is created, it cannot be deleted. However, it
can be marked as deleted.

The output attachment variable NUM_NOTES could be used as a NOTES_INDEX input
attachment variable for DmgBrsPresentFolder or DmgBrsPresentProject to produce a list that
would begin just after the previously existing Notes. The added Note would usually appear at
the beginning of such a list, and be the only Note on the list. However, it cannot be guaranteed
that the added Note will be at the beginning of the list and will be the only Note on the list. It
may be later in the list. This is because it is possible that others were adding Notes at
approximately the same time, and because those other Notes might precede this Note.

The following is a fragment from a rules list that is used to add a Note to a Folder and then call
DmgBrsPresentFolder to present the Folder along with the Note that was just added. Notice the
use of DmgBruCopyAttachmentVar to copy the value of NUM_NOTES to NOTES_INDEX.

function = dmg_brw32->DmgBrsAddNote

function = dmg brw32-
>DmgBruCopyAttachmentVar, runf, output, NUM_NOTES, output, NOTES_INDEX

function = dmg brw32->DmgBrsPresentFolder

Notice the use of DmgBruCopyAttachmentVar to copy the value of NUM_NOTES to
NOTES_INDEX.
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ReqType changes
INI options

Validations

Platform restrictions

May be followed by

See also

[ReqTypes] Failure if the rule fails.
None.

Reqtype, Session

None.

DmgPresentFolder

DmgPresentProject

DmgBrsMarkNoteCurrent
DmgBrsMarkNoteDeleted
DmgBrsPresentFolder

DmgBrsPresentProject
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DmgBrsAdvanceProject

DMGBRSADVANCEPROJECT

Usage

Attachment inputs

Attachment outputs

Remarks

ReqType changes
INI options

Validations

Platform restrictions

May be followed by

See also

DmgBrsAdvanceProject checks in a checked out Project and advances it.

function = dmg brw32->DmgBrsAdvanceProject

Variable Description

A Project Specification | Required.

BRN_ID The Id of the checkin Branch. Required if DmgBrsPresentProject
returned Branches, else ignored.

None.

DmgBrsAdvanceProject advances a Project along a workflow. Before it can be advanced, a
Project must be checked out with DmgBrsCheckOutProject. To get valid Branch Ids for
BRN_ID, use DmgBrsPresentProject. However, there may be no Branches, in which case
DmgBrsPresentProject will not return any Branches, and BRN_ID is ignored in
DmgBrsAdvanceProject. To check in a Project without advancing it, use
DmgBrsCheckInProject.

[ReqTypes] Failure if the rule fails.
None.

Session and Reqtype

None.

After the Project is advanced, you may want to return to the Task lists to work on another Task.

DmgBrsGetTasks

DmgBrsCheckInProject
DmgBrsCheckOutProject
DmgBrsPresentProject
DmgBrsUpdateProject
DmgBrsGetTasks
DmgBrsGetTaskQueue
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DMGBRSCACHEANNOTATIONSFILE

DmgBrsCacheAnnotationsFile puts a Document annotations file into the Bridge Cache for use

Usage

Attachment inputs

Attachment outputs

Remarks

by other rules.

function = dmg brw32->DmgBrsCacheAnnotationsFile

Variable

Description

A Version Document
Specification

The Document whose annotations file is to be cached.
Required.

All of the attachment outputs are written to both the input and the output queue.

Variable

Description

ANNOTS_ PATH

The path to the Document annotations file in the Bridge
Cache. Do not alter or delete this file.

ANNOTS_ID

The Id Property of the Document to which the
annotations file belongs.

ANNOTS_MAJORVERSIO
N

The MajorVersion Property of the Document to which
the annotations file belongs.

ANNOTS_MINORVERSION

The MinorVersion Property of the Document to which
the annotations file belongs.

ANNOTS_TAG

A numeric identifier that distinguishes different
annotations files for the same version of the Document.

ANNOTS_HDOC

The Dmg_Api handle for the Document to which the
annotations file belongs. This handle must not be closed.
The handle is valid between the forward and reverse
runs of this rule. On the reverse run, this rule deletes this
variable from both attachments.

ANNOTS_HFLD

The Dmg_Api handle for the Folder that contains the
Document to which the annotations file belongs. This
handle must not be closed. The handle is valid between
the forward and reverse runs of this rule. On the reverse
run, this rule deletes this variable from both
attachments.

DmgBrsCacheAnnotationsFile puts a Document annotations file into the Bridge Cache for use
by other rules, particularly DmgBrsReturnAnnotations. If it finds the correct file is already in
the Bridge Cache, it marks the file as recently used so that DmgBrsldle will not prematurely
delete the file when it purges the Cache.

Since it provides the Document annotations file and related handles,
DmgBrsCacheAnnotationsFile is useful for writing a custom rule that uses a Document or its
annotations file. See DmgBrsValidateSession for details on accessing the Bridge’s Dmg_Api

Documanage Session handle.

This rule requires Documanage Server 6.4 service release 7 or later.
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ReqType changes
INI options

Validations
Platform restrictions

See also

[ReqTypes] Failure if the rule fails.

None.

Session and Reqtype
None.

DmgBrsCacheContentsFile

DmgBrsReturnAnnotations

DmgBrsCacheAnnotationsFile
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DMGBRSCACHECONTENTSFILE

DmgBrsCacheContentsFile puts a Document contents file and any Subdocument files into the

Bridge Cache for use by other rules.

UsageUsage function = dmg brw32->DmgBrsCacheContentsFile
Attachment inputs
Variable Description
A Version Document The Document whose contents file and any Subdocument files
Specification are to be cached. Required.

Attachment outputs All of the attachment outputs are written to both the input and the output queue.

Variable

Description

CONTENTS_COMPRESSED_PAT
H

The path to the DCZ compressed version of the
Document contents file in the Bridge Cache.
This variable will be empty when there is no
DCZ compressed version of the Document. Do
not alter or delete this file.

CONTENTS_DECOMPRESSED_P
ATH

The path to the decompressed version of the
Document contents file in the Bridge Cache.
This variable will be empty when
CONTENTS_DECOMPRESSED_TYPE is
FPP. Do not alter or delete this file.

CONTENTS_DECOMPRESSED_T
YPE

The file type of the decompressed version of the
Document contents file.

CONTENTS_ID

The Id Property of the Document to which the
contents file belongs.

CONTENTS_MAJORVERSION

The MajorVersion Property of the Document to
which the contents file belongs.

CONTENTS_MINORVERSION

The MinorVersion Property of the Document to
which the contents file belongs.

CONTENTS_TAG

A numeric identifier that distinguishes different
contents files for the same version of the
Document.

CONTENTS_HDOC

The Dmg_Api handle for the Document to
which the contents file belongs. This handle
must not be closed. The handle is valid between
the forward and reverse runs of this rule. On the
reverse run, this rule deletes this variable from
both attachments.
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DmgBrsCacheContentsFile

CONTENTS_HFLD

The Dmg_Api handle for the Folder that
contains the Document to which the contents file
belongs. This handle must not be closed. The
handle is valid between the forward and reverse
runs of this rule. On the reverse run, this rule
deletes this variable from both attachments.

CONTENTS_ISCOMPOUND

Contains 1 if the Bridge recognizes the
Document at
CONTENTS_DECOMPRESSED _PATH as a
Compound Document, else contains 0.

CONTENTS_SUBDOCS

Contains the number of Subdocuments in the
Compound Document. Exists only if
CONTENTS_ISCOMPOUND contains 1.

CONTENTS_SUBDOCSKx.field

A record set describing the Subdocuments in the
Document, where X is the record number and
field is one of the following fields. Exists only if
CONTENTS_ISCOMPOUND contains 1.

.PATH

The file path to the Subdocument file in the
Bridge File Cache.

.LOCATION

The location property of the Subdocument. This
is its stated location within the Compound
Document, as returned by the Compound
Document plugin that interpreted the Compound
Document. This is not the path to the
Subdocument in the Bridge File Cache. For
example, if a Compound Document has
something corresponding to a directory
substructure, this could be the path to the
Subdocument. May be empty.

.NAME

The name property of the Subdocument, as
returned by the Compound Document plugin
that interpreted the Compound Document. May
be empty.

.TYPE

The file type (extension) of the Subdocument
file. This will be the same as the extension on
the end of .PATH

.HAS_XPROPS

Contains 1 if the Subdocument has extended
properties, else contains 0. Extended
Subdocument properties are properties defined
by the Compound Document plugin that
interpreted the Compound Document. Each
extended property has a name and a value. The
name contains only alphabetic and numeric
characters and the underscore character. The
value may be anything.
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Remarks

ReqType changes
INI options

Validations
Platform restrictions

See also

.NESTED

The name of the record set (row set) containing
the extended properties for the Subdocument.
Always use this name to locate the extended
Subdocument properties, since the name used
for the record set could change in furture
releases of the Bridge.

[.NESTED value]

This is a variable whose name is the value of
.NESTED for the Subdocument, and whose
value is the number of extended Subdocument
properties for this Subdocument. Exists only
when .HAS_XPROPS contains 1.

[.[NESTED value]y.field

A record set describing the extended
Subdocument properties of Subdocument X,
where y is the record number and field is one of
the following fields. Note that this record set is
nested within one DOC_SUBDOCS record, so
that each variable name is prepended with the
value of .NESTED for the Subdocument.

[.NESTED value]ly.NAME

The name of the Subdocument extended
property.

[.NESTED value]y.VALUE

The value of the Subdocument extended
property.

DmgBrsCacheContentsFile puts a Document contents file into the Bridge Cache for use by
other rules. If it finds the correct file is already in the Bridge Cache, it marks the file as recently
used so that DmgBrsldle will not prematurely delete the file when it purges the Cache. If the
Document is a Compound Document, DmgBrsCacheContentsFile also extracts the
Subdocument files, puts them into the cache, and outputs information about them.

Various other rules, such as DmgBrsReturnDocument, require the outputs of

DmgBrsCacheContentsFile among their inputs. Simply put DmgBrsCacheContentsFile onto

the rules list before such rules.

Since it provides the Document contents file and related handles, DmgBrsCacheContentsFile is
useful for writing a custom rule that uses a Document or its contents or Subdocumentfiles. See
DmgBrsValidateSession for details on accessing the Bridge’s Dmg_Api Documanage Session

handle.

[ReqTypes] Failure if the rule fails.
None.

Session and Reqtype
None.

DmgBrsCacheAnnotationsFile
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DMGBRSCHECKINDOCUMENT

DmgBrsCheckInDocument

DmgBrsCheckIinDocument checks in the checked out copy of a Document, committing any

changes to permanent storage.

Usage

function = dmg brw32->DmgBrsCheckInDocument

Attachment inputs
Variable

Description

A Current Document Specification

The Current Document Specification for the checked
out copy of the Document. Required.

DOC_VERSIONCOMMENT

A value for the VersionComment Property of the
Document. Optional. Default is the INI option
[CheckInDocument] VVersionComment. Whether
from the attachment variable or the INI option, the
VersionComment must not be empty or longer than
240 characters or the rule will fail.

CHECKIN_TYPE

The checkin type. Possible values are SAME,
MAJOR, and MINOR, case independent. Optional.
Default is the INI option [CheckInDocument]
CheckInType.

Attachment outputs

Variable

Description

IS_WORKFLOW

Contains 1 if the original Document (not the checked out copy)
was in a Workflow Cabinet, else contains 0.

CABINET

The Cabinet of the original Document.

DOC_ID

The Id Property of the original Document.

DOC_MAJORVERSION

The MajorVersion Property of the original Document (after
checkin).

DOC_MINORVERSION

The MinorVersion Property of the original Document (after
checkin).

DOC_VERS

The DOC_VERS of the original Document (after checkin).

FLD_LEVELNUMBER

The LevelNumber Property of the Folder of the original
Document. 1 is the first Level, that is, the Level nearest the
root. Exists only if IS_WORKFLOW contains 0.

FLD_KEYSTRING

The KeyString Property of the Folder of the original
Document. Exists only if IS_ZWORKFLOW contains 0.

FLD_ID

The Id Property of the Folder of the original Document. Exists
only if IS_ZWORKFLOW contains 0.

PRJ_KEYSTRING

The Keystring Property of the Project of the original
Document. Exists only if IS_WORKFLOW contains 1.
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Remarks

ReqType changes

INI options

Validations

Platform restrictions

May be followed by

See also

DmgBrsCheckinDocument operates on the checked out copy of a Document for a particular
user, and will fail if the Document specified in the input attachment variables is an original
Document or a copy checked out to a different user.

CHECKIN_TYPE denotes the type of checkin, with SAME denoting that the changes are to be
checked in under the current latest version number, MAJOR denoting that
DOC_MAJORVERSION is to be incremented, and MINOR denoting that
DOC_MINORVERSION is to be incremented.

The outputs provide a complete Version Document Specification of the original Document, that
is, the Document that was checked out. Since the checked out copy of the Document could be
in a different Cabinet than the original, and since the Id Property of the two Documents will

differ, these output variables replace the corresponding input variables with new values. After
a Document is checked in, the Cabinet and Id of the checked out copy are no longer of any use.

The outputs also provide a complete Folder or Project Specification for the original Document,
depending on whether IS_WORKFLOW contains 1 or 0.

[ReqTypes] Failure if the rule fails.

[CheckInDocument] CheckInType

[CheckInDocument] VersionComment

Session and Reqtype

None.

The following rules require Specifications that are output by DmgBrsCheckinDocument. They
could be used to present the original Document or its Folder or Project after checkin.
DmgBrsPresentDocument

DmgBrsPresentFolder

DmgBrsPresentProject

DmgBrsCheckOutDocument
DmgBrsUndoDocumentCheckOut
DmgBrsUpdateDocument
DmgBrsUpdateDocumentFile
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DmgBrsCheckInProject

DMGBRSCHECKINPROJECT

Usage

Attachment inputs

Attachment outputs

Remarks

ReqType changes
INI options

Validations

Platform restrictions

May be followed by

See also

DmgBrsCheckInProject checks in a checked out project without advancing it.

function = dmg brw32->DmgBrsCheckInProject

Variable Description
A Project Specification The Project to check in. Required.
None.

DmgBrsCheckInProject checks in a checked out Project without advancing it. To check in a
project and advance it, use DmgBrsAdvanceProject. The project remains unmodified unless
DmgBrsUpdateProject was used to modify it before it was checked in.

[ReqTypes] Failure if the rule fails.
None.

Session and Reqtype

None.

After the project is checked in, you may want to return to the task lists to select another task.
DmgBrsGetTasks

DmgBrsAdvanceProject
DmgBrsCheckOutProject
DmgBrsPresentProject

DmgBrsUpdateProject
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DMGBRSCHECKOUTDOCUMENT

DmgBrsCheckOutDocument checks out a Document.

Usage

Attachment inputs

Attachment outputs

function = dmg_brw32->DmgBrsCheckOutDocument

Variable

Description

A Current Document Specification,
with each variable name prefixed with

“ORIG_”

The Document that is to be checked out. Required.

A Folder Specification, with each
variable name prefixed with “COPY_”

The Folder for the checked out copy of the
Document. Optional. Default is the value of the
INI option [CheckOutDocument]
UsePersonalCabinet, which may be over-ridden
with USE_PERSONAL_CABINET.

USE_PERSONAL_CABINET

Over-rides the value of [CheckOutDocument]
UsePersonalCabinet for this transaction. 1 means
“check out to Personal Cabinet”. 0 means “check
out in place”. Optional.

REASON The reason for checking out the Document. Must
be non-em