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Chapter 1 — Introduction

This manual details the installation of the Retek Integration Bus (RIB). An
overview of this process is as follows:

1 The SeeBeyond e*Gate Integrator product (version 4.5.3) is installed. This
involves installing the registry host and all participating host software, plus
Graphical User Interface hosts for development and system monitoring. See
Chapter 2 for details.

2 The RIB schema is imported into the e*Gate Integrator product. This is
explained in Chapter 3.

3 Update the database connection points, JMS queues, and CLASSPATH
configuration values. Also, delete unused adapters. This is explained in
Chapter 3.

4 Verify the Error Hospital tables exist; make DTD files available on the
network; and install the Hospital GUI components.

5 Application Server specific configurations.
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Chapter 2 — Install SeeBeyond e*Gate Integrator

The Retek Integration Bus (RIB) leverages SeeBeyond’s e*Gate Integrator for
supplying the needed messaging facilities for integrating applications.

The following steps need to be completed successfully to install the e*Gate
product:

1 A Registry host that will contain the central database of the message formats,
as well as publication, subscription and transformation logic needs to be
installed.

2 At least one Participating host, which implements the publishers, subscribers,
and transformations, needs to be installed.

3 The required e*Gate add-ons need to be installed.
= Batch e*Way 4.5.4 add-on
» Oracle e*Way 4.5.3 add-on (included in this is the JDBC e*Way)

4 The GUI hosts that are used to monitor the operation of the system and to
extend or further develop the system’s capabilities need to be installed.

=  e*Gate GUI 4.5.3

5 There may be a number of required e*Gate ESR (patches) to be installed. A
listing of any of these will be included in the RIB Release Notes. ESRs can
be found on Retek’s fulfillment center (http:/fulfillment.retek.com).

Notes:

o All three types of hosts can be present on the same physical machine.
However, GUI hosts must execute on a Microsoft Windows platform.

e e*Gate requires a Java Runtime Environment (JRE) version 1.3.1. This is
bundled with the e*Gate install.

e e*Gate Monitor and e*Gate Enterprise Manager applications use the Exceed
X-windows application. If a version of Exceed exists on a GUI host, then
one must install the e*Gate version into a different directory. The e*Gate
version is not a full installation of Exceed.

The instructions for installing the SeeBeyond e*Gate Integrator system are
documented in the e*Gate Integrator Installation Guide. This document is found
on Disk 2 of the SeeBeyond installation disk set (docs\eGate_Install_Guide.pdf)
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Chapter 3 — RIB schema

Import

If this is a Delta release of the RIB (see Release Notes to identify delta releases),
skip to the Install Delta Release section of this document.

The RIB software is distributed in a single messaging schema. This schema
contains all of the RIB’s publishing and subscribing e*Ways (adapters) and
Connection Points. It also contains a single JIMS Intelligent Queue Manager.

Once the RIB schema has been imported, a system administrator must configure
the connection points. Additional configuration modifications may also be
needed, such as e*Way CLASSPATH. These types of changes are detailed in
Chapter 3.

The final modifications to the system are due to the site-specific deployment of
the system. These changes include distributed components to different hosts,
creating fail-over hosts, developing additional event types, adapters, connection
points and collaborations for integrating an enterprise’s non-Retek applications to
the RIB. It also includes creating security roles and privileges. These activities
are not considered part of the installation and are not documented in this manual.
For more information on these activities, see the SeeBeyond e*Gate Users
Guide.

Preliminary steps
To create and import the RIB schema, take the following preliminary steps:

1 For security reasons, create an “egate” user that will own the e*Gate files and
execute the software.

2 Log onto the Unix system where e*Gate was installed using this account.

3 Copy the RIB tar files from the RIB installation CD(s) to the location where
you are planning to install the RIB software. This location will be known as
the RETEK_INSTALL_DIR in the remainder of this section. The RIB tar
files are named RIBFor<APP><version>.tar (where the application is RDM,
RCOM, RMS, ISO, RDC, etc.). An example of the
<RETEK_INSTALL_DIR> directory name could be called “INSTALL?”,
located directly under the “egate” user’s home directory. Future releases of
the RIB should be installed into this directory, as the directories will have
new version numbers in their names.

(eg: ffilesO/egate/INSTALLY/)

4 Once you have copied the RIB tar file(s) to <RETEK_INSTALL_DIR>,
extract each file in this directory and change the permissions on the extracted
files to make them writable. If you are installing multiple version numbers
of the RIB, be sure to copy and extract the tar files of all versions you intend
to install.

= tar xvf ‘filename’
= chmod-R 755 *
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Change directories to <RETEK_INSTALL_DIR>/RIB<version>.

Edit the file egate_profile. If you are installing multiple version numbers,
modify the file found in the most recent RIB<version> directory. Make sure
the settings for the following variables are correct for your environment.

= EHOME - The directory where SeeBeyond e*Gate was installed.
= RETEK_INSTALL_DIR - The directory created in step 3 above.

» EGATE_SERVER_NAME - The name or IP address of the server
e*Gate and the RIB software are installed on.

= EGATE_SERVER_PORT - The port that the e*Gate Registry Host was
installed on during the SeeBeyond e*Gate Integrator install.

= Platform specific section (Sun Solaris, IBM AIX, HP-UX) - Uncomment
the section that is applicable to your operating system and ensure that the
other two sections are commented out.

Edit the “egate” user’s .profile located in the “egate” user’s home directory.
Add an entry at the end of this file that sources the egate_profile modified in
step 6 above.

» <RETEK_INSTALL_DIR>/RIB<version>/egate_profile
(eg: . ffilesO/egate/INSTALL/RIB<version>/egate_profile)

= Ensure that “.:” (dot colon) is at the beginning of the egate user’s PATH
variable.

(eg: PATH=.:${PATH} ; export PATH)

Source the .profile after making these modifications or start a new Unix
session before continuing.

If there was an earlier attempt at installing the 10.3 version of the RIB, it
must be inactivated by renaming it:

a Make sure that all e*Ways, the control broker, and the registry are shut
down. On Unix, the following command will show the active processes:

> ps -ef | grep stc | grep -v grep
If stc processes are still running, be sure to shut down all the stc
processes (eg: kill -9).

b Rename the SEHOME/server/registry/RIB103.rdb file to
$SEHOME/server/registry/RIB103.rdb.bak.

¢ Rename the SEHOME/server/registry/repository/RIB103 directory to
$EHOME/server/registry/repository/RIB103.bak.

d The RIB103.rdb.bak file and RIB103.bak directory can be deleted at a
later time once the new version has been successfully installed.
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9 Start the e*Gate registry — the following command can be run manually, or
the start_egate script can be run; it is located at:
<RETEK_INSTALL_DIR>/RIB<version>/Rib_Support/

> let CB_PORT=$EGATE_SERVER_PORT+1

> $EHOME/server/bin/stcregd -ss -In
$EGATE_SERVER_NAME -bd $EHOME/server -pr
$EGATE_SERVER_PORT -pc $CB_PORT -mc 1024 !> /dev/null

Create a new schema

The RIB schema is imported through a two-step process. The first step involves
creating a new schema. This new schema is empty and does not contain any RIB

modules.

1 Log in to the e*Gate registry using the e*Gate Enterprise Manager GUI tool.
Log in as Administrator, using the password that was set during the
installation of e*Gate Integrator.

Note: For the Server: field, enter the EGATE_SERVER_NAME or IP
address as specified in the egate_profile modified previously. Also, because
the e*Gate Registry Host may not be running on the default port (23001), it
is good practice to always specify the port along with the hostname. The
format is <hostname>:<port>, (e.g. mspdev14:23001).

@ e*Gate Enterprise Manager o ) o |

Server: 'EGATE_SERVER_NAME 4

Login ICx l&dministrator

Pazsward: Im

SEEBEYOND Lag In | Cancel | Help |

e*Gate Enterprise Manager dialog box

The Open Schema dialog box is displayed.
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Open Schema on Registry Hosk: mspdeyl El

Select & schema:

Mewy ..

Open Cancel Helg

Open Schema dialog box

2 Click New to create a new schema. The New Schema dialog box is

displayed.
3 Inthe Enter New Schema Name field, enter RIB103.
4 Click Open.

You have now successfully created an empty schema named RIB103.

Import RIB Components

The second step of the RIB Schema import process entails the actual importing
of the RIB components into the newly created “RIB103” base schema.

Load RIB Components - Automated Instructions

A script to register the new RIB Schema, “RIB103”, and insert all of the registry
modules can be found in the following directory:

<RETEK_INSTALL_DIR>/RIB<version>/Migration_Scripts

Notes:

If your RIB103 schema has a password for the Administrator user that is
different than the default of “STC” you will need to edit the install script
and replace the two occurrences of “STC” with your password (case
sensitive).

The system must be able to locate the unzip and zip utilities for the
importeways script to work. If not, update the PATH variable in the
egate user’s .profile file.

Additionally, a working version of perl must be installed on your
machine. Be sure the PATH variable contains an entry to where this file
resides.

The DISPLAY variable must be set to the IP address of the machine that
the install will run on.

Unless all of these requirements are met, the manual method to import
the RIB modules will have to be used.
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1 From this directory, run the “install” script (eg .f/install). If you intend to
install multiple RIB versions at once (eg 10.3 and 10.3.3) execute “./install”
from the SRETEK_INSTALL_DIR/RIB1033/Migration_scripts directory.

a The finstall script requires input parameters defining which version(s) of
the RIB you wish to install (eg ./install 10.3 10.3.3). Executing the
install script with no parameters will provide you with a listing of valid
input parameters. This listing is compiled by scanning the
RETEK_INSTALL_DIR for RIB<version> directories, which are
created when the user extracts the tar files into the
RETEK_INSTALL_DIR.

The user may input multiple version numbers or they may input a single
version number. If the user is creating a new RIB103 schema, including
version 10.3, a Delta and/or Custom version(s), the user may wish to
install multiple versions at once.

b After providing “./install” with valid input parameters, the user will be
prompted to verify the order of install. When installing multiple
versions, the user must be certain to install the older RIB versions first.

¢ “linstall” will then prompt the user to create a backup of the RIB103
schema. Choosing to do so will create a .zip of the schema that is
currently installed before proceeding to import new modules.

d Following this, “./install” will prompt the user for an alternative import
control file. Choosing “Yes” is the default installation path and will
proceed to import ALL components included in the release. Choosing
“No” will require the user to input an alternate control file containing a
customized list of components which to import. This can be utilized by
clients which have customized one or more of the Retek provided RIB
components to ensure that the installation process does not overwrite
their customized code.

e Ifthe user has chosen to install multiple RIB versions, “./install” will
import the RIB components associated to the first input parameter first.
After successfully completing, “./install” will import the RIB
components associated to the second input parameter, etc. If, after
successfully importing the RIB components of any version(s) the user
chooses to exit the install process, a listing of which versions where
successfully completed will be provided to the user. These versions do
not need to be re-installed.

2  Once the script has completed, use the e*Gate Enterprise Manager to ensure
each module was successfully loaded into the schema.
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The “install” script creates soft links in $SEHOME for the following 6 scripts:

= start_egate >
<RETEK_INSTALL_DIR>/RIB<version>/Rib_Support/start_egate

= stop_egate >
<RETEK_INSTALL_DIR>/RIB<version>/Rib_Support/stop_egate

= start rib >
<RETEK_INSTALL_DIR>/RIB<version>/Rib_Support/start_rib

= Egate.txt >
<RETEK_INSTALL_DIR>/RIB<version>/Egate/Eways/Egate.txt

= start cbh >
<RETEK_INSTALL_DIR>/RIB<version>/Rib_Support/start_ch

= plist > <RETEK_INSTALL_DIR>/RIB<version>/Rib_Support/plist

Continue the install process: RIB schema configuration.

Load RIB Components - Manual Instructions

These instructions are provided in order to individually load modules into the
schema. Skip this section if the automated process was used and completed
successfully.

Each RIB module can be loaded into the RIB103 schema manually, if necessary,
by running the “Import Definitions from File” feature of the e*Gate Enterprise
Manager GUI.

1

~N oo o A WD

From a Windows PC, which has the e*Gate GUI installed, put the
<MODULE>.zip file(s) to be loaded on an accessible drive.

Start the e*Gate Enterprise Manager.

Log in to the RIB103 schema.

Select File > Import Definitions from File. The Import Wizard is displayed.
Click Next. The Step 1 page is displayed.

Select the “Module” radio button. Click Next. The Step 2 page is displayed.

Locate/select the <MODULE>.zip file to be imported into the RIB103
schema. Click Next.

Click Finish. The Import Component dialog box is displayed, asking for
confirmation as to which Participating Host/Control Broker pair to import
into. Click OK.

Repeat the above steps for each <MODULE>.zip file that you wish to
import.

10 Continue the install process: RIB schema configuration.
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Install Delta Release

Preliminary Steps
1 Log into the UNIX system as the “egate “ user.

2 Copy the RIB .tar files from the RIB installation CD to the
<RETEK_INSTALL_DIR> directory.

3 Once the RIB .tar files have been copied over, extract each file and change
the permissions on the extracted files to make them writable. If you are
installing multiple version numbers of the RIB, be sure to copy and extract
the tar files of all versions you intend to install.

= tar xvf ‘filename’
= chmod-R 755 *
4  Change directories to <RETEK_INSTALL_DIR>/RIB<version>.

Edit the file egate_profile. If you are installing multiple version numbers,
modify the file found in the most recent RIB<version> directory. Make sure
the settings for the following variables are correct for your environment:

= EHOME - The directory where SeeBeyond e*Gate was installed.
= RETEK_INSTALL_DIR - The install directory referenced in Step 2.

» EGATE_SERVER_NAME - The name or IP address of the server
e*Gate and the RIB software are installed on.

= EGATE_SERVER_PORT - The port that the e*Gate Registry Host was
installed on during the SeeBeyond e*Gate Integrator install.

6 Edit the “egate” user’s .profile located in the “egate” user’s home directory.
Add and entry at the end of this file that sources the egate_profile modified
in step 5 above.

» . <RETEK_INSTALL_DIR>/RIB<version>/egate_profile
(eg: . ffilesO/egate/INSTALL/RIB<version>/egate_profile)

Ensure that “..” (dot colon) is at the beginning of the egate user’s PATH
variable.

(eg: PATH=.:${PATH} ; export PATH)

Source the “egate” user’s .profile after making these modifications or start a
new Unix session before continuing.
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Import RIB Components

Load RIB Components — Automated Instructions

A script to insert the new registry modules can be found in the following
directory:

<RETEK INSTALL DIR>/RIB<version>/Migration_Scripts
Notes:

e If your RIB103 schema has a password for the Administrator user that is
different than the default of “STC” you will need to edit the install script
and replace the two occurrences of “STC” with your password (case
sensitive).

e The system must be able to locate the unzip and zip utilities for the
importeways script to work. If not, update the PATH variable in the
egate user’s .profile file.

e Additionally, a working version of perl must be installed on your
machine. Be sure the PATH variable contains an entry to where this file
resides.

e The DISPLAY variable must be set to the IP address of the machine that
the install will run on.

Unless all of these requirements are met, the manual method to import
the RIB modules will have to be used.

1 From this directory, run the “install” script (eg ./install). If you intend to
install multiple RIB versions at once (eg 10.3.3) execute “./install” from the
$RETEK_INSTALL_DIR/RIB1033/Migration_scripts directory.

a The ./install script requires input parameters defining which version(s) of
the RIB you wish to install (eg ./install 10.3.3). Executing the install
script with no parameters will provide you with a listing of valid input
parameters. This listing is compiled by scanning the
RETEK_INSTALL_DIR for RIB<version> directories, which are
created when the user extracts the tar files into the
RETEK_INSTALL_DIR.

The user may input multiple version numbers or they may input a single
version number. If the user is creating a new RIB103 schema, including
version 10.3, a Delta and/or Custom version(s), the user may wish to
install multiple versions at once.

b After providing “./install” with valid input parameters, the user will be
prompted to verify the order of install. When installing multiple
versions, the user must be certain to install the older RIB versions first.

¢ “linstall” will then prompt the user to create a backup of the RIB103
schema. Choosing to do so will create a .zip of the schema that is
currently installed before proceeding to import new modules.
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d Following this, “./install” will prompt the user for an alternative import
control file. Choosing “Yes” is the default installation path and will
proceed to import ALL components included in the release. Choosing
“No” will require the user to input an alternate control file containing a
customized list of components which to import. This can be utilized by
clients which have customized one or more of the Retek provided RIB
components to ensure that the installation process does not overwrite
their customized code.

e Ifthe user has chosen to install multiple RIB versions, “./install” will
import the RIB components associated to the first input parameter first.
After successfully completing, “./install” will import the RIB
components associated to the second input parameter, etc. If, after
successfully importing the RIB components of any version(s) the user
chooses to exit the install process, a listing of which versions where
successfully completed will be provided to the user. These versions do
not need to be re-installed.

2  Once the script has completed, use the e*Gate Enterprise Manager to ensure
each module was successfully loaded into the schema.

3 The “install” script creates soft links in SEHOME for the following 6 scripts:

= start_egate >
<RETEK_INSTALL_DIR>/RIB< Version>/Rib_Support/start_egate

= stop_egate >
<RETEK_INSTALL_DIR>/RIB< Version>/Rib_Support/stop_egate

= start_rib >
<RETEK_INSTALL_DIR>/RIB<Version>/Rib_Support/start_rib

= Egate.txt 2>
<RETEK_INSTALL_DIR>/RIB<Version>Egate/Eways/Egate.txt

= start cbh >
<RETEK_INSTALL_DIR>/RIB<Version>/Rib_Support/start_cb

= plist > <RETEK_INSTALL_DIR>/RIB<Version>/Rib_Support/plist
Change directories to SEHOME and run the “start_cb” script.

3 Continue the install process: RIB schema configuration.
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Load RIB Components - Manual Instructions

These instructions are provided in order to individually load modules into the
schema. Skip this section if the automated process was used and completed
successfully.

Each RIB module can be loaded into the RIB103 schema manually, if necessary,
by running the “Import Definitions from File” feature of the e*Gate Enterprise
Manager GUI.

1

~N oo o AW

From a Windows PC, which has the e*Gate GUI installed, copy the
<RETEK_INSTALL_DIR>/RIBfor<APP><version>/Egate/eways-
in/<MODULE>.zip file(s) to a drive accessible by the Windows PC.

(e.g. [filesO/egate/INSTALL/RIBforISO<version>/Egate/eways-
infewlnvReqToRMS.zip)

(e.g. [filesO/egate/INSTALL/RIBforRMS<version>/Egate/eways-
infewltemZonePrcFromRMS.zip)

Open the e*Gate Enterprise Manager.

Log into the RIB103 schema.

Select File = Import Definitions from File. The Import Wizard is displayed.
Click Next. The Step 1 page is displayed.

Select the “Module” radio button. Click Next. The Step 2 page is displayed.

Locate/select the <MODULE>.zip file to be imported into the RIB103
schema. Click Next.

Click Finish. The Import Component dialog box is displayed, asking for
confirmation as to which Participating Host/Control Broker pair to import
into. Click OK.

Repeat the above steps for each <MODULE>.zip file that you wish to
import.

10 Continue the install process: RIB schema configuration
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RIB schema configuration

After the RIB schema has been imported, the schema must be configured for the
site-specific environment. This section details the minimum configuration
changes needed to get the RIB schema into an operational state. It assumes that
all schema components will run on a single host and that all databases referenced
are accessible from this host.

This chapter details the minimum changes needed for the RIB to run. It assumes
that the RIB is deployed on a single host and that only a single JMS 1Q Manager
is needed. This deployment configuration is not appropriate for all RIB
installations. Production environment deployments may choose to distribute
different specific e*Ways and JMS queues among multiple hosts. This type of
production deployment is not covered in this manual.

The following steps are required to configure the RIB schema:

Modify the main Participating Host and Control Broker configuration.
Modify the IMS 1Q Manager configuration.

Modify Connection Point configurations.

Delete unused e*Ways.

Add/Copy e*Ways for additional components.

Edit the rib.properties file to correspond to the system.

~N oo o~ WODN -

Create/modify startup scripts.
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Step 1: Modify the main Participating Host and Control Broker
configuration

The first step in the RIB messaging schema configuration is to modify the main
participating host and control broker’s configuration. The RIB103 schema
includes a single participating host and control broker that contains all of the
messaging e*Ways and associated components. If these are not modified, then
the configuration will attempt to resolve host names and ports as specified by the
supplied/shipped configuration.

Alternatively, you can change the configuration of the participating host and its
supplied control broker.

Changing these configurations is a manual process performed with the e*Gate
Enterprise Manager application. This application must be installed on a
Microsoft Windows 2000 or Microsoft Windows NT platform. Specific platform
requirements are detailed in the SeeBeyond e*Gate Integrator Installation Guide.

These instructions modify both the names and IP address of the participating host
and control broker. The name of the control broker must match any start-up
scripts used.

Modify the configuration

1 Open the e*Gate Enterprise Manager.

2 Connect the e*Gate Enterprise Manager to the RIB103 schema. The
following window is displayed:

0 e*Gate Enterprize Manager - Rib100

IS[=] E3
File  Edit ‘iew  Tools Optionz  Help
O = e x < & 2
= Qpen Copy Baste e Delete Properties ETD Edlitar 1D Eclitar Collab Editor Ext. Edli
[#l-_] Participating Hosts | contents ot
] Evert Types
i il T
| Collabaoration Rules - il " I bid " I I
| Services || Collaboration Rules Collaboration Rules Folder
] e*Way Connections _| Event Types Event Types Folder
E| 4 Security || Participating Hasts Participating Hosts Folder
) Users || Security Security Folder
-] Roles || Services Services Folder
o] Privileges |l etWay Connections efay Connections Folder
Metwork 9 Components I _‘I _,I
‘Welcome to SeeBeyond's e*Gate Enterprize Manager. I ﬂ Administrator I E;l mapdey! 4

The main e*Gate Enterprise Manager window
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3 Right-click on the first active participating host displayed. A command list is
displayed.

Note: An active participating host is one without the string “(inactive)” as
part of its name. If there is not a participating host without the “(inactive)”
string, refer to the SeeBeyond System Administrator’s Guide for instructions
on how to activate the correct participating host.

4  Select Properties.... The Participating Host Properties dialog box is

displayed.
@ Participating Host - mspdey14 Properties |
General |Advanced
mepdest 4
Metwark hast name ar IP address: '\IEWPHName
Metwork domain name: 'ntegrate.my_-:u:ump.u:u:um
0], Cancel Apply Helgp

Participating Host Properties window
5 In the Network host name or IP address field, enter the e*Gate server name.

6 In the Network domain name field, enter the correct network domain name
for your environment.

7 Click OK.
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Step 2: Modify the JMS IQ Manager configuration

The JMS 1Q Manager is initially configured to use the TCP/IP port number of
24053 for all e*Gate publishers and subscribers to connect to. If this port is used
by other applications, then the JMS 1Q Manager will not be able to be started.
Complete this step only if port 24053 is NOT available.

1 Inthe main e*Gate Enterprise Manager window, right-click on the igmJMS
gueue manager. (The igmJMS queue manager is towards the bottom of the
Components frame, below all of the e*Ways.)

2 Select Properties.... The IQ Manager Properties dialog box is displayed.
@ 10 Manager - igmJM5 Properties |

General |Start Upl .ﬂ.dvancedl Secur'rt':.fl

P e
EEE é igmdhis

I3 Manager Type

SeeBeyond JW= j

Additional command line arguments:

=% -un Y _USERMAMES: -up %

Run &s user

IAdministratur LI

Canfiguration file

}:anigs'lstcmsagent\.iquMS.u:fg

Clear | Firc | Eciit |

Ol I Cancel | Apply | Help |

IQ Manager Properties dialog box for igmJMS

3 Click on the Advanced tab at the top of the window.
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@ 10 Manager - igmJM5 Properties |

Generall Start Up  Advanced |Secur'rt',-'|

Log
“iesw or et activity and errar logging levels.

Lag

TCPAR port numbaer P4E|53

Ok | Cancel | Apply Help

Advance 1Q Manager Properties window
4 Inthe TCP/IP port number field, change the port number to an available port.
5 Click OK. Note the port number for the next step.

Note: If there are multiple instances of e*Gate running on a single Unix server,
close attention must be paid to the registry, control broker and JMS ports.
Runtime problems will be encountered if instances share the same ports.
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Step 3: Modify Connection Point configurations

The next step is to modify the Connection Point configurations to reflect the JIMS
IQ Manager and Oracle databases used. This is performed in the e*Gate
Enterprise Manager application.

e From the main window, click on the e*Way Connections folder. The
window changes to reflect the available connections.

@ e*Gate Enterprise Manager - Rib100 == E3

File  Edit ‘iew  Toolzs  Options  Help

O = i=) X oz o =
ey Cpen L0 Easte [ DElEte Propetties ETD Editor 1D Edlitar Callah Ed
_| Participating Hosts IConterrts of 'e®iay Connections'
| Evert Types m—
2 Collaboration Rules [rarme | Type | Configuration File

cpRTYFromRDt SeeBeyond ... cpdMS.cfg ;I
cpReceiptsFromROM SeeBeyond ... cpdMS.cfg

cpS0Status COFromRIB SeeBeyond ... cpdMS .cfg
cps0StatusFramRDM SeeBeyvond ... cpJdMS.cfy
cpSOstatusToRCOMRetry SeeBevond ... cpdis.cfg
CcpSOstatusToRMS SeeBeyond ... cpMS.ciy
cpShiphethFromRCOM SeeBevond ... cpdMS.cfg
cpStockOrdersFromRIB SeeBeyond ... cpdMS.cfg
cpStoresFromRIB SeeBeyond ... cpdMS .cfg
cpstoresFromRMS SeeBeyvond ... cpJdMS.cfy
cpStoresTaRCOM SesBeyond . cpMS cfy
cpToAndFromintDey Qracle cpToAndFromintDey oty
cpToAndFromRCon Cracle cpToAndFromRCOmM.cfg
cpToAndFromROmNH1 Cracle cpTobndFromRDMYHT ofg
cpToAndFromRDnAH2 COracle cpTolndFromRDOMAYHZ ofg
cpToAndFromRDnAYHS Oracle cpTolndFromRDOMYHS cfg
cpToAndFromREDRYHS Oracle cpToAndFromBDYHY Cfy
cpToAndFromREms Qracle cpToAndFromRMs cfg
cpToAndFromRMEE Cracle cpTobndFromRMEh.cig

[l coTransfersFromRus SeeBeyvond ... cpJdMS cig &
*

] Services IE]
‘J Connections &My Connection
[ | Security

Metwork &% Components |

Welcome to SeeBeyond's e*Gate Enterprize Manager. I_ﬁ Administrator I-E;l mapclewld

Connection Points

There are two types of connection points supplied with the RIB: SeeBeyond
JMS and Oracle.
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Change SeeBeyond JMS Connection Points

The SeeBeyond JMS connection points must connect to a known JMS 1Q
Manager. This requires knowledge of both the port number and host name. The
host name is the name of the host used in step 1 “Modify the main Participating
Host and Control Broker configuration”. The TCP/IP port number is initially set
to 24053. Change the TCP/IP port number only if Step 3 changed the port
number of the igmJMS 1Q Manager. Otherwise, leave the port number as 24053.

Ensure that the connection point connects to the correct JIMS 1Q Manager. Note
that in the default installation, all SeeBeyond JMS Connection points share the
same configuration file. This being the case, only one of the SeeBeyond JMS
connections needs to be modified.

1 Locate any one of the SeeBeyond JMS connection points, right click on it
and select Properties. The e*Way Connection Properties dialog box is
displayed.

@ e“Way Connection - cp505tatusToRMS Properties |

General |

ﬂ i CpSOStatusToRMS

e¥Mgy Connection Type: |SeeBeyond JMS LI

~Event Type "get" interval

Time (in milizeconds) after a retrieval returns "no
event available" before attempting another
retrieval.

|1 a0

- effay Connection Configuration File

l:u:unfigs'l.rnessageservice'u:pJMS.u:fg

Clear | Find | Edit |

Lk |

e*Way Connection Properties window

Apply | Help

2 To change the address of the JMS 1Q Manager the connection point connects
to, edit the configuration file from one of the connection points using it.
Multiple connection points may use the same connection point for sending
messages to and from the JMS queue. The RIB schema initially uses only a
single JMS queue for all messages.
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3 Click Edit to change the address of the queue associated with the e*Way
Connection Configuration File section of this properties window. The
Connection Point configuration file edit dialog box is displayed.

fEdit Settings for C:/EGATE /Client/configs/meszageservicefcpJM5 _cfg
File “iew Options Help

Goto Section: | Izeneral Settings j Dal%l | Eﬂl

Goto Parameter: | Cannection Type j

Connection Type Dal%l ||§§|

" Queue ® Topic

Transaction Type Dal%l ||g§|

" Internal
" Mon-Transactional

@ ¥a-compliant

Delivery Mode Dal%l ||g§|

" Mon-Persistent ™ Persistent
Maximum Mumber of Bytes to read Dal%]l | E%l
16777216 MEI—I x

" 5000 4

| “com.stc.commaon.collabhService SBYMIMSF acton® selected.

Connection Point Configuration Edit window (General Settings Section)
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4 Inthe GoTo Section field, select the Message Service section from the drop-
down list.

/Edit Settings for C:/EGATE /Client/configs/messageservice/cpJM5 _cfg
File “iew Options Help

Goto Section; I Message Service j Ela | %l | I;Ell

Goto Parameter: I Server Mame j

Serer Mame DB %] ||3§|

igmJm s MEI_I x

w jgrndms

Host Marne Dal%llﬁﬂ

=
mspdest 4 s X

|+

" mspdev!d
" mepdevt?
® rnspdev!d

l KN |

b,

+]

Connection Point Configuration Edit (Message Service Section)

5 Inthe Host Name field, enter the name of the host on which the JMS 1Q
Manager resides. If all components are running on the same host, this is the
same name as specified in Step 1.

6 If the IMS 1Q Manager’s TCP/IP Port number was changed in Step 3, then
scroll down to the Port Number field and enter the number used in Step 3.

7 Select File > Save to save the new configuration.

8 Select File > Promote To Runtime to make the configuration change take
effect in the schema.

9 Select File > Close to exit the window.
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Changing Oracle Database Connection points

All of the Oracle database Connection points must be altered to reflect the
database instance and the user-1D/login for each of the applications.

1 Open the Connection Point Configuration window for the Oracle Connection

Points, in the same manner as was done in the previous section for the
SeeBeyond JMS Connection points.

fEdit Settings for C:/EGATE fClient/configsforacle/cpT oAndFromRCOM _cfg

File “iew Options Help

Goto Section: I DataSource j Dal%l | Egll

Goto Parameter:; I class j

class Dal%llﬁﬂ

- - =
oracle jdbcxa.client OraclexADataSo = x

s

[ oracle.jdbe. poaol.OracleConnectionPoaolDat:

] oracle jdbc xa.client OraclexADataSource B

—
-
k

N [

DriverType Da L B2

thin MEI_I x
" ocis —
® thin

‘| [+

| "300" selected.

Oracle Database Configuration Edit window (DataSource Section)
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2 All configuration parameters of interest are found in the DataSource section.
3 The table below lists which parameters should be changed.

Parameter Name Description

Class Specifies the name of the Java class in the JDBC driver
(Usually oracle.jdbc.xa.client.OracleX ADataSource)

DriverType This is the JDBC driver type (Usually thin)

ServerName Name of server to connect to. Must have a valid Oracle
listener.

PortNumber Database connection port number. (Usually 1521.)

DatabaseName Database System ID (SID).

user name Login name to use

Password Login password to use. This is stored in an encrypted form
and displayed as a series of asterisks.

4 Change all Oracle database connection point settings.

You can delete the connection points used by publishers and subscribers for
applications not installed. However, there is no harm in leaving these
connection points as is.

Note: Be sure to save and promote to runtime any changes made in the
connection point configuration files.
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Step 4: Delete unused e*Ways

If the entire suite of RIB supported applications are not available or are not used,
then delete the e*Ways associated with these applications. For messages that are
directed to multiple applications or application instances, the presence of an
e*Way will cause the JIMS queue to store messages until all subscribers have
received them. If a subscriber exists and never starts nor successfully consumes
a message, then the JMS queue will never delete its copy of the message.
Eventually, the JMS queue will exceed its configured message storage limits and
message publication will halt.

1 From the main e*Gate Enterprise Manager window, click on the Components
tab in the lower left corner of the screen.

2 Expand the Participating Hosts folder in the left hand side frame, if not
already expanded.

3 Expand the control broker containing all of the RIB e*Ways so that the list of
e*Ways is presented.

@ Gate Enterprise Manager - RIB100 _|El|5|

File Edt View Tools Options Help

D= #4849 B 2|

B4 Participating Hosts - Conterts of ‘mspdevi1_ch'
[ ]j;l mapde! 1 " -
=t @ 11 MName Type I Executable file I Configuration file Run as 1
e llocFromRMS =, e ASHINEDI TOASMINWH. .. eay stoevay exe ey SENINEDIToASNINVYHFro... Administ =
wAllocTaStockOrderFromRIB =) ey steeswgeneticmonk exe ey ASNINFromEDIcty Acministi
e SMINEDITaA SN AHFromRIB e*ay stoeveay exe ewASNINFromRDM cfg Administi
e ShIRFramED] B ay stoeway exe ey ASNINFromREDM cfg Administ
i ASMINFromROMYWHT ey stoewvay exe ey SSMINFromRDn.ciy Aciministi
e 8 SMINFromROMYYHZ B ay stoeway exe ey ASNINFromREDM cfg Administ
e ASNINFromRDMAHE ey stoevay exe e ASMINToRDM cfy Addminist]
v ASNINFromROMYHE eMifay stoeway exe ewASNINToRDM cfg Administi
v ASNINToROMAHT emay stoeway exe v ASHINTORDM cfg Administ
e ASNINToRDMAHZ eMifay stoeway exe ewASNINToRDM cfg Administi
orASNINTORDMAHS enVay stoevvay exe e ASMINTORMS cfy Acministi
I CRE TR ey stoeswary exe ey ASNOutFromRDM ciy Acdministi
o ASMINTORMS eMay stoeway exe ey SSNOUtFramRDM cfy Aciministi
v ASMOUEF TOmRDMYYH1 ’
eMe steeweay exe e ASNOUFromRDM cf Administi
o ASNOUEFromRDMAH2 b o g '
e ASNOUF romROMAHS ey stoevay exe e SENOutFromRDM cfy Aciministi
e SMOULE romROMAHA e ASNOWMToASNIMAHE ... e"Way stoeway exe ey ASNOUToASMIYHFrom. .. Administ!
w2 SNOUET 0 ASNIRAHF T omRIE 4 e ASHOWMToASHOWCO. . eMWay stoeveay exe ey SENOU ToASNOWCOFro... Administ
oy ASNOUToASNOWCOFromRIB B ay stoeway exe ey ASNOWToRCOM.cfy Administ
e ASMOLEToRCOM ey stoeway exe ewASHNOToRMS cfy Addminist]
W ASMOUToRMS ey stoevay exe e STPFromRME cig Aciministi
A TPFromRMS ey stoeway exe e ATPTORCOM cfy Addminist]
A TPTORCOM ey stoevay exe evvAllocFromRMS cfg Aciministi
wBannerFromRs . EMEY stoeway exe evvAllocToStockOrderFromR. . Administ)
wiBanners ToRCOM ey stoeway exe ewBannerFromRS oty Administi
wCoBoResF romRCOM enVay stoevvay exe ewBannersToRCOM.cfg Acministi
v CoBoResToRME eMAay stoeway exe esvCORstUrNFromRCOM ety Administ
WCOReturnFromRCOM ey stoevay exe evvCOReturnToRMS cig Aciministi
LI eMay stoeway exe ewCOSaleFromRCOM.cfy Aclministi
ngga:e?oRmMRSCOM ey stoevay exe evvCOSaleToRMS cfg Aciministi
xcum;red:rmeRCOM B ay stoeway exe ewCoBoResFromRCOM.cfy Adm\n!st\
I cvrnstOrder ToStnckCrderEramRIR - wioBoResToRMS ey stoeswary exe evCoBoResToRMS cfy Acdministi
4 | | wlustOrderFromRCOM  eMVay stoewvay exe ewCustOrderFromRCOM cfy  Administ)
9c " it P TSty afilfa sbraunsmy ava ot .Mmmﬂn]nmmm” Mwn_'_l
=l ompanents
I Welcome to SeeBeyond's e*Gate Erterprize Manager. Q Administrator Jj:l mspdev!l

Expanded control broker
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4 Highlight the e*Way you wish to delete by clicking on it in the left hand
frame. This will give you visibility in the right hand window to the
collaboration associated with this e*Way.

ﬂ e*Gate Enterprise Manager - RIB103

File Edt ‘“iew Tools Oplions Helo

D] mlal & x|« -E<aa 4 2|

B2y Ebipaﬁm Hosts - |Cantents of 'swilocFromRHS’
= migpdey s - -
,:___ mspdevis_ch |Name [ Collahoration Senvice

2w AllocF romRiis

é_gl,l ok colllocFromRms Java

fo B ewAllocToStockOrderFromRIB
L. A SRlinFroenEnl i X
Viewing a collaboration

5 Open the collaboration associated with the e*Way you wish to delete by
highlighting and double-clicking on it.

(=~ Participating Hasts - ICUntents of ‘v AllocFromRhis!

E| mspcevl3

=62 mepdevs_ch =
ot e AllocFromREME 5 Mtk

P © Colchoraton_colalockroms propetes I

2, e AllocToStockOrderF

5, et BESMNEDIToASNMINLL

Collsborstion Servicel Collaborstion Rules I Initialization string
> AERE] crallocFromRbS class crallocFromRs ctl

| Advanced |

g AZMINFromED]
iy A SMINFromRDkH- (cé:.
) ey ASHINTORDMWH & colAlocFromRMS
7, ey ASNINTaRMS
2, ew ASNOUFromROMY - Cojlaboration Rules:
=, EWASHOWTOASMINL o feratocFrommus | hew | Edit |
o A SNOUETob SN
w ASMNOUToAShOUES Subscriptions:
s S ENOU ToASROUEA
J, e ASHOUTOASNOUE Instance Mame Evert Type | Source | Add |
d, o ASNOUTORMS etdDBConn m[ﬁ etAllocFromRMEhF Mﬂ] cpTofndFromRms e |
g, EWBEANNEFFrOMRMAS
wy COReturnToRMS
wCOSaleToRMS
wCurRateToRMS
7, evvCustReturnFromRDh - Publications:
E:- BWDiffGrmemRMS Instance Mame Evert Type ﬁ)ﬂe}sﬁnaﬁon Priority I Add |
= SWDITGITORDMART - fotysgsOut = etallocF ramRhS CRAI 5
1Bl ewDiftsFromRMS [MElEte |
L N e e LU LY N}

Collaboration properties window

6 At this point you must determine if the e*Way you wish to delete is a
publishing e*Way or a subscribing e*Way. You can identify a publishing
e*Way by determining its source of subscription. This is identified in the
Subscriptions section of the Collaboration —properties window (opened in
step 5 above). This column indicates which connection settings the e*Way
will use. If this connection is to an outside application (1.E. RMS, RDM,
ISO, RCOM ,ect) this e*Ways is considered a publishing e*Way. The
naming convention employed by Retek makes these easily identifiable.
Examples include cpToAndFromRMS, cpToAndFromRDMWH1, and
cpToAndFromlISO.

If you have determined that the e*Way you wish to delete is a publishing
e*Way you may now skip ahead to step 8. If the e*Way you wish to delete
is a subscribing e*Way, please proceed with the next step.
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7

You have determined that your e*Way is a subscribing e*Way. Because this
e*Way is a subscribing e*Way, there are additional pieces to remove that if
left in a SeeBeyond schema could ultimately cause the performance issues
alluded to in the opening paragraph.

When a registry is started in a SeeBeyond schema, it creates a unique
subscriber for each subscribing e*Way/collaboration in that schema on the
JMSQueue. SeeBeyond then ensures that each subscriber receives a message
once. Until all subscribers for a particular message indicate to SeeBeyond
that they have handled that message, a copy of the message is kept in the
JMSQueue. Because of this “journaling” of messages, we must be sure that
if we remove a subscribing e*Way from a SeeBeyond schema, we remove its
subscriber as well. 1 we fail to do this, a copy of the message will be stored
in the IMSQueue taking up memory resources.

Removing a Subscriber:

b |

a Toremove a subscriber from a JMSQueue you must first identify the
Topic which the e*Way is subscribing to. The Topic can be found by
opening the collaboration properties window and looking under the
Event Type column in Subscriptions section of the window. Topics will
always begin with the two letters “et” (1.E. etASNIn).

ICl:ln‘.l:n‘.s of ‘e ASHNIREDToASMNLocFromRIE

Hama | Collaboration Senice | Collaporation Rules [
éﬁ’l i col& SNIREDToASNNLoCFrom~IE  Java CrASMIEEDIToASNNLOCFromRIB. class o

=Bl

General | Advanced I

1]
@ colASMnEDIToA SNl ocFromRiR

Collaborstion Rules:

|m‘ﬂ.SMnEEIITaE~SNIrLucF:nmEB ll iy Ecit

Subscrptions:
Instance Mame Event Type | Source | Aol |
etdRibbisgsin ete elAShin T crassn o |

Identify the Topic in the Event Type column

b Be sure the IMS IQ is running. Open the JMS Administrator tool.
Instructions on use of the IMS Administrator can be found in the
SeeBeyond document — JMS Intelligent Queue User’s Guide — Chapter
5: Managing Events and JMS 1Q Managers.

¢ From the list of topics given in the JMS Administrator, find the topic that
matches the Topic you found in step A above. Once you find your topic,
expand the Topic and Subscriber nodes in the GUI. Here you see a list
of all collaborations that contain subscribers to this topic. Highlight the
collaboration which matches the collaboration whose properties you
looked at in step A.
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d Before proceeding to the next step it is essential the user understand the
significance of deleting a subscriber. The deletion of a subscriber also
deletes any data from the JIMSQueue for which that subscriber may be
waiting to process. When deleting a subscriber that was not desired as
part of a schema, this is of no concern. However, when deleting a
subscriber because the functionality of its e*Way has been replaced,
special care must be taken to insure no loss of data occurs. Before
deleting subscriber which is being replaced by another, be sure that all
data in the JMSQueue for the old subscriber has been processed. This
can be done by shutting down the publishing e*Ways/process, clicking
on the Messages tab in the right hand pane of the JMS Administrator and
looking to see that No Message exists for the subscriber you wish to
delete. If a message does exist, wait for the subscribing application to
finish processing the message before proceeding.

4g|IMS Administrator
File  Wiew Help

=1ol x|

i 4

¥ | B m | m |

ER@ Topics || Properties MESSEB\Esl
BB etAlocFramRMS

2B elasnn vent(s) elect Rang!
| 258 Subsoribers o

H - Sf-c - ShinEDIToASNINL ocFromRiE l— GoTo

- 8 colsSNINTaRMS | Delete Encl sequence number
Bl etashinFromRIBToISO
; B etASMIrFromRIBTdWH1

Start sequence number

Select

Bl etashout

Property

“Walue

EASNOUEAT

SATNOUEATISO 73 1
Bl stCOReturnFromRCOM

etCOSaleFromRCOM

etDiffGrpFromRMS

B ibiffsFromRMs

B etDSODesls
B etDSDReceipt

-] etEXTCurRate

SEXTEmR

SEXTEmpTime
EtEXTFrTerm

Bl SEXTGLCOA

elEXTPayTerm
SEXTYendor

aflnvadjust No Message
etinvReq

B ettemsFromRMS

B ettemsiso

7B ettemsTLFromRIB

71 eftemZonePro
etLocationsFromRIE
etOrderFromRIBTdWHI

Bl etOrderFromRMS

etOrder|30

etOTH

B etPendReturrvWHFromRIBToVWH1
B etProfonecp

Bl eRecelving COIASNINEDITOA...
-8 eRTY

7 etsesdata

-8 dsescoazo — =
3

Check to see no messages exist for subscriber
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e Right click on the appropriate subscriber/collaboration and choose
“Delete Subscriber” from the dropdown menu (note: the e*Way which
corresponds to this subscriber must not be running in order to delete).

ug IS Administrator
Fie View Help
| | B | W] ®|
B4 Server List
=5 igmJMS (mepedevDS)
:E @Iq:lil:s
F-E etallocFromRrds Subscriver hames

|

Froperties I MEDsages |

Fro

1-[E etASHn Cliert [0
= fﬁ Subscribers Toplc Mame

L. High Sequence Mumber
i@ colASNINToRMS Refresh Eruence Number
~E] etASMInFromRIBTovH1 : i

B etasnou

E] etasnoutaT

<] etASMOUATIED

B etCoOReturnFromROOM

[ B R P B =R W |

+FHR-F -

Deleting a subscriber

f  Close the IMS Administrator and return to the e*Gate Enterprise
Manager.

8 Right-click on the collaboration. Choose Delete to delete the collaboration.
A confirmation dialog box is displayed.

& e *Gate Enterprise Manager - RIB10Z
File Ecit “ew Tools Oplions  Help

D|| B@| & x| -£«Elaa & 2|

= mapdevdS_ch | |conterts of ‘ewASNREDTaASMNLe<Fro
= eveliocFromRME
2] vviliocToStockOrderFromIE | foane O
B, v il ToSbockOr darFromRIE_new ﬁl il A
Bl vy 2 SMREDITeASMIFLOCFramRE heowe
2} ewv ASKNFromED
e SNNFromROhAHT .Eap.-,-
ey ASMRToRDAHI &
h, e ASMNToRMS Copry hriuatipie
2, B ASNOUFromRINHT = o ; il Fi
B e SNOWTosSMInLocFromRBE
B v A SNOWT 0ASRINAHF ramRIS Renames...
B e SN 0ASHOU AT ASMINVWHIE D
A e ASMORT oA SN ATFromR B ]
B ey £SO 0ASHOU S OFromFIE AL

Deleting the collaboration
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9 Right-click on the e*Way. Choose Delete to delete the e*Way. A
confirmation dialog box is displayed.

lErl!*l:eﬂ:rlz Enterprise Manager - RIB10:3

File Edit View Toolz Opfions Hel

0|z mlel & x= s v 2

= mapdev05_ch | Cortents of

=, B AICFromRMS

ﬁ eyvAlocToStockOrderFromRIS - IE
mAb:TDEIuck&derFrumRIE _new i
ewASNh’FrumEDI Mave
ey ASNInFromRDKYHA
B ASNINTOROMWHI Cony
e ASHNINToRME Heshe
ewASNOUFYOMRDMANT  con ha itk

ey ASHNO ToSMInLocFrol —
v ASHNOWMToASHIREFror EIFII:II‘I Definfions and Fies .
B ewASHOUMTOASNOWATAS  Rename,.

2l e ASHOUToA SOt TFr
e ASHOUToASNOUEOF
WASND{MTDHMS Propesties. .

- . T

Deleting the e*Way

10 Log onto the Unix system using the “egate” user that owns the e*Gate files
and executes the software.

11 Navigate to the Unix $SEHOME directory. The Egate.txt file contains a
listing of all of the e*Ways contained the RIB 10.3.3 release. Modify this
file to no longer contain a reference to the e*Way you have just removed
from your schema.

12 Repeat this process to delete all e*Ways which are not desired.

Step 5: Add/Copy e*Ways for additional components

Occasionally, there will be a need to add additional e*Ways to the imported
schema. Often times, it is possible to copy an existing e*Way, reconfigure the
various pieces that make up the e*Way, and continue from there. If it is
necessary to add/copy e*Ways, please refer to the SeeBeyond e*Gate Users
Guide for the correct procedures.
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Step 6: Edit the rib.properties file to correspond to the system

Next, edit the rib.properties file to reflect the site-specific mappings and
properties. The RIB import process copied a rib.properties file from
<RETEK_INSTALL_DIR>/RIB<version>/Rib_Support/src to the

$EHOME /client/classes directory. If a previous version of this file existed, it
was renamed to rib.properties.bak. Some of the types of properties in this file
are:

e Error Hospital specifics such as the max number of attempts to try for a
failing message and the delay between each attempt.

e Multi-channel indication for Purchase Orders.
e Multi-threading settings.

o Facility ID mappings. These must correspond to codes in the RMS
application for the correct routing of message to RDM instances.

o Logging specific settings.

e “no event” sleep duration settings.

e Directory location of RIBLOGS logging files. The RIBLOGS directory, by

default, exists in the SEHOME/ directory. The pathname of the RIBLOGS
directory should be modified before starting the e*ways.

If the rib.properties file in SEHOME/client/classes is not to be used, then append
the full path of the directory containing the file that will be used to the beginning
of the CLASSPATH variable setting.

See the Retek Integration Bus Operations Guide for more information on the
values for the rib.properties file.

Step 7: Create/modify startup scripts

The final installation step is to create RIB startup scripts for Unix systems.
These scripts start up the SeeBeyond e*Gate registry and the control broker for
the RIB103 Schema. Default scripts are provided for starting the registry service
and the control broker in the $SEHOME directory. Refer to the “start_egate” and
a “start_cb” scripts.

The commands that implement this functionality are stcregd and stcch. When
executed, they run as daemons. Depending on logging and other parameters,
they may log items to their stderr or stdout files. These commands are detailed
further in the following manuals:

¢ Retek Integration Bus Operations Guide
e SeeBeyond e*Gate Integrator User’s Guide

e SeeBeyond e*Gate Integrator System Administration and Operations Guide
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Step 8: Starting the RIB components for a new/modified schema

Start_rib is intended for use in starting the e*Way components of a new schema
or when new e*Way components have been added to an existing schema. The
RIB 10.3.3 architecture requires that the first time an e*Way is started in a
schema, it is started in a particular order (subscriber, TAFR, publisher). The
start_rib script uses an input file called Egate.txt to identify an e*Way as a
subscriber, a TAFR, or a publisher. Egate.txt contains a listing of all of the
e*Way components packaged with RIB 10.3.3. Start_rib is executed with one or
several of the parameters listed within its usage. To view the start_rib usage,
change Unix directories to $EHOME and run start_rib with no parameters.

It is necessary that start_rib is run to start the e*Way components immediately
after installation and configuration of the RIB 10.3.3 components. The following
command should be executed while the registry and control broker are running:
start_rib JMS SUB TAFR. After these processes have successfully started
(check to be certain connection points were accurately set and DB connection
was successful), if the client is integrating with 1SO, start the SO services
following SIM instruction. Run start_rib once more using the following
command: start_rib PUB HOSP. All of the e*Way process listed in the Egate.txt
file should now be running.

If desired, new e*Way components may be started using the start_rib command
by adding the new components to the start_rib input file - Egate.txt. This file can
be located in the SEHOME directory. Unused e*Way components may also be
removed from Egate.txt.

If a full install is not being preformed, and integrating with 1SO, proceed to
Chapter 7 — ISO Integration.
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Chapter 4 — Database triggers and Oracle
dependencies

Database triggers

Once the RIB has been installed and configured, the publishing applications need
to be told to begin to publish data. There are multiple ways to initiate the
publishing process. Each Retek product’s operation guide contains this
information.

Oracle dependencies

In order for the Retek 10.3 RIB to function correctly, you must install Oracle’s
XML Developer’s Kit for PL/SQL on your database server. This can be
downloaded from Oracle Technology Network. The version of XML
Developer’s Kit for PL/SQL must be dated 3/28/2002 or later — there is a bug in
prior version that will prevent the RIB from working correctly.

Verify RIB Error Hospital database tables

One feature of the RIB is the Error Hospital subsystem used to store and retry
messages that have processing problems by a subscribing application. This
facility allows for non-dependent messages to continue to be processed by the
application until the failure has been resolved and the message successfully
consumed.

These tables were created during the database portion of the RCOM, RDM, or
RMS installations. The DDL to create these tables can be found on these
products’ installation CDs.

Note: For more detailed information on the RIB Error Hospital, refer to the
<RETEK_INSTALL_DIR>/RIB103/Rib_Support/doc/index.html file.



MESSAGE_NUM
LOCATION

FAMILY

TYPE

)

RIB_MESSAGE_ID
PUBLISH_TIME
IN_QUEUE
MESSAGE_DATA
ATTEMPT_COUNT
MAX_ATTEMPTS
NEXT_ATTEMPT_TIME
DELETE_PENDING
TOPIC_NAME
THREAD_VALUE
JMS_QUEUE_ID
CUSTOM_FLAG
CUSTOM_DATA
REASON_CODE

CREATE TABLE RIB_MESSAGE (

NUMBER
VARCHAR2
VARCHAR2
VARCHAR?2
VARCHARZ2
VARCHARZ2
DATE,
VARCHAR2
CLOB
NUMBER
NUMBER
DATE,
VARCHAR2
VARCHAR?2
NUMBER
VARCHARZ2
VARCHAR2
CLOB,
VARCHAR?2

CONSTRAINT PK_RIB_MESSAGE
( MESSAGE_NUM ) ) ;

Note: The field MESSAGE_NUM in the table RIB_MESSAGE has an
associated script to create the sequence. It is required to run this script —
rib_message_seq.sql. This script can be found in the
<RETEK_INSTALL_DIR>/RIBfor<APP><version>/XML_Utilities directory.

PRIMARY KEY

(8) NOT NULL,
(60) NOT NULL,
(25) NOT NULL,
(30) NOT NULL,
(255),
(255),

(1) NOT NULL,
NOT NULL,

(4)  NOT NULL,

(4)  NOT NULL,

(1) NOT NULL,
(255),

(22,8),

(255),

(1) DEFAULT "F-

(10) NOT NULL,
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For each Error Hospital, verify that the three hospital tables exist and that they
have the correct columns. The three tables necessary are:

RIB_MESSAGE
DROP TABLE RIB_MESSAGE CASCADE CONSTRAINTS ;

NOT NULL,
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RIB_MESSAGE_FAILURE
DROP TABLE RIB_MESSAGE_FAILURE CASCADE CONSTRAINTS ;

CREATE TABLE RIB_MESSAGE_FAILURE (

MESSAGE_NUM NUMBER 3) NOT NULL,
SEQ_NUMBER NUMBER 2) NOT NULL,
TIME DATE NOT NULL,
LOCATION VARCHAR2 (60)  NOT NULL,
DESCRIPTION VARCHAR2 (4000) NOT NULL,

CONSTRAINT PK_RIB_MESSAGE_FAILURE
PRIMARY KEY ( MESSAGE_NUM, SEQ_NUMBER ) ) ;

RIB_MESSAGE_ROUTING_INFO
DROP TABLE RIB_MESSAGE_ROUTING_INFO CASCADE CONSTRAINTS

CREATE TABLE RIB_MESSAGE_ROUTING_INFO (

MESSAGE_NUM NUMBER [©)) NOT NULL,
SEQ_NUMBER NUMBER (&) NOT NULL,
NAME VARCHAR2 (25)  NOT NULL,
VALUE VARCHAR2 (25)  NOT NULL,
DETAIL1_NAME VARCHAR2  (25),
DETAIL1_VALUE VARCHAR2  (300),
DETAIL2_NAME VARCHAR2  (25),
DETAIL2_VALUE VARCHAR2  (300),

CONSTRAINT PK_RIB_MESSAGE_ROUTING_INFO
PRIMARY KEY ( MESSAGE_NUM, SEQ NUMBER ) ) ;

Note: If these tables need to be created outside of a Retek Application’s
installation2 scripts called ‘rib_ddl.sgl” and “rib_message_seq.sgl’ can be found
in the <RETEK_INSTALL_DIR>/RIBfor<APP><version>/XML_Utilities
directory.

If your database already has these tables in place from a RIB installation prior to
version 10.3, the rib_message table may need to be updated with new table
changes. Executing the 0001_rib_message.sql script, which can be found in the
<RETEK_INSTALL_DIR>/RIB103/DBC directory, applies these changes to the
table. If the rib_message table contains data, the data should be exported before
the script is run, and imported back into the table.

Check the structure of the rib_message table, prior to running this script, to
determine if this script needs to be applied or not.
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Note: This script contains table changes that include the addition of a new NON-
nullable column, ‘custom_flag’ (position 17), that should be defaulted to ‘F’
when importing data back into the table. All other new columns can be null.

RIB_DOCTYPES table and DTD files

The RIB_DOCTYPES table should also have been created and populated by the
Retek Application installation(s) (e.g. RMS). The integration with RCOM now
requires that the DTD files themselves be network accessible.

To accomplish this, all of the DTD files should be deployed to a web server
running at the client. Once this is done, and the URL to the DTDs is known, the
value in the DOC_TYPE_URL column will need to reflect this location.

The rib_doctypes_rms.dat file which is found in the
<RETEK_INSTALL_DIR>/RIBforRMS/XML_Utilities directory is the script
that RMS uses to populate the table with data. The URLs can be globally
replaced with the new one and the script re-run.

Note: If custom RMS, a custom version of this script will exist. It should be
applied instead.
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Chapter 5 — RIB Administration Tool installation

The RIB Administration Tool is a web-based tool provided to perform RIB
administration functions, which include the Hospital Administration GUI, the
Message Statistics GUI and the RIB Properties Editor GUI.

There are two versions of the Hospital Administration GUI that can be used to
administer problem messages that have been put in the hospital database tables.
One version is a java executable/application and one is web/browser-based.
Retek recommends you use the web/browser-based version, if possible, because
it does not require anything other than java runtime to be installed on individual
workstations.

This section explains the installation of the web-based version; see the next
section for the executable/application-based version of the Hospital
Administration GUI.

Web-based version install

Prerequisites

1 A J2EE-compliant web server from which to deploy the gui.war file. Jakarta
Tomcat is the web server that the RIB Administration Tool was developed
on, and is the recommended web server to use.

2 Java Runtime Engine (JRE) version 1.4 installed on all workstations/PCs that
will be accessing the GUI via their web browser.

Note: If these two prerequisites cannot be met, install the java
executable/application version of the Hospital Ul (see next section).

Install RIB Administration Tool

1 Copy gui.war from the
<RETEK_INSTALL_DIR>/RIB<version>/Rib_Hospital_Gui/build directory
to the web server and deploy it. If deploying on Tomcat, place the gui.war
file in the Tomcat /webapps directory and reload the server.

2 After deployment, locate and modify the gui.properties configuration file in
the web application directory (for Tomcat, this would be in
$CATALINA_HOME/webapps/gui/). The entries in this file that must be
changed are listed below:

HHHH A A AR
# GUI Project Variables

GUIl .ProjectHost=

GUI.ProjectPort=

GUIl .ProjectName=gui

GUI .TimingsLogFile_Path=

GUI .TimingsLogFile_Name=timings_rib.log
GUI.rib.properties.default.FilePath=
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GUI.rib.properties.default.BackupFileExt=.bak
Where:

=  GUI.ProjectHost is the name or IP address of the server that the J2EE
web server is running on. GUI.ProjectPort is the http listener port of the
J2EE web server. These are the values that will be set for all of the GUI
applets, and will override the applet’s baseurl.getContext lookups to find
the URL to the servlets. If for any reason this lookup does not find the
correct host and port, or if a servlet residing on a different host or port is
preferred, set these values appropriately.

= GUI.ProjectName should be set in the properties file to contain the name
of the project installation (installed application name) on the web server.
The applets will use this name to build the URL to the servlets. The
default installation name is “gui”.

»  GUI.TimingsLogFile.Path and the GUIL. TimingsLogFile.Name should be
set to contain the default path to the timings log file and the default name
for the log file for the Message Statistics GUI Applet. When this applet
is loaded, it will display a window where the user can enter the path to
the log file and the parameters to pass into the RibTimings class to gather
the statistics. If no value is entered, the log file path text field on this
window will initially be blank. The TimingsLogFile.Name is defaulted
to “timings_rib.log”.

»  GULrib.properties.default.FilePath should be set to the default file path
of the rib.properties file. This will be displayed in the RIB Properties
Editor’s connection window as the default File Name, which the user can
modify before retrieving the file from the server.

= GULrib.properties.default.BackupFileExt should be set to contain the
default file extension the RIB Properties Editor will use when creating a
backup copy of the rib.properties on the server. This will be displayed in
a dialog that appears on saving the file. The user can modify the
extension of the backup file to whatever they choose before the file is
saved.

Example:

HHH R R R R
# GUI Project Variables

GUIl .ProjectHost=localhost

GUI .ProjectPort=8080

GUI .ProjectName=gui
GUI.TimingsLogFile.Path=/files0/egate/timings/
GUI.TimingsLogFile.Name=timings_rib.log

GUI.rib.properties.default_FilePath=/filesO/egate/egate/
client/classes/

GUI.rib.properties.default.BackupFileExt=rib.properties.
bak
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Note: All File Path entries in this properties file should end with a file separator
character, since the file name will be appended to the end of the path (ie “/” or
H\\”).

2 Locate and modify the gui.servlet.properties file in the web application
directory under WEB-INF/classes (for Tomcat, this would be in
$CATALINA_HOME/webapps/gui/WEB-INF/classes). The entries in this
file that can be changed are listed below:

Where:

HHHH A AR AR

# GUI Project Variables
GUIl.jdbc.driver=oracle.jdbc.driver.OracleDriver
GUI.rib.properties.SessionTimeout=900

GUI.rib.properties.local .FilePath=

= GUI.jdbc.driver should be set to the driver used to log in to the database
for the main Portal login. The default driver that is contained the gui.war
is an Oracle database driver.

= GUL.rib.properties.SessionTimeout should be set to the amount of time in
which a session is timed out after being idle. The index.jsp will set the
HttpSession.setMaxInactivelnterval(); The default is 900 seconds (15
minutes).

= GUL.rib.properties.local.FilePath should be set to the directory where the
Rib Properties should locally save the file while editing it. The default is
to set this to <appserver-installation-directory>/<installed-application-
name>/temp/, but can be changed to any directory on the application
server.

Example:

HHHH A A AR AR

# GUI Project Variables
GUIl.jdbc.driver=oracle.jdbc.driver.OracleDriver
GUI.rib.properties.SessionTimeout=900

GUI.rib.properties.local .FilePath=/Ffiles0/jakarta-
tomcat/webapps/gui/temp/

Note: All File Path entries in this properties file should end with a file
separator character, since the file name will be appended to the end of the
path (ie “/” or “\\”).
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Internationalization

The RIB Administration Tool is initially configured to run in English. To set the
RIB Administration Tool to the language of your choice:

1 Edit two files in the web application directory: gui.properties and

gui.servlet.properties. Set the GUI.language and GUI.country values to the
language you wish to use. If no language or country code is specified for
these properties, the applets will default to the locale in which they are
running.

The following settings are available:

For English: GUIl.language=en
GUI.country=US
For French: GUI.language=fr
GUl.country=FR
For German: GUl.language=de
GUl.country=DE
For Spanish: GUI.language=es
GUl.country=ES
For Korean: GUIl.language=ko
GUl.country=KO
For Japanese: GUIl.language=ja
GUl.country=JP
Default locale: GUl.language=
GUl.country=

In the web application directory, there is a folder containing specific files for
each language (based on the language code : DE, EN, ES, FR, JA, KO).
Copy the files from this directory into the web application directory
(overwriting the existing files).

If Jakarta Tomcat is the web server being used, it must be reloaded for the
changes in steps 1 and 2 above to take effect. Other web servers may require
reloading as well.
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Install JRE

1 Java Runtime Engine (JRE) 1.4 must be installed on all workstations/PC’s
that will be accessing the GUI via their web browser.

Note: The 1.4 JRE can be downloaded at no charge from Sun’s Java web site
(http://java.sun.com/j2se/downloads.html).

Test Error Hospital GUI Applet
1 To test the GUI, enter the following URL in a browser:

http://<server>:<port>/<ProjectName>/index.jsp

= Server = name or IP address of the server that the J2EE web server is
running on (should be the same value as GUI.ProjectHost in
gui.properties)

= Port = http listener port of the J2EE web server (should be the same
value as GUI.ProjectPort in gui.properties)

= ProjectName = value of GUI.ProjectName in gui.properties
Example: http://localhost:8080/gui/index.jsp

Files and classes contained in the war file

Classes

com.retek.rib.gui.AppletCoder: used for encoding and decoding information
sent from applets to servlets

com.retek.rib.gui.AppletDialog: used for error message dialogs for all applets

com.retek.rib.gui.DBConnection: used by index.jsp to test authentication with
main RIB Administration login

com.retek.rib.gui.GUIHelp: used to display help dialog for RIB
Administration Tool

com.retek.rib.gui.HospitalUIApplet: main Hospital Administration class,
contains all applet GUI code

com.retek.rib.gui.HospitalUIDBHelper: Hospital Administration class,
contains TableModel implementation and command calls

com.retek.rib.gui.HospitalUIHelper: Hospital Administration class, contains
calls to servlet

com.retek.rib.gui.HospitalUlQueries: Hospital Administration class, contains
queries to retrieve and update the message data

com.retek.rib.gui.HospitalUIServlet: Hospital Administration servlet class

com.retek.rib.gui.PropertiesUl: main RIB Properties Editor class, contains all
applet GUI Code

com.retek.rib.gui.PropertiesServlet: RIB Properties Editor servlet class


http://java.sun.com/j2se/downloads.html
http://<server>:<port>/<ProjectName>/index.jsp
http://localhost:8080/gui/index.jsp
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com.retek.rib.gui.PropsHelper: RIB Properties Editor class, contains calls to
servlet

com.retek.rib.gui.ServletHelper: used for generic servlet methods

com.retek.rib.gui.StatisticsUl: main Message Statistics class, contains all
applet GUI code

com.retek.rib.gui.StatsDBHelper: Message Statistics class, contains
TableModel implementation

com.retek.rib.gui.StatsHelper: Message Statistics class, contains calls to
servlet

com.retek.rib.gui.TableMap and com.retek.rib.gui.TableSorter: classes used
for TableModel implementation for both applets

com.retek.rib.gui. TimingsServlet: Message Statistics servlet class

Jars and other files

jslapps.js: javascript file for RIB Administration index page
taglibs/gui.tld: tag library for RIB Administration index page
WEB-INF/lib/classes12.jar: contains Oracle Database Driver

WEB-INF/lib/retek-rib-support.jar: contains base code for Hospital
Administration and Message Statistics functionality

WEB-INF/lib/retek-sbyn.jar: contains base code for Hospital Administration

WEB-INF/lib/etdRibMessages.jar: contains base code for Hospital
Administration

WEB-INF/lib/stcjs.jar: contains base code for Hospital Administration
WEB-INF/web.XML: contains servlet mappings and session defaults

WEB-INF/classes/gui.servlet.properties and gui.properties: properties files
used by RIB Administration Tool and applets

WEB-INF/classes/rib.properties: properties file used for Hospital
Administration
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Language-specifc files

lang/*.properties: Language-specific properties files for the java resource
bundles to provide displayed text in the RIB Administration Tool in the proper
language

The language-specific properties files consist of:
GUIHelp_*_*.properties: Resource bundle for the GUIHelp applet
HospitalUl_*_*.properties: Resource bundle for the HospitalUlApplet

RibPropertiesUl_* *.properties: Resource bundle for the RibPropertiesUl
applet

Servlet_* *.properties: Resource bundle for the ServletHelper
StatisticsUl_*_*.properties: Resource bundle for the StatisticsUl applet
DE/*: German HTML and JSP files

EN/*: English HTML and JSP files

ES/*: Spanish HTML and JSP files

FR/*: French HTML and JSP files

JA/*: Japanese HTML and JSP files

KO/*: Korean HTML and JSP files

The language-specific JSP files consist of:

errorpage.jsp: error page for RIB Adminstration index and login pages
index.jsp: main index page for RIB Administration

login.jsp: main login page for RIB Administration

The language-specific HTML files consist of:

HospitalUlHelp.html: Help file for the HospitalUlApplet
GUIHelp.html: Help file for the GUIHelp applet

StatisticsHelp.html: Help file for the StatisticsUI applet
PropertiesUlHelp.html: Help file for the RibPropertiesUl applet
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Chapter 6 — WebSphere Integration

This chapter will briefly review the configuration required for integrating with
RCOM running in a WebSphere 5.0 application server. All of this is done as part
of the installation of the RCOM application, but is noted here for reference.

rib.properties file
Note: The editing of this file is documented in the RCOM Installation Guide.

In the rcom-j2ee-rib.jar file, you will find a file named rib.properties. This file
contains the RIB specific properties used by the RIB subscribing Message-
Driven Beans and publishing Stateless Session Beans that are deployed on the
Application Server. See below.

Error Hospital entries
HHH AR R R R R
# These are the RIB hospital properties.
hospital .attempt.max=5
hospital .attempt.delay=10
hospital .attempt.delaylncrement=10

This section details the entries used for retrying messages from the Error
Hospital.

hospital.attempt.max — This is the maximum number of attempts to try to push
this record through the RIB automatically, once this retry count is exceeded the
message remains the Error Hospital DB but is no longer retried automatically.

hospital.attempt.delay — value (in seconds) used to calculate the next attempt
time

hospital.attempt.delaylncrement — value (in seconds) used to calculate the next
attempt time.

The next attempt time is calculated as:
hospital AttemptDelay + (hospital AttemptDelylncrement * attempt count)

This is done so that the delay between each attempt is longer than the previous
delay.
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Logging entries
HHHH A AR AR
# Default logging level verbose? [Y or N]
log.default.verbose=N
HHH AR R R R R

# Path where RIB and Timings log files will be written.
It must end with

# a directory separator / or \.

log.default.file_path=/Files2/websph/WebSphere/AppServer
/logs/serverl/

The RIB has its own logging capabilities. The RIB support Java classes contain
logging logic which write to RIB log files which are written to a user specified
directory.

log.default.file_path - Path where RIB and Timings log files will be written. It
must end with a directory separator / or \.

log.default.verbose — [ Y or N] Specifies whether or not the RIB code should be
logged at a verbose level.

JNDI/IMS Configuration
HHH AR R R R R

# These are JNDI names used to lookup DataSource and
TransactionManager

# used by the RIB.

rcom. jndi .db=jdbc/OracleRibDs

rcom. jndi . yms.factory=XAConnectionFactory
HHHH A AR AR

# This is the hostname and port of the eGate JMS
provider.

rib.jms.hostname=<servername> e.g. mspdevl4.retek.int
rib_jms._port=<portname> e.g. 24053

# Write each JMS message (XML) out to a file? [Y, N,
True or False]

rib.jms.write_ file=False
P

# These properties are used to interface with RCOM
(J2EE). Only applicable

# 1T RIB is not deployed in same AppServer Container.

rcom. jndi .context.factory=com. ibm.websphere.naming.Wsnln
itialContextFactory

rcom. jndi.url=iiop://mspdev03.retek.int:2809
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These configurations specify the locations of the JNDI naming service and the
JMS Queue.

rcom.jndi.context.factory — This is the JINDI context factory to use for JNDI
lookups. This is defaulted to the WebSphere Initial Context Factory.

rcom.jndi.url — This is the URL to the JNDI service.
rcom.jndi.db — This is the JNDI name for the data source.

rcom.jndi.jms.factory — This is the JNDI name for the JMS XA Topic
Connection Factory. This is used for creating a Topic Connection in order to
place messages on the JMS Queue.

rib.jms.hostname — This is the JMS hostname (servername) of the JMS Queue.
rib.jms.port — This is the JIMS port of the IMS Queue.

rib.jms.write_file — This property specifies whether or not to write each JMS
XML message out to a file.

Implementation classes
HHH AR R

# Version of AlertPublisher, RibMessage, etc. the RIB is
using.

alertPublisherImpl=com.retek.rib.alert_NullAlertPublishe
r

ribMessagelmpl=com.retek.rib.sbyn.RibMessageWrapper
ribMessagesIimpl=com.retek.rib.sbyn.RibMessagesWrapper
routingInfolmpl=com.retek.rib.sbyn_RoutinglnfoWrapper

failurelmpl=com.retek.rib.sbyn._FailureWrapper

In order to promote pluggable, platform specific implementations, the RIB allows
the specification of platform-specific classes for a variety of functions. These
functions include the actual creation of a RibMessages XML message and the
interface to an alert mechanism. The following entries are used to specify what
Java classes should be used for these functions:

alertPublisherImpl -- Interface to the Alerting mechanism
Values: com.retek.rib.sbyn.alert.EgateAlertPublisher (SeeBeyond)

ribMessagelmpl — Class used to create a ribMessage node within a RibMessages
container.

Values: com.retek.rib.sbyn.RibMessageWrapper (SeeBeyond)
ribMessagesimpl — Class used to create a RibMessages container.
Values: com.retek.rib.sbyn.RibMessagesWrapper (SeeBeyond)

routingInfolmpl — Class used to create the Routing Information Section within a
ribMessage node.

Values: com.retek.rib.sbyn.RoutingInfoWrapper (SeeBeyond)
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failurelmpl — Class used to create, store and copy message failure information

Values: com.retek.rib.sbyn.FailureWrapper (SeeBeyond)

Publishing configuration
HHH AR R R R R
#List of publishing topics for each message family
COBORES=etCoBoResFromRCOM
CODSRCPT=etCODSRcptFromRCOM
CORETURN=etCOReturnFromRCOM
CORRESPONDENCE=etCorrespondenceFromRCOM
COSALE=etCOSaleFromRCOM
CUSTORDER=etCustOrderFromRCOM
DSPO=etDSPOFromRCOM
INVADJUST=etlInvAdjust
PAYMENTS=etPaymentsFromRCOM
PENDRETURN=etPendReturnFromRCOM
WOSTATUS=etWOStatusFromRCOM
WOINT=etWOIntFromRCOM

HHAHHHHAH AR AR

#Flag to force all published messages into the hospital
instead of JMS

publisher.force_hospital=False

These properties are used to configure publishing from WebSphere to the JIMS
Queue.

<family-name>=<topic-name> - These properties map a publishing family
name to the correct topic name on the JMS Queue (eg. COBORES =
etCoBoResFromRCOM).

publisher.force_hospital — This property forces all messages published from
WebSphere directly to the hospital table in the database instead of the JIMS
Queue.
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Example:
HHHH A AR AR
# These are the RIB hospital properties.
hospital .attempt.max=5
hospital .attempt.delay=10
hospital .attempt.delaylncrement=10
HHHH A AR AR AR
# Default logging level verbose? [Y or N]
log.default.verbose=N
HHH AR AR R R R AR

# Path where RIB and Timings log files will be written.
It must end with

# a directory separator / or \.

log.default.file_path=/Ffiles2/websph/WebSphere/AppServer
/logs/serverl/

HH AR R A R R R

# Log message times? [Y or N], and the file to write
timings log

# entries to. Only specify the file name as it will be
prepended

# with the log.default._file_path property. If no
entries for an

# e*Way, it will default to N.

#

log.MDB.timings=Y
log-MDB.timings_logfile=timings_rib.log

HHHH AR AR AR

# These are JNDI names used to lookup DataSource and
TransactionManager

# used by the RIB.

rcom. jndi .db=jdbc/OracleRibDs
#rcom._jndi.tm=java:comp/env/TransactionManager
rcom. jndi . jms.factory=XAConnectionFactory

HHHH A R R

# This iIs the hostname and port of the eGate JMS
provider.

rib._jms._hostname=<servername> e.g. mspdevl4._retek.int
rib.jms.port=<portname> e.g. 24053

# Write each JMS message (XML) out to a file? [Y, N,
True or False]
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rib_.jms.write_ file=False
P

# Version of AlertPublisher, RibMessage, etc. the RIB is
using.

alertPublisherimpl=com.retek.rib.alert_NullAlertPublishe
r

ribMessagelmpl=com.retek.rib.sbyn.RibMessageWrapper
ribMessagesIimpl=com.retek.rib.sbyn_RibMessagesWrapper
routinglnfolmpl=com.retek.rib.sbyn_RoutinglnfoWrapper
Ffailurelmpl=com.retek.rib.sbyn._FailureWrapper

HHH AR R R

# These properties are used to interface with RCOM
(J2EE). Only applicable

# 1T RIB is not deployed in same AppServer Container.

#rcom. jndi.context.factory=com. ibm.websphere.naming.Wsnl
nitialContextFactory

#rcom. jndi.url=i1iop://mspdev03.retek. int:2809
HHH AR R R R R
#List of publishing topics for each message family
COBORES=etCoBoResFromRCOM
CODSRCPT=etCODSRcptFromRCOM
CORETURN=etCOReturnFromRCOM
CORRESPONDENCE=etCorrespondenceFromRCOM
COSALE=etCOSaleFromRCOM
CUSTORDER=etCustOrderFromRCOM
DSPO=etDSPOFromRCOM

INVADJUST=etlInvAdjust
PAYMENTS=etPaymentsFromRCOM
PENDRETURN=etPendReturnFromRCOM
WOSTATUS=etWOStatusFromRCOM
WOINT=etWOIntFromRCOM

HH AR R R R R R

#Flag to force all published messages into the hospital
instead of JMS

publisher.force_hospital=False
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rib_subscriber.xml file

Log4j is used for logging and performance measurements in the RIB Publishing
and Subscribing code. These logs are created based on the family type of the
message being processed. The logging is defined in the rib_subscriber.xml file.
The editing of this file is defined in the RCOM installation guide.

Each publishing and subscribing family has its own logger and appender defined.
This controls the logger name and associated file created by log4j. An example
of an ASNOut family logger and appender is shown below. This same template
is used for every family, with the “ASNOut” replaced for the new family name.

Example:
<I-- ASNOUT -->
<logger name="rib.sub.timings.asnout'>
<level value="INF0O"/>
<appender-ref ref="aASNOut" />
</logger>

<appender name="'aASNOut"’
class=""org.apache.log4j.FileAppender'>

<param name="File" value="/Program
Files/WebSphere/AppServer/logs/serverl/timings_asnout.lo
gIl/>

<layout class="'org.apache.log4j.PatternLayout'>

<param name="'ConversionPattern™
value=""%d{yyyy-MM._.dd
HH-mm:ss.SSS}|ASNOutToRCOM | %t ] |%m%n*/>

</layout>

</appender>

Generic JMS Provider

The Generic JMS Provider is fully configured as part of the RCOM installation.
From the WebSphere Admin Console, click Resources -> Generic JMS
Providers. You will see “SeeBeyond JMS Provider” as the available resource.
The JMS Connection Factory as well as the JMS Destinations is defined here.

Message Listener Ports

The Message Listener Ports are also fully configured as part of the RCOM
installation. From the WebSphere Admin Console, click Servers -> Application
Servers -> serverl -> Message Listener Service -> Listener Ports. You will see
all of the WebSphere Listener Ports defined here.
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Data Source

Finally, the Oracle DataSources are fully configured as part of the RCOM
installation. From the WebSphere Admin Console, click Resources -> JDBC
Providers. You will see “Oracle JDBC Thin Driver (XA)” as the available
resource. All of the RCOM DataSources are defined here. The “Oracle Rib
Datasource” is the DataSource that the RIB utilizes.
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Chapter 7 — 1SO Integration

This chapter will review the steps required for integrating RIB 10.3.X with SIM.

Manual Steps

Log into the SIM application server as the user who performed the SIM install.

1 Create a temporary install directory for integrating RIB with SIM. This
temporary directory will be known as <ISO_TMPINSTALL_DIR> for the
remainder of this section:

> mkdir INSTALL
2 Copy the file RIBForISO<version>.tar to <ISO_TMPINSTALL_DIR>.
3 Once you have copied the file, extract the contents.

> tar xvf ‘RIBForISO<version>.tar’

4 Ensure all files located in <ISO_TMPINSTALL_DIR> have the correct
permissions by issuing the following command in
<ISO_TMPINSTALL_DIR>:

> chmod -R 755 *

5 Edit the file iso_profile. This file is located at <ISO_TMPINSTALL_DIR>
/RIB<version>. Make sure the settings for the following variables are
correct for your environment.

= |SO_TMPINSTALL_DIR - Same directory created in step 1 above
= [ISO_INSTALL_DIR - The directory where ISO was installed.

Note: The install script expects ISO_TMPINSTALL_DIR to include the
temporary install directory created in step 1 above (eg:
/filesO/jadmin/INSTALL) and ISO_INSTALL_DIR to include the full
directory path leading up to server<platform> (eg: /filesO/jadmin/iso)

6 In<ISO_TMPINSTALL_DIR>/RIB<version> run iso_profile:
> . .[/iso_profile

7 In<ISO_TMPINSTALL_DIR>/RIB<version>, run installisoconfig.
> /installisoconfig
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8

10

Steps for the RIB Error Hospital:

= Check the SIM schema for the existence of the following RIB error
hospital tables: RIB_MESSAGE, RIB_MESSAGE_FAILURE, and
RIB_MESSAGE_ROUTING_INFO.

= |f the RIB error hospital tables do not exist, ensure that the following
tablespaces exist: LOB_DATA, RETEK_DATA, and INDEX_DATA

Note: Do not run the following sql scripts if the rib error hospital tables
above already exist. These scripts will drop and re-create the tables, thus
deleting all data in the tables.

= run rib_ddl.sql as the SIM schema to create the required RIB tables.
This script is located at
<ISO_TMPINSTALL_DIR>/RIBforISO<version>/XML_Utilities.

» runrib_message_seq.sql as the SIM schema to create the sequence
number for the table RIB_MESSAGE. This script is located at:
<ISO_TMPINSTALL_DIR>/RIBforISO<version>/XML_Utilities.

Note: Since the database scripts drop and re-create the tables, ignore any
errors resulting from trying to drop objects that don’t exist. These errors are
expected.

Edit the file ribmessaging.cfg. This file is located at
<ISO_INSTALL_DIR>/server<platform>/retek/sim/files/prod/config. Make
sure the setting for the following variable is correct for your environment.
This value must match exactly values listed in the SeeBeyond configuration
file cpJMS.cfg of HostName+Port Number (1.E cpJMS.cfg-HostName:
mspdev05.retek.int, cpJMS.cfg-Port Number: 37053, ribmessaging.cfg-
BROKER: mspdev05.retek.int:37053).

» BROKER=<EGATE_SERVER_NAME>:<EGATE_SERVER_PORT>
(eg: BROKER=10.1.1.164:25053)

Edit the file messaging.cfg. This file is located at
<ISO_INSTALL_DIR>/server<platform>/retek/sim/files/prod/config. Make
sure the setting for the following variable is correct for your environment.
This value must match exactly values listed in the SeeBeyond configuration
file cpJMS.cfg of HostName+Port Number (1.E cpJMS.cfg-HostName:
mspdev05.retek.int, cpJMS.cfg-Port Number: 37053, ribmessaging.cfg-
BROKER: mspdev05.retek.int:37053).

» BROKER=<EGATE_SERVER_NAME><EGATE_SERVER_PORT>
(eg: BROKER=10.1.1.164:25053)
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11 Edit the file riblog4j.properties. This file is located at
<ISO_INSTALL_DIR>/server<platform>/retek/sim/files/prod/config.
Replace all occurrences of <ISO_INSTALL_DIR> in this file with the full
directory path leading up to the /server<platform> directory.

= Ex: log4j.appender.ltemsSubscriber.File=<ISO_INSTALL_DIR
>/serverUnix/retek/sim/log/itemsmessagingcomponent.log

(eg: log4j.appender.ltemsSubscriber.File=/filesO/jadmin/sim10.1/
serverUnix/retek/sim/log/itemsmessagingcomponent.log)

12 Edit the file rib.properties. This file is located at
<ISO_INSTALL_DIR>/server<platform>/retek/sim/files/prod/config.
Replace the occurrence of <ISO_INSTALL_DIR> in this file with the full
directory path leading up to the /server<platform> directory.

= Ex: log.default.file_path=<ISO_INSTALL_DIR>/serverUnix
[retek/sim/log/
(eg: log.default.file_path =/filesO/jadmin/sim10.1/serverUnix
[retek/sim/log/)

13 After successful completion to installisoconfig, the temporary directory
ISO_TMPINSTALL_DIR may be removed

ISO Reference

The following sections are noted here for reference.

rib.properties file

In the rib-redsky.jar file, you will find a file called, “rib.properties”. This file
contains the RIB specific properties used by the RIB subscribing messaging
components under ISO. These messaging components will be deployed in an
ISO container, one for each subscribing API. Some of the important sections of
this file are illustrated below:

HHH AR R R R R R

# These are the RIB hospital properties.

hospital .attempt.max=5

hospital .attempt.delay=10

hospital .attempt.delaylncrement=10

HHH AR R R R AR

# These are properties that are also used in the process

# of putting a message in the hospital. The difference
here



58 Retek Integration Bus

# 1s that these properties control some of the concrete
classes

# that are used in this process.
failurelmpl=com.retek.rib.sbyn.collab.FailureWrapper

routingInfolmpl=com.retek.rib.sbyn.collab.RoutinglnfoWra
pper

routingInfoDetaillmpl=com.retek.rib.sbyn.collab.Routingl
nfoDetai lWrapper

ribMessagelmpl=com.retek.rib.sbyn.collab_RibMessageWrapp
er

ribMessageslimpl=com.retek.rib.sbyn.collab.RibMessagesWra
pper
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Example of a messaging component configuration file

We will use the ASNIn API for an example of a configuration file. These
configuration files can be found in the
<ISO_INSTALL_DIR>/server<platform>/retek/sim/files/prod/config directory.

# The topic name from which to accept messages.
TOPIC_NAME=etASNOutISO

# Makes the subscription durable (see JMS specification).
DURABLE_SUBSCRIBER=true

# The type of component — Publisher or Subscriber.
JMS_COMPONENT_TYPE=Subscriber

# The messaging group to which to listen.
MESSAGING_GROUP=

# Module name to be used for the Rib's context object.
MODULE_NAME=RibMessagingComponent

# Sub-module name to be used for the Rib's context object.
# This will be the same as the message family name.
SUB_MODULE_NAME=ASNOut

# If TRUE, only a single thread will be used to call the

# processMessages(ArrayList) method. If FALSE, multiple
# threads may call this method. Default is TRUE.
SINGLE_THREADED=TRUE

# Disconnect from the server for the specified number of
minutes between checks

# for messages. Note that this does not make sense for a
non-durable topic-based

# subscription. Therefore, a value of O will cause the
component to stay

# connected. The default is O.
CONNECTION_INTERVAL=0

# The config file to use for setting up messaging. The default is
# "messaging.cfg".

MESSAGING_CONFIG=ribmessaging.cfg

# Remote Object Lookup Name
REMOTE_NAME=ASNOutMessagingComponent

# Collect Performance Statistics

PERFORMANCE=true
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# Chelsea Logging Properties

LOGGING_IMPL=com.chelseasystems.cr.logging.LoggingFileServices
LOGGING_FILE_NAME-=../log/asnoutmessagingcomponent.log
LOGGING_LEVEL=4

LOGGING_PAUSE=5000

LOGGING_SYSTEM_OUT=true

LOGGING_SYSTEM_ERR=true

LOG4J_CONFIG=riblog4j.properties

ribmessaging.cfg file

This configuration file is used to configure the JMS messaging parameters across
all of the RIB’s APIs, publishing and subscribing.

# The client impl is the class that implements the MessagingServices contract.
CLIENT _IMPL=com.retek.rib.redsky.RibSeeBeyondJmsServices

# The time-to-live for messages sent to the server.
MESSAGE_LIFETIME=1800000

# This property has to do with who controls the transaction. When set to “true”,
# the Chelsea framework is in control of a global transaction. When “false”,

# commits or rollbacks must be done explicitly in the application code. For the
#RIB, this should always be “true”.

USE_SESSION_TRANSACTION=true

# POS device-specific class uses Store and Register in global repository.

# Currently, the RIB does not use grouping, so this entry is irrelevant.

GROUPING_UTIL=com.chelseasystems.cr.messaging.grouping.POSMessaging
GroupService

# Default group name. Again, the RIB does not currently use grouping, so this

# entry is irrelevant.

DEFAULT_GROUP=RTK

# The Broker is the JMS server address and port.

# For the RIB, this will be the server name and port of the SeeBeyond JMS

# queue.

BROKER=mspdev05.retek.int:24053

# Username and password are set via administration of the JMS server. For the
# RIB, SeeBeyond does not make use of username and password, so these should
# be blank.
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USERNAME=

PASSWORD=

# Number of times to try getting a connection to JMS server
MAX_CONNECTION_TRIES=2

# Number of seconds to pause between connection attempts
PAUSE_BETWEEN_TRIES=2
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