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UNDERSTANDING THESE
TUTORIALS

OVERVIEW

These tutorials are designed to run in tandem with a Content Server instance in a non-
production environment. They should not be used with Content Server instances that are
functioning within an enterprise.

This section covers these topics:
% About These Tutorials (page 1-1)
«» About Content Server (page 1-6)
+ Before You Begin (page 1-4)

«» Tutorial Scenario (page 1-8)

ABOUT THESE TUTORIALS

This section covers these topics:
+ Intended Audience (page 1-2)
*»  Objectives (page 1-2)

« Duration (page 1-3)

% Conventions (page 1-3)
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Intended Audience

These tutorials are for people who need to administer Content Server. They include

administrators and sub-administrators:

R/
0.0

Administrators set up, maintain, and modify the configuration of the content

management system and its user logins. To safeguard the integrity of the system,

administrators require a user name and password to access the system. Common tasks

for an administrator include configuring the system to manage and index files,

archiving and replicating information, working with content server security, adjusting

system properties, reviewing log files, etc.

Enterprise administrators can set up sub-level administrators to perform a subset of

administrative tasks within applications, specific departments, or security groups.

These sub-administrators maintain a portion of a management system and its user

logins.

The majority of administrators are sub-administrators. They administer portions of the

software that correspond to the rights that the system administrator assigns to them.

Objectives

These tutorials introduce you to the basics of Content Server and take you through

common administrative tasks step by step. In these tutorials you will perform the

following tasks:

Log in

Change your user profile

Check in new content

Check out existing content

Revise existing content

Search for content

Design a security model

Build a hierarchy for your website

Create active and historical reports

Manage content, subscriptions, and indexing

Create a workflow

Content Server Administration Tutorials



Understanding these Tutorials

Duration

There are seven tutorials in the series:
1. User Basics (see Chapter 2)
Security (see Chapter 3)
Accounts (see Chapter 4)

Library Folders (see Chapter 5)

Content Profiles (see Chapter 6)

AN

The Repository Manager (see Chapter 7)
Workflows (see Chapter 8)

Each tutorial takes between 30 and 60 minutes to complete. The entire series of tutorials
should take three to five hours. You can pause between tutorials, but you should complete
each tutorial in the order presented before moving on to the next.

Conventions

The following symbols are used throughout this tutorial:

Symbols Description

This is a note symbol. It is used to bring special attention
to information.

This is a technical tip symbol. It is used to identify
information that can be used to make your tasks easier.

This is an important notice symbol. It is used to identify
a required step or required information.

This is a caution symbol. It is used to identify

D o 8«

information that might cause loss of data or serious
system problems.
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BEFORE YOU BEGIN

1-4

This section covers these topics:
®

< Setup (page 1-4)

+ Browser Configuration (page 1-5)

Setup

Before you begin these tutorials, make sure that a Content Server instance and the tutorial
files are available.

1. Make sure that the Content Server software is installed in a non-production
environment,

Caution: These tutorials should be used in a development environment only. They should
not be used with Content Server instances that are functioning within an enterprise.

2. The Ruggans Tutorial Files folder is located in the documentation/samples/tutorial
directory on the Content Server software distribution CD labeled ‘Documentation’.
Open the Ruggans Tutorial Files folder and verify that the following files are located
in the folder:

documentation\samples\tutorial\Ruggans Tutorial Files\

=1 Ruggans Tutorial Files
-] Content

006_hr.dorc
007_hr.dor
00%_hr.dar
009 _hr.doc
010 _hr.doc
011 _conf.doc
012_conf.doc

- Images

@ background. gif
@' home_but. gif
@' intranet_logo. gif

013 _conf.doc
014_conf.doc
015_conf.doc
E_acchxls
% 017 _acchxls
@ 018_acctxls
% 013_acchxls

@ partnernet_logo.gif

@' P o= ped. gif

020_acchxls

021_mkt.dac
022_rnkt. dac
023kt doc
024kt doc
025_mkt.dac
026_form. doc

027 _farm.doc
028_pal.doc
029_ben.dac
030_res.doc

03kt doc
032_mkt.doc
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Browser Configuration

For Content Server to run efficiently, set your browser options to check for new content

each time you visit a page.

Configuring Browser Options

For Internet Explorer:

L.

Select Tools—Internet Options. The Internet Options screen is displayed.

2. Click Settings. The Settings screen is displayed.

3. Enable Every visit to the page and click OK. The Settings screen closes.

4. Click OK again to close the Internet Options screen.

5. Restart Internet Explorer.

For Firefox:

1. Enter about:config into the address bar. A list of configuration entries is displayed.

2. Enter browser.cache in the Filter field. A list of browser configuration entries is
displayed.

3. Double-click browser.cache.check doc_frequency. The Enter Integer value screen
is displayed.

4. Change the setting to 1 and click OK.

5. Restart Firefox.

For Safari on a Macintosh:

No default cache settings are available in Safari on a Macintosh computer. To empty the
cache in Safari, select Safari—Empty Cache.
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ABOUT CONTENT SERVER

1-6

This section covers these topics:
®

« System Purpose (page 1-6)
+ System Users (page 1-7)

System Purpose

Content Server is an automated system for sharing, managing, and distributing business
information to partners, suppliers, and customers using a Web site. The software was built
to enable rapid deployment of unstructured information—documents, HTML pages,
images, audio and video clips, policies and procedures, engineering specifications, and so
forth—that is typically unmanaged. Designed for the Web, it is considered the unrivaled
solution for building secure business libraries with check in/check out, revision control,
and automated publishing in Web-ready formats. Content Server is:

Secure

You can secure content and authorize users through Security Groups, Roles, and
Accounts.

Immediate

Current information is available to authorized users as soon as it is released.

Flexible

You can link any type of content—Iletters, reports, engineering drawings, spreadsheets,
manuals, sales literature, and more—under one powerful system of knowledge
distribution, and create fields for metadata unique to your organization. Through
Component Architecture, you can even modify the look and feel to mimic your corporate
web site. Refer to the manuals in the documentation/developer folder on Content Server
CD labeled ‘Documentation’ for more information.
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System Users

The software is designed for two types of users: those who need to find, view, and print
content items—called consumers—and those who need to create and revise content
items—called contributors.

The majority of the users are consumers. These users do not need a user name and
password to get into the system unless security is placed on the content items. To
safeguard the integrity of the content items, the contributors need a user name and
password to check content items in and out of the system.

BEHIND THE SCENES

This section covers these topics:
+ How Content Server Works (page 1-7)

«» What Content Server Does (page 1-7)

¢+ Tutorial Scenario (page 1-8)

How Content Server Works

Content Server is based on an open architecture. It uses standard browsers, like Firefox or
Internet Explorer, across multiple platforms, and communicates through HTTP and CGI.
Content Server can be installed on Windows, Sun, HP-UX, IBM AIX, and Linux
platforms.

The software was written in Java, which means most of the administration tools are
accessible on a local PC. This means you do not need to perform all administration tasks
from the server.

What Content Server Does

In general, when a file is checked into the system, it is processed through a conversion
tool, such as the PDF Converter or Dynamic Converter, resulting in a Web-viewable
version of the file, such as PDF or HTML.

Original files are stored in a specified vault directory.

Web-viewable files are stored in a specified weblayout directory.
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1-8

Before being released for viewing on the Web site, each file is processed through the
Indexer. The Indexer indexes information about the file, called content information or
metadata, and stores the metadata in an SQL database. For file formats that are supported
by the search engine, the Indexer also indexes the full text of the file. The indexing process
can then be repeated at specified intervals to update any changes to the metadata for
content that has been released.

Content Server connects to the following databases:
% Microsoft SQL Server (2000 SP4, 2005)

+ Oracle (9.2, 10g)

+ Sybase (15)

+ PostgreSQL (8.01)

s DB2 (8.1, 8.2)

If your index collection is growing too large or it is taking too long to index a large
quantity of files, you can index just metadata and not every word in your files. For more
information, see "Working with the Search Index" in Content Server Help.

Tutorial Scenario

For these tutorials, you are the system administrator of the Ruggans Financial
Corporation. Your company has just purchased Content Server, and you have been
assigned to set up the system to provide secure access to the appropriate people.

Let’s become familiar with Content Server by performing some basic tasks required of a
typical user.
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USER BASICS

OVERVIEW

This section covers these topics:

% Getting Started (page 2-2)

« Logging In (page 2-3)

% Getting Around (page 2-2)

«» Changing Your User Profile (page 2-4)

+» Content Management (page 2-5)

+» Checking In New Content - Required Fields (page 2-8)
+¢ Checking In New Content - Optional Fields (page 2-8)
+ Checking In a File (page 2-9)

% Checking Out a File (page 2-10)

« Exercise 1: Checking In Content (page 2-14)

@ It is recommended that you go through this tutorial from beginning to end, in the
suggested order.
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GETTING STARTED

As the system administrator for Ruggans Financial Corporation, you are responsible for

checking content in to the Oracle content management system. First, you need to open a

server instance in your browser and log in. To get started:

1. Open your web browser.

2. Type http://<Your_Instance_Name>/<install_dir>/<instance_dir>/1in the address bar
(for example, http://Master _on_mjones/<install _dir>/<instance_dir>/).

You can quickly access and search public content without logging in. In order to access
content with full privileges, you must log in.

GETTING AROUND

2-2

Clicking the icons or text menu enables you to navigate within the Content Server.

Icon Link Description

e [Login] .
‘2‘_‘ Enables you to log in to Content Server.

. [Home] )

G| Opens the main home page.

@ [Library] Opens a library page that you, as system administrator, will

set up with links pertinent to your organization.
[Search]

Opens a standard search page.

Content Server Administration Tutorials
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LOGGING IN

After you have logged in, you can access your user profile, the Content Manager, and any
custom links that are set up from the tray area at the left side of the screen. During a
browser session, you are authenticated the first time you log in to Content Server. You do
not have to log in again unless you start a new browser session.

Logging into Content Server is required to perform the following functions:
¢ Viewing secure content

/7

% Checking content into Content Server
®

¢ Accessing the administration screens

@ Note: Content Server logins can also be integrated with Microsoft network security
models. See the Managing Security and User Access guide and online help for more
information on using Content Server with Microsoft network security models.
To log in to Content Server, complete the following steps:
1. Click Login. The Enter Network Password screen is displayed.
2. Enter sysadmin in the User Name field.
3. Enter idc in the Password field.

9 Caution: The password idc is the default password assigned to the system administrator.

It is strongly recommended that you change the system administrator password to help
keep your system secure.

4. Click OK. The Home page is displayed.
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CHANGING YOUR USER PROFILE

2-4

User Profile

User Name: sysadmin

Roles: admin, sysmanager
Full Name: |System Administratar
Password: I“"""“""“

Confirm Password: I“"""“"‘"‘

E-mail Address:

|
User Type: I

User Locale: IEngHSh-US "’I

User Personalization Settings

Email Format: Ihtr‘nl VI
Layout: I Trays - I
Skin: ISteIIentDE *I

Search Template: IHeadIinE‘v’iew j

My Yiew: [ Customize ]

Update | F’iesetl

The User Profile page holds information about your name, password, email address, and

view preferences. To review or update this information, complete the following steps:

1.
2.

In the main menu, click My Profile. The User Profile for ‘sysadmin’ is displayed.

Select the information in the Full Name field and enter your name.

In the User Personalization Settings area, select the Email Format, Layout, Skin,

and Search Template options you prefer.

Click Update. Your selections take effect.
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CONTENT MANAGEMENT

STELLENT

Home Search Mew Check In My Profile Help

¥ Browse Content

¥ Search

w~ Content Management
”@ Mew Check In
-[g] Checked Out Content

-[5] wark In Progress

-] Active Workflows

-] Expired Content

@ Reqgistered Publisher Projects

Files in their native format (that is, the format they were originally created in) are stored in
a central repository from which you can check the files in and out. Only one person is
allowed to have a file checked out at a time, but many people can view the released
version of the file. Use the Content Management feature to check content in and out of the
Content Server repository and to monitor the status of content.

To open Content Management:
1. In the portal, click Content Management. The Content Management tray is opened.

The Content Management links are described in the following table:

Link Description

New Check In Links to the Content Check In page where you can
check in new content.

Checked Out Content Lists all the content to which you have permission
that is currently checked out.

Work In Progress Lists the content currently in the Content Server
process that has not yet been released.
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2-6

Link

Description

Active Workflows

Lists any active workflows and the content
associated with each.

Expired Content

Opens the Content Expiration page, which enables
you to search for expired or about to expire
content.

Registered Publisher Projects

Lists any registered projects. This option is
applicable only when Content Publisher, an
optional add-on to Content Server, is installed.

2. Click New Check In. The Content Check In Form is displayed.

Content Server Administration Tutorials




Figure 2-1 Example Content Check In Form

Content Check In Form
ContentlD |
Type |ADACCT—A|:me Accaunting Depanmentj
Title |
Authar |sysadmin |sysadmin j
Security Group Im
Primary File | Browse... |
Alternate File | Browse. .. |
Revigion |1

=
Comments

[
Release Date  [10/11/0412:02 PM
Expiration Date |

Check In | Feseat | Cluick Helg

Content Server Administration Tutorials
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CHECKING IN NEw CONTENT - REQUIRED FIELDS

ContentiD |

Type |ADACCT—A|:me Accounting Departmentj
Title |

Authar Isysadmin Iaysadmin j
Security Group Im

Primary File | Browse... |

The Content Check In Form has a number of content information fields, also referred to as

metadata fields. Metadata is essentially data about data. The content information fields
provide information about the content, which enables the system to keep track of content
and assists users when searching for content. There are a number of predefined fields, and

you can also add custom fields to suit your specific applications. You can add required or

optional custom metadata fields. All standard fields displayed in red are required fields.

You must complete all required fields before you can check a file into the system.

CHECKING IN NEW CONTENT - OPTIONAL FIELDS

2-8

Alternate File |

Browse... |

Revision |1

Comments

Release Date  [10/11/0412:02 PM

Expiration Date |

All fields on the Content Check In Form displayed in black are optional fields. You do not

have to complete optional fields when you check a file is in to the system.
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CHECKING IN A FILE

Use this tutorial to learn how to check in a file. To check in a file, complete the following

steps:

1. On the Content Check In Form, type 001 in the Content ID field. Leave the Type,
Author, and Security Group fields set to the default.

2. Next to the Primary File field, click Browse. The Choose File dialog box is
displayed.

3. Find and select the background.gif file located in the Ruggans Tutorial Files/Images
folder.

4. Click Open. The file name and path displays in the Primary File field on the Content
Check In Form.

5. Type Background Image in the Title field.

6. Click Check In. The Check In Confirmation page is displayed to confirm that the

content item was checked in successfully.

Figure 2-2  Example Check In Confirmation page

Check In Confirmation

Content ID : 001 [Content Info]
Title: Backoround lmage
Checked in by: sysadmin

You may check in a new document with similar attributes

Check In Similar

You can also use this form to check in a similar file. When you click Check in Similar,
the Check In Content Form is displayed with some fields already populated for you.
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CHECKING OUT A FILE

2-10

To revise a content item, you need to check it out and then check it back in when you have
finished editing the content. Only one person at a time can check out a revision, but others
can continue to view the released file.

To check out a file:

1. On the main menu, click the Search link. The Search page is displayed.

Figure 2-3  Example Search Page

Search

Full-Text Search

Search | Clearl Savel

Enter wards or phrases separated by commas

K

Content

=l

=l

=l | [

=l =

D ISubStrmg
Title |Substring
Type |Substring
Security -
Group |Substrmg
Author ISubstring
Release

Date

Expiration

Date

=l
Fruml Tul
Frnml Tul

Comments | Substring

=l

Results Options

Results Per Page: IEI:I Sort By: IREIE&SE Date j IDESCEHding j

Searu::hl Clearl Savel Cluick Help |
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2. Click Search to search for all content that has been checked in. The content item with
content ID ‘001’ is displayed on the search results page.

Search Results Found 1 itern matching the query.

Actions: |select an action = |

D || Title || pate || Author || Actions |

noi Baclkground Image 10/11/04 sysadmin = ﬁ}

3. Click on the Info (i} icon. The Content Information page is displayed.

Figure 2-4  Example Content Information Page with Check Out Action selected

Content Information

Content ID : 001 Actions: | Select an action =]
Revision: 1 Select an action
Type: ADACCT - &cre Accounting E':':I-'E”::I': DUt

Update
Title: Background Image check In Similar
Author: sysadmin Send link by e-rail
Subscribe

Comments:
Security Group: Fublic
Checked Out By:
Status: Feleased
Formats: Applicationfgif

Links

Web Location: hitpifhsilvernotetfstellent_idem9_Yohasic/groupsipublic/d
Mative File: background.gif

Revision History

| Revision || Release Date || Expiration Date || Status || Actions

[1] 10/11/04 12:25 PM Mone Released Delete
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4. From the Actions list, choose Check Out. The Check Out Confirmation page is
displayed.

Figure 2-5 Example Check Out Confirmation page

Check Out Confirmation

Title: Background Image
Content ID : 001
Checked Out By: sysadmin

It is strongly recommended that you save the file to a directory other than the
hrovwser's default directory. Lse the right mouse button on the link below to
choose a save option.

Native File Link: background. gif

Click an the Check In button below when your edit is complete.

Check In |

At this point, you can edit the file in its native application or you could choose to

replace the file with a different one. You can keep the same file name, or use a
different one. For this tutorial, you save a copy of the file to your hard drive with a
different file name.

5. To get a copy of the original file, click the file name following Native File Link. The
File Download dialog box is displayed. Click Save.

6. On the Save As screen, navigate to the location on your hard drive where you want to
save the file.

7. Change the file name to background_1.gif and click Save.

8. You are now ready to check in the revised file. On the Check Out Confirmation page,
click Check In. The Content Check In Form is displayed with the metadata fields.
The Original File field shows the file name of the content item that was checked out.
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User Basics

Content Check In Form

Content ID 01

Security Group I Fuhlic 'I

Type |ADACCT - Acme Accounting Department j
Title |Eian::kgrn:|und Image
Authar |sysadmin sysadmin j

Criginal File hackground.gif

Prirmary File I

Alternate File |

Browse...

I

Browse...

Revision |2

Caomments

Release Date  [10/11/04 12:48 PM

Expiration Date I

Check In | Reaetl Cluick Help

9. Click Browse next to the Primary File field and navigate to the background_1.gif

file.
10. Select the background_1.gif file and click Open.
11. Click Check In.

The Check In Confirmation page is displayed.

12. Search for the 001 content item again. Note that the revision number is now 2 on the

Content Information page.
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EXERCISE 1: CHECKING IN CONTENT

2-14

@

For this exercise, all of the files located in the Ruggans Tutorial Files/Images folder need
to be checked in.

Note: Only check in the files in the Images folder at this time. You will check in files in

the Content folder in later exercises.

1.

A

Verify that the Content Check In Form is displayed. If it is not, click Content
Manager in the portal page, then click New Check In.

Starting with 002, type the next sequential number into the Content ID field.
(Remember 001 was used for background.gif, the first file you checked in.) Leave
the Type, Author, and Security Group fields set to the default.

Click Browse, which is next to the Primary File field, and navigate to the Ruggans
Tutorial Files/Images folder.

Select the file to check in.
Click Open.
Type the file name into the Title field.

Click Check In. The Check In Confirmation page is displayed to inform you that the
content item was checked in successfully. Click Check In Similar to check in
additional files with similar attributes.

Repeat steps 2 through 8 until all the files in the Ruggans Tutorial Files/Images folder
are checked in.

You can now proceed with Tutorial 2: Security (see Chapter 3).
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SECURITY

This section covers these topics:

Security Overview (page 3-2)

Using External Security (page 3-2)

The Security Model (page 3-3)

Security Groups (page 3-4)

Roles (page 3-8)

Permissions (page 3-11)

Rights (page 3-12)

User Guidelines (page 3-13)

Aliases (page 3-17)

Exercise 2: Adding Groups, Roles, and Users (page 3-18)

Performance Considerations (page 3-19)

@ It is recommended that you go through this tutorial from beginning to end, in the

suggested order.
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SECURITY OVERVIEW

Setting up a security model depends on your business structure and who needs access to
what content. This can vary greatly from company to company. Therefore, we will discuss
standard security models and guidelines for setting up security for your company.

Security is made up of the following four items:

Name Description

Security Groups Security Groups are groupings of content to which you control
access through roles. They are not groups of people as they are
in Windows 2000 or 2003.

Roles Roles define the permissions (Read, Write, Delete, and Admin)

that users have to specific security groups. Each user is
assigned one or more roles.

Users Users are the logins made up of a user name and password.
Users are assigned one or more roles (and one or more accounts
if accounts are enabled). You can also assign an alias to a group
of users.

Accounts Accounts can be activated to provide greater flexibility and
granularity than security groups alone.

Content is secured through Content Server security with user names and passwords stored
in Content Server. Users can view only the content for which they have read permission,
whether the content is accessed through a search or through the Library.

USING EXTERNAL SECURITY

3-2

Content Server security can be internal, where user security is set up within Content
Server using the User Admin application. This type of security is used in these tutorials.
Content Server security can also be external, where Content Server is integrated with an
external user base, such as NTLM, Active Directory, or other LDAP server. When users
log in to the content server, they are assigned roles and accounts based on their user
attributes defined in the external system.
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User logins, passwords, and permissions can be derived from one of the following external
user bases:

7

< NTLM—A user’s Windows network credentials are used to authenticate the user in
the content server.

® Important: NTLM is not supported with Windows 2003. ADSI works well on Windows
2003 and is recommended for that platform.

s Active Directory—User information is stored in a Microsoft Active Directory user
base.

« LDAP—User information is stored in an LDAP-compliant user base, such as iPlanet.

s Active Directory with LDAP Provider—User information is stored in a Microsoft
Active Directory user base, which the content server accesses using an LDAP
provider. This may be the preferred approach if your network includes the following:

*  Content server access through non-Internet Explorer client browsers
*  Content server installed on a UNIX operating system

* Firewall between the content server and user base computers

A custom Active Directory LDAP component is required for this type of security
integration.

For this tutorial, security is set up using the internal method. For ore information on
external security, refer to the Managing Security and User Access Guide.

THE SECURITY MODEL

This section covers these topics:

0

« Users, Roles, and Security Groups (page 3-3)

®

+» Designing a Security Model (page 3-4)

Users, Roles, and Security Groups

The relationship between users, roles, and security groups is depicted in the tutorial
security model figure. Keep in mind that you can have one or more security groups and
one or more roles in any combination. Accounts will be added to this model and described
in the next tutorial.
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Figure 3-7  Tutorial Security Model

User 1 Security Group=s

Uszer 2 1) B C D
User 3 Role 1 || ROVDA R R |
User 4 Fole 2 IR R | Ry
User 5

User B

As content is checked into Content Server, it is assigned to a security group. As system
administrator, you will assign each user to one or more roles. Each role defines the
permissions a user has to the content in each security group.

Designing a Security Model

Planning is essential to a well designed, low maintenance, efficient security model. Gather
information and develop a security model to fit your company requirements. Things to
consider include:

% Who needs access to what?

+ Do you need to use accounts?

% Are there any migrated data requirements?

SECURITY GROUPS

This section covers these topics:
« Overview (page 3-4)
¢ Creating Security Groups (page 3-5)

Overview

A security group is a set of content grouped under a unique name to which you want to
control access. The following are general guidelines in defining security groups:

¢ Security group names have a maximum field length of 30 characters. The following
characters are not allowed in the security group name: spaces, tabs, linefeeds, carriage
returns, and the symbols ; : * 7 : @ & +" # % <> * ~. The description for the security
group has a maximum field length of 80 characters.
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+ Choose only static information as a security group. For example, department names
change infrequently, so they can be considered static; projects come and go, so they
might not be considered static.

+» Organize security groups into logical, manageable groups of content.

Creating Security Groups

Content Server comes with two predefined security groups: Public and Secure.

As system administrator for the Ruggans Financial Corporation, you have spoken to the
users and determined that for this initial implementation, you need to define three
additional security groups: HR, Accounting, and Confidential. For this tutorial, you will
define the HR group. The remaining groups you will add in the exercise at the end of this
tutorial.

To create the HR security group, complete the following steps:

1. From the Administration tray, choose Admin Applets. The Administration page is
displayed.

2. Click User Admin. The User Admin application is displayed.
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Figure 3-8 User Admin Application

Eﬂl.lser Admidn for idom ;LEI.EI

Options  Security  Apps  Help
User Admin

Usere| Aksses | Infomaton Fiekts |

| " Dwfisl  DefeFdes. |
Uszea Mame | Full Hame | Uzer Type | #uith Type |
e Mew User Local ]
sypadmm Sysbem Admrustrabor Lacal
uger] Cortibutos Local

.ﬁ.dd.l it I [hanpe | Ilf.!f.!el

Ready |
| Warning: Applat Window

3. Select Security—Permissions by Group from the User Admin menu bar. The
Permissions by Group screen is displayed.
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Figure 3-9  Permissions By Group Screen

=
Groups Roles Clote |
Public
Secue

|wharring: Applst Wirdcw

4. Click Add Group. The Add New Group screen is displayed.

5. Enter HR in the Group Name box and HR Policies and Forms in the Description
box.

6. Click OK. The HR group displays in the Groups list of the Permissions by Group
screen.

7. Click Close on the Permissions By Group screen.

8. Close the User Admin screen.
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ROLES

3-8

This section covers these topics:
< Overview (page 3-8)

+ Role Guidelines (page 3-8)
¢ Predefined Roles (page 3-9)
« Creating Roles (page 3-9)

« Assigning Roles (page 3-17)

Overview

Roles define the permissions a user has for each security group. Roles also define access
rights to the tools necessary for a sub admin, who is a user who has been given some
administrative rights.

For example, the role of HRAdmin may have Read, Write, and Delete permission to all
content in the HR Security Group, but only Read permission to all Public content, and no
permissions to other content.

Users can be assigned more than one role. If roles overlap, the permissions are added
together.

Important: If roles overlap, the permissions are added together. For example, if role 1 has
Read permission to a specific security group and role 2 has Read, Write and Delete
permission to the same security group, a user with both roles has Read, Write and Delete
permission to that security group.

Role Guidelines

Role names can have a maximum of 30 alphanumeric characters. Spaces and special
characters are allowed.
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Predefined Roles

Content Server comes with the following four predefined roles:

Role

Description

Guest

A user who has Read permission to the security group of
Public. No login is required. Give this role to all guest and
anonymous users.

Contributor

A user who has Read and Write permission to the security
group of Public. Give this role to users who need to not only
view, but also revise content in the Public security group.

Sysmanager

A user who has Read permission to the security groups of
Public and Secure and permission to access the Admin Server,
but not access to all the administration tools. Give this role to a
user who needs access to start and stop the Content Admin
Server.

Admin

A user who has Read, Write, Delete, and Admin permission to
all security groups and access to all administration tools. Give
this role to an administrator.

Creating Roles

To create a new role, complete the following steps:

1. Click User Admin. The User Admin application is displayed.

2. Select Security—Permissions by Role from the User Admin menu bar. The
Permissions by Role screen is displayed.
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Figure 3-10 Permissions by Role Screen

Permissions by Role 'R x|

Roles Groups Rights

MNWR*.I el ol ]

|warming: Applst Window

3. Click Add New Role. The Add New Role screen is displayed.
4. Enter HRAdmin for the Role Name.

Note: Role names have a maximum of 30 alphanumeric characters. Spaces and special
characters are allowed.

Add Mew Role

Role Name: |HF|f-'«dmin

f0k ! [:Eancell HeIpI

|Warning: Applet Windaw

5. Click OK.

6. Select the new role HRAdmin in the Roles list. Permissions for the selected role are
displayed in the Groups/Rights list.

7. Click Close to close the Permissions by Role screen.

8. Close the User Admin applet.
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PERMISSIONS

There are four levels of permissions:

Level Description

Read Users may only search for, view, and print content.

Write Users may check in, check out, and get a copy of content, but cannot delete
content.

Delete Users may delete content.

Admin Users have rights to the system administration tools.

Users may check in content that they did not author. (By default, only the
author can check in content they checked out.)

Users may change the Author field on the Content Check In Form page to a
local user.

Note: Each level of permission includes the permissions at the lower levels. For example,
a user with Delete permission also has Read and Write permission.

Assigning Permissions

You can assign or change permissions to any role at any time by doing the following steps.

1. Click User Admin. The User Admin screen is displayed.

2. Select Security—Permissions by Role from the User Admin menu bar. The
Permissions by Role screen is displayed.

3. Select the HRAdmin role in the Roles list and the HR Security Group in the
Groups/Rights list to edit the permissions for this role. Edit Permissions becomes
available.

Note: Initially a role is assigned Read (R) permissions to the Public security group and no
permissions to all the other defined security groups.

4. Click Edit Permissions. The Edit Permissions screen is displayed.

5. Enable the Delete check box for this role. Notice that Read and Write check boxes
are selected automatically.
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6. Click OK.

7. Click Close on the Permissions By Role screen.

RIGHTS

As roles and permissions allow users to access and administer content, rights allow users
to access system administration tools. Rights are assigned to a role. Using rights, the
system administrator can set up sub-administrators with roles that allow them to access
one or more of the following administration applets:

¢ User Admin

« Web Layout Editor

< Repository Manager

+  Workflow Admin

¢ Configuration Manager

% Archiver

® Important: Not all functions of an administration applet are available to a user given sub-
admin rights to that applet. Only the sysadmin user can change a user's rights.

@ Note: The use of each of these applets is described later in these tutorials, with the
exception of the Archiver applet. See the System Migration Guide and online help for
information on the Archiver applet.

Assigning Rights

To assign rights, complete the following steps:

1. Select Security—Permissions by Role from the User Admin menu bar. The
Permissions by Role screen is displayed.

2. Select the HRAdmin role in the Roles list to edit the rights for this role.
3. Click Edit Applet Rights.

4. Select the Rights.Apps.UserAdmin and Rights.Apps.Workflow options for this
role.

5. Click OK.

6. Click Close on the Permissions By Role screen.
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USER GUIDELINES

New users of your system are also added using the User Admin screen on the
Administration page. The User Name has a maximum field length of 30 alphanumeric
characters and the Password has a maximum field length of 50 alphanumeric characters.

This section covers these topics:

¢ Predefined Users (page 3-13)

+« Adding a New User (page 3-14)

+ Adding a Custom User Information Field (page 3-15)
« Assigning Roles (page 3-17)

Predefined Users

Content Server comes with two predefined users:

Name Description

userl User1 has a default password of "idc" and belongs to the
contributor role. Use the user1 for testing purposes only and
delete userl before going into production.

sysadmin Sysadmin has a default password of "idc" and belongs to the
admin role. It is used by the System Administrator. Do not
delete the sysadmin user, but change the password before
going into production.

@ Note: User names are case-sensitive.
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Adding a New User

Use this tutorial to add a new user.

1. Click Add on the User Admin screen. The Choose the Authorization Type screen is
displayed.

The following Authorization Type options are available:

Type Description

Local Use the Local type when you have fewer than 500 users. Each local user
is displayed in the Author choice list on the Content Check In Form.

Global Use the Global type when you have more than 500 users. Because this
makes the Author choice list too extensive, you can add additional user
information to the Organization Path field, enabling you to filter the
user listing based on the additional information. For example, if you
categorize Ruggans users hierarchically, you could display a list of the
Accounting department by location—Minneapolis, Seattle, and
Boston—using Accounting/MSP, Accounting/SEA, and
Accounting/BOS.

External Use the External type when a login is from somewhere other than
within Content Server. This can be from a Microsoft Network Login or
another database, like LDAP. Note that External is not a choice in the
Authorization Type choice list. It requires services to implement.

Select Local and click OK. The Add User screen is displayed.
Type jdoe in the Name field.
Type Jane Doe in the Full Name field.

A

Type idc in the Password field, and again in the Confirm Password field.
@ Note: Logins are case-sensitive.

6. Type jane.doe@yourcompany.com in the E-Mail Address field.

Note: The e-mail address must be filled in for subscriptions and workflows to work
properly.

7. Click OK. The Add User screen closes, and the new user displays in the Users list.
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Adding a Custom User Information Field

Use this tutorial to add a custom information field to user information.
To add a custom user information field:

1. Inthe User Admin screen, click the Information Fields tab. The Field Information
for users is displayed.

Figure 3-11 Information Fields tab in the User Admin screen

fuser Admin for idemi = =101 x|
Options  Security Apps  Help
User Admin

Users | Aksses Information Fields

Field Info 5| [oown |

MName I Cusshom Tvpe Caplion I Diption List
El_;' M ame

¢°d -
Uzt T ypee Na Tend Uzt Type Trwe
Uzealoc.ale No Ted Uzt Locale Trss

| A EEH...I Daluai Update Detatare Design

Rieady |
| Warring: Applet Window

2. Click Add. The Add Custom Info Field screen is displayed.

Ef] add custom Info Field x|

Field Name: ICEIIF‘the

OKl Cancell Helpl

I-.lava Applet 'Window
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3. Enter CellPhone in the Field Name box. Spaces are not allowed in the field name.

4. Click OK. The Add Custom Info Field ‘fieldname’ screen is displayed so you can
enter additional information about the field.

EEAI:II:I Custom Info Field ‘uCellPhone® E[

Field Caption: |CEIIF‘h|:|ne

Field Type:  [Text |
Cwerride Bit Flag: 010
Administrator Only Edit: [~ Administrator Only
View Only Field: [ View Only

Enable OptionList [ Option List

Option List Type ISEIEI:t List¥alidated

-
Option List Key: | Edit.. |

DKl Cancell Helpl

I.Java Applet Window

5. Enter a space between ‘Cell’ and ‘Phone’ in the Field Caption and click OK. The
Update Database Design screen is displayed.

Efupdate Database Design x|

Info field{s) that will be added:

uCellPhone

D | Cancell Helpl

I.Java Applet window

6. Click OK. The new field displays in the Field Info list in the Information Fields tab.

7. To display the new user field in the Users tab, click the Users tab, click Show
Columns, and select the new Cell Phone field in the Show Columns screen.
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Assigning Roles

Each user must be assigned at least one role. If a user is assigned more than one role, the
permissions from each role are added together.

@ Note: A user must be assigned a role in order to access content. If a user is not assigned a
role, the user cannot access any content.
1. Inthe User Admin screen, select jdoe in the Users list and click Edit. The Edit User
screen is displayed.
Click the Roles tab.
In the Roles tab, click Add Role. The Add Role screen is displayed.
Select HRAdmin in the Role Name list.
Click OK to close the Add Role screen.

A

Click OK to close the Edit User screen.

ALIASES

An alias enables you to assign a user name to a job function or to a group of users so you
do not have to specify them individually. Aliases are useful in workflows and
subscriptions. Users must already be defined in the system before you can assign the users
to an alias.

Creating Aliases

Use the User Admin tool to create aliases. You must belong to the Admin role to create an
alias.

1. Select the Aliases tab on the User Admin screen and click Add.

The Add New Alias screen is displayed.
2. Type All in the Alias Name field and All Employees in the Description field.
3. Click Add. The Select Users screen is displayed.

4. Select jdoe from the Users list and click OK. The user jdoe is displayed in the Users
list of the Add New Alias screen.

5. Click OK.
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EXERCISE 2: ADDING GROUPS, ROLES, AND USERS

This exercise consists of the following tasks:

1. Add the following security groups to Content Server.

Group Name Description

Marketing Marketing Project Teams
Confidential High Level Access
Accounting General Accounting

3-18

2. Add the following roles to Content Server. Permissions listed are in addition to the

default Read access to the Public group.

Role Name Rights Permissions

AccountingAdmin Right.Apps.UserAdmin, R, W, D to Accounting
Rights.Apps. Workflow group

AcctContributor None R, W to Accounting group

Confidential Contributor None R, W, D to all groups except

Public

HRContributor None R, W to HR group

MktAdmin Right. Apps.UserAdmin, R, W, D, A to Marketing
Rights. Apps. Workflow group

MktContributor None R, W to Marketing group
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3. Add the following users to Content Server. The Authorization Type for each user
should be Local. Use idc as the password for each user. Remember that the password
is case sensitive.

Name Full Name Assigned Roles

jsmith John Smith AccountingAdmin

bjones Bill Jones HRContributor

sjames Shawn James Confidential Contributor

swilson Sally Wilson AcctContributor,
HRContributor

tadams Tom Adams MktContributor

pkelly Pat Kelly MktContributor

krandall Kim Randall MktAdmin,
AcctContributor

4. Add each user to the All Employees alias.

5. Create an alias called MktTeam, and add the Marketing group members (tadams,
pkelly, and krandall) to it.

PERFORMANCE CONSIDERATIONS

@

When defining the number of security groups, there are two areas of performance you
need to keep in mind:

¢+ Search Performance (page 3-20)

7

«» User Admin Performance for Local Users (page 3-20)

Because performance is subjective, we can give you only guidelines in this area. In
addition, the server hardware configuration that you are running on also affects
performance.

Important: The guidelines given here are the results of performance testing run on a PC
with a 400 MHz processor, 128 MB of RAM and using Microsoft Access as the SQL
database.

Content Server Administration Tutorials 3-19



Security

3-20

Search Performance

Search performance is affected by the number of security groups to which a user has Read
permission.

The more security groups to which a user has permission, the slower the search
performance. The following table serves as a guideline:

No. of Security Groups Factor of Increase in Seconds

1 x (where x = the number of seconds to perform search)
10 2x

20 3x

30 4x

User Admin Performance for Local Users

The total number of security groups times the total number of roles determines the number
of roles in the RowDefinition table, and affects the performance of the User Admin
functions for operations involving local users. To determine the approximate time to
perform an operation within the User Admin screen, such as adding a security group or
changing permissions for a role, use the formula:

(Mumber of Security Groups) x (Mumber of Roles)
1000

=Time of operation in seconds

For example, using the hardware configuration described earlier, it took approximately 10
seconds to add a security group and/or role when the RowDefinition table equaled 10,000.

As the number of security groups increases, administration performance is affected more
than a user searching for content.

You can now proceed with Tutorial 3: Accounts (see Chapter 4).
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OVERVIEW

This section covers these topics:

s About Accounts (page 4-2)

«» Accounts and Permissions (page 4-4)

¢ Account Naming Conventions (page 4-7)

% Activating Accounts (page 4-9)

% Creating Accounts (page 4-12)

«» Assigning Accounts to Users (page 4-14)

*»  Special Account Types (page 4-16)

« Exercise 3: Checking in Content with Accounts (page 4-16)
¢ Verifying Account Access: Shawn James (page 4-18)
«» Permissions Less Privileges (page 4-19)

*»  Verifying Account Access: Pat Kelly (page 4-21)

« Exercise 4: Verifying User Access (page 4-21)

@ It is recommended that you go through this tutorial from beginning to end, in the
suggested order.
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ABOUT ACCOUNTS

4-2

An account is a metadata field that is filled out when content is checked in. A user must
have the appropriate privilege to the account to access the content. Once activated,
accounts become the primary security on the security group. Accounts can provide greater
flexibility and granularity than security groups alone.

This section covers these topics:
¢ Accounts Compared to Security Groups (page 4-2)

/7

% Performance (page 4-4)

Accounts Compared to Security Groups

Security groups use the "Library" model, offering broad access control. For example, a
library provides access to content (books, reference material, and periodicals) arranged by
information, not by a user.

Accounts use the "Bank" model, offering thousands of accounts with limited user access.
Similarly, accounts are centered more on the user than information.

Accounts imply a hierarchy of permissions. Users at the bottom of the hierarchy have
access to few accounts. Users at the top of the hierarchy can have broad access to the
account structure. For example, a company finds that too many security groups are
necessary to provide the security they need. Accounts can resolve it. In general, activate
accounts if you need more than 50 security groups.

Suppose the following scenario:

+ Ruggans Financial has 50 locations worldwide, including Minneapolis (MSP), Boston
(BOS), and Denver (DEN).

¢ Each location has 12 departments, including Human Resources (HR), Customer
Service (CS), and Information Services (IS).

+» Some content can be seen by HR at any location as shown in the diagram below.
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% Some content can only be seen by HR in the MSP location. This means HR users from
other locations cannot see the content in the MSP account as shown in the diagram
below.
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To accomplish the required security in this example without using accounts, each
department in each location would be a different security group. This is a total of 600
security groups (50 locations times 12 departments), which exceeds the recommended
limit.

If we used accounts and set up one account for each location, we would have 50 Accounts
but only 12 security groups, one for each department.
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Performance

You can create an unlimited number of accounts. However, as with security groups, search
performance is affected. A search will take approximately 0.1 second for every account
assigned to a user; a search done by a user who is assigned 10 accounts would take
approximately 1 second.

Because performance is subjective, we can give you only guidelines in this area. In
addition, the server hardware configuration that you are running on also affects
performance.

ACCOUNTS AND PERMISSIONS

With accounts, access to content is determined by the intersection of a user's permissions
and the user's security group. For example, a user with Read/Write permission to the
security group and Read/Write/Delete permissions to the account will have Read/Write
permission to the content in the security group matching their account.

This section covers these topics:
+» Security Group Only Model (page 4-4)
¢ Security Group With Accounts Model (page 4-5)

7

«» Hierarchical Account Scenario (page 4-6)

Security Group Only Model

Minneapolis Security Groups

Uszers: A B c D

User 1

uiz:z mMPLS] DEN JB0S | [MPLS] 0EN [BOS | [MPLS] pEN [BOS | [MPLS] DEN [BOS
User 3 Fole 1 || FUWDA |ROVDA | RO | R F R e T=T TR =T TR
User 4 Fale Z |R R R roe IR (Rw (Rwe JRae R
User 5

Uzer &

In the preceding illustration, Minneapolis Users 1 through 4 have Role 1, giving them the
following permissions in all locations:

+ Read/Write/Delete/Admin permission to all content in security group A

¢+ Read permission to all content in security group B
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7

«» Read/Write permission to all content in security group C, and

¢+ No permission to content in security group D.

Security Group With Accounts Model

Minneapolis Security Groups

Users: A B c D

I 1

USEFE MFPLS| DEM [BOS MPLS| DEM [BOS MPLS| DEN | BOS MFPLS| DEN |BOS
zer

User 3 Role 1 ||RODA [~ |— R Ry -

User 4 Fole 2 IR Ry |- R

User 5

User B

In the preceding illustration, three accounts are added to the security model, based on
location: Minneapolis, Denver, and Boston. The content within each security group is
further categorized by account. Minneapolis Users 1 through 4 are given permission only
to the Minneapolis account.

For ease of explanation, we looked at a user with only one role. Users can have more than
one role and more than one account assigned to them. If Role 2 is added to Userl, an
additional RW permission is granted to the MSP content in Security Group D (the
permissions overlap). To get access to DEN or BOS, the account needs to be added to the
user's permissions.
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Hierarchical Account Scenario

Currently, all Ruggans content is in the Public security group, to which all departments
have access. For this tutorial, it is necessary that only Marketing Department employees
have access to marketing content. Also, each Marketing Department employee should be
able to view only the projects they are working on and not other projects. Shawn James,
the marketing manager, needs access to all Marketing Department projects. Tom Adams
needs access to technical information for Project A. Pat Kelly needs access to all
information on Project B. And Kim Randall needs access to the cost information for both
projects. The account hierarchy should look like the following figure:

Mar keting
[hkt]

Project A Froject B
[#] [E]

Tech || Cost || Time

|Tech || Cos=t || Time

You would need to create nine accounts to handle this security model. We will abbreviate
to make the account names short.

- Mkt - Mkt/A/Cost - Mkt/B/Tech
- Mkt/A - Mkt/A/Time - Mkt/B/Cost
- Mkt/A/Tech - Mkt/B - Mkt/B/Time

«» The Mkt account gives permission to all projects: Project A, Project B, and the
sub-accounts under both projects (Tech, Cost, and Time). Shawn James should get
access to this account.

¢ The Mkt/A/Tech account gives permission to any content checked into the Tech
account for Project A. Tom Adams should get access to this account.

¢ The Mkt/B account gives permission to all content checked into the Project B account
and its sub-accounts: Tech, Cost, and Time. Pat Kelly should get access to this
account.

«» The Mkt/A/Cost and Mkt/B/Cost accounts give permission to cost information for
both projects. Kim Randall needs access to both accounts.
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ACCOUNT NAMING CONVENTIONS

This section covers these topics:
¢ General Conventions (page 4-7)
¢+ Using Slashes In Account Names (page 4-8)

¢+ Using Accounts with Microsoft Network Security (page 4-9)

General Conventions

When designing your account naming conventions, keep the names short and hierarchical.
Hierarchical naming conventions are recommended for versatility.

Short, consistent names are recommended so that they are easy to remember and use. For
example, if you are creating accounts by location—for example, Minneapolis, Denver,
Boston, and London— you could use the airport codes MSP, DEN, BOS, and LGW
(Gatwick), respectively.

Account names can be a maximum of 30 characters. The following characters are not
acceptable: spaces, tabs, linefeeds, carriage returns and the symbols ; : *?: @ & +" # %
<>F

@ Tech Tip: Document the naming convention for your accounts and how they are used.
This will help the users and sub domains.
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Using Slashes In Account Names

Slashes (/) in account names tell Content Server how to organize and store the permission
information in the file structure. Content Server automatically generates the folder names
for accounts based on the slashes, and identifies all account folders with the prefix @.
Slashes are optional, but are recommended for ease of file maintenance.

The following figure shows how Content Server would store the Ruggans accounts in the
file structure:

When slashes are used: When slashes are not used:
= stellent = stellent
=1-] weblayout =1-] weblayout
----- ] commaon -] comman
----- ] deleted -7 deleted
=] groups =] groups
-] accounting &[] accounting
-] confidential -] confidential
H-C b - b
=1-] marketing =10 marketing
=] @kt ] @kt
B @a 7 @mkta
B @eost ] @rktacost
E_I @tech b b ] @mktatech
B @time ] @mktatime
@y ] @kt
- @tech R ] @mkt
-] Etime
-] documents
-] mpls

Caution: Highly complex nested directories can slow the performance of programs that
span the directory structure, such as backup software or the Archiver screen.
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Using Accounts with Microsoft Network
Security

When using Microsoft Network Security, account names cannot have slashes (/) in them.
If you were using Microsoft Network security, the Ruggans accounts could be named
without the slash as follows:

- Mkt - MktB

- MktA - MktBTech
- MktATech - MktBCost
- MktACost - MktBTime
- MktATime

Tech Tip: For clarity, consider using an underscore (_) to help define the account
structure. For example, Mkt A Tech. Keep in mind that you have a 30-character limit and
the underscore counts as one character.

ACTIVATING ACCOUNTS

This section covers these topics:

¢ Editing the Configuration File (page 4-9)

+* Admin Server Configuration Options (page 4-10)
+¢ Restarting the Server (page 4-11)

/7

% Veritying That Accounts Are Active (page 4-11)

Editing the Configuration File

To activate accounts, you must edit the Content Server configuration file. The config.cfg
file can be edited using a text editor such as WordPad, as you did in the introduction to
these tutorials, or on the Admin Server page, which is accessed from the Administration
tray.

1. Click Administration in the tray area to open the tray, and click Admin Server. The
Administration for Servers page is displayed.
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Figure 4-12 Administration Tray

E#H ) Log Files

-[Z] admin Applets

-[E] Configuration for iderm®
-[E] Systern Audit Inforrmation
-[E] Providers

-[E] Filter &drninistration

% Admin Serve

-[E] Environment'_bdckager

~[E] Reqistration

2. Click the Content Server instance for which you want to enable accounts. If you have

more than one Content Server instance, you will see a button for each.

Admin Server Configuration Options

The following screen shows you the options for configuring the content server.

1. Click General Configuration. The General Configuration screen is displayed.

2. Scroll to the bottom of the screen. The config.cfg file is displayed in the Additional

Configuration variables ficld.

3. Scroll to the bottom of the field and type UseAccounts=true.

Important: The config.cfg file is case sensitive. Make sure that spelling, case, and spacing

1S correct.

4. Click Save.

Additional Configpuration variables:

NtlmZecuritvEnabled=fal=e
HttpRelativeCgiRoot=/intradoc-cogi/
Uze3elfRegistration=true
JelfRegisteredRoles=guest

T= [%

Llecounts=true

@ Reset | Cancel
—

e
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Restarting the Server

You must restart the content server before any configuration changes will take effect. In
the lower left corner of the Configuration Options page, you will see a reminder to restart

the server.

This server must he
restarted before the
changes will tale place.

1. Click the circular arrow to restart the content server.

Content Server Master on_ yourcomputername

Current Status: Running

Actions: H

Commen Links: Home Fage | Administration |

The restart reminder will no longer be displayed.

2. After the content server has restarted, click Administration. The Administration page

is displayed.

Verifying That Accounts Are Active

To verify that accounts are active, complete the following steps:
1. Click User Admin on the Administration page.

2. Pull down the Security menu.
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A User Admin for Master_on_yourcomputesname
Opbon: RGN &pps  Help

Pesrrissions by Group...
Pesrrizzions by Role..,

|

i I¥ UseFitsf  Define Filter.. |

I

Users _Show Eokamrs._ |

Uset Mame | Ful Mame | User Type | it Ty |
bjoees  BWlJores o keedl
jdoe Jane Doe Lacal
jzmilky Jahir Smilk Local

Predefined Accounts is listed as an option.

3. Ifyou do not see Predefined Accounts listed as an option on the Security menu:
Return to the Admin Server General Configuration page.

b. Verify that you typed UseAccounts=true accurately at the end of the config.cfg
file.

c. Verify that your edits were saved.

d. Restart the content server again.

CREATING ACCOUNTS

4-12

Accounts can be predefined using the Security menu in the User Admin screen, or they
can be created dynamically when users type in an account name as they check in content.

Creating predefined accounts makes it easier for the users. They can select an account
from a drop down list instead of typing it in. Once created, accounts appear in the
following places:

¢ A choice list for Accounts on the Content Check In Form page

% A choice list for Default Accounts on the User Admin screen

Create predefined accounts for locations and departments as follows:

1. From the User Admin screen, select Security—Predefined Accounts.
Click Add.

Enter BOS in the Predefined Account field and click OK.

Click Add.

S
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5. Enter MSP in the Predefined Account field and click OK.

6. Click Add.

7. Enter DEN in the Predefined Account field and click OK.

8. Continue adding the following accounts:

- Mkt - Mkt/A/Cost - Mkt/B/Tech
- Mkt/A - Mkt/A/Time - Mkt/B/Cost
- Mkt/A/Tech - Mkt/B - Mkt/B/Time

9. Click Close to exit the Predefined Accounts screen.

Content Server Administration Tutorials




Accounts

ASSIGNING ACCOUNTS TO USERS

Assign the accounts you just created to users and test that the accounts are working
properly.

From the User Admin screen:

1. Select bjones from the user list.

Click Edit.

Select the Accounts tab.

Eal

Click Add, select MSP in the Account choice list, and click OK.

5. Select MSP in the Default Account choice list and click OK.
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6. Open a new browser instance and login as bjones (password: idc).

Accounts

7. Click Content Manager and then New Check In. Notice that only MSP is visible in

the Account choice list.

Content Check In Form

ContentlD |

Type |ADACCT—A|:me Accounting Department j
Title |

Author hjones

Security Group IHR *I

Account |MSP

Prirmary File |

Content Server Administration Tutorials
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SPECIAL ACCOUNT TYPES

There are two special account types that are predefined in Content Server. These special

accounts make it easier to set up the proper permissions as defined below.

Classification

Description

[documents without accounts]

This type defines what permission a user has on all
content checked in without an account. By default,
users have Read/Write/Delete/Admin to
[documents without accounts]. The permissions
you have is the intersection between the
permissions given to [documents without accounts]
and the security groups your roles give you
permission to.

[all accounts]

This type defines what permission a user has on all
content checked in with an account. The
permissions you have is the intersection between
the permissions given to [all accounts] and the
security groups your roles give you permission to.

EXERCISE 3: CHECKING IN CONTENT WITH

ACCOUNTS

This exercise consists of the following tasks:

1. Assign accounts to the following users. Specify the first account listed here as the

default account.

User Account Privileges
Bill Jones MSP All
Jane Doe BOS, DEN All
John Smith BOS, MSP, DEN All

4-16
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User Account Privileges
Kim Randall MSP, BOS, Mkt/A/Cost, Read, Write
Mkt/B/Cost
Pat Kelly MSP, Mkt/A Read, Write

Shawn James MSP, BOS, DEN, Mkt All
Sally Wilson DEN, Mkt All
Tom Adams MSP, Mkt/A/Tech Read, Write

2. Open a new browser instance, login as bjones (password: idc), and check in the
following content, which is located in the Ruggans Tutorial Files/Content folder.
Leave the Type set to the default. Close the browser instance when you are finished.

Content ID Title Author Security Group | Account
006 006 _hr Bill Jones HR MSP
007 007 hr Bill Jones HR MSP

3. Open a new browser instance, login as jdoe (password: idc), and check in the
following content. Notice that Jane Doe has two accounts listed in the Account choice
list. Leave the Type set to the default. Close the browser instance when you are

finished.
Content ID Title Author Security Group | Account
008 008 hr Jane Doe HR DEN
009 009 hr Jane Doe HR DEN
010 010 hr Jane Doe HR BOS

4. Open a new browser instance, login as sysadmin (password: idc), and check in the

following content. Notice that as the system administrator, you have access to all users

in the User choice list, and all accounts in the Account choice list. Leave the Type set

to the default. Close the browser instance when finished.

Content Server Administration Tutorials
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Content ID Title Author Security Group | Account
011 011 conf Shawn James Confidential BOS

012 012 _conf Shawn James | Confidential BOS

013 013 conf Shawn James | Confidential DEN

014 014 conf Shawn James | Confidential DEN

015 015 conf Shawn James | Confidential MSP

016 016 _acct Sally Wilson Accounting Mkt/A/Cost
017 017 acct Sally Wilson Accounting Mkt/B/Cost
018 018 acct John Smith Accounting BOS

019 019 acct Sally Wilson Accounting DEN

020 020 acct John Smith Accounting MSP

021 021 mkt Pat Kelly Marketing Mkt/A/Time
022 022 mkt Shawn James | Marketing Mkt/B/Time
023 023 _mkt Pat Kelly Marketing Mkt/A/Tech
024 024 mkt Shawn James | Marketing Mkt/B/Tech
025 025 mkt Sally Wilson Marketing Mkt

VERIFYING ACCOUNT ACCESS: SHAWN JAMES

4-18

Earlier you were shown a hierarchical account scenario in which Shawn James needed
access to all Marketing projects, Tom Adams needed access to technical information for
Marketing Project A, Pat Kelly needed access to all information on Project A, and Kim
Randall needed access to the cost information for both projects. Verify that these people
now have the access that they need.

1. Open a new browser instance and login as Shawn James (User Name: sjames,
password: idc).
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2. Click Search.
3. Select Mkt from the Account choice list.
4. Click Search.

The following content list should be displayed:

Search Results Found 2 items matching the query,

Actions: ISelect an action "I

| | Title || Dpate || aAuthor || Actions |
017 017_acct 9/8/03 swilsan ¥ (1)
016 016_acct 9/5/03 swilson L e

These two files are the cost information for Projects A and B. No other marketing content
has been found, but Shawn James should have permission to files with content IDs 021
through 025 as well.

Why is no other marketing content displayed? (Continued in next subsection...)

PERMISSIONS LESS PRIVILEGES

Remember that when using accounts, access to content is determined by the intersection
of a user's permissions and a user's security group.

No other content was found for Shawn James because even though he has access to all of
Marketing's accounts, he does not have access to the Marketing security group.

1. Open a new browser session and login as sysadmin.
Open the Administration tray and click Admin Applets.
Click User Admin.

Select sjames and click Edit.

Select the Roles tab and click Add Role.

A R i

Select MktContributor from the choice list and click OK.
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W armi

Foles

ConfidentialContrib

Infa HD"ESI .ﬁ.ccnuntsl

Permizzions aszigned to user are union of permiszions assigned by roles.,

Add Role

Role Name: 1l=:.t|::.:.r|trit.ut.:.r

k. | Ear‘u:el] Help |

‘wWaming: AppletWindow

Add Role...

] 4 | Cancel | Help |

ng: Applet Window

7. Click OK to close the Edit User screen, and close the User Admin screen.

8. Open a new browser instance, login as sjames, and search for content assigned to the

Mkt account. You should now see the additional files.

Search Results Found 7 iterns matching the query,
Actions: |Select an action = |
D I Title || Dpate || Author || Actions |
025 025_acct 9/5/03 swilson ¥ (i)
0z4 024 _acct 9/8/03 sjames ¥ (1)
023 023_acct 9/8/03 pkelly Y= @
nzz N2Z_acct /8,03 sjames L .i}
0z1 021_acct 9/8/03 phelly Y] (1)
oi7 017 _acct a/8/03 swilson L .i_:.
0la 01é_acck 2/8/03 swilson ¥ .i;.
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VERIFYING ACCOUNT ACCESS: PAT KELLY

Pat Kelly needs access to Project A information only.

1.

Open a new browser instance and login as Pat Kelly (User Name: pkelly, password:
idc).

2. Click Search.

3. Pull down the Account choice list.

Pat Kelly has access to only Project A information.

Content |5ubstring j |

D

Title |Substringj I

Type |Sub5tringj | I j
gﬁ;ﬂ;it"' | Substring =] | I =l
Account ISubstrinl_j j I I j

Author ISubStrlng j I Mkt,-"f-‘x

Release kAl Cost
Fruml To

Date Mkt Teach

Expiration From I To |MkHATime

Date

bESF

Comments |Substring x| |

EXERCISE 4: VERIFYING USER ACCESS

Open up a new browser session for each user and search for content based on their security

groups. Search on each security group except Public. The user name, security group,
account, and expected results are provided.

User Name Security Group Account Search Results

bjones HR MSP 006_hr, 007 hr

jdoe HR BOS, DEN 008 hr, 009 hr,
010 _hr
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User Name Security Group Account Search Results
jsmith Accounting BOS, MSP, DEN 018 acct, 019 acct,
020 acct
krandall Accounting, MSP, BOS, 016 _acct,017 acct,
Marketing Mkt/A/Cost, 018 acct,019 acct,
Mkt/B/Cost 020 acct
swilson Accounting, HR DEN, Mkt 019 acct, 008_hr,
009 hr
tadams Marketing MSP, Mkt/A/Tech | 023 mkt

If you do not receive the expected results:
1. Login as sysadmin.
2. Open the User Admin screen from the Administration page.

3. Verify that the user belongs to the correct security group and has the correct accounts
assigned.

If you still do not receive the expected results:
1. Login as sysadmin.
2. Search for the content missing from the expected results.

3. Click Info (i) .

Search Results Found 1 itern matching the query,

Actions: ISelect an action "I

| | Title || Dpate || aAuthor || Actions |

oog oos_hr 9/8/03 bjones L i}

4. Verity that the document has been checked in to the right security group and account.
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Content ID :
Revision:

Type:

Title:

Author:
Comments:
Security Group:
Account:
Checked Out By:
Status:

Formats:

Actions: ISelect an action "I

oog

1

ADACCT - Acme Accounting Department
006_hr

hjones

HR
MSP

3

Released
applicationfmsword

If the security group or the account information is incorrect:

1. Select Update from the Actions drop-down menu.

2. Make the corrections and click Submit Update.
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Info Update Form

Content ID
Type

Title
Author
Security Group

Accaunt

Revision

Comments

Felease Date

Expiration Date

Confidential

006

| ADACCT - Acme Accounting Department

|06 _hr

|bj|:|nes |bj|:|nes

HR: -

Accounting I

barketing
Fublic

Secure

9803 4:13 P

submit Llpdate |Reset| Cluick Help |

You can now proceed with Tutorial 4: Library Folders (see Chapter 5).




LIBRARY FOLDERS

OVERVIEW

This section covers these topics:

¢ Building The Library Folder Hierarchy (page 5-2)

« Content Types (page 5-4)

+ Designing and Creating Custom Metadata Fields (page 5-11)
+» The Web Layout Editor (page 5-19)

s Web Page Hierarchy (page 5-24)

« Page Properties (page 5-27)

¢ Active and Historical Reports (page 5-34)

« Exercise 6: Customizing the Library Folders (page 5-42)
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BUILDING THE LIBRARY FOLDER HIERARCHY

Your Library Folder hierarchy is built using the Web Layout Manager admin applet. It
determines how content is organized in your Library Folders under the Browse Content
tray and provides a convenient and intuitive way for people to find the information they
need. You can design the hierarchy to access all content or only the most commonly
accessed content.

This section covers these topics:
+ Page Links (page 5-2)
¢ Restricting Access to the Library Hierarchy (page 5-3)

Page Links

There are three types of links used to develop your Library hierarchy.

Name Description

Local Page A Local Page is a link to a static page. This page will have a
physical file associated with it, identified by a Page Name. By
default, the Table of Contents page has the Page Name index.
You will see this as you start building the web site. A Local
Page can also be defined as an Active or Historical Report.

Query A Query is a link to a dynamic search result. When you click on
the link, it queries the search index for all content that meets the
predefined criteria. The criteria are defined by one or more Info
Fields that you, as system administrator, establish. As content
meeting the criteria is checked in to Content Server, it will be
displayed when the query link is used.

External URL An External URL is a link to a specified URL address. You can
link to any URL address on the Internet, on an Extranet, or on
an Intranet. The full HTTP address must be specified. For
example, the full HTTP address to Oracle's home page is
http://www.oracle.com.

A typical hierarchy involves a link in the Library folders under the Browse Content tray to
a local department page that has links to queries for specific content. For example, a link
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called Human Resources in the Library folders would take a user to a local page with links
called Forms and Policies, Benefit Info, and Resumes. Each of these links would query the
search index and return a listing based on the type of content it is: Form, Benefit, or
Resume.

You can also establish custom metadata fields and use them to refine your content query.
In this tutorial, you will be shown how to create content types and custom metadata fields
specific to your needs.

As you design your hierarchy, think of how your users would find particular content. Draw
out the hierarchy structure to help you develop it.

Figure 5-1 Example of Hierarchy Diagram

Human Resources

Forms and Policies Benefit Info Resumes

Restricting Access to the Library Hierarchy

To restrict access to content displayed on a page by security group, enable Restrict
content queries by security group when adding a page using the Web Layout Manager
admin applet. To restrict access by account, enable Restrict content queries by account.
By default, queries on the same local page are restricted by security group.
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Figure 5-2  Security Restriction Settings on Add Web Page screen

Add Web Page

Page Name: ||

Page Type: |Directary -]

Page Title: |

Page Description:

Security Group: | Public %
|‘@rrtem queries by sec:@
Account: | '

:@m content queries hy ac@

F, | Cancel | Help I

|Warning: Applet Window

CONTENT TYPES

When you check content into Content Server, you must specify the content type on the
Content Check In Form. Until now, you have used the default type. To create library folder
searches based on content type, you define types useful to your business.

This section covers these topics:

+¢ Defining Content Types (page 5-5)

+» The Configuration Manager (page 5-6)
+» Deleting Types (page 5-6)

+ Adding Types (page 5-7)

+» Exercise 5: Adding Types (page 5-9)
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Defining Content Types

Types are identifiers used to group content on the web site. For flexibility, keep the

following points in mind when defining types:

/7

®

« Create types to divide content into manageable groups

< Keep types general

+¢ Keep the number of types small so that the choice list is manageable

There are three aspects of a type that must be specified:

Name

Description

Type Name

The Type Name is the identifier used to group content on the web
and is available from the Type choice list on the Content Check In
Form. For example, if you create a type called HRresumes and
check in all resumes as that type, you can define a query link based
on the HRresumes type that finds all resumes. Maximum field
length is 30 characters, although the following are not acceptable:
spaces, tabs, linefeeds, carriage returns and the symbols: ; * ?: @ &
Y <> * |

Description

The Description field is a description of the type. The Description
will appear next to the Type Name on the Content Check In Form
and Search page choice lists. Maximum field length is 80
characters.

GIF

The GIF is an image that represents the type. Select one from the
default list or develop your own. To make custom GIFs available to
the Configuration Manager, copy them to following directory:
\stellent\weblayout\images\docgifs.

Content Server Administration Tutorials
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The Configuration Manager

Egl:unﬁgural:iun Manager for idcm9 i ; =-10] x|

Cptions Apps Help

Configuration Manager

Information FiElﬂSI Tableal WViews | Helatiunal Profiles | Ruleal

Field Info
Name [ Tvoe [ Enabled [ Search  advanced Search Design.. |
Comments hermo fes fes
[ date atahase Mesian |
EehuildiEearehindex |
a [ ]
tdn | [Ed | [oEEE] [Edieen]

Ready

I-.lava Applet \windom

Types are created using the Configuration Manager screen, which is accessed from the
Administration Applets page.

Open the Configuration Manager now.
1. Open the Administration tray and click Admin Applets.

2. Click Configuration Manager on the Administration Applets page. The
Configuration Manager screen is displayed.

Deleting Types

Content Server comes with seven predefined types to use as examples. You can keep these
types or delete them as you create types specific to your company.

1. Display existing types by selecting Options—Content Types.
2. Select the first type listed, ADACCT, and click Delete.

A delete confirmation screen is displayed.
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Configuration Manager Ed

Files af thiz type still exizt in the spstem. 'ou cannot delete a file bype
that iz in uze.

Library Folders

Click Yes.

A notification screen is displayed explaining that there are files of this type checked
into the system. Content Server will not allow you to delete types that are in use.

|'W'arning: Applet \window

Click OK.

Select the second type, ADCORP, and click Delete, then click Yes on the
confirmation screen to delete the type.

The type is deleted from the system and is no longer listed in the Configuration
Manager screen.

Repeat step 4 with each remaining type until only the ADACCT type is listed.

Adding Types

To add content types, complete the following steps:

1.

Make sure the Content Types screen is displayed. To display the Content Types
screen, select Options—Content Types.

Click Add.

The Add New Content Type screen is displayed.

Type HRresume in the Name field.

Type All Resumes in the Description field.

Select persdoc.gif from the GIF choice list.

A preview image of the GIF you selected is displayed next to the choice list.
Click OK.
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Figure 5-3 Add New Content Type screen

Add New Content Type

Hame: IHHresume

Description: |4/ Fesumes

GIF:

k. | Cancel I Help |

|Warning: Applet \Window

The HRresume type is now listed in the Configuration Manager screen.

Figure 5-4 Configuration Manager screen with HRresume type listed

Configuration Manager

Content Tﬂlﬂsl File Furmatsl Information F alds | Tabla-sl Vigws I RaraﬁunsE

Types
Type | Descriptian | Image |

ADACCT Acme Accounting Department adacct.gif

Note: You can always go back and edit the description or GIF of a type, but you cannot
change the name without deleting it first and adding it back in.
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Exercise 5: Adding Types

This exercise consists of the following tasks:

1. Add five more types using the Configuration Manager screen:

Type Name Description GIF
HRform Human Resource Forms form.gif
HRpolicy Human Resource Policies | icon doc.gif
HRbenefit Human Resource Benefit adhr.gif

Info
Images Logos, Corporate Graphics | graphicl.gif
AcctFinancial Corporate Financial Data adacct.gif

When you have finished, the following types should be listed in the Configuration
Manager screen:

Tvpes
Type | Dezcription | Image |
AcctFinancial Corporate Financial Data adacct.gif .
| ADACCT Acme Accounting Department adacct.gif
HR benefit Human Resource Benefit Info adhr.qif

HR form Human Resource Forms form. gif

HR palicy Human Resource Policies icon_doc. gif

HR resume Al Rezumes perzdoc. gif

Images Logos, Corporate Graphics graphic1.gif

BBl
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Tech Tip: Listing the department initials or some other organizing group in the type name
helps to organize the types in the choice list on the Content Check In Form. For example,
by preceding benefit, form, and policy with the initials HR, people in the HR department
can more quickly find the type they need.

Content Check In Form

Content 1D
Type AcctFinancial - Corparate Financial Data j
Title AcctFinancial - Corporate Financial Data
(ADACCT - Acme Accounting Deparment
Authior ‘HREkhenefit - Human Besource Benefit Info

_ HREform - Human Resource Forms
Security Group |HRpolicy - Human Resource Palicies
HRresume - All Resumes

Account Images - Logos, Corporate Graphics

Check in the following content, which is located in the Ruggans Tutorial Files/Content
folder. Assign each item to the Public security group and leave the Account ficld empty.

Content ID Title Author Type

026 026 form Bill Jones HRform
027 027 form Bill Jones HRform
028 028 pol Bill Jones HRpolicy
029 029 ben Bill Jones HRbenefit
030 030 res Bill Jones HRresume
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DESIGNING AND CREATING CUSTOM METADATA

FIELDS

Files are stored in a central repository where you can check them in and out. You can

easily add custom metadata fields to capture information for each file. The custom
information is similar to the information in a library card catalog and helps users search
for the file. For example, a file description can include a part number, a department, a
location, or a project. Any number of these fields can be included as custom attributes.

This section covers these topics:

+¢ Standard Info Fields (page 5-11)

+¢ Defining Custom Metadata Fields (page 5-12)

+ Adding a Custom Metadata Field (page 5-15)

+ Updating the Database Design and Search Index (page 5-17)
* Viewing the New Custom Field (page 5-18)

Standard Info Fields

There are 11 standard metadata fields that come pre-configured with Content Server:

Field Description

Content ID The Content ID is a unique identifier.

Type The Type is an identifier used to group files.

Title The Title is a descriptive name identifying the file.
Author The Author is the person who created or revised the file.
Security Group The Security Group is a set of files with the same access

privileges.

Primary File

The Primary File is the pathname to the original file being
checked in.

Alternate File

The Alternate File is the pathname to another web-viewable file
format.

Content Server Administration Tutorials
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Field Description

Revision The Revision number represents how many times this file has
gone through its life cycle.

Comments The Comments field is for additional information about the file.

Release Date The Release Date is the date that the file gets published on the
Web.

Expiration Date The Expiration Date is the day the file is removed from the Web
site.

Defining Custom Metadata Fields

Custom metadata fields will appear on the following Content Server pages:

+ Content Check In Form (New and Revised)

®

« Search

7

+ Content Information

®

+ Info Update Form

The following are the parameters that define a custom metadata field:

Field Description

Field Name The Field Name is the name that Content Server uses to
identify the custom metadata field. The maximum
length is 28 characters and may only contain the
following characters: Letters (a-z), numbers (0-9) and
underscore (). The first character in the name must
begin with a letter.

Field Caption The Field Caption is the label for the field that displays
on Content Server pages.
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Field

Description

Field Type

The Field Type defines the length and function of the
field.

Text: 30 characters maximum.

Long Text: 100 characters maximum.
Date: dd/mm/yyyy or dd/mm/yy.
Memo: 255 characters maximum.

Integer: -2°! to 23! (-2 billion to +2 billion). By
definition, an integer is a natural number, so decimal
values and commas are not permitted.

Field Order

The Field Order is the sequence in which the field is
displayed on Content Server pages. Starting at 2, the
number automatically increments as new fields are
added.

Require Value

Require Value prevents files from being checked in if
the field does not contain a value.

Enable on User Interface

Enable for Search Index allows the search engine to
index the field, and the field becomes searchable.

Enable for Search Index

Enable for Search Index allows the search engine to
index the field, and the field becomes searchable.

Enable Option List

Enable Option List creates a user-selectable choice list
on Content Server pages.

Content Server Administration Tutorials
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Field

Description

Option List Type

The Option List Type specifies the type of choice list:
Select List Validated—For Batch Load and
Archiver/Replicator purposes, this option ensures that
only files whose specified values are current options
for this field are checked in.

Select List Not Validated—For Batch Load and
Archiver/Replicator purposes, this option permits
check in of files whose specified values are not current
options.

Edit and Select List—Provides both a text field and a
choice list. Contributors can enter values that are not in
the choice list.

Figure 5-5 Example

Inwaice Mumber (154410990 15441099 =]

Edit and Multiselect List—Provides both a text field
and a choice list. Contributors can enter values that are
not in the choice list. Additionally, they can select or
enter multiple values.

Figure 5-6 Example

PartMumber  [ID200, ID300, 10100 [ID100 x|

Default Value

The Default Value is the value that automatically
populates the field. A default value is not required.

Option List Key

The Option List Key is the name of the list of values
that appear in the choice list. By default, this name is
generated from the Field Caption. An option list key can
be used for more than one field.

Edit (Option List Key)

Allows the choice list values to be added, edited,
deleted, and sorted.
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Adding a Custom Metadata Field

Custom metadata fields are created using the Configuration Manager screen.

1. Click Configuration Manager on the Administration page. The Configuration
Manager screen is displayed

2. Click the Information Fields tab and then click Add.

Ef] configuration Managerforidema e el =10 =]

Cptions Apps Help

Configuration Manager

Information Fields | J ahlesl Wiews | Relatiunsl Profiles | Ruleal

Field Info
MName [ Tyoe [ Enabled [ Search  Advanced Search Design.. |
Caomments Mermo TBS TRs

Ipdaie atabese esiom |

EehnildiEearchlhdes: |

[ ]
- [Ed| o | Editieen]

Feady

|Java Applet Window

3. The Add Custom Info Field screen is displayed.
4. Type Project in the Field Name field and click OK.

Add Custom Info Field | x|

Field Name: IF'ru:uie-:t

k. | Cancel | Help I

|Warning: Applet Window

5. The Add Custom Info Field 'Field Name' screen is displayed.
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Note: The field name defines the field in Content Server data tables. The field caption
appears on the user interface. By default, the text you enter for the field name will be
displayed in the Field Caption field on the Add Custom Info Field 'Field Name' screen.
You can change the field caption without affecting the field name. The field caption can
contain spaces, the field name cannot.

6. Select Text from the Field Type choice list.
7. Enable Option List and click OK. An alert is displayed.

x|

Field Type: [Text ]
Field Order: |2
Default Walue: I

Require Value: [ Required
Enable on User Interface: W Enabled

Enable for Search Index: W Indexed

Enable Option List{_ ¥ Cption List Canfigure... |

I-.lava Applet \windom

8. Ifyou enable the Option List feature, then you must specify at least one option choice.

9. Click OK to close the alert.

10. Click Configure next to the Enable Option List field. The Configure Option List
screen is displayed.

11. Click Edit next to the Use option list field and leave all other fields set to the default
values.The Option List screen is displayed.

12. Enter None, A, B, and C in the Option List field. Press Enter on your keyboard
between each option so they populate the choice list as separate options.

Tech Tip: On the Content Check In Form, the choice list will display the options listed in
the Default Value field. If there is no default value, the first value listed in the Option List
is displayed. To help users avoid inadvertently checking in content with the incorrect
value, enter None as the first value. This also will help you, as system administrator,
quickly find and correct any content checked in without a value in the custom field.
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13. Click OK to close the Option List screen, again to close the Configure Options screen,
and a third time to close the Add Custom Info Field screen, but do not close the
Configuration Manager screen.

Updating the Database Design and Search
Index

The custom metadata field you created is immediately available on the web site, however,
the new field must be added to the database design and indexed before it can be used as a

search criterion.

1. Click Update Database Design.

Field Info
M ame | Type | Enabled | Searchal:ulel
Commentz  kemo True TrIue

Praoject Text Tiue

Update D atabaze Deszign

A confirmation screen is displayed.

2. Click OK. The field has been added to the database design, but must be added to the
index.

3. Click Rebuild Search Index.

Field Info
M ame | Tvpe | Enabled | Searchatle |
Commentz Memo True True

TrIue

Febuild Search Index |

A confirmation screen is displayed.
4. Click OK. A confirmation screen is displayed.
5. Click OK.

6. Close the Configuration Manager application.
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Viewing the New Custom Field

The custom metadata field you created is now available as a checkin field and as a search
criterion.

1. Click New Check In on the toolbar.
The Content Check In Form is displayed.
2. Review the Content Check In Form.

The Project custom field is displayed under the Comments field. The choice list is
populated by the project letters you specified.

Fevision 1

Comments

Project INDne 'I

Release Date |1 1212000 1:16 PrA

Expiration Date |

Tech Tip: All custom fields will be displayed sequentially following the Comments field.
You can change the order of the custom fields by changing the field order in the Edit
Custom Info Field 'Field Name' screen.

Edit Custom Info Field 'Project’

Field Caption: |Project
Field Type: |Text - I
Field Order: |2

Require Value: [ Required
Enable on User Interface: [ Enabled
Enable for Search Index: [ Indexed

Enable Option List: [~ Option List
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3. Click Search on the toolbar. The Project field is available on the search screen under
the Comments field.

THE WEB LAYOUT EDITOR

«» About the Web Layout Editor (page 5-19)
+» Links and Pages (page 5-20)
+ Creating URL Links (page 5-21)

¢ Creating Local Pages (page 5-22)

About the Web Layout Editor

The Web Layout Editor is a Java-enabled tool used to build your Content Server Library
Folders hierarchy. Changes made in the Web Layout Editor are automatically reflected in
the Library Folders under the My Content Server tray. Knowledge of HTML is helpful,
but not required.

4. Click Web Layout Editor on the Administration page.
The Web Layout Editor is displayed.

The Web Layout Editor has three sections:

+  Web Page Hierarchy

% Page Properties

7

« Page Links
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'ﬂ'l:l.r Layout Editor for idomil =] ":5']
Oplions  Apps  Help %
Web Layout Editor
&Eeh Page Hierarchy Diuame: index Parent: Shew. |
- <[ Page Properties >
Page Title: tilnﬁmndmﬁagﬂnlﬁ'ﬁm
g ] =]

Page Description: - Eqil...

Security Growp: Public Accournt:

Restrictions: Content queries restricted by security group.

L Fage Links . _I _ID““

Stellent (hitp M-u-w 4 -Ien1 c-:nrn] Add...

Add. Delete I Edit...
- Delate

Ready
[ mem Appilat wirckewe

Links and Pages

There are three types of links that can be established on your site:

Link Type Description

Local Page A link to a Local Page establishes a link to a page local to your
site. A local page can contain links to other local pages,
external URLs, and queries.

External URL A link to an External URL establishes a link to a page external
to your site. Internet sites established by business partners,
reference sites, and search sites are examples of external URLs.

Query A Query link initiates a search of the index and returns links to
content that matches the criteria of the query. The results can be
restricted by security group, account, or both.

You add and modify links and pages using the Page Links section of the Web Layout
Editor screen.
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Figure 5-7 Web Layout Editor Screen

Page Links Ta Chid | Up | Down |

E=]

ellent Hame Page [hitp:/ Aanane stellent. com) Add.

General Information [Page: general] =
(L

Delete

Creating URL Links

To create URL links, complete the following steps:

1. Click the Add button in the Page Links section of the Web Layout Editor screen. The
Add Page Link screen is displayed.

Add Page Link Ed

iLocal Page
{External LURL
[uer

|Waming: Applet \Window

2. Select External URL from the Link Type choice list and click OK.
The Edit External URL screen is displayed.

3. Type your company name in the Link Title ficld, Home Page in the Description
field, and the URL of your company's internet web site in the External URL field.
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Edit External URL

Link Properties

Link Title:

IX‘T’Z Corporation

Description:

IH ome Page

External URL: Ihttp:a"a’www.:-:_l,lz.cnm

k. I Cancel | Help |

|Warning: Applet \Window

Click OK to close the Edit External URL screen. The URL link is displayed in the

Page Links section of the Web Layout Editor screen.

5. Open the Browse Content tray and click Library Query Folders. You should see the
link to your company's web site.

~ Browse Content

EH[@ Library Folders
what's Mew
@ Stellent

..[8] ¥YZ Corporati DE

Creating Local Pages

To create local pages, complete the following steps:

1. Click the Add button in the Page Link section of the Web Layout Editor screen. The
Add Page Link screen is displayed.

Add Page Link

iLocal Page

Link Type: I Local Page :

|'W'arning: Applet \Wwindow

2. Select Local Page from the Link Type choice list, and click OK. The Edit Local Page
Link screen is displayed.
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3. Type General Information in the Link Title fiecld and Looking for logos, forms,
and policies? in the Description field.

Edit Local Page Link

Link Properties

Link Title: IGeneraI Information

Description: IL-:u:uking for logos, forms, and policies?

Page Name: Mo available pages.

] | Cancel I Help |

|Warning: Applet \Window

4. Click Create New Page. The Add Web Page screen is displayed.

Add Web Page

Page Hame: |general

Page Type: | Diirectony ;I

Page Title: IG ereral Company Information

Compary Information, Logos, Forms, and Paolicied

Page Description:

Security Group: | Public =]
[ Restrict content queries by security group.

Account: | j
[ Restrict content queries by account.

] | Cancel | Help I

|Warning: Applet \Window

5. Type general in the Page Name field, General Company Information in the Page
Title field, and Company Information, Logos, Forms, and Policies in the Page

Description field.
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6. Select Directory in the Page Type choice list and Public in the Security Group
choice list.

7. Disable Restrict content queries by security group and click OK.
8. Click OK to close the Edit Local Page Link screen.

The general page is displayed underneath the index page in the Web Page Hierarchy
section of the Web Layout Editor screen.

WEB PAGE HIERARCHY

5-24

This section covers these topics:
% About the Web Page Hierarchy (page 5-24)

«» Changing the Hierarchy (page 5-25)
+ Adding a Query Link (page 5-28)

About the Web Page Hierarchy

The Web Page Hierarchy shows the relationship between pages on the Content Server web
site.

% The index page appears at the top of the Web Page Hierarchy. It is the parent, and is
displayed as the Library Query Folders in the Browse Content tray.

«» The general page you just created is indented and attached to the index page. It is
considered a child of the index page, and is displayed as a subfolder of the Library
Query Folders in the Browse Content tray.

The link title General Information was defined in the Link Title field that you filled out
in the Edit Local Page Link screen. The description you entered appears under the link on
the Library index page.
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STELLENT

Horme Search Me

» Browse Content
EHI® Library Folders
@ What's Mew
@ Stellent
- [8] vz Corp

General Infarmation

Web Page Hierarchy [Index Page

brary

Link Properties

Link Title: | [|5eneral Infarmation

Descriptio |L|:u:|l<ing for lagas, formes, and policies?

General Infarmation
Looking for logas, forms, and policies?

Note: The index page lists predefined queries and is not accessed directly with the default
tray layout of Content Server. It is displayed as the Library Query Folders in the Browse
Content tray. To display the index page in the main content area, do the following:

1. Open the Browse Content tray, expand Library Query Folders, and click
What’s New. A search results page is displayed.

2. Click the folder icon to the left of the What’s New title. The index page is
displayed.

Caution: Do not rename the index page. It is used to define the Library Queries Folders
under the Browse Content tray.

Changing the Hierarchy

Clicking Add in the Web Page Hierarchy section will also add a local page to the
hierarchy, but this approach requires additional steps to arrange the parent/child structure.

First, add three more pages to the web hierarchy.

1. Click Add in the Web Page Hierarchy section of the Web Layout Editor.
2. Type page2 in the Page Name and Page Title field, and click OK.

3. Repeat steps 1 and 2 to add page3 and page4 to the web hierarchy.
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Add Web Page Ed

Page Name: [page?
Page Type: |Directory =]

Page Title: [page2

Each page you add in this manner is displayed in the Web Page Hierarchy section at the
same level as the index page. To link the pages and establish a parent/child relationship, do
the following:

1. Select index in the Web Page Hierarchy section.
2. Click Add in the Page Link section and click OK on the Add Page Link screen.

3. Select page3 on the Page Name choice list, enter Page 3 in the Link Title and Page 3
Description in the Description field, and click OK.

Web Layout Editor

0k | Cancel| Heip |

Properties

Title: IF'a;ee 3

n IPag:e added using Web Page Hisrarchy

pages : Create Mew Page...

paged |4 OK | Cancel| Heb |
\Waming: Applet Window

\\wWaming: Applet Winday:

Page3 moves to a child relationship in the Web Page Hierarchy, and a link is established
on the index page, appearing as a subfolder of the Library Query Folders in the Browse
Content tray.
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PAGE PROPERTIES

Adding Page Properties (page 5-27)

Adding a Query Link (page 5-28)

Viewing the Query Results (page 5-30)
Refining Query Expressions (page 5-30)
Customizing the Query Expression (page 5-32)
Ordering Page Links (page 5-33)

Adding Page Properties

The Page Properties section defines the presentation of a web page.

1.

Open the Browse Content tray, expand Library Query Folders, and click What’s
New.
A search results page is displayed.

Click the folder icon to the left of the What’s New title. The index page is displayed.
Click General Information.
The General Information page is displayed.

Select the general page in the Web Page Hierarchy section of the Web Layout Editor
screen.

Compare the Page Properties section of the Web Layout Editor screen with the
General Information page. The Page Title listed in the page properties is displayed at
the top of the browser window and also as the heading of the General Information

page.

Click Edit in the Page Properties section of the Web Layout Editor screen. The Edit
Page Properties screen is displayed.
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Edit Page Properties B4

Page Title: IEeneraI Company [nformation

Company Information, Logoz, Forms and Policies

Page Description:

Security Group: -

[T Restrict content queries by security group.
I

Accuhﬁt: | j

[ Restrict content queries by account.

k. | Cancel | Help |

|Warning: Applet \Window

This is the same screen you used to define the page originally, and it can be used to modify
the page title and description or to restrict access.

6. Click Cancel to close the Edit Page Properties screen.

Adding a Query Link

A query link initiates a search of the index and returns links to content that matches the
criteria of the query. The results can be restricted by security group, account, or both.

Query links are created using the Web Layout Editor screen.

1. Select general in the Web Page Hierarchy section of the Web Layout Editor screen.
The query link will be created on the general page.

2. Click Add in the Page Link section of the Web Layout Editor screen. The Add Page
Link screen is displayed.

Add Page Link

Link Type: |Quemy :
Local Page
Ok | Cq

External LIRL
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3. Select Query from the Link Type choice list and click OK. The Query Link
Definition screen is displayed.

4. Type Policies in the Link Title field and Company Policy Statements in the
Description field.

5. Select Type in the Field field, Matches in the Operator ficld, and HRpolicy in the
Value field.

6. Click Add.

® Important: You must click Add to include the query expression in the link. Multiple
query expressions can be included in one query link by selecting different options and
clicking Add for each expression to be included.

Guery Link Definition

Link Properties
Link Title: |Pobeies

Description: |Corrpany Poley Stalements
liluwl Remdts |

Query Definition

Field:

Operator:
Walue:

Le Led e

The query is displayed in the Query Expression field.

Value: {HRpalicy Ll

Query Exprassion
Type M atches: HRpolicy

7. Click the Results tab.

8. Type Company Policies in the Page Title field.
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aw_lll Hctml

Results Page Properties

Page Title: | Company Policies

Sort Results by: | Content 1D B
Sort Order: | Ascending =
Result Template Page: |50 dudiens: =

Viewing the Query Results

You have added two links to your web site: a local page and a query. To see the new site:

1.

General Information folder

~ Browse Content
EHI@ Library Folders

@ Wihat's Mew
Stellent

@ =2 Corporation
@ General Information

L3 F'n:nlin::ieE

Open the Browse Content tray and click Library Query Folders and expand the

2. Click Policies. The search index is queried and the results are displayed on the

Company Policies page.

Q Policies Found 1 itern: matching the query.

Actions: [select an action =]

| ID || Title || Dpate || Author || Actions |

0zs | 028_pol 9/10/03 bjones ¥ (3

Refining Query Expressions

1. Click the Query tab.

2. Select Author from the Field choice list.
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3. Click Select next to the Value field.
4. Choose jdoe as the author and click OK.
5. Click Add.

The expression is added to the query string.

@ Important: You must click Add to include the query expression in the link.

6. Click OK.

Query Definition

Field: |Authar
Operator: [Maiches

=l
=
Value: ]idl:-e Sedect .

Query Expression
Type Matches HR polic

Akt Malches jdos

[ Custorn ety Expression

0K | Cancel| Hel |

View the results of the new query by accessing the Policies link in the General
Information subfolder of your Library Query Folders in the Browse Content tray.

1. Open the Browse Content tray and expand the General Information folder.
2. Click Policies.

The search index is queried and the new results are displayed on the Company
Policies page. No results were found because there is no content that is the HRpolicy
type and authored by Jane Doe.

Found no results out of 30 searched matching the query.
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Customizing the Query Expression

1. Select the general page in the Web Page Hierarchy section of the Web Layout Editor
screen, then select the Policies link in the Page Link section.

2. Click Edit in the Page Link section.
The Query Link Definition screen is displayed.

3. Enable Custom Query Expression and select <AND> in the query expression text.

¥ Custom Query Expression

dDocTepe <matches: "HRpolicy”
dDocduthar <matches: Yjdoe”

4. Type <OR> in place of <AND> and click OK.

5. View the query results in your browser. All the content that is the HRpolicy type or
was authored by Jane Doe is displayed.

Q Policies Found 4 item= matching the query.
Actions: |5e|ect an action ;I
| 1D I Title || Dpate || Author || Actions |
008 008_hr 9/8/03 jdoe El @D
oos aog_hr 9/8/03 jdoe Y] (@)
010 010_hr 9/8/03 jdoe El (@D
0z 0z8_pal 9/10/03 bjones Y] (1)

@ Tech Tip: You can write custom queries and reports using IdocScript and SQL script.

®

¢ IdocScript is a robust script written just for Content Server software. It is described in
detail in the Internet Developer's Kit (IDK), which you can purchase from your
reseller.

* Your SQL syntax depends on your database. Different databases expect different
syntax for items like wildcards and operators. Refer to your database documentation
for specific syntax information.
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Ordering Page Links

You can rearrange the page links by selecting the one you want to move and clicking Up
or Down. Results of the new location are reflected on the Library page immediately.

1. Select the index page in the Web Page Hierarchy section of the Web Layout Editor
screen.

2. Select General Information (Page: general) in the Page Links section.

3. Click Up to move the link up in the list order.

Page Links To Child Dowin

What's Mew [Content Quer

General Infarmation [Fage: general] Add...
Stellent Home Page [hitp: /A stellent. com) =
(L

Delete

4. Open the Browse Content tray and expand the Library Query Folders to view the
result.

« Browse Content

EHIE Library Folders
@ Wihat's New
u@ General Information
Stellent
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ACTIVE AND HISTORICAL REPORTS

¥ Overview (page 5-34)

¥ Creating an Active Report (page 5-35)
¢ Creating a Historical Report (page 5-38)
% Refining a Historical Report (page 5-39)

Overview

Reports allow the administrator to create queries about content information and system
usage.

Reports are created in the Web Layout Editor screen. The process is similar to creating a
local page, but instead of the page type of Directory, you will choose Active Report or
Historical Report.

Add Web Page

Page Name: |f-‘«ll Types

Page Type: IDirectDr_l,l ;I__: Diirechany E|
Directan
ihchive Beport

Hiztarical Bepart

Page Title: |
I

There are two kinds of reports you can create.

Name Description

Active Reports: Active reports query the SQL database at the time you view the
Web page. Therefore, every time you view the Active Report
page, it reflects the most current information in the database.
By default, only the first 100 content items that satisfy the
query are displayed. A message appears when more than 100
content items satisfy the query. This number can be increased,
but response degrades.
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Name

Description

Historical Reports:

Historical reports query the SQL database only at the time you
create the report. These reports remain static and can be
retrieved at a later date. All content items that satisfy the query
are included, and multiple-page Historical Reports are
formatted with navigation functions for moving from one page
to another. You can specify how many rows the report displays
before creating the next page.

Because you are querying the SQL database, you must choose the Data Source you want
to gather data from. The options are as follows:

Name Description
Content Types Content Types lists the Types and their definitions.
User User lists the defined Content Server users.

Information Fields

Information Fields lists defined items about the custom
metadata fields.

Content History Content History lists actions performed on content.
Workflow Items Workflow Items lists the defined workflows.
Workflow History Workflow History lists when the actions—Start, Checkin,

Approve, and Reject—were completed and by whom.

Creating an Active Report

Active Reports query the SQL database at the time you click on the link. We'll create an

Active Report that lists all users as shown below.

1. Click Web Layout Editor on the Administration page.

S
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Select index in the Web Page Hierarchy section.
Click Add in the Page Links section.
Select Local Page in the Add Page Links screen and click OK.
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5. Type All Users in the Link Title field and All Current Users in the Description field
of the Edit Local Page screen.

Edit Local Page Link

Link Properties

Link Title: |m| Users

Description: I.-’-‘-.II Current Uszers

Page Mame: IpageE - I i Create Mew F'age... |

________ N

k. | Cancel I Help |

|Warning: Applet \Window

Click Create New Page.
Type allusers in the Page Name field of the Add Web Page screen.

Select Active Report from the Page Type choice list.

e

Click OK on the Add Web Page screen and then OK on the Edit Local Page Link

screen.

Add Web Page E

Page Name: [allusers

Page Type: [EYSRISGISTI - |

Active Report -

Page Title: [All Usess PR
Histoncal Repoit
Page Description:
Security Group: | Public =1

I Bestrct coment queries by Seciny o,

Account: | |
I Bestrict contentiqueries Iy aconnt.

o)) ol e

Waming: Applet Window

10. Select allusers in the Web Page Hierarchy section.

11. Click Edit Report Query in the Page Links section to add the report specifications.
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Web Page Hierarchy Hami:  allugars Parant:  index  Show.. |
’:”;]”“ Page Properties
: Page Title: Al Users
E=F page2
:: m Page Description: Edit.. |
Secirity Group:  Public Accoimt:
Restrictions: (11N
Active Report Specification
Dirtia Sounce:
Repart Template:
tod. | Delein | ToPaent | (et Ropont Gy
[\w/aeniey: Appled \efirwdom |

12. Select Users from the Data Source choice list and click OK.

Edit Active Report Query

Report Template:

| StdllzersReport

13. Close the Web Layout Editor applet.

Library Folders

14. View the report by opening the Browse Content tray and clicking All Users.

~ Browse Content

EHIE Library Folders
@ What's Mew
1,-@ General Information
Stellent

@ all Usera}:

@ Note: You may need to refresh your browser in order for the new link to display.
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Creating a Historical Report

Historical Reports query the SQL database at the time the report was created. We'll create
a Historical Report that lists all content checked in up to now.

1. Click Web Layout Editor on the Administration page.

Select index in the Web Page Hierarchy section.

Click Add in the Page Links section.

Select Local Page in the Add Page Links screen and click OK.

woks »w

Type All Content in the Link Title field and All Content Checked In in the
Description field of the Edit Local Page screen.

6. Click Create New Page.
7. Enter allcheckin in the Page Name field of the Add Web Page screen.

8. Select Historical Report from the Page Type choice list.

Add Web Page

Page Name: |[alicheckin

| Directany E|I
r Directory
.-’-'-.n:tive R eport _
Page Title: | Content Histoncal Beport

Page Type: |FENEEIREDEE -

9. Click OK on the Add Web Page screen and then OK on the Edit Local Page Link
screen.

10. Select allcheckin in the Web Page Hierarchy section.

11. Click Create Report Data in the Historical Report Specification section to add the
report specifications.

12. Select Content History from the Data Source choice list.

13. Select Action from the Field choice list in the Query Definition section, Is from the
Operator choice list, and Checkin from the Value choice list.

14. Click Add.
15. Click OK.
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Figure 5-8 Create Historical Report screen

Create Historical Beport
Diata Source: IEDntent Hiztony ;I
Report Template: | StdContentHiztomB eport ;I
Rows Per Page: |1 00

Query Definition

Field: | &ction -
Operator: [Is =]
Value: | Checkin -

Qlery Expressian

Action |1z Checkin

Delete |

[ Custom Query E xpression
déction = "Checkin'

0k, | Cancel I Help I

|Warning: Applet Window

16. Close the Web Layout Editor applet.

17. View the report by opening the Browse Content tray and clicking All Content.

@ Note: You may need to refresh your browser in order for the new link to display.

Refining a Historical Report

You can narrow the report results by adding to the report query. Let's limit the historical
report to content checked in after a certain date.

1. Select allcheckin in the Web Page Hierarchy section.
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4.

Click Create Report Data in the Historical Report Specification section.

Select Action Date from the Field choice list in the Query Definition section, and

Date Is After from the Operator choice list.

Type yesterday's date using the mm/dd/yy format in the Value field and click Add.

Query Definition

Gluery Expression

Field: | Action Date B
Operator: [Is Date After B
Value: |01/01/00

Action |z Checkin

Action Date |z Date After 01./01./00

Delete |

[T Custom Query Expression

dtyction = Checkin' AMND

déctionDate » {ts '2000-01-01 00:00:00%

(] | Cancel | Help |

5. Click OK.
6. Select index in the Web Page Hierarchy section.
7. Select All Content in the Page Links section of the Web Layout Editor screen.
8. Click Edit.
Page Links TaChid|  Up] |
What's Mew [Content Query]
General Information [Page: general] Add...
Stellent Home Page [hitp: /A, stellent. com) ;
&l Uzers (Page: allusers ¢ Edi. [
All Content [Page: allcheckin
Delete
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9. Change the link title to Content Checked In after 'yesterday's date’.

10. Change the link description to All Content Checked In after 'yesterday's date’ and
click OK.

Edit Local Page Link | x|

Link Properties
Link Title: IEnntent Checked [n After 01,0100

Description: I.-“-‘-.II Content Checked |n After 01,0100

Page Name: Iallu:heu:kin - I Create Mew Fage...

(] | Cancel I Help |

|Warning: Applet \Window

11. Close the Web Layout Editor applet.

12. View the report by opening the Browse Content tray and clicking Content Checked
In after ‘yesterday’s date’.

~ Browse Content

E}@ Library Folders
@ What's Mew
@ General Information
Stellent
@ all Users

+.[§ Content checked in af‘terglill,{lill,{tllj
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EXERCISE 6: CUSTOMIZING THE LIBRARY FOLDERS

5-42

6.

Add two local page links to the General Information page, one for HRforms and one
for HRresumes. View the results.

Add a query link to the Library page to search for all content authored by Pat Kelly or
belonging to the Marketing account. View the result.

Add an external URL link to a web site of your choice. Reorder the link so that it is
displayed first on the Library page.

Delete the Project metadata field and create a new custom field called Marketing
Projects. Remember, the field caption can contain spaces, but the field name cannot.

Create a new metadata field called Development Projects and have it display above
the Marketing Projects field on the Content Check In Form.

Create an active report that shows all content belonging to the HRbenefit content type.

You can now proceed with Tutorial 5: Content Profiles (see Chapter 6).
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OVERVIEW

This section covers these topics:
7

¢ Creating Content Profiles (page 6-1)

It is recommended that you go through this tutorial from beginning to end, in the
suggested order.

CREATING CONTENT PROFILES

You can create content profiles using the Content Manager applet to hide or display
metadata on the check in, search, and content information pages based on rules that you
define. Content profiles make it easier for users to search for or check in content by
refining the metadata options available to them and controlling how metadata fields
function.

Once a content profile is created, a links are displayed in the My Check ins and My
Searches folders under the My Content Server tray. Clicking the link for the profile
displays either a check in or search form showing only the metadata fields defined by the
profile.

For a thorough explanation of content profiles, see the Content Server System
Administrator’s Guide.

This section covers these topics:

+ Profile Rules (page 6-2)
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+ Creating a Profile Rule (page 6-3)
¢+ Creating a Content Profile (page 6-6)
+ Confirming The Content Profile (page 6-8)

Profile Rules

To create a content profile, you first need to create a profile rule and then associate the rule

to a new profile.

Figure 6-9 Configuration Manager Rules tab

=101x]

Cptions Apps Help
Configuration Manager
Informmation Figlds | Application Fields | Tables' ViEs | Relatinns' Profiles RUlESI

Rules
Marme | Description |
ReguiredOnly Reguired Fields i
add.. | Edit | Detete |
Ready

I-.lava Applet \windom

For more information regarding what options are available when creating rules, see the

Managing Repository Content guide.
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Creating a Profile Rule

Profile rules are created using Rules tab in the Configuration Manager applet.

1. Make sure the Configuration Manager applet is open. If it is not, click Configuration
Manager on the Administration page.

2. Select the Rules tab.
3. Click Add. The Add New Rule screen is displayed.

4. Enter RequiredFields into the Name field and Only Required Fields into the
Description field. The rule name cannot contain spaces.

E\ﬂndd MNew Rule x|

Fieldsl

General

Hame: |RequiredFieIds

Description: |Gnhr Required Fields]

™ Is global rule with priority

" Is group

o |

| Has group header, Edit...

" Use rule activation condition

Edit...

H

ﬂ% Cancell Helpl

I-.lava Applet \windom
5. Select the Fields tab.

6. Click Add. The Add Rule Field screen is displayed.

Content Server Administration Tutorials 6-3



Content Profiles

6-4

Eﬂndd Mew Rule

General FiElﬂSI

Fields L | [Erni |
Matme | Twne I

[f] add Rule Field

| Display information fields
[" Display application fields

Field Hame: [y CInain

x|

Field Position: [Top

DKl Cancell Helpl

r

Java dpplet Window

Add...

Edit..

Lelete

HE

OKl Cancell Helpl

|Java Applet Window

disabled.

Top.

Ensure Display information fields is enabled and Display application fields is

Select Content ID from the Field Name choice list. Leave the Field Position set to

Click OK. The Add Rule Field ‘fieldname’ screen is displayed.
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[f] add Rule Field dDocName x|
Type: M

Required Message: I

[~ Use custom label I

[” Use custom include I

" Exclude field from the group count

A

£

CIKl Cancell Helpl

[ Use default value
]
Edit... |
=
1= derived field
]
Edit... |
id
" Has restricted list
]
Edit... |

I..lava Applet Window

10. Make sure that Edit is selected in the Type choice list and click OK.

Content Profiles

11. Repeat steps 6 through 9 until each of the following fields have been added,
maintaining Edit as the default:

12. Click OK, when all of the above fields have been added.

Title (dDocTitle)

Author (dDocAuthor)

Type (dDocType)

Security Group (dSecurityGroup)
Revision (dRevLabel)
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Creating a Content Profile

Content profiles are created using Profiles tab in the Configuration Manager applet.
1. Select the Profiles tab.

2. Click Select next to the trigger field. The Edit Trigger Field screen is displayed.

Field Hame: (ST el

OKl Cancel | Help |

I.Java Applet wWindow

3. Select Security Group from the Field Name choice list and click OK.
4. Click Add under the Profiles tab. The Add Profile screen is displayed.

Eﬂtunﬁguratiun Manager for idem_SC580_623 - |I:I|£|

Cptions  Apps Help
Configuration Manager

Infarmation Fields I Application Fields | Tahlesl Wiews | Relations PfﬂﬁlESI Rulesl

Trigger Field: dDocTwpe Select... |
Profiles
Marme | Lahel | Description | Tridger |
Ef add profile x|
Profile Name: |ReduiredOnly]
(0] 54 | Cancel | Help |
Read
oty I..lava.-’-‘-.pplet Window —l

|Java Applet Window

5. Enter RequiredOnly into the Profile Name field and click OK. Profile names cannot
contain spaces. The Add Profile ‘profile name’ screen is displayed.

6. Enter Required Only in the Display Label field. Text entered into the Display Label
field can contain spaces, and is displayed as links in the My Check ins and My
Searches folders under the My Content Server tray.
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7. Enter a description in the Description field.
8. Select Public from the Trigger choice list.
9. Enable the Exclude non-rule fields check box.

10. Click Add next to the Rules field. The Add Rule screen is displayed.

Ef] add profile RequiredOnly x|

Hame: RequiredOnly

Display Label: |Hequired Oy

Description: |Di5p|a~_.fs only the required fields.

Trigger: IF‘uinu: j

Exclude non-rule fields:

Restrict personalization links: [~ Enabled Edit...
=11 | oo
R EE _I b | Do
Name: [SEWNTEEDGN

Add... |
Rule Priority |T-:|p ﬂ Demtel

OKl Cancel | Help |

I.Java Applet \Window

. —in |

I.Java Applet wWindow

11. Select RequiredFields from the Name choice list and click OK.
12. Click OK to accept the new profile. The Add Profile ‘profile name’ screen closes.

13. Close the Configuration Manager applet.
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Confirming The Content Profile

The content profile you created is immediately available in both the My Check ins and My

Searches folders under the My Content Server tray.

1.
2.

Figure 6-1

Click My Content Server in the portal to open the tray.

Click the icon $5] next to My Check ins to open the folder. The folder expands,
showing the new content profile, Required Only.

Click Required Only in the My Check ins folder. The Check in page is displayed.
Notice the differences between the profile check in page and the standard check in

Profile Check In Page

Content Check In Form

Content 1D |

Security Group I Fublic vI

|ADACCT—Ac:me Accounting Department j

|sysadmin |sysadmin j

Frirnary File | Browse..

Alternate File | Browse...

I

Check In | Hesetl Cluick Help
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Figure 6-2  Standard Check In Page

Content Profiles

Content Check In Form

Security Group IHH 'I

ContentiD |

Type |ADJ3\CCT - Acme Accounting Department j

Title |

Authar |sysadmin |sysadmin j

Frirmary File | Browse...

I

Alternate File | Browse. .

Revision |1

Comments

Release Date  [10/14/04 9:09 AM

Expiration Date |

Check In | Resetl Cluick Help |

You can now proceed with Tutorial 6: The Repository Manager (see Chapter 7).
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THE REPOSITORY MANAGER

OVERVIEW

It is recommended that you go through this tutorial from beginning to end, in the
suggested order.

The Repository Manager screen is accessed by opening the Administration tray, clicking
Admin Applets, and clicking the Repository Manager icon on the Administration page.
Open the Repository Manager now.

This section covers these topics:

*»  Working with Content (page 7-2)

+» Using The Functions Menu (page 7-8)

«»  Working with Subscriptions (page 7-9)

+ Updating and Rebuilding the Search Index (page 7-19)
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WORKING WITH CONTENT

This section covers these topics:

®
0’0

B3

*

®
0’0

Using the Content Tab (page 7-2)

Filtering For Content (page 7-3)

Using the Content Tab

Displaying Additional Content Info (page 7-6)

E““W“t] Subscriptions | Indexer E

[ Usze Filtes Define Fiter.. | AMD [ Release Date since: E1 Day - I
Content Show Colurming...
Content1D | Revision | 1D || Revision Status || Indeser Stalus |

rJI_I'_"I_' I' r.".':&E"J"' I Dr_. I_-'.-_- ﬂ E': B 5.:.._I,._;‘

The Content tab displays up to 100 pieces of content that satisfy the specified filter
criteria. The default display is all content released in the past day.

From the Content tab, you can perform the same functions you would from the browser:

o
*

*

View status for each content

Resubmit content

View information page for each content

Delete revision

Check out content already in Content
Server

Delete all revisions

Undo the check out of content

Add new content into Content Server

Approve or reject content in a
workflow

Add a new revision of content into
Content Server

7-2
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Note: The Add New and Add Revision buttons appear on the Repository Manager screen
when it is accessed from the Start Menu and run in standalone mode. They are not
available when the Repository Manager screen is accessed from the Administration page.

Filtering For Content

You can filter content based on when it was released by enabling Release Date since and
selecting 1 Day, 1 Week, or 4 Weeks in the choice list.

You can also define your own filter using the following criteria:

Name Definition

Content ID Content ID is an open field where you can use wildcards.
Wildcards * (one or more characters) and ? (single character)
are used for Microsoft Access, and % (one or more characters)
and _ (single character) are used for Microsoft SQL Server.

Title Title is an open field where you can use wildcards as defined
above.

Author Author is an open field where you can use wildcards as defined
above.

Type Type is a dynamic choice list of content types.

Security Group Security Group is a dynamic choice list of security groups.

Account Account is a dynamic choice list of accounts.

Checked out Checked out is a static choice list of Yes and No.

Checked out by Checked out by is an open field where you can use wildcards as

defined above.

Revision Status Revision Status is a static choice list of Done, Edit, GenWWW
Review, Pending, Release, Expired, and Deleted.

Indexer Status Indexer Status is a static choice list of Index Refinery status.
Conversion Status Conversion Status is a static choice list of PDF Converter
status.
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Name Definition

Indexer Cycle Indexer Cycle is a static choice list of Index Refinery cycle
status.

Publish Type Publish Type is a static choice list of Content Publisher types.

Publish Status

Publish Status is a static choice list of Content Publisher status.

Latest Revision

Latest Revision displays only the latest revision of content.

Defining Filter Criteria

If you have not already done so, open the Repository Manager screen by clicking
Repository Manager on the Administration page.

1. On the Content tab, disable Release date since so that all content is displayed.

Content | Subscript

F‘-;F.-pnsim ry Manager for Master_on_yourcomputername
Options  Functions  Apps  Help

Repository Manager

jons | Indeseer |

@Jw Filter

[Define Fiterr.;|  AND elesye Date sincer  [1Day =

Content Shiawe Columng...
Content 10| Flevison | 0 | Revision Staius| Indewer Stabus
o V81 Relessed  Cumerd
ooz 1 42 Relesied Curigril
(11 E] 1 431 PReleased Current
00 1 44 Released Current
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2. Enable Use Filter and click Define Filter. The Define Filter screen is displayed.

Figure 7-3  Define Filter screen

Define Filter

[ Title

[ Author

I~ Type

[ Security Group
[T Account

[T Checked out
[T Checked out by
[ Revision Status
[ Indexer Status
™ Conversion Status
[ Indexer Cycle
[ Publizh Type
[T Publish Status
[T Latest Revision

N KN KN KR

|Yes

|

I Done |
| e |
| Cotrverted ~|
|Idle =i
| Haone ;I
| Conbent ;I

*= Watch Many 7 = Match One

ak. | Cancel I Help I

|Warning: Applet Window

3. Enable Content ID and type *2 in the field next to it.

Important: The wildcard used to precede the number 2 is dependant on the database
being used with Content Server. The correct wildcard for your database is listed at the

bottom of the Define Filter screen as <wildcard> = Match Many.

4. Click OK. Only content with a 2 in the Content ID field should be displayed.
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Displaying Additional Content Info

You can display additional content information in the Repository Manager, including any

standard or custom Info Field.

B Repository Manager for Master_on_yourcompulername
Options  Funclions  Apps  Help

Repository Manager

¥ UseFiter  DefneFiller. | AND [ FeleaseDatesmce:  [1Da =

|
e o
AN
WS
1

ContertID [ Type [ Revieomls | ID [ Revision Status | Indeer Sk
oz ADACCT \,1_/ 42 Released  Cument
> ANECTT R?  Releazed Camepnt
B2 Released Cuareent

Lex ADACCT
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Click Show Columns to display the Show Columns
screen.

Enable the columns you want to display in the
Repository Manager.

If you want to display the same columns each time
you open the Repository Manager screen, click Save
Settings.

Click OK.

To adjust the size of the Repository Manager screen,
position the cursor on any side or corner of the screen
so the double arrow appears, and then drag the screen
to the desired size.

To adjust the width of a column, position the cursor

on the separator to the right of the column heading so
the double arrow appears, and then drag the column

to the desired width.

Content Server Administration Tutorials
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Show Columns

[ Author

[ Type

[ Security Group
[ Account

V' Revizion

W 1D

[T Check InDate
[ Release Date
[ Expiration D ate
[T Checked out
[T Checked out by
V' Revision Status
V' Indexer Statusz
[™ Corwersion Status
[ Indexer Cycle
™ Publish Type
[T Publish Status

[ Project

:! Save Settings )

k. I Cancel | Help |

|Warning: Applet tWindow
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USING THE FUNCTIONS MENU

7-8

[ Repository Manager for Master_on_yourcomputername
Options IENl=l=0El Apps  Help
Info
Repn Add Fevieron
Update...
I::"m""t""'tl Subscribers...
Check Out
| 3 e (o e il [T Release Date snce: |1 Dap =
S ppe e g p=lee) i
Let=fel ety
!'-'-r-:ra-r_‘ iy 5
Fasubmit 1 1D | Frevizion Stahus | Indewsr St
isi 4 eheazed Cuarent
Delete Fis'msn:fn_ e L S
Delete All Revisions 62 Relessed  Curent

You can make changes to content using the Functions pull-down menu on the Repository
Manager screen. In the Content field, select the content to which you want to apply a
function, then select the function from the Functions pull-down menu.

Tech Tip: If you are on a Windows platform, you can also access the functions menu by

right-clicking the content.

Auvailable functions:

Name Definition

Info Display information about the file.

Add Revision* Add a new revision to an existing file.

Update Change the metadata field values for a file.

Subscribers View subscriptions and unsubscribe users or aliases.

Check Out Check out an existing file.

Undo Check Out Check a file back in with no changes to content or revision
number.

Approve and Reject | Approve or reject a file belonging to a workflow.
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Name Definition

Resubmit Submit a file to the PDF Converter. Normally, resubmit is used
only after a file has failed the conversion process. Resubmit is
also useful for add-on products, such as Thumbnails and
FMBookMan. You cannot resubmit files that are in the PDF
Converter queue.

Delete Revision Delete a revision (same as the Delete Revision button at the
bottom of the screen).

Delete All Revisions | Delete an entire content item, including revisions (same as the
Delete All Revisions button at the bottom of the screen).

* Add Revision is available only in a standalone Repository Manager screen accessed
from the Start menu.

WORKING WITH SUBSCRIPTIONS

This section covers these topics:

«» About Subscriptions (page 7-9)

¢ Subscription Types (page 7-10)

«+» Subscribing to a File (page 7-11)

+ Adding A Criteria Subscription (page 7-12)

«» Subscribing to a Criteria Subscription (page 7-13)
+» Assigning a Criteria Subscription (page 7-16)

* Viewing Active Subscriptions (page 7-18)

About Subscriptions

Content Server allows all users to manually subscribe to content so that they can be
notified by e-mail as soon as the content has been modified and released. This type of
subscription is called a file subscription.
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The Repository Manager screen allows you, as system administrator, to define content
groups to which users can subscribe. This type of subscription is called a criteria
subscription.

The Subscriptions tab in the Repository Manager allows you to set the criteria of one or
more metadata fields that define a content group. It also enables you to assign users to the
subscription. The criteria can be defined by the following fields:

% Content ID % Author % Security Group | % Account

7 7 Y/

s Title * Type ¢ Revision « Any custom
metadata field

Subscription Types

There are two types of subscriptions: basic and criteria.

0

«» Users create a basic subscription when they click Subscribe on the Content
Information page of any file.

* You, as system administrator, create criteria subscriptions by defining which metadata
field or fields will make up the subscription. The matching content is grouped together
in the subscription, enabling users to subscribe to all content matching the defined
metadata.

For example, if you set up a criteria subscription with defined metadata of Type, then users
have the option of subscribing to a single file or subscribing to all content of the same

type.

Note: A file subscription is actually the default criteria subscription, which is called Basic.
The defined metadata for the Basic subscription is Content ID. Because the Basic
subscription allows a user to subscribe to all content matching the Content ID of the file
the user searched for, and the Content ID is a unique identifier, the user can only subscribe
to the single file he or she searched for.

Caution: The Basic subscription type can be deleted, but this is not recommended. If you
delete the Basic subscription, users will no longer be able to subscribe to single
documents.
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Subscribing to a File

Perform the following steps to subscribe and unsubscribe to a single content item:

1. Search for content with the Content ID of 030.

Actions: ISEIect an actian = I

D || Title || pate || Author || Actions |

030 030_res 9/5/03 idoe Yl (@

2. Click the Info icon (i) . The Content Information page is displayed.

3. Select Subscribe from the Actions drop-down menu. The menu item changes to
Unsubscribe, indicating that you are subscribed.

Note: You must have an e-mail address entered in your user profile in order for

subscription notifications to be sent.

Select Unsubscribe. The menu item changes back to Subscribe, indicating that you are

not subscribed.

Actions: | Select an action "’I

Selact an action
Check Out

Update

Check In Similar
Send link by e-mail
lnzubzcribe
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Adding A Criteria Subscription

As system administrator, you can set up a criteria subscription to give users the option of
subscribing to a single file or subscribing to all content with the same metadata values.

1. On the Repository Manager screen, click the Subscriptions tab. The default
subscription, Basic, should be listed.

2. Click Add.
The Add New Subscription Type screen is displayed.

3. Type TypeSG in the Subscription Type field, Type and Security Group in the
Description field, and enable Notifications.

Enabling Notifications causes the system to automatically notify all subscribers if any
content in the subscription changes.

Add New Subscription Type
Subscription Type: IT}'DESG
Description: ITypE! and Security Group
Notifications: W Enabled

Criteria Fields

Fields... |

] 4 | Cancel I Help I

|Warning: Applet Window

4. Click Fields.
The Fields screen is displayed.
5. Enable Type and Security Group and click OK.
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Fields

[T Content 1D
[ Title
[ Authar

[ Account
[ Fievision

[ Project

k. | Cancel | Help |

|'W'arning: Applet \Window

6. Click OK on the Add New Subscription Type screen.

Subscribing to a Criteria Subscription

Perform the following steps to subscribe and unsubscribe to the new TypeSG subscription.
1. Search for content with the Content ID of 030.
2. Click the Info icon (). The Content Information page is displayed.
Notice that 030 has a Type of HRresume and a Security Group of Public.
3. Click Subscribe. Your subscription options are displayed.

There are now two ways to subscribe to this content. You can subscribe to the single
content item (per the Basic Subscription) or all content with the same Type and
Security Group as the 030 file (per the TypeSG Subscription).
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Figure 7-4  Subscription Options

Subscribe to "030_res"

Subscribe to This Item

Subscribe link below,
[ Subscribe ]

If you want to receive an email notification each time a new
revision of "030_res" becomes available, click the

Subscribe to Related Groups

alternatively, wou can subscribe to this iterm and all similar
iterns in a related subscription group, Use the Action icons in
the table below to preview andfor subscribe to all content
within any of the groups that contain "030_res".

Subscriptions

Actions |

Iterns with the following criteriz;

® Type = HRresume
» Security Group = Public

Subscription Info

Subscribe

8 ®

4. Select Subscribe from the contextual actions menu ¥Z| in the Actions column of the

Subscribe to Related Groups section.

The Content Information page is displayed. The Subscribe link in the Actions drop-
down menu has changed to Unsubscribe, indicating that you are subscribed.

5. Select Unsubscribe from the Actions drop-down menu.

Actions: | Select an action vI

Selact an action
Check Out
Update

Check In Similar
Send link by

subs

6. Click Unsubscribe. The Unsubscribe page is displayed.

7-14
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Unsubscribe

Unsubscribe from Group

The content itermn, "030_res", also belongs to one or more
subscription graups, You must unsubscribe from the groups
listed in the table below to stop receiving notifications related
to this iterm.

Subscriptions || Actions |

Ttems with the following criteria;

* Tvype = HRresume Zubsoriot Inf
* Security Group = Public RS EHREN ST D{IE
Unsubscribe

®

7. Click the Actions icon K= to open the contextual menu. Notice that you could

unsubscribe from the group by selecting Unsubscribe.

8. Select Subscription Info from the contextual menu. The Subscription Info page is

displayed. Notice the options you have under the Actions icon contextual menu, and

the breadcrumb navigation trail at the top of the page.

Subscription Info

My Subscriptions --= Subscription Info

Mame TypeSG (enabled)
Description: Type and Security Group
Subscribed At: 10/ 4/04 4483 PM
Latest Notification At

Latest Notification Use
At

Type = HRresume
Security Group = Puhblic

Action: Unsubscribe

Subscription Criteria:

Content Items In Subscription Group

Subscribers will receive an e-mail notification each time a new
revision of any of the following content iterns becormes available,

Content ID I Title || Actions |

030 030_res Cantent Infarmation

Check Qut
Check In Similar

Zend link by e-mail

9. Click Unsubscribe next to the Action field to unsubscribe from the group.
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7-16

Assigning a Criteria Subscription

The system administrator can assign criteria subscriptions to users or groups of users,
either directly or by setting up an alias for a group.

If the administrator sets up a subscriptions with specific users, the users can unsubscribe.
When using an alias, the users cannot unsubscribe. Only the administrator can remove
users from an alias assigned to a subscription.

To assign a subscription to a user, do the following:

1. Click Repository Manager on the Administration page to open the Repository
Manager screen.

2. Click the Subscriptions tab and select TypeSG.
3. Click Subscribers. The User subscribed by 'subscription’ screen is displayed.

Users subscribed by TypeSG k4
[ Usze Filter Define Filker... |
Subscribers

dzerdtliaz | Type | Secunt | Create DatE:I I atify Datel Aocess D |
guzadmin [user]  HRmesu. .. Public 121200,

iadd.., I Deletel Yiew Eantent [fems... I Fiefreshl I:Insel

|Warning: Applet \Window

4. Click Add. The Add Subscription screen is displayed.
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Add subscription for
" |Jzer Isiames Select... |

= Aliaz

The Repository Manager

I— Selech. |

matching the criteria
Type: | HRbenefit -]

Security Group: | 'I

k. | Cancel | Help |

|'W'arning: Applet Window

5. Enable User and click Select.
The User screen is displayed.

6. Select sjames and click OK.

7. Select HRbenefit from the Type choice list and Public from the Security Group

choice list and click OK.

8. Click View Content Items to verify your criteria.

Users subscribed by TypeSG
[ Use Filter Define Filker... |
Subscribers
Uszerfdliaz | Tvpe | Secuit... | Create Date Motify Date | Access D...|

syzadmir [user]  HRTEsU...  Public 'IE;"'IHEEI...

zjamesz [Lzer] HFRben... Public 2

' L Hefreshl I:In:nsel

|'W'arning: Applet \Window

The Content Item Subscribed screen is displayed. All content matching the defined criteria

1s listed here.
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Content tem Subscribed

r EUSE Filter Drefine Filker. . | AND [T Release Date since: I'I Dray "I

Content Show Calumiiz. .. |

Cortent 10 | Revision | ID | Revision Status| Indexer Statuz |
029 1 69 Releazed Current i

Cloze | Help |

Ready

|Warning: Applet Window

Viewing Active Subscriptions

A user can view the content to which they are subscribed by clicking My Subscriptions
under the My Content Server tray.

1. Open a new browser instance and login as Shawn James (username = sjames,
password = idc).

2. Open the My Content Server tray.
3. Click My Subscriptions. A listing of all subscriptions for Shawn James is displayed.

Subscriptions for sjames Caick Help

User Profile --= Subscriptions for sjames

Subscription Groups
You are subscribed to these groups of items:

Subscriptions || Actions |

Items with the followng chiteria!

* Type = HRbenefit Subscription Info %I'”l‘}

* Security Group = Public
Unsubscribe
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UPDATING AND REBUILDING THE SEARCH INDEX

This section covers these topics:

« Working with the Indexer Tab (page 7-19)
+ Automatic Update Cycle (page 7-20)

¢ Collection Rebuild Cycle (page 7-22)

Working with the Indexer Tab

Indexer I

Automatic Update Cycle
Finizhed indexing (12/3/2000 5 28 Ph).

State:  Finished Indexer Counters
Status:  idle Total: 0O
Start Date:  12/3/2000 5:258 P Full Text: 0
Finish Date:  12/3/2000 5:238 P4 Meta Only: 0
Active Date:  not active Delete: 0

Stark I Suspendl [Earzel I Ennfigure...l

Collection Rebuild Cycle
Finished indexing [11./21/2000 2:10 PH].

State:  Finizhed Inidexer Counters
Status:  idle Total: 31
Start Date:  11/21/2000 210 Prd Full Text: 25
Finish Date:  11/21/2000 210 Pk Meta Only: &
Active Date:  not active Delete: 0O
Start Suepend [Fancel I Configure. .. I

The Indexer tab of the Repository Manager screen enables you to update and rebuild the
search index. An update and rebuild can occur at the same time.
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Automatic Update Cycle

Configure Automatic Update Cycle

The update cycle is started automatically bo bring the search collection up

to date with the Intra.doc! repozitan.

Content kems Per Indexer Batch: |t25

Content tems Per Checkpoint: |1 0ao0o
Indexer Debug Level: | ey
Indexer Auto Updates: [+ Enabled

] | Cancel | Help |

YWharning: Applet 'window

Lfle Le

The Automatic Update Cycle updates the search index automatically. You can initiate the
update manually by clicking Start. The status area provides information on:

Name Definition
State Unknown or Finished
Status idle or active
Start Date unknown or date/time index started
Finish Date unknown or date/time index completed

) not active or date/time is running (reports last status from an
Active Date . . .

active indexing session)

7-20
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Clicking Configure gives you the following options:

Name

Definition

Content Items Per
Indexer Batch

The number of items indexed at a time during an automatic
update cycle.

Content Items Per

The number of files that will go through all relevant indexing

Checkpoint states at a time during an automatic update cycle. In case of a
crash, you can restart the index to the checkpoint instead of
starting over. Options are 500, 1000, 5000, and 10,000.

Indexer Debug Level | The level of indexer debugging information generated during

an automatic update cycle. The higher the debug level, the
slower the indexing progresses. The following list shows the
debug levels from the least to the most debug information:

none: No information for each file access is displayed, and no
log will be generated.

verbose: Displays information for each file accessed. Indicates
indexed, ignored, or failed, and generates a full report.

debug: Displays the medium level of information, which is
specifically functional.

trace: Displays the lowest level of information for each activity
performed.

all: Displays the highest level of debug information.

Indexer Auto
Updates

Enables or disables automatic index updates. The default is
enabled. You may want to disable auto indexing when batch
loading content.

Content Server Administration Tutorials
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Collection Rebuild Cycle

documents.

Configure Collection Rebuild Cycle

The rebuild cycle creates a new search collection containing all releazed

Content ltems Per Indexer Batch: |25
Content tems Per Checkpoint: |1 nooo

Indexer Debug Level:

Warning: Applet Window

Lfle e

| naneg

k. | Cancel | Help |

The Collection Rebuild Cycle rebuilds the search index. The status area provides
information on the following:

Name Definition

Total The total number of content items indexed.

Full Text The total number of content items that were full-text indexed.

Meta Only The total number of content items that had only metadata
indexed.

Delete The total number of content items that were deleted out of the
index.

Clicking Configure gives you the following options:

Name

Definition

Content Items Per
Indexer Batch

The number of items indexed at a time during a rebuild.

Content Items Per
Checkpoint

The number of files that will go through all relevant indexing
states at a time during a rebuild. In case of a crash, you can
restart the index to the checkpoint instead of starting over.
Options are 500, 1000, 5000, and 10,000.

7-22
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Name

Definition

Indexer Debug Level

The level of indexer debugging information generated during a
rebuild. The higher the debug level, the slower the indexing
progresses. The following list shows the debug levels from the
least to the most debug information:

none: No information for each file access is displayed, and no
log will be generated.

verbose: Displays information for each file accessed. Indicates
indexed, ignored, or failed, and generates a full report.

debug: Displays the medium level of information, which is
specifically functional.

trace: Displays the lowest level of information for each activity
performed.

all: Displays the highest level of debug information.

You can now proceed with Tutorial 7: Workflows (see Chapter 8).
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WORKFLOWS

OVERVIEW

This section covers these topics:

¢ Understanding Workflows (page 8-1)

+  Working with Criteria Workflows (page 8-3)
+ Working with Basic Workflows (page 8-13)

Note: It is recommended that you go through this tutorial from beginning to end, in the
suggested order.

UNDERSTANDING WORKFLOWS

A workflow specifies how content is routed for review and approval before it is released to
the system. Users are notified by e-mail when they have a file to review. This section will
familiarize you with basic workflow concepts and terminology before you set up the
workflows in this tutorial.

This section covers these topics:
s Workflow Types (page 8-2)
«  Workflow Steps (page 8-2)

« Workflow Process (page 8-3)
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Workflow Types

From a workflow administrator's point of view, there are three types of workflows:

+ In a Criteria workflow, a file enters the workflow automatically upon checkin when
its metadata matches predefined criteria. In this tutorial, you will create a Criteria
workflow to set up a standardized review process for individual documents.

A Basic workflow defines the review process for specific content items, and must be
initiated manually. In this tutorial, you will create a Basic workflow for a group of
related content items.

A sub-workflow is a workflow that does not have an initial contribution step. A file
can enter a sub-workflow only through a jump from a Criteria workflow. You can find
out more information about sub-workflows in the Content Server Help.

Workflow Steps

Each workflow can include multiple review and notification steps, and multiple reviewers
can be assigned to approve or reject the file at each step. For each step in a workflow, a set
of users and a step type must be defined. The users defined for a step can perform only the
tasks allowed for that step type:

Step Type Description

The initial step of a Basic workflow.
Contribution Contributors are defined when the workflow is
created.

The initial step of a Criteria workflow. There

Auto-Contribution . o
are no predefined users involved in this step.

Users can only approve or reject the file;

Reviewer o
editing is not allowed.

. . Users can edit the file if necessary and then
Reviewer/Contributor ..
approve or reject it.
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Workflow Process

« When a file is approved by the minimum number of reviewers for a particular step, it
goes to the next step in the workflow.

« If any reviewer rejects a file, it goes back to the most recent contribution step for
editing.
« When a file is approved at the last step in the workflow, the content item is released to

the system.

A revision is not released to the system until it exits the workflow. When a file is in a
workflow, it can be checked out and checked back in an unlimited number of times
without affecting the revision number.

+«» If a Basic workflow contains multiple files, none of them will be released to the
system until all of the files have completed the workflow.

+» The standard workflow process can be customized and made more flexible by using
jumps, tokens, and aliases. See the Using a Workflow section of the System
Administration Guide for more information on these topics.

WORKING WITH CRITERIA WORKFLOWS

This section covers these topics:

0

« Setting Up a Criteria Workflow (page 8-3)

¢ Setting Up Criteria Workflow Steps (page 8-5)
+ Using a Criteria Workflow (page 8-7)

Setting Up a Criteria Workflow

Suppose that you are Kim Randall, the sub administrator for the Marketing Department.
You've been asked to set up a workflow that routes all marketing brochures to the
marketing manager (Shawn James) for editing and then to the marketing team (Tom
Adams, Pat Kelly, and you) for approval. The marketing department is very busy, so it's
difficult to get all three team members to approve materials right away—you all agree that
content will be released after approval from two of the three reviewers.

You'll start by creating the workflow:
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1. As the system administrator, define a content type called MktBrochure. (If you need
review how to do this, see The Configuration Manager (page 5-6).)

2. Open a new browser instance and login as Kim Randall (User Name: krandall,
password: idc).

3. Open the Administration tray and click Admin Applets. The Administration page is
displayed.

4. Click Workflow Admin. The Workflow Admin screen is displayed.

Figure 8-1 Workflow Admin screen

] wiorkilow Ademin for Masies_on_kzchemmopc

Opticns Apps Help
Workflow Admin
"A"llmml m] 'rml
Curfent Workflows
[ Tishim || Completed Bt | Secusty Gio
 eport termptite [racivve ] I
! Eﬂt.. :
Select
Dt
Comributors
pemith [user]
s A futs] e fihar.
Ak U,
Steps
 Fomra [Firvsevot| I
Sadd
[t
Il
| | i |
m| Eur...| nm| stmt | i ]
Fieady |

5. Click the Criteria tab.
6. Click Add. The New Criteria Workflow screen is displayed.

7. Enter Marketing Brochures in the Workflow Name field.

@ Note: A workflow name cannot include spaces.

8. Enter a description in the Description field.

9. Select the Marketing security group.
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10. Enable the Has Criteria Definition check box.
11. Select Type from the Field choice list.
12. Select MktBrochure from the Value choice list.

13. Click OK.

Setting Up Criteria Workflow Steps

Next, you'll add steps to the Marketing Brochures workflow:

1. Click Add in the right pane of the Workflow Admin screen. The Add New Step screen
is displayed.

Figure 8-2 Add New Step screen

B

Mame: ||

Description: I

" Lzers can review the current revision
= Lzers can review and edit (replace) the current revision

= Lsers can review the current revision ar create new revisions

Users | Exit Conditions | Events |

AliasUser

Add Alias..
Add Lser...
Add Token...

[Lelete

OKl Cancell Helpl

I.Java Applet Window

2. Enter Editor in the Name field.
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0 =N AW

10.

Enter a description in the Description field.

Enable Users can review and edit (replace) the current revision.
Click Add User. The Add User to Step screen is displayed.

Select sjames from the list.

Click OK.

Click OK on the Add New Step screen.

Add a second step called Marketing Team to the workflow. Use the following
settings:

e Users can review the current revision enabled
e MktTeam alias

* Approval required from at least two reviewers (specified under the Exit
Conditions tab.

For checked in files to enter the workflow, the workflow needs to be enabled:

On the Criteria tab of the Workflow Admin screen, make sure that the
Marketing Brochures workflow is selected in the left pane.
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Figure 8-3  Criteria Tab of Workflow Admin screen

qull low Admin For Mazies_on_kichommonsls

DOptions Apps Help
Workflow Admin
wekleors | Criteria] Tasgiues |
Criteria Worklows
Ml Tashi Sevimty Group Criterts:
dDocType matches MdBrochuns
Stefis.
|E#a-r Fierevevery Contstesh e
Edi..
Dielete
1 [ |
Akl | Edi I:'HHI Erable
Faady
Wikirang. Apgiet Window

11. Click Enable. A confirmation screen is displayed.

Workflow Admin

A you sure you want to enable the worlflow ‘tMarketing Brochures"?

|'W'arning: Applet \Window

12. Click Yes to activate the workflow.

Using a Criteria Workflow

Now that the Marketing Brochures workflow is enabled, any files checked in with the
MktBrochure type and the Marketing security group will enter this workflow.

1. Check in a file from the Ruggans Tutorial Files/Content folder using the following
metadata:
*  Content ID =031
*  Type = MktBrochure
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» Title = Marketing_Brochure 031
*  Author = default

*  Security Group = Marketing

* Account = MSP

*  Primary File = 031_mkt.doc

If e-mail addresses are set up properly, Shawn James would receive the following e-

mail:

= Workflow Review Notification

You have been assigned to the following sworkflow step:

Message: Contentiterm '031'is ready forworkflow step ‘Editor”,
Workflow Mame: Marketing_Brochures

Workflow Step: Editor

Content Item: Marketing_Brochure 031 (031

[ Beview waorkflaw iter@

From the e-mail, Shawn James would review the item by clicking the Review

workflow item link to view the file, information about the revision or the step, or

perform one of the tasks conditionally available to him.

STELLENT

Workflow Review

Instructions:

You may reviewy this workflowy tem in the
weindowy to the right, then use the action links
belowy to apprave ar reject the item. If you wizh
o make changes ta the item before approving it,
click the Check Out link.

Tasks:

[ Approve] [ Reject] [ Check Out]

Renditions:

+ Wieh-Yiewakle File

* Mative File

Links:

+ Cortent Infarmation

* Workflowe Info

+ et Mative File

+ By Wiarkflowe Assignments
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For now, you will access this information from the My Content Server tray.

2. Open a new browser instance and login as Shawn James (User Name: sjames,
password: idc).

3. Open the My Content Server tray and click My Workflow Assignments.

The Workflow in Queue for sjames page is displayed. From this page, you can click:

¢ The Content ID link to view the web-viewable file.

* The Actionicon Kz and select one of the following:

Workflow Review to open the Workflow Review page.
Approve to approve the revision.
Reject to reject the revision

Content Info to view the Content Information page and check out the content
item.

Workflow Info to see information about the workflow steps.

Workflow Content Items to view a list of all items associated with the
workflow.

Remove from Queue to remove the workflow from your workflow
assignments.

Note: If you remove the workflow from your queue, you can still access the workflow

from the Active Workflows page by opening the Content Management tray and clicking
Active Workflows.)

*  The Info icon to view the Workflow Review page.

wWorkflow In Queue for sjames

all Active Warkflows --= My Warkflow Assignments

Workflow Content Items In Queue

|Content ID| | Title | |Last Action| |Enter Date|| Actions |

03l

Marketing_Brochure 031 Workflow Review ﬁ @

Approve

Reject

Content Info

worlflow Info

Worlflow Content Items

Remove From Queus
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As the editor, you want to make a change to the file, so you need to check it out, revise
it, and check it back in.

4. Click the Info icon.

The Workflow Review page is displayed.

A

Workflow Review

Instructions:

You may review this workflow item in the
windowe to the right, then uze the action links
belowy to apprave ar reject the item. If you wizh
o make changes ta the item before approving it,
click the Check Out link.

Tasks:

[ Approve] [ Reject] [ Check Out]

Renditions:

+ Wieh-Yiewakle File

* Mative File

Links:

+ Content Infarmation

+ Workflowe Info

+ et Mative File

+ by Wiarkflowe Assignments

5. Click Check Out.

The Check Out Confirmation page is displayed. At this point, you could get a copy of
the original file and edit it, or you could check in a different file.

Check Out Confirmation

Title: Marketing_Brochure 031
Content ID : 031
Checked Out By: sjames

[t is stronghy recommended that you save the file to a directory other than the browser's
default directory. Lse the right mouse button on the link below to choose a save option.

Mative File Link: 031 _mkt.doc

Click an the Check In button helow when your edit is complete.

Check In |

6. Click Check In. The Content Check In Form page is displayed.
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7. Select the 031 mkt.doc file in the Ruggans Tutorial Files/Content folder as the
primary file.

8. You are finished editing the file and are ready to approve it, so select the Approve
Revision check box.

¥ Revision Finished Editing
criginal File 031 _mkt.doc

Primary File |C:Hrv1y Documents\Ruggans Tutarial Fil - Browse...

I

Alternate File | Browse...

9. Click Check In.

At this point, an e-mail notification would be sent to Kim Randall, Tom Adams, and
Pat Kelly. For this step of the workflow, you will access this information from the
Active Workflows page, found by clicking the Active Workflows link under the
Content Management tray.

10. Close the sjames browser instance, open a new browser instance, and login as Pat
Kelly (User Name: pkelly, password: idc).

11. Open the Content Management tray and click Active Workflows. The Active
Workflows page is displayed.

All Active Workflows

Active Standard Workflows

Workflow Mame || Description

all Brochures
Criteria - Active

Marketing E-rDu:hurE{b

[ My workflow Assignments ]

12. Click the Marketing_Brochures link. The Content Items for Workflow
'Marketing_Brochures' page is displayed.
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Workflow Content Hems

&l Active Worlkflows --» Marketing_Brochures

Content Items In Workflow 'Marketing_Brochures'

Content ID || Title

|| Status || Step Name || Actions |

031 Marketing_Brochure 031 = Rewview bE

workflow Review

Approve
Reject
Content Info
wiorkflow Info

When you clicked the Content ID link and viewed the web-viewable file, you noticed

an error in the revision, so you want to reject it.

13. Select Reject from the Action icon contextual menu. The Reject Content Item page is

displayed.

Figure 8-4 Rejected Content Item page

Reject Content Item

all Active Waorlkflows --»> Marketing_Brochures --= 031 --» Rejeu:t%

Workflow:
Workflow Step:
Content ID:
Title:

Type:

Author:
Security Group:
Format:
Revision:

Enter message explaining reason for rejecting content item:

Marketing_Brochures
Marketing_Team

031

Marketing_Brochure 031
MktBrochure

sjames

Marketing
applicationfmsward

1

Update the company ngD.|

=l
[~

14. Enter a message explaining why you are rejecting the content item.

15. Click Reject.
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The workflow now returns to the most recent workflow step that permitted
contribution, which was the Editor step. Shawn James will receive the reject notice,
edit the file as necessary, and approve it. The Marketing team will be notified when
the revision is ready for approval again.

16. As Pat Kelly, approve the revision.

17. Close the pkelly browser instance, open a new browser instance, and login as Tom
Adams (User Name: tadams, password: idc).

18. Approve the revision.
19. Perform a search for the content item, and view the Content Information page.

Note that the revision was released after the two approvals were made rather than
immediately after the file was checked in. Also note that the revision number is 1,
even though the file had been checked out and back in.

WORKING WITH BASIC WORKFLOWS

This section covers these topics:
% Setting Up a Basic Workflow (page 8-13)
+» Setting Up Basic Workflow Steps (page 8-14)

®

+» Using a Basic Workflow (page 8-17)

Setting Up a Basic Workflow

Shawn James has created two brochure templates that everyone in the Marketing
Department needs to review and approve. Kim Randall, the sub administrator for the
Marketing department, has been asked to set up a workflow for this purpose. Because
there is more than one document and this is a one-time request, she decides to create a
Basic workflow.

You, as Kim Randall, will start by creating the workflow:

1. Open a new browser instance and login as Kim Randall (User Name: krandall,
password: idc).

2. Open the Administration tray and click Admin Applets. The Administration page is
displayed.
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3. Click Workflow Admin. The Workflow Admin screen is displayed.

4. Click Add in the left pane of the Workflows tab. The Add New Workflow screen is

displayed.

Select the Marketing security group.

© =N w»n

Click OK.

Enter a description in the Description field.

Enter Brochure _Templates in the Workflow Name field.

Setting Up Basic Workflow Steps

Next, you'll add steps to the Brochure Templates workflow:

One of the brochure templates, 025 mkt.doc, has already been checked in, but now needs

to go through the approval process.

1. Click Select next to the Content pane. The Add Content to Workflow screen is

displayed.

[+ Use Fiter DermFm...lmu ¥ Felease Date since |1 day

Contant Shen Cobustis...
Contert I | Frevizion | 10 | Fenvision Stabus | Indewsr Stahs: =
15 1 21 Feleased Crment
me 1 22 Redraped Cumert
m7 1 23 Febeated Cistenk
me 1 24 Relessed Curtert
ma 1 25 Peleased Curiert
Jurs 1] 1 26 Flebeaped Cusent
0 1 27 Febeased Curtert
22 1 28 Feleased Cument
023 1 29 Releared Cument
(124 1 M) Rebeated Cistenk
1P 1 3 L
%3 1 42 Feleased Cormerd
w7 1 33 Febaged Cumant
Jir ] 1 M Flebsated Custent
04 1 35 Felessed Curtert
e} 1 ¥  Feleased Cumert —
o3 i 7 Febeased Cument -
lI Pr
I:IK.I Eml H-bbi
Ready |
|\Waming: Applet Window

2. Select the 025 content item and click OK.
checked in yet.

The other brochure template has not been
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3. Click New next to the Content pane. The Add Content to Workflow screen is
displayed.

Add Content To Workfow

Content ID: |

k., I Cancel | Help |

|Warning: Applet Window

4. Enter 032 as the Content ID for the new content item and click OK. Shawn James will
check in the files for the initial contribution step.

5. Click Add User next to the Contributors pane. The Add User to Step screen is
displayed.

6. Select sjames from the user list and click OK. Only one review step is required for
this workflow.

7. Click Add next to the Steps pane. The Add New Step screen is displayed.
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Figure 8-5 Add New Step screen

Hame:

Description:

" Lzers can review the current revision
= Lzers can review and edit (replace) the current revision

= Lsers can review the current revision ar create new revisions

Users | Exit Conditions | Events |

B

AliasUser

Add Alias...

Add Token...

Add Liser...

[Telete

OKl Cancell Helpl

I.Java Applet Window

10.
I1.

12.
13.

14.

Enter Review in the Name field and a description in the Description field.

Enable Users can review the current revision so that the reviewers are unable to edit

the files.

Click Add User. The Add User to Step screen is displayed.

Select Pat Kelly, Tom Adams, and Kim Randall as the reviewers. Holding down the
Ctrl key enables you to select multiple users.

Click OK.

You want everyone to approve the content items, so click the Exit Conditions tab and

select All reviewers.

Click OK.
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15. Make sure that the workflow is selected in the left pane of the Workflows tab, and
click Start. The Start Workflow Brochure Templates screen is displayed.

Start Workflow Brochure Templates E

‘when a waorkflow iz started, 3 mal meszage is sent
out bo all its contnbutors, Add your own message
by enteting it in the feld balow.

hessage;

Flaaze check in the 2 spreadshest templates for apy

1 | Hi
0K | Cancel |

Warning: Applet \Window

16. Enter a message to be sent to the contributor (Shawn James).

17. Click OK.

Using a Basic Workflow

As soon as the Brochure Templates workflow is started, Shawn James receives the
following e-mail:

= Workflows Started Notification

You have been assigned as a cantributar ta the fallowing swarkfl o,
Flease review the workflow content listing to see if iterms need to
he checked in.

Workflow Name: Brochure_Templates

Started By: svsadmin

Message: Flease checkinthe two spreadsheet templates for
approval.

[ Review workflow content ]

From the e-mail, Shawn James would click the link to review the workflow content. For
now, you will access this information from the Active Workflows link under the Content
Management tray.
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Open a new browser instance and login as Shawn James (User Name: sjames,
password: idc).

Open the Content Management tray and click Active Workflows. The Active
Workflows page is displayed.

All Active Workflows

Active Standard Workflows

Workflow Name || Description

Termplates for all Brochures

Brochure_Templates Biasic - fotive

all Brachures
Criteria - Active

[ My wiarlkflow Assignments ]

3.

Click the Brochure Templates link.

The Workflow Content Items page is displayed, listing the two content items that were
specified for the initial contribution step.

Workflow Content Items

all Active Workflows --> Brochure_Templates

Content Items In Workflow '‘Brochure Templates'

Content ID || Title || Status || Step Name” Actions |
0z5 Mo Revision Checked In Edit contribution = @
03z Mo Revisi Checked I Ed . bE
o Revision Hhecked Workflow Review |— -@ ________
Check Cut
Content Inﬁl’j
wiarkflow Info

Select Checkout from the Action icon contextual menu for the 025 content item. The
Checkout Confirmation page is displayed.

Click Check In. The Content Check In Form page is displayed.

Select the 025_mkt.doc file in the Ruggans Tutorial Files/Content folder as the
primary file, and select Mkt for the Account field.

Select the Revision Finished Editing check box.
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Note: The workflow will not move to the next step if the Revision Finished Editing check
box is left blank. You would need to check the file out and then back in again.

8. Click Check In. The Check In Confirmation page is displayed. At this point, an e-
mail notification would be sent to Kim Randall, Sally Wilson, and Pat Kelly.

9. Check in the 032 content item, using the 032 _mkt.doc file in the Ruggans Tutorial
Files/Content folder as the primary file, and leave the Account field blank. Another e-
mail notification will be sent to Kim Randall, Tom Adams, and Pat Kelly for this
second content item. Note that Shawn James doesn't have any more actions to
perform.

10. Close the sjames browser instance, open a new browser instance, and login as Pat
Kelly (User Name: pkelly, password: idc).

11. As Pat Kelly, navigate to the Content Items for Workflow 'Brochure_Templates' page.

12. Click the Review link for one of the content items. An error message is displayed,
telling you that Pat Kelly does not have account privileges for the content item. The
content item was checked in with no account, while Pat Kelly only has permission to
the Mkt/A and MSP accounts.

Content Server Request Failed

Unable to retrieve workflow information for 025", User '(Err}’ does not
have sufficient privileges to access content without accounts.

@ Important: It is important to make sure that the users assigned to a workflow have access
to both the security group and the account of the content items.

To resolve the situation, you could change Pat Kelly's account access, or you can
update the account of the content item. Since the same account issues apply to Tom
Adams, you will add the /documents without accounts] classification to the pkelly and
tadams user logins.

13. Open a new browser instance and login as the system administrator (User Name:
sysadmin, password: idc).

14. Add the [documents without accounts] classification to the pkelly and tadams user
logins. (To review how to do this, see Assigning Accounts to Users (page 4-14).)

15. Return to Pat Kelly's browser instance, and navigate to the Content Items for
Workflow 'Brochure Templates' page.

16. Click the Review link for one of the content items.
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17.

18.

19.
20.

21.
22.

The Workflow Step Information for 'content ID' page is displayed, indicating that Pat
Kelly now has access to content that doesn't have an account.

Return to the Content Items for Workflow 'Brochure Templates' page and approve the
two content items.

Close the pkelly browser instance, open a new instance, and login as Tom Adams
(User Name: tadams, password: idc).

Approve both content items.

Close the tadams browser instance, open a new instance, and login as Kim Randall
(User Name: krandall, password: idc).

Approve both content items.

Return to the system administrator's browser instance, and perform a search for the
two content items.
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THIRD PARTY LICENSES

OVERVIEW

This appendix includes a description of the Third Party Licensesfor all the third party
products included with this product.

«» Apache Software License (page B-1)

« W3C® Software Notice and License (page B-2)
«» Zlib License (page B-3)

+«+ General BSD License (page B-4)

+» Genera MIT License (page B-5)

+«+ Unicode License (page B-5)

¢ Miscellaneous Attributions (page B-7)

APACHE SOFTWARE LICENSE

* Copyright 1999-2004 The Apache Software Foundation.

* Licensed under the Apache License, Version 2.0 (the "License");
* you may not use this file except in conpliance with the License.
* You may obtain a copy of the License at

* http: //wwv. apache. org/ I i censes/ LI CENSE- 2. 0
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*

*

Unl ess required by applicable law or agreed to in witing, software
distributed under the License is distributed on an "AS |S" BASIS,

* W THOUT WARRANTI ES OR CONDI TIONS OF ANY KIND, either express or inplied.
* See the License for the specific |anguage governing pernissions and

* [imtations under the License.

W3C® SOFTWARE NOTICE AND LICENSE

A-2

*

*

*

*

Copyright © 1994-2000 Wrld Wde Wb Consortium
(Massachusetts Institute of Technol ogy, Institut National de
Recherche en Informatique et en Automatique, Keio University).

Al Rights Reserved. http://wwmv. w3.org/ Consortiunl Legal/

This WBC work (including software, docunments, or other related items) is
bei ng provided by the copyright holders under the follow ng |icense. By
obtai ning, using and/or copying this work, you (the Iicensee) agree that
you have read, understood, and will conply with the followi ng terms and

condi tions:

Permission to use, copy, nodify, and distribute this software and its
docunentation, with or without modification, for any purpose and without
fee or royalty is hereby granted, provided that you include the follow ng
on ALL copies of the software and docunentation or portions thereof,

i ncluding nodifications, that you make:

1. The full text of this NOTICE in a |location viewable to users of the

redistributed or derivative work.

2. Any pre-existing intellectual property disclainers, notices, or terns
and conditions. If none exist, a short notice of the following form
(hypertext is preferred, text is pernmtted) should be used within the
body of any redistributed or derivative code: "Copyright ©
[ $dat e- of -sof tware] World Wde Web Consortium (Massachusetts
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* Institute of Technology, Institut National de Recherche en
* Informatique et en Automatique, Keio University). Al Rights
* Reserved. http://wwv. w3. org/ ConsortiuniLegal /"

* 3. Notice of any changes or nodifications to the WBC files, including the
* date changes were made. (V& recommend you provide URIs to the |ocation

* from which the code is derived.)

* TH S SOFTWARE AND DOCUMENTATION |S PROVIDED "AS |S," AND COPYRI GHT HOLDERS
* MAKE NO REPRESENTATI ONS OR WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG BUT

* NOT LIMTED TO, WARRANTI ES OF MERCHANTABILITY OR FI TNESS FOR ANY PARTI CULAR
* PURPOSE OR THAT THE USE OF THE SCFTWARE OR DOCUMENTATI ON WLL NOT | NFRI NGE
* ANY TH RD PARTY PATENTS, COPYRI GHTS, TRADEMARKS OR OTHER RI GHTS.

* COPYRI GHT HOLDERS WLL NOT BE LI ABLE FOR ANY DI RECT, | NDI RECT, SPECIAL OR
* CONSEQUENTI AL DAMAGES ARI SING QUT OF ANY USE OF THE SOFTWARE OR
* DOCUMENTATI ON.

* The name and trademarks of copyright holders may NOT be used in advertising
* or publicity pertaining to the software without specific, witten prior
* permission. Title to copyright in this software and any associated

* docunentation will at all times remain with copyright hol ders.

ZLI1B LICENSE

* zlib.h -- interface of the 'zlib' general purpose compression library

version 1.2.3, July 18th, 2005

Copyright (C) 1995-2005 Jean-loup Gailly and Mark Adler

This software is provided 'as-is, without any express or implied

warranty. In no event will the authors be held liable for any damages
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arising from the use of this software.

Permission is granted to anyone to use this software for any purpose,
including commercia applications, and to alter it and redistribute it

freely, subject to the following restrictions:

1. Theorigin of this software must not be misrepresented; you must not
claim that you wrote the original software. If you use this software
in a product, an acknowledgment in the product documentation would be
appreciated but is not required.

2. Altered source versions must be plainly marked as such, and must not be
misrepresented as being the original software.

3. This notice may not be removed or atered from any source distribution.

Jean-loup Gailly jloup@gzip.org
Mark Adler madler@al umni.caltech.edu

GENERAL BSD LICENSE

Copyright (c) 1998, Regents of the University of California
All rights reserved.

Redi stribution and use in source and binary forms, with or without nodification,
are permtted provided that the follow ng conditions are net:

"Redi stributions of source code must retain the above copyright notice, this
list of conditions and the follow ng disclaimer.

"Redistributions in binary formnust reproduce the above copyright notice, this
list of conditions and the follow ng disclaimer in the docunentation and/or other
materials provided with the distribution.

"Nei ther the name of the <ORGANI ZATI ON> nor the nanes of its contributors may be
used to endorse or promote products derived fromthis software without specific
prior witten pernission.
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TH'S SCFTWARE 1S PROVI DED BY THE COPYRI GHT HOLDERS AND CONTRI BUTORS "AS | S" AND ANY
EXPRESS CR | MPLI ED WARRANTI ES, | NCLUDING BUT NOT LIMTED TO, THE I MPLI ED

WARRANTI ES OF MERCHANTABI LI TY AND FI TNESS FOR A PARTI CULAR PURPCSE ARE DI SCLAI MED.
N NO EVENT SHALL THE COPYRI GHT OANER OR CONTRI BUTORS BE LI ABLE FOR ANY DI RECT,

| NDI RECT, | NCI DENTAL, SPECI AL, EXEMPLARY, OR CONSEQUENTI AL DAMAGES (I NCLUDI NG BUT
NOT LIM TED TO, PROCUREMENT OF SUBSTI TUTE GOCDS OR SERVI CES; LOSS OF USE, DATA, OR
PROFITS; OR BUSI NESS | NTERRUPTI ON) HOWEVER CAUSED AND CN ANY THECRY OF LI ABILITY,
VWHETHER | N CONTRACT, STRICT LI ABILITY, OR TORT (I NCLUDI NG NEGLI GENCE OR OTHERW SE)
ARI'SING IN ANY WAY QUT OF THE USE OF THI S SOFTWARE, EVEN | F ADVI SED OF THE

POSSI BI LI TY OF SUCH DAMAGE.

GENERAL MIT LICENSE

Copyright (c) 1998, Regents of the Massachusetts Institute of Technol ogy

Perm ssion is hereby granted, free of charge, to any person obtaining a copy of this
software and associ ated docunentation files (the "Software"), to deal in the
Software without restriction, including without limtation the rights to use, copy,
modi fy, merge, publish, distribute, sublicense, and/or sell copies of the Software,
and to permt persons to whomthe Software is furnished to do so, subject to the
fol | owi ng conditions:

The above copyright notice and this permission notice shall be included in all
copies or substantial portions of the Software.

THE SOFTWARE 1S PROVIDED "AS IS", W THOUT WARRANTY OF ANY KIND, EXPRESS CR | MPLI ED,
[ NCLUDI NG BUT NOT LIM TED TO THE WARRANTI ES OF MERCHANTABI LI TY, FITNESS FCR A
PARTI CULAR PURPOSE AND NONI NFRI NGEMENT. | N NO EVENT SHALL THE AUTHORS CR COPYRI GHT
HOLDERS BE LI ABLE FOR ANY CLAIM DAMAGES OR OTHER LI ABI LI TY, WHETHER I N AN ACTI ON OF
CONTRACT, TORT OR OTHERW SE, ARI SING FROM QUT OF CR | N CONNECTI ON W TH THE SOFTWARE
OR THE USE OR OTHER DEALINGS IN THE SOFTWARE.

UNICODE LICENSE

UNI CCDE, | NC. LI CENSE AGREEMENT - DATA FILES AND SOFTWARE

Uni code Data Files include all data files under the directories

http://www. uni code. org/ Public/, http://waw uni code.org/reports/, and
http://www. uni code. org/cldr/data/ . Unicode Software includes any source code
published in the Unicode Standard or under the directories

http://www. uni code. org/ Public/, http://www. uni code.org/reports/, and
http://www. uni code. org/cl dr/data/.
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NOTI CE TO USER Carefully read the following | egal agreement. BY DOANLOADI NG

| NSTALLI NG COPYI NG OR OTHERW SE USI NG UNI CODE I NC.' S DATA FILES ("DATA FILES"),
AND/ OR SOFTWARE (" SOFTWARE'), YOU UNEQUI VOCALLY ACCEPT, AND AGREE TO BE BOUND BY,
ALL OF THE TERMS AND CONDI TIONS OF THI'S AGREEMENT. |F YOU DO NOT AGREE, DO NOT
DOMLOAD, | NSTALL, COPY, DI STRIBUTE OR USE THE DATA FILES OR SOFTWARE.

COPYRI GHT AND PERM SSI ON NOTI CE

Copyright © 1991-2006 Unicode, Inc. All rights reserved. Distributed under the
Terns of Use in http://wwm. unicode. org/copyright.htn.

Perm ssion i s hereby granted, free of charge, to any person obtaining a copy of the
Uni code data files and any associated docunentation (the "Data Files") or Unicode
software and any associated documentation (the "Software") to deal in the Data
Files or Software without restriction, including without limtation the rights to
use, copy, nodify, merge, publish, distribute, and/or sell copies of the Data Files
or Software, and to pernit persons to whomthe Data Files or Software are furnished
to do so, provided that (a) the above copyright notice(s) and this perm ssion notice
appear with all copies of the Data Files or Software, (b) both the above copyri ght
notice(s) and this permssion notice appear in associated docunentation, and (c)
there is clear notice in each nodified Data File or in the Software as well as in
the documentation associated with the Data File(s) or Software that the data or
software has been nodified.

THE DATA FI LES AND SOFTWARE ARE PROVIDED "AS IS", W THOUT WARRANTY OF ANY KIND,
EXPRESS OR | MPLI ED, | NCLUDI NG BUT NOT LI M TED TO THE WARRANTI ES OF MERCHANTABI LI TY,
FI TNESS FOR A PARTI CULAR PURPCSE AND NONI NFRI NGEMENT OF THI RD PARTY RI GHTS. I N NO
EVENT SHALL THE COPYRI GHT HOLDER OR HOLDERS | NCLUDED IN THI'S NOTI CE BE LI ABLE FOR
ANY CLAIM OR ANY SPECI AL | NDI RECT OR CONSEQUENTI AL DAMAGES, OR ANY DAMAGES
VWHATSOEVER RESULTI NG FROM LOSS OF USE, DATA CR PROFITS, WHETHER IN AN ACTI ON OF
CONTRACT, NEGLI GENCE OR OTHER TCRTI QUS ACTI ON, ARI SING QUT OF OR I N CONNECTI ON W TH
THE USE OR PERFORMANCE OF THE DATA FILES OR SCFTWARE.

Except as contained in this notice, the nane of a copyright hol der shall not be used
in advertising or otherwise to promote the sale, use or other dealings in these Data
Files or Software without prior witten authorization of the copyright hol der.

Uni code and t he Uni code | ogo are trademarks
of Unicode, Inc., and may be registered in sone jurisdictions. All other trademarks
and registered trademarks nentioned herein are the property of their respective
owner s
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MISCELLANEOUS ATTRIBUTIONS

Adobe, Acrobat, and the Acrobat Logo are registered trademarks of Adobe Systems Incorporated.
FAST Instream is atrademark of Fast Search and Transfer ASA.

HP-UX isaregistered trademark of Hewlett-Packard Company.

IBM, Informix, and DB2 are registered trademarks of IBM Corporation.

Jaws PDF Library is aregistered trademark of Global Graphics Software Ltd.

Kofax isaregistered trademark, and Ascent and Ascent Capture are trademarks of Kofax Image
Products.

Linux isaregistered trademark of Linus Torvalds.

Mac is aregistered trademark, and Safari is atrademark of Apple Computer, Inc.

Microsoft, Windows, and Internet Explorer are registered trademarks of Microsoft Corporation.
MrSID isproperty of LizardTech, Inc. Itis protected by U.S. Patent No. 5,710,835. Foreign Patents
Pending.

Oracle is aregistered trademark of Oracle Corporation.

Portions Copyright © 1994-1997 LEAD Technologies, Inc. All rights reserved.

Portions Copyright © 1990-1998 Handmade Software, Inc. All rights reserved.

Portions Copyright © 1988, 1997 Aladdin Enterprises. All rights reserved.

Portions Copyright © 1997 Soft Horizons. All rights reserved.

Portions Copyright © 1995-1999 LizardTech, Inc. All rights reserved.

Red Hat is aregistered trademark of Red Hat, Inc.

Sun isaregistered trademark, and Sun ONE, Solaris, iPlanet and Java are trademarks of Sun
Microsystems, Inc.

Sybase is aregistered trademark of Sybase, Inc.

UNIX isaregistered trademark of The Open Group.

Verity is aregistered trademark of Autonomy Corporation plc
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